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No programs funded to eliminate space debris now. 

Williams 10 (Dan, writer at Reuters, Red Ice Creations, Reuters.com. US general urges world war on space debris, 1/28/10; http://www.redicecreations.com/article.php?id=9652; rn)

World powers must find ways to reduce the amount of debris in orbit, as the collision risk it poses to spacecraft is increasing, the head of the U.S. Strategic Command said on Wednesday.  Air Force General Kevin Chilton, a former astronaut, told an Israeli audience that the United States has catalogued more than 15,000 items such as jettisoned rockets, shuttle detritus, and bits of destroyed satellites currently floating in space.   "The estimation is that these numbers could grow upward of 50,000 in total numbers in the not-too-distant future," he said, adding that this could make low-earth orbit "uninhabitable to man or machine".  The amount of debris has increased exponentially, according to Chilton, due to events like China's 2007 shooting down of a defunct satellite, and last year's collision of an old Russian military satellite and a telecoms satellite owned by Iridium.  In what was widely seen as an effort to achieve parity with China, the United States in 2008 blew up a target satellite using the Aegis missile interceptor. The Aegis is now the backbone of a planned U.S. ballistic shield for Eastern Europe.  Chilton said the increasing clutter raised the spectre of a "cascade" whereby debris causes collisions, which in turn creates more debris.   Chilton said major powers should agree on a "responsible space operation", improve their spacecraft to keep debris to a minimum, and share data on possible risks.  "The U.S. has quite an extensive array of sensors ... but even that is not enough," he said in his address to the Fisher Institute for Air & Space Strategic Studies, near Tel Aviv.  "We need to improve our space surveillance capabilities." But Chilton made clear that, for now, containment was the only option, in the absence of a means of elimination.   "Today, the way we eliminate space debris is we wait for it to come down" and burn up on reentry through the atmosphere, he said.  Chilton, whose responsibilities include ballistic missile defence and cyber warfare as well as space operations, spent three days in Israel, an aide said.   As well as visiting academic forums, he held talks with researchers at Israel's Defence Ministry, an official involved in the visit said, without giving details. 

1AC Inherency (2/3)

Any increase in fragmentation makes space impassable, there are no programs to remove debris in the squo, and the problem won’t solve itself.

Wilder 10 (Benjamin, Lieutenant Commander, United States Navy, B.S., University of South Alabama, Naval Postgraduate School, Thesis for a Master of Science in Physics at the Naval Postgraduate School, Power Beaming, Orbital Debris Removal, And Other Space Applications Of A Ground Based Free Electron Laser, March 2010, http://dodreports.com/pdf/ada518696.pdf, SP)

Considering the alarming rate of orbital debris generation, the era of mankind’s open and relatively simple access to space may be coming to an end. Any increase of fragmentation events, such as through a future war with anti-satellite engagements or simply from the continued collisions in crowded orbits, has the potential to render those orbits virtually useless for generations to come. If the Chinese ASAT engagement above generated ~3,000 pieces of debris, an anti-satellite war that destroys only 10 satellites could immediately double the current debris population, and this large debris field would spread over time to other orbits ”near” the parent satellite. Currently, there are no programs for the removal of space debris from orbit, and the National Aeronautics and Space Administration (NASA) has only recently enacted guidelines to limit the creation of orbital debris. Likewise, the space debris problem will not “solve itself” in the near future. The anticipated orbital lifetime of debris in the 8001100 km range is on the order of 10,000 years [52, p. 576]. The space tug concept discussed in Chapter V may be one method to reduce the amount of large debris, such as rocket bodies and non-

functional spacecraft, by hauling these items into lower disposal orbits that experience higher atmospheric drag. Similarly, by reducing the larger parent objects, much of the future fragmentation debris growth could be avoided. For smaller debris, the most-promising, near-term method of debris removal is through the illumination of debris clouds with a high energy laser to lower the perigee of their orbits as proposed by Project Orion. 
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Only way to prevent Kessler syndrome is through removing debris now- stalling would increases risks to active satellites. 

Kessler 09 (Donald J. Kessler, Donald J. Kessler is an American astrophysicist and former NASA scientist known for his studies regarding space debris. Kessler worked at the Johnson Space Center in Houston, Texas, as part of NASA's Environmental Effects Project Office. Kessler first published his ideas in 1978, in an academic paper titled "Collision Frequency of Artificial Satellites: The Creation of a Debris Belt."[2] The paper established Kessler's reputation, and NASA subsequently made him the head of the newly-created Orbital Debris Program Office to study the issue and issue guidelines to slow the accumulation of space debris.[1] , The Kessler Syndrome,  March 8, 2009 http://webpages.charter.net/dkessler/files/KesSym.html, rn)

We are entering a new era of debris control….an era that will be dominated by a slowly increasing number of random catastrophic collisions.   These collisions will continue in the 800 km to 1000 km altitude regions, but will eventually spread to other regions.  The control of future debris requires, at a minimum, that we not leave future payloads and rocket bodies in orbit after their useful life and might require that we plan launches to return some objects already in orbit.  These control measures will significantly increase the cost of debris control measures; but if we do not do them, we will increase the cost of future space activities even more.  We might be tempted to put increasing amounts of shielding on all spacecraft to protect them and increase their life, or we might just accept shorter lifetimes for all spacecraft.  However, neither option is acceptable:  More shielding not only increases cost, but it also increases both the frequency of catastrophic collisions and the amount of debris generated when such a collision occurs.  Accepting a shorter lifetime also increases cost, because it means that satellites must be replaced more often….with the failed satellites again increasing the catastrophic collision rate and producing larger amounts of debris. Aggressive space activities without adequate safeguards could significantly shorten the time between collisions and produce an intolerable hazard to future spacecraft.  Some of the most environmentally dangerous activities in space include large constellations such as those initially proposed by the Strategic Defense Initiative in the mid-1980s, large structures such as those considered in the late-1970s for building solar power stations in Earth orbit, and anti-satellite warfare using systems tested by the USSR, the U.S., and China over the past 30 years.  Such aggressive activities could set up a situation where a single satellite failure could lead to cascading failures of many satellites in a period of time much shorter than years.   As is true for many environmental problems, the control of the orbital debris environment may initially be expensive, but failure to control leads to disaster in the long-term. Catastrophic collisions between catalogued objects in low Earth orbit are now an important environmental issue that will dominate the debris hazard to future spacecraft.  
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Scenario 1: Readiness

Heg is high but declining—China is taking over

Bandow 8 Doug, Robert A. Taft Fellow at the American Conservative Defense Alliance, “Going Overboard on China,” National Interest, 5-19-8, http://www.nationalinterest.org/Article.aspx?id=17718

The U.S. reigns supreme. America accounts for roughly half of the world’s military spending, enjoys the largest and most productive economy, plays a leading role in every international organization, is allied with every major industrialized state save China and Russia, and faces a pitiful few enemies. The world can—and inevitably will—change, but Washington will control its own destiny for many more years. You wouldn’t know that, however, listening to the Bush administration and its Greek chorus of hawkish activists and pundits. In their view America is weak and isolated, a giant threatened by evildoers around the globe. There are terrorists, such as al-Qaeda, potential nuclear proliferators, like Iran and North Korea, brutal dictatorships, as in Burma and Cuba, a revived Russia, and, most worrisome of all, a rising China. China is on the move, warns the Claremont Institute’s Mark Helprin, combining economic and military challenges. Beijing is building up its military while the American “story is evident without relief throughout our diminished air echelons, shrinking fleets, damaged and depleted stocks, and ground forces turned from preparation for heavy battle to the work of a gendarmerie.”

Primary enemy of satellites is space debris
Matthews 11 (William, Defense News, Gannet Government Media Corporation, leading military and government news, Keep Space Debris Free US Congress Told, March 20, 2011, http://www.defensenews.com/story.php?i=3999596&c=AIR&s=TOP, NG)
No nation benefits more from space or has more to lose if space becomes a shooting gallery than the United States," said Michael Krepon of the Henry Stimson Center. "It's so easy to mess up space," he said. "Space dominance is extremely hard to achieve in a debris-strewn environment, and it's not difficult for weaker adversaries to create debris fields in space." The United States should seek a halt to "destructive ASAT tests," he said. Satellites may be disabled without creating debris by using lasers, microwave and cyber weapons, MacDonald said. China is believed to be developing those in addition to its capability to destroy satellites with missiles. It is unclear what kind anti-satellite technology Russia intends to pursue. In early March, Gen. Valentin Popovkin, a deputy defense minister, was quoted as saying Russia is developing ASAT capability because "we can't sit back and quietly watch others doing that." In February 2008, the missile launched from a U.S. Navy ship destroyed a U.S. spy satellite that was about to fall out of orbit. The U.S. ASAT demonstration followed China's 2007 missile shot that destroyed a dead Chinese satellite. The Chinese shot created more than 1 million pieces of debris. More debris was created Feb. 10 when a deactivated Russian communications satellite collided with an operational U.S. Iridium 33 over Siberia. "Our primary enemy is debris," Krepon said. If it continues to accumulate, debris will threaten manned space operations, he warned. Even small bits of debris can be deadly in space. In low-Earth orbit, "space debris travels at 10 times the speed of a rifle bullet," Krepon said. "A piece of debris the size of a child's marble could strike a satellite with approximately the same energy as a 1-ton safe dropped from a five-story building." Krepon called for an international treaty that bans destructive activity in space that adds to debris 
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Satellites key to strong US readiness and economic sustainability.

Imburgia 11 (Vanderbilt Journal of Transnational Law, Vanderbilt Law, Space Debris and Its Threat to National Security: A Proposal for a Binding International Agreement to Clean Up the Junk., May 2011, EBSCO Host Database: Academic Search Complete, MS)

These gloomy prognostications about the threats to our space environment should be troubling to Americans.  The United States relies on the unhindered use of outer space for national security. According to a space commission led by former Secretary of Defense Donald Rumsfeld, “[t]he [United States] is more dependent on space than any other nation.” According to Robert G. Joseph, former Undersecretary for Arms Control and International Security at the State Department, “space capabilities are vital to our national security and to our economic well-being.” Therefore, a catastrophic collision between space debris and the satellites on which that national security so heavily depends poses a very real and current threat to the national security interests of the United States. Since “the [1991] Gulf War, the [United States] military has depended on satellites for communications, intelligence and navigation for its troops and precision-guided weapons.” Satellites are also used for reconnaissance and surveillance, command and control, and control of Unmanned Aerial Vehicles. According to the United States Space Command’s Fact Sheet: Satellites provide essential in-theater secure communications, weather and navigational data for ground, air and fleet operations and threat warning. Ground-based radar and Defense Support Program satellites monitor ballistic missile launches around the world to guard against a surprise missile attack on North America.   Space surveillance radars provide vital information on the location of satellites and space debris for the nation and the world.  Maintaining space superiority is an emerging capability required to protect our space assets.
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Satellites also key to military communication.

Martin 07 (Senior Engineering Specialist at Aerospace, Crosslink, A History of U.S. Military Satellite 

Communication Systems, 11/23/07, http://www.aero.org/publications/crosslink/winter2002/01.html, MS)

Satellite communication has been a vital part of the United States military throughout the space age, beginning in 1946, when the Army achieved radar contact with the moon. In 1954, the Navy began communications experiments using the moon as a reflector, and by 1959, it had established an operational communication link between Hawaii and Washington, D.C. As the U.S. space program grew in the 1960s, the Department of Defense (DOD) began developing satellite communication systems that would address the special requirements of military operations. In addition to protection against jamming, these needs included the flexibility to rapidly extend service to new regions of the globe and to reallocate system capacity as needed. The goal of these systems has been to provide communications between, and to supply information to, military units in situations where terrestrial means of communication are impossible, unreliable, or unavailable. This goal was partly realized with the earliest DOD communication satellites, and as satellite d communications technology has improved, the goal has been realized to a much greater extent.
Lack of military communication collapses readiness

Watts 01 (Barry, Senior Fellow at the Center for Strategic and Budgetary Assessments, Center for Strategic and Budget Assessments, The Military Use of Space: A Diagnostic Assessment, February 2001, Pg. 2, MS)

As will become apparent, these judgments require considerable explanation and elaboration to be understood in context. They are also substantially incomplete because, in the interests of brevity, they omit crucial evidence, interrelationships and implications. Take the point about the nearmonopoly on space access long enjoyed by the United States and Soviet Union. The number of space-faring nations is growing, and access to satellite systems and services is expanding even more rapidly as commercial capabilities proliferate. Today an increasing number of nations, commercial enterprises and even individuals are gaining access to space services, such as highresolution images, that were long the exclusive preserve of the American and Soviet governments. It by no means follows, though, that increasing access by non-space-faring nations and various non-state actors entails a reduction in the margin of US military advantage derived from systems in orbital space. True, that could be the long-term outcome—particularly should the American military prove unable to protect its growing dependencies on commercial and military satellites. However, if space-derived military advantage hinges increasingly on having the trained personnel, connectivity, information architectures, command and control, and organization arrangements to make more timely and more effective use of information derived from orbital systems than the adversary, then it is conceivable that the United States could retain something close to its current margin of advantage for years, if not several decades.
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Lack of readiness leads to war. These wars go nuclear.

Flourney 08 (Michele Flournoy, Center for a New American Security, Strengthening the Readiness of the U.S. Military, Prepared Statement of Michèle A. Flournoy, testimony to the House Committee on Armed Services, http://militarylies.typepad.com/military_lies/reserves/, 2/14/08, MS)

At the same time, the United States must prepare for a broad range of future contingencies, from sustained, small-unit irregular warfare missions to military-to-military training and advising missions to high-end warfare against regional powers armed with weapons of mass destruction and other asymmetric means. Yet compressed training times between deployments mean that many of our enlisted personnel and officers have the time to train only for the missions immediately before them--in Iraq and Afghanistan--and not for the missions over the horizon. These just-in-time training conditions have created a degree of strategic risk, which the Chairman of the Joint Chiefs of Staff noted in his recent posture statement. As we at the Center for a New American Security wrote in our June, 2007 report on the ground forces, the United States is a global power with global interests, and we need our armed forces to be ready to respond whenever and wherever our strategic interests might be threatened. The absence of an adequate strategic reserve of ready ground forces must be addressed on an urgent basis. U.S. Military Readiness Today Readiness is the winning combination of personnel, equipment, and training in adequate quantity and quality for each unit. Each of these components of readiness has been under sustained and increasing stress over the past several years. For the ground forces, the readiness picture is largely--although not solely-- centered on personnel while the Navy and the Air Force's readiness challenges derive

Empirics prove - Econ collapse leads to war 

O’Donnell 9 (Sean Squad Leader in the Marine Corps Reserve and is currently a graduate student at the University of Baltimore studying law and ethics, Examiner.com, Will this recession lead to World War III?, February 26, 2009, http://www.examiner.com/republican-in-baltimore/will-this-recession-lead-to-world-war-iii, MS)

One of the causes of World War I was the economic rivalry that existed between the nations of Europe. In the 19th century France and Great Britain became wealthy through colonialism and the control of foreign resources. This forced other up-and-coming nations (such as Germany) to be more competitive in world trade which led to rivalries and ultimately, to war. After the Great Depression ruined the economies of Europe in the 1930s, fascist movements arose to seek economic and social control. From there fanatics like Hitler and Mussolini took over Germany and Italy and led them both into World War II. With most of North America and Western Europe currently experiencing a recession, will competition for resources and economic rivalries with the Middle East, Asia, or South American cause another world war? Add in nuclear weapons and Islamic fundamentalism and things look even worse. Hopefully the economy gets better before it gets worse and the terrifying possibility of World War III is averted. However sometimes history repeats itself. 
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Satellite technology key to drone usage- communications and information gathering. 
Defense Update No Date (Defense Update, International Online Defense Magazine, RQ-1A/MQ-1 Predator UAV, No Specified Date 2007- Present, http://defense-update.com/products/p/predator.htm, NG)
As a multi-sensor platform, Predator is equipped with an EO/IR and SAR payloads. The for day/night imagery, the system uses the Raytheon AN/AAS-52 Multisensor Tactical System (MTS) electro-optical stabilized turret, offering day and night operation. When weather conditions limit its operations, for coverage of a large area, Northrop Grumman's TESAR Synthetic Aperture Radar is used. The UAV uses line of sight communications datalink or satellite communications, to receive flight instructions and transmit video streams, still images and other sensor information to the mission control center. Information gathered by a Predator can be shared instantaneously with commanders around the world via Rover remote receiving terminals. Imagery products are distributed worldwide via defense communications satellites or commercial services, utilizing the Trojan Spirit II intelligence distribution satellite terminals and DCGS intelligence support network. During operations in Iraq the Air Force used both in- and out-of-theater ground control stations, with beyond-line-of-sight air vehicle control, to fly Predator. This gave the Combined Forces Air Component Commander great flexibility since he could increase capability and have redundant control using up to five ground control stations at multiple locations. Three orbits were controlled, via remote operations, from the United States. Four simultaneous Predator orbits were flown over Iraq, and an additional orbit operated over Afghanistan. Combining the reach back operation in support of combat operations in-theater, used for both Global Hawk and Predator significantly reduced troop deployment and improved system availability, reduced theater force protection needs, and saved significant operating costs. Moving data rather than people was a demonstration of “networked” operations and another example of the rapidly evolving use of UAVs. This enhanced capability shortens the kill chain and dramatically reduces the opportunity for targets to flee if tactical aircraft are unavailable to deliver weapons.
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US Increasingly relying on Drone strikes in status quo for counter terrorism
Dilanian 6-29 (Ken, Los Angeles Times Media Group, US Counter Terrorism Strategy to rely on surgical strikes, unmanned drones, June 29, 2011, http://articles.latimes.com/2011/jun/29/news/la-pn-al-qaeda-strategy-20110629, NG) 
The Obama administration has concluded in a newly released counter-terrorism strategy that precision strikes and raids, rather than large land wars, are the most effective way to defeat Al Qaeda. “Al Qaeda seeks to bleed us financially by drawing us into long, costly wars that also inflame anti-American sentiment,” John Brennan, President Obama’s counter-terrorism advisor, said in a speech Wednesday unveiling the new strategy. “Going forward, we will be mindful that if our nation is threatened, our best offense won’t always be deploying large armies abroad but delivering targeted, surgical pressure to the groups that threaten us.” Brennan, a longtime former CIA officer, spoke at the Paul H. Nitze School of Advanced International Studies at Johns Hopkins University in Washington, as the White House posted thenew strategy on its website. The strategy codifies policies the administration has been pursuing for 2 1/2 years, and much of it mirrors the practices of the Bush administration, Brennan said. But at its core is a repudiation of the thinking that sent large numbers of American troops to Iraq and Afghanistan. Al Qaeda’s leadership has been decimated, Brennan said, thanks not to the wars but to “unyielding pressure” from U.S. operations to kill the group's leaders one by one in the Afghanistan-Pakistan border region. The more acute threats to the U.S. these days come from Al Qaeda affiliates in Yemen and perhaps Somalia, U.S. officials have said, and no one is contemplating sending large numbers of American troops to those countries. Instead, the U.S. will pursue a war in the shadows, one relying heavily on missile strikes from unmanned aerial drones, raids by elite special operations troops, and quiet training of local forces to pursue terrorists. Brennan said the recently announced troop reduction in Afghanistan would have no impact on U.S. counter-terrorism strategy in that country and Pakistan, where, he said, the U.S. has been delivering “precise and overwhelming force” against militants. In the peculiar dance that marks the administration’s discussions of this issue, Brennan did not explicitly mention the vast expansion of drone strikes the U.S. has undertaken in Pakistan since January 2009— 213 of them, according to the New America Foundation, which counts them through media reports. That is because the program technically is secret, even though it is widely discussed and openly acknowledged by U.S. and Pakistani officials in private. Later, when asked whether a policy of targeted killing was appropriate for the United States, Brennan responded that the U.S. is “exceptionally precise and surgical in terms of addressing the terrorist threat. And by that I mean, if there are terrorists who are within an area where there are women and children or others, you know, we do not take such action that might put those innocent men, women and children in danger.” He added that in the last year, “there hasn't been a single collateral death because of the exceptional proficiency, precision of the capabilities that we've been able to develop.” Brennan presumably was referring to covert strikes by the CIA and the Joint Special Operations Command, because in April, two American servicemen were killed by a Hellfire missile fired from a military drone after apparently being mistaken for insurgents moving to attack another group of Marines in southern Afghanistan. Brennan's willingness to boast about the precision of the drone strikes without actually acknowledging them underscores one of the implications of the Obama counter-terrorism strategy: It will be conducted largely in secret, without public accountability. When the military makes a mistake in a drone strike, as it has done in Afghanistan, there is an investigation and some transparency. 
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Drones are key to the war on terror

Spiegel 10 (3/12/10, Spiegel Online Staff, “Drones Are Lynchpin of Obama's War on Terror,” http://www.spiegel.de/international/world/0,1518,682612,00.html)
Obama, Prince of Peace and King of the Drones So what is the value of eliminating a terrorist? The US's drone war has been expanded dramatically in the last year and a half, an escalation that began under former President George W. Bush. But his successor, Nobel Peace Prize winner Barack Obama, has not just continued the program. He has elevated it to the preferred method for killing al-Qaida and its allies. More missiles have already been fired from drones in the 13 months since Obama has been in office than in the entire eight years of the Bush presidency. Dozens have been fired since the beginning of the year, and this year the US military will, for the first time, likely train more drone pilots than fighter pilots, says P.W. Singer, an expert on modern warfare at the Washington, DC-based Brookings Institution. According to Singer, as many as a third of all aircraft the military acquires in the future will be unmanned. At any given moment each day, several unmanned aircraft are in use against terrorists in the skies above Pakistan. Others are in the skies over Yemen, Iraq, Afghanistan and Somalia. The CIA program has in fact had a number of successes so far: Najmiddin Jalolov, leader of the Islamic Jihad Union which is active in Afghanistan and whose German members planned to set off a series of bombings in Germany, was killed by a drone. Hakimullah Mehsud, Baitullah's successor as the head of the Pakistani militant group Tehrik-i-Taliban Pakistan, was presumably also killed by a drone, even though the Taliban deny it. Abu Laith al-Libi, a senior al-Qaida leader with connections to terrorist groups throughout Asia, was killed by a drone. And the list goes on. Experts believe that only 50 truly important al-Qaida leaders are still alive. The drones are seen as the most effective weapon against them. 3 Photos Graphics Gallery: The Use of Drones Not surprisingly, the use of drones is making militants increasingly paranoid, and they are trying to make themselves even less conspicuous. They are also hunting down local informants who have been marking the targets, and are executing anyone they suspect of collaborating with the Americans. Only two weeks ago, two suspected spies were savagely killed in Pakistan. There is no question that the CIA's drones have literally given wings to the so-called global war on terror.
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War on terror key to solve terrorism 

Hafez, conflict studies prof, 4 – Department of peace and conflict studies, Dhaka University (Khoda, Not An Absence Of War: Peace As Justice, 8 June 2004, http://dhaka.usembassy.gov/06.08.04_dhaka_university_peace_not_an_absence_of_war)
The war against terrorism is an effort to protect from attack both the hard and soft targets – in the United States, in the former Soviet Union, in Afghanistan, in Iraq, in Saudi Arabia, in Spain, in Bangladesh, and elsewhere. That is why it is seen as a global war. It is not a war we chose and the engagement is frequently not on our terms. But now that we are in it, we must remain engaged to its successful completion since this is not a war that we can afford to lose. As I mentioned before, like many of you, I am a parent. Like you, I want my daughter to grow up in a safer, saner world than the one we have at the moment. The global war in which we are engaged is not a war about religious or civilizational domination. But it is as real a war as the ones formerly fought on conventional battlefields between standing armies. In waging this war, terrorists consider it a triumph if they can produce major casualties such as occurred with the death of 3,000 people from more than 80 nationalities on September 11, 2001, including more than 20 Bangladeshis, or the attack on railway facilities in Madrid resulting in the loss of more than 180 lives on March 11 of this year. Those 

concerned with issues of war and peace -– and that is all of us -- cannot afford to sit on the sidelines while this war is being waged. We know from the lead-up to World War II that good people cannot sit by idly while evil is being planned and perpetrated. We cannot afford to be passive and we cannot afford to be merely reactive. Just as crime prevention is a means of protecting people from injury and loss of life, war prevention means taking the measures that protect societies from the dangers posed by global terrorists. 
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A terrorist attack escalates to a global nuclear exchange

Speice 06 [Patrick F. Speice, Jr., Candidate @ College of William and Mary “NEGLIGENCE AND NUCLEAR NONPROLIFERATION: ELIMINATING THE CURRENT LIABILITY BARRIER TO BILATERAL U.S.-RUSSIAN NONPROLIFERATION ASSISTANCE PROGRAMS,” William & Mary Law Review, February 2006, 47 Wm and Mary L. Rev. 1427])
Accordingly, there is a significant and ever-present risk that terrorists could acquire a nuclear device or fissile material from Russia as a result of the confluence of Russian economic decline and the end of stringent Soviet-era nuclear security measures. 39 Terrorist groups could acquire a nuclear weapon by a number of methods, including "steal[ing] one intact from the stockpile of a country possessing such weapons, or ... [being] sold or given one by  [*1438]  such a country, or [buying or stealing] one from another subnational group that had obtained it in one of these ways." 40 Equally threatening, however, is the risk that terrorists will steal or purchase fissile material and construct a nuclear device on their own. Very little material is necessary to construct a highly destructive nuclear weapon. 41 Although nuclear devices are extraordinarily complex, the technical barriers to constructing a workable weapon are not significant. 42 Moreover, the sheer number of methods that could be used to deliver a nuclear device into the United States makes it incredibly likely that terrorists could successfully employ a nuclear weapon once it was built. 43 Accordingly, supply-side controls that are aimed at preventing terrorists from acquiring nuclear material in the first place are the most effective means of countering the risk of nuclear terrorism. 44 Moreover, the end of the Cold War eliminated the rationale for maintaining a large military-industrial complex in Russia, and the nuclear cities were closed. 45 This resulted in at least 35,000 nuclear scientists becoming unemployed in an economy that was collapsing. 46 Although the economy has stabilized somewhat, there  [*1439] are still at least 20,000 former scientists who are unemployed or underpaid and who are too young to retire, 47 raising the chilling prospect that these scientists will be tempted to sell their nuclear knowledge, or steal nuclear material to sell, to states or terrorist organizations with nuclear ambitions. 48 The potential consequences of the unchecked spread of nuclear knowledge and material to terrorist groups that seek to cause mass destruction in the United States are truly horrifying. A terrorist attack with a nuclear weapon would be devastating in terms of immediate human and economic losses. 49 Moreover, there would be immense political pressure in the United States to discover the perpetrators and retaliate with nuclear weapons, massively increasing the number of casualties and potentially triggering a full-scale nuclear conflict. 50 In addition to the threat posed by terrorists, leakage of nuclear knowledge and material from Russia will reduce the barriers that states with nuclear ambitions face and may trigger widespread proliferation of nuclear weapons. 51 This proliferation will increase the risk of nuclear attacks against the United States
[*1440]  or its allies by hostile states, 52 as well as increase the likelihood that regional conflicts will draw in the United States and escalate to the use of nuclear weapons.
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NASA wants a Mars colonization now. 

Williamson, Topnews, 10
(Jamie, Topnews.com, 10-28-11, “NASA’s ‘Hundred Years Starship’ ‘to take you to Mars but never return’, http://www.topnews.in/usa/nasa-s-hundred-years-starship-take-you-mars-never-return-25693, accessed 6-2-11, JG)

Washington: NASA is planning a one-way mission to Mars in a program called ‘Hundred Years Starship’ in which, a manned spacecraft will take astronauts to Mars and leave them there forever.  NASA Ames Director Pete Worden revealed that one of NASA’s main research centres, Ames Research Centre, has received 1million dollars funding to start work on the project.  Washington State University researchers had said that while technically feasible, a manned mission to Mars and back is unlikely to lift off anytime soon and so, a manned one-way mission to Mars would not only cut the costs by several fold, but also mark the beginning of long-term human colonization of the planet.
Space debris stops Mars colonization.

Williamson 6 (Mark, specialist space writer, IEE Review, Space junk makes an impact, January 2006, Vol. 52 Issue 1, p40-44, SP)

Despite natural clearing, de-orbiting and debris mitigation, the orbiting satellite population is growing. William Ailor estimates there are over 100,000 pieces of debris large enough to cause the loss of a satellite, and with dozens of new satellites being launched each year this seems likely to increase. A worst case scenario is the ‘cascade effect’, which predicts that when debris collisions produce large numbers of objects, those objects may undergo further collisions producing even more debris. First mooted in the 1980s by Dietrich Rex from the Technical University of Braunschweig, Germany, this chain reaction could lead to the closure of some of the more popular orbits within decades. While all predictions are open to interpretation, the suggestion that such an effect is even possible should ring alarm bells in the space community. It seems incredible that, within 50 years, some parts of space could be ‘off-limits’ to future explorers and developers. And if we can’t keep Earth orbits ‘open for business’, what hope for planned developments around the Moon and Mars? 
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Now is key — disasters threaten humanity in the status quo

CNN 08 (Oct 9, “Hawking: If we survive the next 200 years, we should be OK”) CH

CAMBRIDGE, England (CNN) -- Professor Stephen Hawking, one of the world's great scientists, is looking to the stars to save the human race -- but pessimism is overriding his natural optimism.   Stephen Hawking, here delivering a lecture in May, spoke recently to CNN about his vision of the future.  Hawking, in an exclusive CNN interview, said that if humans can survive the next 200 years and learn to live in space, then our future will be bright.  "I believe that the long-term future of the human race must be in space," said Hawking, who is almost completely paralyzed by the illness ALS.  "It will be difficult enough to avoid disaster on planet Earth in the next 100 years, let alone next thousand, or million. The human race shouldn't have all its eggs in one basket, or on one planet. Let's hope we can avoid dropping the basket until we have spread the load."  Hawking is one of the few scientists known to a wide audience outside academia thanks to his best-selling books, a guest spot on "The Simpsons" and an ability to clearly explain the complexities of theoretical physics.  He has 12 honorary degrees, was awarded the CBE in 1982 and since 1979 has been at Cambridge University's Department of Applied Mathematics and Theoretical Physics, where he is Lucasian Professor of Mathematics -- a post once held by Isaac Newton.  Speaking at Cambridge's Centre for Mathematical Studies, he said: "I see great dangers for the human race. There have been a number of times in the past when its survival has been a question of touch and go. The Cuban missile crisis in 1963 was one of these. “The frequency of such occasions is likely to increase in the future. We shall need great care and judgment to negotiate them all successfully.  "But I'm an optimist. If we can avoid disaster for the next two centuries, our species should be safe, as we spread into space."    Twenty years ago, Hawking wrote "A Brief History of Time." Now he is looking forward to a space flight of his own next year.  He said: "I don't think the human race has a moral obligation to learn about space, but it would be foolish and short sighted not to do so. It may hold the key to our survival."
Population and resource pressures threaten colonization plans if delayed for future

Hender 09 (Matthew, August, University of Adelaide School of Mechanical Engineering, “Colonization: A Permanent Habitat for the Colonization of Mars”,  http://digital.library.adelaide.edu.au/dspace/bitstream/2440/61315/3/02chapters1-4.pdf) CH

It is considered that we should think about it now and plan to be ready to commence colonization in the near future. If the process is left for the distant future it is possible that the resources to perform such a feat will no longer exist, absorbed for the purpose of survival by a swelling population. If the population levels exceed a “critical mass” or resource use continues at unsustainable levels there could conceivably become a time when the opportunity has passed us by. If we wish to open up this frontier we will need to do so whilst resources are available.
1AC Mars Colonization (3/4)
And, geographic isolation supercharges every impact and makes extinction inevitable in the status quo—plan disperses the species to solve. 

Sowers 2 (George F., an American Civil Engineer and Regents Professor at the Georgia Institute of Technology. He also worked as a consultant for Law Engineering “The Transhumanist Case for Space” April 2002, http://www.georgesowers.com/Other_pdf/The_trans_case_for_space.pdf, accessed 6-9-11, NU)

What can we do to maximize our odds of survival, irrespective of what those odds might actually be? Furthermore, as humans or aspiring transhumans, we desire much more than mere survival. We also wish to grow in our capabilities and enjoy not only continued life but an ever increasing abundance of life. In this light the question becomes one of risk management. How can we best avoid any large-scale events that would either threaten our survival or significantly degrade our quality of life or limit our ability to grow our technology? Risk management is a fairly standard technique practiced in the management of many (if not most) large scale engineering projects, especially those involving significant amounts of technological development. It came of age in the era of the massive nuclear power plant projects10 and has become stock and trade in the aerospace and defense industry.11 The logic of risk management is straightforward. A risk is an event that has consequences adverse to the achievement of the project’s goals. It is quantified by two numbers: the probability of the event and the severity of the consequences. Typically, the severity of the consequences is measured in dollars of additional cost or weeks of schedule delay or some technical measurement of the performance of the system. The risk management process consists of several basic steps. First is risk identification, followed by risk assessment and analysis and finally risk handling. Risk identification involves the recognition of possible future adverse events—events with consequences detrimental to the projects goal’s. Risk assessment and analysis is the process of estimating the probability of occurrence and consequences of the identified events. Since uncertainty is a significant element of risk, a key element of risk analysis is bounding the uncertainties on the estimated probabilities and consequences. Finally, risk handling is determining and executing a set of actions to reduce the overall risk level, the point of risk management. By now you may be wondering what all this has to do with transhumanism and space. The transhumanism agenda can certainly be seen as embodying a set of goals, among them being extended life and mental capabilities for individual humans/transhumans. Furthermore, it is clear that there are possible future events that would severely curtail, or prohibit our ability to achieve those goals. Those events - 10 - constitute risks to the transhumanist movement, and risk management techniques can be applied to mitigate them. My claim here will be that the expansion of humanity into space, colonizing other planets and eventually other solar systems, provides substantial mitigation for the most severe risks facing transhumanists and the human species as a whole. What kinds of future events should we be worried about? Nick Bostrom has taken a credible stab at developing a list.12 Although he was ostensibly looking at existential risks—no, not the risk of becoming like Camus, but risks that threaten the existence of the species, risks of extinction—his list is a good starting point for general risks to the transhumanist future. Among the items he mentions are deliberate or accidental misuse of nano-technology, nuclear holocaust, badly programmed superintelligence, genetically engineered biological agents, and asteroid impact. We can think of others that don’t have existential consequences but can cause grave harm to transhuman objectives through derailment and delay. For example, anti-technology sentiment generated by religious or environmentalist groups, economic crisis spurred by energy scarcity or regional conflict or simply the chaotic dynamics of economies, global environmental or climatic catastrophe leading to economic crashes—any of these might severely curtail the technological progress necessary for transhumanist aims. Of course, eventually the earth will be consumed by the death of the 
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sun, an event we should have a few billion years to prepare for. So much for risk identification. You can add your own favorites. Clearly there is no lack of things to worry about. Next comes risk assessment and analysis. In this phase we attempt to estimate the probability of ocurance and severity of consequences for the identified events. For proper risk assessment, the estimates should include not only a point estimate but also confidence intervals, as the range of possibilities is important to the mitigation planning phase. A detailed assessment of these risks is far beyond the scope of this article, but let me make a few general comments. In order to make the probability estimate precise, we need to specify the time horizon, say the next 100 years or the next 1000 years. For example, we could say that the probability of a significant asteroid strike (greater than x tons) to the earth within the next 100 years is y ±dy to 95% confidence. It happens that the probability of an asteroid strike is perhaps the easiest of all to estimate given the - 11 - available astronomical data. The other events are devilishly hard to get credible numbers for, so we would resort to a relative likelihood. The severity of consequences is again very difficult to predict but would generally range from complete extinction through collapse of civilization to a relatively mild economic downturn. Here it is helpful to devise some common system of measurement in order to facilitate comparison of different risks. For example, each risk could be quantified in terms of the resulting time delay to achieving some transhumanist milestone. In this case, extinction would be tantamount to an infinite delay, where an economic crash might delay things only a few years. The third and final phase of risk management is risk handling or risk mitigation. Standard risk management identifies four risk handling techniques: avoidance, control, assumption, and transfer. Risk avoidance means eliminating the event as a possibility. For example, we could avoid the risk of nano-technology disaster by refusing to pursue nano-technology research. I am not advocating that course of action. Risk control consists of taking actions to either reduce the probability of occurrence or reduce the severity of consequences or both. It is what we traditionally think of as risk mitigation. Risk assumption occurs when we resign ourselves to the fact that a particular risk exists and there is not much we can do about it. Risk transfer is shifting the consequences of the event to someone else and is typically used when considering the financial consequences of an event, i.e., who pays for the disaster. The exploration and colonization of space falls into the category of risk control for the risks we have identified above. To see this it is only necessary to recognize that the effects of these risk events are confined to a particular limited spatial locale, namely Earth. Hence, distributing the species across space reduces the consequences of such an event to only that portion of the population resident in that particular spot. This phenomenon is well known in biology. If you look at the wide diversity of biological species, the ones at greatest risk for extinction are those who are geographically isolated. Most of the modern extinctions have come from species indigenous to one or a handful of islands. Species that are wide spread are far more resilient. The reasons are simple. Just one bit of bad luck can wipe out an island species: the introduction of a new predator, a new more virulent disease, a change of climate, the loss of food sources, etc. But if a - 12 - species is geographically diverse, one of these kinds of events will lead to only local extinction.13 The analogy is straightforward: humanity is on an island called earth. As long as we are confined to this one locale, we are vulnerable to various calamities: nuclear war, bio-terrorism, global warming, asteroid impact, invasion by a super intelligent race, or some nano-tech experiment run amok. Once humanity or transhumanity becomes dispersed among the stars we become far less exposed to extinction by our own stupidity or just bad luck.
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Space debris collisions and increasing satellite congestion increases the chances of satellite collisions and escalates to nuclear war. 

Tyson 07 (Rhianna Tyson, Program Officer of the global security institute, Global Security Institute, Advancing a Cooperative Security Regime in Outer Space, May 2007, http://www.gsinstitute.org/gsi/pubs/05_07_space_brief.pdf, rn) 

Threats posed by and to outer space Threats to space assets grow with our ever-increasing uses of outer space. At present, there are over 800 commercially used satellites in orbit.2 Orbital paths are further cluttered by deserted spacecraft, discarded rocket debris and other “space junk” shed from hardware. A piece of space debris, with an average impact speed of 36,000 kilometers per hour,3 could destroy a satellite. While a collision of two operating satellites is predictable (yet nonetheless worrisome), the overcrowding of orbital paths heightens the risk of radio frequency interference, causing harmful disruptions in communication. Beyond the severe economic repercussions resulting from disrupted commercial satellite communications, hostile actions in space can result in grave security threats, especially in times of war. Militaries rely on satellites for monitoring of and communication with troops on the ground. If a military satellite was deceived, disrupted, denied, degraded or destroyed, commanders lose their communication capabilities, resulting in mounting tensions and an escalation of conflict. A worst-case scenario could involve inadvertent use of nuclear weapons; without satellite-enabled monitoring capability in a time of tension, or, if early warning systems give a false reading of an attack, governments may resort to using nuclear weapons. 
Even the smallest of collisions can trigger a U.S.-Russia nuclear war.

Lewis 04 (Jeffrey qualified writer for the Center of Defense Information, Center for Defense Information, What if Space Were Weaponized?, July 2004, Accidental Nuclear War Scenario pg. 25, MS)

This is the second of two scenarios that consider how U.S. space weapons might create incentives for America’s opponents to behave in dangerous ways.  The previous scenario looked at the systemic risk of accidents that could arise from keeping nuclear weapons on high alert to guard against a space weapons attack.  This section focuses on the risk that a single accident in space, such as a piece of space debris striking a Russian early-warning satellite, might be the catalyst for an accidental nuclear war. As we have noted in an earlier section, the United States canceled its own ASAT program in the 1980s over concerns that the deployment of these weapons might be deeply destabilizing.  For all the talk about a “new relationship” between the United States and Russia, both sides retain thousands of nuclear forces on alert and conﬁgured to ﬁght a nuclear war.  When briefed about the size and status of U.S. nuclear forces, President George W. Bush reportedly asked “What do we need all these weapons for?” The answer, as it was during the Cold War, is that the forces remain on alert to conduct a number of possible contingencies, including a nuclear strike against Russia. This fact, of course, is not lost on the Russian leadership, which has been increasing its reliance on nuclear weapons to compensate for the country’s declining military might.  In the mid-1990s, Russia dropped its pledge to refrain from the “ﬁrst use” of nuclear weapons and conducted a series of exercises in which Russian nuclear forces prepared to use nuclear weapons to repel a NATO invasion.  In October 2003, Russian Defense Minister Sergei Ivanov reiterated that Moscow might use nuclear weapons “preemptively” in any number of contingencies, including a NATO attack. So, it remains business as usual with U.S. and Russian nuclear forces.  And business as usual includes the occasional false alarm of a nuclear attack.  There have been 
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several of these incidents over the years. In September 1983, as a relatively new Soviet early-warning satellite moved into position to monitor U.S. missile ﬁelds in North Dakota, the sun lined up in just such a way as to fool the Russian satellite into reporting that half a dozen U.S. missiles had been launched at the Soviet Union.  Perhaps mindful that a brand new satellite might malfunction, the ofﬁcer in charge of the command center that monitored data from the early-warning satellites refused to pass the alert to his superiors.  He reportedly explained his caution by saying: “When people start a war, they don’t start it with only ﬁve missiles.  You can do little damage with just ﬁve missiles.” In January 1995, Norwegian scientists launched  a sounding rocket on a trajectory similar to one that a U.S. Trident missile might take if it were launched to blind Russian radars with a high altitude nuclear detonation.  The incident was apparently serious enough that, the next day, Russian President Boris Yeltsin stated that he had activated his “nuclear football” – a device that allows the Russian president to communicate with his military advisors and review his options for launching his arsenal.  In this case, the Russian early-warning satellites could clearly see that no attack was under way and the crisis passed without incident. In both cases, Russian observers were conﬁdent that what appeared to be a “small” attack was not a fragmentary picture of a much larger one.  In the case of the Norwegian sounding rocket, space-based sensors played a crucial role in assuring the Russian leadership that it was not under attack.  The Russian command system, however, is no longer able to provide such reliable, early warning.  The dissolution of the Soviet Union cost Moscow several radar stations in newly independent states, creating “attack corridors” through which Moscow could not see an attack launched by U.S. nuclear submarines. Further, Russia’s constellation of early-warning satellites has been allowed to decline – only one or two of the six satellites remain operational, leaving Russia with early warning for only six hours a day. Russia is attempting to reconstitute its constellation of early-warning satellites, with several launches planned in the next few years. But Russia will still have limited warning and will depend heavily on its space-based systems to provide warning of an American attack. As the previous section explained, the Pentagon is contemplating military missions in space that will improve U.S. ability to cripple Russian nuclear forces in a crisis before they can execute an attack on the United States.  Anti-satellite weapons, in this scenario, would blind Russian reconnaissance and warning satellites and knock out communications satellites.  Such strikes might be the prelude to a full-scale attack, or a limited effort, as attempted in a war game at Schriever Air Force Base, to conduct “early deterrence strikes” to signal U.S. resolve and control escalation. By 2010, the United States may, in fact, have an arsenal of ASATs (perhaps even on orbit 24/7) ready to conduct these kinds of missions – to coerce opponents and, if necessary, support preemptive attacks. Moscow would certainly have to worry that these ASATs could be used in conjunction with other space-enabled systems – for example, long-range strike systems that could attack targets in less than 90 minutes – to disable Russia’s nuclear deterrent before the Russian leadership understood what was going on. What would happen if a piece of space debris were to disable a Russian early-warning satellite under these conditions?  Could the Russian military distinguish between an accident in space and the ﬁrst phase of a U.S. attack?  Most Russian early-warning satellites are in elliptical Molniya orbits (a few are in GEO) and thus difﬁcult to attack from the ground or air.  At a minimum, Moscow would probably have some tactical warning of such a suspicious launch, but given the sorry state of Russia’s warning, optical imaging and signals intelligence satellites there is reason to ask the question.  Further, the advent of U.S. on-orbit ASATs, as now envisioned could make  both the more difﬁcult orbital plane and any warning systems moot. The unpleasant truth is that the Russians likely would have to make a judgment call. No state has the ability to deﬁnitively determine the cause of the satellite’s failure.  Even the United States does not maintain (nor is it likely to have in place by 2010) a sophisticated space surveillance system that would allow it to distinguish between a satellite malfunction, a debris strike or a deliberate attack – and Russian 
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space surveillance capabilities are much more limited  by comparison.  Even the risk assessments for collision with debris are speculative, particularly for the unique orbits in which Russian early-warning satellites operate. During peacetime, it is easy to imagine that the Russians would conclude that the loss of a satellite was either a malfunction or a debris strike.  But how conﬁdent could U.S. planners be that the Russians would be so calm if the accident in space occurred in tandem with a second false alarm, or occurred during the middle of a crisis? What might happen if the debris strike occurred shortly after a false alarm showing a missile launch?  False alarms are appallingly common – according to information obtained under the Freedom of Information Act, the U.S.-Canadian North American Aerospace Defense Command (NORAD) experienced 1,172 “moderately serious” false alarms between 1977 and 1983 – an average of almost three false alarms per week. Comparable information is not available about the Russian system, but there is no reason to believe that it is any more reliable. Assessing the likelihood of these sorts of coincidences is difﬁcult because Russia has never provided data about the frequency or duration of false alarms; nor indicated how seriously early warning data is taken by Russian leaders. Moreover, there is no reliable estimate of the debris risk for Russian satellites in highly elliptical orbits. The important point, however, is that such a coincidence would only appear suspicious if the United States were in the business of disabling satellites – in other words, there is much less risk if Washington does not develop ASATs. The loss of an early-warning satellite could look rather ominous if it occurred during a period of major tension in the relationship.  While NATO no longer sees Russia as much of a threat, the same cannot be said of the converse.  Despite the warm talk, Russian leaders remain wary of NATO expansion, particularly the effect expansion may have on the Baltic port of Kaliningrad. Although part of Russia, Kaliningrad is separated from the rest of Russia by Lithuania and Poland. Russia has already complained about its decreasing lack of access to the port, particularly the uncooperative attitude of the Lithuanian government. News reports suggest that an edgy Russia may have moved tactical nuclear weapons into  the enclave. If the Lithuanian government were to close access to Kaliningrad in a ﬁt of pique, this would trigger a major crisis between NATO and Russia. Under these circumstances, the loss of an early-warning satellite would be extremely suspicious.  It is any military’s nature during a crisis to interpret events in their worst-case light.  For example, consider the coincidences that occurred in early September 1956, during the extraordinarily tense period in international relations marked by the Suez Crisis and Hungarian uprising. On  one evening the White House received messages indicating: 1. the Turkish Air Force had gone on alert in response to unidentiﬁed aircraft penetrating its airspace; 2. one hundred Soviet MiG-15s were ﬂying over Syria; 3. a British Canberra bomber had been shot down over Syria, most likely by a MiG; and 4. The Russian ﬂeet was moving through the Dardanelles.  Gen. Andrew Goodpaster was reported to have worried that the conﬂuence of events “might trigger off … the NATO operations plan” that called for a nuclear strike on the Soviet Union. Yet, all of these reports were false.  The “jets” over Turkey were a ﬂock of swans; the Soviet MiGs over Syria were a smaller, routine escort returning the president from a state visit to Moscow; the bomber crashed due to mechanical difﬁculties; and the Soviet ﬂeet was beginning long-scheduled exercises.  In an important sense, these were not “coincidences” but rather different manifestations of a common failure – human error resulting from extreme tension of an international crisis.  As one author noted, “The detection and misinterpretation of these events, against the context of world tensions from Hungary and Suez, was the ﬁrst major example of how the size and complexity of worldwide electronic warning systems could, at certain critical times, create momentum of its own.”Perhaps most worrisome, the United States might be blithely unaware of the degree to which the Russians were concerned about its actions and inadvertently escalate a crisis.  During the early 1980s, the Soviet Union suffered a major “war scare” during which time its leadership concluded that bilateral relations were rapidly declining.  This war scare was driven in part by the rhetoric of the Reagan 
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administration, fortiﬁed by the selective reading of intelligence. During this period, NATO conducted a major command post exercise, Able Archer, that caused some elements of the Soviet military to raise their alert status.  American ofﬁcials were stunned to learn, after the fact, that the Kremlin had been acutely nervous about an American ﬁrst strike during this period. All of these incidents have a common theme – that conﬁdence is often the difference between war and peace.  In times of crisis, false alarms can have a momentum of their own.  As in the second scenario in this monograph, the lesson is that commanders rely on the steady ﬂow of reliable information.  When that information ﬂow is disrupted – whether by a deliberate attack or an accident – conﬁdence collapses and the result is panic and escalation.  Introducing ASAT weapons into this mix is all the more dangerous, because such weapons target the elements of the command system that keep leaders aware, informed and in control.  As a result, the mere presence of such weapons is corrosive to the conﬁdence that allows national nuclear forces to operate safely. 

Accidental war would lead to all out nuclear conflict and extinction

Forrow, 98 (Lachlan Forrow, M.D,  Director of Ethics Programs  Beth Israel Deaconess Medical Center in Boston , Et Al, New England Journal of Medicine, April 30, 1998, http://iis-db.stanford.edu/pubs/20625/acciden_nuke_war.pdf)

During the Cold War, physicians and others described the potential medical consequences of thermonuclear war and concluded that health care personnel and facilities would be unable to provide effective care to the vast number of victims of a nuclear attack. In 1987, a report by the World Health Organization concluded, "The only approach to the treatment of health effects of nuclear warfare is primary prevention, that is, the prevention of nuclear war." Many physicians and medical organizations have argued that the prevention of nuclear war should be one of the medical profession's most important goals. Continued Danger of a Nuclear Attack Although many people believe that the threat of a nuclear attack largely disappeared with the end of the Cold War, there is considerable evidence to the contrary. The United States and Russia no longer confront the daily danger of a deliberate, massive nuclear attack, but both nations continue to operate nuclear forces as though this danger still existed. Each side routinely maintains thousands of nuclear warheads on high alert. Furthermore, to compensate for its weakened conventional armed forces, Russia has abandoned its "no first use" policy. Even though both countries declared in 1994 that they would not aim strategic missiles at each other, not even one second has been added to the time required to launch a nuclear attack: providing actual targeting (or retargeting) instructions is simply a component of normal launch procedures. The default targets of U.S. land-based missiles are now the oceans, but Russian missiles launched without specific targeting commands automatically revert to previously programmed military targets. There have been numerous "broken arrows" (major nuclear-weapons accidents) in the past, including at least five instances of U.S. missiles that are capable of carrying nuclear devices flying over or crashing in or near the territories of other nations. From 1975 to 1990, 66,000 military personnel involved in the operational aspects of U.S. nuclear forces were removed from their positions. Of these 66,000, 41 percent were removed because of alcohol or other drug abuse and 20 percent because of psychiatric problems. General George Lee Butler, who as commander of the U.S. Strategic Command from 1991 to 1994 was responsible for all U.S. strategic nuclear forces, recently reported that he had "investigated a dismaying array of accidents and incidents involving strategic weapons and forces." Any nuclear arsenal is susceptible to accidental, inadvertent, or unauthorized use.20,21 This is true both in countries declared to possess nuclear weapons (the United States, Russia, France, the United Kingdom, and China) and in other countries widely believed to possess nuclear weapons (Israel, India, and 

1AC Accidental War (5/7)

Pakistan). The combination of the massive size of the Russian nuclear arsenal (almost 6000 strategic warheads) and growing problems in Russian control systems makes Russia the focus of greatest current concern. Since the end of the Cold War, Russia's nuclear command system has steadily deteriorated. Aging nuclear communications and computer networks are malfunctioning more frequently, and deficient early-warning satellites and ground radar are more prone to reporting false alarms. The saga of the Mir space station bears witness to the problems of aging Russian technical systems. In addition, budget cuts have reduced the training of nuclear commanders and thus their proficiency in operating nuclear weapons safely. Elite nuclear units suffer pay arrears and housing and food shortages, which contribute to low morale and disaffection. New offices have recently been established at Strategic Rocket Forces bases to address the problem of suicide. Safeguards against a nuclear attack will be further degraded if the Russian government implements its current plan to distribute both the unlock codes and conditional launch authority down the chain of command. Indeed, a recent report by the Central Intelligence Agency, which was leaked to the press, warned that some Russian submarine crews may already be capable of authorizing a launch. As then Russian Defense Minister Igor Rodionov warned last year, "No one today can guarantee the reliability of our control systems. . . . Russia might soon reach the threshold beyond which its rockets and nuclear systems cannot be controlled." A particular danger stems from the reliance by both Russia and the United States on the strategy of "launch on warning" — the launching of strategic missiles after a missile attack by the enemy has been detected but before the missiles actually arrive. Each country's procedures allow a total response time of only 15 minutes: a few minutes for detecting an enemy attack, another several minutes for top-level decision making, and a couple of minutes to disseminate the authorization to launch a response. Possible scenarios of an accidental or otherwise unauthorized nuclear attack range from the launch of a single missile due to a technical malfunction to the launch of a massive salvo due to a false warning. A strictly mechanical or electrical event as the cause of an accidental launch, such as a stray spark during missile maintenance, ranks low on the scale of plausibility. 29 Analysts also worry about whether computer defects in the year 2000 may compromise the control of strategic missiles in Russia, but the extent of this danger is not known. Several authorities consider a launch based on a false warning to be the most plausible scenario of an accidental attack. This danger is not merely theoretical. Serious false alarms occurred in the U.S. system in 1979 and 1980, when human error and computer-chip failures resulted in indications of a massive Soviet missile strike. On January 25, 1995, a warning related to a U.S. scientific rocket launched from Norway led to the activation, for the first time in the nuclear era, of the "nuclear suitcases" carried by the top Russian leaders and initiated an emergency nuclear-decision-making conference involving the leaders and their top nuclear advisors. It took about eight minutes to conclude that the launch was not part of a surprise nuclear strike by Western submarines — less than four minutes before the deadline for ordering a nuclear response under standard Russian launch-on-warning protocols. A missile launch activated by false warning is thus possible in both U.S. and Russian arsenals. For the reasons noted above, an accidental Russian launch is currently considered the greater risk. Several specific scenarios have been considered by the Ballistic Missile Defense Organization of the Department of Defense. We have chosen to analyze a scenario that falls in the middle range of the danger posed by an accidental attack: the launch against the United States of the weapons on board a single Russian Delta-IV ballistic-missile submarine, for two reasons. First, the safeguards against th unauthorized launch of Russian submarine-based missiles are weaker than those against either silo-based or mobile land-based rockets, because the Russian general staff cannot continuously monitor the status of the crew and missiles or use electronic links to override unauthorized launches by the crews. Second, the Delta-IV is and will remain the mainstay of the Russian strategic submarine fleet. Delta-IV submarines carry 16 missiles. Each missile is armed with four 100-kt 
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warheads and has a range of 8300 km, which is sufficient to reach almost any part of the continental United States from typical launch stations in the Barents Sea. 34,35 These missiles are believed to be aimed at "soft" targets, usually in or near American cities, whereas the more accurate silo-based missiles would attack U.S. military installations. Although a number of targeting strategies are possible for any particular Delta-IV, it is plausible that two of its missiles are assigned to attack war-supporting targets in each of eight U.S. urban areas. If 4 of the 16 missiles failed to reach their destinations because of malfunctions before or after the launch, then 12 missiles carrying a total of 48 warheads would reach their targets Potential Consequences of a Nuclear Accident We assume that eight U.S. urban areas are hit: four with four warheads and four with eight warheads. We also assume that the targets have been selected according to standard military priorities: industrial, financial, and transportation sites and other components of the infrastructure that are essential for supporting or recovering from war. Since low-altitude bursts are required to ensure the destruction of structures such as docks, concrete runways, steel-reinforced buildings, and underground facilities, most if not all detonations will cause substantial early fallout. Physical Effects Under our model, the numbers of immediate deaths are determined primarily by the area of the "superfires" that would result from a thermonuclear explosion over a city. Fires would ignite across the exposed area to roughly 10 or more calories of radiant heat per square centimeter, coalescing into a giant firestorm with hurricane-force winds and average air temperatures above the boiling point of water. Within this area, the combined effects of superheated wind, toxic smoke, and combustion gases would result in a death rate approaching 100 percent. For each 100-kt warhead, the radius of the circle of nearly 100 percent short-term lethality would be 4.3 km (2.7 miles), the range within which 10 cal per square centimeter is delivered to the earth's surface from the hot fireball under weather conditions in which the visibility is 8 km (5 miles), which is low for almost all weather conditions. We used Census CD to calculate the residential population within these areas according to 1990 U.S. Census data, adjusting for areas where circles from different warheads overlapped. In many urban areas, the daytime population, and therefore the casualties, would be much higher. Fallout The cloud of radioactive dust produced by low-altitude bursts would be deposited as fallout downwind of the target area. The exact areas of fallout would not be predictable, because they would depend on wind direction and speed, but there would be large zones of potentially lethal radiation exposure. With average wind speeds of 24 to 48 km per hour (15 to 30 miles per hour), a 100-kt low-altitude detonation would result in a radiation zone 30 to 60 km (20 to 40 miles) long and 3 to 5 km (2 to 3 miles) wide in which exposed and unprotected persons would receive a lethal total dose of 600 rad within six hours.39 With radioactive contamination of food and water supplies, the breakdown of refrigeration and sanitation systems, radiation-induced immune suppression, and crowding in relief facilities, epidemics of infectious diseases would be likely. Deaths Table 1 shows the estimates of early deaths for each cluster of targets in or near the eight major urban areas, with a total of 6,838,000 initial deaths. Given the many indeterminate variables (e.g., the altitude of each warhead's detonation, the direction of the wind, the population density in the fallout zone, the effectiveness of evacuation procedures, and the availability of shelter and relief supplies), a reliable estimate of the total number of subsequent deaths from fallout and other sequelae of the attack is not possible. With 48 explosions probably resulting in thousands of square miles of lethal fallout around urban areas where there are thousands of persons per square mile, it is plausible that these secondary deaths would outnumber the immediate deaths caused by the firestorms. Medical Care in the Aftermath Earlier assessments have documented in detail the problems of caring for the injured survivors of a nuclear attack: the need for care would completely overwhelm the available health care resources. Most of the major medical centers in each urban area lie within the zone of total destruction. The number of patients with severe burns and other critical injuries would far exceed the available resources of all critical care facilities 
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nationwide, including the country's 1708 beds in burn-care units (most of which are already occupied).42 The danger of intense radiation exposure would make it very difficult for emergency 

personnel even to enter the affected areas. The nearly complete destruction of local and regional transportation, communications, and energy networks would make it almost impossible to transport the severely injured to medical facilities outside the affected area. After the 1995 earthquake in Kobe, Japan, which resulted in a much lower number of casualties (6500 people died and 34,900 were injured) and which had few of the complicating factors that would accompany a nuclear attack, there were long delays before outside medical assistance arrived. From Danger to Prevention Public health professionals now recognize that many, if not most, injuries and deaths from violence and accidents result from a predictable series of events that are, at least in principle, preventable. The direct toll that would result from an accidental nuclear attack of the type described above would dwarf all prior accidents in history. Furthermore, such an attack, even if accidental, might prompt a retaliatory response resulting in an all-out nuclear exchange. The World Health Organization has estimated that this would result in billions of direct and indirect casualties worldwide. 

1AC Nuclear Fallout (1/2)

There are currently dead nuclear satellites  

Zaitsev 7 (Yury, Expert with the Space Research Institute of the Russian Academy  of Sciences Moscow, Tech Space, The Growing Problem of Space Junk, June 13, 2007, http://www.spacemart.com/reports/The_Growing_Problem_Of_Space_Junk_999.html, NG)
Accumulation of space debris is also increasing radiation levels in the near-Earth environment. In its day, the Soviet Union launched 33 spacecraft with nuclear power units aboard. After fulfilling their missions, the units were jettisoned from the satellites and put in the so-called burial orbit (700 to 1,000 kilometers). There, their cores, consisting of fuel clusters, were jettisoned in turn. Currently, 44 radiation sources from Russia are parked in the burial orbit. They are: two satellites with unseparated nuclear power units (Cosmos-1818 and Cosmos-1867), fuel assemblies and 12 closed-down reactors with a liquid metal coolant, 15 nuclear-fuel assemblies, and 15 fuel-free units with a coolant in the secondary cooling loop. They are to spend no less than 300 to 400 passive years in the orbit. That is enough for uranium-235 fission products to decay to safe levels. The United States is another contributor to the high levels of radiation in near-Earth space. In April 1964, its Transit-SB navigation satellite with a radio isotope generator aboard failed to enter orbit and broke into pieces. While burning up in the atmosphere, it scattered about a kilogram of plutonium-238 over the western part of the Indian Ocean north of Madagascar. The result has been a 15-fold increase in background radiation around the world. A few years later, the Nimbus-B weather satellite with a uranium-235 reactor crashed into the Indian Ocean. Today, there are seven American radiation sources circling the Earth in orbits ranging from 800 kilometers to 1,100 kilometers, and two more in near-geostationary ones. The lurking threat of both Russian and American nuclear satellites is that, should they fall apart upon collision with space debris, vast expanses of near-Earth space would be contaminated. Additionally, if some of the fragments had a velocity after collision and destruction that was below orbital speed, they would fall out of orbit and pollute some parts of the Earth's surface. In the worst-case scenario, the atmosphere could be heavily contaminated.
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Any degree of nuclear fallout causes lung cancer, leukemia, liver cancer, bone cancer, and intestinal cancer.

Grossman 97 (Karl, investigative reporter and professor of journalism at the State University of New York College, Earth Island Journal, NASA’s Cassini Probe will play nuclear roulette with the planet, Summer 1997, http://findarticles.com/p/articles/mi_hb6393/is_n3_v12/ai_n28692887/?tag=mantle_skin;content, SP)

City University of New York nuclear physics professor Michio Kaku warns that a rocket malfunction within the Earth's atmosphere could cause the "most toxic chemical known to science" to "shower down with a tremendous tragedy for the people of the Earth." Dr. Helen Caldicott, founder of Physicians for Social Responsibility, notes that plutonium "is so toxic that less than one-millionth of a gram, an invisible particle, is a carcinogenic dose. One pound, if uniformly distributed, could hypothetically induce lung cancer in every person on Earth." Inhaled plutonium particles can cause lung cancer, leukemia, liver cancer and bone cancer. Ingested particles can cause intestinal cancer. Particles falling on open wounds eventually can cause bone cancer.
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The aff solves – Project ORION is the best option.

Wilder 10 (Benjamin, Lieutenant Commander, United States Navy, B.S., University of South Alabama, Naval Postgraduate School, Thesis for a Master of Science in Physics at the Naval Postgraduate School, Power Beaming, Orbital Debris Removal, And Other Space Applications Of A Ground Based Free Electron Laser, March 2010, http://dodreports.com/pdf/ada518696.pdf, SP)
Considering the alarming rate of orbital debris generation, the era of mankind’s open and relatively simple access to space may be coming to an end. Any increase of fragmentation events, such as through a future war with anti-satellite engagements or simply from the continued collisions in crowded orbits, has the potential to render those orbits virtually useless for generations to come. If the Chinese ASAT engagement above generated ~3,000 pieces of debris, an anti-satellite war that destroys only 10 satellites could immediately double the current debris population, and this large debris field would spread over time to other orbits ”near” the parent satellite. Currently, there are no programs for the removal of space debris from orbit, and the National Aeronautics and Space Administration (NASA) has only recently enacted guidelines to limit the creation of orbital debris. Likewise, the space debris problem will not “solve itself” in the near future. The anticipated orbital lifetime of debris in the 8001100 km range is on the order of 10,000 years [52, p. 576]. The space tug concept discussed in Chapter V may be one method to reduce the amount of large debris, such as rocket bodies and non-functional spacecraft, by hauling these items into lower disposal orbits that experience higher atmospheric drag. Similarly, by reducing the larger parent objects, much of the future fragmentation debris growth could be avoided. For smaller debris, the most-promising, near-term method of debris removal is through the illumination of debris clouds with a high energy laser to lower the perigee of their orbits as proposed by Project Orion. 
Project Orion can clear out the dangerous space debris in only 2 years, and all space debris larger than 1 cm but with mass less than 100 kg in 4.

Phipps et al. 96 (PhD at Stanford University in plasma physics, NSS, ORION: Clearing near-Earth space debris using a 20-kW, 530-nm, Earth-based, repetitively pulsed lasers, 1996, http://www.nss.org/resources/library/planetarydefense/1996-ORION-ClearingNearEarthSpaceDebrisUsingPulsedLaser-Phipps.pdf, AX)
 A laser of just 20 kW average power and state-of-the-art detection capabilities could clear near-Earth space below 1000 km altitude of all space debris larger than 1 cm but less massive than 100 kg in about 4 years, and all debris in the threatening 1 – 20-cm size range in about 2 years of continuous operation. The ORION laser would be sited near the Equator at a high altitude location [e.g., the Uhuru site on Kilimanjaro], minimizing turbulence correction, conversion by stimulated Raman scattering, and absorption of the 530-nm wavelength laser beam. ORION is a special case of Laser Impulse Space Propulsion (LISP), studied extensively by Los Alamos and others over the past four years.
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Orion provides the best timeframe - Irradiation methods guarantee space debris will instantly drop through the atmosphere and burn up, rather than slowly descend.

Bekey 97 (Ivan, President of Bekey Designs, writer for Aerospace America, Space Future, Orions Laser: Hunting Space Debris, Aerospace America, Vol 35, No. 4, pg 38-44 , http://www.spacefuture.com/archive/orions_laser_hunting_space_debris.shtml, NG) 

Among the strategies analyzed for irradiating debris, causing immediate reentry of random debris objects by irradiating continuously during a single pass over a laser was selected as the simplest operationally: Collocate the sensor and laser, point the sensor at a given angle above the horizon, then fire at any debris that enters the sensor's field of view. Firing would, of course, be inhibited when known satellites appear, as per current doctrine. The study determined that the optimum strategy is to engage the debris from about 30� above the horizon on an ascending pass, and to stop the firing when the object nears its zenith. This will rotate the object's velocity vector and reduce its perigee to 200 km, enough to cause essentially immediate reentry. This strategy also avoids having to track the debris and predict its ephemeris for reengagement on a different pass, a very difficult task because of the uncertain ballistic coefficient of most debris objects. The statistical characteristics of the debris population show peaks in their altitude distribution at about 800 and 1,500 km. Thus it was decided that a near-term system should be able to remove debris up to an altitude of 800 km (this would protect the ISS as well as systems such as Teledesic and Iridium); a longer term system should be effective up to 1,500-km altitude. A single laser site at sufficiently low latitude would eventually be able to target essentially all such orbital debris. The velocity change to be imparted to the debris was then calculated to be about 150 m/sec for 800-km-altitude objects and 300 m/sec for 1,500-km-altitude objects, if their orbits are circular. The requirements are closer to 150-200 m/sec for the elliptical orbits typical of most debris. Such a velocity change to its orbit is enough to cause an object's perigee to drop to about 200 km, at which time its orbital lifetime is only a few orbits; it can then be considered to have been deorbited essentially right away.
1AC Solvency (3/4)
Unilateral action in reducing space debris is key for effective action; the US has specific incentives to take the lead.

Ansdell in 10 (Master in international Science and Technology Policy at the University’s Elliott school of International Affairs with a focus on space policy, Princeton Journal of Public and International Affairs, Space Debris Removal, http://www.princeton.edu/jpia/past-issues-1/2010/Space-Debris-Removal.pdf, AX)

International cooperation in space has rarely resulted in cost-effective or expedient solutions, especially in politically-charged areas of uncertain technological feasibility. The International Space Station, because of both political and technical setbacks, has taken over two decades to deploy and cost many billions of dollars—far more time and money than was originally intended. Space debris mitigation has also encountered aversion in international forums. The topic was brought up in COPUOS as early as 1980, yet a policy failed to develop despite a steady ﬂow of documents on the increasing danger of space debris (Perek 1991). In fact, COPUOS did not adopt debris mitigation guidelines until 2007 and, even then, they were legally non-binding. Space debris removal systems could take decades to develop and deploy through international partnerships due to the many interdisciplinary challenges they face. Given the need to start actively removing space debris sooner rather than later to ensure the continued beneﬁts of satellite services, international cooperation may not be the most appropriate mechanism for instigating the ﬁrst space debris removal system. Instead, IG one country should take a leadership role by establishing a national space debris removal program. This would accelerate technology development and demonstration, which would, in turn, build-up trust and hasten international participation in space debris removal. Possibilities of Leadership As previously discussed, a recent NASA study found that annually removing as little as ﬁve massive pieces of debris in critical orbits could signiﬁcantly stabilize the long-term space debris environment (Liou and Johnson 2007). This suggests that it is feasible for one nation to unilaterally develop and deploy an effective debris removal system. As the United States is responsible for creating much of the debris in Earth’s orbit, it is a candidate for taking a leadership role in removing it, along with other heavy polluters of the space environment such as China and Russia. There are several reasons why the United States should take this leadership role, rather than China or Russia. First and foremost, the United States would be hardest hit by the loss of satellites services. It owns about half of the roughly 800 operating satellites in orbit and its military is signiﬁcantly more dependent upon them than any other entity (Moore 2008). For example, GPS precision-guided munitions are a key component of the “new American way of war” (Dolman 2006, 163-165), which allows the United States to remain a globally dominant military power while also waging war in accordance with its political and ethical values by enabling faster, less costly war ﬁghting with minimal collateral damage (Sheldon 2005). The U.S. Department of Defense recognized the need to protect U.S. satellite systems over ten years ago when it stated in its 1999 Space Policy that, “the ability to access and utilize space is a vital national interest because many of the activities conducted in the medium are critical to U.S. national security and economic well-being” (U.S. Department of Defense 1999, 6). Clearly, the United States has a vested interest in keeping the near-Earth space environment free from threats like space debris and thus assuring U.S. access to space. Moreover, current U.S. National Space Policy asserts that the United States will take a “leadership role” in space debris minimization. This could include the development, deployment, and demonstration of an effective space debris removal system to remove U.S. debris as well as that of other nations, upon their request. There could also be international political and economic advantages associated with being the ﬁrst country to develop this revolutionary technology. However, there is always the danger of other nations simply beneﬁting from U.S. investment of its resources in IH this area. Thus, mechanisms should also be created to avoid a classic “free rider” situation. For example, techniques could be employed to ensure other countries either join in the effort later on or pay appropriate fees to the United States for removal services.
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Unilateral action is key - international norms just don’t have the credibility to cause any kind of long lasting debris mitigation –the recent chinese ASAT tests prove.

Hitchens 7 (Theresa, Director of the Center for Defense Information, Brown Journal of World Affairs,     Debris, Traffic Management, and Weaponization: Opportunities for and Challenges to Cooperation in Space, December 2007, Vol. 14 Issue 1, p173-186, SP)

International efforts to mitigate debris indicate both the slow pace and complicated nature of multinational cooperation regarding outer space issues, while also highlighting the possibilities for success when space-faring nations are convinced that their interests are at stake. The Inter-Agency Space Debris Coordination Committee (IADC)—comprising the space agencies of China, France, Germany, India, Italy, Japan, Russia, Ukraine, and the United States, plus the European Space Agency—^was established in 1993 as a mechanism for space agencies to exchange information. In 2001, COPUOS charged the IADC to develop a set of voluntary debris mitigation guidelines that might be adopted by the committee and the United Nations at large. The resulting guidelines included technical recommendations for nations to limit debris released during normal space operations, to minimize the potential for on-orbit break ups, and to undertake post-mission spacecraft disposal and prevent collisions.'^ These were originally expected to be endorsed in 2004; however, several nations (particularly Russia and India, two nations that have been somewhat leery of taking on extra costs for mitigation measures) objected to some sections, which engendered nearly three extra years of negotiations and ultimately resulted in a less technical, more political version of the IADC language. The COPUOS subcommittee finally adopted the revised guidelines at its forty-fourth session, held 12-23 February 2007.'' According to participants, the "consensus version" was approved by the full committee in June, and COPUOS is now expected to forward the guidelines to the UN General Assembly for approval in September 2007.''* While not having the force of law or treaty, if approved as expected, the voluntary guidelines would serve as a set of best practices, providing a norm for future activities. Further, while the guidelines leave leeway for exceptions, any non-compliant or "exceptional" behavior must at a minimum be reported by the nation responsible. While the IADC/COPUOS debris guidelines development stands as a success story for multinational cooperative efforts in space, the implementation process was painful and not without controversies that may threaten the future realization of the landmark accord.'^ Most egregious was the Chinese decision on 11 January 2007 to test an anti-satellite (ASAT) weapon against one of its own satellites—^just as the negotiations on the mitigation guidelines were coming to fruition. The Chinese test, which destroyed the aging FY-IC weather satellite at an altitude of 850 kilometers, created more than 1,000 pieces of debris bigger than 10 centimeters in diameter (slightly larger than a baseball), and an "estimated cloud" of 35,000 pieces of smaller debris. This debris, which spread out across several heavily used orbital bands, will remain on orbit for up to 100 years and threatens several hundred satellites in orbits nearby.'* NASA's chief orbital debris scientist called it "the worst satellite fragmentation in the history ofthe space age."'^ The test came despite the fact that Beijing has been a key player in the development of the mitigation guidelines that specifically call for space actors to "avoid intentional destruction and other harmful activities"—a clause that some governments believe not only can, but also should be applied to weapons tests by the world's militaries.'* While China apparently has told its Japanese interlocutors that there would be no follow-up test, Beijing's assurances are being eyed with some skepticism." Somewhat ominously, China abruptly cancelled with only a few days' notice an IADC meeting planned in Beijing.^" The Chinese test also raises the specter that other nations will choose to follow similar paths, which would in effect obviate the newly minted mitigation guidelines.
