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Obama is pursuing space cooperation – US multilateral leadership is creating a framework against weaponization
Huntley, 11 - senior lecturer in the National Security Affairs department at the Naval Postgraduate School in Monterey, California (Wade, “The 2011 U.S. National Space Security Policy: Engagement as a Work in Progress”, Disarmament Times, Spring, http://disarm.igc.org/index.php?option=com_content&view=article&id=429:the-2011-us-national-space-security-policy-engagement-as-a-work-in-progress&catid=154:disarmament-times-spring-2011&Itemid=2)

As is well understood, the space policies of the Bush administration were decidedly oriented toward military security concerns and independent action. The 2006 National Space Policy unabashedly proclaimed the U.S. intention to maintain a dominant position in space indefinitely. This policy orientation dismissed multilateral cooperation as impinging on U.S. “freedom of action,” throwing weight instead behind a wide range of technology development initiatives founded on the assumption that deployment of weapons in space was, if not already factual, certainly inevitable.2 U.S. commercial and civil engagement was overshadowed by these security concerns, expressed through the tightening of export control restrictions inhibiting a broad range of technology sharing. Once again, U.S. space policy was subsumed by other national priorities, in this case dominated by military security concerns.

This background is essential for appreciating how the space policies of the Obama administration are beginning to genuinely break new trails. The U.S. National Space Policy issued in June 2010 has been widely recognized for its cooperative and multilateral tone, including as explicit near-term goals the expansion of international cooperation on all activities and pursuing international as well as national measures to enhance space stability. Particularly notable are the document’s emphasis on orienting U.S. “leadership” toward fostering international cooperation, and its references, in its concluding section, to cooperation with other states and non-state actors in the pursuit of national security space objectives.3

Less broadly noticed was this policy’s clarity and coherence in articulating a vision for U.S. space activities on its own terms.  The document is organized around core principles, subsidiary goals and implementing guidelines that exceed its predecessors in delineating a longer-term direction for U.S. space policy that is integrated with, rather than derivative of, broader U.S. global aims.4 The policy also was generated and issued far earlier in the tenure of the administration than either of its predecessors, indicating an increased prioritization of attention to space policy at higher levels of policy-making.

To some degree, a turn toward multilateral cooperation in U.S. space policy was to be expected. China’s 2007 anti-satellite weapon (ASAT) test and the 2009 Iridium-Cosmos collision increased awareness of the challenge of space debris and the need for better global information sharing on space situational awareness (SSA).5  Also, new budget realities and unpromising technological developments have scaled back ambitions in some quarters for solving U.S. space security concerns with new independent capabilities. Finally, the Obama administration has pursued a more cooperative disposition across a wide range of global policy challenges, from Iranian nuclear ambitions to global climate change. But the improved clarity of vision in the 2010 Space Policy suggests that the emphasis on fostering global cooperation on space-related activities is more grounded in deliberate foresight than sailing the prevailing political winds.

The 2011 National Security Space Strategy, released February 4, is best interpreted against this background of the Obama administration’s turn toward both greater international space cooperation and greater attention to space policy in general. This first-of-its-kind strategic statement culminates a congressionally mandated space posture review.6 The initial section portraying the strategic environment to which U.S. security policy must be responsive highlights the growing problems of space debris, orbital congestion and coordination among a growing number of space actors — not state-based security threats per se.  The Security Space Strategy features the objective of a “stable space environment in which nations exercise shared responsibility.”7 Specific provisions intended to implement this strategy, relevant to the preceding observations, include:8  

• The strategy presents a full section on “Partnering with Responsible Nations, International Organizations, and Commercial Firms.” This category is not wholly multilateral in the traditional sense, displaying a symbiosis of alliance-building and collective cooperation not always carefully distinguished; i.e., “The United States will lead in building coalitions of like-minded space-faring nations and, where appropriate, work with international institutions to do so.”

• The strategy intends to “encourage responsible behavior in space and lead by the power of example,” a significant observation given the tendency of U.S. policy-makers (as noted above) not to expect quid pro quo responses to cooperative gestures. Also, the strategy states the U.S. “will support development of data standards, best practices, transparency and confidence-building measures, and norms of behavior for responsible space operations.” [italics added] In the context of the section on “Preventing and Deterring Aggression,” the strategy similarly intends to “support diplomatic efforts to promote norms of responsible behavior in space” as well as “pursue international partnerships that encourage potential adversary restraint,” along with other measures.  This emphasis on norm-building and the role of example suggests a near-term endorsement of the development of “codes of conduct” for space activities (such as the recently revised European Union Code of Conduct, discussed below), whether or not such concord leads to more formal arms control arrangements in the longer-term.

• The Department of Defense is directed to “foster cooperative SSA relationships,” and to “expand provision of safety of flight services to U.S. Government agencies, other nations, and commercial firms.” Greater SSA information sharing has been a key suggestion for fostering international cooperation; the U.S. possesses globally superior SSA capabilities, but restricts the sharing of this information on the basis of national security concerns.9 Hence, this nominal commitment is significant in its own right.

• The strategy commits to reforming export controls. “In particular, as new opportunities arise for international collaboration, a revised export control system will better enable the domestic firms competing for these contracts.” As noted above, the oppressive impact of current U.S. export controls not only impinges on U.S. commercial space actors but also epitomizes the high degree to which U.S. policy has subsumed commercial and civil interests to national security concerns. The strategy appears to acknowledge this connection and commit to remedy it.

• The most assertive passages of the statement are moderated with community-building intent. For example, the strategy’s section on “Preventing and Deterring Aggression” concludes that the U.S. “will retain the right and capabilities to respond in self-defense, should deterrence fail,” but immediately adds that the U.S. “will use force in a manner that is consistent with longstanding principles of international law, treaties to which the United States is a party, and the inherent right of self defense.”

• The concluding and most conflict-oriented section of the strategy opens by noting that “some actors may still believe counterspace actions could provide military advantage.” Counterspace capabilities, unarticulated in the document, include ASATs, ground-based directed energy weapons and satellite transmission jamming. Deputy Assistant Secretary of Defense for Space Policy Gregory Schulte explained at the strategy’s rollout that China is a principal concern in this regard, but so is the proliferation of these technologies: “If Ethiopia can jam a commercial satellite, you have to worry what others can do.”10  This section of the strategy does not, however, call for maintaining options to develop complementary space conflict capabilities.

Rather, the strategy asserts that the U.S. “must be prepared to ‘fight through’ a degraded environment,” and identifies “resilience” and “space protection” as the key criteria.

The preceding survey of elements of the 2011 National Security Space Strategy is deliberately selective, highlighting those elements expressing consistency with the 2010 National Space Policy’s bend toward fostering greater international collaboration. Perhaps as striking as the prevalence of such passages, however, is the absence of expressed intention — even couched in hedging language — to sustain or expand the kind of independent space-based military capabilities that were the centerpiece of the prior administration’s aims (if not its accomplishments). Again, to some extent this turn in tone is overdetermined by extenuating global circumstances. But one must still be struck by the degree to which developments such as the Chinese ASAT test have not ignited the kind of response one might have anticipated only a few short years after Donald Rumsfeld’s notorious warning of a “space Pearl Harbor.”11  

The most immediate significance of the National Security Space Strategy is likely the signals its sends concerning U.S. policy toward the recently revised European Union Code of Conduct.12  The strategy did not explicitly endorse this EU initiative, but Mr. Schulte, at the February 4 presentation of the strategy, highlighted the initiative “as a potential way” to promote “transparency and confidence-building measures, which tend to be voluntary as opposed to legally binding.” A week earlier, Rose Gottemoeller, Assistant Secretary of State for Arms Control, Verification and Compliance, stated at the Conference on Disarmament that the administration was nearing a decision on whether the U.S. would sign on to the code, and what modifications might be required in order to do so.13 As U.S. interest in the Code of Conduct has increased, debates over its provisions and its relationship to the Outer Space Treaty have intensified.  

These policy movements toward multilateral engagement and commitment to behavioral standards (even if non-binding) mark a sharp departure from the stiff resistance to curtailing U.S. “freedom of action” in the previous administration, and have accordingly generated resistance from congressional opponents on just those terms. Prior to the release of the National Security Space Strategy, a group of 37 Republican senators led by Arizona Senator Jon Kyl issued a letter to Secretary of State Hillary Rodham Clinton expressing concern over a potential multilateral commitment that might limit development and/or deployment of space-based missile defense interceptors and ASAT-defeating systems.14  Critics also decried the strategy’s emphasis on “the old fallacious assumption that the power of example will prevent adversaries from doing the United States harm,” and endorsed maintaining the goal of U.S. retention of a “dominant position in military and intelligence space capabilities.”15 In fact, the administration’s warming toward normative commitments in general — and the EU Code of Conduct in particular — are in part intended to forestall pressure for more formal and binding measures that would definitively cut off the “hedge” of unilateral U.S. weapons development options.16 The balance of U.S. debate may have shifted toward greater international cooperation, but the terms of the debate remain the same.

In sum, the National Security Space Strategy appears to mark not only a swing in U.S. policy toward greater global engagement but also, and more importantly, a step toward greater long-term coherence in thinking concerning the core goals of U.S. space activities. Even supporters of the general directions of the strategy noted its more-than-expected breadth of thought.17 But if this reading is sound, the strategy is still but one step on a long road, and ongoing debates over the role of U.S. space policy vis-à-vis broader national security interests will insure that road is bumpy. Suggesting such limitations, Mr. Schulte acknowledged that the classified version of the strategy is only four pages longer than the released version, indicating that more specific guidelines for military implementation of the strategy remain to be developed.18 Many devils may lurk in these details. 

The perception of pursuing space dominance will destroy the commitment to the new Obama National Space Policy

Dant, 11 - chief of staff of the Air Force fellow and the director of space policy for the under secretary of defense for policy (Daniel, High Frontier, February, " The National Space Policy: Sustainability and Cooperation in a Congested, Competitive, and Contested Domain,” http://www.afspc.af.mil/shared/media/document/AFD-110224-052.pdf)

Cooperation for contested and competitive domain. The NSP also recommits us to cooperate in space: “The US hereby renews its pledge of cooperation in the belief that with strengthened international collaboration and reinvigorated US leadership, all nations and peoples—space-faring and space-benefiting— will find their horizons broadened, their knowledge enhanced, and their lives greatly improved.” In addition, the policy specifies that the US endeavors to leverage national security space to “expand international cooperation” in order to “extend the benefits of space; further the peaceful use of space; and enhance collection and partnership in sharing of space-derived information.”8

This represents a subtle but significant shift in policy. Some argue, including many international partners I have spoken to, that our previous policies paid a certain degree of “lip service” to cooperation and were best described as bellicose. Moreover, these policies were underwritten by an informal strategy of “space dominance” which called for discouraging and restraining others to our benefit. This methodology was lost neither by our allies nor our rivals. Clearly, that scheme of maneuver has not worked, evidenced by the increasing competition in the domain, higher incidents of denied access in space, and decline in the American space industrial base, especially second and third tier companies.

A perceptible result of cooperating in space, and thus converting competitors to collaborators, is that it gives space-faring partners a stake in pursuing responsible behavior and increases their willingness to cooperate in space (or at least lessens the chances of hostile or irresponsible actions in space).9 Once again, the president, in both substance and tone, has started us on the right path with the new NSP by re-energizing international cooperation. It is now up to the Department of Defense (DoD), led by and in close coordination with the State Department via a whole of government approach, to translate our advantages in space to active leadership of the coalition of responsible space-faring nations.

Unilateral action alienates allies and shatters other areas of cooperation
Sabathier et. al 6— senior associate with the CSIS Technology and Public Policy Program and former senior fellow and director of CSIS space initiative (September 18, 2oo6 ,Vincent G. Sabathier, D.A. Broniatowski, G. Ryan Faith, Center for Strategic and International Studies, “The Case for Managed International Cooperation in Space Exploration”, http://csis.org/files/media/csis/pubs/060918_managed_international_cooperation.pdf  , FS)

International cooperation is valuable to a given nation in that it tends to increase political sustainability. Within the United States, a program is made safer from cancellation to the extent that Congress and the administration are not willing to break international agreements. Indeed, the integration of Russia into the ISS program may well have saved the program from cancellation (consider that the year before Russia was introduced as a partner, the ISS was saved by one vote in Congress). Once cooperation has commenced, canceling a program becomes inconsistent with political sustainability as long as the utility cost associated with the loss of diplomatic benefits and the negative effects on reputation of terminating an international agreement is larger in magnitude than the utility cost that must be paid to maintain the system. In the case of the ISS, international cooperation does provide a rationale for sustaining the pro-gram, because canceling the program would result in a net loss in utility. The corollary to this is that there is a high cost to be paid by any nation that chooses to unilaterally withdraw from an existing cooperative endeavor. This cost comes in the form of damage to the departing nation’s reputation or credibility. In general, any unilateral action sends a signal that the actor is an unpredictable and therefore an unreliable and possibly disrespectful partner. This tends to sabotage the possibility of future cooperation. As such, there is a long-term benefit to maintaining cooperation, even when the immediate cost may seem to call for terminating it. If cooperation has never occurred (as is the case be-tween China and the United States), the advent of cooperation is a significant event, likely delivering a lot of diplomatic utility. On the other hand, if cooperation is the norm (as is the case between Canada and the United States), it is to be expected. The diplomatic utility of maintaining this cooperation is often not recognized. Nevertheless, the diplomatic utility cost of terminating this cooperation is large, because it would alienate a key ally. If it were necessary to cease cooperation, a mutual choice to do so would likely mitigate many of the negative reputation effects, because there would be no unilateral actor to whom one could assign blame. Indeed, if both parties choose to cease cooperat-ing simultaneously, this would mitigate the negative-reputation effect—rather, there would be a “mutual divorce.” Such a mutual decision would be significantly more tenable, in a diplomatic sense, because each party might outline a set of grievances and conditions for the termination of cooperation. Furthermore, since the agreement would be termi-nated in a spirit of mutual understanding, the possibility of future beneficial cooperation would be more likely. 

Multilateral cooperation against weaponization is vital to preventing miscalculation, first strike incentives and global war

Hitchens, 8 – president of the Center for Defense Information (Theresa, “Space Wars - Coming to the Sky Near You?”, Scientific American, February, http://www.sciam.com/article.cfm?id=space-wars-coming-to-the-sky-near-you)

Perhaps of even greater concern is that several other nations, including one of China’s regional rivals, India, may feel compelled to seek ­offensive as well as defensive capabilities in space. The U.S. trade journal Defense News, for instance, quoted unidentified Indian defense officials as stating that their country had already begun developing its own kinetic-energy (nonexplosive, hit-to-kill) and laser-based antisatellite weapons.

If India goes down that path, its archrival Pakistan will probably follow suit. Like India, Pakistan has a well-developed ballistic missile program, including medium-range missiles that could launch an antisatellite system. Even Japan, the third major Asian power, might join such a space race. In June 2007 the National Diet of Japan began considering a bill backed by the current Fukuda government that would permit the development of satellites for “military and national security” purposes.

As for Russia, in the wake of the Chinese test President Vladimir Putin reiterated Moscow’s stance against the weaponization of space. At the same time, though, he refused to criticize Beijing’s actions and blamed the U.S. instead. The American efforts to build a missile defense system, Putin charged, and the increasingly aggressive American plans for a military position in space were prompting China’s moves. Yet Russia itself, as a major spacefaring power that has incorporated satellites into its national security structure, would be hard-pressed to forgo entering an arms race in space.

Given the proliferation of spacefaring entities, proponents of a robust space warfare strategy believe that arming the heavens is inevitable and that it would be best for the U.S. to get there first with firepower. Antisatellite and space-based weapons, they argue, will be necessary not only to defend U.S. military and commercial satellites but also to deny any future adversary the use of space capabilities to enhance the performance of its forces on the battlefield.

Yet any arms race in space would almost inevitably destabilize the balance of power and thereby multiply the risks of global conflict. In such headlong competition—whether in space or elsewhere—equilibrium among the adversaries would be virtually impossible to maintain. Even if the major powers did achieve stability, that reality would still provide no guarantee that both sides would perceive it to be so. The moment one side saw itself to be slipping behind the other, the first side would be strongly tempted to launch a preemptive strike, before things got even worse. Ironically, the same would hold for the side that perceived itself to have gained an advantage. Again, there would be strong temptation to strike first, before the adversary could catch up. Finally, a space weapons race would ratchet up the chances that a mere technological mistake could trigger a battle. After all, in the distant void, reliably distinguishing an intentional act from an accidental one would be highly problematic.

Hit-to-Kill Interceptors
According to assessments by U.S. military and intelligence officials as well as by independent experts, the Chinese probably destroyed their weather satellite with a kinetic-energy vehicle boosted by a two-stage medium-range ballistic missile. Technologically, launching such direct-ascent antisatellite weapons is one of the simplest ways to take out a satellite. About a dozen nations and consortia can reach low Earth orbit (between roughly 100 and 2,000 kilometers, or 60 to 1,250 miles, high) with a medium-range missile; eight of those countries can reach geostationary orbit (about 36,000 kilometers, or 22,000 miles, above Earth).
But the real technical hurdle to making a hit-to-kill vehicle is not launch capacity; it is the precision maneuverability and guidance technology needed to steer the vehicle into its target. Just how well China has mastered those techniques is unclear. Because the weather satellite was still operating when it was destroyed, the Chinese operators would have known its exact location at all times.
Ground-Based Lasers
The test of China’s direct-ascent antisatellite device came on the heels of press reports in September 2006 that the Chinese had also managed to “paint,” or illuminate, U.S. spy satellites with a ground-based laser [see lower box on page 83]. Was Beijing actually trying to “blind” or otherwise damage the satellites? No one knows, and no consensus seems to have emerged in official Washington circles about the Chinese intent. Per​haps China was simply testing how well its network of low-power laser-ranging stations could track American orbital observation platforms.
Even so, the test was provocative. Not all satellites have to be electronically “fried” to be put out of commission. A 1997 test of the army’s MIRACL system (for midinfrared advanced chemical laser) showed that satellites designed to collect optical images can be temporarily disrupted—dazzled—by low-power beams. It follows that among the satellites vulnerable to such an attack are the orbital spies.
The U.S. and the former Soviet Union began experimenting with laser-based antisatellite weapons in the 1970s. Engineers in both countries have focused on the many problems of building high-power laser systems that could reliably destroy low-flying satellites from the ground. Such systems could be guided by “adaptive optics”: deformable mirrors that can continuously compensate for atmospheric distortions. But tremendous amounts of energy would be needed to feed high-power lasers, and even then the range and effectiveness of the beams would be severely limited by dispersion, by attenuation as they passed through smoke or clouds, and by the difficulty of keeping the beams on-target long enough to do damage.
During the development of the SDI, the U.S. conducted several laser experiments from Hawaii, including a test in which a beam was bounced off a mirror mounted on a satellite. Laser experiments continue at the Starfire Optical Range at Kirtland Air Force Base in New Mexico. Pentagon budget documents from fiscal years 2004 through 2007 listed antisatellite operations among the goals of the Starfire research, but that language was removed from budget documents in fiscal year 2008 after Congress made inquiries. The Starfire system incorporates adaptive optics that narrow the outgoing laser beam and thus increase the density of its power. That capability is not required for imagery or tracking, further suggesting that Starfire could be used as a weapon.
Yet despite decades of work, battle-ready versions of directed-energy weapons still seem far away. An air force planning document, for instance, predicted in 2003 that a ground-based weapon able to “propagate laser beams through the atmosphere to [stun or kill low Earth orbit] satellites” could be available between 2015 and 2030. Given the current state of research, even those dates seem optimistic.
Co-orbital Satellites
Recent advances in miniaturized sensors, powerful onboard computers and efficient rocket thrusters have made a third kind of antisatellite technology increasingly feasible: the offensive microsatellite. One example that demonstrates the potential is the air force’s experimental satellite series (XSS) project, which is developing microsatellites intended to conduct “autonomous proximity operations” around larger satellites. The first two microsatellites in the program, the XSS-10 and XSS-11, were launched in 2003 and 2005. Though ostensibly intended to inspect larger satellites, such microsatellites could also ram target satellites or carry explosives or directed-energy payloads such as radio-frequency jamming systems or high-powered microwave emitters. Air force budget documents show that the XSS effort is tied to a program called Advanced Weapons Technology, which is dedicated to research on military laser and microwave systems.
During the cold war the Soviet Union developed, tested and even declared operational a co-orbital antisatellite system—a maneuverable interceptor with an explosive payload that was launched by missile into an orbit near a target satellite in low Earth orbit. In effect, the device was a smart “space mine,” but it was last demonstrated in 1982 and is probably no longer working. Today such an interceptor would likely be a microsatellite that could be parked in an orbit that would cross the orbits of several of its potential targets. It could then be activated on command during a close encounter.
In 2005 the air force described a program that would provide “localized” space “situational awareness” and “anomaly characterization” for friendly host satellites in geostationary orbit. The program is dubbed ANGELS (for autonomous nanosatellite guardian for evaluating local space), and the budget line believed to represent it focuses on acquiring “high value space asset defensive capabilities,” including a “warning sensor for detection of a direct ascent or co-orbital vehicle.” It is clear that such guardian nanosatellites could also serve as offensive weapons if they were maneuvered close to enemy satellites.
And the list goes on. A “parasitic satellite” would shadow or even attach itself to a target in geostationary orbit. Farsat, which was mentioned in an appendix to the [Donald] Rumsfeld Space Commission report in 2001, “would be placed in a ‘storage’ orbit (perhaps with many microsatellites housed inside) relatively far from its target but ready to be maneuvered in for a kill.”
Finally, the air force proposed some time ago a space-based radio-frequency weapon system, which “would be a constellation of satellites containing high-power radio-frequency transmitters that possess the capability to disrupt/​destroy/disable a wide variety of electronics and national-level command and control systems.”
Air force planning documents from 2003 envisioned that such a technology would emerge after 2015. But outside experts think that orbital radio-frequency and microwave weapons are technically feasible today and could be deployed in the relatively near future.
Space Bombers
Though not by definition a space weapon, the Pentagon’s Common Aero Vehicle/Hypersonic Technology Vehicle (often called CAV) enters into this discussion because, like an ICBM, it would travel through space to strike Earth-bound targets. An unpowered but highly maneuverable hypersonic glide vehicle, the CAV would be deployed from a future hypersonic space plane, swoop down into the atmosphere from orbit and drop conventional bombs on ground targets. Congress recently began funding the project but, to avoid stoking a potential arms race in space, has prohibited any work to place weapons on the CAV. Although engineers are making steady progress on the key technologies for the CAV program, both the vehicle and its space plane mothership are still likely decades off.
Some of the congressional sensitivity to the design of the CAV may have arisen from another, much more controversial space weapons concept with parallel goals: hypervelocity rod bundles that would be dropped to Earth from orbital platforms. For decades air force planners have been thinking about placing weapons in orbit that could strike terrestrial targets, particularly buried, “hardened” bunkers and caches of weapons of mass destruction. Commonly called “rods from God,” the bundles would be made up of large tungsten rods, each as long as six meters (20 feet) and 30 centimeters (12 inches) across. Each rod would be hurled downward from an orbiting spacecraft and guided to its target at tremendous speed.
Both high costs and the laws of physics, however, challenge their feasibility. Ensuring that the projectiles do not burn up or deform from reentry friction while sustaining a precise, nearly vertical flight path would be extremely difficult. Calculations indicate that the nonexplosive rods would probably be no more effective than more conventional munitions. Furthermore, the expense of lofting the heavy projectiles into orbit would be exorbitant. Thus, despite continued interest in them, rods from God seem to fall into the realm of science fiction.
Obstacles to Space Weapons
What, then, is holding the U.S. (and other nations) back from a full-bore pursuit of space weapons? The countervailing pressures are threefold: political opposition, technological challenges and high costs.
The American body politic is deeply divided over the wisdom of making space warfare a part of the national military strategy. The risks are manifold. I remarked earlier on the general instabilities of an arms race, but there is a further issue of stability among the nuclear powers. Early-warning and spy satellites have traditionally played a crucial role in reducing fears of a surprise nuclear attack. But if antisatellite weapons disabled those eyes-in-the-sky, the resulting uncertainty and distrust could rapidly lead to catastrophe.
One of the most serious technological challenges posed by space weapons is the proliferation of space debris, to which I alluded earlier. According to investigators at the air force, NASA and Celestrak (an independent space-monitoring Web site), the Chinese antisatellite test left more than 2,000 pieces of junk, baseball-size and larger, orbiting the globe in a cloud that lies between about 200 kilometers (125 miles) and 4,000 kilometers (2,500 miles) above Earth’s surface. Perhaps another 150,000 objects that are a centimeter (half an inch) across and larger were released. High orbital velocities make even tiny pieces of space junk dangerous to spacecraft of all kinds. And ground stations cannot reliably monitor or track objects smaller than about five centimeters (two inches) across in low Earth orbit (around a meter in geostationary orbit), a capability that might enable satellites to maneuver out of the way. To avoid being damaged by the Chinese space debris, in fact, two U.S. satellites had to alter course. Any shooting war in space would raise the specter of a polluted space environment no longer navigable by Earth-orbiting satellites.
Basing weapons in orbit also pre​sents difficult technical obstacles. They would be just as vulnerable as satellites are to all kinds of outside agents: space debris, projectiles, electromagnetic signals, even natural micrometeoroids. Shielding space weapons against such threats would also be impractical, mostly because shielding is bulky and adds mass, thereby greatly increasing launch costs. Orbital weapons would be mostly autonomous mechanisms, which would make operational errors and failures likely. The paths of objects in orbit are relatively easy to predict, which would make hiding large weapons problematic. And because satellites in low Earth orbit are overhead for only a few minutes at a time, keeping one of them constantly in range would require many weapons.
Finally, getting into space and operating there is extremely expensive: between $2,000 and $10,000 a pound to reach low Earth orbit and between $15,000 and $20,000 a pound for geostationary orbit. Each space-based weapon would require replacement every seven to 15 years, and in-orbit repairs would not be cheap, either.
Alternatives to Space Warfare
Given the risks of space warfare to national and international security, as well as the technical and financial hurdles that must be overcome, it would seem only prudent for spacefaring nations to find ways to prevent an arms race in space. The U.S. focus has been to reduce the vulnerability of its satellite fleet and explore alternatives to its dependence on satellite services. Most other space-capable countries are instead seeking multilateral diplomatic and legal measures. The options range from treaties that would ban antisatellite and space-based weapons to voluntary measures that would help build transparency and mutual confidence.
The Bush administration has adamantly opposed any form of negotiations regarding space weapons. Opponents of multilateral space weapons agreements contend that others (particularly China) will sign up but build secret arsenals at the same time, because such treaty violations cannot be detected. They argue further that the U.S. cannot sit idly as potential adversaries gain spaceborne resources that could enhance their terrestrial combat capabilities.
Proponents of international treaties counter that failure to negotiate such agreements entails real opportunity costs. An arms race in space may end up compromising the security of all nations, including that of the U.S., while it stretches the economic capacities of the competitors to the breaking point. And whereas many advocates of a space weapons ban concede that it will be difficult to construct a fully verifiable treaty—because space technology can be used for both military and civilian ends—effective treaties already exist that do not require strict verification. A good example is the Biological Weapons Convention. Certainly a prohibition on the testing and use (as opposed to the deployment) of the most dangerous class of near-term space weapons—destructive (as opposed to jamming) antisatellite systems—would be easily verifiable, because earthbound observers can readily detect orbital debris. Furthermore, any party to a treaty would know that all its space launches would be tracked from the ground, and any suspicious object in orbit would promptly be labeled as such. The international outcry that would ensue from such overt treaty violations could deter would-be violators.
Since the mid-1990s, however, progress on establishing a new multilateral space regime has lagged. The U.S. has blocked efforts at the United Nations Conference on Disarmament in Geneva to begin negotiations on a treaty to ban space weapons. China, meanwhile, has refused to accept anything less. Hence, intermediate measures such as voluntary confidence-building, space traffic control or a code of responsible conduct for spacefaring nations have remained stalled.
Space warfare is not inevitable. But the recent policy shift in the U.S. and China’s provocative actions have highlighted the fact that the world is approaching a crossroads. Countries must come to grips with their strong self-interest in preventing the testing and use of orbital weapons. The nations of Earth must soon decide whether it is possible to sustain the predominantly peaceful human space exploration that has already lasted half a century. The likely alternative would be unacceptable to all.
Space control is impossible, countermeasures override deterrence and risk nuclear escalation
Krepon et al, 11 – President of the Henry L. Stimson Center, also Theresa Hitchens, Director of the United Nations Institute for Disarmament Research and Michael Katz-Hyman, Research Associate at the Henry L. Stimson Center on the Space

Security and South Asia Projects (Michael, Toward a Theory of Space Power: Selected Essays, February, http://www.ndu.edu/press/lib/pdf/spacepower/spacepower.pdf)

While some have compared space to another "global commons," the high seas, we believe this analogy to be deeply flawed. Warships provide backup for sea-based commerce, but they are essentially instruments of warfighting. Satellites, on the other hand, usually serve multiple purposes in both military and nonmilitary domains. A ship damaged in combat can seek safety and repairs at a friendly port. The debris from combat at sea sinks and rarely constitutes a lingering hazard. Defensive measures are easier to undertake at sea than in space. If space weapons are deployed and used, no nation can expect there to be safe havens in space. And if the most indiscriminate means of space warfare are employed, debris will become a long-lasting hazard to military and nonmilitary satellite operations.

All countries would be victimized if a new precedent is set and satellites are attacked in a crisis or in warfare. As the preeminent space power, the United States has the most to lose if space were to become a shooting gallery. The best offense can serve as an effective defense in combat at sea, but this nostrum does not apply in space, since essential satellites remain extremely vulnerable to rudimentary forms of attack. The introduction of dedicated and deployed weapons in space by one nation would be followed by others that feel threatened by such actions. The first attack against a satellite in crisis or warfare is therefore unlikely to be a stand-alone event, and nations may choose different rules of engagement for space warfare and different means of attack once this threshold has been crossed.

Our analysis thus leads to the conclusion that the introduction and repeated flight-testing of dedicated ASAT weapons would greatly subtract from U.S. spacepower, placing at greater risk the military, commercial, civil, and lifesaving benefits that satellites provide. Instead, we propose that the United States seek to avoid further flight testing of ASATs while hedging against hostile acts by other spacefaring nations.

We argue that realizing the benefits of spacepower requires acknowledgment of four related and unavoidable dilemmas. First, the satellites upon which spacepower depends are extremely vulnerable. To be sure, advanced spacefaring nations can take various steps to reduce satellite vulnerability, but the limits of protection will surely pale beside available means of disruption and destruction, especially in low Earth orbit (LEO). Vulnerabilities can be mitigated, but not eliminated.

Second, the dilemma of the profound vulnerability of essential satellites has been reinforced by another dilemma of the space age: satellites have been linked with the nuclear forces of major powers. Nuclear deterrence has long depended on satellites that provide early warning, communications, and targeting information to national command authorities. Even nuclear powers that do not rely on satellites for ballistic missile warning may still rely on them for communications, forecasting, and targeting. To interfere with the satellites of major powers has meant—and continues to mean—the possible use of nuclear weapons, since major powers could view attacks on satellites as precursors to attacks on their nuclear forces.

The third dilemma of spacepower is that space disruption is far more achievable than space control. A strong offense might constitute the best defense on the ground, in the air, and at sea, but this principle holds little promise in space since a strong offense in this domain could still be negated by asymmetric means. Space control requires exquisitely correct, timely, and publicly compelling intelligence; the readiness to initiate war and to prevent another nation from shooting back; as well as the ability to dictate the choice of strategy and tactics in space. It takes great hubris to believe that even the world's sole superpower would be able to fulfill the requirements of space control when a $1 bag of marbles, properly inserted into LEO, could destroy a $1 billion satellite. The ability of the United States to dictate military strategy and tactics in asymmetric, gravity-bound warfare has proven to be challenging; it is likely to be even more challenging in space, where there is less margin for error.

The fourth overarching dilemma relating to spacepower therefore rests on the realization that hard military power does not ensure space control, particularly if other nations make unwise choices and if these choices are then emulated by others. The United States has unparalleled agenda-setting powers, but Washington does not have the power to dictate or control the choices of other nations.

These dilemmas are widely, but not universally, recognized. Together with the widespread public antipathy to elevating humankind's worst practices into space, they help explain why the flight-testing and deployment of dedicated space weapons have not become commonplace. These capabilities are certainly not difficult to acquire, as they are decades old. Indeed, tests of dedicated ASAT weapons have periodically occurred, and such systems were deployed for short periods during the Cold War. If the weaponization of space were inevitable, it surely would have occurred when the United States and the Soviet Union went to extraordinary lengths to compete in so many other realms. The weaponization of space has not occurred to date and is not inevitable in the future because of strong public resistence to the idea of weapons in space, and because most national leaders have long recognized that this would open a Pandora's box that would be difficult to close.

Much has changed since the end of the Cold War, but the fundamental dilemmas of space control, including the linkage of satellites to nuclear deterrence among major powers, have not changed. The increased post– Cold War U.S. dependence on satellites makes the introduction of dedicated space weapons even more hazardous for national and economic security. Advocates of muscular space control must therefore take refuge in the fallacy of the last move, since warfighting plans in space make sense only in the absence of successful countermoves. Offensive counterforce operations in space do not come to grips with the dilemmas of spacepower, since proposed remedies are far more likely to accentuate than reduce satellite vulnerability.

This analysis leads inexorably to a deeply unsatisfactory and yet inescapable conclusion: Realizing the enormous benefits of spacepower depends on recognizing the limits of power. The United States now enjoys unparalleled benefits from the use of space to advance national and economic security. These benefits would be placed at risk if essential zones in space become unusable as a result of warfare. Spacepower depends on the preservation and growth of U.S. capabilities in space. Paradoxically, the preservation and growth of U.S. spacepower will be undercut by the use of force in space.

War is space occurs through miscalculation, risks extinction
Mitchell, et al 1 -Associate Professor of Communication and Director of Debate at the University of Pittsburgh

(Dr. Gordon, ISIS Briefing on Ballistic Missile Defence, “Missile Defence:  Trans-Atlantic Diplomacy at a Crossroads”, No. 6 July, http://www.isisuk.demon.co.uk/0811/isis/uk/bmd/no6.html)

A buildup of space weapons might begin with noble intentions of 'peace through strength' deterrence, but this rationale glosses over the tendency that '… the presence of space weapons…will result in the increased likelihood of their use'.33 This drift toward usage is strengthened by a strategic fact elucidated by Frank Barnaby: when it comes to arming the heavens, 'anti-ballistic missiles and anti-satellite warfare technologies go hand-in-hand'.34  The interlocking nature of offense and defense in military space technology stems from the inherent 'dual capability' of spaceborne weapon components. As Marc Vidricaire, Delegation of Canada to the UN Conference on Disarmament, explains: 'If you want to intercept something in space, you could use the same capability to target something on land'. 35 To the extent that ballistic missile interceptors based in space can knock out enemy missiles in mid-flight, such interceptors can also be used as orbiting 'Death Stars', capable of sending munitions hurtling through the Earth's atmosphere.  The dizzying speed of space warfare would introduce intense 'use or lose' pressure into strategic calculations, with the spectre of split-second attacks creating incentives to rig orbiting Death Stars with automated 'hair trigger' devices. In theory, this automation would enhance survivability of vulnerable space weapon platforms. However, by taking the decision to commit violence out of human hands and endowing computers with authority to make war, military planners could sow insidious seeds of accidental conflict.  Yale sociologist Charles Perrow has analyzed 'complexly interactive, tightly coupled' industrial systems such as space weapons, which have many sophisticated components that all depend on each other's flawless performance. According to Perrow, this interlocking complexity makes it impossible to foresee all the different ways such systems could fail. As Perrow explains, '[t]he odd term "normal accident" is meant to signal that, given the system characteristics, multiple and unexpected interactions of failures are inevitable'.36 Deployment of space weapons with pre-delegated authority to fire death rays or unleash killer projectiles would likely make war itself inevitable, given the susceptibility of such systems to 'normal accidents'.  It is chilling to contemplate the possible effects of a space war. According to retired Lt. Col. Robert M. Bowman, 'even a tiny projectile reentering from space strikes the earth with such high velocity that it can do enormous damage — even more than would be done by a nuclear weapon of the same size!'. 37 In the same Star Wars technology touted as a quintessential tool of peace, defence analyst David Langford sees one of the most destabilizing offensive weapons ever conceived: 'One imagines dead cities of microwave-grilled people'.38 Given this unique potential for destruction, it is not hard to imagine that any nation subjected to space weapon attack would retaliate with maximum force, including use of nuclear, biological, and/or chemical weapons. An accidental war sparked by a computer glitch in space could plunge the world into the most destructive military conflict ever seen.
1nc impact for resource affirmatives

Space resource competition will cause global war and ASAT use – cooperation is a necessary prerequisite to the aff
Huntley et al 10 – US Naval Postgraduate School (Wade L. Huntley, Joseph G. Bock (Kroc Institute for International Peace Studies, Notre Dame) & Miranda Weingartner (Weingartner Consulting), “Planning the unplannable: Scenarios on the future of space,” Space Policy, Volume 26, Issue 1, February 2010, Science Direct)

4.3. Scenario A: ‘‘Back to the Future’’

‘‘Back to the Future’’ describes a future characterized by a high degree of technological breakthrough wherein power is projected by rule of force.

In 2009 global tensions create an atmosphere where nations increasingly test new defensive technology. In 2010 India explodes a satellite out of Low-Earth orbit (LEO) and the USA tests an orbital interceptor. Gazprom invests $1 billion in the development of a nanotechnology research lab. There is also a steady erosion of Outer Space Treaty norms and limits to protect commerce. By 2013 NATO is dissolved, seen as no longer relevant. The EU alliance shifts towards defending its borders. Human spaceflight continues, in an increasingly competitive atmosphere. The USA launches Aries I, with a crew. Generation Y seems more interested in environmental issues than space. By 2014 many nations begin deploying anti-satellite (ASAT) technology. In 2015 China, the USA, India and Russia field rival ASATs in orbit, as LEO orbits are at risk from debris. Commercial interests give up on LEO and eye the Moon, which fuels the race to establish a presence there. An increasingly protectionist USA leaves the World Trade Organization (WTO). In response, China recalls its debts from the USA. Meanwhile, European and Asian growth continues and, in 2018, a Chinese factory begins production of bulk carbon nanotubes. The USA and China race to produce the first space elevator. The civil lunar programs move forward. By 2020 a joint USeEU team land on and ‘reclaim’ the Moon. Lunar bases and the space elevator are established, as resources continue to dwindle on earth. Rival moon bases compete over mining rights and orbital lasers promote a defensive arms race in space. NATO is replaced by a new European Defence Organization (EDO). A coalition emerges, including the USA, the EU and India, in opposition to Russia and China. By 2025 African nations reject the influence of major powers and, thanks to the proliferation of technology, become space powers in their own right. In 2028 major powers withdraw from the Outer Space Treaty. Saudi oil fields are now officially empty, and the lunar colonies’ major export is solar power. Military bases on the Moon defend against rival solar farms. A Russian-Chinese coalition attacks the space elevator, which essentially strands the US-EU lunar colonies and seriously impairs energy availability on Earth. The UN breaks down and is dismantled. Treaties are ignored and tensions increase. The earth is highly militarized, and conflict occurs both on earth and in space. The future is tense, dark and uncertain. By 2030 Californian scientists claim to have discovered an alleged artificial signal from outer space. The signal offers the possibility of a new reason for hope.

4.4. Group observations on Scenario A

In this scenario technological breakthroughs add to the rule of force rather than providing a means for international cooperation. States come together and drift apart based on their perceived interests. The group acknowledged the importance of ‘‘giving teeth’’ to the Outer Space Treaty and other treaties in order to enhance means of overcoming conflict in the future. However, treaties do erode when states or blocs of states perceive these no longer to serve their interests. Further, norms of the Outer Space Treaty may be eroded through the commercialization of space, rather than by conflict and militarization. The group recognized that cooperation is possible on some, but not all, issues.

Following the Chinese recent ASAT test there were efforts to clarify the situation for all parties concerned and prevent repeat occurrences. This suggests in part that the UN breaking down is not realistic, and that there might be greater political will to move in a collaborative direction than the scenario suggests.

The competition for resources breaks down liberal order and traps states into a situation where the rule of force is perceived as the only option. In this scenario democracies are not less likely to militarize. Politicians bear the responsibility for the implications of their actions. NASA remains a remnant of the Cold War, while the EU space plan is geared towards a broader array of concerns. The voice of civil society is then squashed. (There is also an option of a scenario where, instead of the EU, China becomes a regional champion, bringing other regional leaders like Brazil under a new transparent framework.) The rule of force is also justified for the protection of investments. An entity such as the US-Soviet Standing Consultative Commission (SCC), which was convened when one side thought there had been a violation by the other, might be helpful.

Driving factors come not necessarily from the bottom or the top, but rather from mid-level officials who can promote a discussion on the consequences of space weaponization. It is important to reach out to the non-space community, to help a wider constituency relate to the issues and take greater interest. Getting away from focusing on big, one-off, prestige programs is one way to elicit such an interest.

Technological innovation, while important, does not necessarily lead to an advantage for the country of origin. Rapid dissemination of technologies among a certain community can affect the security of the countries of origin. For this reason, if weaponization of space is inevitable, countries should operate as much as possible in a collaborative, transparent fashion. This suggests the utility of a global regime controlling the technology.

Cooperative leadership among youth could be developed to help ensure future cooperation. This group underlines the importance of reaching young people today in order to stimulate awareness in the next generation of leaders of the negative spirals that could develop. All parties must be made aware that it is in no one’s interest to attack each other’s satellites; both sides need the information and need freedom to access space. A non-interference pact could be developed, which might name the kinds of weapons not to be used.

***UNIQUENESS
Uniqueness – Obama cooperating now

The US is pursuing cooperation in space now

Rose, 11 –Deputy Assistant Secretary of the Bureau of Arms Control, Verification and Compliance (Frank, “STRENGTHENING STABILITY IN SPACE,” REGULATORY INTELLIGENCE DATA, 4/4, lexis)

Why is SSA important to space security? A long-standing principle of U.S. national space policy is that all nations have the right to explore and use space for peaceful purposes, and for the benefit of all humanity, in accordance with international law. Strengthening stability in space fundamentally depends on having awareness and understanding as to who is using the space environment, for what purposes, and under what environmental conditions. The U.S. National Space Policy directs us to collaborate with other nations, the private sector, and intergovernmental organizations to improve our SSA - in other words, to improve our shared ability to rapidly detect, warn of, characterize, and attribute natural and man-made disturbances to space systems. Having this information as early as possible and as accurately as possible is critical for a number of reasons.

First, it is critical to NASA, our International Space Station partners, and all spacefaring nations, where human spaceflight safety is of the utmost importance. Second, it is critical for U.S. and allied security - indeed, everyone's security - to enable us to detect, identify, and attribute actions in space that are contrary to responsible and peaceful use. And third, given the growing dependence we all have on space-derived information, it is critical to our global economies.

Cooperation to Prevent Collisions

Having information enables us to achieve SSA. However, "awareness" alone is insufficient. We also need to know what to actually do with that vital information - how do we make it "actionable" information? The challenges of increasing congestion in space - over 60 nations with varying interests now operate in space; we are tracking over 22,000 objects, there are 1,100 active systems, and hundreds of thousands of smaller objects we can't see - and the growing complexities of operating there safely and responsibly, lead to the challenge of collision avoidance. One way that international cooperation enhances SSA is the information exchange between satellite owners and operators to prevent collisions. The United States provides notifications to other governments and commercial satellite operators of potentially hazardous conjunctions between orbiting objects. The State Department also plays a crucial role in this activity because international cooperation is necessary to ensure that we have robust situational awareness of the space environment - no one nation has the resources to be able to do this alone. The State Department continues to be extremely supportive of U.S. Strategic Command's efforts to establish SSA sharing agreements with foreign satellite operators and to facilitate rapid notifications of potential space hazards.

The United States is constantly seeking to improve its ability to share information with other spacefaring nations as well as with our commercial sector partners. For example, at State we are currently reaching out to all spacefaring nations to ensure that the Joint Space Operations Center, or JSpOC, has current contact information for both government and private sector satellite operations centers. Those efforts include ongoing discussions with Russia on measures to enhance safety for robotic space missions as well as for human spaceflight.

SSA Cooperation
Across the United States Government, we are supporting numerous multilateral and bilateral engagements in SSA. For example, the United States is collaborating with our friends and allies in Europe as they consider developing their own SSA system. We are collaborating with the Department of Defense to engage in technical exchanges with experts from the European Space Agency, the European Union, and individual ESA and EU Member States to ensure our existing and planned SSA systems contribute to a more comprehensive situational awareness picture to ensure the safety, stability, and security of the space domain. In addition, the U.S. Department of Defense has signed bilateral SSA statements of principles with Canada, France, and Australia. Looking ahead, the United States also sees opportunities forcooperation on SSA with other nations around the globe. SSA benefits all responsible spacefaring nations.

International "Code of Conduct for Outer Space Activities"

Another challenge we all face is promoting responsible and peaceful behavior in space. Meeting this challenge depends not only on taking positive steps, both unilaterally and multilaterally, to enhance the sustainability of space activities, but also conducting those activities in an open and transparent manner. Upon their implementation, some TCBMs also have the potential of enhancing our knowledge of the space environment, thereby strengthening security and stability in space. For instance, the United States is continuing to consult with the European Union on its initiative to develop a comprehensive set of multilateral TCBMs, also known as the international "Code of Conduct for Outer Space Activities." We hope to make a decision in the near term as to whether the United States can sign on to this Code, including what, if any, modifications would be necessary.

An example where a Code of Conduct could contribute to our shared SSA is its political commitment to provide notifications in a timely manner of malfunctions that might place space objects at risk, as well as any accidents or collisions that might have taken place.

The United States is already following such practices - as we did when we promptly notified Russia through diplomatic channels when we detected the collision of a commercial Iridium satellite with an inoperable Russian military spacecraft in February 2009. This experience is contributing to our ongoing dialogue with Russia on developing additional concrete and pragmatic bilateral TCBMs that will enhance spaceflight safety. Non-legally binding measures such as the proposed Code could build on our existing practices as well as U.S. and allied SSA capabilities by mitigating the risk of mishaps, misperceptions, and mistrust.

US has adopted a cooperative approach and is consulting international partners prior to making new policy

Logsdon 11-- Professor Emeritus of Political Science and International Affairs at George Washington University 

(February, 2011, John M., Space Policy,“Change and Continuity in US Space Policy” Vol. 27, Issue 1, p. 22-23, Science Direct, FS)
 The new National Space Policy directs US government agencies to look for increased opportunities for international cooperation in a wide variety of areas, ranging from space science to space surveillance and maritime domain awareness. This approach reflects the broader foreign policy strategy of the Obama administration. For example, Secretary of State Hillary Clinton said in a July 2010 speech:

Our approach to foreign policy must reflect the world as it is, not as it used to be. It does not make sense to adapt a 19th-century concert of powers or a 20th-century balance-of-power strategy. We cannot go back to Cold War containment or to unilateralism.. We will lead by inducing greater cooperation among a greater number of actors and reducing competition, tilting the balance away from a multi-polar world and toward a multipartner world.4

This approach stands in rather stark contrast to the unilateralist path to leadership articulated in the 2006 Bush administration space policy. It also recognizes that in the space arena other nations and groups of nations have developed, and are continuing to develop, world-class space capabilities, and that unless they are engaged with the USA as they pursue their own objectives, other poles of space leadership will emerge. 

Included in areas for increased cooperation are several national security and dual use space activities, in particular space situational awareness. In pursuit of the policy’s objectives, representatives of the Department of State and Department of Defense have in recent months carried out a series of consultations in various venues around the world regarding ways of working together in such areas; this represents a significant departure from past US practice, and could represent a significant change in how the USA advances its own interests in the security space arena. 

Obama is pursuing international cooperation now

Fukushima 11—National Institute for Defense Studies

(February, 2011, Yasuhito, “An Asian perspective on the new US space policy: The emphasis on international cooperation and its relevance to Asia” Vol. 27, Issue 1, Science Direct)

This paper aims to analyze the new US National Space Policy (NSP) and examine its relevance to Asia. President Barack Obama announced the new NSP in June 2010, after inviting wide speculation on how the new administration wanted to define its NSP. The NSP is a comprehensive document which stipulates principles, goals and inter-sectoral and sectoral guidelines for space activities; it can be analyzed from various perspectives.

Above all, the NSP’s great emphasis on the importance of international cooperation has significant meaning for Asia. The USA has a long history of international space cooperation, especially in the field of civil space, and past administrations also pledged the promotion of international cooperation in their NSPs. Even the former Bush administration’s NSP, which was sometimes regarded as a product of unilateralism, included “cooperation with other nations” as one of the principles of US space programs and activities.1

Obama’s NSP is, however, rooted in cooperation and incorporates the concept throughout, instead of just mentioning it in one section. The introduction states that “the United States hereby renews its pledge of cooperation,” whereas for the principles of space activities, the USA will adhere to its principles “in this spirit of cooperation” and proposes that other nations follow suit. Also, as one of the goals of its national space programs, emphasis is placed on the expansion of international cooperation. In the inter-sectoral guidelines there is a special section on international cooperation, which stipulates the need to strengthen US space leadership, identify areas for potential international cooperation, and develop transparency and confidence-building measures (TCBMs). According to a senior administration official, who played a central role in shaping the document, enhancing international cooperation and collaboration in space is positioned as a “key cornerstone” in Obama’s NSP.2

The US is increasing space cooperation with Asia now

Fukushima 11—National Institute for Defense Studies

(February, 2011, Yasuhito, “An Asian perspective on the new US space policy: The emphasis on international cooperation and its relevance to Asia” Vol. 27, Issue 1, Science Direct)

The Obama administration is thus indicating its willingness to cooperate and collaborate with Asian countries in space. In the case of Japan, which is a key US ally in Asia and has already collaborated with it on civil space projects like the ISS program, the USA is now interested in pursuing national security space cooperation. In November 2009 President Obama and the then Prime Minister Yukio Hatoyama agreed to open discussions on this issue as part of the process to deepen the US-Japan alliance.14

The USA is also advancing ties in space with another regional ally, Australia. The two countries are having consultations to develop a Civil Space Cooperation Framework Agreement. In addition, military space collaborations between these two countries are progressing. In April 2010 the two forces signed a Memorandum of Understanding to share UHF-frequency satellite capacity.15 In November 2010, the foreign and defense ministers of both countries endorsed a Joint Statement on Space Security and signed a Space Situational Awareness Partnership Statement of Principles.16 Under this partnership, both countries are to consider the possibility of establishing and operating sensors in Australia to complement US space surveillance capabilities in this region.
Besides collaboration with its allies in the region, the Obama administration is seeking to expand cooperation with an emerging space power, India. In July 2009 both governments signed a Technology Safeguards Agreement which was intended to “permit the launch of civil or non-commercial satellites containing US components on Indian space launch vehicles.”17 In November 2009 President Obama and Indian Prime Minister Manmohan Singh agreed to “collaborate in the application of their space technology and related scientific capabilities inouter space andfordevelopmentpurposes.”18 Furthermore, in November 2010, both leaders agreed to expand their collaboration in space.19 According to the agreement, the two countries are to hold a Joint Civil Space Working Group in 2011 to develop closer ties in space cooperation and Earth observation. The leaders also agreed to cooperate on the safety and security of space activities. Of special note is the US decision to remove all Indian civil space and defense-related entities from the Department of Commerce “Entity List”, which involves export license requirements. Accordingly, subordinates of the Indian Space Research Organization (ISRO) and the Defense Research and Development Organization (DRDO) were removed from the list in order to “facilitate trade and cooperation in civil space and defense.”20 In his remarks to the Indian parliament President Obama stated that the removal, along with the ongoing reform of the export control system, “will ensure that Indian companies seeking high-tech trade and technologies from America are treated the same as our very closest allies and partners.”21

The Obama administration is now trying to promote space cooperation with China. In November 2009 President Obama and China’s President, Hu Jintao, agreed to seek further discussions on space science cooperation and to initiate a dialogue on human spaceflight and space exploration.22 The two leaders also welcomed reciprocal visits of the NASA administrator and his Chinese counterpart in 2010. This led to an official visit to China by NASA Administrator Charles Bolden in October 2010.23 Bolden met his counterpart, Chen Qiufa, head of the China National Space Administration and visited Chinese human spaceflight related facilities.24 In addition, both presidents shared the view that the two countries have common interests in the promotion of the peaceful use of space and agreed to take steps to enhance security in space. In pursuance of this the administration is seeking bilateral TCBMs with China. In October 2010 Defense Secretary Gates mentioned the need for strategic dialogue, which includes the issue of space security, in a meeting with China’s Defense Minister Liang Guanglie.25 Thus, in Asia the USA is deepening collaboration with its allies (Japan and Australia), expanding cooperation with India, and developing bilateral TCBMs with China. These are welcome indications for Asia. As Asian countries increasingly depend on the use of space, it is becoming indispensable for them, too, to cooperate. By collaborating with the leading spacefaring nation, Asian countries will be able to access cutting-edge technology and know-how, at least to some extent. Asian countries will also benefit from the bilateral TCBMs between the USA and China, contributing to the overall safety and security of outer space.

Obama is pushing cooperation now

Smith 11-- Space and Technology Policy Group 

(February, 2011, Marcia A., Space Policy, Vol. 27, Issue 1, p. 22-23, Science Direct, FS)

The financial collapse of 2008-2009 from which most countries are still recovering. That brought the realization that, to achieve great things in space, the US government would need more partnerships, with other countries and with the private sector. Thus, the new Obama policy shifts its tone towards building a global sense of responsibility for sustaining the space environment so all can use it, and for partnerships in using and exploring space. 

Obama has reversed Bush unilateralism

Xinhua, 10 (“Obama leaves his mark on US space policy,” 11/26, http://www.chinadaily.com.cn/world/2010-11/26/content_11614441.htm)

The Obama administration unveiled a space policy that renounces the unilateral stance taken by Bush administration (National Space Policy 2006) and instead emphasizes international cooperation across a wide range of scientific, exploration and national-security projects. From navigation and earth observation satellites to robotic spacecraft to reducing hazards posed by orbital debris, the new policy shows willingness to share data for future programs.

"No longer are we racing against an adversary; in fact, one of our central goals is to promote peaceful cooperation and collaboration in space, which not only will ward off conflict, but will help to expand our capacity to operate in orbit and beyond," Obama said.

For the first time, Obama's space and national-security advisers have opened the door to possible international cooperation on the existing Global Positioning System satellite constellation, which is operated by the US Air Force and serves military and commercial users world-wide.

Faced with mounting GPS program costs and escalating demands to transfer dollars from Pentagon space accounts to other US defense programs, Air Force officials have been quietly considering postponing some GPS satellite launches.

However, the new policy allows foreign navigation satellites "to augment but not replace" GPS capabilities.

"The most striking change in the new National Space Policy is the recognition of mutual interdependence among the United States and the other space-capable countries of the world," said John Logsdon, professor emeritus of political science and international affairs at the George Washington University's Elliott School of International Affairs.

"The policy acknowledges that the United States needs partners in making sure that space remains a sustainable environment for what this country wants to do in space, and commits the United States to take the lead in working with other countries to achieve that goal."

"This shift away from unilateral leadership to leadership among partners is a sea change," he said. "The many specific cooperative activities outlined in the policy follow from that basic recognition."

Uniqueness – code of conduct now

The US is pushing a space code of conduct now 

Schulte, 11 - Deputy Assistant Secretary of Defense for Space Policy (Gary, “A New National Security Strategy for Space,” High Frontier, February, http://www.afspc.af.mil/shared/media/document/AFD-110224-052.pdf) 

Rules normally apply in peacetime, but may also help to shape crisis behavior. Rules may be written and agreed to internationally. Rules may also be tacit, based upon established practice, diplomatic or military-to-military exchanges, or even declaratory policy. During the Cold War, there were tacit “rules of the road” between the US and USSR founded in part on treaty obligations not to interfere with either side’s “national technical means.” Such rules of the road do not exist today in clear and verifiable terms, even as more countries develop capabilities that can be used for hostile purposes.

As a first step in developing rules, the DoD and the State Department are seriously engaging the European Union on its proposed Code of Conduct for the responsible use of space and are encouraging other space-faring countries, including Russia, China, and India, to do the same. In his November speech, Secretary Lynn called for considering what further measures of transparency, verification, and confidence-building can enhance the stability of space, and we are working actively towards this end.
If we are to see these rules reach fruition and meaningfully shape responsible behavior in the space domain, they must be accompanied by practical measures to implement them and monitor compliance. USSTRATCOM is already doing important work to help other countries avoid collisions by providing space situational awareness (SSA) services. Just as the Air Force is the world’s premier provider of global positioning data, USSTRATCOM is becoming the world’s premier provider of collision warning.

While there may be no help for DC traffic, strengthening SSA and our mechanisms to share it will reinforce the development of international norms to help promote responsible use of the space domain and to strengthen its safety, stability, and security.

The US is pushing a space code of conduct and debris mitigation now

Space Daily, 11 (“Stability And Security In Space,” 4/26, lexis)
"A long-standing principle of U.S. national space policy," said Deputy Assistant Secretary of the Bureau of Arms Control, Verification and Compliance Frank Rose, "is that all nations have the right to explore and use space for peaceful purposes, and for the benefit of all humanity, in accordance with international law."
Speaking at the United Nations Institute for Disarmament Research space security conference, Deputy Assistant Secretary Rose said that pursuant to President Barack Obama's National Space Policy, released last summer, the U.S. Government is implementing measures to strengthen security and stability in space.

These measures are intended to promote responsible, peaceful, and safe behavior in space by all nations.

In this context, the National Space Policy directs that the United States will pursue bilateral and multilateral transparency and confidence building measures. For that reason, the United States is consulting with the European Union on its proposal to develop an international Code of Conduct for Outer Space Activities.

Another measure that the United States is pursuing is sharing space situational awareness, or SSA, information with our allies, partners, and the commercial space sector. Today, over sixty nations operate in space, said Deputy Assistant Secretary Rose.

"We are tracking over 22 thousand objects. There are 1,100 active space systems, and hundreds of thousands of smaller objects we can't see."

In addition to detecting orbital debris, SSA also is critical for detecting, identifying, and attributing actions in space that affect everyone's security and the long term sustainment of space activities.

Information exchanges between satellite owners and operators can help prevent collisions in space. Potential collisions can adversely affect access to key space systems, products, and services that are essential to every facet of our lives.

"Strengthening security and stability in space is in everyone's interest," said Deputy Assistant Secretary Rose. "Cooperation with established and emerging members of the space-faring community and with the private sector will help to preserve the space environment for the benefit of all nations and future generations."
Space cooperation high: US is considering the EU Code of Conduct and is already following many of the practices laid out in the current draft

Rose, 11 - Frank A. Rose, Statement from the State Department, he’s a Deputy Assistant Secretary, Bureau of Arms Control, Verification and Compliance, 6/13/11 (“Defining Space Security for the 21st Century,” US State Department, Scoop Independent News, Accessed online at http://www.scoop.co.nz/stories/WO1106/S00332/defining-space-security-for-the-21st-century.htm, Accessed on 7/11/11)
Currently, the United States is considering the European Union’s proposal for a non-binding, international “Code of Conduct for Outer Space Activities.” The EU’s space strategy released on May 31 noted that such a Code could help to “strengthen the security, safety, and sustainability of activities in outer space,” and thus is highly consistent with the U.S. pursuit of TCBMs that encourage responsible actions in, and the peaceful use of, space. A non-binding international “Code of Conduct” signed by established, and emerging, space powers can help enumerate best practices and reduce the chance of collisions or other harmful interference with other nation’s activities in the peaceful use of outer space.

As for the “Code of Conduct,” the United States hopes, and expects, to make a decision in the near-term with regard to initiating formal consultations and negotiations on the Code with the European Union, and other space-faring nations interested in subscribing to it. Before we reach that point, we will also need to determine what, if any, modifications are necessary in order for the United States to subscribe to the Code. Nevertheless, I would emphasize that the United States is already following many of the practices laid out in the current draft of the Code, such as notifications of orbital collision and high-risk re-entry hazards as well as the publication of our national security space policies and strategies.

The US is on the verge of signing on to the code of conduct
Foust, 11 - Jeff Foust, editor and publisher of The Space Review, industry professional and reporter, 6/27/11 (“The national space policy, one year later,” The Space Review, Accessed online at http://www.thespacereview.com/article/1873/1, Accessed on 7/11/11)
One major difference widely cited between the current administration’s space policy and the one released by the George W. Bush Administration in 2006 has been its tone. The Obama Administration’s policy has been more open to international cooperation on various issues, although it retains language from previous policies that puts strict guidance on when the US should sign onto space arms control measures.

Previous US views on space issues, including space arms control, “was not received well by the international community,” said Ben Baseley-Walker, advisor on security policy and international law for the Secure World Foundation. “It was seen as inconsistent, it was seen as antagonistic, and it was seen as isolationist.” That view can’t be immediately changed, he said, but the new space policy takes steps in that direction. “What the national space policy has done is to start to rebuild trust, start to rebuild consistency, and start to rebuild the reliability of the US as an internationally-engaged partner.”

Just how willing the US is to be a better international partner will depend on not just the words in the policy, but other forces, notably funding, that force the US to engage more with other nations. “The US has not been put into a situation financially, or on specific limitations on the goals it wants to achieve, to have to deal with international partners,” he said. That could change down the road, he noted, such as when—at some time after 2020—the International Space Station is retired, at which time it’s possible the only space station in orbit is Chinese.

More recently, the national space policy has been wrapped up in debates about a proposed “Code of Conduct” for outer space activities promulgated by the European Union (see “Debating a code of conduct for space”, The Space Review, March 7, 2011). The document seeks to provide a set of best practices dealing with space activities, including avoiding the creation of orbital debris and minimizing the risk of collisions.

Many of the elements of the EU Code are closely aligned with themes of the new US national space policy, which puts a new emphasis on space sustainability and ensuring access to space for all who wish to use it peacefully. This has raised speculation that the US might soon sign on to the EU Code: although so far there has been no formal move by the US to do so, there have been discussions between American and European officials about aspects of the proposed code of conduct.

The new National Security Space Strategy is consistent with the EU Code of Conduct – a formal decision will come in the future

Foust, 11 – editor of the Space Review (Jeff, The Space Review, “Debating a code of conduct for space,” 3/7,
http://www.thespacereview.com/article/1794/1
It may take some time before there is a version of the Code of Conduct ready for the Senate to formally consider. “Basically, this document is more like an internal memo for us,” said László Deák, political counselor with the EU’s delegation in Washington, referring to the current draft of the EU Code. “This is not intended to be an international legal document. Debating the merits of the document is very important, but at the same time, we are just inviting you to talk about it. We are not inviting you to sign on to it.”

In that respect, then, it’s not surprising that the new National Security Space Strategy doesn’t explicitly mention the EU Code, even though some of its provisions, such as “promoting responsible, peaceful, and safe use of space” are broadly consistent with the goals of the EU document. Late last year administration officials noted that consistency while suggesting that a US decision on supporting the EU Code would come in the near future (see “Securing space security”, The Space Review, December 20, 2010).

At a forum on the new space strategy convened last month by the Center for Strategic and International Studies, Deputy Secretary of Defense William J. Lynn III confirmed continued US interest in the EU Code, without explicitly endorsing the current draft. “We think it promotes transparency and responsible use of space. So we think it’s a positive. It has a very strong potential of being a positive step,” he said. He added that he expected a “final” draft of the code from the EU in the next 12–18 months. “We are looking with great interest at this code of conduct and working with the Europeans.”

AT: Weaponization is inevitable

Obama’s new National Space Policy is pursuing an informal code of conduct to prevent accidents in space now – but it will require bargaining and making concessions to create enforceable norms
Lewis, 11 - Senior Fellow and Director Technology and Public Policy Program Center for Strategic and International Studies (James, High Frontier, “Engagement and Sustainability in the 2010 National Space Policy,” February, http://www.afspc.af.mil/shared/media/document/AFD-110224-052.pdf
The Obama administration changed course away from forceful unilateralism. The hallmark of this change can be found in the May 2010 National Security Strategy and its emphasis on “pursuing comprehensive engagement.” This emphasis on engagement in the National Security Strategy shapes the NSP, which lays out four major premises to address the problems of sustainability, governance, and leadership. These are:

• An emphasis on engagement and perhaps cooperation.

• The development of principles for responsible behavior.

• An emphasis on commercial and entrepreneurial space activities for innovation and the provision of services.

• A rebalancing of emphasis between manned and unmanned space activities.

The immediate effect of the new space policy is to signal US intentions and shape US international efforts to focus on improved governance, including increased and cooperative space situational awareness, debris mitigation, and codes of conduct for responsible behavior in space. These are all attainable objectives. US engagement in creating a new governance framework for space, based on situational awareness, codes of conduct, and confidence-building measures will get immediate traction. This is different from immediate progress. None of the existing fora for space governance are strong. They will have either to be rebuilt or replaced. The US will need to measure carefully what it will offer against what it would want (and could get) in exchange from potential opponents. A simple metric for negotiation is to say that any code of conduct that wins rapid acceptance probably is not very valuable. A serious code will require countries to move slowly as they assess benefits and potential losses.

Increased space situational awareness will be an important component of being able to verify (to some degree) compliance with any norms or codes of conduct. Since most antisatellite programs are classified, they are likely to continue in some form or another with or without norms (e.g., there will be a strong temptation to “cheat”), but this is not a new problem in arms control. The current policy that anti-satellite research is allowable, but testing is not, may be the best starting point for any effort to constrain opponents, and situational awareness, by increasing the chances that a test would be detected, could reinforce norms.

A US effort to reshape the space environment through international engagement will produce beneficial outcomes for international space governance and US space operations. However, if we were to predict where the Obama NSP will succeed and where it will face difficulty, the dividing line is between efforts to improve governance, which are likely to show some progress, and efforts to improve sustainability. The US has wrestled with sustainability since the end of the high levels of expenditures on space associated with the Cold War.

Solidifying cooperative norms is vital to reducing threat perceptions and preventing war

Rendleman and Faulconer, 10 – *retired USAF Colonel  AND **President of Strategic Space Solutions, over 31 years in the aerospace industry (James and Walter, “Improving international space cooperation: Considerations for the USA,” Space Policy 26 (2010) 143-151, Science Direct)

For thousands of years, tribes, then cities, states, and nations, have formed cooperative agreements, partnerships and relationships with others to promote matters of mutual interest, such as security and self defense, commerce, and humanitarian assistance. Cooperation presents an opportunity to develop dependencies among nations that may obviate conflict. Such sharing also gives a nation an opportunity to gain what may be a rare insight into what a competitor or adversary knows about space technologies and how they can be employed. This understanding can help reduce the need to prepare for doomsday scenarios where one imagines or projects the technologies that an adversary could develop, regardless of the technical merit or reality.

Today, international cooperation extends to a whole host of scientific endeavors, reflecting the best spirit and intentions of the Outer Space Treaty, whose preamble calls for space to be used for “peaceful purposes.”19 This has been the hope since the beginnings of the space era. In 1955, before the very first successful space launches, cooperation was declared a centerpiece of US foreign policy strategy when the White House announced:

The President has approved plans by this country for going ahead with launching of small unmanned earth-circling satellites as part of the United States participation in the International Geophysical .This program will for the first time in history enable scientists throughout the world to make sustained observations in the regions beyond the earth’s atmosphere.20

The full realization of cooperation’s promise occurred nearly four decades later with the end of the ColdWar. Space and Earth science research and space exploration were no longer constrained by an overarching competition between two superpowers. Capitalizing on opportunities and leveraging the expertise of other nations, those seeking to jumpstart or advance their scientific initiatives rushed into the new multi-polar world creating a surplus of international space alliances and partnerships.21 The USA is continuing this trend by reaching out more constructively to large nuclear global powers like India and China, in the hope that such engagement shapes their future space and engineering activities in positive directions.

Cooperation is more effective in establishing US space control in restraining attacks

Rendleman, 10 - Colonel, U.S. Air Force (Retired), (James, Astropolitics, 8:220–255, 2010, “A Strategy for Space Assurance,” Ebsco Political Science)

GLOBAL ENGAGEMENT

The United States’ approach to secure and protect the space domain has been and will continue to be rooted in rational policymaking and international law. U.S. law and policy place great emphasis on diplomacy and international engagement; it is a centuries-old practice that has secured borders, enhanced commerce, and resolved disputes. Assuming adversaries, and friends, pay heed to customary and treaty-based restrictions of international law, the approach affords all members of the global space community a good measure of confidence they can all have assured access to space.

There are relatively few restrictions on the use of space for military or other purposes though some specific acts in space are prohibited by treaty, e.g., no weapons of mass destruction (WMD) on orbit.49 With minimal international law restrictions, smart decision making is needed by all spacefaring nations and actors to operate safely and securely in the domain. Treaties, conventions, and agreements help regularize space activities and, as such, help protect the capabilities of the systems that have been or are about to be placed on orbit. Bilateral and multilateral arms control treaties preserve some of the sanctuary aspects of space by prohibiting ‘‘interference’’ with ‘‘national technical means,’’ such as missile warning and reconnaissance satellites used to verify treaty compliance.

Confidence-building procedures have improved opportunities for transparency between potential adversaries, perhaps improving dialogue that can prevent any future dispute from evolving into armed conflict or to a nuclear catastrophe. These procedures and activities could involve data sharing, business investments, education, and information campaigns performed at global, national, and local levels.50 Other treaties and conventions address frequency spectrum management issues.51

International cooperation and associated multinational operations are important components of an effective global engagement strategy to assure access to space capabilities for a nation, its allies, and partners. The United States engages in a wide range of such activities because it is in its best national interests to do so. The 2010 National Space Policy and U.S. national security strategy documents increasingly emphasize international cooperation to achieve important national interests. For example, National Space Policy (first quote below) and National Defense Strategy (second quote) provide the rationale for international cooperation:

Identify Areas for Potential International Cooperation. Departments and agencies shall identify potential areas for international cooperation that may include, but are not limited to: space science; space exploration, including human space flight activities; space nuclear power to support space science and exploration; space transportation; space surveillance for debris monitoring and awareness; missile warning; Earth science and observation; environmental monitoring; satellite communications; GNSS [global navigation satellite systems]; geospatial information products and services; disaster mitigation and relief; search and rescue; use of space for maritime domain awareness; and long-term preservation of the space environment for human activity and use.

The Secretary of State, after consultation with the heads of appropriate departments and agencies, shall carry out diplomatic and public diplomacy efforts to strengthen understanding of, and support for, U.S. national space policies and programs and to encourage the foreign use of U.S. space capabilities, systems, and services.

Develop Transparency and Confidence-Building Measures. The United States will pursue bilateral and multilateral transparency and confidence-building measures to encourage responsible actions in, and the peaceful use of, space. The United States will consider proposals and concepts for arms control measures if they are equitable, effectively verifiable, and enhance the national security of the United States and its allies.52

The United States . . . must strengthen and expand alliances and partnerships. The United States alliance system has been a cornerstone of peace and security for more than a generation, and remains the key to our success, contributing significantly to achieving all U.S. objectives. Allies often possess capabilities, skills, and knowledge we cannot duplicate. We should not limit ourselves to the relationships of the past. We must broaden our ideas to include partnerships for new situations or circumstances, calling on moderate voices in troubled regions and unexpected partners. In some cases, we may develop arrangements limited to specific objectives or goals, or even of limited duration. Although these arrangements will vary according to mutual interests, they should be built on respect, reciprocity, and transparency.53

The national security and defense strategies emphasizing international cooperation were not devised in a vacuum. Multinational operations with allies, partners, and within coalitions are vital and necessary—as they have always been. For the United States, it is a 230-year trend replete with numerous examples of cooperation—from General George Washington’s combined operations with the French to isolate and seize the British garrison at Yorktown to the modern-day Operation Enduring Freedom coalition joined by France and United Kingdom. International cooperation enables the United States to cope with the rapid tempo of global change.

‘‘International cooperation can complicate adversary plans and intentions, and creates more stakeholders in the orderly use of the space environment. Deterrence can be greatly reinforced if an adversary has to contend not only with a U.S. response, but with an international response also.’’54 Global engagement supports deterrence by denying benefits strategy. It does this by spreading the risk of attacks against satellite systems, by infusing redundancy into the systems with multiple platforms, or sharing capabilities on allied or friendly space systems, and this could convince a rational adversary that his attacks may, or will, fail.

The complete span of international legal, policy, diplomacy, and international engagement should be fully considered when planning for, and executing, space assurance activities. The United States has done this for decades; and over the years, it has applied experience and considerable wisdom to confront threats posed by the Soviet Union, and more recently by Chinese ASAT systems and its other activities in space. Global engagement dissuades potential adversaries from attacking space systems.

Pursuing space cooperation prevents crisis escalation even if weaponization is inevitable – it means the SQ solves the impact to it

Hayes, 9 - Lt Col, USAF, paper submitted to the Faculty of the Joint Advanced Warfighting School in partial satisfaction of the requirements of a Master of Science Degree in Joint Campaign Planning and Strategy (Tracey, “PROPOSAL FOR A COOPERATIVE SPACE STRATEGY WITH CHINA”, http://dodreports.com/pdf/ada530117.pdf)

Cooperation can prevent conflict escalation, increase safety in the space environment, prevent hefty cost burdens on an already strained national/defense budget and make China’s opaque space program more transparent. There are also impediments to overcome in order to fully implement a cooperative strategy. Those potential friction points include political will, U.S. and China export controls and speculation that cooperative efforts will ultimately be ineffective. Cooperation however, should not directly improve China’s military or commercial capabilities and give them an edge over the U.S.

Benefits

Prevent Crisis Escalation. Communication between the U.S. and China on space issues has been limited. Accordingly, there is a great deal of misinterpretation, misrepresentation and poor assumptions made by each side as to their respective intentions in space. The U.S. must not assume it understands the intentions of China and should strive to learn more from China through study and personal interaction. Two Congressmen, Reps. Mark Kirk and Rick Larsen reinforce this idea. They serve as cochairs of the U.S.-China Working Group in the House of Representatives (as of Jan 2006). The working group was formed in Jun 2005 to raise awareness about China among Congressional members and advise them on how to work with the country. Rep. Kirk has stated that “the House view toward China is relentlessly negative and highly misinformed.”119

Lack of communication breeds mutual suspicion and uncertainty. The more informed one is about another nation’s culture, history and normal social behaviors, the more the tide of misperception can be stemmed. Increased dialogue between the U.S. and China would lay the ground work for bilateral security arrangements, force posture and the use of space. Even during the most tenuous times in the Cold War, the U.S. and Russia were able to agree to treaties such as Strategic Arms Limitations Treaty (SALT) and the 1972 ABM Treaty. Although these treaties were arguably the result of a common understanding that national survival was at stake, lessons learned can and should be effectively applied in other situations.

Strategic dialogue also helps to “put a face to the name” and increase familiarity between both parties. Over time, such communication will facilitate a shared vocabulary and establish formal and informal guidelines to distinguish between appropriate and destabilizing behavior. Further, data shared between countries would be considered more trustworthy. This would create an atmosphere such that the U.S. may open opportunities to share pertinent information or intelligence on potential anti-U.S. actors to help China assess their future relationships and collaboration with those countries. If agreements between China and the U.S. were made today before a potential “space race” begins, this would help both sides avoid miscalculation by tempering mistrust and uncertainty with a degree of transparency and predictability, thus preventing potential crisis escalation.

Realism is consistent with cooperation – the combination of interest convergence and active attempts to solidify relationships in space can make cooperation sustainable, despite realism

Huntley et al 10 – US Naval Postgraduate School (Wade L. Huntley, Joseph G. Bock (Kroc Institute for International Peace Studies, Notre Dame) & Miranda Weingartner (Weingartner Consulting), “Planning the unplannable: Scenarios on the future of space,” Space Policy, Volume 26, Issue 1, February 2010, Science Direct)

This observation casts light on the common view that ambitions to create a binding space governance regime merely reflect idealist aspirations for global cooperation. But states supporting treaty-based restraints on space weapons development typically have made appraisals of their national space security interests just as realist as those by the USA. The different responses to these concerns by these countries reflect the differences in the content of their interests and in their relative capabilities to pursue them.

The USA, as the dominant military space actor, often expresses a familiar ‘‘great power’’ response to space security developments. Other countries’ perspectives may differ along three dimensions. First, they face the consequences of possessing less - or no - capacity to redress their space security concerns by their own resources.17 Second, their interests may include more relative attention to civil and commercial space activities, with space security concerns limited to the prerequisite of a peaceful space environment in which to conduct those activities. Finally, they may worry that, because of their smaller role, their interests may be abused not only from others’ malice but from their ignorance and neglect. States for which these differences hold take the perspective of ‘‘lesser powers’’ with respect to space security. Each of these differences motivates lesser powers to pursue their interests through some form of structured relationship, which may include either exclusive alliances or inclusive regimes.18

The particular nature of space-related issues exaggerates these tendencies. All states have an equivalent ‘‘proximity’’ to space, and many, as consumers of space-based communications and imaging products, tend to perceive immediate interests in activities there. For this reason, weaker states tend to view the consequences of conflict in space in absolute rather than proximate terms, even if their capacity to influence events in space is particularly limited akin to weaker states’ outlooks on nuclear conflict. This convergence between particular and generalized interests induces these states to perceive broadly shared interests; in turn, the absolute nature of the consequences of space conflict increases the perceived utility of broad-based multilateral collaboration (versus exclusive alliances). Hence, advocacy of shared international principles and multilateral agreements by such states reflects a realistic response to the particular circumstances they face.

The ‘‘realism’’ of the appeal among lesser-powered states of treaty-based regime solutions to space weaponization concerns underscores the observation, noted above, that ‘‘great’’ and ‘‘lesser’’ powers share a similar diagnosis of the underlying space security condition: namely, that inevitable technological advancement combined with the anarchic rivalry of states will, in the absence of restraint, lead ineluctably to the weaponization of space. These outlooks vary less on the nature of the political forces driving current circumstances than on the possibility and desirability of containing those forces. Hence, the alternative to weaponization is sometimes presented as the preservation of space as a peaceful ‘‘sanctuary’’, holding at bay the terrestrial pressures that would otherwise invade the pristine space environment.19

This presumption that weaponry and warfare in space can be prevented only by restraining the endemic forces of human conflict suggests a limitation of vision. The concept is one of straightforward negation, as in a dike holding back a surging sea or a wall resisting encroaching hordes. Negation goals omit the prospect that the underlying pressures themselves may be in some manner relieved. With respect to space security, this means addressing whether the security dynamics generating potential for weaponization and conflict in space might be redressed at a deeper, more self-sustaining level than dependence upon static treaty structures allows.

That deeper level involves the dynamic nature of state interests themselves. Most proposals for international cooperation in space security activities, whether a full-fledged formal PAROS-like treaty, or more modest arrangements to fashion ‘‘rules of the road’’, emphasize the potential to realize states’ existing common interests. Such cooperation, even when institutionalized, may endure only so long as the underlying interest convergence persists; and given the energetic expansion and evolving nature of the human presence in space, the persistence of interest convergence cannot be assumed. As circumstances move tectonically, the energies required to keep intact the structures built upon those foundations increase to a point of unsustainability. Conflict’s trumping of regimes remains, in some sense, inevitable.20

Few space security analysts have focused on the possibilities for cooperation to function more organically as an element of the evolution of human space activities, rather than simply as a structure applied to that evolution. The more organic possibility reflects the potential over time for cooperative agreements and institutions to change state interests themselves. Processes facilitating such evolution include strategic interest convergence, information creation and sharing, ‘‘spillover’’ and ‘‘feedback’’ effects, issue scope expansion and integration, and the facilitation of transnational linkages. Interacting synergistically with the interests they are influencing, such cooperation evolves dynamically as well. As such cooperation deepens its roots among all parties, it can begin to endure self-sustainably.21

The potential for more organic principles and cooperative institutions to shape the nature of political relations themselves suggests a more expansive concept of the underlying nature of interstate relations - one that need not always resemble the realist image of a Hobbesian ‘‘war of all against all’’. Hedley Bull’s ‘‘anarchical society’’ and Daniel Deudney’s ‘‘negarchy,’’ for example, capture the past and present existence of international political orders that, despite the absence of hierarchical government, have functioned as qualitatively distinct governance systems.22 Application of concepts of qualitatively distinct political ordering principles to developing governance conditions of the future human presence in space is as yet largely unexplored.23 The fluidity of interests and capabilities with respect to space activities suggests a relatively large potential for organized cooperation to influence their evolution. Such cooperative principles and institutions would then become intrinsic to the dynamic political forces shaping the expanding human presence in space, growing and evolving with them, rather than acting as exogenous static structures seeking to constrain those forces.24 

It’s not inevitable – leaders are risk averse and capabilities don’t signify intent to deploy weapons
Krepon et al, 11 – President of the Henry L. Stimson Center, also Theresa Hitchens, Director of the United Nations Institute for Disarmament Research and Michael Katz-Hyman, Research Associate at the Henry L. Stimson Center on the Space

Security and South Asia Projects (Michael, Toward a Theory of Space Power: Selected Essays, February, http://www.ndu.edu/press/lib/pdf/spacepower/spacepower.pdf)

These dilemmas are widely, but not universally, recognized. Together with the widespread public antipathy to elevating humankind's worst practices into space, they help explain why the flight-testing and deployment of dedicated space weapons have not become commonplace. These capabilities are certainly not difficult to acquire, as they are decades old. Indeed, tests of dedicated ASAT weapons have periodically occurred, and such systems were deployed for short periods during the Cold War. If the weaponization of space were inevitable, it surely would have occurred when the United States and the Soviet Union went to extraordinary lengths to compete in so many other realms. The weaponization of space has not occurred to date and is not inevitable in the future because of strong public resistence to the idea of weapons in space, and because most national leaders have long recognized that this would open a Pandora's box that would be difficult to close.
History proves that leadership against space weaponization inhibits development
Krepon, 4 – president of the Henry L. Stimson Center (Michael, “Weapons in Space?”, Arms Control Today, November, http://www.armscontrol.org/act/2004_11/Krepon)

During the Cold War, no weapons were deployed in space, and the last test of an ASAT weapon occurred almost two decades ago, in 1985. This record of restraint reflects international norms and widespread public sentiment to keep space free of weapons. The 1967 Outer Space Treaty calls on the exploration and use of outer space to be conducted “for the benefit and in the interests of all countries” and mandates that space may not be subject to “national appropriation” by any means. Why, then, would space warriors now seek to chart a different and far more dangerous course? If the weaponization of space were inevitable, it would have occurred decades ago when Washington and Moscow competed intensively in other domains. Indeed, the record of restraint since the Cold War ended suggests that the Outer Space Treaty’s injunctions against placing weapons of mass destruction in space could be broadened if they are championed by the United States, China, and Russia.
Prefer our evidence – arguments about the inevitability of a Chinese attack assume that China is a monolithic actor when in reality there is a domestic debate.  Pursuing cooperation substantially decreases the likelihood of a Chinese response
Manzo, 8 - CDI Research Assistant (Vince, “U.S. Policy Brief: The Need for a Strategic Dialogue with China,” 8/28, http://www.cdi.org/pdfs/StrategicDialoguePolicy.pdf)

Four Perspectives on China’s ASAT Test

Tellis argues China’s ASAT test is “part of a considered strategy designed to counter the overall military capability of the United States, grounded in Beijing’s military weakness at a time when China considers war with the United States to be possible.”1 He believes that China can delay or perhaps cripple the ability of the United States to project force in a confrontation by attacking vulnerable U.S. space assets—the central nervous and sensory organs which the U.S. military uses to identify and track targets, integrate information and coordinate combat operations.2 Tellis links China’s interest in asymmetric capabilities to a specific strategic objective: to prevail in a conflict with the United States over the fate of Taiwan. However, Tellis’s explanation of China’s preferences is theoretical: “China is preparing for a prospective geopolitical rivalry with the United States. This is most likely to arise from the pressures associated with power transitions in an ‘anarchic’ international system.”3 By this logic, China’s decision to develop ASAT capabilities is largely exogenous to any specific U.S. policy or weapon system. Instead, it is a critical component of China’s broader strategic response to the asymmetric military balance between the United States and China, U.S. hegemony and an anarchic international system. Tellis’s bottom line is that China is acting out of strategic necessity and will resist any arms control agreement banning space weapons for the foreseeable future. His policy prescription is that “the United States has no choice but to run an offense-defense arms race [in space], and win.”4 

Krepon rejects the assumption that China’s singular objective is offsetting the U.S.-Sino military balance, presenting a more complicated image of China’s strategic calculus: “Beijing’s equities in space and its dealings with the United States are multi- dimensional.”5 According to Krepon, states are deterred from satellite warfare by their inherent dependence on satellites: “Because every spacefaring nation can lose badly in the event that vulnerable and essential satellites are damaged…a rudimentary form of deterrence against satellites existed…It continues to exist today.”6 This held true for the United States and the Soviet Union during the Cold War, and Krepon is optimistic that these factors will influence China’s strategic considerations and decisions. Based on this premise, China’s commitment to ASAT weapons is uncertain and not as absolute as Tellis alleges.   

Several experts suggest that China’s ASAT test is part of its broader efforts to maintain the credibility of its nuclear deterrent in the face of new U.S. capabilities. For instance, a space expert at a roundtable discussion at the National Defense University (NDU) suggested China is worried that in the future a U.S. space-based missile defense system will eventually negate its nuclear deterrent, and therefore is developing ASAT weapons for defensive purposes.7 Writing before January 2007, Roberts explains that China sees U.S. missile defense as a potential threat to the effectiveness of its nuclear deterrent, and will likely alter its strategic posture to ensure its continued potency as “US BMD capabilities reach the field.”8 Roberts places ASAT capabilities within the context of needing to penetrate a U.S. missile defense shield by highlighting the utility for China of an “anti-satellite attack (ASAT) on space-based infrastructure.”9 The policy implication flowing from this premise is that China’s pursuit of ASAT capabilities is at least partially influenced by changes in U.S. force structure.  

Based on discussions with relevant Chinese officials and weapons specialists, Kulacki and Lewis suggest that analysts in the United States “overstate the importance of the United States as a driver in China’s decision to develop the technology and conduct the test.”10 Their Chinese counterparts explained that China began researching basic “hit-to- kill technology” in the mid 1980s, not for a specific military purpose but to keep pace with the United States and the Soviet Union.11 The decision to test was merely a culmination of this research, and they chose to test the technology as an ASAT rather than a missile interceptor because “it is much easier to hit a satellite than to intercept a missile.”12 Their observations indicate that the Chinese government has not yet articulated a specific role for ASAT weapons in its defense strategy, and certainly does not yet perceive of them as a strategic necessity.  

Who is Right? 

The four viewpoints in the previous section represent a mere sampling of the voluminous body of opinions about China’s ASAT test, strategic thinking and intentions. A coherent and effective U.S. response to the test requires a basic understanding of China’s motivations, but this debate will not resolve itself anytime soon. Unfortunately, the United States cannot wait for perfect information because its current policy decisions will have an immediate impact.
What is to be done? The United States should avoid attributing China’s actions to a single objective. Policy decisions are rarely driven by a solitary goal, and never fit into a clear-cut, cookie-cutter explanation. This case is no exception. China’s decision to develop and test an ASAT weapon was probably driven by a variety of factors. “Hit-to-kill” technology is applicable to ASAT weapons as well as missile defense, and the United States and the Soviet Union have developed similar capabilities. Therefore, as Kulacki and Lewis suggest, China’s decision to pursue “hit-to-kill” research and development was probably not driven by a single objective, and its decision to test its investment is logical, if not condonable. Moreover, ASAT capabilities are probably attractive to China precisely because they could potentially serve several purposes, including function as an effective weapon against a superior and satellite-dependent military foe and as a tool to disable the satellites of a future U.S. missile defense system.  

In gauging China’s commitment to ASAT weapons, the United States should reject the certainty with which Tellis qualifies his argument. Neither the government of the People’s Republic of China (PRC) nor the People’s Liberation Army (PLA) is a monolith; a variety of opinions about ASAT weapons are probably vying for acceptance within both organizations. Considerations that inhibit ASAT testing, deployment and use resonate with some Chinese officials, while others are likely uncompromising in their belief that ASAT capabilities are a strategic necessity. Indeed, China’s track record in the Conference on Disarmament suggests that the proponents of arms control within the Chinese government must have some influence over national policy-makers.13 The evolution of U.S. strategic force posture and the broader U.S.-Sino relationship are two of the factors that will influence which camp wins the policy debate within the Chinese government. While the United States is not the pre-eminent issue influencing Chinese policy, to deny any causal link between U.S. policies and China’s decisions is irresponsible and excuses U.S. policy-makers from thinking through the immediate and indirect consequences of their choices.    

--XT - Cooperation solves weaponization

Shoring up international norms is vital to preventing space weaponization – it’s inevitable without US led cooperation

Wright, 7 - co-director of the Global Security Program at the Union of Concerned Scientists (David, Boston Globe, “Protecting our future in space”, 10/3, http://www.boston.com/news/globe/editorial_opinion/oped/articles/2007/10/03/protecting_our_future_in_space/)

So, in looking forward, we need to figure out how to protect these space assets. And to do that, we must recognize that the space environment has changed dramatically since the Soviets launched a 2-foot-wide metal ball back in October 1957.

First, space is now multinational. For decades, the United States and Soviet Union dominated space, but today more than 50 countries own satellites or a share in one, and nine countries have successfully launched satellites. People in nearly every corner of the globe now depend on the services satellites provide.

As a result, space is getting crowded. Over the last five decades, the number of objects in space has increased dramatically. Today, more than 850 operating satellites and nearly 700,000 pieces of debris larger than a marble orbit the Earth. A collision with such a piece of debris could damage or destroy a satellite. Laws and "rules of the road" to guide operations in space, and controls on the production of space debris are increasingly necessary. Meanwhile, some resources are at a premium: Slots in the highly sought-after "geostationary band," the part of space where satellites can remain over a given point on Earth, are assigned by the International Telecommunications Union on a first-come, first-served basis. Many developing countries are concerned that slots won't be available when they are ready to use one.

Second, space is in danger of becoming weaponized. While space has long supported military forces through reconnaissance, navigation, and communication satellites, there currently are no weapons based in space. The Bush administration, however, has been pushing to develop weapons to deny other countries the use of space; these include space-based interceptors, which could be used to attack satellites. Meanwhile, China's successful test of an antisatellite weapon last January dramatically demonstrated that satellites are already at risk.

Left unchecked, the fear that controlling space may afford a decisive military advantage threatens to trigger a space arms race. That would divert economic and political resources from other pressing issues, and hinder international cooperation necessary to make progress on such problems as nuclear nonproliferation and terrorism. In addition, increasing reliance on satellites for crucial military functions could cause instability in a crisis. Military war games suggest that the loss of important satellites, such as reconnaissance satellites, could spark a quick escalation in a conflict.

Increased congestion and the threat of weaponization pose an important challenge: How do we continue to reap the benefits of space and avoid conflict? That requires a new model for space. Long over are the "Wild West" days when most viewed space as sparsely populated with little need for laws and rules, and so vast that no one was worried about degrading the environment. This new model must reflect our modern, interconnected world. It requires a legal framework to regulate space traffic, allocate limited resources equitably, and provide ways to resolve disputes. Particularly important are limits on potentially harmful or destabilizing technologies, such as a ban on testing and use of weapons that destroy satellites, and verification measures to instill confidence in and strengthen adherence to the regime.

Forty years ago this month, the Outer Space Treaty entered into force. The treaty bans stationing weapons of mass destruction in space and extends the UN Charter to cover space operations. It lays out the fundamental principles for governing space, which should be used to create a legal framework that addresses today's issues and technologies.

To do this, international negotiations are urgently needed. Some steps have been taken, but much more work is needed, especially on military issues.

Since 1994, a handful of countries, including the United States, has blocked efforts to begin international negotiations on space arms control. Given its long history in space, the United States, which owns more than half of the active satellites orbiting today, instead should be promoting negotiations to protect our future in space as well as security on Earth.
Increasing US global engagement on space is vital to prevent space weaponization and creating coalitions to deter violations
Rendleman, 10 - Colonel, U.S. Air Force (Retired), (James, Astropolitics, 8:220–255, 2010, “A Strategy for Space Assurance,” Ebsco Political Science)

There is, however, reason to believe that global engagement may be helpful in the future, and consistent with U.S. space assurance objectives. It is being used to reduce the threats associated with future ASAT tests. As observed by Richard Buenneke with the U.S. Department of State: The United States believes that any decision by the Peoples Republic of China to conduct another intentionally destructive ASAT weapon test in space would further undermine the credibility of the China’s declaratory statements regarding its condemnation of the so-called ‘‘weaponization of space.’’ It also would raise new questions about Beijing’s commitment both to act responsibly in space and to support the peaceful use of outer space. In this regard, it is worth noting that a senior Chinese Ministry of Foreign Affairs official provided assurances last year to the United States that China will not conduct future ASAT tests in space. This commitment by China is an important step forward, and the international community expects China to live up to its pledge to act responsibly in outer space.62

Despite the Chinese ASAT test, there is considerable global interest in continued negotiation of space weaponization issues. But, such negotiations have been bogged down over space weapon definition and verification issues. The challenge of identifying space weapons in terms of just exactly where and under what conditions they exist is highly complex. Robert A. Ramey argues: The basic term space weapon lacks definition in international law. As a result, the concept it represents, which broadly speaking includes any implements of warfare in space, is difficult to isolate. Without this foundational definition, one cannot define phrases on which it might rely. The difficulty comes into particular focus by observing that any comprehensive definition of space weapons will include space systems equally used for non-military, non-destructive, and non-aggressive purposes. Though space weapons may seem to include only a discrete class of armaments with easily definable characteristics, a closer examination reveals a less obvious and more inclusive set of systems.63

Accompanying the definition fights, space arms control proponents clamor for the ‘‘negotiation of a code of conduct between spacefaring nations to prevent incidents and dangerous military activities in space. Key activities to be covered under such a code of conduct, include avoiding collisions and dangerous maneuvers in space; creating special caution and safety areas around satellites; developing safer traffic management practices; prohibiting ASAT tests in space; providing reassurance through information exchanges, transparency, and notification measures; and adopting more stringent space debris mitigation measures.’’64 Brian Weeden suggests that implementing a code of conduct accompanied by verification actions undertaken with a new ‘‘international civil space situational awareness [SSA]’’ could serve to break the current international deadlock on developing a new space security regime.65

Continued discussion and negotiation of the weaponization definition and other related issues may result in agreements that may help secure future access to space. By aggressively working through such issues, space assurance’s global engagement pillar enables the United States to confront those on the world stage who attempt to engage in lawfare to obtain advantages or deny access to needed capabilities. Merely defending itself in court is not enough. The United States must go on both the legal and public diplomacy offensive, utilizing such aggressive litigation tactics as seeking sanctions against lawyers who make frivolous arguments or violate security regulations. Most important, the administration should strive to explain, tirelessly and at the highest levels, that its policies are both legal and legitimate, and that it is the lawfare practitioners who are the true radicals.66

Fortunately, space community interests of friends, allies, adversaries, and competitors are becoming increasingly intertwined. Space assurance can be enhanced through military and economic cooperation, and integration efforts; the cooperation and integration can occur in land, sea, air, and space-based activities. The inevitable impact of such cooperation and integration will be on the political, economic, and national security perceptions and interests of other nations. For example, coalition-based activities can affect an adversary’s perception of U.S. and allied political will, and convince them of the long-lasting, harmful post-conflict political and economic effects of attack on a U.S.-led international coalition. Improved U.S., allied, and coalition capabilities may be able to more easily defeat adversary military operations, including those prosecuted in space. Allied and coalition partners can also satisfy host nation security and resource needs. In some cases, an ally or partner’s presence would ensure an attack on that nation, on a space system component, or command and control node located there, would be considered an attack to which the United States and the ally can render lawful mutual defense for the other. As we will see below, global engagement also enhances U.S. situational awareness by providing opportunities for forward-based assets that can significantly augment national intelligence systems.

--XT - Realism allows cooperation

Interdependence means cooperation is in every state’s interest

Mutschler, 10 – Institute of Political Science University of Tübingen (Max, Preventive Arms Control in Space: Breaking the Deadlock http://stockholm.sgir.eu/uploads/Mutschler_SGIR2010_Arms_Control_in_Space.pdf
How do states manage to cooperate within the rather cooperation-unfriendly environment of international anarchy? The answer of institutionalism is straightforward. International institutions, especially international regimes, enable states to cooperate despite the fact that in an anarchic world, there is no power that can hinder the other states from cheating. In an interdependent world, states often have mutual interests. Zero-sum games are the exception, not the rule. However, these mutual interests must not be taken as a guarantee for international cooperation, as there are various collective action problems that hinder international cooperation. The most famous of these is the so-called “prisoner’s dilemma”. The prisoner’s dilemma is a symmetrical game with two players. Each has the option to cooperate (C) or to defect (D), and each player prefers mutual cooperation to mutual defection. However, the best outcome for each player is a situation in which he defects while the other side chooses to cooperate (DC). It follows that cooperating while the other player defects (CD) is the worst outcome. In such a situation, cooperation is highly unlikely because it is rational for each player to choose defection since he will achieve a higher pay-off than with cooperation.7

International regimes help rational egoists to cooperate in situations similar to the “prisoner’s dilemma”, where uncertainty is the central problem. States do not know if they can trust in their partners – if they can expect them to stick to their commitments. At this point, regimes come into play. Regimes reduce this risk of defection by clearly defining cooperation and often by setting up monitoring agreements. These agreements make information available on the compliance of the cooperation partners, lowering the risk of cooperation. Each is informed about the non-cooperation of the other(s) and can change its own strategy, and the probability of being identified as a cheater reduces the expected utility of cheating. However, it is important that the “game” is not played as a one-shot-game, as it is essential that the so-called “shadow of the future” enables states to follow a strategy of reciprocity. This means that a state chooses to reward cooperation of the other side with cooperation in the future and accordingly to punish current defection with defection in the future.8 The explanation for the establishment of international regimes is a functional one, meaning that it “account*s+ for causes in terms of their effects” (Keohane 1984, 80). In the case of international regimes, the positive effects of regimes are the causes that lead to their establishment. “Institutions exist, because they would have reasonably been expected to increase the welfare of their creator” (Keohane 1984, 80).

AT: Nonunique – US space militarization

Space is militarized but not weaponized – the aff crosses a critical threshold
Krepon et al, 11 – President of the Henry L. Stimson Center, also Theresa Hitchens, Director of the United Nations Institute for Disarmament Research and Michael Katz-Hyman, Research Associate at the Henry L. Stimson Center on the Space

Security and South Asia Projects (Michael, Toward a Theory of Space Power: Selected Essays, February, http://www.ndu.edu/press/lib/pdf/spacepower/spacepower.pdf)

While debates over spacepower and its advancement have become more narrowly drawn, they continue to be quite heated. Current debates focus not on the military uses of space but rather on its weaponization. This dividing line is admittedly not clear-cut and is fuzziest on the issue of jamming, when disruptive energy is applied not against satellites per se, but against satellite communication links. Another gray area in the spectrum leading from militarization to weaponization relates to lasing objects in space. While acknowledging gray areas (and discussing them further below), we submit that they do not absolve or oblige us to obliterate useful distinctions between the militarization and weaponization of space. It is true, for example, that long-range ballistic missiles that carry deadly weapons transit space en route to their targets. But ballistic trajectories constitute ground-based weapons aimed at ground-based targets, rather than being weapons based in space or aimed at space-based targets. Thus, we distinguish between transitory phenomena and permanent conditions. Similarly, we differentiate between the use of lasers for range finding, space tracking, and communication purposes, and the use of lasers to temporarily disable or destroy satellites. One type of activity provides substantial benefit while the other invites great risk. We further argue that U.S. national security and economic interests are advanced by working to clarify this distinction and by seeking the concurrence with and reinforcement of it by other key spacefaring nations.

By distinguishing between the militarization and the weaponization of space, we argue that analogies between spacepower and other forms of military power have only limited utility. In other realms of military affairs, we measure power by metrics such as the number of weapons available, various characteristics that make them more effective, and their readiness for employment. Accordingly, the distinction between militarization and weaponization is meaningless when we discuss air, ground, and naval forces. In contrast, spacepower is defined at present in the absence of the deployment and use of weapons in space. We argue that the absence of "dedicated" space weapons is favorable to the United States.

The US has made no investments in space control

Lambeth, 11 – senior staff member at RAND, where he also directed the International Security and Defense Policy Program in 1989–1990 (Benjamin, Toward a Theory of Space Power: Selected Essays, February, http://www.ndu.edu/press/lib/pdf/spacepower/spacepower.pdf)

Unlike the related cases of sea and air control, however, serious investment in space control has been slow to take place in the United States, in part due to a persistent lack of governmental and public consensus as to whether actual combat, as opposed to merely passive surveillance and other terrestrial enabling functions, should be allowed to migrate into space and thus violate its presumed status as a weapons-free sanctuary. The delay also has had to do with the fact that the United States has not, at least until recently, faced direct threats to its on-orbit assets that have needed to be met by determined investment in active space control measures, all the more so in light of more immediate and pressing research and development and systems procurement priorities. For both reasons, the space control mission area remains almost completely undeveloped. About all the United States can do today to deny enemy access to the data stream from space is through electronic jamming or by physically destroying satellite uplinks and downlinks on the ground.
The US isn’t spending money on space weapons development now

Dolman and Cooper, 11 –  *Professor of Comparative Military Studies at the School of Advanced Air and Space Studies at the Air University AND **Chairman of the Board of High Frontier. Ambassador Cooper’s long and distinguished career includes service as the first civilian Director of the Strategic Defense Initiative Organization, Chief Negotiator at the Geneva Defense and Space Talks, Assistant Director of the Arms Control and Disarmament Agency, and Deputy Assistant Secretary of the Air Force (Everett and Henry, Toward a Theory of Space Power: Selected Essays, February, http://www.ndu.edu/press/lib/pdf/spacepower/spacepower.pdf)

Despite this specific call for change near the beginning of the George W. Bush administration, one thought to be friendly to the idea of militarizing space, any move toward space superiority has so far been frustrated— as has consistently been the case during the past 50 years, when programs critical to obtaining an effective space force ran into a political/policy buzzsaw, particularly when space weapons were in any way involved. In 1983 and 1984, for example, the Reagan administration worked hard to reverse the so-called Tsongas amendment that held hostage the development and testing of the Air Force's F–15 hit-to-kill (HTK) ASAT system to a commitment that the United States would enter negotiations on a comprehensive ban of all ASAT systems. Congress, in response to the 1982 Reagan National Space Policy (which explicitly directed deployment of an ASAT system), was taken with testimony and arguments about the dangers of militarizing space and an associated arms race, the alleged lack of a requirement for an ASAT system, and suggested alternatives to developing an ASAT capability—especially including arms control.10 A major component of the resistance came from members of the scientific community.

The Reagan administration's 1984 report to Congress and the administration's many meetings with Senators, Representatives, and their staffs eventually carried the day, and the Air Force was released to test successfully its prototype system on September 13, 1985—against a noncooperative target, which should be noted by those who claim all HTK tests have been against contrived targets.11 An operational F–15 fighter used its prototype ASAT to shoot down a dying satellite that had been on orbit for years—against a cold space background. And that was over 20 years ago, using 25-year-old technology, in a program begun in the latter days of the Ford administration and carried through the Carter years into Reagan's second term.

So what happened? With fanfare about not militarizing space (responsive to criticism by the arms control elite and numerous nations, including the Soviet Union) and no serious Air Force advocacy, Congress defunded follow-on F–15 ASAT activities, and the United States has not built a hitto-kill ASAT, in spite of the then- (and still-) operational Soviet/Russian co-orbital ASAT and China's recent test of its direct-ascent ASAT.12 The 1996 National Space Policies embed force application capabilities in euphemistic arms control language, for example, as discussed by Marc Berkowitz:

[C]ritical capabilities necessary for executing space missions must be assured. Moreover, the policy directs that, consistent with treaty obligations, the U.S. will develop, operate, and maintain space control capabilities to ensure freedom of action in space and, if directed, deny such freedom of action to adversaries. Such capabilities may also be enhanced by diplomatic, legal, or military measures to preclude an adversary's hostile use of space systems and services.13

The 2006 National Space Policy, released without fanfare on a Friday afternoon before a long holiday weekend, is consistent with the 1996 pol-icy—and numerous preceding space policy statements as well.14 Among other things, it states that "freedom of action in space is as important to the United States as air power and sea power"; notes that the exploration and use of outer space "for peaceful purposes" allows "U.S. defense and intelligence-related activities in pursuit of national interests"; states that "fundamental goals" are to "sustain the nation's leadership and ensure that space capabilities are available in time to further U.S. national security, homeland security and foreign policy objectives" and "enable U.S. operations in and through space to defend our interests there"; and directs the Secretary of Defense to "maintain the capabilities to execute space support, force enhancement, space control, and force application missions."

While the policy certainly can be interpreted to support an agenda to fully militarize space, decisive leadership to do so is lacking, presumably because of the political impedance illustrated by the above historical examples. Even military experts seem inclined to shrink from advocacy of fully exploiting space for military purposes— accepting that "space sensors are good, but space weapons are bad"—not a serious military perspective. Today, the Air Force contributes 90 percent of DOD's space personnel, 85 percent of DOD's space budget, 86 percent of DOD's space assets, and 90 percent of DOD's space infrastructure15—yet it has no comprehensive doctrine to guide the Nation's exploitation of space and assure U.S. supremacy—as the 2000 Defense Science Board stated should be the objective of the Nation's military space programs.16 Furthermore, the Defense establishment writ large also has taken little action to improve the situation, even under the leadership of former Defense Secretary Donald Rumsfeld, who in 2000 led a congressionally mandated Commission to Assess the United States National Security Space Management and Organization, fostered by former Senator Bob Smith (R–NH) to challenge the status quo of U.S. military space programs and move toward a needed U.S. Space Force.17 The commission's unanimous bipartisan consensus conclusions and recommendations, which would move the Pentagon toward that desired objective, might have been expected to be guidelines under Secretary Rumsfeld—but, alas, there was little improvement on his watch. In fact, regressive steps, such as the disestablishment of U.S. Space Command, work in precisely the opposite direction. Meeting this challenge will rest with successor administrations.18

AT: Chinese ASAT test

The Chinese ASAT test was a miscalculation – they want to adhere to the rules of the road

Morrig, 08  (Frank, Aviation Week and Space Technology, “China Appears To Regret Asat Test”, 5/12, http://www.aviationweek.com/aw/generic/story.jsp?id=news/ASAT05128.xml&channel=defense)

China's leaders miscalculated the international reaction to the country's antisatellite (Asat) weapon test last year, and likely regret that they let their research-and-development bureaucracy carry it out, says a top U.S. expert on the Chinese space program.

"The Chinese took very careful aim and shot themselves in the foot with that test," says Joan Johnson-Freese, chairman of the National Security Decision-Making Dept. at the U.S. Naval War College. "I think they now are now recognizing that the international condemnation due them was actually moderated."

Testifying before the Senate Commerce space, aeronautics and related sciences subcommittee, Johnson-Freese said it is impossible to know exactly what motivated the test, given the layers of Chinese government secrecy. But she says an emerging consensus among China-watchers holds that it was the logical outcome of an Asat-weapon development program started in response to the U.S. program that tested an air-launched satellite interceptor against a defunct weather satellite.

Military research and development is heavily "bureaucratized" and "very stovepiped," Johnson-Freese says, emphasizing that she is speaking for herself and not her government employers. "The engineers who were in charge of that technology development program put it forward as 'it's time to test,'" she says.

"I think they severely underestimated international response. I think they now regret underestimating that response."

While observers in Beijing believe that Chinese President Hu Jintao authorized the test, they doubt that he had a clear understanding of the threat it would signify for other spacecraft below the 537-mi. altitude of the target Feng Yun 1C spacecraft, which was also an outmoded weather satellite (AW&ST Jan. 22, 2007, p. 24; Feb. 12, 2007, p. 20).

"They characterized the debris as an overall increase in debris rather than looking at it in terms of the risk to spacecraft," she says of the test, which was described as the worst satellite fragmentation event in the 50-year history of spaceflight. "It was a lot of bad decision-making on their part."

Once the outcry started, government authorities there canceled a planned meeting in China on space-debris mitigation because they didn't want to face the "harsh" condemnation they expected and felt they deserved, Johnson-Freese says, suggesting "they are now deeply regretting the situation that they brought on themselves."

A big element of that situation is the ammunition they have given to their military counterparts in the U.S. and elsewhere, who point to the test as evidence of China's aggressive military-space policies.

China wants to ban space weaponization – the satellite test was because the US was blocking international cooperation
Zissis, 7 (Carl, Feb. 22. “China’s Anti-Satellite Test” Council on Foreign Relations http://www.cfr.org/publication/12684/chinas_antisatellite_test.html)

What is the diplomatic reason for China's test? Beijing has joined with Moscow in its longtime efforts to convince the United States to sign a treaty banning the deployment of weapons in space. The two nations drafted an outline presented in Geneva in 2002 that made little headway. A month after conducting the January 11 test, Beijing called for talks on a space weapons treaty. Uncomfortable with Washington's de facto dominance of space, efforts by Moscow and Beijing “to impose some kind of weapons-free zone is designed largely to restrict U.S. activities in space,” Martel told CFR.org in a recent podcast on U.S. space policy.

AT: China coop not sustainable / cheats

China has incentives for sustained cooperation but will watch the US for deviations

Gargasz, 10 - Major, United States Air Force (Michael, “We’ve Rattled Our Sabers…Now What? 
The Future of US/China Space Relations,” https://www.afresearch.org/skins/rims/q_mod_be0e99f3-fc56-4ccb-8dfe-670c0822a153/q_act_downloadpaper/q_obj_49078f96-46d1-4c32-a692-4cb4002bd775/display.aspx?rs=enginespage)

Much like a negotiated ban on space-weaponry, agreed to “rules of the road” for space operations would help the US’s stance in the international community. This would add norms upon which the US could base objections to other countries actions. For example, with a negotiated “keep out” zone agreed to surrounding spacecraft, the US would have international consensus for a protest if a spacecraft were to maneuver within that window. This is important because current policy and doctrine place the US in a “tough policy dilemma, unable to claim the moral high ground.”25 The US cannot object to much anyone does in space when it constantly espouses unlimited US freedom of action. 

For both cooperative programs and exchange programs, the advantages and disadvantages are similar. In both cases, dialogue between the US and China would potentially add transparency for each side as to the other’s intentions, desires, and perceptions.26 It would also help build working-level contacts that are critical to sustaining long-term trusting relations. An often voiced concern for US and China engagements is inadvertent technology transfer to China. There is certainly precedent for this concern (e.g. the missile technologies transfers of the 1990s27) and measures should be implemented to safeguard critical technologies. However, the potential improvement in relationships and the possibility of stemming the suspicion-driven space arms escalation is an undertaking worth the risk.

So, if the US were to change course and undertake a cooperative strategy, would the Chinese participate? I contend that they would, albeit very slowly and very cautiously. US and Chinese economies are mutually dependant and war between them would be mutually devastating. To be successful, the US would need to dedicate itself to a decades-long strategy as it will take thousands of interactions to lower the walls created from years of belligerent rhetoric and saber-rattling tests. A good first step toward a successful cooperative strategy would begin in international forums. By negotiating limitations and norms along with many other participants, US/China relations could begin to thaw. Cooperative programs and exchanges could follow to build a solid foundation for the future. 

Clearly a change of direction is needed. The deterrent strategy pursued over the last couple decades has produced the exact opposite of what was intended. Rather than space dominance, the US space capabilities are clearly threatened and vulnerable in future conflicts. As stated in a joint statement after President Obama's meeting with Chinese President Hu Jintao in November 2009, the US and China “have common interests in promoting the peaceful use of outer space.”28 Maybe this is the first step away from the unilateral, deterrent path that has created so much angst in the space community.

Increasing space cooperation deters China from using weapons by reinforcing Chinese dependence on space

Hayes, 9 - Lt Col, USAF, paper submitted to the Faculty of the Joint Advanced Warfighting School in partial satisfaction of the requirements of a Master of Science Degree in Joint Campaign Planning and Strategy (Tracey, “PROPOSAL FOR A COOPERATIVE SPACE STRATEGY WITH CHINA”, http://dodreports.com/pdf/ada530117.pdf)

An unanticipated benefit of a cooperative strategy could be that China would become increasingly dependent on space capabilities potentially rivaling the deterrent value of space warfare technology and the demonstrated willingness to use it. Michael Krepon, Co-founder of the Henry L. Stimson Center and space security expert, claims that states are deterred from space warfare by their inherent dependence on satellites: “Because every space faring nation can lose badly in the event that vulnerable and essential satellites are damaged…a rudimentary deterrence against satellites exist…”152

China has diplomatic incentives to stick with cooperation – it provides significant prestige benefits

Rendleman and Faulconer, 10 – *retired USAF Colonel  AND **President of Strategic Space Solutions, over 31 years in the aerospace industry (James and Walter, “Improving international space cooperation: Considerations for the USA,” Space Policy 26 (2010) 143-151, Science Direct)

Cooperation provides opportunities for a nation to demonstrate its international leadership and technical prowess. For example, India has used its recent launches to host payloads from a number of international partners. South Korea is leveraging Russian launch technology to attempt space launches of satellites in support of its dream to become a “top ten” space fairing nation. Russia and China launch satellites for much of the global spacefaring community. Ultimately, support for cooperation and collaboration increases when the perceived utility and diplomatic prestige derived from cooperation increases.

China is economically dependent on open space access

Cheng, 11 - Senior Asia Analyst at the CNA Corporation (Dean, Toward a Theory of Space Power: Selected Essays, February, http://www.ndu.edu/press/lib/pdf/spacepower/spacepower.pdf)
More broadly, Chinese efforts to develop aerospace technology are seen as an enabler, pushing the development of other essential foundations of the Chinese economy. Work on sophisticated space systems, for example, has the potential to foster improvements in systems integration. 50 This is a significant weakness in Chinese industrial and technological capabilities, and improvements in this area would probably benefit the Chinese economy as a whole as it propagated across industrial sectors.

The development of China's space applications industry in both depth and breadth would also benefit the Chinese economy as a whole. This is one of the major development policies enumerated in the 2006 Chinese space white paper, which called to promote "space application and accelerate the industrialization of space activities."51 Indeed, space applications are already generating revenue valued in the billions of renminbi (RMB) and are seen as a major future growth area. China, for example, is already a major user of satellite navigation services. Since 1998, China's market for satellite navigation systems has grown at the rate of 50 percent per year. In 2000, the market was in the area of RMB2 billion/US$256.4 million, with some 150,000 satellite navigation equipment sets sold. By 2003, the market had nearly doubled, to RMB3.95 billion/$506.4 million, of which half involved commercial services, software development, systems integration, and so forth. By 2005, the Chinese satellite navigation market was estimated at RMB12 billion/$1.538 billion. 52

Another major area of space applications is satellite broadcasting. There are some 50 Chinese television programs currently broadcast by satellite, mostly apparently from the Central China Television system, but there are efforts to expand this by making provincial television programs available to all of China through satellite broadcast as well.53 Meanwhile, some Chinese analyses foresee major growth in demand for directbroadcast satellite television. One analysis notes that such growth would help China to develop better software, expand China's domestic consumer electronics market, and promote the construction of satellites, rockets, and associated equipment. 54

As with space industry, space applications are expected to facilitate growth in national comprehensive power, due not only to the direct benefits, but also from indirect effects. Satellite communications is seen as integral to expanding Chinese commerce, including financial transactions.55 PRC participation in the global economy, therefore, requires steady improvements in China's communications capacity, including the satellite component. Similarly, improved weather and remote-sensing satellites will likely generate improved agricultural yields and better forestry management. Navigation and positioning satellites help in urban planning and designing transportation networks. Earth imaging satellites provide for more efficient resource and land-use surveys and help warn of natural disasters (such as forest and grasslands fires). As China is still a lesser developed country, the more efficient use of available resources is essential.

***Code of Conduct SOLVENCY

Code of Conduct solves weaponization

Even without formal enforcement procedures, norms substantially decrease violations – empirically codes of conduct work

Krepon et al, 11 – President of the Henry L. Stimson Center, also Theresa Hitchens, Director of the United Nations Institute for Disarmament Research and Michael Katz-Hyman, Research Associate at the Henry L. Stimson Center on the Space

Security and South Asia Projects (Michael, Toward a Theory of Space Power: Selected Essays, February, http://www.ndu.edu/press/lib/pdf/spacepower/spacepower.pdf)

Code of Conduct

We view a code of conduct for responsible spacefaring nations as a necessary complement to a hedging strategy and as an essential element of a space posture that provides for the preservation and growth of U.S. space capabilities. A code of conduct makes sense because, with the increased utilization and importance of space for national and economic security, there is increased need for space operators and spacefaring nations to act responsibly. While some rules and treaty obligations exist, there are many gaps in coverage, including how best to avoid collisions and harmful interference, appropriate uses of lasers, and notifications related to potentially dangerous maneuvers. Because the increased utilization of space for security and economic purposes could lead to friction and diminished space assurance, it serves the interests of all responsible spacefaring nations to establish rules of the road to help prevent misunderstandings, catastrophic actions in space, and grievances.

Another reason for pursuing rules of the road is that interactive hedging strategies could generate actions in space that diminish space security by nations concerned about the import of technology demonstrations and flight tests. We have therefore argued that hedging strategies are best accompanied by diplomatic initiatives to set norms that increase the safety and security of satellites vital to U.S. national and economic security. A code of conduct would serve these purposes.

No codes of conduct or rules of the road are self-enforcing. Despite traffic laws, some drivers still speed. But having rules of the road reduces the incidence of misbehavior and facilitates action against reckless drivers. We acknowledge that there are no traffic courts for misbehavior in space, but we nonetheless argue that having agreed rules of the road in this domain will also reduce the incidence of misbehavior, while facilitating the isolation of the miscreant as well as the application of necessary remedies. Without rules, there are no rule breakers.

Traditional arms control was devised to prevent arms racing between the superpowers. With the demise of the Soviet Union, concerns over arms racing have been replaced by concerns over proliferation and nuclear terrorism. Cooperative threat reduction initiatives have been designed to deal with contemporary threats. These arrangements have taken myriad forms, including rules of the road to prevent proliferation. Since the flight-testing, deployment, and use of weapons in space would increase security concerns, and since security concerns are drivers for proliferation, agreed rules of the road for space could supplement other codes of conduct that seek to prevent proliferation.

Codes of conduct supplement, but differ from, traditional arms control remedies. Skeptics of new arms control treaties to prevent ASAT tests and space-based weapons argue that it would be difficult to arrive at an agreed definition of space weapons, and that even if this were possible, it would be hard to monitor compliance with treaty obligations. A code of conduct would focus on responsible and irresponsible activities in space that, in turn, would obviate the need for an agreed definition of space weapons. For example, a code of conduct might seek to prohibit the deliberate creation of persistent space debris. Again, our focus is on behavior, not an agreed definition of space weapons. Moreover, the deliberate creation of persistent space debris is very hard to hide and can be monitored by existing technical means.

The United States has championed codes of conduct governing militaries operating in close proximity at sea in the 1972 Incidents at Sea Agreement, as well as in the air and on the ground, in the 1989 Dangerous Military Practices Agreement. More recently, the United States has championed codes of conduct to reduce proliferation threats, including The Hague Code of Conduct (2002) and the Proliferation Security Initiative (2003). The 2001 Space Commission Report chaired by Donald Rumsfeld also endorsed rules of the road for space.8

Codes of conduct typically take the form of executive agreements in the United States. They can begin as bilateral or multilateral compacts and they can expand with subsequent membership. Codes of conduct are either an alternative to, or a way station toward, more formal treaty-based constraints that often take extended effort.9

Some rules of the road, formal agreements, and elements of a code of conduct already exist for space. The foundation document that defines the responsibilities of spacefaring nations is the Outer Space Treaty (1967). Other key international agreements and institutions include the Liability Convention and the International Telecommunications Union.

There is growing sentiment among space operators to develop and implement several key elements of a code of conduct, including improved data sharing on space situational awareness; debris mitigation measures; and improved space traffic management to avoid unintentional interference or collisions in increasingly crowded orbits. A more comprehensive code of conduct might include elements such as notification and consultation measures; provisions for special caution areas; constraints against the harmful use of lasers; and measures that increase the safety, and reduce the likelihood, of damaging actions against manmade space objects, such as harmful interference against satellites that create persistent space debris. Key elements of a code of conduct are useful individually, but they are even more useful when drawn together as a coherent regime.
Independently – strategic dialogue reduces the risk of miscalculation and secures a cooperative relationship.  Even if China says no to a code of conduct, initiating the process creates a new political relationship that prevents miscalculation and strengthens deterrence

Manzo, 8 - CDI Research Assistant (Vince, “U.S. Policy Brief: The Need for a Strategic Dialogue with China,” 8/28, http://www.cdi.org/pdfs/StrategicDialoguePolicy.pdf)

A strategic dialogue between the United States and China is a necessary component of any effort to prevent the scenario described in the previous section. It will also reduce the risks of miscalculation and escalation if the U.S.-Chinese strategic balance does evolve along those lines, or along a different, less-predictable route. Therefore, prudence requires that the United States and China engage in serious discussions about their strategic capabilities now, before relations deteriorate or a crisis situation emerges.  
 The Strategic Arms Limitation Treaty (SALT) negotiations between the United States and the Soviet Union are a useful example. It demonstrates that a sustained dialogue can help rival countries mitigate the inherent risks posed by the convergence of new weapon systems and uncertain bilateral relations. As Aaron Friedberg points out, “What the SALT process can do is help the competing superpowers mark some channels of cooperation in what must for the foreseeable future remain a sea of conflict. These channel markers can serve to restrain the flow of the strategic arms competition,deflecting its path periodically and warning the participants away from especially hazardous waters.”31 Career U.S. Foreign Service Officer Avis Bohlen offers a similar assessment of SALT. After acknowledging that SALT failed to resolve U.S.-Soviet political differences and dampen the arms race, she explains why SALT was still worthwhile:  
“[I]t nonetheless produced modest gains in transparency and predictability valued by military planners. Over time, the frontiers of the dialogue expanded, as the Soviets became more open to exchanging data and discussing their strategic systems. To this extent, it made a modest contribution to regulating the arms race, while the institutionalization of the dialogue served to reinforce the reality of deterrence.”32 
 The United States and China have yet to participate in a similar process, and face a risk of miscalculation and escalation as a result. For instance, Roberts observes that United States and Chinese national security officials lack a shared conceptual framework: “American and Chinese experts do not have the common vocabulary or experience...akin to that which evolved in the U.S.-Soviet/Russian relationship.”33 China experts at NDU’s post-ASAT roundtable discussion made similar comments: “China does not share the U.S.-Soviet experience with arms control, deterrence, mutual satellite reconnaissance, or dealing with incidents at sea. The U.S. military has internalized these norms into its doctrine and operations, but China does not necessarily accept or share them.”34 
The U.S. has significant leverage and the act of attempting to negotiate a code of conduct will reassure China and reduce the risk of miscalc

Blazejewski, 8 - master’s degree in public affairs from the Woodrow Wilson School at Princeton University and JD from the New York University School of Law. (Kenneth, “Space Weaponization and  US-China Relations,” STRATEGIC STUDIES QUARTERLY  SPRING 2008)
The US refusal to engage in discussions on the weaponization of outer space imposes two signiﬁcant costs. First, it increases Chinese uncertainty and suspicion, leading China to assume its worst-case scenario about US space weaponization. Second, it prevents the international community from developing new rules and norms in areas such as advancing situational awareness, coordinating launches, and deterring the further development and proliferation of ASAT weapons that could beneﬁt US space assets. There is broad consensus that the United States can no longer aﬀord to remain silent in the international debate on the weaponization of outer space. The Rumsfeld Commission, the US-China Commission,51 and many space- arms-control advocates all recommend greater US participation in setting rules for the use of outer space beyond the existing legal framework. For years China has pressured the United States to negotiate a new inter- national agreement on space and space weaponization. If the United States now accepts this invitation, it may ﬁnd that it has substantial leverage in determining the parameters of the discussion. The United States should use this leverage to assure that the ﬁnal agreement reﬂects its interests in space. One issue for the United States to consider is whether the CD is the best forum to negotiate rules on space. Admittedly, most member states recognize the CD as “the single multilateral disarmament negotiating forum” and as such the appropriate forum for the discussion of space weaponization. But agreeing to PAROS discussions at the CD may place the United States in a defensive position. For years, China and other states have used the CD as a forum to lambaste the US position on space weaponization. At the CD, the United States risks appearing like a reluctant defendant facing a hung jury. More importantly, the current formulation of the discussion at the CD as “prevention of an arms race in outer space”—such as through the advance- ment of a limited BMD system—may subtly shape discussions against US interests. Preventing an arms race does not fully encompass the interests at stake in space. International discussions on space should consider not only preventing destabilizing actions in space but encouraging stabilizing actions in space as well. Moreover, a new agreement on space might address a wider array of issues than just the “space arms race,” including civilian space use and space debris. 

Solves hegemony

Code of conduct locks in the U.S. advantage, preserves hegemony

Krepon et al, 7 – President of the Stimson Center (Michael, PRESERVING FREEDOM OF ACTION IN SPACE: REALIZING THE POTENTIAL AND LIMITS  OF U.S. SPACEPOWER, http://stimson.org/space/pdf/SpacePower-051007.pdf)

We view a Code of Conduct for Responsible Space-Faring Nations as a necessary complement to a hedging strategy, and as an essential element of a space posture that provides for the preservation and growth of U.S. space capabilities. We argue that a code of conduct makes sense for several reasons. With the increased utilization and importance of space for national and economic security, there is increased need for space operators and space-faring nations to act responsibly. While some rules and treaty obligations exist, there are many gaps in coverage, including how best to avoid collisions and interference, appropriate uses of lasers, and notifications related to potentially dangerous maneuvers. Because the increased utilization of space for security and economic purposes could lead to friction and diminished space assurance, it serves the interests of all responsible space-faring nations to establish rules of the road to help prevent misunderstandings and grievances.  
Another reason for pursuing rules of the road is that interactive hedging strategies could generate unwanted actions in space by nations concerned about the import of technology demonstrations and flight tests. We have therefore argued that hedging strategies need to be accompanied by diplomatic initiatives to set norms that increase the safety and security of satellites vital to U.S. national and economic security.  A code of conduct would serve these purposes. 

The counterplan provides an immediate signal of reassurance that boosts U.S. hegemony and legitimacy

Gallagher and Steinbruner 8 - * Associate Director for Research at the Center for International and Security Studies AND ** Professor of Public Policy at the University of Maryland and Director of the Center for International and Security Studies 

at Maryland (Nancy and John, Reconsidering the Rules for Space Security, http://www.cissm.umd.edu/papers/files/spacesecuritymonograph.pdf)

In the absence of some riveting incident that might command attention and require immediate action, the fundamental issues of space policy are unlikely to be resolved anytime soon. By itself the topic does not normally engage voting constituencies, mass media outlets, or national leaders, and that fact makes difficult the adjudication of the underlying collision of purpose within the specialty communities involved. Space policy is one of many emerging issues that pose such a problem. The specific issues in question are nonethe- less embedded in broader concerns that do command prominent attention. The connection of space policy to terrorism, to the agonies of civil conflict, or to disputes over national nuclear weapons programs are not direct or obvi- ous enough to be noted in public discussions of those subjects, but they are significant enough in operational terms to have relevance. Space services are vital in bringing remote military power to bear on all of these circumstances. The opportunity for conveying reassurance is especially relevant. As the implications of globalization are gradually absorbed, it is becoming ever more apparent that raw power—that is, the capacity for destruction—is not the sole or even primary determinant of security in most circumstances of concern. The ability to contain violence and to defend basic legal order is determined more by establishing justification that is credible across cultural boundaries than by wielding coercive force. It is occasionally necessary to engage in violence in order to control it, but it is routinely necessary to nur- ture consensual acceptance of legal order on which the prevention of violence fundamentally depends. Any threatened or actual use of official force that runs counter to a country’s own legal principles or to international legal rules affecting all countries thereby endangers its own purposes. Justification is an inevitable problem for the U.S. military establishment because of its prepon- derant capabilities, and that problem has been compounded by the projected aspiration of national military space dominance. The compounded effect, however, also creates an opportunity to provide reassurance. Serious concern is a precondition for significant relief. 

The most readily available and most reasonably demanded form of reassurance would be to agree without preconditions to open formal negotia- tions on the control of space weapons. Because the United States has refused to engage in negotiations on that topic for nearly three decades, a willingness to do so would be considered significant, provided that the identity and behavior of the negotiators and the institutional support given to them con- veyed an impression of good faith. Establishing a formal negotiating process would also have the effect of subjecting the advocates of dominance to the discipline of competition within the U.S. government, and that in turn might stimulate broader attention and encourage more balanced judgment than hasrecently been applied. The initiation of negotiations can be done on executive authority in the United States with no requirement for formal congressional approval or for specific substantive decisions. Responsible management of security policy requires that much at a minimum. 

But the scope and significance of opportunity is much greater than the minimum requirement. Predictably, the United States will eventually require legitimizing international assistance to master communal violence in Iraq and elsewhere and will have to convey credible reassurance to countries beyond its current alliance system in order to secure that assistance. Also predictable is that the threat of terrorism will eventually compel much higher standards of managerial control over mass destruction technologies, especially nuclear explosives. As these imperatives are encountered and the potential interaction between them pondered, the vital importance of establishing global security accommodation for purposes of mutual protection will have to be acknowl- edged. The clandestine, dispersed forms of violence that currently pose the most troublesome threats could be much better contained by advanced mon- itoring techniques designed to control access to the means of mass destruc- tion and to enable detection of especially dangerous operations. In particular, all nuclear explosives could in principle be continuously monitored, making terrorist diversion or any hostile use far more difficult to undertake than it currently is. Intimate collaboration among all the nuclear-capable states would be required to set up such an arrangement, however, and legacy deter- rent practices would have to be subordinated to that purpose. As yet no offi- cial effort to explore the possibility has begun, but the latent danger of dis- persed explosives under conditions of endemic violence can be expected to force serious consideration at some point. The fundamental problem with the concept of dominance and the likely cause of its ultimate demise is that it does not comprehend the implications of the shift in the scale and character of threat that is occurring under the conditions of globalization. 

AT: Threatens freedom of action

Space debris threatens US freedom of action more than space arms control does

Krepon and Black 10 – Research Associate and Co-Founder at the Henry L. Stimson Center (12 July 2010, Michael Krepon and Samuel Black, “Chapter 18 -  An international Code of Conduct for responsible spacefaring nations,” ScienceDirect)

The final argument employed against space diplomacy by the Bush administration was that US military freedom of action in space must not be constrained. By this standard, the Nuclear Non-proliferation Treaty, the Outer Space Treaty, President Ronald Reagan’s Intermediate Nuclear Forces Treaty, and President George H. W. Bush’s Strategic Arms Reduction treaties were all dreadful errors in judgement, since every one of these agreements limited the US military’s freedom of action in some key respects. Indeed, using this reasoning, the Geneva Conventions were also unwise, as were codes of conduct long in place for the United States Army, Navy, and gravity-bound Air Force. 

The weakness of this argument can also be measured by the growth of space debris during the Bush administration. The growth of this indiscriminate hazard to space operations caused by ASAT testing and other means has curtailed US freedom of action in space. Unless more concerted actions are taken to address the creation of space debris and to establish a space traffic management system—two critical elements of our proposed Code of Conduct—debris will continue to grow significantly, which will further curtail US freedom of action in space.

AT: Not enforceable

A code of conduct allows the US to mobilize the international community against violators

Krepon and Black 10 – Research Associate and Co-Founder at the Henry L. Stimson Center (12 July 2010, Michael Krepon and Samuel Black, “Chapter 18 -  An international Code of Conduct for responsible spacefaring nations,” ScienceDirect)

A fourth argument against new diplomatic initiatives for space is that the USA must preserve its right to self-defense—including the right to defend space assets. This argument is certainly valid, but it, like its predecessors, does not justify rejecting a Code of Conduct. With such a Code, the USA would still possess more capabilities than ever before to deter and, if necessary, punish states that take actions against US satellites. A Code of Conduct does not nullify the right of self-defense. But without rules, there are no rule-breakers. A Code of Conduct would clarify rules and rule-breakers, making actions against the latter more likely to garner support. 

Violations can be detected and it allows for multilateral cooperation against cheaters

Krepon et al, 7 – President of the Stimson Center (Michael, PRESERVING FREEDOM OF ACTION IN SPACE: REALIZING THE POTENTIAL AND LIMITS  OF U.S. SPACEPOWER, http://stimson.org/space/pdf/SpacePower-051007.pdf)

No codes of conduct or rules of the road are self-enforcing. Despite traffic laws, some drivers still speed. But having rules of the road reduces the incidence of misbehavior, and facilitates actions against reckless drivers. We acknowledge that there are no traffic courts for misbehavior in space, but we nonetheless argue that having agreed rules of the road in this domain will also reduce the incidence of misbehavior, while facilitating the isolation of the miscreant as well as necessary remedies.    
AT: Can’t define weapons

Difficulties in defining weapons are irrelevant – the code of conduct is centered on debris generating activities – which are easy to define and verify

Krepon and Black 10 – Research Associate and Co-Founder at the Henry L. Stimson Center (12 July 2010, Michael Krepon and Samuel Black, “Chapter 18 -  An international Code of Conduct for responsible spacefaring nations,” ScienceDirect)

The third argument advanced by the Bush administration against new diplomatic initiatives for space is that there could be no agreed definition of what constitutes “space weapons”. Moreover, verification of agreed limitations in space would be extremely problematic. Consequently, some have argued that no multilateral agreements should be negotiated barring such weapons. Past experience has indicated that the difficulties in defining and verifying space weapons are formidable at best. A Code of Conduct would, however, focus on verifiable activities, not on definitions of what constitutes a space weapon. For example, one key element of a Code of Conduct would surely be that responsible spacefaring nations do not engage in activities that deliberately produce persistent space debris, such as the Chinese ASAT test. This key element of a Code of Conduct would obviate the need to define this particular category of space weapons, since actions, not definitions, lie at the core of a rules of the road approach. Detection of purposeful, persistent, debris-causing events would be more straightforward, since it is hard to hide deliberate acts directed against space objects. 

Definitions aren’t relevant – the code of conduct regulates behavior, not weapons – the  fact the counterplan mandates an agreement not to produce space debris is verifiable and doesn’t suffer from definitional issues

Krepon et al, 7 – President of the Stimson Center (Michael, PRESERVING FREEDOM OF ACTION IN SPACE: REALIZING THE POTENTIAL AND LIMITS  OF U.S. SPACEPOWER, http://stimson.org/space/pdf/SpacePower-051007.pdf)

Codes of conduct supplement, but are different from, traditional arms control remedies. Skeptics of new arms control treaties to prevent space weapons argue that it would be very difficult to arrive at an agreed definition of space weapons, and that even if this were possible, it would be very hard to monitor compliance with treaty obligations. A code of conduct would focus on responsible and irresponsible activities in space which, in turn, would obviate the need for an agreed definition of space weapons. For example, a code of conduct might seek to prohibit the deliberate creation of persistent space debris. Behavior, not an agreed definition of space weapons, is of primary importance. Moreover, the deliberate creation of persistent space debris is very hard to hide and can be monitored by existing technical means.   
The United States has championed codes of conduct governing militaries operating in close proximity at sea (Incidents at Sea Agreement, 1972), in the air and on the ground (The Dangerous Military Practices Agreement, 1989). More recently, the United States has championed codes of conduct to reduce proliferation threats, including The Hague Code of Conduct (2002) and the Proliferation Security Initiative (2003). The 2001 Space Commission Report chaired by Donald Rumsfeld also endorsed rules of the road for space.8   
It’s possible to reach agreement over the definition of space weapons – it just requires political will

Blazejewski, 8 - master’s degree in public affairs from the Woodrow Wilson School at Princeton University and JD from the New York University School of Law. (Kenneth, “Space Weaponization and  US-China Relations,” STRATEGIC STUDIES QUARTERLY  SPRING 2008)
A second potential criticism of the recommendation to forgo space weapons is the common assertion that such a commitment requires a workable deﬁni- tion of space weapons. Admittedly, deﬁning space weapons without encompass- ing other space assets, such as satellites capable of inﬂicting physical damage on other satellites, presents a challenge. However, the impossibility of agreeing on a deﬁnition is likely inversely proportional to the political will to reach such a deﬁnition. Once the United States and China have determined to reach a space weapons ban, they should be able to design reasonable criteria to distin- guish between space weapons and ordinary space assets. One possible approach would be to abandon the idea of a general deﬁnition altogether and agree on a deﬁnitive positive or negative list of space objects that would or would not fall within a space weapons ban. A positive list would describe the space systems that are speciﬁcally included within a prohibition. Alternatively, a negative list would include those that are speciﬁcally not aﬀected by the prohibition. Each approach presents its own challenges. A positive list would require that the United States have suﬃcient information to describe the sorts of weapons China seeks to launch. A negative list would have the opposite eﬀect: it would re- quire the United States to reveal potentially sensitive details of its space assets to qualify for launch. Yet if the eﬀect of each of these two approaches is to increase transparency about the sorts of assets that China and the United States have in space, it may only bolster stability between the two states. 

AT: Cheating

Risks of cheating are low – it would be easily detectable

Blazejewski, 8 - master’s degree in public affairs from the Woodrow Wilson School at Princeton University and JD from the New York University School of Law. (Kenneth, “Space Weaponization and  US-China Relations,” STRATEGIC STUDIES QUARTERLY  SPRING 2008)
A third reason for the United States to agree not to launch weapons into outer space is that such an agreement need not threaten two stated US interests— protection of satellites and the development of a limited BMD system. Before turning to each of these issues, it is necessary to note two potential problems with a decision to forgo space weaponization. First, as stated above, there is no guarantee that China does not plan to develop its own robust ASAT and space weapons programs regardless of US activity in this area. “Space racers” doubt that a US commitment not to place weapons in space will inﬂuence China’s policy on space weaponization. Ultimately, cheating is a risk that countries run whenever they agree to be bound by a shared international agreement. However, certain factors signiﬁcantly reduce this risk. First, while the secret development of space weapons technology might be possible, any eﬀort to deploy or test space weapons will be clearly visible to the international community.57 Without the capacity to test, any space weapons program will be stiﬂed at an early stage of development. Second, there is little reason to think that in the foreseeable future the technological capacity of the United States would fall far behind that of any state planning to launch space weapons. A commitment not to deploy weapons does not mean that all research and development must cease immediately. Once it becomes clear that a state is preparing to launch space weapons, the United States could respond by executing its own space weapons contingency plan. Third, as stated above, space weapons are relatively easy targets for ASAT attack, a feature that can work in the interests of the United States if others deploy ﬁrst. Fourth, a universal ban on space weapons would engender a normative frame- work that would justify a swift reaction by the United States, such as the deploy- ment of its own space weapons or ASAT attack if another country violated the ban ﬁrst. Finally, if the United States is able to negotiate for greater transparency in Chinese military planning, as sugof a surprise Chinese launch. 

AT: links to politics

Codes of conduct are executive agreements, no Congressional action is necessary

Krepon et al, 07 – President of the Stimson Center (Michael, PRESERVING FREEDOM OF ACTION IN SPACE: REALIZING THE POTENTIAL AND LIMITS  OF U.S. SPACEPOWER, http://stimson.org/space/pdf/SpacePower-051007.pdf)

Codes of conduct typically take the form of executive agreements in the United States. They can begin as bilateral compacts and grow into significant multilateral agreements that codify expected behavior and clarify unacceptable behavior. Codes of conduct are either an alternative to, or a way station toward more formal treaty-based constraints that often take extended effort.9 
A code of conduct doesn’t require Congressional agreement
Blount, 9 - National Center for Remote Sensing, Air, and Space Law, University of Mississippi School of Law (P.J., “The Development of International Norms to Enhance Space Security Law in an Asymetric World,”

http://papers.ssrn.com/sol3/papers.cfm?abstract_id=1780534
A final reason that this sort of soft norm development can be effective is that it can actually make it easier for the United States to become a party. Because the Code of Conduct is a political agreement, the President of the United States could sign it under his/her power to make and sign executive agreements.40 This would avoid the ratification process that can lead to the defeat of treaties (e.g. the Moon Agreement).

AT: Others won’t join

The U.S. can influence international legal space developments

Cogossi, 7 – Dept. of the Army  (Bruce, National Defense University, Final Report: The Space Industry, Spring,http://www.ndu.edu/icaf/industry/reports/2007/pdf/2007_SPACE.pdf

This essay reviews the current global space legal regime, how current U.S. space policies reflect engagement of the international community, and the methods the U.S. may choose to engage the international community in the future. As the current world leader in space use and exploration, the U.S. should take the lead in engaging the international community in serious discussions about the future of global space governance. By engaging the international community in development of a new legal regime, the U.S. can more effectively influence international agreements on space activities and more fully address its national security. 
U.S. leadership is vital to influencing the development of a new space regime

Cogossi, 7 – Dept. of the Army  (Bruce, National Defense University, Final Report: The Space Industry, Spring,http://www.ndu.edu/icaf/industry/reports/2007/pdf/2007_SPACE.pdf

The U.S. must take the lead in engaging the international community in serious discussions about the future of global space governance. The current space legal regime may work well for now, but likely will not serve very well in the not-too-distant future. The pace of technological change continues to increase. These advancements are encouraging many other developing nations to gain access to space as well. The U.S. must keep in perspective that an international competition for space will exist well into the future, but it must also look beyond the current technologies, political issues, and national boundaries to see how access to space can be managed, regulated, and adjudicated when space travel becomes more common. 

In President Bush’s cover letter to The National Security Strategy of the United States of America, he states, “We seek to shape the world, not merely be shaped by it; to influence events for the better instead of being at their mercy” (2006). The U.S. must begin the serious debate over the appropriateness of a supra-national agency to govern space, using the fundamentals of our own Constitution to shape the future space environment. If the U.S. begins to think seriously about this now, it will better preserve its national security interests by more effectively influencing international agreements on space activities. 

***LINKS
Links – unilateral space actions

The plan’s unilateralism undermines the NSP – it occurs without genuine consultation and will be perceived as abandoning the commitment to international partnership
Smith 11-- Space and Technology Policy Group 

(February, 2011, Marcia A., Space Policy, Vol. 27, Issue 1, p. 22-23, Science Direct, FS)

 Over succeeding months national security officials began speaking about how the USA cannot do everything on its own. For example, General James Cartwright, vice chairman of the Joint Chiefs of Staff, told the Center for Strategic and International Studies (CSIS) in May 2010: 

Reality is that we don’t fight alone, we don’t deter alone, we don’t assure alone. Everything is done in partnerships. Everything is in coalitions. We [think we] have to have the only capability; we have to fill every rung on the ladder with the best capability in the world. We can’t afford it, nor can we do it. There are other very capable nations out there very willing to partner up. We’ve got to make sure that our strategy is inclusive. You cannot afford to do everything yourself. We are not an island [4]. Thus, a major thrust of the new US policy is working together with like-minded countries in using space and treating space as a global commons for which all are responsible. 

 2. Implementing the new policy

A policy, of course, is just words on paper the real point is how it is implemented. But perception is key and the Obama policy clearly wants to convey that the USA is willing not only to talk, but to listen, and to find mechanisms for ensuring space sustainability. In a real sense implementation will have to happen on an international basis. If other countries do not agree that space sustainability is a critical need, the USA cannot do it alone.

“Sustainability” has become the keyword and while it is not defined in the policy, that means all the stakeholders will have the opportunity to discuss what it is and what is needed to achieve it. Non-US policy makers may have as much influence on the implementation of these aspects of the policy as their American colleagues. Europe already deserves a lot of credit for its draft Code of Conduct for Outer Space Activities. A revised version was released at a meeting at the UN in October 2010 [5]. 

The lack of prior consultation is a link – the current lack of resources for space is forcing the US to enter into a genuinely consultative mode

Foust, 10 – editor of the Space Review (Jeff, Space Politics, “New paradigms in human spaceflight policy,” 1/14, 

http://www.spacepolitics.com/2010/01/14/new-paradigms-in-human-spaceflight-policy/

As the shuttle programs ends and NASA’s future direction remains uncertain, it’s clear that there will be changes in how NASA and the nation approach human spaceflight. In an essay in this week’s issue of The Space Review, Roger Handberg argues that the US will have to take a different approach to international cooperation. In the past, the US was clearly the lead partner, dictating the direction of projects like the ISS and the roles of partners, but also paying the bulk of the costs of projects. “The historical pattern is simple: the US is willing to join international space projects as long as it remains the project leader and is relatively, if not completely, unconstrained by the international partners when the US decides significant changes are required,” he writes.

That approach is unlikely to continue given the apparent unwillingness of the US to spend the money sufficient to take such a dominant role, he argues, requiring more equitable international partnerships. “What this means is that the US must become comfortable with such close cooperation, as unilateral decisions with no prior consultation with partners will end,” he writes. “The advantage is that true cooperation translates into greater equality in terms of budget share—the US will no longer operate as the funder of last resort with the unpleasantness that situation generates. One downside is that projects will move more slowly (although in truth no one may notice, given the delays common presently) due to the need for effective consultation among the partners before programs are initiated and necessary changes are made.”

Cooperation must be an explicit mandate of the plan or it undermines US credibility

Sabathier et. al 6— senior associate with the CSIS Technology and Public Policy Program and former senior fellow and director of CSIS space initiative (September 18, 2oo6, Vincent G. Sabathier, D.A. Broniatowski, G. Ryan Faith, Center for Strategic and International Studies, “The Case for Managed International Cooperation in Space Exploration”, http://csis.org/files/media/csis/pubs/060918_managed_international_cooperation.pdf  , FS)

International cooperation in space exploration has the potential to provide significant benefits to all participants, par-ticularly if managed well. Benefits in the form of monetary efficiency, programmatic and political sustainability, and workforce stability will accrue to those partners who choose to approach space exploration as a mutually beneficial endeavor. Furthermore, international cooperation must be explicitly incorporated as an aspect, and goal, of a modern space exploration program to enable coordination prior to the construction of new hardware. Such coordination can happen on both the government and industry levels and allows for advance planning and standardization that can en-hance the strategic use of redundancy through interoperability. Finally, the promotion of a set of industrial standards for cooperation in space exploration will enable the exercise of leadership in future stages of the Vision for Space Ex-ploration (VSE). If the vision is to succeed, the United States, in particular, must engage its partners by reaffirming and strengthening its commitment to the International Space Station (ISS) to maintain its diplomatic credibility for future exploration endeavors. 

Plan replicates the worst of Bush-era space policy – it is made without consultation and alienates international partners by having the US stay in charge

Billings, 6 – SETI Institute, (Linda, “How shall we live in space? Culture, law and ethics in spacefaring society”, Space Policy 22 (2006) 249–255, Science Direct)
In October 2004 a Bush campaigner told a space policy forum in Washington, DC, ‘‘The administration is reviewing whether or not we want to be signatory’’ to the UN Outer Space Treaty [10].1 In April 2005, at a meeting with the Washington space community, NASA Administrator Michael Griffin, a Bush political appointee, said that when human civilization reaches the point where more people are living off the Earth than on it, ‘‘we want their culture to be Western’’. Western civilization, he asserted, is ‘‘the best we’ve seen so far in human history,’’ and the values spacefaring people should take with them into space should be Western values.2 In November 2005 Griffin told a conference on international cooperation in space in Washington, DC, that the US interstate highway system is a good model for NASA’s exploration architecture. Using this model, NASA would build the highway system—‘‘because it must be done, and because we can do it’’—and partners could determine what to do beyond the ‘off ramps’. An avowed advocate of the commercial development of space, Griffin said he hoped that the international legal regime governing execution of President Bush’s ‘vision’ could be interpreted to enable rather than restrict space exploration and development.3 In May 2006 Griffin said at a Washington aerospace event, ‘‘We want to be the world’s pre-eminent spacefaring nation for all future timeysecond to none.’’4

Thus it seems that, while NASA claims to seek international partners in costly, long-term space exploration initiatives, it continues to insist on being in charge.5 NASA’s traditional partners do not appear inclined to accept such terms, and existing and prospective partners, such as China, are building stand-alone programs or building alliances with spacefaring nations other than the USA (or both).

(footnote 5)

5European Space Agency scientist Gerhard Neukum, who is in charge of an instrument on the European Space Agency’s Mars Express spacecraft, reportedly asserted at a space science conference in Houston, TX, in March 2006 that NASA had reneged on international agreements without any consultation of its European partners by unilaterally deciding to defer the Dawn mission to the asteroids Ceres and Vesta. ‘‘This is not the way NASA should treat these things if you want continued international cooperation,’’ Neukum was reported to have said; ‘‘things are really degrading in terms of cooperation, and I’m not the only one who feels that way’’ [39]. NASA subsequently reversed its decision to cancel Dawn.

Link – spending

Plan removes the primary motive driving cooperation – the expectation of a declining space budget

Fukushima 11—National Institute for Defense Studies

(February, 2011, Yasuhito, Space Policy, “An Asian perspective on the new US space policy: The emphasis on international cooperation and its relevance to Asia” Vol. 27, Issue 1, Science Direct, FS) 

Leveraging the increasing opportunities to work together with other countries is not the only aim of the NSP. The changing environment of space activities has pressured the USA into undertaking a more intensified policy of international cooperation. One reason the USA needs cooperation is closely connected to the fear of weakening US primacy in space. Along with the USSR (Russia), the USA has been the leading space power and, especially after the Soviet breakup, it has enjoyed a huge advantage in this field. In 2009 it is estimated that the US government space budget ($64.42 billion) accounted for a quarter of the global space economy ($261.61 billion) and about three-quarters of aggregate world government space budgets ($86.17 billion).5

The current US primacy in space is, however, no longer secure and is challenged by budget pressures and growing competition. The push for more budget cuts is especially apparent in the national security space sector. In June 2010 Defense Secretary Robert M. Gates announced his intention to save over $100 billion of the defense budget over a five-year period starting from fiscal year 2012 and this is where the space-related budget is expected to suffer.6 In addition, the proliferation of space activities has intensified heated competition in space. For example, the US Global Positioning System (GPS) has been widely used as the “gold standard” for space-based positioning, navigation and timing (PNT) and generated huge positive economic effects.7 Nevertheless, other countries have recently been preparing their own global navigation satellite systems (GNSS). Russia is rebuilding its Glonass constellation, which aims to be fully operational by the end of 2010.8 European countries are funding the Galileo system, which is scheduled to be partially operational in 2014.9 China is also constructing the Beidou/Compass system, which is intended to achieve global coverage by around 2020.10 These systems are designed to be dual-use and are sure to have great impact on related markets.
Under these circumstances the USA is attempting to maintain its primacy in space by utilizing increased international cooperation and collaboration. Michael Nacht, the Assistant Secretary of Defense for Global Affairs, stated in May 2010 that expectations of flat to declining military space budgets in the next couple of years is the motivation for enhancing international cooperation.11 Furthermore, while space is becoming a more competitive domain where other nations are increasing their presence, the USA seems to be aiming to shape the direction of global space activities in its favor and to expand its market opportunities through cooperation with other nations. In the case of space-based PNT, the new NSP stipulates that, for the purpose of maintaining US leadership in this area, the country shall “engage with foreign GNSS providers to encourage compatibility and interoperability, promote transparency in civil service provision, and enable market access for US industry.”

Link – hegemony advantage

Their space control advantage is the link – it will be perceived as a shift back to the 2006 Bush National Space Policy and will drive renewed weaponization programs

Lewis, 11 - Senior Fellow and Director Technology and Public Policy Program Center for Strategic and International Studies (James, High Frontier, “Engagement and Sustainability in the 2010 National Space Policy,” February, http://www.afspc.af.mil/shared/media/document/AFD-110224-052.pdf
Administrations write national space policies for a public and international audience. This foreign audience’s general view of the issuing administration shapes their interpretation of the policy. The message taken from the previous administration’s space policy, particularly by international audiences, was a unilateral assertion of dominance.

These foreign perceptions of the 2006 NSP may have been exaggerated by a belief that it was cut from the same cloth as other US military policies, such as the invasion of Iraq and the international actions against terrorism, but foreign perceptions were not essentially wrong. The essential theme of 2006 reflected the forceful unilateralism that underlay foreign and security policy. The 2006 policy asserted US control and the right to deny the use of space to its opponents while rejecting any agreements that might limit US freedom of action—military action—in space.

It could be argued that this theme of US leadership in space (which could appear to foreign audiences as an assertion of dominance) is found in earlier space policies, and the 2006 policy changed only the tone and the weighting of policy by adding emphasis to this aspect. However, in the context of foreign perceptions of American foreign policy, this increased emphasis on dominance and denial was counterproductive in two ways.

First, announcing that the US has the right to untrammeled action in space, including the use of force, to preserve its interests, creates “antibodies,” as other nations look for ways to constrain the US. It also legitimizes their own military space programs and shapes other nations interagency debates on space policy and space weapons in ways unfavorable to the US.

From a technical perspective, it may be possible to deny the use of space by opponents, but it would be very difficult and perhaps impossible to prevent them from degrading US freedom of action in space through attacks on the American satellite fleet. Satellites are soft targets. America has many of them. An astute opponent could conclude that the US would have more to lose and come out worse in any exchange once counterspace action commenced.

Second, by renouncing any form of arms control for space, the US yielded leadership in international fora to other nations. It lost the opportunity to find if there were areas where it could “trade” with potential opponents for agreements that could reduce risk to US space assets and interests. The argument that the Reagan administration had rejected space arms control and there was no need to reconsider that decision flew in the face of a vastly changed space domain, which now includes an array of new opponents who are not bound by the informal understandings on conflict avoidance and on appropriate behavior in space that had grown up between the US and the Soviets.

The idea that there are no agreements, no trades, which could be beneficial to the US, can be rejected out of hand. At a minimum, a US failure to engage internationally leaves the field open for potential opponents to shape opinion and, potentially, rules in ways unfavorable to the US. As the nation with the largest fleet of satellites, and being, perhaps, the most dependent on space, we have an asymmetric vulnerability. It is true that a formal treaty would be unverifiable and difficult to implement, but a treaty is not the only vehicle for international agreement.

An effort to gain international acceptance of a norm that stigmatizes attacks on unarmed space assets would be in our interest. Finally, some activities—transparency, regard for law— are easier for the US to undertake than for some potential opponents, giving the US a negotiating advantage, should it choose to take it. It is easier for us to be transparent about our space activities, for example, than it is for Russia and China. This is not to say that negotiations would be easy or quick, or that they would not require some skill, but that the US would gain from the process of engagement.

The attempt to control space trains decisionmakers to withhold sharing data necessary for cooperation

Gallagher, 10 - Center for International and Security Studies at Maryland, University of Maryland (Nancy, “Space Governance and International Cooperation,” http://www.cissm.umd.edu/papers/files/space_governance_and_international_cooperation.pdf)

Strategic sensitivities impede cooperation because many people whose decisions affect space, especially from U.S. and foreign defense policy communities, resist doing what would make sense for the long-term sustainable management of space as a global commons because they do not think about space in the same way that environmentalists, international lawyers, or collective action theorists do. People who believe that access to and use of space can be controlled for strategic gains relative to potential competitors sometimes invoke the “space as a global commons” phrase as a way to assert their own right to use space without interference from others without acknowledging that other users have similar rights, and that all rights in space confer corresponding responsibilities. An extreme form of this view argues that the United States should become a space hegemon to police the shared environment, protect peaceful uses, and prevent anyone else from accessing or using space for hostile purposes.21 Less extreme forms of adversarial thinking also impede functional cooperation by limiting willingness to share space surveillance information and restricting exports of technologies that could help with debris mitigation, space traffic management, and the optimization of scarce resources. The more such adversarial logic dominates decisions about space, the less likely U.S. or foreign decision-makers will be to forego short-term gains and future flexibility in order to protect space from environmental degradation and to avoid social disapproval.

Link – military space

Genuine cooperation in space requires accepting limits on US military space policies – the plan reverses progress towards rules of the road
Hitchens, 7 – director of the Center for Defense Information (Theresa, STATEMENT BY BEFORE THE NATIONAL SECURITY AND FOREIGN AFFAIRS SUBCOMMITTEE HOUSE OVERSIGHT AND GOVERNNMENT REFORM COMMITTEE ON WEAPONIZING SPACE: IS CURRENT U.S. POLICY PROTECTION OUR SECURITY? MAY 23, http://www.cdi.org/PDFs/HitchensTestimony.pdf)
How can this negative situation be reversed? As a first step, the U.S. government needs to establish a policy of engagement with other space-faring nations. At a minimum, the United States needs to do more to explain its views, policies and intentions to the rest of the world, in particular to allied and friendly nations. Moreover, Washington must discard the current unilateral, militarized approach in favor of establishing a foundation of collective security in space. In other words, the U.S. government must exhibit a willingness to take into account the security concerns of other space-faring nations and recognize that rejection of rules of behavior in space opens the door toward overtly negative actions, as the Chinese test attests. Keeping military options open, as the United States has been attempting to do in space, is at the same time closing the door to other options that might more cheaply and reliably ensure the safety of U.S. space assets. The acceptance of some limitations on U.S. space operations would be in U.S. interests if those limitations were applied to all space actors. It is thus in U.S. interests to support international efforts to establish “rules of the road” that spell out what is acceptable and unacceptable behavior in space, and a specific “space traffic management” regime for peacetime operations.

Link – passive defenses

Prior bad acts from the US means that even legitimate defensive steps will be perceived as threatening
Hitchens, 7 – director of the Center for Defense Information (Theresa, STATEMENT BY BEFORE THE NATIONAL SECURITY AND FOREIGN AFFAIRS SUBCOMMITTEE HOUSE OVERSIGHT AND GOVERNNMENT REFORM COMMITTEE ON WEAPONIZING SPACE: IS CURRENT U.S. POLICY PROTECTION OUR SECURITY? MAY 23, http://www.cdi.org/PDFs/HitchensTestimony.pdf)

Further, other responses to counter perceived space threats are possible, such as increased efforts at computer intrusion, efforts to develop on-orbit anti-satellites or methods to attack launch facilities. Erosion of the norm against attacking satellites would mean that all satellites, commercial, civil and military, would become fair game. Thus, the United States now potentially faces a nightmare in space caused in no small part by its own behavior: a Wild West environment with every space-faring nation cocking a trigger, putting U.S. commercial, civil and military space assets more at risk than ever before.  
Given the growing importance of space to every nation’s economic development and national security, it is simply not realistic to believe that the United States can impose its will upon other space actors or that the United States can establish unchallenged military dominance in space. Instead, the perception that this is precisely what Washington has been trying to do has resulted in the isolation of the United States politically, engendering the widespread perception that the United States itself is the nation posing the biggest threat to global security in space. Indeed, at this point, even every legitimate step the U.S. military takes to protect its own space assets is now being seen as threatening to other nations. Further, U.S. allies are increasingly distancing themselves from Washington in the civil, commercial and military space arenas; Russia and China meanwhile are making in-roads in commercial and civil cooperation with Europe as well as developing nations. And other space-faring nations are seriously considering efforts to establish new rules for behavior in space without any input from the United States. In other words, the U.S. emphasis on the exercise of “hard power” in space is threatening U.S. ability to use space as a “soft power” tool. 
Even defensive hardening efforts trigger and arms race – competition, reduced deterrence and cost
Jakhu 2010 - Institute of Air and Space Law, McGill University (Dr. Ram , with Cesar Jaramillo Managing Editor, Project Ploughshares, Phillip Baines (Department of Foreign Affairs and International Trade, Canada),), John Seibert (Project Ploughshares), Dr. Jennifer Simmons (The Simmons Foundation), Dr. Ray Williamson (Secure World Foundation). “Space Security 2010.” Spacesecurity.org. August 2010. http://www.spacesecurity.org/space.security.2010.reduced.pdf. pp. 119-167. Accessed June 21, 2011.

The security dynamics of protection and negation are closely related and, under some conditions, protection systems can have a negative impact on space security. Like many defensive systems, they can stimulate an arms escalation dynamic by motivating adversaries to develop weapons to overcome protection systems. Conceivably, robust protection capabilities could also reduce the fear of retaliation in a space actor that possesses said capabilities, thus lowering the threshold for attempting the negation of spacecraft. In addition, effective protective measures can have significant cost implications, and can thereby reduce the number of actors with secure use of space.

Accelerating space defenses will be perceived as the first steps towards weaponization in the context of current Air Force doctrine
Krepon et al, 11 – President of the Henry L. Stimson Center, also Theresa Hitchens, Director of the United Nations Institute for Disarmament Research and Michael Katz-Hyman, Research Associate at the Henry L. Stimson Center on the Space

Security and South Asia Projects (Michael, Toward a Theory of Space Power: Selected Essays, February, http://www.ndu.edu/press/lib/pdf/spacepower/spacepower.pdf)

Responsible hedges by the United States include increased situational awareness, redundancy, and cost-effective hardening of satellites and their links. The strongest hedge the United States possesses is its superior conventional military capabilities, including long-range strike and special operations capabilities. Since an attack on a satellite can be considered an act of war, the United States could respond to such an attack by targeting the ground links and launch facilities of the offending nation or the nation that harbors a group carrying out such hostile acts. Far more punishing responses might be applicable. A hedging strategy is also likely to include ground-based research and development into space weapons technologies, activities that are under way in major spacefaring nations. The demonstration of dual- or multi-use space technologies that could be adapted, if needed, to respond to provocative acts would constitute another element of a responsible hedging strategy. Such technologies could include on-orbit rendezvous, repair, and refueling technologies and other proximity operations. These activities are also essential for expanded scientific and commercial use of space and would be key enabling technologies for long-duration missions such as the return to the Moon and the exploration of Mars.

A prudent hedging strategy would also align U.S. military doctrine and declaratory policy with America's national security and economic interest in preventing weapons in space and ASAT tests. In the context of a proactive Air Force counterspace operations doctrine and official disdain for negotiations that might constrain U.S. military options in space, the hedging strategy we advocate might be perceived as preliminary steps toward the weaponization of space, which we would oppose. Wise hedging strategies would also be accompanied by constructive diplomatic initiatives.

The flight-testing of multipurpose technologies, the possession of dominant power projection capabilities, and the growing residual U.S. military capabilities to engage in space warfare should provide a sufficient deterrent posture against a "space Pearl Harbor."4 These capabilities would also clarify that the United States possesses the means to defend its interests in a competition that other major space powers claim not to want, as well as to react in a prompt and punishing way against hostile acts against U.S. space assets.

If all responsible spacefaring nations adhere to a "no further ASAT test" regime, and an adversary still carries out a "space Pearl Harbor" by using military capabilities designed for other purposes, the United States has the means to respond in kind. U.S. latent or residual space warfare capabilities exceed those of other spacefaring nations and are growing with the advent of ballistic missile defenses. We maintain that the existence of such capabilities constitutes another element of a hedging strategy, while providing further support for our contention that dedicated ASAT tests and deployments are both unwise and unnecessary.

Space Preservation and Growth Strategy

A successful hedging strategy preserves and grows U.S. spacepower. In contrast, the flight-testing and deployment of dedicated ASAT and on-orbit weapons produce conditions whereby U.S. space assets are unlikely to be available or could be gravely impaired when needed. Space control operations that foster the preservation and growth of U.S. spacepower are to be welcomed; space control operations that would have the net effect of placing U.S. satellites at greater risk are to be avoided.

The U.S. Air Force's doctrine on space control operations, Counter-space Operations, requires the identification of adversary space assets and space-related capabilities on Earth. Identified targets include on-orbit satellites (including third-party assets), communication links, launch facilities, ground stations, and command, control, computers, communications, intelligence, surveillance, and reconnaissance (C4ISR) resources.5 Many of these satellites or space-related assets can be targeted using multipurpose conventional capabilities. For example, launch facilities and ground stations can be targeted by ground forces, warships, and air-power. Communication links can be jammed using proven systems, and elements of C4ISR can be neutralized using cyber attacks. Many space powers possess these capabilities to varying degrees, which may help explain why dedicated systems to attack satellites have rarely been flight-tested or deployed.

The plan’s pursuit of space control means even defensive measures are seen as hostile acts
Hitchens, 7 – director of the Center for Defense Information (Theresa, High Frontier, March, http://www.afspc.af.mil/shared/media/document/AFD-070322-103.pdf)

It also must be remembered that the European public, in particular, has traditionally been actively hostile to the concept of 
ASAT operations and weapons in space—for example, President Ronald W. Reagan’s Strategic Defense Initiative in the early 1980s prompted widespread controversy (and even demonstrations) in Europe.  While the new NSP does not explicitly commit the US to the development and/or deployment of ASATs, space-based missile defenses, and space-based offensive weapons, it does not rule out such actions—and its language arguably threatens the use of force in space against adversaries, thus implying the use of such weaponry.13  Further, statements by administration officials and other official DoD documents regarding space-based missile defenses and “space control” make clear that there is a desire within the US government to pursue these capabilities and technologies.14  For example, in June 2006, John Mohanco, deputy director of the State Department’s Office of Multilateral Nuclear and Security Affairs, told the Conference on Disarma-ment in Geneva that the US government “will continue to explore the possible role that space-related weapons may play in protecting our assets.”15 
Link – Space situational awareness

Space situational awareness is key to offensive Space negation – it gives us the ability to target enemy satellites
Jakhu 2010 - Institute of Air and Space Law, McGill University (Dr. Ram , with Cesar Jaramillo Managing Editor, Project Ploughshares, Phillip Baines (Department of Foreign Affairs and International Trade, Canada),), John Seibert (Project Ploughshares), Dr. Jennifer Simmons (The Simmons Foundation), Dr. Ray Williamson (Secure World Foundation). “Space Security 2010.” Spacesecurity.org. August 2010. http://www.spacesecurity.org/space.security.2010.reduced.pdf. pp. 119-167. Accessed June 21, 2011

This chapter assesses trends and developments related to the research, development, testing, and deployment of physical capabilities to negate the use of space systems, which includes Earth-to-space and space-to-space interference, as well as electromagnetic and cyber attacks. The focus here is on technical capabilities and not the intent of actors to use them. While this chapter touches on the development of space surveillance capabilities, which is a key enabling technology for space systems negation, Space Situational Awareness (SSA) is covered as a separate space security indicator in Chapter 2. Space systems negation efforts can involve taking action from the ground or from space against the ground-based components of space systems, the communications links to and from satellites, space launchers, or satellites themselves. Negation can be achieved through the application of cybernetic or electronic interference, conventional weapons, directed energy (lasers), or nuclear capabilities used to carry out what are often referred to in the US as the five Ds: deception, disruption, denial, degradation, and destruction.1 Many space negation capabilities are derived from widely available military equipment, technology, and practices. These include conventional attacks on ground stations, hacking into computer systems, jamming satellite communications links, using false radio transmissions (spoofing), or simple camouflage techniques to conceal the location of military space assets. Space negation capabilities that involve attacks on satellites themselves are more sophisticated. With the exception of ground-based laser dazzling or blinding, a basic launch capability is required to directly attack a satellite. Space surveillance capabilities are also required to effectively target satellites in orbit. Some space-based negation techniques require highly specialized capabilities, such as precision maneuverability or autonomous tracking. Degradation and destruction can be provided by conventional, directed energy, or nuclear anti-satellite (ASAT) weapons.2 Conventional anti-satellite weapons include precisionguided kinetic-intercept vehicles, conventional explosives, and specialized systems designed to spread lethal clouds of metal pellets in the orbital path of a targeted satellite. A space launch vehicle with a nuclear weapon would be capable of producing a High Altitude Nuclear Detonation (HAND), causing widespread and immediate electronic damage to satellites, combined with the long-term effects of false radiation belts, which would have an adverse impact on many satellites in low Earth orbit (LEO).3

Link – active defenses

Active defenses will be perceived as weapons

Krepon, 3 – president of the Henry Stimson Center (Michael, Space Assurance or Space Dominance? THE CASE AGAINST WEAPONIZING SPACE, http://www.stimson.org/images/uploads/research-pdfs/spacebook.pdf)
An alternative to maneuverability would be to provide important satellites with their own means of self-defense, such as explosive charges or small homing missiles to destroy ASATs before they can carry out attacks. To be effective, this self-protection measure would require shooting first, rather than waiting to find out whether an approaching object were an ASAT—unless, of course, warfare has already begun. The flight-testing and deployment of weapons in space designed to defend satellites from attack would be indistinguishable, for all practical as well as for space policy purposes, from the flight-testing and deployment in space of offensive weapons. Put another way, preemptive defense of satellites could also be employed as a preemptive offense. Moreover, the military utility of defending satellites by offensive means in space might be limited against sophisticated, maneuverable ASATs. The creation of space debris resulting from an active defense in space could also impair satellite operations.
Link – Space based BMD

Space based BMD increases first strike incentives

Morgan, 10 - defense policy researcher working in RAND Corporation's Pittsburgh Office. Prior to joining RAND in January 2003, Dr. Morgan served a 27-year career in the U.S. Air Force (Forrest, “Deterrence and First-Strike Stability in Space,”

http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA522541&Location=U2&doc=GetTRDoc.pdf
Ballistic missile defense (BMD) systems that also have ASAT capabilities would likely affect first-strike dynamics in space in ways that mirror counterspace weapons. Systems with orbital components that could attack other satellites would, in a crisis with another spacefaring nation that also had ASAT capabilities, exert pressure on that state to strike first, in an effort to save its own satellites from first-strike losses.16 Similarly, terrestrial-based BMD weapons capable of intercepting satellites, might also be threatening to a spacefaring opponent in a crisis, but first-strike pressures would not be as great as they would be if either of the adversaries had weapons in orbit.

In all of the foregoing cases, brandishing behaviors would make first-strike instability more severe, given space systems’ inherent vulnerabilities, as might explicit deterrent threats if they are not carefully tailored to support a coherent national strategy to enhance first-strike stability in space.
Space based interceptors cause accidental nuclear war – it increases threat perceptions in both the US and Russia

Graham 5 - former special representative of the president for arms control, nonproliferation, and disarmament, (Thomas Graham Jr “Space Weapons and the Risk of Accidental Nuclear War,” Arms Control Today, December, http://www.armscontrol.org/act/2005_12/Dec-spaceweapons.asp)

The United States and Russia maintain thousands of nuclear warheads on long-range ballistic missiles on 15-minute alert. Once launched, they cannot be recalled, and they will strike their targets in roughly 30 minutes. Fifteen years after the end of the Cold War, the chance of an accidental nuclear exchange has far from decreased. Yet, the United States may be contemplating further exacerbating this threat by deploying missile interceptors in space.

Both the United States and Russia rely on space-based systems to provide early warning of a nuclear attack. If deployed, however, U.S. space-based missile defense interceptors could eliminate the Russian early warning satellites quickly and without warning. So, just the existence of U.S. space weapons could make Russia’s strategic trigger fingers itchy.

The potential protection space-based defenses might offer the United States is swamped therefore by their potential cost: a failure of or false signal from a component of the Russian early warning system could lead to a disastrous reaction and accidental nuclear war. There is no conceivable missile defense, space-based or not, that would offer protection in the event that the Russian nuclear arsenal was launched at the United States.

Nor are the Russians or other countries likely to stand still and watch the United States construct space-based defenses. These states are likely to respond by developing advanced anti-satellite weapon systems.[1] These weapons, in turn, would endanger U.S. early warning systems, impair valuable U.S. weapons intelligence efforts, and increase the jitteriness of U.S. officials.

Space based interceptors increase overall threat perceptions and the risk of miscalc

Graham 5 - former special representative of the president for arms control, nonproliferation, and disarmament,  (Thomas Graham Jr “Space Weapons and the Risk of Accidental Nuclear War,” Arms Control Today, December, http://www.armscontrol.org/act/2005_12/Dec-spaceweapons.asp)

To see the path that a space test bed is likely to follow, one need only look at the present ground-based program: the Pentagon claims there is little true difference between a test bed and an operational deployment. Moreover, in space the deployment could be more dramatic. Although the current ground-based configuration envisions a few dozen interceptors, continuous space coverage over a few countries of concern would likely require a very large number of interceptors because a particular interceptor will be above a particular target for only a few minutes a day. Today’s missile defenses provide very little real protection as the United States currently faces no realistic threat of deliberate attack by nuclear-armed long-range missiles. But space weapons could actually be detrimental to U.S. national security. They would increase the perceived vulnerability of early warning systems to attack and cause Russia and perhaps other countries such as China to pursue potentially destabilizing countermeasures, such as advanced anti-satellite weapons.

Link – ORS

ORS is an enabler for ASAT deployment

Hoey, 6 - a Research Associate at the Institute for Defense and Disarmament Studies (Matthew, The Space Review, “Military space systems: the road ahead,” 2/27, http://www.thespacereview.com/article/563/1
ORS: moving toward space weapons and ASAT capabilities

Increases in funding for military space systems and the overall growth of the industry are being partially fueled by a military strategy called Operationally Responsive Space (ORS), directed by the Office for Force Transformation. ORS objectives are: for development, reduce the timeline from years to months; for deployment, reduce the timeline from months to hours; and for operations, reduce the timeline to continually or seconds. New systems will help make ORS a reality and revolutionize the space industry in two ways: by reducing the cost of space access and by streamlining the time and effort required to place assets in space. The first technology tier involves increasingly affordable launch vehicles and next-generation expendable launch vehicles. Companies such as Lockheed, Boeing, and SpaceX are making great strides in this arena, particularly SpaceX with the Falcon launch vehicle. Microcosm’s Sprite Mini-Lift vehicle, in development, is designed to be launched on eight hours’ notice and by the 10th launch will be able to place over 300 kilograms into LEO for $1.8 million—a dramatic reduction in launch time and cost. Although this system has not been tested one must ask that, if this technology is developed, what are the implications of such technological leaps?

The combination of affordable, short-notice launch capability with small satellite technology has the potential to revolutionize the space industry, especially military space systems. For example, ESPA is a structure developed by the Air Force Research Labs (AFRL) and the Space Test Program (STP) as a means to deploy small satellites. The ESPA stage is currently available only with the Atlas 5 or Delta 4 EELV, but similar deployment platforms could, in time, be developed and adapted to use with more affordable next-generation vehicles like Space X’s Falcon and the Microcosm’s Sprite. This would further reduce the cost of military space programs and commercial space launches.

As examples of how fast the small satellite industry is moving, consider SSTL, SpaceDev, and AeroAstro. Each of these small satellite developers uses different terminology to describe its satellite classes and has different weight standards. For example, the largest smallsat offered is called a mini-, micro- or small satellite, and the minimum weights for these range from 40 kg to 150 kg. As weights decline, the different companies use the terms micro- and nano- to refer to different weight ranges. Such variations are likely to continue for some time, and then gradually become more uniform across the space systems industry as this field continues to evolve.

AeroAstro, a space systems company based in Ashburn, Virginia, was founded in 1988. With just 50–60 employees, AeroAstro is conducting research and development for various government agencies including the intelligence community and the military. One AeroAstro project is the Escort program, about which the company boasts that direct engagement and ASAT capabilities are system objectives. The eventual applications are as follows:

Monitor space around a large satellite to detect attacks;

Stealthily inspect and monitor a large satellite;

Stealthily attack to permanently or temporarily disable a large satellite; and

Actively defend a large satellite against attacks by microsatellites.

The Air Force is a major funder of this program. Applications such as monitoring the international space station and the space shuttle are also foreseen, underscoring the dual-use potential of such systems.

SpaceDev is developing a technology called MoTV, maneuverable orbital transfer vehicle. A SpaceDev MoTV can be used as a standard propulsion module to transport a customer’s payload in orbit. The MoTV provides the change in velocity (delta-V) and maneuvering capabilities to support a wide variety of applications for on-orbit maneuvering, proximity operations, rendezvous, inspection, docking, surveillance, protection, inclination changes, and transfer. SpaceDev and other companies are utilizing TCP/IP-based command and control technology. SpaceDev demonstrated this technology with a satellite named Cosmic Hot Interstellar Plasma Spectrometer Satellite (CHIPSat). CHIPSat was the first US mission to use end-to-end satellite operations with TCP/IP and FTP utilizing SpaceDev-developed Windows NT-based mission control software—all running across a secure Internet link. This means that command and control can be achieved via an Internet connection and a desktop computer. We can expect that advances in computer and information systems over the next few years—undertaken independently of space-related programs—will significantly advance the technological foundation for military space applications. The steady increase is speed will lead to several obvious benefits: a reduction in footprint, a significant reduction in operation-and-maintenance costs, and the ability to directly view, process, exploit, and disseminate information throughout a theater of operations without reaching back to a fixed mission ground station. As faster systems are deployed and military benefits are reaped, there will be a further increase in the need to protect military space assets from a threat that is currently undefined.

Another recent advance involves what are called “re-docking cubesatellites.” Imagine a mother satellite with multiple “cubesats” loaded on board. Each would be no larger than 25 centimeters per side. These satellites could fly in formation, dock with other space assets, provide imaging, and, most importantly, perform inspections of other satellites. In theory, a cubesat might, for example, place a black swath of adhesive material over a satellite lens or solar array, and then remove it once the objective (concealment of some activity) has been met. This is referred to as a “stealth” satellite attack, an attack that duplicates natural phenomenon or is reversible. Once this act was executed the cubesat would return to the host satellite and re-dock via various means, such as electromagnetism. Once the cubesat returns to the host it would recharge its batteries and transfer images or data collected. With such systems the cubesat could return to the target satellite and reverse the attack once a conflict had passed or an objective had been achieved. This is a technology currently in the research stage, though universities—which make up for a large portion of the experiments in this arena—have been very active with re-docking cube satellites, with some projects being supported by the Air Force. Internet research and conversations with program personnel make clear that such systems are being pursued and are in various stages of research and development.

XSS, the Experimental Satellite Series, is one of the better-known rendezvous-capable satellite programs. It was developed by the Air Force Research Laboratory in concert with the Air Force Space Command, Air Force Space and Missiles Systems Center, NASA, the Naval Research Laboratory, and the defense contractors Boeing and Lockheed Martin—again offering an example of NASA’s close relationship with the military on rendezvous-capable satellites, which in time could have direct military applications.

The objective of the XSS is to perform on-orbit experiments to develop “a satellite-oriented space logistics and servicing capability.” In 1999 the US Air Force conducted a Microsatellite Technology and Requirements Study, which called for “the deployment, as rapidly as possible, of XSS-10-based satellites to intercept, image and, if needed, take action against a target satellite,” according to an unclassified summary published in 2000. Such tasks are achieved by the deployment of a microsatellite or satellites from a carrier vehicle to perform precision maneuvering to and around orbital assets. The XSS-10 was the first microsatellite in the series and was launched in 2003, performing experiments lasting 24 hours. The total project cost was approximately $100 million. The second generation is the 100-kilogram satellite XSS-11. Originally scheduled for launch in 2004, was launched on April 11, 2005 from Vandenberg Air Force Base aboard a Minotaur rocket. XSS-11 is expected to rendezvous with up to eight objects and perform proximity operations that will add to the US military’s space toolkit.

While the Air Force Research Laboratory (AFRL) argues that the XSS-11 could be used ultimately to provide the capability for proximity operations, observers worry that it could be tweaked into an anti-satellite weapon. Program manager Harold “Vern” Baker says, “We are staying a good ways away from it [its upper stage].” But AFRL is cutting it close: XSS-11 is supposed to get within two kilometers of the rocket. Such a capability to engage either with a rocket, enemy space asset, friendly space asset, or object in theory could be a precursor to an active defense capability or ASAT system. XSS-11 is another example of a rendezvous-capable satellite that blurs the line between commercial, civil, and military space applications while bringing industry, NASA, and the Department of Defense together on a project with potential uses that range from asset maintenance to peaceful inspection service to military interdiction capabilities. As of December 2005 the XSS-11 had completed more than 75 natural motion circumnavigations of the upper stage of the Minotaur 1 launch vehicle and performed proximity operations five to six times with the expended rocket body at distances between 1.5 kilometers and 325 meters.

The DART (Demonstration of Autonomous Rendezvous Technology) spacecraft was successfully launched on April 15, 2005 from Vandenberg Air Force Base, California. During its time in space it successfully demonstrated a rendezvous capability, acquisition of the target spacecraft, and approach to within approximately 90 meters, according to the initial report on the mission. On April 22, NASA spokeswoman Kim Newton reported, “The DART spacecraft did make contact with the target satellite during the rendezvous phase of the mission and boosted it into a slightly higher orbit.” Newton added that neither DART nor its target satellite (a retired US military spacecraft called Multiple Path Beyond Line-of-Site Communication satellite or Mublcom) appeared to have been damaged in the incident. The computer-guided DART spacecraft was equipped with an advanced video guidance sensor and a Global Positioning System (GPS) receiver to allow DART to approach its target. Program leaders include NASA’s Marshall Space Flight Center and Orbital Sciences Corporation. DART was designed to approach within five meters of Mublcom without any guidance from spacecraft operators on the ground and to perform a series of maneuvers. The entire mission was expected to last less than 24 hours and cost an estimated $110 million. It ended when the system ran out of fuel.

Like the XSS, this program brings together technologies similar to those needed for a direct-engagement ASAT system and has performed operations nearly identical to those required to attack an enemy space asset. Both systems bring together NASA, the military, defense contractors and commercial space entities. In addition, like the XSS the DART system has legitimate peaceful applications—though these applications are in fact precursors to an operable ASAT system and the research sponsored in part by NASA in time may be used in a military ASAT system.

The Orbital Express Space Operations Architecture program seeks to validate the technical feasibility of robotic, autonomous in-orbit refueling and reconfiguration of satellites in support of a broad range of future US national security and commercial space programs. Refueling satellites will enable frequent maneuvers to improve coverage, change arrival times to counter denial and deception and improve survivability, as well as extend satellite lifetime. These abilities are revolutionary and will provide extensive benefits to the military and commercial space systems, reducing costs and thus passing value to customers using various services. According to the Defense Advanced Research Projects Agency (DARPA), Orbital Express can support deployment and operations of microsatellites for missions such as space asset protection and sparse aperture formation flying, or deploy nanosatellites for inspection to provide data to support satellite repair. Like other systems mentioned in this presentation, this one is being developed jointly by the military, a defense contractor (Boeing) , and NASA. It is a dual-use system with clear commercial and military applications. Orbital Express is scheduled for launch in 2006.

What are the implications of development and deployment of an ASAT system?

For hundreds of years countries used shipping blockades and trade embargos to cripple opponents’ economies and compromise the rival nations’ military efforts and movement. As military technology evolved during World War 2, nations began to explore technological means of electronic communications and the means to defeat those systems. During the armed conflicts and diplomatic confrontations of recent decades, economic sanctions have been used to cripple a nation’s economy, as was the case in Iraq in the 1990s. Today and even more in the future, as we rely increasingly on space systems for trade, communications, imaging, intelligence gathering, military targeting and navigation, and other functions, the objectives of war planners can and will be achieved by attacking, compromising, or temporarily rendering inoperable a nation’s space assets. Whether or not these objectives are beneficial to the war planner and our national security is another question. This will occur without the need for UN approval, without the need for overflight permission, and on short demand (if the objectives of operationally responsive space become a reality)—if the international community fails to set the “rules of the road” for space.

In sum, we have three rapidly evolving technologies that will accelerate military space projects and make them more affordable. These are: short-notice launch capabilities; next generation small satellites that significantly reduce launch costs and are capable of direct engagement; and ESPA-ring technologies and similar deployment stages for launch vehicles. Technology forecasting suggests that once fully integrated, these technologies will significantly reduce the cost of the militarization of space process and its transition to weaponization. Programs are in development, the defense and research communities are hard at work, and there is no adequate international legal framework in place to ensure that ASAT systems and weapons will not be placed in space. Weaponization will first be initiated in space asset protection systems, built on small satellite platforms, under the guise of asset protect systems with active defense capabilities. Once such systems are in place, the act of attacking or compromising an enemy space system will be limited only the intention of the user. The road to space being weaponized may also be shortened thanks in part to a space-based missile defense system—should it be developed.

1nc SSP links

Unilateral U.S. SSP causes an international backlash against hegemony

Glaser, 8 - aerospace engineer, vice president at Arthur D. Little, consulting on consulting projects in aerospace, solar energy, and materials science (Peter, Ad Astra, Interview, “An energy pioneer looks back”, Spring, http://www.nss.org/adastra/AdAstra-SBSP-2008.pdf) //DH

Glaser: Since it would be such a huge undertaking, I think it would be best accomplished at an international level, perhaps even managed by the United Nations. Each country could contribute their best effort, and then each country would reap the benefit of cheap and plentiful power from the sun. We could utilize the knowledge of all the nations that have been researching space- based solar power. If only one country has the satellites, the international community will worry that the technology will be misused. With every nation taking part in the planning, building, and operation of the system, there would be inherent transparency, oversight, and equality. There would be no secrets, and no country would be left in the dark. 

On the other hand, if one nation decides to build the system, all hell may break loose. There would be distrust and a huge shift in the balance of power. Any nation with such a system would not only have an advantage in space, but they would have economic and military advantages on the ground as well. And there are many countries taking the idea of solar power from space much more seriously that we are in the United States. I would prefer to see a network of power satellites built by an international effort. 

And it is perceived as a weapons deployment

Pop, 2k – PhD Student, University of Glasgow Law School (Virgiliu, “SECURITY IMPLICATIONS OF NON-TERRESTRIAL RESOURCE EXPLOITATION”, http://www.geocities.com/virgiliu_pop/publications/security.pdf)
The SPS system, although not directly aimed at countering strategic ballistic missiles, might be accused of having an ABM “hidden agenda”, given its real ABM capabilities. Indeed, “[i]t was speculated that a high-energy laser beam could function as a thermal weapon to disable or destroy enemy missiles”22. Foldes also considers that one of the most logical offensive uses of SPS can include the “microwave heating of other space objects”23. OTA believes that “[a]lthough unlikely, use of the SPS for directed-energy weaponry, either directly, or as a source of energy to be transmitted to remote platforms, or for tracking, would be regulated by the ABM Treaty. Use of the SPS for ABM purposes would hence be banned”24. 

2nc SSP links

Unilateral SSP development increases perceptions of U.S. unilateralism

Schwab, 2 – director of the Homeland Defense Institute, former fellow with the Space Security Working Group of the Eisenhower Institute, and currently serves on the steering committee of the International Association of Space Entrepreneurs (Martin, “The New Viability of Space Solar Power:  Global Mobilization for a Common Human Endeavor” 4/15, http://web.archive.org/web/20060102081311/www.homeplanetdefense.org/Space+Solar+Power1.pdf) (Note – while this link works, a text search in google won’t - you will need a web archive search on homeplanetdefense.org to find this)

With regard to Ridges’s call for mitigation of any and all potential disasters, SSP should definitely be on the list of ideas that would make U.S. energy infrastructure more secure. A useful model for how to implement SSP energy for all the nations on Earth would be the ongoing efforts and challenges faced in building the International Space Station (ISS). While this paper does not examine all the irregularities regarding the ISS, it is hoped that successes and lessons learned in international cooperation via the ISS would be applied to future SSP projects. Unilateral development of SSP by the U.S. would only add to the growing perspective of the U.S. as an overbearing and arrogant hegemon. This dangerous perspective held by even the closest U.S. allies could at least be partially mitigated through international engagement in developing secure energy for planet Earth.  
SSP directly causes space weaponization

Ramos 2k – US Air Force Major, Thesis submitted for the AIR COMMAND AND STAFF COLL MAXWELL Air Force Base (Kim, “Solar Power Constellations: Implications for the United States Air Force,” April, http://handle.dtic.mil/100.2/ADA394928)

Force Application 

United States Space Command developed four operational concepts to guide their vision. One of those operational concepts is global engagement.  The USSPACECOM Long Range Plan defines global engagement as an “integrated focused surveillance and missile defense with a potential ability to apply force from space.”27  This application of force from space involves holding at risk earth targets with force from space.28  New World Vistas identifies several force application technologies.  One of the technological issues associated with developing these space force application technologies is that they all require large amounts of power generation.  A solar power satellite can supply the required power.  Two technologies in particular would benefit from integration with a solar power satellite, directed energy weapons, such as lasers, and jamming devices.

The space-based lasers currently under study accomplish ground moving target indication, and air moving target indication, which would be part of missile defense.29  The main difficulty with the laser is designing a power plant, which can produce the required energy in space without the enormous solar arrays required.  By using a solar power satellite to beam power to the laser, this eliminates the problem. 

Another project, which would benefit from integration with a solar power satellite, is a device, which would beam RF power to a particular geographic location to blind or disable any unprotected ground communications, radar, optical, and infrared sensors.30 As with the laser and other directed energy applications, the limiting factor right now is generating enough power in space to energize the RF beam. 
SSP development violates the Outer Space Treaty – it will be treated as a weapon of mass destruction

Pop, 2k – PhD Student, University of Glasgow Law School (Virgiliu, “SECURITY IMPLICATIONS OF NON-TERRESTRIAL RESOURCE EXPLOITATION”, http://www.geocities.com/virgiliu_pop/publications/security.pdf)
2.1.  Mass Destruction Capabilities 

Article IV of the Outer Space Treaty outlaws placement “in orbit around the Earth” of “any (...) kinds of weapons of mass destruction (...).” Weapons of mass destruction were defined in 1948 by the UN Commission for Conventional Armaments as “those which include atomic explosive weapons, radioactive material weapons, lethal chemical and biological weapons, and any weapons developed in the future which have characteristics comparable in destructive effect to those of the atomic bomb or other weapons mentioned above” [UN document S/C.3/32/Rev.1, August 1948]. 

Given the “evolution” of the means of warfare since 1948, the UN General Assembly passed Resolution 51/37 of 7 January 1997 [A/RES/51/37] in which it expresses its determination 

“to prevent the emergence of new types of weapons of mass destruction that have characteristics comparable in destructive effect to those of weapons of mass destruction identified in the definition of weapons of mass destruction adopted by the United Nations in 1948” and it 

“[r]eaffirms that effective measures should be taken to prevent the emergence of new types of weapons of mass destruction”. 

As seen from above, there is no exclusivedefinition of weapons of mass destruction; in 1996, the US Secretary of State Warren Christopher classified the landmines as “weapons of mass destruction in slow motion”5. 

Given the lack of a precise definition, the Office of Technology Assessment of the United States Congress considers that it is unclear “[w]hether an SPS’s microwave or laser capabilities would class it as a weapon of “mass destruction” and hence make it illegal under the 1967 treaty”, but “it is very likely that such charges would be made in the event of SPS deployment”6. In order to analyse their (dis)qualification as weapons of mass destruction, one must examine the possible destructive effects of the SPS technology. 
Microwave beams are electromagnetic weapons and can destroy power systems

Pop, 2k – PhD Student, University of Glasgow Law School (Virgiliu, “SECURITY IMPLICATIONS OF NON-TERRESTRIAL RESOURCE EXPLOITATION”, http://www.geocities.com/virgiliu_pop/publications/security.pdf)
High power microwaves (HPM) are a new means of warfare. The use of microwaves as the means of transmission of energy between the SPS and the ground based collecting rectenna may qualify them as electromagnetic weapons. The most widely acknowledged effect of HPM is “disruption of electronic systems”, able to “reset computers, cause complete loss of stored data and/or cause microprocessors to switch operating modes”7. This would “produce substantial paralysis in any target system, thus providing a decisive advantage in the conduct of Electronic Combat, Offensive Counter Air and Strategic Air Attack”8. In the same time, a HPM attack directed at an aircraft “could corrupt the plane’s control and navigation systems enough to cause a crash”9. 

Although of a non-lethal nature10, the effects of electromagnetic weapons are significant, ranging from “nuisance to catastrophic”11. Thisled experts to consider them as “Weapon[s] of Electrical Mass Destruction”12. Indeed, the reliance of today’s society on electronic andcomputer systems makes it extremely fragile; a HPM attack would have far more catastrophic effects than the Millennium Bug13. 

SPS mirrors could be used to set cities on fire

Pop, 2k – PhD Student, University of Glasgow Law School (Virgiliu, “SECURITY IMPLICATIONS OF NON-TERRESTRIAL RESOURCE EXPLOITATION”, http://www.geocities.com/virgiliu_pop/publications/security.pdf)
Another “mass destruction-like” effect may be presented by the SPS that would use lasers instead of microwaves as means of transmission of energy and that may also have the capacity to cause catastrophic fires on enemy territory. Gerrard and Barber note that “ there is some debate as to whether nuclear- powered lasers are [weapons of mass destruction]”14. The same may be true in the case of use of orbiting solar mirrors: it may “become technically feasible to concentrate solar energy in certain areas of the earth and thereby cause fires, scorch the earth, or cause floods”15. Precedents of the use of solar rays as a weapon exist as far back as the 3rd Century BC, when Archimedes is said to have put fire to the Roman fleet invading Syracuse by using solar rays concentrated by mirrors.

SSP can be used to jam enemy communications and light up battlefields

Pop, 2k – PhD Student, University of Glasgow Law School (Virgiliu, “SECURITY IMPLICATIONS OF NON-TERRESTRIAL RESOURCE EXPLOITATION”, http://www.geocities.com/virgiliu_pop/publications/security.pdf)
The SPS potential of jamming of enemy radio communications is considered to be “significant”34 and one of “the most logical offensive uses of SPS”35. Orbital solar mirrors could be used to intimidate the enemy and to illuminate the battlefields during an attack.  Given their dimensions, SPS can serve as a “space launching pad”36 and repair facilities37. The SPS “would be able to transmit power to remote military operations anywhere needed on earth”38. 
Link – Lunar development

The plan undermines a cooperative program for lunar development – the push for hegemony wrecks US space leadership

Friedman 11 – Former Executive Director of The Planetary Society (30 years). [Lou Friedman, “American leadership,” The Space Review, Monday, February 14, 2011, http://www.thespacereview.com/article/1778/1)

American leadership in space is much more desired that resented—except when it gets used unilaterally, as in the past Administration’s call for “dominance in cislunar space.” Asian countries (China, Japan, India) are especially interested in lunar landings; Western countries, including the US, much less so. However, cooperating with Asian countries in lunar science and utilization would be both a sign of American leadership and of practical benefit to US national interests. Apollo 11 astronaut Buzz Aldrin has been a leader advocating such cooperation. At the same time American leadership can be extended by leading spacefaring nations into the solar system with robotic and human expeditions to other worlds.

The US can’t do everything alone. Climate monitoring, Earth observation, space weather prediction, and ultimately asteroid deflection are huge and vital global undertakings that require international participation. That is also true with exploration projects sending robots and human to other worlds. American leadership in these areas is welcomed and used by other countries, even as they develop their own national programs. The US government should make more of this and not treat it as an afterthought—or even worse, prohibit American leadership as the House of Representatives is doing this week by banning any China collaboration or cooperation. (The proposed House continuing resolution for fiscal year 2011 prohibits OSTP or NASA funds to be used for anything to do with China.)

On a bigger stage I was struck by the demands of the Egyptian protesters over the past few weeks for American leadership and engagement in reforming their country, while at the same time strongly resenting any American interference in their country. This demand for American leadership and opposition to American hegemony may seem inconsistent. It is not: it only emphasizes the need to recognize the difference and use leadership for cooperation and engagement. If we Americans do this in the space program, we will accomplish more in our many Earth, space science, and exploration projects, and we will raise higher the importance of the space program on the national and international political agenda.

The plan guarantees militarization of the moon and risks World War III
Hatch, 10 - Executive Notes and Comments Editor, Emory International Law Review (2010, Benjamin, Emory International Law Review, “Dividing the Pie in the Sky: the Need for a New Lunar Resources Regime,” vol. 24, rev. 229, http://www.law.emory.edu/fileadmin/journals/eilr/24/24.1/Hatch.pdf)RK
1. DO-NOTHING: The Wild West

DO-NOTHING systems impose no restrictions on commons users. n248 Rather, they permit free use (and abuse) of the system. A DO-NOTHING [*267] system would effectively be imposed on the Moon if the OST and Moon Agreement were repealed with no substituted agreement in their place. In combination with the natural KEEPOUT system governing the Moon, n249 the only factor preventing the Moon from being subjected to a tragedy of the commons would be the small number of actors dividing the vast expanse of the lunar surface. n250 On the other hand, with no legal regime for the Moon at all, the tragedy of the commons should be the least of humanity's worries. The total repeal of the OST and Moon Agreements would cause the Moon to cease being an object of international law, leaving it utterly free and open for the uses of the first claimants. Rather than create a regime to govern state interests over the Moon, this policy would cause the Moon to become the international equivalent of the Wild West. Rights to the Moon would be defined only to the degree that those rights could be protected.

The total repeal of the OST would almost certainly solve the Moon's economic problems generated by the tragedy of the commons. With no regulation or convoluted proprietary schemes and no legal mandate to provide for free riders, the disincentives that have suppressed lunar development would vanish. However, this total lack of lunar law would likely heighten the comparison to the Wild West - with no regulation, states would have an incentive to militarize the Moon and to engage in prolonged conflicts with other would-be users to gain monopolies and exclusive uses over valuable lunar resources. While a scheme rejecting all lunar regulation might lead to an era of free and open use of the Moon, it also may lead to World War III. 

Mining the moon violates the OST and triggers conflict
Brearley 6—University of Southampton research student (Andrew, “Mining the Moon: Owning the Night Sky?”, Astropolitics, 4:43-67, OCRed, ZBurdette)

The treaties that comprise international space law are simply not designed to answer detailed questions, they only establish prin-ciples upon which the human exploration of space occurs. This is highlighted by the differing approaches to the CHM within the Moon Agreement and UNCLOS III; the Moon Agreement simply defines the Moon as the CHM, while UNCLOS III provides all the information necessary for the establishment of the ISA.

Given the relative power that the US can exercise in space in comparison to other states, it is conceivable that it could make the decision to simply ignore legal questions concerning the rights to use lunar resources. As the US has not signed nor ratified the Moon Agreement, there is no legal restraint preventing it from ignoring that particular treaty. Given the preponderance of power that the US possesses, it could choose as well not to be bound by the provisions of the OST. Alternatively, if the Chinese program proceeds rapidly, China could attempt to utilize the Moon without reference to other states. Clearly, these scenarios lead to a conflict in space, which the space treaties intended to avoid. If it is assumed that the space powers continue in their wish to avoid the potential of such conflict, then resolving the legal uncertainties becomes an important policy objective.
Empirically the drive for resource access spurs conflict because the US will try to establish a monopoly over Helium 3
Hatch, 10 - Executive Notes and Comments Editor, Emory International Law Review (2010, Benjamin, Emory International Law Review, “Dividing the Pie in the Sky: the Need for a New Lunar Resources Regime,” vol. 24, rev. 229, http://www.law.emory.edu/fileadmin/journals/eilr/24/24.1/Hatch.pdf)RK
The historical conflicts over imperialist regimes and colonialism tend to suggest that when powerful states have an interest in amassing something that exists in large, previously un-owned quantities in one location, they will inevitably come into conflict with one another. States have a limited economic interest in the Antarctic, n218 and so they are unlikely to invest military assets and the necessary financing to vindicate or broaden their claim to something that is not generating them any wealth. In contrast, states seem to believe that they have potentially great economic interests in the Moon and, accordingly may have a correspondingly large motivation to have conflicts over it. n219

Exploration of the Moon will benefit humanity - on Earth, new technologies will be have to be developed to aid states in the new space race - and on the Moon, providing new opportunities for human growth and expansion. n220 Whatever name a regime wants to give to the Moon - res nullius [*262] or res communes - the Moon represents an unparalleled opportunity. Imagine a situation where one state was able to not only find large quantities of Helium-3 or some other valuable resource on the Moon but also succeeded in denying access to other states. That state would enjoy a tremendous economic advantage by cornering the market in some ultrarare, useful commodity. Resources by their nature breed conflict. n221 As demonstrated above, states will soon be converging on the Moon to reap the benefits that it may provide. Given the recent actions by the United States and China, and the spirit of conquest and competition that seems to be informing the current Moon rush, the vague and generic OST will not be able to sufficiently stop state conflict over the greatest economic opportunity in history.
III. A Survey of Resource Regulatory Schemes

Unfortunately, despite the recent surge in interest in humans returning to the Moon, the law of outer-space minerals generally remains governed by woefully inadequate devices that implicate the tragedy of the commons as well as violations of international peace.
Mining the moon for helium-3 would cause Russia and China to weaponize space

Beljac 7 Ph.D. Monash University (Marko, “He-3 Nuclear Fusion and Moon Wars”, May 22, http://sciencesecurity.livejournal.com/43875.html, MBIBAS) 


But the interest in the Moon by Washington, Moscow and Beijing (perhaps also the EU) is very interesting and if He-3 fusion is driving the agenda then it certainly opens up the prospect of conflict on the Moon and creates a perverse logic behind moves to weaponise space. If the US achieves “space control” it would have the ability to deny Moscow and Beijing the use of near Earth orbit, let alone the Moon and other sources of energy in the Solar System. If we are to take our quarrels into the Solar System then just what kind of a pathetic species are we?

Link – Space debris affs

The threat of space debris is what drives the US to the negotiating table over space weaponization

David, 5 - senior space writer for SPACE.com (Leonard, Bulletin of the Atomic Scientist, July, “The Clutter Above” Sage Journals Online)
Theresa Hitchens, vice president of the Center for Defense Information in Washington, D.C., notes that debris-causing weapons “present a danger to all satellites whether military, civilian, or commercial. It is also an environmental issue, if certain areas of space become so polluted that they are unusable. The world will suffer.”

Yet, it is precisely because of this universal threat to orbital navigation that Hitchens also sees a silver lining to the debris cloud. The concern over space debris could open the door to new multilateral dialogue on inhibiting the weaponization of space–perhaps even compelling a reluctant United States to take a seat at the negotiating table. “It seems to me that it would be in the U.S. military's interest to try to prevent other nations from developing debris-creating weapons, which are in fact easier to develop than high-power jammers and blinders,” she says. Furthermore, if the U.S. Air Force is ambivalent about kinetic energy and destructive weapon systems because of concerns about “space fratricide” from debris, it would have little to lose through a treaty barring such weapons. It is the classic approach to arms control, Hitchens points out. You negotiate away something you don't really want in the first place and would be bad for others to have.

Link – Heavy lift

Heavy launch vehicles will be interpreted as a move to a global strike capability – it substantially increases the risk of miscalc

Brown 6 – liquid rocket engine system engineer for NASA and researcher at College of Aerospace Doctrine, Research, and Education (Kendall K., Air and Space Power Journal Summer 2006, “Is Operationally Responsive Space the Future of Access to Space for the US Air Force,” http://www.airpower.maxwell.af.mil/airchronicles/apj/apj06/sum06/brown.html) NYan

Inclusion of a global strike capability might have a destabilizing effect on world affairs in times of heightened geopolitical tensions. Given an HLV that can deliver either a satellite payload to orbit or a common aero vehicle with a strike weapon to a terrestrial target, a third-party nation might detect the launch and fear a nuclear attack by the United States. Regardless of whether such fears have any foundation, the Cold War forged a paradigm that ICBMs deliver nuclear weapons, and a US adversary or a nation not friendly to the United States could have difficulty distinguishing the launch of an HLV from that of an ICBM with strategic weapons, despite the fact that the trajectories might differ. The world community would have to accept the uncertainty that a reentry vehicle could deliver a conventional precision-guided munition-in essence, we would be asking the world to trust us in a time of hostilities.

AT: Link not reverse causal

Current cooperation is reversible – the US is being closely watched for signs that it might deviate from its National Space Policy

Grego, 10 - senior scientist, UCS Global Security Program (Laura, “Next Steps for the United States” 12/15,
http://www.ucsusa.org/assets/documents/nwgs/space-security-next-steps-for-united-states-lgrego.pdf)

While this administration’s National Space Policy has many of the elements that we find essential, namely, emphasizing international cooperation rather than unilateral action, reaffirming that all countries have the same rights to the peaceful use of space, and it begins the process of taking a more balanced view of commercial, civil, and military uses of space.

It does, perhaps necessarily, lack some important detail and leave some important questions unanswered. For example, while advocating for the responsible use of space, it does not yet identify what “responsible” means. While it advocates for TCBMs, it misses an opportunity to make an important confidence building measure by strongly supporting and reinforcing long-held norms against stationing weapons in space and against disabling or destroying satellites.

While the NSP made many welcome changes in policy, the rest of the world is watching carefully to see evidence that these changes are durable.

The plan creates the perception that the Obama NSP is a hollow statement

Samson 10 - Secure World Foundation Washington Office Director  (Victoria, “The 2010 Obama Space Policy: Sustainability, International Engagement and Stability in Space,” Secure World Foundation, Sept. 29, 2010, http://swfound.org/media/1759/obama_spacepolicy_analysis_vs.pdf)

The Obama administration's new NSP clearly identifies the core challenges and priorities of space security and sustainability for the United States and provides the policy framework to allow the United States to deal with those challenges. However, much depends on how the branches of the U.S. government carry out the mandates presented in the new NSP. The Space Posture Review, being worked on at present by the Department of Defense and the Office of the Director of National Intelligence, will provide some insight on how the United States intends to implement the NSP’s guidelines when the Space Posture Review is released, potentially later this year.

The Obama administration’s Fiscal Year 2012 budget request, scheduled for release in early February 2011, will give some indication of the programmatic actions that can result from the new NSP. Efforts by the State Department will further illustrate whether or not the United States is truly serious about international cooperation or if Washington is only paying lip service to the concept.
The NSP sets the stage for potentially long-lasting effects that will allow the world to continue enjoying benefits from space. As the international space community continues to move towards creating and sustaining a stable outer space environment, it has the opportunity to use the NSP as both a guide post and as a starting point for international discussions for how best to do so. This major opportunity should not be bypassed.

***Cooperation good IMPACTS
Cooperation good – space debris

Space cooperation is vital to preventing economic and military collapse from space debris

Baseley-Walker and Samson, 10 - *legal and policy adviser AND ** Washington office director with the Secure World Foundation (Ben and Victoria, “Why the U.S. Needs to Reach Out in Space,” 2/15, http://www.spacenews.com/commentaries/100215-why-the-needs-reach-out-space.html)

As U.S. reliance on space systems for economic, military and civilian uses deepens, vulnerabilities in the space realm are becoming increasingly apparent. Since it seems likely that this dependence will only continue to grow, it behooves the United States to expand its scope in finding ways to protect its space assets.

Current U.S. thinking already recognizes the impact of international actors on U.S. activities, particularly when it comes to matters of national security. The interwoven nature of the global economy means that a downturn in one country can have — and does have — ripple effects elsewhere. In space, actions can have similar externalities: A collision on orbit can result in a debris cloud that can damage the space systems of many other space actors. The United States should worry about the space systems of others as much as it worries about its own.

Given the amount of services that space supports within the United States, achieving the sustainability of space is also a matter of economic security. Considering how much blurring there is between national satellite systems, a damaged satellite network, even of a foreign country, could have negative economic consequences for U.S. citizens who depend on its particular service. Also from an economic standpoint, instability and the resulting increase in risks to operating in space hit the U.S. financial bottom line.

As a result of these vulnerabilities and the interconnectedness of the space environment, the discussion on how to ensure the sustainability of space, crucial to protecting U.S. interests, should logically be widened to bring in other spacefaring nations.

As nations increase their investment in space, each player has more to lose in an unstable and unpredictable environment. While this may appear to result in a fragile international system, it can turn out to be to the benefit of all, and especially the United States. Security in space will likely be enhanced because of the increased numbers of actors having a direct stake in preserving the space environment. U.S. strategy must include both established space powers and nations that are new to the space game, since even the most inconsequential space actor might harm U.S. space activities, whether or not it deliberately intended to do so. In the space environment, ineptitude can often be as damaging as hostile intent.

Some in the United States look at space security as a zero-sum game: If one country increases its space activities, particularly if the activities are military in nature and that country is not an obvious U.S. ally, then that shift is seen to be to the detriment of international stability in general and a threat to the United States specifically. Some believe that as more nations become space powers, the resulting dilution of U.S. space dominance will weaken its security in space. This is the wrong attitude to take. Instead, this should be viewed as a chance to interest these space states in becoming accountable for their actions.

The next question is, how do we deal with space powers that are not necessarily our friends and that may be doing things we regard with suspicion? One punitive step often taken by the international community — applying economic sanctions — tends to alienate recalcitrant states. However, the effectiveness of sanctions is highly questionable, and whether they accomplish a change in unacceptable behavior is unclear. Ostracism also may be risky: Snubbing space powers may not do much more than shut out a country from discussions on proper space behavior, a move that may come back to haunt the entire international community.

It would seem prudent instead for the United States to actively support nations that wish to use space resources and become space powers, with due regard for other national security concerns. This process should not be viewed with suspicion but instead should be seen as a critical tool in a pragmatic strategy to protect U.S. space interests and assets.

U.S. policy must reflect the fact that outer space is an arena with distinct international challenges. Those nations that carry out activities in space, even if they operate only one small satellite, can have a significant and potentially terminal impact on those of even the biggest space player. If the United States wants to ensure that its activities in such a theater can continue unimpeded, it must include other countries in order to succeed.

Cooperation is vital to stop accidents over space debris

Fukushima 11—National Institute for Defense Studies

(February, 2011, Yasuhito, “An Asian perspective on the new US space policy: The emphasis on international cooperation and its relevance to Asia” Vol. 27, Issue 1, Science Direct)

Another reason the USA is in need of cooperation has something to do with the fact that outer space is a highly interdependent domain. Just as the maritime domain has several major routes for transportation called the sea lines of communication, highways for satellites (e.g. LEO and GEO) exist in outer space.12 These are shared by all spacefaring nations and non-state actors, and are becoming increasingly congested as satellites and space debris increase. In this context, the NSP states “the now-ubiquitous and interconnected nature of space capabilities and the world’s growing dependence on them mean that irresponsible acts in space can have damaging consequences for all of us.” The NSP also names the increase in the amount of space debris and the risks of satellite collisions as examples of challenges for the sustainable use of space. These descriptions are no doubt influenced by the results of two incidents - China’s 2007 ASAT test and the 2009 US-Russia satellite collision - which have occurred since the last NSP was released in 2006. These two incidents have made the challenges to the sustainability of the space environment more imminent, multiplying the number of catalogued LEO space objects by more than 60%.13

The Obama NSP clearly recognizes that international cooperation is vital in addressing these challenges. It states that not only the USA but other countries also share the responsibility and “calls on all nations to work together to adopt approaches for responsible activity in space.” Also, the section on international cooperation in the inter-sectoral guidelines specifies that the USA will pursue bilateral and multilateral TCBMs “to encourage responsible actions in, and the peaceful use of, space.” Now it is increasingly important for the USA to go beyond its traditional cooperation with allies and partners, and to expand cooperation with virtually all nations. Thus, the Obama administration sees international cooperation as a “key cornerstone” of its NSP not only to take advantage of growing opportunities, but also to maintain both US primacy in space, and the safety and security of space. For the USA now, international cooperation has been evolving from “nice to do” to “must do” status.

Cooperation is key to cleaning up debris

Klamper, 10 (Amy, Space News, “International Cooperation Emphasis of Obama Space Policy,” 7/2, http://www.spacenews.com/policy/100702-international-cooperation-emphasis-policy.html)

One area the administration views as ripe for international cooperation is developing options to counter the growing problem of orbital debris in an increasingly congested orbital environment. The urgency of this issue was driven home in early 2009 when a spent Russian satellite slammed into and destroyed an operational Iridium communications satellite.

“The policy seeks to minimize the creation of new debris and also to research operations for removing debris with other countries, and so you can see how international cooperation would be a very important foundation for this aspect of the policy,” Barry Pavel, senior director for defense policy and strategy at the White House National Security Council, said during a June 28 conference call with reporters.

US must continue cooperating—it’s key to solve space debris which is key to the economy

Logsdon 11-- Professor Emeritus of Political Science and International Affairs at George Washington University 

(February, 2011, John M., Space Policy,“Change and Continuity in US Space Policy” Vol. 27, Issue 1, p. 22-23, Science Direct, FS)

As public and private space efforts continue to increase, there is the very real possibility that proliferation of orbital debris, accidental collisions, or unintended radio-frequency interference could limit access to specific orbits. As the global economy becomes ever more dependent on space-based services, the possibility of disruptions of the ability to make reliable use of space could have profound economic consequences. As more countries make space systems an important element of their national security posture, the possibility of purposeful interference with, or the disabling or destruction of, those systems is a threat to global stability. Thus steps to limit these possibilities are of paramount importance in keeping the space environment a global commons available for all to use for peaceful and productive purposes. Recognizing the need for international norms to govern activities in space could be the most lasting heritage of the new US national space policy. 

Cooperation is key to prevent collisions, increase space situational awareness, and check counter space capabilities

Robinson 11-- Resident Fellow at  European Space Policy Institute 

(February, 2011, Jana, Space Policy, “Transparency and confidence-building measures for space security” Vol. 27, Issue 1, Science Direct, FS) 

Maintaining this leadership role, however, will require the formulation of achievable and meaningful TCBMs to reinforce agreements and shape space behavioural norms. It will also take an activist approach in multilateral and other fora concerning the definition of 21st century space security and the kinds of strengthened agreements needed for its component parts. Space situational awareness, orbital debris, radiofrequency interference, collision avoidance and new counter-space capabilities, to name a few, are all presenting policy makers globally with unprecedented challenges that will not wait. The tempo of space security dialogues will need to be intensified. Verification, compliance and enforcement will carry the greatest political and policy risks but also the largest positive potential for keeping space safe and secure. 

Cooperation is vital to solving space debris

Hayes, 9 - Lt Col, USAF, paper submitted to the Faculty of the Joint Advanced Warfighting School in partial satisfaction of the requirements of a Master of Science Degree in Joint Campaign Planning and Strategy (Tracey, “PROPOSAL FOR A COOPERATIVE SPACE STRATEGY WITH CHINA”, http://dodreports.com/pdf/ada530117.pdf)

Increase Space Environment Safety. Currently, there are over 890 operational satellites, owned and operated by 41 nations as well as a number of other countries working in consortiums with each other or with industry partners.120 As the number of nations tapping into the space resources increases, competition for real estate in space or more specifically, usable orbits and radio frequency spectrums, increase. Additionally, on-orbit collisions with space debris or other spacecraft are becoming increasingly worrisome.121 There are organizations and committees established to help facilitate some of these issues and provide rules of the road for space. For example, the International Telecommunications Union (ITU) was created in 1963 to coordinate space spectrum and prevent interference. The ITU is composed of governments who join as member states by signing the International Telecommunications Convention, as well as private commercial industry who join as “sector members” but have no voting rights.122 International efforts to control the effects and amount of space debris have resulted in the establishment of the Inter-Agency Debris Coordination Committee (IADC) in 1993 as a mechanism for space agencies to exchange information. The IADC is currently comprised of 11 member nations.123 The primary purposes of the IADC are to “exchange information on space debris research activities between member space agencies, to facilitate opportunities for cooperation in space debris research, to review the progress of ongoing cooperative activities, and to identify debris mitigation options.”124 The IADC sends recommendations and guidelines to the UN’s Committee on the Peaceful Uses of Outer Space (COPUOS) and, if agreed upon, they are forwarded to the UN General Assembly for approval.

As new players join the satellite “game”, there is bound to be a learning curve. The less experienced operators lack familiarity with the informal rules employed by longestablished players and often fail to comply with best practices such as launch notification, maneuvers and close approaches.125 The U.S. cooperation with China (and other nations) in this area could drastically reduce the potential number of accidents and increase the safety of operating in the space environment.

One way to ensure success would be to establish an international framework to outline “rules” and best practices for orbital insertion and maneuver. This could include a pre-launch notification system, safety provisions for manned space flight, intentional de-orbits and debris mitigation. Ensuring better access to the U.S. Space Surveillance Network (SSN) data and sharing lessons learned would be critical to the success of this venture.
The US is cooperating over debris mitigation now

Rendleman, 10 - Colonel, U.S. Air Force (Retired), (James, Astropolitics, 8:220–255, 2010, “A Strategy for Space Assurance,” Ebsco Political Science)

The challenge to protect U.S. space assets does not begin and end with dealing with threats posed by hostile state and non-state actors. As noted earlier, mankind’s destruction of the space environment itself also poses significant threats. The creation of orbital debris is a risk significantly exacerbated by 50-plus years of unsafe or irresponsible design and operation of space systems. The number of man-made objects and space debris being tracked by the United States Air Force systems are growing at an exponentially alarming rate. Velocities for space objects are significant, so even small objects, some as small as a paint chip, can impart significant damage to space systems they impact. The debris threats must be monitored, and situational awareness can help mitigate the threat.

Using global engagement to enhance an understanding and situational awareness of the space debris threat, the United States, other spacefaring nations, and the international commercial space sector are now cooperating and working to reinvigorate data sharing procedures in order to avoid, minimize, and manage the numbers of collisions and other space debris generating events.73 For example, the United States participates in the Inter-Agency Space Debris Coordination Committee (IADC). The IADC is an international forum that coordinates activities related to space debris. The primary focus of the IADC is to exchange information and facilitate cooperation on space debris research, mitigation options, and best practices. It involves eleven international governmental space agencies; the United States is represented by the National Aeronautics and Space Administration (NASA).

The United States, through U.S. Strategic Command (USSTRATCOM), Air Force Space Command (AFSPC), and NASA, has also been working to expand efforts to provide and share orbital data through the SSA Sharing Program to space operators.74 ‘‘The Air Force operates the world’s most capable space surveillance network, and commercial and other satellite operators have long relied on the service for information in order to reduce the chances of collisions with other spacecraft or orbital debris.’’75 The situational awareness issue is important enough that commercial satellite operators have begun to lay the ‘‘groundwork’’ for a process bywhich they ‘‘can share data previously deemed competition sensitive to avoid costly mishaps.’’76
--Space debris MPX – High Probability

The risk of space debris collision is increasing now

Mike Wall ‘11  - Wall is a senior writer at Space.com “Space Junk Threat Will Grow for Astronauts and Satellites” 4/5 http://www.space.com/11305-space-junk-astronauts-bigger-threat.html

Fast-moving chunks of space debris zipped uncomfortably close to the International Space Station twice in the past week — cosmic close calls that will likely become more common over the next several years, experts predict.

For one thing, after 50 years of spaceflight there is just more junk up there than there used to be, sharing space with vehicles and their human crews. And this debris can snowball — as when satellites collide, spawning thousands of new pieces of orbiting junk.

The sun is also entering an active period, which puffs up Earth's atmosphere and increases orbital drag — causing higher-altitude space debris to rain down on spacecraft below. Solar activity shouldn't hit its peak until 2012 or 2013, so orbiting astronauts may experience some more close shaves soon.

"I think that over the next two or three years, this is going to happen more often," NASA's Gene Stansbery told SPACE.com. Stansbery is the program manager of NASA's Orbital Debris Office at Johnson Space Center in Houston.

Recent space junk scares
The recent debris flybys at the space station are just the latest encounters between crewed spacecraft and space junk.

Tuesday (April 5), a piece of debris spawned by a 2007 Chinese anti-satellite test threatened the station and its three-person crew. It takes about three days' notice to move the station out of the way in a so-called "debris avoidance maneuver," NASA officials said. This piece wasn't detected in time.

So astronauts prepared to take shelter in their attached Soyuz spacecraft, which can serve as a sort of lifeboat. Spaceflyers have resorted to this strategy four or five times in the station's history, Stansbery said.

In the end, tracking data indicated that the debris would miss the station, so the astronauts did not have to hunker down in the Soyuz.

That debris encounter came four days after another close shave.

On Friday (April 1), flight controllers moved the space station clear of a piece of space junk left over from a 2009 collision between two satellites. The orbiting lab has made a dozen such debris avoidance maneuvers since 1999, five of them in the last 2 1/2 years, Stansbery said.

A growing problem
Pieces of space trash — which may be defunct spacecraft, abandoned launch vehicles, or fragments from satellite collisions — zip around Earth at speeds up to 17,500 mph (28,163 kph).

That's so fast that even orbiting paint flecks can damage a spacecraft. And there's a lot of this stuff — much of it larger and far more dangerous than paint flecks.

There are more than 20,000 pieces bigger than a softball, for example, and more than 500,000 bigger than a marble, according to NASA officials. Researchers are tracking more than 22,000 chunks of space debris in Earth orbit, but they can't watch it all.

The 2007 Chinese anti-satellite test added about 3,000 pieces of space junk to the orbiting population, NASA officials said. The 2009 collision — between a defunct Russian satellite and a U.S. Iridium communications satellite — contributed another 2,000 or so.

Sun is waking up

These 5,000 new fragments initially started out higher up in Earth orbit than the space station, which flies around the Earth about 220 miles (354 km) up. But they're starting to come closer to the station now, because solar activity is ramping up.

The sun is emerging from an extended quiescent period, and increased solar activity is causing Earth's atmosphere to expand, Stansbery said. As a result, the drag on high-altitude space junk is increasing, causing the stuff to spiral lower and lower.

"When the solar cycle is ramped up, that's typically when we get a lot of this rain-down from higher altitudes," Stansbery said.

Since the peak of solar activity is not expected until 2012 or 2013, astronauts aboard the station could be in for some more close calls in the near future, he added. [Video: The Sun Woke Up on Valentine's Day]

Prevention the best medicine
NASA and the U.S. Department of Defense work together to keep tabs on space junk. They also coordinate as much as they can with other nations, since space debris is a global problem.

"There is a lot of cooperation internationally on this topic," Stansbery said.

If it's hard to keep track of millions of pieces of space trash, it's even tougher to get rid of them. Removing the threatening junk would be nice, but at the moment doing so on a large scale remains out of reach.

"Our feeling is, that's still a long way off," Stansbery said. "It's a very difficult technological problem."

So as a result, prevention may be the best cure for the space-debris problem right now.

"We're still concentrating on producing as little debris as possible," Stansbery said.
Space debris is the most probable impact 

Leonard David, ‘11 - SPACE.com's Space Insider Columnist “Ugly Truth of Space Junk: Orbital Debris Problem to Triple by 2030” 5/9 http://www.space.com/11607-space-junk-rising-orbital-debris-levels-2030.html

COLORADO SPRINGS, Colo. — Dealing with the decades of detritus from using outer space — human-made orbital debris — is a global concern, but some experts are now questioning the feasibility of the wide range of “solutions” sketched out to grapple with high-speed space litter. 

What may be shaping up is an “abandon in place” posture for certain orbital altitudes — an outlook that flags the messy message resulting from countless bits of orbital refuse.

In a recent conference here, Gen. William Shelton, commander of the U.S. Air Force Space Command, relayed his worries about rising amounts of human-made space junk.

“The traffic is increasing. We’ve now got over 50 nations that are participants in the space environment,” Shelton said last month during the Space Foundation’s 27th National Space Symposium. Given existing space situational awareness capabilities, over 20,000 objects are now tracked. [Worst Space Debris Events of All Time] 

“We catalog those routinely and keep track of them. That number is projected to triple by 2030, and much of that is improved sensors, but some of that is increased traffic,” Shelton said. “Then if you think about it, there are probably 10 times more objects in space than we’re able to track with our sensor capability today. Those objects are untrackable … yet they are lethal to our space systems — to military space systems, civil space systems, commercial — no one’s immune from the threats that.
Tough neighborhood

From a probability point of view, General Shelton added, smaller satellites, more debris, more debris is going to run into more debris, creating more debris. [Video: Fragmentation: Growing Threat of Space Junk]

“It may be a pretty tough neighborhood,” Shelton continued, in low-Earth orbit and geosynchronous Earth orbit “in the not too distant future.”

When asked if the U.S. Air Force plans on funding space debris mitigation capability, Shelton responded: “We haven’t found a way yet that is affordable and gives us any hope for mitigating space debris. The best we can do, we believe, is to minimize debris as we go forward with our operations. As we think about how we launch things, as we deploy satellites, minimizing debris is absolutely essential and we’re trying to convince other nations of that imperative as well.”

Shelton said that, unfortunately, with the duration of most things on orbit, “you get to live with the debris problem for many, many years and in some cases decades. So minimizing debris is important to us and it should be to other nations as well.”

Point of no return

The concern over orbital debris has been building for several reasons, said Marshall Kaplan, an orbital debris expert within the Space Department at the Johns Hopkins University Applied Physics Laboratory in Laurel, Md.

In Kaplan’s view, spacefaring nations have passed the point of “no return,” with the accumulation of debris objects in low-Earth orbits steadily building over the past 50 years.

Add to the clutter, the leftovers of China’s anti-satellite (ASAT) test in 2007.

“The fact that this single event increased the number of debris objects by roughly 25 percent was not as important as the location of the intercept. The event took place at an altitude of 865 kilometers, right in the middle of the most congested region of low-orbiting satellites,” Kaplan pointed out.

Toss into the brew the collision of an Iridium satellite with an expired Russian Cosmos spacecraft in February 2009 — at an altitude similar to that of China’s ASAT test.

As a result of 50 years of launching satellites and these two events, the altitude band from about 435 miles (700 km) to a little over 800 miles (1,300 km) has accumulated possibly millions of debris objects ranging from a few millimeters to a few meters, Kaplan said.

Complex and very expensive

--Space Debris MPX – Commercial Projects

Space debris will destroy all commercial space projects 

Heidi Blake ’11 

Blake is an investigative reporter for The Daily Telegraph. She was nominated for Young Journalist of the Year and Scoop of the Year in the 2010 British Press Awards. She joined the newsroom in 2009 after spells at the Press Association and the Yorkshire Post and was named Journalist of the Year, Feature Writer of the Year and Diversity Writer of the Year in the 2007 Guardian Student Media Awards. 

“ Space so full of junk that a satellite collision could destroy communications on Earth ”2/1

http://www.telegraph.co.uk/science/space/8295546/Space-so-full-of-junk-that-a-satellite-collision-could-destroy-communications-on-Earth.html

Space is so littered with debris that a collision between satellites could set off an “uncontrolled chain reaction” capable of destroying the communications network on Earth, a Pentagon report warned. 

The volume of abandoned rockets, shattered satellites and missile shrapnel in the Earth’s orbit is reaching a “tipping point” and is now threatening the $250 billion (£174bn) space services industry, scientists said. 

A single collision between two satellites or large pieces of “space junk” could send thousands of pieces of debris spinning into orbit, each capable of destroying further satellites. 

Global positioning systems, international phone connections, television signals and weather forecasts are among the services which are at risk of crashing to a halt. 

This “chain reaction” could leave some orbits so cluttered with debris that they become unusable for commercial or military satellites, the US Defense Department's interim Space Posture Review warned last year. 

There are also fears that large pieces of debris could threaten the lives of astronauts in space shuttles or at the International Space Station. 

Cooperation solves China

Cooperation with China will decrease the risk of unilateral Chinese space development and break down the cycle of worst-case planning

Logan, 7 – Congressional Research Service  (Jeffrey, “China's space program: options for U.S.-China cooperation,” Congressional Research Service (CRS) Reports and Issue Briefs, 12/1, lexis)

Benefits of Cooperating with China. The potential benefits of expanded cooperation and dialogue with China include:

* Improved transparency. Regular meetings could help the two nations understand each others' intentions more clearly. Currently, there is mutual uncertainty and mistrust over space goals, resulting in the need for worst-case planning. Regular dialogue would need high-level political support to succeed, but could help address national security concerns.

* Offsetting the need for China's unilateral development. Collaborating with China--instead of isolating it--may keep the country dependent on U.S. technology rather than forcing it to develop technologies alone. This can give the United States leverage in other areas of the relationship.

* Cost savings. China now has the economic standing to support joint space cooperation. Cost-sharing of joint projects could help NASA achieve its challenging work load in the near future. Some have argued    that U.S. space commerce has suffered from the attempt to isolate China while doing little to keep sensitive technology out of China.

Cooperation is key to US-Sino relations

Mindell et al ’08 – Director of the Space, Policy, and Society Research Group of the Massachusetts Institute of Technology (David, “The Future of Human Spaceflight” Report of the Space, Policy, and Society Research Group, Massachusetts Institute of Technology, December 2008, http://web.mit.edu/mitsps/MITFutureofHumanSpaceflight.pdf)

As China enters the human spaceflight arena, the United States now faces the potential of international cooperation in space with the newest spacefaring nation.

Until now, China and the United States have had little cooperation in human spaceflight, indeed the United States has sought to isolate China on this issue, largely due to concerns about human rights and technology transfer. Continuing this policy could foster public perceptions, in both countries, of another race to the moon, creating political pressures on the U.S. space program and potentially bringing China additional prestige, soft power, and geopolitical influence for competing in a race that the United States won forty years ago.

By contrast, cooperation with China in space could encourage the Chinese to open their space program and help end speculation about their intentions in space. It could also provide a disincentive for China to engage in a secret competitive space program. Cooperation could also begin to create some Chinese reliance on U.S. technology. It would, by definition, improve strategic communication between U.S. and Chinese space officials, leading to better understanding of the other side’s intentions and concerns. Engaging the Chinese aerospace and defense establishment in long-term, sustainable cooperation with the U.S. would ideally make them less prone to sudden unilateral provocative actions, such as the January 2007 anti-satellite test.

Any movement on the U.S. relationship with China in human spaceflight must be nuanced by consideration of the larger relationship, particularly regarding commerce and national security. Still, by pursuing cooperation the United States could reassert its role as the leader of global human space efforts and avoid a costly lunar space race and a dangerous space arms race. China would meet its goals of displaying technological prowess and raising national prestige by engaging with the world’s greatest space power. Dispelling the notion of a new race to the moon (or other destinations) will be beneficial for both the United States and China. The United States should begin engagement with China on human spaceflight in a series of small steps, gradually building up trust and cooperation.

Despite technical and political hurdles on both sides, such efforts could yield benefits for U.S. primary objectives. All would entail radical revision of the current situation of non-cooperation between the United States and China.

US-China relations prevent extinction

McGiffert ‘9 - McGiffert is the VP and director of Smart Power Initiatives at CSIS. Commission co-chairs William S. Cohen Maurice R. William S. Cohen is chairman and CEO of The Cohen Group, a strategic business consulting firm based in Washington, D.C. Secretary Cohen served as U.S. secretary of defense from January 1997 to January 2001. Prior to leading the Department of Defense, he represented Maine in the U.S. Senate from 1979 to 1997 and served in the U.S. House of Representatives from 1975 to 1979. Secretary Cohen is a counselor and trustee for CSIS. Maurice R. Greenberg is chairman and CEO of C.V. Starr & Co., Inc. Mr. Greenberg retired four years ago as chairman and CEO of American International Group (AIG) after more than 40 years of leadership, creating the largest insurance company in history. “Smart Power in U.S.-China Relations” 3/2009 csis.org/files/media/.../090304_mcgiffert_uschinasmartpower_web.pdf)

U.S.-Chinese ties could have a greater impact on international affairs than any other relationship. Solving the world’s most serious issues—including global financial instability, proliferation and terrorism, climate change, and energy insecurity—is difficult to envision without joint action by Beijing and Washington. In today’s globalized world, transnational challenges require transnational solutions, especially by the most important states. U.S.-China partnership is indispensable for addressing many of the main challenges of the twenty-first century.

One barrier to closer ties between China and the United States is “strategic mistrust” between their leaders. Neither government at the present time aims to harm the other, but tensions invariably arise when any powerful states—especially these two with their vastly different histories, cultures, and political systems—pursue policies that seek primarily to enhance their own security and welfare.

To reduce mutual tensions, Chinese and U.S. leaders must adopt a broader conception of their nation’s interests, one that includes advancing the global good as a joint means to realizing their country’s own national aims. China and the United States can almost always achieve their diverse economic, security, and other objectives more effectively through cooperative use of their smartpower resources—including diplomatic, economic, military, political, and cultural tools—rather than through unilateral action.

To foster a more cooperative relationship, Chinese and U.S. leaders must treat the other country with respect. Disagreements between China and the United States are unavoidable, but these should be handled diplomatically and privately. Public diplomacy should aim to enlighten the citizens of both countries about the importance of their mutual ties.

--US-China Relations Good – laundry list

US-China relations are key to solve the global economy, the energy crisis, proliferation and terrorism 

Greenberg project director Carola McGiffert ‘9  - McGiffert in the VP and director of Smart Power Initiatives at CSIS. Commission co-chairs William S. Cohen Maurice R. William S. Cohen is chairman and CEO of The Cohen Group, a strategic business consulting firm based in Washington, D.C. Secretary Cohen served as U.S. secretary of defense from January 1997 to January 2001. Prior to leading the Department of Defense, he represented Maine in the U.S. Senate from 1979 to 1997 and served in the U.S. House of Representatives from 1975 to 1979. Secretary Cohen is a counselor and trustee for CSIS. Maurice R. Greenberg is chairman and CEO of C.V. Starr & Co., Inc. Mr. Greenberg retired four years ago as chairman and CEO of American International Group (AIG) after more than 40 years of leadership, creating the largest insurance company in history. “Smart Power in U.S.-China Relations” 3/2009 csis.org/files/media/.../090304_mcgiffert_uschinasmartpower_web.pdf

The evolution of Sino-U.S. relations over the next months, years, and decades has the potential to have a greater impact on global security and prosperity than any other bilateral or multilateral arrangement. In this sense, many analysts consider the U.S.-China diplomatic relationship to be the most influential in the world. Without question, strong and stable U.S. alliances provide the foundation for the protection and promotion of U.S. and global interests. Yet within that broad framework, the trajectory of U.S.-China relations will determine the success, or failure, of efforts to address the toughest global challenges: global financial stability, energy security and climate change, nonproliferation, and terrorism, among other pressing issues. Shepherding that trajectory in the most constructive direction possible must therefore be a priority for Washington and Beijing. Virtually no major global challenge can be met without U.S.-China cooperation.

The uncertainty of that future trajectory and the “strategic mistrust” between leaders in Washington and Beijing necessarily concerns many experts and policymakers in both countries. Although some U.S. analysts see China as a strategic competitor—deliberately vying with the United States for energy resources, military superiority, and international political influence alike—analysis by the Center for Strategic and International Studies (CSIS) has generally found that China uses its soft power to pursue its own, largely economic, international agenda primarily to achieve its domestic objectives of economic growth and social stability.1 Although Beijing certainly has an eye on Washington, not all of its actions are undertaken as a counterpoint to the United States. In addition, CSIS research suggests that growing Chinese soft power in developing countries may have influenced recent U.S. decisions to engage more actively and reinvest in soft-power tools that have atrophied during the past decade. To the extent that there exists a competition between the United States and China, therefore, it may be mobilizing both countries to strengthen their ability to solve global problems.

--US-China Relations Good –Economy 

Strong US-China cooperation is key to global economic stability 

Greenberg project director Carola McGiffert ‘9 - McGiffert in the VP and director of Smart Power Initiatives at CSIS. Commission co-chairs William S. Cohen Maurice R. William S. Cohen is chairman and CEO of The Cohen Group, a strategic business consulting firm based in Washington, D.C. Secretary Cohen served as U.S. secretary of defense from January 1997 to January 2001. Prior to leading the Department of Defense, he represented Maine in the U.S. Senate from 1979 to 1997 and served in the U.S. House of Representatives from 1975 to 1979. Secretary Cohen is a counselor and trustee for CSIS. Maurice R. Greenberg is chairman and CEO of C.V. Starr & Co., Inc. Mr. Greenberg retired four years ago as chairman and CEO of American International Group (AIG) after more than 40 years of leadership, creating the largest insurance company in history. “Smart Power in U.S.-China Relations” 3/2009 csis.org/files/media/.../090304_mcgiffert_uschinasmartpower_web.pdf

The United States and China—the world’s first- and third-largest economies—are inextricably linked, a fact made ever more evident in the midst of the current global financial crisis. Weak demand in both the United States and China, previously the twin engines of global growth, has contributed to the global economic downturn and threatens to ignite simmering trade tensions between the two countries.

Nowhere is the interconnectedness of the United States and China more clear than in international finance. China has $2 trillion worth of largely U.S. dollar–denominated foreign exchange reserves and is the world’s largest holder—by far—of U.S. government debt. Former treasury secretary Henry M. Paulson and others have suggested that the structural imbalances created by this dynamic fueled the current economic crisis. Yet, China will almost certainly be called on to purchase the lion’s share of new U.S. debt instruments issued in connection with the U.S. stimulus and recovery package. Secretary of State Hillary Rodham Clinton’s February 23, 2009, reassurance to Beijing that U.S. markets remain safe and her call for continued Chinese investment in the U.S. bond market as a means to help both countries, and the world, emerge from global recession underscored the shared interest—and central role—that both countries have in turning around the global economy quickly. Although China’s considerable holdings of U.S. debt have been seen as a troubling problem, they are now being perceived as a necessary part of a global solution.

Similarly, as the world’s two largest emitters of greenhouse gases, China and the United States share not only the collateral damage of energy-inefficient economic growth, but a primary responsibility to shape any ultimate global solutions to climate change. To date, cooperation has been elusive, owing as much to Washington’s reluctance as to Beijing’s intransigence. Painting China as the environmental bogeyman as an excuse for foot-dragging in policymaking is no longer an option; for its part, China, as the world’s top polluter, must cease playing the developing-economy card.

Cooperation good – US/Russia

Cooperation is key to US-Russian relations

Mindell et al ’08 – Director of the Space, Policy, and Society Research Group of the Massachusetts Institute of Technology (David, “The Future of Human Spaceflight” Report of the Space, Policy, and Society Research Group, Massachusetts Institute of Technology, December 2008, http://web.mit.edu/mitsps/MITFutureofHumanSpaceflight.pdf)

International partnerships in human spaceflight represent the best use of science and technology to advance broad human goals and bring nations together around common values, hence they are a primary objective. The 1975 Apollo -Soyuz Test Project, for example, showcased an international gesture of cooperation between the United States and the Soviet Union at a time of tension between the nations. Through these and similar means, human spaceflight can be an effective instrument of global diplomacy.

United States should reaffirm its long standing policy of international leadership in human spaceflight and remain committed to its existing international partners. In a significant shift from current policies, such leadership should not be defined only as “first, largest, and in charge.” Leadership should also represent foresight in building new relationships and collaborations, and in setting an example for human spaceflight as a civilian enterprise. Given the public enthusiasm for human spaceflight around the globe, a clear perception of the United States as collaborating with other countries to accomplish goals in space would have far reaching benefits.

The United States should invite international and commercial partners to participate in its new exploration initiatives to build a truly global exploration effort, with significant cost sharing.

The United States should continue to build a sustainable partnership with Russia to promote shared values, build greater credibility and confidence in the relationship, and ultimately improve U.S. national and international security. Such a partnership would support Russia’s interest in prolonging the service life of the ISS until 2020 and cooperating on transportation elements of the lunar and Mars programs. A sustainable partnership could ensure utilization of the ISS, share costs and risks, help prevent proliferation, and help turn Russian public opinion in favor of collaboration with the United States in other arenas.

US-Russian relations prevent extinction

Cohen, 2k - professor of Russian studies at New York University,  (Stephen, Failed Crusade, p. 196-205)

These assurances are manifestly untrue and, coming from U.S. officials, editorialists, an scholars, inexplica​bly myopic and irresponsible. Even leaving aside post​Soviet Russia's enormou stockpiles of chemical and biological weapons, “all of the major fault line of nuclear danger are growing," as we learn from a num​ber of largely unheeded experts, and U.S. policy "simply has not kept up with the expansion of nuclear dangers inside Russia."The truth may not be politically correct or palatable, but the breakup of the Soviet state and Russia's "transition" have made us immeasurably less safe than we have ever been. To understand how unsafe, we must explore more fully a generalization made earlier in this book: What does it mean for our security when a nuclear-laden nation state is, depending on how we choose to charac​terize Russia s condition today, disintegrating, collaps​ing, or merely "highly unstable"?40 The short answer is, no one fully knows, because it has never happened before, which itself means that compared with the rel​ative predictability of the Soviet system and the Cold War, we now live in an era of acute nuclear uncertain​ty. The longer answer is that any significant degree of disintegration, instability, or civil warfare, all of which exist in Russia today, creates not one but several unprecedented nuclear dangers. The most widely acknowledged, almost to the point of obscuring the others, is proliferation-the danger that some of Russia's vast accumulation of nuclear weapons, components, or knowledge might be acquired by non-nuclear states or terrorist groups through theft and black-market transactions, scientific brain drain, or a decision by a money-starved Moscow regime to sell them. The threat derives primarily from Russia's decade​ long economic collapse. The government has lacked suf​ficient funds to safeguard storehouses of nuclear materials properly or to pay maintenance personnel and scientists adequately, even regularly. (Nuclear workers actually went out on strike over unpaid wages several times in the 1990s and again in 2000, even though it is against Russian law.) Almost all of the existing U.S. programs to reduce nuclear threats inside Russia focus on proliferation. But even here, according to their official sponsors and other  experts, the programs are "woefully inadequate" if we are "to prevent a catastrophe." By the end of 2000, for example, barely one-sixth of Russia's weapons-usable materials will be considered secure, and the "risks of `loose nukes' are larger today" than they were when the programs began. Moreover, Moscow seems to have no full inventory 0f such materials or perhaps even of its thousands of tactical nuclear weapons, and thus no sure way of knowing whether or not something is missing.*' Proliferation is the pinup of Russia's nuclear dangers, the subject of Western novels and movies, but it may not be the most serious. If a nuclear explosion is wait​ing to happen, it is probably somewhere among Russia's scores of Soviet-era reactors at electrical power stations and on decommissioned submarines. Reactors, we are told, can be no less dangerous than nuclear weapons. And as the Senate's leading expert informed his col​leagues in 1999, Russia's "reactors suffer from defi​ciences in design, operator training, and safety procedures." Indeed, according to a Russian specialist, "none of our nuclear stations can be considered safe."42 The bell began tolling loudly on reactor catastrophes with the explosion at Chernobyl in 1986, the worst nuclear accident in history. Releasing more than a hun​dred times the radiation of the two atomic bombs dropped 0n Japan in 1945, its lethal consequences are still unfolding fourteen years later. Since the early 1990s, many reports. including one by the Russian gov​ernment itself in February 2000, have warned of the possibility of another "Chernobyl-type disaster" or, more exactly, of several accident-prone Russian power stations, even faulty research reactors.' (The world's most dangerous nuclear plants are said to be located in post-Communist Russia and other former Soviet republics.)' Scores of decommissioned but still not denuclearized Soviet-built submarines decaying in the far north great​ly worsen the odds in this new kind of Russian roulette. Here too firsthand reports of "a nuclear accident wait​ing to happen" are increasingly ominous. Ill-maintained floating reactors are highly vulnerable, and many sub​marines are already leaking or dumping radioactive materials into the seas "like little Chernobyls in slow motion. Active-duty Russian nuclear ships also pose a serious threat, their aging missiles susceptible to explosions, one likely to detonate others. If that happens Russian expert warns, "We can end up with hundreds of Chernobyls.  Why, then, all the U.S. official and unofficial assur​ances that we are "immeasurably more secure" and ca stop worrying about "worst-case scenarios"? They clear​ly derived from the single, entirely ideological assump​tion that because the Soviet Union no longer exists, the threat of a Russian nuclear attack on the United States no longer exists and we need now worry only about rogue states." In truth, the possibility of such a Russ​ian attack grew throughout the 1990s and is still growing Leave aside the warning that "a Russian version of Milosevic . . . armed with thousands of nuclear war​ warheads" - might come to power and consider the pro​gressive disintegration of the country's nuclear-defense infrastructure. Russia still has some six thousand war​heads on hair-trigger alert. They are to be launched or not launched depending on information about activity at U.S. missile sites provided by an early-warning net​work of radars, satellites, and computers that now functions  only partially and erratically. Russia's command-and-control personnel, who are hardly immune to the social hard​ships and pathologies sweeping the nation, have bare​ly a few minutes to evaluate any threatening information, which as already been false on occasion. (In 1995, a Norwegian weather rocket was briefly mistaken by Russian authorities for an incoming enemy mis​sile.) These new post-Soviet technological and human cir​cumstances of the nuclear age are, as American scien​tists have warned repeatedly, "increasing the danger of an accidental or unauthorized "attack on the United States" from Russian territory.  It is "arguably already the greatest threat to U.S. national survival. Assurances to the contrary, scientists emphasize, are "a gross mis​representation of reality."' Readers may choose to believe that intentional nuclear  war nonetheless remains unthinkable. In post- Soviet Russia, however, it has become not only increas​ingly thinkable but speakable.  The Kremlin's new security doctrine expanding conditions in which it would use such weapons may be merely semantic and nothing really new. But Russia's ferocious civil war in Chechnya, which did not end with the destruction of Grozny in 2000, is, as I have pointed out before, the first ever in a nuclear country. It has not yet included nuclear warfare, but both sides have crossed a rhetorical Rubicon. Since '999, sev​eral Russian deputies and governors, and even a lead​ing "liberal" newspaper, have proposed using nuclear, chemical, or biological weapons against Chechnya. Said one, think nuclear weapons should stop being virtual." Russian military spokesmen, we are told, "do not exclude that a nuclear attack could be carried out against the bases of international terrorists in Chechnya."49 And with that tiny republic in mind, the military has officially adopted a new concept of "limited" nuclear warfare in a single region, a threat against the Chechen resistance still being discussed in May 2000.  From the other side, there were persistent reports that terrorists serving the Chechen "holy war" might blow up Russian nuclear power plants or weapons sites. The reports were serious enough to cause Moscow to redouble security at its nuclear facilities and go percent of Russians surveyed to say they fear the possibility.' Such threats on both sides may also be merely rhetorical, but it is an exceedingly dangerous rhetoric never before heard. If nothing else, there has been more loose talk in Russia since 1999 about using nuclear weapons than measures to .prevent loose nukes. And it will likely increase if the Chechens expand their new guerrilla tactics farther into Russia itself, as they have promised to do. And so, post-Soviet Russia still matters to America in the most fateful of ways. The Clinton administration has worsened the dangers incalculably by taking step after step that pushes a Russia coming apart at the nuclear seams to rely more and more on its nuclear stockpiles and infrastructures-by making financial aid conditional on economic "reforms" that impoverished and destabilized the state; by expanding NATO's mili​tary might virtually to Russia's borders; by provocative​ly demonstrating during the bombing of Yugoslavia the overwhelming superiority of U.S. conventional weapons; and more recently by threatening to withdraw from the Anti-Ballistic Missile Treaty in order to build a missile defense system. Rarely, if ever, has there been such a reckless official disregard for U.S. national security or leadership failure to tell the American people about growing threats to their well-being. The Clinton administration and its many supporters in the media, think tanks, and acade​mia never seem to connect the dots between their mis​sionary zeal in Russia and the grave dangers being compounded there. In early 2000, one of the crusade's leading policymakers suddenly told us, after seven years of "happy talk," that "disasters are inescapable in the short run." He neglected to say that the disaster is unfolding in a country laden with twentieth-century devices of mass destruction and regressing toward the nineteenth century." Russia's potential for lethal catastrophies is the most important but not the only reason it still matters. Even in crises and weakness, Russia remains a great power because of its sheer size, which stretches across eleven time zones from Finland and Poland (if we consider Belarus) to China and nearby Alaska; its large portions of the world's energy and mineral reserves; its long his​tory of world-class achievements and power; its highly educated present-day citizens; and, of course, its arse​nals. All this makes Russia inherently not only a major power but a semi-global one. A "world without Russia" would therefore be globalization, to take the concept du jour, without a large part of the globe. Nor can many large international problems and con​flicts be resolved without Russia, especially in a "post-Cold War order" that has at least as much inter​national anarchy as order. From the Balkans and the Caspian to China and Iraq, from nuclear proliferation to conventional-arms transfers, from the environment and terrorism to drug trafficking and money laundering, Russia retains a capacity to affect world affairs for better or worse. On the one hand, it was Moscow's diplo​matic intervention in Yugoslavia in 1999 that enabled a desperate Clinton administration to avoid sending American ground troops to Kosovo. On the other, the 1990s also brought the passage of narcotics westward across Russian territory, a flood of illegal Russian money into U.S. banks, and growing markets for Moscow's weapons and nuclear capabilities among states that already worry Washington." And then there are the vast geopolitical ramifications of developments in what is still the world's largest ter​ritorial country. Nearly a fourth of planet Earth's pop​ulation lives on the borders of the Russian Federation, including most of its major religions and many of its ethnic identities. Many, if not all, of these nations and peoples are likely to be directly or indirectly affected by what happens in post-Communist Russia, again for bet​ter or worse-first and foremost the "near abroad," as Moscow calls the other fourteen former Soviet republics, but not them alone. Finally, there is a crucial futuristic reason why U.S. policy toward Russia must be given the highest priori​ty and changed fundamentally. Contrary to those Amer​icans who have "rushed to relegate Russia to the archives," believing it will always be enfeebled and may even break into more pieces, that longtime superpower will eventually recover from its present time of troubles, as it did after the revolution and civil war of 1917-21, indeed as it always has. But what kind of political state will rise from its knees? One that is democratic or despotic?  One open to the West and eager to play a cooperative role in world affairs--or one bent on revising an international order shaped during its weakness and at its expense? One  safeguarding and reducing its nuclear stockpiles or one multiplying and proliferating them among states that want them? The outcome will depend very significantly on how Russia is treated during its present-day agony, particularly by the United States. Whether it is treated wisely and compassionately or is bullied and humiliated, as a growing number of Russians believe they have been since the early 1990s. The next American president may make that decision, but our children and grandchildren will reap the benefits or pay the price. 
US-Russia Relations Good –Global Peace

US-Russia relations are key to balance global peace efforts 

James F. Collins ‘9 - James F. Collins is senior associate and director of the Russia and Eurasia Program at the Carnegie Endowment for International Peace. He was the U.S. ambassador to the Russian Federation from 1997 to 2001, and is an expert in Russia and Eurasia, U.S. foreign policy, U.S. relations with Russia and CIS countries, Europe, arms control and nonproliferation, and Russian politics and economy. “Opportunities for the U.S.-Russia Relationship” 3/12 http://carnegieendowment.org/publications/index.cfm?fa=view&id=22889&solr_hilite=

A third and final area that often gives rise to discord emerges from differences in the priorities the United States and Russia assign to particular interests.  Our priorities today are focused on the international economy, on the southern front of Afghanistan, Pakistan, and Iraq, and on preventing the proliferation of weapons of mass destruction and or catastrophic terrorism.  Russia is likely to have a rather different list that might go something like this: balancing against the influence of other major powers in the post-Soviet space (in particular the intrusion of the United States and NATO into this area), advancing Russian influence comprehensively in this region; ensuring a major Russian voice as an equal in shaping the future international order; and maintaining the stability and security of the post-Soviet region.    

Taken as a whole, what the foregoing suggests is that U.S.–Russia relations will continue to be characterized by the need to manage and address asymmetries, and by the need to avoid unwarranted assumptions about agreement that is not fully defined.  A productive policy will find the balance among these elements, and experience from the last two decades can inform our diplomacy.  We have ample examples of where we succeeded and failed to manage effectively disagreement about the nature of Russia’s relations with its post Soviet-neighbors.  An example of the opposite outcome was the success of diplomacy in removing nuclear weapons from the territory of three of Russia’s neighbors, preventing the emergence in Eurasia of three new nuclear powers.  Russia has also sought to constrain areas of strategic nuclear innovation in such areas as weaponization of space and missile defense.  The United States, on the other hand, has pursued maintaining a substantial edge in conventional and nuclear capability and accepted minimal constraint on that effort.  Nevertheless, Russia and the United States have reached agreement on reduction in strategic weapons, have worked cooperatively to strengthen international cooperation against the threat of nuclear terrorism, and appear poised again to negotiate further reductions in their strategic arsenals.  What these examples demonstrate is that it will be important for our policy makers and public to keep in mind these complexities as we think about developing a more pragmatic approach to Russia and Russia policy.  We will need to avoid the slogan and opt for nuance,

And yet even if the Obama administration takes account of these factors, Russia will remain a challenging, difficult international partner.  Its leaders and people still nurse bruised feelings over the loss of international status.  Russia’s political elite remains deeply suspicious about U.S. intentions and frequently believe the worst of our motives.  The cognitive dissonance between the aspirations and claims to authority and involvement that Russian leaders often assert and their actual capacity to influence events can be counted upon to try U.S. the patience of U.S. diplomats.  And finally, Russia’s continuing struggle to work out its identity will bring with it a frequent lack of long term vision or ability to make strategic decisions.

US-Russia Relations Good –Terror/Prolif 

US-Russia relations solve terrorism and proliferation 

James F. Collins ‘9 - James F. Collins is senior associate and director of the Russia and Eurasia Program at the Carnegie Endowment for International Peace. He was the U.S. ambassador to the Russian Federation from 1997 to 2001, and is an expert in Russia and Eurasia, U.S. foreign policy, U.S. relations with Russia and CIS countries, Europe, arms control and nonproliferation, and Russian politics and economy. “Opportunities for the U.S.-Russia Relationship” 3/12 http://carnegieendowment.org/publications/index.cfm?fa=view&id=22889&solr_hilite=

But if a realistic understanding of today’s Russia is vital to sound policy, it will be no less important for us to be clear about American interests, priorities, and goals, and where Russia fits within them.  Some examples may illustrate the point.

As we look at American policy today, bringing the international financial crisis under control, followed by stabilizing the Afghanistan, Pakistan, and Iraq complex, and reaching a workable Arab–Israeli arrangement are arguably our most immediate international priorities.  Yet in these U.S priority areas, Russia’s capacity to influence events is clearly secondary even if important; it is an important player for Afghanistan but not really directly engaged; it has less influence in the Arab–Israeli equation.   Russia’s role is more varied if we look at longer term U.S. objectives.   The U.S. determination to restore our international image and capacity to lead will depend largely on our own efforts, but Russia can either complicate or facilitate at times by being a benevolent bystander or aspirant spoiler.  By contrast Russia’s role will be vital in future efforts to contain catastrophic terrorism as it will in efforts to prevent the proliferation of weapons of mass destruction. Here progress will clearly depend on a U.S.–Russia joint lead. American efforts to restore and revitalize the Euro–Atlantic partnership will depend on the efforts by the two sides, but it is clear that Russia will be a preoccupation and crucial influence as that effort proceeds.  And the list can go on. The basic point is that for the United States, Russia will be a key international partner even though the role it plays and its capacity to affect events will vary significantly from region to region and agenda item to agenda item.  The critical point will be to ensure that our policy takes realistic account of both elements in working with Russia to develop pragmatic and productive approaches.  We will need neither to over- nor underestimate the Russian capacity to affect events.  
Another caution is to avoid what I will call the trap of overlapping interests.  Here, oversimplification often leads to facile assumptions that shared objectives mean a coincidence of policies and views.  Here the devil is in the details.  A couple of examples will illustrate the problem.   The United States and Russia share a strategic goal of long term stability, viable economic development, and security for Central Asia and the Caucasus. Yet we find ourselves at odds over military bases in Central Asia, pipeline routes, and the development of Georgia.  Similarly both countries support an updated and strengthened nonproliferation regime that will block the growth of nuclear-weapon states.  Yet we often see things differently regarding Iran’s nuclear program.   The key requirement here is to avoid unrealistic expectations or false agreement.  Past failures to do so have resulted in disappointment and loss of confidence to the detriment of the relationship and capacity for cooperation.
US-Russia relations solve a laundry list of extinction threats 

Thomas Graham ‘8  - Thomas Graham is a senior director at Kissinger Associates. Previously, he served as special assistant to the president and senior director for Russia at the National Security Council. CSIS “US-Russia Relations” July 2008 csis.org/files/media/csis/pubs/080717_graham_u.s.russia.pdf

In this uncertain world, the United States and Russia are not strategic rivals, and neither poses a strategic threat to the other (despite some overwrought Russian rhetoric to the contrary), in contrast to the situation during the Cold War. Rather, they share a set of common strategic challenges. Russia, by virtue of its geographic location, and the United States, by virtue of its global role, must build new relationships with a Europe that is expanding and deepening; they both must find a way to cope with the growing instability in the Middle East, the challenge to energy security that implies, and, at least for Russia, the threat that that instability will infect Russia’s southern reaches; and they both must manage relations with a rising China. In addition, both countries must deal with the dark side of globalization, and both have a keen interest in the role and effectiveness of the institutions of global governance, such as the United Nations and the G-8, the World Bank and the International Monetary Fund.

Common challenges, however, are not the same as common interests. And there are deep differences in the way the United States and Russia think of global order (consider, for example, the role of democracy or the United Nations). But the question each country needs to ask is how important the other is to its achieving its own strategic goals. For example:

􀂃 Given their standing as the world’s two leading nuclear powers, the United States and Russia are each indispensable to dealing with the problems of proliferation of weapons of mass destruction, nuclear terrorism, and strategic stability.

􀂃 The United States, as the world’s largest energy consumer, and Russia, as the largest producer of hydrocarbons, are essential to any discussion of energy security and energy’s future.

􀂃 Global economic dynamics and transfers of wealth will require bringing Russia, along with China, India, and others, into a more central role in managing the global economy, a service long performed by Europe and the United States.

􀂃 In East Asia, to create a favorable new equilibrium, Russia has an interest in a strong power—that is, the United States—acting as a moderating influence on China, and the United States has no interest in a weakening Russian presence in Siberia and the Russian Far East, regions rich in the natural resources that fuel modern economies.

􀂃 In the Middle East, both the United States and Russia have levers that could help promote stability, if the two countries were working in concert, or fuel conflict, if they were not.

􀂃 In Europe, Russian energy is critical to economic well-being, and the United States remains essential to security and stability.

􀂃 On a range of other issues—for example, civil nuclear energy, pandemic diseases, climate change—each country is capable of making a major contribution, given the vast scientific talent of each.

􀂃 In the former Soviet space, both countries will be critical to building lasting security and economic structures.

In short, the United States and Russia are better off working together rather than at cross purposes, managing the inevitable differences rather than magnifying them, as is too often the case today. 

Cooperation good – climate change

Space cooperation is key to weather monitoring that allows for climate change adaptation 

Friedman 11 - Former 30 year Executive Director of The Planetary Society (Lou Friedman, “Peace,” The Space Review, Monday, January 3, 2011, http://www.thespacereview.com/article/1751/1)

Space offers much more than symbolism to advance global peace. Many in the national security community and the military have opined that global climate change is the greatest current threat to world peace. Economic and scientific studies have also documented how it is the greatest threat to world prosperity. Drought in East Africa, diminishment of glaciers, loss of the rain forest and of agricultural land, flooding in highly populated coastal deltas, loss of fresh water supplies, and environmental pollution comprise just the tip of a looming iceberg. The space program is crucial to dealing with these threats, by providing observation and information for intelligent decision making and monitoring the relations of causes and effects.

US resources and capability for Earth remote sensing dropped considerably in the past decade, so much so that both the National Research Council and the Department of Defense sounded alarms. This was brought to the attention of the space community by a “Climate Change and National Security” panel at the 2008 National Space Symposium. Last year, Deputy Defense Secretary William Lynn said, “We know that climate change will exacerbate food and water shortages, increase the spread of disease, and may contribute to migration both within and across state borders. Increased poverty, environmental degradation, even social unrest and possible weakening of governments are potential consequences.” He added a phrase I particularly liked: “It [climate change] serves, in the vocabulary of conflict analysis, as an instability accelerant.”

Climate change is, of course, an international concern, and data and information about it are critical to US international policies, including treaty negotiations and possible environmental regulations. Without Earth observing satellites and international cooperation in space, we would be flying blind into the maelstrom of climate change.

Fortunately, new support for NASA and NOAA has increased Earth science budgets and allowed them to start replenishing the Earth observation fleet. The decision to re-fly the Orbiting Carbon Observatory spacecraft was very positive in that regard. Still, that was last year’s victory, and, as the November elections in the US showed, victory can be short-lived. Some have already labeled Earth science as a budget-cutting target.

Perhaps we should actually weaken barriers between national security and space exploration, not by subsuming NASA within the military or merging military and space budgets, but by recognizing and utilizing the value of NASA’s program in national security.

The International Space Station and the intricate cooperation among the US, Russia, Europe, Japan, and Canada carries on the tradition of world peace through international cooperation. Cooperation in human space flight is synergistic with cooperation in science, cooperation in Earth observing, and cooperation in solar weather monitoring and planetary defense. In a congressional event held by the Planetary Society two years ago, Charlie Kennel, now head of the National Research Council’s Space Studies Board, connected human space flight and Earth observations by citing how necessary international cooperation in the latter is enhanced by the political cooperation in the former.

Extinction 

Tickell 08 (Oliver, Climate Researcher, The Gaurdian, 8-11, “On a planet 4C hotter, all we can prepare for is extinction”, http://www.guardian.co.uk/commentisfree/2008/aug/11/climatechange)

We need to get prepared for four degrees of global warming, Bob Watson told the Guardian last week. At first sight this looks like wise counsel from the climate science adviser to Defra. But the idea that we could adapt to a 4C rise is absurd and dangerous. Global warming on this scale would be a catastrophe that would mean, in the immortal words that Chief Seattle probably never spoke, "the end of living and the beginning of survival" for humankind. Or perhaps the beginning of our extinction. The collapse of the polar ice caps would become inevitable, bringing long-term sea level rises of 70-80 metres. All the world's coastal plains would be lost, complete with ports, cities, transport and industrial infrastructure, and much of the world's most productive farmland. The world's geography would be transformed much as it was at the end of the last ice age, when sea levels rose by about 120 metres to create the Channel, the North Sea and Cardigan Bay out of dry land. Weather would become extreme and unpredictable, with more frequent and severe droughts, floods and hurricanes. The Earth's carrying capacity would be hugely reduced. Billions would undoubtedly die. Watson's call was supported by the government's former chief scientific adviser, Sir David King, who warned that "if we get to a four-degree rise it is quite possible that we would begin to see a runaway increase". This is a remarkable understatement. The climate system is already experiencing significant feedbacks, notably the summer melting of the Arctic sea ice. The more the ice melts, the more sunshine is absorbed by the sea, and the more the Arctic warms. And as the Arctic warms, the release of billions of tonnes of methane – a greenhouse gas 70 times stronger than carbon dioxide over 20 years – captured under melting permafrost is already under way. To see how far this process could go, look 55.5m years to the Palaeocene-Eocene Thermal Maximum, when a global temperature increase of 6C coincided with the release of about 5,000 gigatonnes of carbon into the atmosphere, both as CO2 and as methane from bogs and seabed sediments. Lush subtropical forests grew in polar regions, and sea levels rose to 100m higher than today. It appears that an initial warming pulse triggered other warming processes. Many scientists warn that this historical event may be analogous to the present: the warming caused by human emissions could propel us towards a similar hothouse Earth.

AT: Unilateralism key to leadership

US space unilateralism turns leadership

Friedman 11 – Former Executive Director of The Planetary Society (30 years). [Lou Friedman, “American leadership,” The Space Review, Monday, February 14, 2011, http://www.thespacereview.com/article/1778/1)

American leadership in space is much more desired that resented—except when it gets used unilaterally, as in the past Administration’s call for “dominance in cislunar space.” Asian countries (China, Japan, India) are especially interested in lunar landings; Western countries, including the US, much less so. However, cooperating with Asian countries in lunar science and utilization would be both a sign of American leadership and of practical benefit to US national interests. Apollo 11 astronaut Buzz Aldrin has been a leader advocating such cooperation. At the same time American leadership can be extended by leading spacefaring nations into the solar system with robotic and human expeditions to other worlds.

The US can’t do everything alone. Climate monitoring, Earth observation, space weather prediction, and ultimately asteroid deflection are huge and vital global undertakings that require international participation. That is also true with exploration projects sending robots and human to other worlds. American leadership in these areas is welcomed and used by other countries, even as they develop their own national programs. The US government should make more of this and not treat it as an afterthought—or even worse, prohibit American leadership as the House of Representatives is doing this week by banning any China collaboration or cooperation. (The proposed House continuing resolution for fiscal year 2011 prohibits OSTP or NASA funds to be used for anything to do with China.)

On a bigger stage I was struck by the demands of the Egyptian protesters over the past few weeks for American leadership and engagement in reforming their country, while at the same time strongly resenting any American interference in their country. This demand for American leadership and opposition to American hegemony may seem inconsistent. It is not: it only emphasizes the need to recognize the difference and use leadership for cooperation and engagement. If we Americans do this in the space program, we will accomplish more in our many Earth, space science, and exploration projects, and we will raise higher the importance of the space program on the national and international political agenda.

Cooperation bolsters US leadership – allows burdensharing and influence

Klamper, 10 (Amy, Space News, “International Cooperation Emphasis of Obama Space Policy,” 7/2, http://www.spacenews.com/policy/100702-international-cooperation-emphasis-policy.html)

Obama’s space policy reserves America’s right to protect its space systems, but also leaves the door open to international discussions aimed at limiting space-based weapons, something the Bush administration rejected on grounds that such arrangements would be difficult if not impossible to verify. The new policy also invites outside participation in developing key technologies for deep space exploration.

“The most striking change in the new National Space Policy is the recognition of mutual interdependence among the United States and the other space-capable countries of the world,” said John Logsdon, professor emeritus of political science and international affairs at the George Washington University’s Elliott School of International Affairs here. “The policy acknowledges that the United States needs partners in making sure that space remains a sustainable environment for what this country wants to do in space, and commits the United States to take the lead in working with other countries to achieve that goal.”

Logsdon said the government now formally acknowledges that the United States will be better off if it shares responsibilities and costs in many areas while still retaining a unilateral capability in critical ones.

“This shift away from unilateral leadership to leadership among partners is a sea change,” he said. “The many specific cooperative activities outlined in the policy follow from that basic recognition.”

US cooperation maximizes US interests, it will achieve what it wants multilaterally

Newton and Griffin 11  -- * Director for Space Policy, Center for System Studies at the University of Alabama and **Professor at the University of Alabama in Aerospace Engineering (February, 2011, Elizabeth K. and Michael D. Space Policy, “United States space policy and international partnership”, Vol. 27, Issue 1, p. 7-9, Science Direct, FS)

As stated in the White House’s space policy and Lynn’s preview of the National Security Space Strategy, US security hinges on fostering a cooperative, predictable space environment where countries can operate in a stable, sustainable way. Planned debris tracking standards, considerations of international ‘rules of the road’, and shared data sets for collision avoidance and debris mitigation are measures that undoubtedly will contribute to the security of space as a shared venue for national activities. The stated desire to develop a Combined Space Operations Center for coalition operations could expand access to information, awareness, and services. Leveraging partner capabilities, integrating them into system architectures, and increasing the interoperability of systems are important planned steps as well.

These new strategies do not diminish the USA’s current strengths in the national security space realm and quite likely stand to capitalize on international interest in multilateral solutions. Further information will doubtless be forthcoming in the Space Posture Review. 

AT: Coop bad – tech transfer

The US won’t transfer technology to China

Hayes, 9 - Lt Col, USAF, paper submitted to the Faculty of the Joint Advanced Warfighting School in partial satisfaction of the requirements of a Master of Science Degree in Joint Campaign Planning and Strategy (Tracey, “PROPOSAL FOR A COOPERATIVE SPACE STRATEGY WITH CHINA”, http://dodreports.com/pdf/ada530117.pdf)

While ITAR goals are worthy, some argue that it prevents U.S. companies to compete more effectively in international markets and to increase their knowledge of foreign space programs. For example, the French company Alcatel recently developed an “ITAR-free” satellite, meaning that “no components of U.S. origin were used, and so the satellite was not subject to US export laws.” 148 Additionally, U.S. firms were not allowed to bid on this contract. This argument is valid when many “ITAR-protected” commercial space technologies are widely available in the international market.149 While limiting the export of existing technology may reduce competition for U.S. corporations in the international market, many western firms are reluctant to bring highvalue technologies into China out of fear that reverse engineering or outright theft of technology designs may occur. Until China can prove that intellectual property is respected and protected, and until violations are effectively prosecuted, the transfer of new technology to China will be delayed in many cases.150

AT: Oberg – cooperation fails

Oberg agrees that cooperation reduces the risk of miscalc even if it doesn’t increase relations

Oberg, 5 - 22-year veteran of NASA mission control. He is now a writer and consultant in Houston (James, “The real lessons of international cooperation in space,” the Space Review, 7/18, http://www.thespacereview.com/article/413/1)

The future role of international partners in American projects under development is only now being assessed, and a cold-blooded assessment of costs versus benefits needs to be made, independent of feel-good boasts from space pilots. Partnerships do seem to give projects political (and budgetary) credibility within each nation, and they do force open windows of contacts so that countries don’t succumb to fearful misinterpretations of each other’s intentions and capabilities.

***Militarization IMPACTS

2nc impact calculus

Limited warfare and escalation control don’t apply in space

Krepon, 3 – president of the Henry Stimson Center (Michael, Space Assurance or Space Dominance? THE CASE AGAINST WEAPONIZING SPACE, http://www.stimson.org/images/uploads/research-pdfs/spacebook.pdf)
The inherent escalatory potential of satellite warfare between the United States and a major power such as China is exposed by such anodyne calculations. Any analysis of this scenario for preemptive attacks on space assets—whether initiated by the United States or by China—cannot assume that strikes would be confined to satellites. Moreover, escalation control in this scenario must be considered a highly dubious proposition. After all, the purpose of attacking objects in space, or attacking terrestrial targets from space, is to affect the conduct of military operations on Earth. It is therefore exceedingly hard to envision warfare in space that does not spread elsewhere, whether by asymmetric, conventional, or unconventional means. The resulting combat is likely to be less discriminating and proportional, and far more lethal, either because the stronger party has lost satellites used for targeting and precision guidance, or because the weaker party is unlikely to be concerned about collateral damage.

Concepts of limited warfare and escalation control that were intimately associated with nuclear deterrence during the Cold War have not been propounded by U.S. advocates of space warfare. To engage in tit-for-tat, controlled warfare against satellites would suggest that the first kill of a satellite in the history of armed conflict would reflect a mere quest for balance or a novel form of message sending. The rationales provided by proponents of space control are notably different. The object of acquiring space warfare capabilities is to win, not to tie. In other words, U.S. advocates of space warfare capabilities are less interested in deterrence than in dominance and compellance. 

ASAT attacks will destroy US conventional superiority

Walsh 7 – J.D., Georgetown University Law Center (Frank M., Fall, “ FORGING A DIPLOMATIC SHIELD FOR AMERICAN SATELLITES: THE CASE FOR REEVALUATING THE 2006 NATIONAL SPACE POLICY IN LIGHT OF A CHINESE ANTI-SATELLITE SYSTEM”, 72 J. Air L. & Com. 759, Lexis Law)

 
Over the last twenty years, the American armed forces have undergone a Revolution in Military Affairs (RMA) by incorporating new technologies into the traditional methods of warfare. n61 The use of these new technologies has facilitated unprecedented coordination at all levels by allowing for greater vertical integration, allowing superior officers to communicate with subordinates, and horizontal integration, allowing units to communicate with other units across the battlefield. n62 With better coordination, each American unit is more versatile, more effective, and more deadly. n63 It was this new way of fighting wars that allowed for the spectacular successes of the American military in Operation Desert Storm, Operation Enduring Freedom,  [*771]  and the first few months of Operation Iraqi Freedom, n64 and it is this new way of fighting that has allowed the modern military to largely dissipate Clausewitz's ubiquitous "fog of war." n65
Satellites serve as the foundation upon which the modern networked American military stands. n66 Communication between different elements of the military is relayed by satellites, enabling the United States to "essentially fuse[] its land-based conventional power projection capabilities with its space-based communications, navigation and reconnaissance capabilities." n67 The beginning of Operation Iraqi Freedom is illustrative of the central role satellites play in modern military operations. Satellite communications permitted fewer friendly-fire deaths, rapid precision air strikes, "unprecedented command and control" of forces, and a tour de force from Special Operations Forces who controlled large areas with limited resources. n68 Additionally, 68 percent of munitions used in the twenty-nine-day battle were precision-guided weapons using satellite targeting - a stark change in ordinance from the unguided "dumb" bombs that had dominated the Air Force's arsenal for close to fifty years. n69 Low-level targeting satellites allowed for an unprecedented 80 percent accuracy in air strikes. n70
The Chinese ASAT threatens to destroy the critical links between American operational units. Coordination is so ingrained in modern American tactics that a sudden loss of communication could leave the American military fighting a battle for which it has not been trained. Because the United States no longer maintains comprehensive backup land lines, a Chinese  [*772]  ASAT could potentially sever the link between American conventional forces and leave the American military disoriented, uncoordinated, and fighting a war without real-time intelligence. n71 Not only are satellites the crucial link in sustaining America's RMA, but they are also extremely vulnerable to attack. n72 As described in Part III, infra, no technology exists to make satellites durable enough to withstand an attack like the kinetic energy kill vehicle that destroyed the FY-1C. The satellites that have allowed for unprecedented American military effectiveness are also America's Achilles' heel: they are vulnerable and, if attacked, threaten to bring down a seemingly unstoppable warrior.
The aff can’t win an external impact – a space war will render all of space unusable for thousands of years

Forden, 8 - Massachusetts Institute of Technology (Geoffrey, Astropolitics, 6:138–153, “VIEWPOINT: CHINA AND SPACE WAR,” Ebsco Political Science)
If the short-term military consequences to the U.S. were not that bad, the long term consequences to all spacefaring nations would be devastating. The destruction of the nine satellites hit during the first hour of the attack considered here could put approximately 19,000 new pieces of debris over 10 cm in diameter into the most populated belt of satellites in LEO. Even more debris would be put into GEO, if China launched an attack against communications satellites. In the immediate aftermath of the attack, the debris from each satellite would continue to clump together, much as the debris from China’s 2007 test. Over the next year or so, and assuming the space war with China was resolved well before that, the debris fields would fan out and eventually strike other satellites. These debris fields could cause a run-away chain of collisions that renders space unusable from hundreds to thousands of years.14
--XT – ASATs kill hegemony
Developing ASATs will crush U.S. space control

Hitchens, 2 – vice president of the Center for Defense Information (Theresa, “Future Security in Space: Commercial, Military, and Arms Control Trade-Offs,” Occasional Paper No. 10, ed: Moltz, http://cns.miis.edu/pubs/opapers/op10/op10.pdf)

One problem is that space weapons, just like satellites, would have inherent vulnerabilities (for example, fixed orbital paths), raising the specter of an ever-spiraling need for better weapons and force protection.  Just as it is difficult to protect satellites, it is difficult to protect space weapons.  For example, satellites or space weapons traveling in fixed paths in low-Earth orbit (LEO) are virtual sitting ducks for ground-based ASATs or even fighter aircraft equipped with rockets, not to mention space-based ASATs. 

The other related negative side effect of the inherent vulnerability of orbiting weapons is the pressure to use them first.  The strategic dynamic of space-based weapons could perhaps be compared to that of nuclear intercontinental ballistic missiles— offense-dominant weapons with inherent vulnerabilities (fixed sites).  This is a recipe for instability, as the United States and Soviet Union soon found in their nuclear competition. 

Spurring other nations to acquire space- based weapons, either ASATs or weapons aimed at terrestrial targets, would undercut the ability of U.S. forces to operate freely on the ground on a global basis and thus negate what today is a unique advantage of being the world’s only military superpower.3  Along with military assets in space, U.S. commercial satellites would also become targets (especially because the U.S. military is heavily reliant on commercial providers, particularly in communications). In other words, the United States could be in the position of creating strategic and military problems for itself, rather than solving them. 

Weaponization bad – miscalc

Deterrence won’t work, weaponization causes war and extinction

Chari, 7 – Research Professor, Institute of Peace and Conflict Studies (PR, “CHINA’S ASAT TEST Seeking the Strategic High Ground,” http://www.ipcs.org/pdf_file/issue/1512612560IPCS-Special-Report-34.pdf
Possession of satellites with both defensive and offensive capabilities could, in theory, enable the nation possessing them to acquire virtual invulnerability to counterattack by the adversary’s missiles. In other words, the ability to intercept a ballistic missile attack, using information acquired by reconnaissance and communication satellites, could ensure an invulnerable first strike capability, untrammeled by the angst that the adversary would be able to launch a second strike and inflict unacceptable damage on the aggressor. Disrupting a putative detection and interception capability by ASAT means could, arguably, restore the balance, and ensure that second-strike capabilities remain robust; thereby, the nuclear deterrent relationship between adversaries would also remain stable.
Unfortunately, this scenario is unlikely to obtain in the real world. A nation which discovers that its space-based assets have become vulnerable to attack would, most likely, either enlarge their numbers or equip them with self-protecting equipment possessing both defensive and offensive capabilities. It could also place its other nuclear forces on hair-trigger alert to attack the aggressor if it finds its space-based assets being targeted or attacked. This not implausible scenario might very well spell the initiation of a nuclear Armageddon.

Proceeding further, the national judgment of when, how and in what manner it would determine that its space-based assets have been attacked to launch its counter-attack from space or earth would be made by computers. Given the reality that computers do malfunction and the well-recognized maxims of Murphy’s Law, the transfer of decision-making on such vital national security issues to computers and machines is hardly reassuring. Stated differently, the chances of accident, misunderstanding and misperception will increase should decisionmaking be largely premised on mechanical instruments, which is inevitable when satellites are equipped and empowered to launch attacks and defend themselves in space. This dispensation is, intrinsically, conducive to great instability and tensions in bilateral relations.

ASAT deployment risks accidental nuclear war

Hoey, 6 - a Research Associate at the Institute for Defense and Disarmament Studies (Matthew, The Space Review, “Military space systems: the road ahead,” 2/27, http://www.thespacereview.com/article/563/1
Many people believe that a deployed anti-satellite capability and an ability to attack targets on or near the Earth’s surface from space would create a global climate of insecurity both by enhancing current risks and by creating new problems. These new and increased risks would be the byproducts not only of systems to be deployed by the United States but also of the subsequent arms race in space which could be expected to result thanks to responses by China, Russia, the European Union, and perhaps Japan. Perhaps the most consequential impact would be increasing the probability of accidental nuclear war. Space-based weapons could shorten the road to armed conflict, whether nuclear or conventional. In the event that a space asset of one nation was attacked by another (on purpose or by accident), an immediate military response would be triggered, shortening the diplomatic process while escalating the armed conflict. Once employed regularly, anti-satellite systems and space weapons would litter LEO with debris, which in turn would permanently compromise our collective ability to explore the heavens and use space for constructive commercial purposes. The weaponization of space and the deployment of ASAT systems would undermine existing international arms control treaties that are already under stress. In addition, they would fly in the face of the collective will of the international community, which has demanded a ban on weapons in space for two decades and repeatedly been blocked by the United States. For those who share these concerns, one thing is certain: the time for international negotiations on a treaty to ban weapons in space is long overdue. Within a very few years, this potential development could become a reality.
Attacks on early warning satellites risk nuclear war

Forden, 8 - Massachusetts Institute of Technology (Geoffrey, Astropolitics, 6:138–153, “VIEWPOINT: CHINA AND SPACE WAR,” Ebsco Political Science)
Throughout the history of the Cold War, the U.S. has had a policy of only launching a ‘‘retaliatory’’ nuclear strike if an incoming attack is detected by both early warning satellites and radars. Without the space leg of the early warning system, the odds of the U.S. misinterpreting some radar-detected missile launch as a nuclear attack would be greatly increased—even if the U.S. did not view the satellite destruction as a sufficiently threatening attack by itself. Such a misinterpretation is not without precedent. In 1995, Russia’s early warning radars viewed a NASA sounding rocket launch off the coast of Norway and flagged it as a possible Trident missile launch. Many analysts believe that the only reason Russia did not respond is that it had a constellation of functioning early warning satellites.12 Any Chinese attacks on U.S. early warning satellites would risk both intentional and mistaken escalation of the conflict into a nuclear war without a clear military goal.
Poor Russian intelligence warning would result in miscalculation and nuclear war with the US

Lewis, 4 - Post doctorate Fellow in the Advanced Methods of Cooperative Security Program, (Jeffery, July “What if Space Were Weaponized? Possible Consequences for Conflict Scenarios” Center for Defense Information, http://www.cdi.org/PDFs/scenarios.pdf
This is the second of two scenarios that consider how U.S. space weapons might create incentives for America’s opponents to behave in dangerous ways. The previous scenario looked at the systemic risk of accidents that could arise from keeping nuclear weapons on high alert to guard against a space weapons attack. This section focuses on the risk that a single accident in space, such as a piece of space debris striking a Russian early-warning satellite, might be the catalyst for an accidental nuclear war. As we have noted in an earlier section, the United States canceled its own ASAT program in the 1980s over concerns that the deployment of these weapons might be deeply destabilizing. For all the talk about a “new relationship” between the United States and Russia, both sides retain thousands of nuclear forces on alert and configured to fight a nuclear war. When briefed about the size and status of U.S. nuclear forces, President George W. Bush reportedly asked “What do we need all these weapons for?”43 The answer, as it was during the Cold War, is that the forces remain on alert to conduct a number of possible contingencies, including a nuclear strike against Russia. This fact, of course, is not lost on the Russian leadership, which has been increasing its reliance on nuclear weapons to compensate for the country’s declining military might. In the mid-1990s, Russia dropped its pledge to refrain from the “first use” of nuclear weapons and conducted a series of exercises in which Russian nuclear forces prepared to use nuclear weapons to repel a NATO invasion. In October 2003, Russian Defense Minister Sergei Ivanov reiterated that Moscow might use nuclear weapons “preemptively” in any number of contingencies, including a NATO attack.44 So, it remains business as usual with U.S. and Russian nuclear forces. And business as usual includes the occasional false alarm of a nuclear attack. There have been several of these incidents over the years. In September 1983, as a relatively new Soviet early-warning satellite moved into position to monitor U.S. missile fields in North Dakota, the sun lined up in just such a way as to fool the Russian satellite into reporting that half a dozen U.S. missiles had been launched at the Soviet Union. Perhaps mindful that a brand new satellite might malfunction, the officer in charge of the command center that monitored data from the early-warning satellites refused to pass the alert to his superiors. He reportedly explained his caution by saying: “When people start a war, they don’t start it with only five missiles. You can do little damage with just five missiles.”45 In January 1995, Norwegian scientists launched a sounding rocket on a trajectory similar to one that a U.S. Trident missile might take if it were launched to blind Russian radars with a high altitude nuclear detonation. The incident was apparently serious enough that, the next day, Russian President Boris Yeltsin stated that he had activated his “nuclear football” – a device that allows the Russian president to communicate with his military advisors and review his options for launching his arsenal. In this case, the Russian early-warning satellites could clearly see that no attack was under way and the crisis passed without incident.46 In both cases, Russian observers were confident that what appeared to be a “small” attack was not a fragmentary picture of a much larger one. In the case of the Norwegian sounding rocket, space-based sensors played a crucial role in assuring the Russian leadership that it was not under attack. The Russian command system, however, is no longer able to provide such reliable, early warning. The dissolution of the Soviet Union cost Moscow several radar stations in newly independent states, creating “attack corridors” through which Moscow could not see an attack launched by U.S. nuclear submarines.47 Further, Russia’s constellation of early-warning satellites has been allowed to decline – only one or two of the six satellites remain operational, leaving Russia with early warning for only six hours a day. Russia is attempting to reconstitute its constellation of early-warning satellites, with several launches planned in the next few years. But Russia will still have limited warning and will depend heavily on its space-based systems to provide warning of an American attack.48 As the previous section explained, the Pentagon is contemplating military missions in space that will improve U.S. ability to cripple Russian nuclear forces in a crisis before they can execute an attack on the United States.   Anti-satellite weapons, in this scenario, would blind Russian reconnaissance and warning satellites and knock out communications satellites. Such strikes might be the prelude to a full-scale attack, or a limited effort, as attempted in a war game at Schriever Air Force Base, to conduct “early deterrence strikes” to signal U.S. resolve and control escalation.49 By 2010, the United States may, in fact, have an arsenal of ASATs (perhaps even on orbit 24/7) ready to conduct these kinds of missions – to coerce opponents and, if necessary, support preemptive attacks. Moscow would certainly have to worry that these ASATs could be used in conjunction with other space-enabled systems – for example, long-range strike systems that could attack targets in less than 90 minutes – to disable Russia’s nuclear deterrent before the Russian leadership understood what was going on. What would happen if a piece of space debris were to disable a Russian early-warning satellite under these conditions? Could the Russian military distinguish between an accident in space and the first phase of a U.S. attack? Most Russian early-warning satellites are in elliptical Molniya orbits (a few are in GEO) and thus difficult to attack from the ground or air. At a minimum, Moscow would probably have some tactical warning of such a suspicious launch, but given the sorry state of Russia’s warning, optical imaging and signals intelligence satellites there is reason to ask the question. Further, the advent of U.S. on-orbit ASATs, as now envisioned50 could make both the more difficult orbital plane and any warning systems moot. The unpleasant truth is that the Russians likely would have to make a judgment call. No state has the ability to definitively determine the cause of the satellite’s failure. Even the United States does not maintain (nor is it likely to have in place by 2010) a sophisticated space surveillance system that would allow it to distinguish between a satellite malfunction, a debris strike or a deliberate attack – and Russian space surveillance capabilities are much more limited by comparison. Even the risk assessments for collision with debris are speculative, particularly for the unique orbits in which Russian early-warning satellites operate. During peacetime, it is easy to imagine that the Russians would conclude that the loss of a satellite was either a malfunction or a debris strike. But how confident could U.S. planners be that the Russians would be so calm if the accident in space occurred in tandem with a second false alarm, or occurred during the middle of a crisis? What might happen if the debris strike occurred shortly after a false alarm showing a missile launch? False alarms are appallingly common – according to information obtained under the Freedom of Information Act, the U.S.-Canadian North American Aerospace Defense Command (NORAD) experienced 1,172 “moderately serious” false alarms between 1977 and 1983 – an average of almost three false alarms per week. Comparable information is not available about the Russian system, but there is no reason to believe that it is any more reliable.51 Assessing the likelihood of these sorts of coincidences is difficult because Russia has never provided data about the frequency or duration of false alarms; nor indicated how seriously early-warning data is taken by Russian leaders. Moreover, there is no reliable estimate of the debris risk for Russian satellites in highly elliptical orbits.52 The important point, however, is that such a coincidence would only appear suspicious if the United States were in the business of disabling satellites – in other words, there is much less risk if Washington does not develop ASATs. The loss of an early-warning satellite could look rather ominous if it occurred during a period of major tension in the relationship. While NATO no longer sees Russia as much of a threat, the same cannot be said of the converse. Despite the warm talk, Russian leaders remain wary of NATO expansion, particularly the effect expansion may have on the Baltic port of Kaliningrad. Although part of Russia, Kaliningrad is separated from the rest of Russia by Lithuania and Poland. Russia has already complained about its decreasing lack of access to the port, particularly the uncooperative attitude of the Lithuanian govern-ment.53 News reports suggest that an edgy Russia may have moved tactical nuclear weapons into the enclave.54 If the Lithuanian government were to close access to Kaliningrad in a fit of pique, this would trigger a major crisis between NATO and Russia. Under these circumstances, the loss of an early-warning satellite would be extremely suspicious. It is any military’s nature during a crisis to interpret events in their worst-case light. For example, consider the coincidences that occurred in early September 1956, during the extraordinarily tense period in international relations marked by the Suez Crisis and Hungarian uprising.55 On one evening the White House received messages indicating: 1. the Turkish Air Force had gone on alert in response to unidentified aircraft penetrating its airspace; 2. one hundred Soviet MiG-15s were flying over Syria; 3. a British Canberra bomber had been shot down over Syria, most likely by a MiG; and 4. The Russian fleet was moving through the Dardanelles. Gen. Andrew Goodpaster was reported to have worried that the confluence of events “might trigger off … the NATO operations plan” that called for a nuclear strike on the Soviet Union. Yet, all of these reports were false. The “jets” over Turkey were a flock of swans; the Soviet MiGs over Syria were a smaller, routine escort returning the president from a state visit to Moscow; the bomber crashed due to mechanical difficulties; and the Soviet fleet was beginning long-scheduled exercises. In an important sense, these were not “coincidences” but rather different manifestations of a common failure – human error resulting from extreme tension of an international crisis. As one author noted, “The detection and misinterpretation of these events, against the context of world tensions from Hungary and Suez, was the first major example of how the size and complexity of worldwide electronic warning systems could, at certain critical times, create momentum of its own.” Perhaps most worrisome, the United States might be blithely unaware of the degree to which the Russians were concerned about its actions and inadvertently escalate a crisis. During the early 1980s, the Soviet Union suffered a major “war scare” during which time its leadership concluded that bilateral relations were rapidly declining. This war scare was driven in part by the rhetoric of the Reagan administration, fortified by the selective reading of intelligence. During this period, NATO conducted a major command post exercise, Able Archer, that caused some elements of the Soviet military to raise their alert status. American officials were stunned to learn, after the fact, that the Kremlin had been acutely nervous about an American first strike during this period.56
ASAT strikes risk global nuclear war

Schwab, 5 – director of the Homeplanet Defense Institute (Martin, Homeplanet Defense: Strategic Thought for a World in Crisis, chapter 1)
ASATs are designed to take out the ability of an adversary to see. War games played by the U.S. military in this area consistently result in a nuclear exchange for most nuclear powers. When transparency in space is compromised, military personnel of contending countries cannot verify what each is doing with'their nuclear arsenals. When this occurs, each military' opponent (a human decision-maker) is bound by duty to their nation-state to assume the worst, which may cause pre-emptive nuclear strikes. These strikes usually result in retaliation, meaning global nuclear tragedy in the war games.18 War games reveal that when a nation disables another nation's ground-based laser that poses a threat to space assets in an attempt to de-escalate a crisis, all-out war can be unleashed, as the "de-escalating" action can easily be interpreted as provocation.'

Weaponization bad – Russia/China alliance
Space weapons create a China-Russia alliance

Englehart, 8 – patent litigation attorney (Alex, “COMMON GROUND IN THE SKY: EXTENDING THE 1967 OUTER SPACE TREATY TO RECONCILE U.S. AND CHINESE SECURITY INTERESTS,” 17 Pac. Rim L. & Pol'y J. 133, lexis)

If Russia moves away from the United States, it will move towards China. n76 Now that China has taken the geopolitical lead in opposing the United States--particularly with respect to space weapons development n77 --a disillusioned Russia is sure to find a strong ally in its neighbor to the east. n78 In fact, it already has. n79 In 2002, Russia and China jointly submitted a working paper to the Conference on Disarmament on a treaty to completely ban space weapons. n80 The preamble to this proposed treaty states that "for the benefit of mankind, outer space shall be used for peaceful purposes, and it shall never be allowed to become a sphere of military confrontation." n81  [*142]  The basic obligations proposed include "not to place in orbit around the Earth any objects carrying any kinds of weapons, not to install such weapons on celestial bodies, or not to station such weapons in outer space in any other manner" and "not to resort to the threat or use of force against outer space objects." n82 This sweepingly broad language was too much for the United States, and it declined to enter any kind of negotiations on the proposal. n83 But even so, the proposal should serve as a strong warning to the United States of the close alignment between China and Russia on the space weapons issue. n84 If the United States completely flouts the manifest wishes of China and Russia on this issue, those two countries will be driven more closely together--not just on space weapons, but generally. n85 The United States would be wise to consider the significant long-term consequences of fortifying the Moscow-Beijing axis in this way. n86 The combined geopolitical--and specifically, military--might of these two nations would pose a grave threat to U.S. interests all over the world. n87 If a united Russia and China decided to support Iran or North Korea, the United States would be effectively blocked from pursuing its interests and security vis-a-vis those states. n88 As China inevitably becomes more powerful economically and militarily, the United States must do its best to maintain good relations with Russia and prevent it from moving completely into the Chinese camp. n89 Showing a willingness to negotiate on the space weapons issue would serve that goal well.

Weaponization bad – Russia

Russia is on tilt over US counterspace doctrine – but won’t weaponize yet.  The perception of US weaponization will cause it to cross the rubicon

Arbatov, 11 - Head of the Center for International Security at the Russian Academy of Science’s Institute for World Economy and International Relations (Alexei, Toward a Theory of Space Power: Selected Essays, February, http://www.ndu.edu/press/lib/pdf/spacepower/spacepower.pdf)
Russian official and unofficial attempts from 2001 to 2005 to come to an agreement with the United States to cut strategic forces to lower than 1,700 to 2,200 warhead levels (Moscow 2002 Strategic Offensive Reduction Treaty) to reduce U.S. counterforce capability, or to jointly lower the readiness for launch status of strategic forces (for the same purpose), proved to be futile.

Hence, Russia has a heavy and growing reliance on the LOW concept and early warning satellites. The fact that this system does not have a much higher priority in Russia's space and defense program reflects Moscow's relaxed attitude toward the probability of a confrontation with the United States and its allies and a huge lack of coordination in Moscow's strategic forces, programs, posture, and support systems. Nonetheless, it is not an acceptable justification: strategic posture is such an important element of national security that internal contradictions are not to be looked at with complacency. Development and deployment of space weapons, particularly those of antisatellite class, would greatly exacerbate this instability against the background of the U.S., Russian, and potentially Chinese strategic postures.

All in all, it may be stated flatly that Russia has great interests and ambitions in outer space, both civilian and military, but those interests are confined to unarmed craft. This position stems from both Russia's overwhelming dependence on international cooperation in outer space and the severe shortage of funding for defense in general and military space programs in particular.

Hence, Russia has an extremely negative view of development and deployment of space weapons of any kind (deployed in space or designed for attacking space objects). In contrast to the USSR, which was the first nation to deploy operational ballistic missile defense (BMD) and antisatellite (ASAT) systems in the 1970s, Russia has neither the resources nor the perceived strategic requirements for pursuing space weapons. Russia would see any such development and deployment as a major provocation and a threat to its security and national interests. Moreover, Russia's future attitude toward other states and their treatment as partners or opponents will be heavily affected by their posture with respect to space weapons. In this sense, new U.S. Air Force space doctrine and various Pentagon statements on the subject are universally seen in Russia with great concern and hostility.

Only some major provocation might change Russia's policy on the issue. One is a potential U.S. deployment of space-based ASAT systems, threatening Russian earlywarning satellites (which are deployed not only at geosynchronous orbits but also partly at Molniya-type highly elliptical orbits and pass at low altitude over the south polar zone). As a system for retaliation or for a direct attack on U.S. space-based ASAT craft, Russia might contemplate reviving its direct ascent ASAT systems or resuming its landbased laser program with inherent antisatellite potential.

Another trigger may be a massive U.S. deployment of space-based BMD intercept or support systems, which would threaten Russia's strategic nuclear deterrent capability. Undoubtedly, Moscow's first choice in both cases would be an asymmetric response: enhancing satellite survivability, reducing reliance on LOW, or developing BMD penetration systems. However, if that would not be enough or turn out to be too expensive, Russia may eventually go for space weapons of its own.

Weaponization bad – proliferation

Weaponization kills US-Russian and US-Sino relations – causes global prolif
Krepon, 4 – president of the Henry L. Stimson Center (Michael, “Avoiding the Weaponization of Space”, http://www.stimson.org/images/uploads/research-pdfs/Avoiding_the_Weaopnization_of_Space.pdf)

 Weaponizing space would poison relations with China and Russia, whose help is essential to stop and reverse proliferation. ASAT weapon tests and deployments would surely reinforce Russia’s hair-trigger nuclear posture, and China would likely feel compelled to alter its relaxed nuclear posture, which would then have negative repercussions on India and Pakistan. The Bush Administration’s plans would also further alienate America’s friends and allies, which, with the possible exception of Israel, strongly oppose the weaponization of space. The fabric of international controls over weapons of mass destruction, which is being severely challenged by Iran’s and North Korea’s nuclear ambitions, could rip apart if the Bush Administration’s interest in testing space and nuclear weapons is realized.

Perception of space weaponization kills US-Russia and US-Sino relations – expands global proliferation

Krepon, 3 – president of the Henry Stimson Center (Michael, Space Assurance or Space Dominance? THE CASE AGAINST WEAPONIZING SPACE, http://www.stimson.org/images/uploads/research-pdfs/spacebook.pdf)
The likely consequences of a dynamic, but uneven, space warfare competition are not hard to envision. Potential adversaries are likely to perceive American initiatives to weaponize space as adjuncts to a U.S. military doctrine of preemption and preventive war. Depending on the scope and nature of U.S. space warfare preparations, they could also add to Chinese and Russian concerns over the viability of their nuclear deterrents. U.S. initiatives to extend military dominance into space are therefore likely to raise tensions and impact negatively on U.S.-China and U.S.-Russia relations at a time when bilateral relations have some promising, but tenuous, elements. Cooperative relations with both countries will be needed to successfully combat proliferation, but Moscow and Beijing are unlikely to tender such cooperation if they perceive that U.S. strategic objectives include the negation of their deterrents. Under these circumstances, proliferation of weapons in space would be accompanied by terrestrial proliferation.

What compelling need is there to weaponize space when American military superiority is so extensive, and terrestrial developments to extend U.S. power projection capabilities are so promising? One argument is that portions of the earth’s surface are not quickly reached by conventional U.S. power projection capabilities, and that space-based weapons could remedy this apparent shortcoming. Perceived gains by somewhat longer and quicker reach into the interior of, say, Russia, China, or Iran must be weighed against the resulting impairment of U.S. diplomacy, non-proliferation efforts, and alliance ties. Moreover, space warfare initiatives would threaten commercial networks on which advanced industrial societies have become increasingly dependent. They could also impair the continuation of an extraordinary phase of scientific exploration that fosters new insights about the origins and future of our planet, our solar system, and the mysteries that lie beyond.

Weaponization bad – debt

Space weaponization races will bankrupt the US

Hayes, 9 - Lt Col, USAF, paper submitted to the Faculty of the Joint Advanced Warfighting School in partial satisfaction of the requirements of a Master of Science Degree in Joint Campaign Planning and Strategy (Tracey, “PROPOSAL FOR A COOPERATIVE SPACE STRATEGY WITH CHINA”, http://dodreports.com/pdf/ada530117.pdf)

Another benefit to U.S.-China space cooperation is preventing over-spending on potentially expensive space-race technology to include space-based offensive weapons.

Prevent Over-Spending. In 2007, it was estimated that the U.S. annual Defense Department budget (excluding Department of Energy funding and the cost of wars in Iraq and Afghanistan) had increased by $143 billion since 2001. Adjusted for inflation, military spending has grown 27% over this period.126 Furthermore, a study of the fiscal year 2008 defense budget by the World Security Institute’s Center for Defense Information and the Secure World Foundation could only find about $1 billion in potential space weapons-related research and development funding.127 Obviously, with regards to U.S. space weapons development, budgetary realities have not equaled declaratory policy. Further, a build-up of space-based missile defense and counter-space weapons would require a major investment at a time when defense is fiscally constrained due to OPERATION IRAQI FREEDOM and OPERATION ENDURING FREEDOM. The lack of available funding along with the premise that Democrats have traditionally opposed increased defense spending, leads one to believe that a near-term ramp-up in defense funding appears improbable. Furthermore, the U.S. economy is in no shape to take on a defense budget spike. The U.S. debt is at an all-time high of $10 trillion128 and the economy is currently in a recession.

While some would argue that this would make the U.S. more vulnerable to the Chinese expansion of space capability, for others who are more optimistic it would be logical to try to prevent the massive spending that would have to occur to fund a counterspace weapons program. Cooperation could also reveal some duplicative space efforts common to both the U.S. and China which could prove mutually beneficial for both countries.

Debt collapses hegemony, ushers in an age of multipolarity that breeds prolif, miscalc, Asian war, and Chinese aggression – WWII empirically proves

Khalizad 2/8 (Zalmay, former US ambassador to Afghanistan, former US ambassador to Iraq, United States Permanent Representative to the United Nations, counselor at the Center for Strategic and International Studies, 2/8/11, National Review, “The Economy and National Security” http://www.nationalreview.com/articles/print/259024) Today, economic and fiscal trends pose the most severe long-term threat to the United States’ position as global leader. While the United States suffers from fiscal imbalances and low economic growth, the economies of rival powers are developing rapidly. The continuation of these two trends could lead to a shift from American primacy toward a multi-polar global system, leading in turn to increased geopolitical rivalry and even war among the great powers. The current recession is the result of a deep financial crisis, not a mere fluctuation in the business cycle. Recovery is likely to be protracted. The crisis was preceded by the buildup over two decades of enormous amounts of debt throughout the U.S. economy — ultimately totaling almost 350 percent of GDP — and the development of credit-fueled asset bubbles, particularly in the housing sector. When the bubbles burst, huge amounts of wealth were destroyed, and unemployment rose to over 10 percent. The decline of tax revenues and massive countercyclical spending put the U.S. government on an unsustainable fiscal path. Publicly held national debt rose from 38 to over 60 percent of GDP in three years. Without faster economic growth and actions to reduce deficits, publicly held national debt is projected to reach dangerous proportions. If interest rates were to rise significantly, annual interest payments — which already are larger than the defense budget — would crowd out other spending or require substantial tax increases that would undercut economic growth. Even worse, if unanticipated events trigger what economists call a “sudden stop” in credit markets for U.S. debt, the United States would be unable to roll over its outstanding obligations, precipitating a sovereign-debt crisis that would almost certainly compel a radical retrenchment of the United States internationally. Such scenarios would reshape the international order. It was the economic devastation of Britain and France during World War II, as well as the rise of other powers, that led both countries to relinquish their empires. In the late 1960s, British leaders concluded that they lacked the economic capacity to maintain a presence “east of Suez.” Soviet economic weakness, which crystallized under Gorbachev, contributed to their decisions to withdraw from Afghanistan, abandon Communist regimes in Eastern Europe, and allow the Soviet Union to fragment. If the U.S. debt problem goes critical, the United States would be compelled to retrench, reducing its military spending and shedding international commitments. We face this domestic challenge while other major powers are experiencing rapid economic growth. Even though countries such as China, India, and Brazil have profound political, social, demographic, and economic problems, their economies are growing faster than ours, and this could alter the global distribution of power. These trends could in the long term produce a multi-polar world. If U.S. policymakers fail to act and other powers continue to grow, it is not a question of whether but when a new international order will emerge. The closing of the gap between the United States and its rivals could intensify geopolitical competition among major powers, increase incentives for local powers to play major powers against one another, and undercut our will to preclude or respond to international crises because of the higher risk of escalation. The stakes are high. In modern history, the longest period of peace among the great powers has been the era of U.S. leadership. By contrast, multi-polar systems have been unstable, with their competitive dynamics resulting in frequent crises and major wars among the great powers. Failures of multi-polar international systems produced both world wars. American retrenchment could have devastating consequences. Without an American security blanket, regional powers could rearm in an attempt to balance against emerging threats. Under this scenario, there would be a heightened possibility of arms races, miscalculation, or other crises spiraling into all-out conflict. Alternatively, in seeking to accommodate the stronger powers, weaker powers may shift their geopolitical posture away from the United States. Either way, hostile states would be emboldened to make aggressive moves in their regions. As rival powers rise, Asia in particular is likely to emerge as a zone of great-power competition. Beijing’s economic rise has enabled a dramatic military buildup focused on acquisitions of naval, cruise, and ballistic missiles, long-range stealth aircraft, and anti-satellite capabilities. China’s strategic modernization is aimed, ultimately, at denying the United States access to the seas around China. Even as cooperative economic ties in the region have grown, China’s expansive territorial claims — and provocative statements and actions following crises in Korea and incidents at sea — have roiled its relations with South Korea, Japan, India, and Southeast Asian states. Still, the United States is the most significant barrier facing Chinese hegemony and aggression. Given the risks, the United States must focus on restoring its economic and fiscal condition while checking and managing the rise of potential adversarial regional powers such as China. While we face significant challenges, the U.S. economy still accounts for over 20 percent of the world’s GDP. American institutions — particularly those providing enforceable rule of law — set it apart from all the rising powers. Social cohesion underwrites political stability. U.S. demographic trends are healthier than those of any other developed country. A culture of innovation, excellent institutions of higher education, and a vital sector of small and medium-sized enterprises propel the U.S. economy in ways difficult to quantify. Historically, Americans have responded pragmatically, and sometimes through trial and error, to work our way through the kind of crisis that we face today. 

Weaponization bad – economy

Loss of satellites would destroy the global economy and risk nuclear use

Donahue, 10 – USAF Major (Jack, “CATASTROPHE ON THE HORIZON: A SCENARIO-BASED FUTURE EFFECT OF ORBITAL SPACE DEBRIS,” https://www.afresearch.org/skins/rims/q_mod_be0e99f3-fc56-4ccb-8dfe-670c0822a153/q_act_downloadpaper/q_obj_af691818-359f-4999-be24-f88ca154bd94/display.aspx?rs=enginespage)

So what would it be like living in any of these scenarios? The world has become increasingly reliant on satellites to provide information such as communications, internet access, navigation, military surveillance, environmental research, and banking. A loss of one or several satellites that provide these services from a deliberate act by an adversary could affect nearly everyone on the entire planet, especially if it was a nuclear detonation in space. The first implication is the disruption of global communications. People would not be able to communicate via cell phones or the internet. The world banking industry would literally shut down crippling an already fragile economy. US and coalition military forces around the world would not have the ability to use space assets for surveillance and GPS navigation to track friendly forces or targeting/destroying enemy forces leaving US and coalition forces vulnerable to attack and potential fratricide. In fact, a similar type of situation on a much smaller scale has already occurred in the past when a single satellite, Galaxy IV, lost its bearing in 1998.100 Forty-five million people, including hospital personnel, were disconnected from their paging service.101 Also, local affiliates such as the National Public Radio ceased broadcasting, Reuters was unable to send wire stories to media outlets, and Chinese Television Network couldn‘t transmit any of their news feeds.102 ATMs experienced service interruptions, as did credit card systems at gas stations and grocery stores.103 A second implication deals with world safety. As in the scenario, Lost in Space, the loss of not only a costly space asset (the ISS), but the death of an international crew would be devastating to all countries affected. As mentioned earlier, this particular incident is very real. In fact, the preliminary results of a recent NASA risk assessment of the soon to be decommissioned Space Shuttle puts the risk of a manned spaceflight mission into perspective. The study concluded that “space debris accounts for 11 out of 20 of the most likely scenarios that could lead to the loss of another shuttle.”104 Another safety issue that is of concern, which could be the result of any of the four stated scenarios, is the reentry of space debris into our atmosphere and possible impact on earth. Over the years, the world has been very fortunate to not have any major incidences primarily due to the fact that large amounts of debris burn up harmlessly in the earth‘s atmosphere before impact. However, the possibility still remains, especially with the growing amount of debris in LEO. The third implication is the effect to US national security. Imagine the potential ramifications from scenarios Enemy of Mine or Eyes Wide Shut “if space debris destroyed an early-warning satellite of an adversary nuclear-armed nation.”105 The US may not get any advanced warning of a launched nuclear attack against the US or its allies.

Weaponization bad – space debris

A space war will render space unusable for centuries and wreck commercial space even if debris was mitigated
Milowicki and Johnson-Freese, 8 – both professors at the US Naval War College (Gene and Joan, Astropolitics 6:1-21, “ STRATEGIC CHOICES: EXAMINING THE UNITED STATES MILITARY RESPONSE TO THE CHINESE ANTI-SATELLITE TEST,” Ebsco Political Science)

Alternatively, heading down a path of conflict with the Chinese is fraught with risk for all humankind. A shooting war in space and the ensuing debris could quickly render Earth orbital space unusable for centuries. At a minimum, it would greatly increase the cost of putting payloads into orbit due to the hugely elevated risk of possible collision with debris. One can only imagine the ensuing insurance premiums. The situation could severely limit or even shut down commercial space operations due to the prohibitive costs involved; nearly impossible to imagine since space-based systems provide much of the connectivity required for an increasingly globalized world. Realistically, the U.S. cannot afford not to try cooperation. The alternative is just not acceptable or feasible. Space debris generation due to kinetic warfare in space is the new Mutually Assured Destruction (MAD) of the 21st century. Deterring events, which produce indiscriminate and dangerous debris fields, must be a priority.

US dominance and weaponization of space triggers global conflict and ends in un-clearable space debris

Krepon et al 7 - co-founder of the Henry L. Stimson Center, former Senior Associate at the Carnegie Endowment for International Peace (June 21, 2007, Michael Krepon, Theresa Hitchens, Michael Katz-Hyman, Preserving Freedom of Action in Space:  Realizing the Potential and Limits of U.S. Spacepower,” http://cdi.org/program/document.cfm?documentid=4183&programID=68&from_page=../friendlyversion/printversion.cfm)

Nowhere is soft spacepower more evident than in the commercial realm, where economic competition is sometimes fierce but multinational cooperation is nonetheless required. The world relies at present on five major multinational corporations for the provision of global telecommunications. Global and national reliance on space assets has become intertwined not only for communications, but also for banking, disaster monitoring, weather forecasting, positioning, timing and navigation, and myriad other activities central to modern life. Many satellites primarily operated for commercial and civil uses can also serve military purposes. The use of space for commercial and economic development, as well as for other soft power applications, can be jeopardized if the deployment and use of weapons in space occur. This is because once weapons are used in space, their effects may not be controllable, as it is difficult to dictate strategy and tactics in asymmetric warfare. Consequently, weapons effects may not be limited to a small subset of satellites or those of a particular nation. In this sense, hard and soft spacepower cannot be decoupled. The misapplication of hard spacepower could therefore have indiscriminate effects, particularly if a destructive strike against a satellite produces significant and long-lasting debris. The misapplication of hard power on Earth could also adversely affect relations between major powers, friends, and allies. However, the interconnectedness of hard and soft spacepower means that poor decisions by one spacefaring nation are more likely to negatively affect all other spacefaring nations, a situation that does not arise in nonnuclear, terrestrial conflict. Recovery from poor decisions in space also takes far longer than from nonnuclear, terrestrial conflict. For example, when conventional battles take place on the ground, sea, and air, debris is a temporary and geographically limited phenomenon. Minefields can be marked or cleared, and chemical spills can be contained or cleaned—although this may take large amounts of both time and money. Battlefield debris in space, however, can last for decades, centuries, or even millennia, thereby constituting an indiscriminate lethal hazard to space operations. Debris generated in space also tends to spread to other orbits over time, and environmental cleanup technologies in space do not appear promising at present.2 In gravity-based warfare, the victor's spoils are gained through unhindered access. But such access is likely to be lost in the event that weapons are used in or from space, even for the "victor." Battlefields in space are therefore fundamentally different from those on land, at sea, or in the air. The potentially disabling problem of space debris is now well recognized even by advocates of hard spacepower. Therefore, hit-to-kill kinetic energy antisatellite (ASAT) weapons that have been tested occasionally constitute a significant potential danger to space operations, as was most evident in China's test in January 2007, which created the worst debris-generating event in the history of the space age.3 The earliest ASAT weapons—nuclear warheads atop ballistic missiles—would produce indiscriminate and lethal effects, as the United States learned after conducting a series of atmospheric nuclear tests in 1962. Nonetheless, this method of space warfare could still be employed. Currently, the preferred U.S. methods of using force to maintain "space control" entail nondestructive techniques (although U.S. officials and military leaders have not ruled out destructive methods). But bounding the unintended negative consequences of warfare in space depends on questionable assumptions, beginning with the dictation of rules of warfare against weaker foes. In unfair fights, however, weaker foes typically play by different rules. And if debris-causing space warfare hurts the United States severely, it is reasonable to expect that U.S. fastidiousness in engaging in warfare in space may not be reciprocated—as the Chinese kinetic-kill ASAT test seemed to indicate.

Any weaponization of space or attacks triggers broader conflict and makes space uninhabitable 

Krepon et al 7 - co-founder of the Henry L. Stimson Center, former Senior Associate at the Carnegie Endowment for International Peace (June 21, 2007, Michael Krepon, Theresa Hitchens, Michael Katz-Hyman, Preserving Freedom of Action in Space:  Realizing the Potential and Limits of U.S. Spacepower,” http://cdi.org/program/document.cfm?documentid=4183&programID=68&from_page=../friendlyversion/printversion.cfm)

While some have compared space to another "global commons," the high seas, we believe this analogy to be deeply flawed. Warships provide backup for sea-based commerce, but they are essentially instruments of warfighting. Satellites, on the other hand, usually serve multiple purposes in both military and nonmilitary domains. A ship damaged in combat can seek safety and repairs at a friendly port. The debris from combat at sea sinks and rarely constitutes a lingering hazard. Defensive measures are easier to undertake at sea than in space. If space weapons are deployed and used, no nation can expect there to be safe havens in space. And if the most indiscriminate means of space warfare are employed, debris will become a long-lasting hazard to military and nonmilitary satellite operations. All countries would be victimized if a new precedent is set and satellites are attacked in a crisis or in warfare. As the preeminent space power, the United States has the most to lose if space were to become a shooting gallery. The best offense can serve as an effective defense in combat at sea, but this nostrum does not apply in space, since essential satellites remain extremely vulnerable to rudimentary forms of attack. The introduction of dedicated and deployed weapons in space by one nation would be followed by others that feel threatened by such actions. The first attack against a satellite in crisis or warfare is therefore unlikely to be a stand-alone event, and nations may choose different rules of engagement for space warfare and different means of attack once this threshold has been crossed. Our analysis thus leads to the conclusion that the introduction and repeated flight-testing of dedicated ASAT weapons would greatly subtract from U.S. spacepower, placing at greater risk the military, commercial, civil, and lifesaving benefits that satellites provide. Instead, we propose that the United States seek to avoid further flight testing of ASATs while hedging against hostile acts by other spacefaring nations.

Even a few ASAT uses is enough to make space unusable

Krepon and Black 10 – Research Associate and Co-Founder at the Henry L. Stimson Center (12 July 2010, Michael Krepon and Samuel Black, “Chapter 18 -  An international Code of Conduct for responsible spacefaring nations,” ScienceDirect)

18.3. Arguments Against New Multilateral Agreements 

ASAT tests have clarified the weakness of arguments that no new rules of the road are needed for space. The reasoning against new multilateral agreements for space boils down to five arguments. The first is that because there is no likelihood of an arms race in space, there is no need for new multilateral arrangements. It is true that an arms race is unlikely, since arms racing has now been replaced by asymmetric warfare. But an arms race isn’t needed to do lasting damage to space, as the Chinese ASAT test demonstrated. It was surely evident from this test, if it was not clear beforehand, that very few kinetic kill tests or uses of ASAT weapons are needed to result in long-lasting damage to low-Earth orbit. New diplomatic initiatives are required precisely because an arms race isn’t necessary to prevent the peaceful uses of outer space. 

The Chinese ASAT test alone increased total space debris by 15 percent

Sabathier and Faith, 11 – *more than 20 years of experience in aerospace, from rocket and satellite design to space policy, also a senior associate with the technology and public policy program at the Center for Strategic and International Studies AND ** research analyst at the Space Foundation. Prior to that, he was a program manager for space initiatives at CSIS (Vincent and G. Ryan, World Politics Review, “The Global Impact of the Chinese Space Program,” 5/17, http://www.worldpoliticsreview.com/articles/8878/the-global-impact-of-the-chinese-space-program)

The ASAT test mentioned earlier, however, provided a clear and concrete demonstration of Chinese capabilities, which happen to be similar to the ones needed for missile defense against ICBMs. It also demonstrated the vulnerability of space assets, especially those with national security value, not only to direct attack, but also to debris. This single event increased the total amount of orbital debris by more than 15 percent. Many earth-observation satellites and the ISS have already had to modify their orbits to avoid collision. As a result, the U.N. Committee on the Peaceful Uses of Outer Space, which had been dormant for decades, has re-emerged as a very convenient venue to push for "rules of the road" or a "code of conduct" in space. The incident also triggered cooperation throughout the West on space situation awareness. In years to come, the ASAT test will certainly result in many changes in the design and operation of space assets, while also promoting the use of substitutes for space assets and decreased dependence on space. 

--AT: Debris is limited / defenses solve

Limiting debris effects assumes adversaries play by the rules – weaker opponents have incentives to seek escalation in space because it hurts the US more – this could include nuclear ASAT use
Krepon et al, 11 – President of the Henry L. Stimson Center, also Theresa Hitchens, Director of the United Nations Institute for Disarmament Research and Michael Katz-Hyman, Research Associate at the Henry L. Stimson Center on the Space

Security and South Asia Projects (Michael, Toward a Theory of Space Power: Selected Essays, February, http://www.ndu.edu/press/lib/pdf/spacepower/spacepower.pdf)

While the military uses of space are growing for the United States and other spacefaring nations, sweeping analogies between spacepower and terrestrial military power are unwise. In space, power is not accompanied by weapons—at least not yet. And in space, weapon-enabling technologies are widely applicable to nonmilitary pursuits. Weapon capabilities—or hard power—that can be utilized in space are currently confined to gravity-bound battlefields. In contrast, the soft power aspects of space prowess are unbounded, with satellites used for direct broadcasting and communication becoming conveyor belts for the projection of national culture and economic transactions. The long history of international cooperative research among civil space agencies reflects another element of soft space-power. Collaborative efforts such as the Apollo-Soyuz mission, the International Space Station, and the space shuttle attest to the utility of soft spacepower as a diplomatic instrument. China, an emerging spacepower, is following this welltrodden path, at least in part, by forging space cooperation agreements with nations such as oil-rich Venezuela and Nigeria.

Nowhere is soft spacepower more evident than in the commercial realm, where economic competition is sometimes fierce but multinational cooperation is nonetheless required. The world relies at present on five major multinational corporations for the provision of global telecommunications. Global and national reliance on space assets has become intertwined not only for communications, but also for banking, disaster monitoring, weather forecasting, positioning, timing and navigation, and myriad other activities central to modern life. Many satellites primarily operated for commercial and civil uses can also serve military purposes. The use of space for commercial and economic development, as well as for other soft power applications, can be jeopardized if the deployment and use of weapons in space occur. This is because once weapons are used in space, their effects may not be controllable, as it is difficult to dictate strategy and tactics in asymmetric warfare. Consequently, weapons effects may not be limited to a small subset of satellites or those of a particular nation. In this sense, hard and soft spacepower cannot be decoupled. The misapplication of hard spacepower could therefore have indiscriminate effects, particularly if a destructive strike against a satellite produces significant and long-lasting debris.

The misapplication of hard power on Earth could also adversely affect relations between major powers, friends, and allies. However, the interconnectedness of hard and soft spacepower means that poor decisions by one spacefaring nation are more likely to negatively affect all other spacefaring nations, a situation that does not arise in nonnuclear, terrestrial conflict. Recovery from poor decisions in space also takes far longer than from nonnuclear, terrestrial conflict. For example, when conventional battles take place on the ground, sea, and air, debris is a temporary and geographically limited phenomenon. Minefields can be marked or cleared, and chemical spills can be contained or cleaned—although this may take large amounts of both time and money. Battlefield debris in space, however, can last for decades, centuries, or even millennia, thereby constituting an indiscriminate lethal hazard to space operations. Debris generated in space also tends to spread to other orbits over time, and environmental cleanup technologies in space do not appear promising at present.2 In gravity-based warfare, the victor's spoils are gained through unhindered access. But such access is likely to be lost in the event that weapons are used in or from space, even for the "victor."

Battlefields in space are therefore fundamentally different from those on land, at sea, or in the air. The potentially disabling problem of space debris is now well recognized even by advocates of hard spacepower. Therefore, hit-to-kill kinetic energy antisatellite (ASAT) weapons that have been tested occasionally constitute a significant potential danger to space operations, as was most evident in China's test in January 2007, which created the worst debris-generating event in the history of the space age.3 The earliest ASAT weapons—nuclear warheads atop ballistic missiles—would produce indiscriminate and lethal effects, as the United States learned after conducting a series of atmospheric nuclear tests in 1962. Nonetheless, this method of space warfare could still be employed. Currently, the preferred U.S. methods of using force to maintain "space control" entail nondestructive techniques (although U.S. officials and military leaders have not ruled out destructive methods). But bounding the unintended negative consequences of warfare in space depends on questionable assumptions, beginning with the dictation of rules of warfare against weaker foes. In unfair fights, however, weaker foes typically play by different rules. And if debris-causing space warfare hurts the United States severely, it is reasonable to expect that U.S. fastidiousness in engaging in warfare in space may not be reciprocated—as the Chinese kinetic-kill ASAT test seemed to indicate.

Turns the case – SSP

SSP will be destroyed in a space war

Pop, 2k – PhD Student, University of Glasgow Law School (Virgiliu, “SECURITY IMPLICATIONS OF NON-TERRESTRIAL RESOURCE EXPLOITATION”, http://www.geocities.com/virgiliu_pop/publications/security.pdf)
2.5.  Self Defence of SPS At the opposite end of the security concerns related to the use of SPS lies their safety; while a “non-owner state” is concerned with the military potential of a SPS, an “owner state” would see a SPS as “a target for any space-capable nation with intentions hostile to the interests of that state”39. 

The use of a geosynchronous orbit makes the SPS “a “sitting duck” for anti-satellite weapons”, given “the absolute predictability of these orbits”40. Its vulnerability is of high importance, “especially since it could be supplying a large portion of a nation’s electricity”41. Security issues are raised also by the ground-based rectenna that “would be as vulnerable to terrorist or quasi-military action as other large industrial complexes or power plants”42. 
AT: Tellis preemption argument

Tellis is wrong – current US restraint means preemption will never happen unless a war starts first
Manzo, 8 - CDI Research Assistant (Vince, “U.S. Policy Brief: The Need for a Strategic Dialogue with China,” 8/28, http://www.cdi.org/pdfs/StrategicDialoguePolicy.pdf)

Several other analysts have offered similar assessments of the deleterious effect that ASAT weapons could have on crisis stability between the United States and China. Saunders and Lutes argue actions that “cast doubt on the American ability to use its nuclear forces effectively would set up a destabilizing strategic dynamic.”27 Tellis argues that the United States will have a strong incentive to strike first in a crisis situation if it believes that China could potentially cripple its command and control capabilities.28 However, crisis instability is a two-way street. It is unlikely that China will deploy ASAT weapons unless doing so fills a critical need, such as the perceived necessity of offsetting a U.S. first strike advantage achieved through the implementation of the NPR.29  
AT: Coercive diplomacy

Space weaponization blinds policymakers to diplomatic options

Lewis, 4 - Post doctorate Fellow in the Advanced Methods of Cooperative Security Program, (Jeffery, July “What if Space Were Weaponized? Possible Consequences for Conflict Scenarios” Center for Defense Information, http://www.cdi.org/PDFs/scenarios.pdf
The prospect that space weapons might render the United States invulnerable to any kind of attack will remain tempting. And, for the foreseeable future, it will remain out of reach, for myriad reasons. Many warn that space weapons will be technologically daunting and cost-prohibitive, while alienating nations allied to the United States and antagonizing others. These five scenarios attempt to explain a different, complicated idea: In a world with space weapons, the United States may be better armed, but we may well be less secure. • Scenario 1 argues that our anti-satellite (ASAT) programs are likely to inspire and aid the ASAT programs of others. In world where many states have ASATs, the United States, which is heavily dependent on space systems, has the most to lose. • Scenario 2 argues that the tremendous value provided by space-based military systems is also very vulnerable to attack, creating perverse incentives for a U.S. president to rapidly escalate conflict in a crisis situation. • Scenario 3 argues that Russia and China are likely to change their nuclear postures in response to expanding U.S. military capabilities in outer space, increasing the readiness of their forces at the expense of operational control, and undermining years of efforts at risk reduction. • Scenario 4 argues that the space-enabled war-fighting strategies tangle nuclear and space forces together in way that creates unnecessary risks of accident — such as a piece of space debris striking a Russian early-warning satellite that could be interpreted as an attack.• Scenario 5 considers the possibility of conflicts that escalate into space threatening American space assets through collateral damage, even if the United States is a third party. In many of these scenarios, space weapons merely exacerbate underlying instabilities. In others, space capabilities, by reinforcing the belief that vulnerability is a choice, may blind U.S. policymakers to the need to complement military power with political and diplomatic efforts.

Space militarization will cause the entire world to backlash against the U.S. – their authors are writing from narrow patriotic tunnel vision

Moore, 6  - contributing editor of The Bulletin of the Atomic Scientists (Mike, SAIS Review, “A New Cold War?”, Winter Spring, projectmuse)

We Americans are inclined to believe that our nation's virtues are endless. Given that, why would any law-abiding nation be alarmed by ownership-of-space rhetoric? Why should other nations, other than rogue states, worry about the U.S. capacity for "instant engagement anywhere in the world"?

The rhetoric of space warriors, the Defense Department, and the White House (whether occupied by Democrats or Republicans) seems driven by a worldview that says the values of the United States represent the end state in human development. If the United States chooses to develop a space-control capability and to place weapons in space, it will have done so because in this troubled world only it can be trusted to do it right.

U.S. space-power partisans define space control as having the capability to grant access to space to the good guys and deny access to the bad guys. That power is framed in the language of deterrence; it would be used only when necessary.

However, this goal ignores the predictable political impact of possessing such power. A nation able to deny access to space to hostile states in a time of conflict would have the latent capability to deny access to anyone at any time. Why would any nation-state that values its own sovereignty be content with that?

The people of many nations already hate, fear or mistrust the United States, in part because of its staggering lead in high-tech warfare, which has been repeatedly demonstrated not only in war games, but in actual battle.

One suspects most countries already have come to terms with the fact that the United States will continue indefinitely to be the most powerful state the world has ever known, militarily, economically, and culturally. But is there a tipping point? A line beyond which even a nation as relatively benign as the United States cannot go without provoking reactions that ultimately would compromise the security of its own citizens? [End Page 178]

U.S. control of space, says Everett C. Dolman of the Air Force's highly influential School of Advanced Air and Space Studies, would place "as guardian of space the most benign state that has ever attempted hegemony over the greater part of the world." It would be a bold and decisive step, and "at least from the hegemon's point of view, morally just."4
Morally just? That phrase lies at the heart of the debate over space control and weapons in space. This debate is not just about whether such courses of action would be prudent or imprudent. It is also about America's message to the world. The United States is a free and open society, with a commitment to liberty and the rule of law. We have a generosity of spirit that is uncommon in history, which we advertise widely. On balance, this sounds like a nation concerned with morality and justice.

But modern America has at times demonstrated an unseemly imperial arrogance in its foreign policy. Americans sometimes ask, "Why do they hate us?" One answer comes easily: We are the world's richest and most powerful nation, a nation that—on the whole—lives well. This fact incites envy. Another easy answer: Many tens of millions of people hate America because they live in an intellectual dark age and are culturally incapable of understanding the extraordinary values that make the United States great. One would not describe jihadists as children of the Enlightenment.

Yet there is another, harsher answer. Perhaps some men and women hate us because they know America well. They resent the common belief among Americans that the United States—alone among nations—is nearly always right. Indeed, righteous. For more than a century, dozens of U.S. interventions—hundreds, really—in the internal affairs of other states have been driven, at least in part, by that sense of righteousness.5
Coercive Diplomacy is ineffective and rarely works

USIP, 3 - an independent, nonpartisan institution established and funded by Congress. Its goals are to help prevent and resolve violent international conflicts, promote post-conflict stability and development, and increase conflict management capacity, tools, and intellectual capital worldwide. (Aug, 2003, The United States Institute of Peace, “ The United States and Coercive Diplomacy: Past, Present, and Future”, peace brief, http://www.usip.org/resources/united-states-and-coercive-diplomacy-past-present-and-future)
Although coercive diplomacy has increasingly become a popular tool for U.S. policymakers since the 1950s, the effectiveness of the limited use or threat of military force by the United States is open to debate. In fact, according to Robert Art, his research on applications of coercive diplomacy by U.S. policymakers over the past 12 years shown that, "coercive diplomacy fails more often than it succeeds." Discussing the cases in his study, which range from U.S. interventions in Somalia and Kosovo to the Clinton administration's 1994 negotiations with North Korea, Art stated that applications of coercive diplomacy by the United States only succeeded in meeting its policy objective 20 percent of the time. While Art noted that political objectives often will change during coercive diplomatic actions and that it was also difficult to define clear policy success, he stressed that the study's finding was consistent with the findings of other research in the field. What makes coercive diplomacy such a difficult tool for U.S. policymakers to wield effectively Art asked.

Coercive diplomacy causes backlashes and noncompliance

Tirman, 6 - executive director of MIT’s Center for International Studies (John, 100 Ways America is Screwing Up the World, p. 132-135)

Among the many foolish proclivities of U.S. foreign policy is the need to threaten "rogue" states and others we dislike when they do
or say something at odds with how we see the world. The times
this occurs are too many to list, but the targets of threats (and
sometimes actions) include a predictable set. Major powers don't
really need to do this. A raised eyebrow is usually enough to convey disapproval, or a good old-fashioned scolding like the schoolmarm our presidents tend to imitate. The problem with threats, especially the empty or hypocritical ones, is that they tend to provoke reactions in the threatened
that rebound against us, against civillized values, and often against
ordinary people. Three examples are worth brief mention: India,
Cuba, and Iran. The example of India harkens back to 1971. Pakistan, its rival
since the partition of British India in 1947, was riven by internal
strife, and indeed faced a rebellion in East Pakistan, now Bangladesh. Hundreds of thousands of refugees were fleeing the Paki-
stanis' brutal repression of the uprising, in which perhaps 500,000
Bangladeshis died, and India was declaring itself partisan on behalf of Bangladesh, finally declaring war on West Pakistan. Conniving as ever, President Nixon and Henry Kissinger--fully aware of Pakistan's atrocities against the Bangladesh people—supported Pakistan's junta, and as a sign of support sent the USS Enterprise, a nuclear-armed aircraft carrier, into the Bay of Bengal. This was construed by the Indian elite as an unwarranted and dangerous nuclear threat.  And, by reliable accounts, it stimulated Indira Gandhi and subsequent Indian governments to develop nuclear weapons.
"We don't want to be blackmailed and treated as Oriental blackies," said a political party spokesman some years later. The consequences of this "blackmail" are difficult to gauge; India probably would have proceeded with its nuclear program in any case.
But perhaps not: without a strategic rationale like the one Nixon served up, domestic opposition to nuclear development would have had more traction. The case of Cuba is straightforward. Eight presidents have come and gone since Fidel Castro overthrew the tinpot dictator Fulgencio Batista in 1959, and each has threatened Cuba in one
way or another, more often by supporting terrorist groups. Kennedy directly threatened invasion. Each threat, implied or indirect or by proxy, has strengthened Castro immeasurably. He can point,
accurately, at the threat from the United States to justify his some- times repressive rule. Without such threats, Castro would have
considerably less legitimacy.  Iran is now the flavor of the month, or, truly, the last three
decades. But the threat level is reaching all-time heights. Reagan's
belligerent behavior included support for Saddam during the brutal
Iran-Iraq war from 1980 to 1988 (and never sufficiently protesting
Iraq's use of chemical weapons against Iran), and a U.S. gunboat
shooting down an Iranian civilian airliner, killing 290 people.
Sanctions against Iran have been steady throughout. Even in the
reform period of President Khatemi, U.S. behavior toward Iran
was generally threatening, and this came to a crescendo in January
2002, while Khatemi still had three years to go in his presidency, when George W. Bush declared Iran a part of the axis of evil.  Few statements could create more havoc for a reformer amid conservative elites than being called evil, and with the United
States already in Afghanistan (an excursion with which Iran was
cooperative) and about to go into Iraq, the Islamic Republic was certain to react badly. Threats like these strengthen the hard-liners, without a doubt, and the hard-liners in Iran-the Revolutionary
Guard, most particularly, that inhaled the chemical weapons and
came within miles of overrunning Baghdad-were not about to
back down. And, through the ensuing years, the Bushniks have raised the heat higher and higher as Iran insisted on its right to
develop nuclear technology. Widespread reports of an impending air strike against nuclear facilities, and even reports of U.S. covert
operations active in Iran, helped to usher in the conservative and provocative presidency of Ahmadinejad. This is what's called self-fulfilling prophecy.  When you believe yourself a hammer, everything looks like a nail. The president and much of the ruling elite in this country see
the United States as first and foremost a military power, and thus
problems are to be solved by armed force, or the threat of it. (A
good example in late 2005 was President Bush reacting to alarms about avian flu by saying he would use the military to quarantine
the affected areas. Like East Asia, W?)

coercive diplomacy usually fails—target states will never treat future threats as credible

Art, 3 - professor of international relations at Brandeis University (Robert, The United States and Coercive Diplomacy, ed: Art and Cronin, p. 363-364)

To the extent that it is applied to produce risk, coercive diplomacy is inherently difficult to puff off because risk strategies, Pape tells us, are inherently difficult. They fail for several reasons.6 For starters, risk strategies are successful to the extent that they create in the
target's
mind fear of future punishment sufficiently costly that the target changes its behavior. As Pape points out, however, the pain
suffered
from damage done in the present is greater than the pain
imagined from damage done in the future. This happens because human beings discount the future, which means they value the present more. Risk should be conceived as future punishment and imagined future pain hurts less than present pain. Moreover, because of political
considerations, risk strategies are generally applied incrementally,
with
the coercer gradually ratcheting up the pain inflicted.7 This
produces
more perverse effects: the target has time to adapt its tactics to
reduce
the damage done, time to get used to the pain being inflicted,
and
time
to mobilize domestic opinion against the foreign intruder-aff of
which
make the target better able to tolerate the pain being doled out
by the
coercer. Finally, when the pain is only threatened or is severely
limited
when inflicted, as is the case, by definition, with coercive
diplomacy,
then a coercive risk strategy becomes all the more difficult.  For similar reasons, punishment and denial strategies are
difficult to
execute with coercive diplomacy. After all, it is hard to inflict much punishment with coercive diplomacy: the limited use of force produces only limited punishment. Delivering limited punishment is not likely
to
cause a target that cares a great deal about its objectives to
change
course. Similarly, the threat to deny is not denial, and the
limited
use of force can produce only limited denial. Strictly speaking, coercive diplomacy cannot employ denial in the sense that it cannot use enough force
to stalemate a target. Instead, to the extent that coercive diplomacy aims
at denial, it employs "demonstrative denial." Through limited military
action the coercer demonstrates to the target that the coercer can, if it
so chooses, undercut the effectiveness of the target's nimtary strategy
but without actually undercutting it.  Whether the coercer intends to employ its military power to manipulate risk, inflict punishment, or execute denial, all three are hard to
bring off when the employment of military power is severely constricted, as it is with coercive diplomacy. To the coercer, its threats and
limited use are intended to signal its firm resolve to escalate the use
of force-for risk, punishment or denial purposes-unless the target
knuckles under, but the target, especially a highly motivated one, can
just as easily see threats and limited use as signaling weak resolve.
After all, if the coercer cares that much about its objective, why pull
its punches in the first place? What looks to the coercer as steely
determination can appear to the target as an unwillingness or inability
to employ large-scale use of force to attain its goal. Threats and limited use are not unequivocal in their meaning they can be interpreted to signify both firmness and weakness in resolve, depending on the perspective of the viewer.
Opponents are unlikely to change their behavior in response to coercive diplomacy

USIP, 3 - an independent, nonpartisan institution established and funded by Congress. Its goals are to help prevent and resolve violent international conflicts, promote post-conflict stability and development, and increase conflict management capacity, tools, and intellectual capital worldwide. (Aug, 2003, The United States Institute of Peace, “ The United States and Coercive Diplomacy: Past, Present, and Future”, peace brief, http://www.usip.org/resources/united-states-and-coercive-diplomacy-past-present-and-future)
Building upon Art's previous remarks, Arnold Kanter stated that from a policy standpoint coercive diplomacy was a "very slippery concept" where the policy was centered on the use of military force and yet designed as an alternative to all-out war. This, Kanter noted from his tenure as U.S. undersecretary of state for political affairs, can set up a very alluring, yet paradoxical situation for U.S. policymakers. "The most important feature from a policy standpoint is that [coercive diplomacy] can be very seductive," Kanter cautioned. "It offers the allure of gaining our military objectives on the cheap." Unfortunately however, as Kanter noted, there are very few clear examples of an opponent changing its behavior in response to coercive diplomacy.

AT: Deterrence by punishment
Deterrence fails – too many conflicting strategic actors and possible competitors
Rendleman, 10 - Colonel, U.S. Air Force (Retired), (James, Astropolitics, 8:220–255, 2010, “A Strategy for Space Assurance,” Ebsco Political Science)

The 11 January 2007 test of a Chinese ground-based, direct-ascent anti-satellite (ASAT) kinetic-kill interceptor against one of their own defunct weather satellites generated considerable angst across the United States space community. The 2007 test demonstrated that the importance of space capabilities is also their Achilles heel, that is, their deadly weakness in spite of overall strength; it is far too easy to neutralize space systems and their power. In the broad strategic context, space capabilities have their own set of unique, inherent vulnerabilities, which are largely the result of orbital mechanics. This invites destruction, damage, and even just mischief delivered by even the least significant adversary. However, other nations may seek to deny U.S. advantages in space through a variety of negation and prevention actions.

Negation Threats

Satellite systems consist not only of spacecraft, each with their own payload and bus, but also a supporting infrastructure—ground control stations, tracking and control links, commonly referred to as the tracking, telemetry, and control (TT&C) links, data links, launch facilities, and an industrial base. Each of these components is at risk to threats of physical and cyber attack, and sabotage, and can be negated, simultaneously or each in detail. The satellite payload, bus, links, and infrastructure can be negated by using a variety of permanent or reversible means to achieve one of the five possible effects, known as the ‘‘five Ds’’—deception, disruption, denial, degradation, and destruction.5

Space-based threats proliferate as a result of the ever-growing global availability of technology and access to the space domain. There are huge incentives for states to invest in and use space, and the spread of space technologies has occurred. States with sufficient resources can now reach out to space and ‘‘touch’’ satellites through a variety of means, and achieve one and even more of the five Ds. Spacecraft are vulnerable to direct ascent weapons as demonstrated by the Chinese ASAT test, and to a variety of other groundbased, airborne, and space-based ASAT technologies. Direct-ascent launched, or orbit-based nuclear devices, can be detonated, generating radiation and other lethal effects to destroy unshielded electronics over a wide lethal range. Co-orbital ASATs could be employed, comparable to the old Soviet system that was tested extensively in the 1970s and early 80s. In a less likely scenario, space-borne mines can also be deployed in close proximity to spacecraft, or exploded to generate debris clouds that destructively engage whole classes of satellites in the same orbital plane or in crossing orbits. Ground, space-based, or airborne lasers could be used by adversaries to wreak havoc. Blinding operations could be executed and inflict effects ranging from temporary ‘‘dazzling’’ to permanent burnout of optical or other sensors with intense energy bursts.

Ground systems, supporting communications, and their nodes, are vulnerable to diverse land, sea, or air kinetic attacks, including sabotage. Unprotected systems are also susceptible to electronic attack through jamming and electromagnetic deception techniques. Jammers emit signals that mask or prevent reception of desired signals; these methods can disrupt uplinks, downlinks, and even cross-links. By disabling the means of command and control, and data communications, jammers render satellites inoperable or unavailable. Electromagnetic deception techniques can be employed to confuse systems; this could include sending false, but deceptively plausible, commands that cause spacecraft to perform damaging or wasteful maneuvers, modify databases or execute configuration changes, or otherwise destroy it.

Similarly, supporting terrestrial ground stations, computer networks, and links are vulnerable to information operation and cyber attacks. These attacks could involve directing global denial of service tasks, injecting fake commands, malicious software and viruses into the space system, performing unauthorized monitoring and disclosure of sensitive information (data interception), and causing unauthorized modification or deliberate corruption of network information, services, and databases.

In sum, there is a wide span of kinetic and other types of attacks an adversary could consider and employ. There is potential that even non-state actors can access some of these technologies and space systems, and achieve several of the five Ds; however, it is unlikely they can obtain and then employ a full-spectrum of these means and achieve all of these effects. Conducting an attack within the space domain involves a rather substantial investment to develop, acquire, operate, and sustain needed shooter, sensor, and command and control systems. Given the scope and commitment needed to affect such a move, an on-orbit attack would probably be made only in the context of a larger strategic struggle, perhaps as a prelude to or part of early combat operations. On the other hand, inexpensive jamming technology is available to even the poorest potential adversaries. As such, jamming poses the most used and growing threat to space systems. Some argue that jamming also carries with it implicit political and legal sanctions since no major space power has moved to ban or make even temporary and reversible jamming illegal. This may change now that a number of nations have banned together to object to recent Iranian satellite jamming.6 Cyber adversaries and criminals are also beginning to hone their craft. They present an evolving threat to space systems; and like jamming, cyber threats can be developed and deployed for only modest investments.

Prevention Threats

Prevention actions generally involve economic, political, informational, and diplomatic instruments of national power. For example, an extremely large creditor nation could employ its considerable economic clout and leverage in an attempt to compel or blackmail the United States to not license or permit imaging of its territory, preventing its use, and reducing its exposure to such observation. The creditor nation could seek to accomplish its objective by destabilizing the world market place. It could refuse to purchase treasury offerings that underpin the burgeoning U.S. fiscal and trade deficits, perhaps arguing that remote sensing, especially commercial remote sensing, of its territory infringes on its territorial and sovereign rights, or that it constitutes ‘‘unlawful’’ industrial espionage, and is thus, an unfair trade practice.7 Commercial remote sensing systems are nowan important resource for the United States Government and its national security needs. U.S. Government orders help sustain and stabilize the remote sensing industry,8 and any limitations on activities, whether for U.S. Government customers or commercial ones, imposed in response to external economic threats could evolve to cause problems. In an alternative scenario, a state, acting through political allies and proxies, could exert considerable influence and dominance to affect a change in U.S. law. This change could restrict licensing of commercial remote sensing imagery, restricting the market place and impacting business models for producers.9

As a diplomatic prevention example, adversaries could attempt to use international forums and treaties to deny frequency rights needed by U.S. military or intelligence satellites by making spurious ‘‘paper satellite’’ filings with the International Telecommunications Union (ITU). ‘‘Paper satellites’’ involve ITU applications for satellite orbital slots, many for ‘‘speculative’’ systems that will never leave Earth. These filings can block access to scarce spectrum and orbital resources.10 The ability to place communications and other satellites in geosynchronous orbit (GEO) positions could be held at risk. Some characterize some of these types of actions as a form of ‘‘lawfare.’’ ‘‘The term lawfare describes the growing use of international law claims, usually factually or legally meritless, as a tool of war. The goal is to gain a moral advantage over your enemy in the court of world opinion, and potentially a legal advantage in national and international tribunals.’’11

Prevention actions taken to hobble U.S. space systems are not armed attacks. As is discussed later, the use of force is only authorized under the United Nations (UN) Charter in response to an armed attack, or upon authorization of the UN Security Council. As such, using armed force to deter and defeat prevention actions involving political or diplomatic subterfuge or intrigue may be unlawful under international law. Creative alternative solutions must therefore be found to assure access to space when facing these types of threats.

Implications for U.S. Space Strategy

The wide span of threats poses profound implications for U.S. space strategy and its execution. First, unlike the Cold War era, the United States now confronts a wide array of global actors, all operating with different motivations and incentives, some of which could become potential adversaries who can attack or threaten space capabilities. These state and non-state adversaries exhibit a wide array of political, economic, technical, and social differences. Having many potential adversaries makes each of them harder to understand. This complicates efforts to understand motivations and to influence perceptions for deterrence purposes. These differences, in turn, increase the likelihood of misperception, undercutting strategies to protect access to space capabilities. When one’s attention is divided, deterrent measures that are appropriate for one target may not be useful, or even counterproductive, for another. This requires tailored intelligence efforts, information operations, and transparency efforts in order to avoid or minimize disputes and prevent problems.

Second, the broad array of adversaries exhibit widely varying risk-taking behaviors. Risk-taking behavior can strongly influence an adversary’s perception of a situation. Understanding this phenomenon can lead to better ways of influencing those perceptions. Unfortunately, potential adversaries may not care that space systems offer tremendous value and capabilities to all nations, or care whether conflict in space could create space debris that could cost all nations access to the domain. A strategy to assure continuing access to space assets must therefore be sufficiently flexible to address both risk-averse and risk-taking adversaries. Indeed, potential adversaries may shift from risk-taking to risk-adverse over a relatively short period of time. China may fit in this category. Within a decade or two, it will have its own extensive space-based communications, navigation, and intelligence, surveillance, and reconnaissance satellite constellations, all of which will be integrated into its military operations. No doubt, China will embrace that evolution and become very reliant on space capabilities; this will shift it from an asymmetric competitor to one similar to the United States or Russia. Third, with the demise of the Soviet Union, some political commentators and critics described the United States as a ‘‘hyperpower’’ not just a ‘‘superpower.’’ 12 Though buffeted by recent events involving Iraq, Afghanistan, the Global War on Terror, and the 2008 global financial meltdown, U.S. military supremacy continues. But, that supremacy does not make or guarantee a successful space strategy. Adversaries may believe they have a higher stake than the United States in the outcome of a particular crisis or conflict. Alternatively, the United States stake in the crisis may not be commensurate with the possible cost of involvement by the United States military and the rest of its national security apparatus. The first alternative may encourage mischief by adversaries; the second discourages U.S. action. As a result, adversaries may find threats of U.S. action in response to hostile acts affecting U.S. access to space systems to be non-credible.

Fourth, while the United States has produced superlative space capabilities, it has not produced enough systems ready to survive the new kinetic, exotic, jamming, and cyber threat environment. The vulnerability exists because the spacecraft developed and deployed today are in many ways the same as those originally fielded during the Cold War. During that epic struggle, there was a tacit and then explicit understanding that each superpower would not attack and overwhelm the other’s space systems, except in the direst of circumstances, perhaps during the throes of a nuclear conflagration. Indeed, a number of agreements between the superpowers adopted the understanding and ruled out interference with national technical means, including space assets. This belief in the superiority of space systems and power blinds the United States to the inherent strategic weaknesses and vulnerabilities in these systems. This, predictably, can now be exploited by potential adversaries, such as China, who, with their recent ASAT test, appear more willing to fully explore the technologies needed to expand the limits of conventional war to include the space domain. Consequently, by historically and diplomatically reducing the threat, engineering of some satellite threat detection, attack avoidance, and other defense subsystems have not matured enough so that they are sophisticated, nimble, and robust enough to counter new 21st Century adversary attack capabilities.

Deterrence fails – it assumes perfect rationality when strategic cultures in space will be vastly different

Smith, 11 – USAF Colonel, Director of the Air Force Space and Cyber Center at Air University. He served in the Pentagon’s National Security Space Office as the Chief of the Future Concepts shop (M.V., Toward a Theory of Space Power: Selected Essays, February, http://www.ndu.edu/press/lib/pdf/spacepower/spacepower.pdf)

Unfortunately, deterrence is based on an abstraction where there is no limit to the extreme of violence that can be threatened in retaliation. As Clausewitz noted, "Each side, therefore, compels its opponent to follow suit; a reciprocal action is started which must lead, in theory, to extremes."15 This tendency can easily lead to arms racing. Assurances are faith-based at best. Meanwhile, dissuasion and deterrence come with very real risks. Both presuppose that both sides of a potential confrontation are equally rational, have equal understanding of the stakes, and are using the same rational calculus to establish policy in an interactive fashion.16 Given the differences in the strategic cultures of the players involved, these presumptions can never be the case in reality. As a result, there are margins of error associated with every calculation. A state that overtly builds offensive space weapons for the purpose of enabling dissuasive and deterrent strategies for war prevention may be misunderstood as having hostile intentions that trigger security concerns across the globe. The same is true for a state that may build what it considers to be a defensive system but that has an apparent dual application as an offensive system. China's test of a direct ascent antisatellite weapon in January 2007 may be a case in point.17 A state may do its best to tailor its forces to support dissuasive and deterrent strategies and focus them at whatever it suspects the enemy holds dear, only to discover that the enemy reacts quite differently than expected. There are no guarantees.18 A way to reduce the margins of error and the risk associated with direct hard power war prevention strategies is to include them within the policy-driven context of both indirect strategies suggested above: within the framework of global transparency and within broad international partnerships.

ASATS create use or lose incentives – deterrence is impossible

Englehart, 8 – patent litigation attorney (Alex, “COMMON GROUND IN THE SKY: EXTENDING THE 1967 OUTER SPACE TREATY TO RECONCILE U.S. AND CHINESE SECURITY INTERESTS,” 17 Pac. Rim L. & Pol'y J. 133, lexis)

The ASATs that already exist are quite capable of destroying the orbiting space-based weapons of the future. n39 This is the fundamental problem with the strategic logic behind the development of kinetic kill vehicles and space-based lasers--they pack an amazing offensive punch, but can be destroyed extremely easily. n40 As long as both China and the United States have ASATs only, there is strategic stability. If either country used ASATs in anger against the other's satellites, the other could retaliate in kind. n41 On the other hand, once space-based weapons are deployed, the situation changes dramatically. n42 As soon as a conflict begins, an adversary equipped with ASATs would use them to destroy the enemy's spaced-based weapons (as well as other critical satellites). n43 Therefore, in order to be effective, space-based weapons would need to be used first, in a massive surprise attack. n44 This is extremely destabilizing logic. n45 As tensions rise between two countries, each would have a huge incentive to strike first--one to use space-based weapons before they could be destroyed, the other to use ASATs to destroy the space-based weapons before they could be used. n46 Unlike the situation in the U.S.-Soviet Cold War of the twentieth century, there is no guarantee of mutually assured destruction to prevent the onset of conflict. n47 Whoever strikes first gains an enormous advantage.
Punishment based deterrence fails in space because the US is more dependent on space assets than adversaries

Morgan, 10 - defense policy researcher working in RAND Corporation's Pittsburgh Office. Prior to joining RAND in January 2003, Dr. Morgan served a 27-year career in the U.S. Air Force (Forrest, “Deterrence and First-Strike Stability in Space,”

http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA522541&Location=U2&doc=GetTRDoc.pdf
The Limits of Punishment-Based Deterrence in Space

Threats of punishment for attacks on space systems face unique challenges in terms of potency and credibility. The punishment-based approach that most readily comes to mind for deterring attacks on U.S. satellites entails threats of retribution against the opponent’s satellites—the old “if you shoot ours, we’ll shoot yours” model. Such a threat sounds reasonable and balanced; however, given the disproportionate degree to which U.S. forces depend on space support as compared to potential adversaries, it would probably lack sufficient potency to deter a serious opponent. Future enemies of the United States will probably be fighting in their own neighborhoods and employing operational concepts that rely less on space-based ISR and communication assets than do U.S. forces, so enemy leaders might even welcome a game of satellite tit-for-tat, as the benefits of denying space support to U.S. forces would likely outweigh the costs of losing their own assets in return.7

That said, the United States has greater strategic depth in space than any of its potential adversaries. The fact that it has more powerful conventional forces with warfighting capabilities enhanced by support from an orbital infrastructure that is much more developed than that of any other nation presents a formidable obstacle to any prospective challenger. However, it is important to remember that whether deterrence maintains or fails is more than a simple binary function. As explained in Chapter Two, an adversary in confrontation with the United States might well begin with nondestructive attacks—those that do not justify a costly punitive response—to degrade U.S. abilities to deploy and intervene in the region. But as the crisis intensifies, cascading events could escalate to the point that a conflict appears imminent and the opponent considers conducting destructive attacks on selected highvalue, low-density orbital assets. Were the opponent to conclude that such attacks would increase its chances of military success, threatening to attack its satellites in return might have little deterrent effect.
Consequently, some analysts have suggested that the United States should threaten to punish space aggressors with conventional military attacks in the terrestrial environment. Indeed, the United States has substantial capability, mainly through the use of conventional airpower, to punish other international actors and has done so on numerous occasions in the past. Yet, powerful as U.S. capabilities are, it may be difficult to make conventional threats potent enough to deter aggression against space systems when opponents face the prospect of war with the United States. Conventional forces, no matter how powerful, generally cannot inflict great costs on an adversary in a short period. Given sufficient time, conventional forces can impose terrible costs—indeed, they can eventually inflict costs comparable to those of limited nuclear attacks—but, contrary to the case of nuclear deterrence, would-be aggressors may anticipate that, if conventional punishment is unleashed, they will have some amount to time to test their ability to defeat it or at least weather the storm. With that in mind, an adversary considering an attack on U.S. space systems in the face of a threat of conventional punishment would weigh the prospective benefits of such an attack against the ability to defend against the expected punishment, how long the punishment could be endured, and whether the punishment would end before its accumulated costs exceeded the expected benefits from the attack.

Unfortunately, aggressive leaders tend to be risk-acceptant optimists. Experience suggests that deterring aggression in the terrestrial environment without nuclear threats generally requires persuading the adversary that the prohibited action would entail a substantial risk of defeat or, at least, a high risk of bogging down in a costly war of attrition. 8 Attempts to deter aggression in space by threats of conventional punishment in the terrestrial environment would lead the would-be aggressor to similar considerations, but the outcome of the decision would be skewed by an expectation that attacks, if successful, would likely reduce the United States’ ability to impose retributive costs. Moreover, if locked in a confrontation with the United States, were the aggressor to conclude that war was inevitable, it would also realize that it would eventually have to pay a higher cost if it did not attack U.S. space systems. Damage limitation, therefore, becomes an important part of the adversary’s calculation, potentially tipping the scales toward a decision to launch a preemptive first strike in space.9
Deterrence by punishment fails – threats of retaliation aren’t credible
Morgan, 10 - defense policy researcher working in RAND Corporation's Pittsburgh Office. Prior to joining RAND in January 2003, Dr. Morgan served a 27-year career in the U.S. Air Force (Forrest, “Deterrence and First-Strike Stability in Space,”

http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA522541&Location=U2&doc=GetTRDoc.pdf
Moreover, while threats of conventional punishment would need to be powerful to deter attacks on U.S. space systems, efforts to make them so could ultimately undermine their credibility. For a nation known to value its self-image and international reputation to issue threats that are credible, the threats must appear justified—that is, they need to be reasonably proportionate to the seriousness of the misbehavior—otherwise, the opponent might doubt the threatener’s resolve to carry them out. For instance, if a reputable nation issued a threat to inflict carnage on enemy civilians in retribution for some minor aggression, it might not be believed: To carry out such punishment would result in serious moral and political costs for the threatener. Credibility may be further weakened when there is no clear, logical relationship between the misbehavior and the threatened punishment. A threat to bomb an adversary’s port for occupying a disputed territory that is landlocked might lack sufficient linkage to be taken seriously. Putting these considerations in the context of space, in a confrontation before the onset of war, threats to bomb targets in an adversary’s capital or other major cities in response to a destructive attack on a U.S. satellite might be doubted, given the dubious linkage, escalation risks, and probable casualties and collateral damage that such a response would entail. Carrying out such a threat would require applying force in a highly escalatory manner that, depending on the broader geopolitical circumstances,10 might be condemned in domestic and world opinion, despite the fact that the adversary would have technically crossed the threshold of hostilities first by launching an attack in space that destroyed one or more satellites. That attack would not have taken human life directly, nor would it have been easily observable to third parties. Weighing these considerations, the adversary might well conclude that such a threat is a bluff and risk attacking orbital assets. Threats to respond with punitive strikes against ASAT launchers, ground-based directed-energy weapons, or other portions of the adversary’s counterspace architecture, such as tracking systems or command-and-control nodes, would have better linkage in that they are more clearly relatable to the act to be deterred. However, these threats might also be doubted in many scenarios because carrying them out would likely result in horizontal escalation. Such targets are likely to be outside the area in which the limited conflict is being fought. Striking them would broaden the scope of the conflict, inviting the enemy to respond with its own attacks on targets outside the area of operations. Even if believed, the threats might lack potency, given the resiliency of dispersed networks and the difficulty of finding and destroying mobile weapon systems.11 Moreover, the adversary might not attach a high cost to the prospective loss of ASAT infrastructure if it believed that it could inflict severe and irreparable damage on U.S. space assets before effective counterstrikes could be carried out. Threats made in efforts to deter reversible-effects attacks before the onset of lethal hostilities suffer even more from defects in linkage and proportionality, and those made after combat has ensued would be largely irrelevant from a deterrence perspective.
AT: Deterrence by denial

Deterrence by denial fails – adversaries will attack even if success chances are small because the pay-off is large

Morgan, 10 - defense policy researcher working in RAND Corporation's Pittsburgh Office. Prior to joining RAND in January 2003, Dr. Morgan served a 27-year career in the U.S. Air Force (Forrest, “Deterrence and First-Strike Stability in Space,”

http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA522541&Location=U2&doc=GetTRDoc.pdf
The Difficulties of Denial-Based Deterrence in Space

Efforts to deter would-be aggressors by persuading them that the United States can deny them the benefits of attacking its space capa bilities also face serious challenges. While the United States should always emphasize the resilience of its space systems in order to discourage potential adversaries from attacking them, several factors may make this difficult. First, it is necessary to assume that potential adversaries are well aware that the transformational capabilities that give U.S. military forces their qualitative advantage are significantly enhanced by space support. They are likely to believe that attacking U.S. space systems offers a high payoff, because even limited success in attacks on some high-value, low-density assets might provide substantial warfighting benefits. Second, future enemies will also understand how difficult it is to defend space assets. Satellites possess inherent vulnerabilities, and all claims to the contrary are unlikely to be believed until proven. That presents a problem. There are passive defenses that the United States can employ to make satellites somewhat more resilient, but unlike visible forces and fortifications in the terrestrial environment, passive defenses on satellites are not observable in ways that deter attack. Electromagnetic pulse (EMP) shielding, radio frequency (RF) filters, and shuttered optics are not visible to the naked eye or even observable in the data collected by space surveillance systems. In fact, some defenses may need to be concealed in order to remain viable, thus eliminating the deterrent value of their existence. Consequently, the challenge will be to find ways to reduce the prospective benefits of attacking U.S. space systems that are demonstrable to potential enemies without undermining their effectiveness. Several approaches are possible, but all of them suffer certain limitations.
AT: Dissuasion
No cost dissuasion – investing in countermeasures is inexpensive

Englehart, 8 – patent litigation attorney (Alex, “COMMON GROUND IN THE SKY: EXTENDING THE 1967 OUTER SPACE TREATY TO RECONCILE U.S. AND CHINESE SECURITY INTERESTS,” 17 Pac. Rim L. & Pol'y J. 133, lexis)

Given this reality, spaced-based weapons are not a wise investment. n48 A robust deployment of kinetic kill vehicles alone would have costs in the  [*139]  hundreds of billions of dollars, n49 but these weapons could be neutralized by ASATs costing several orders of magnitude less. n50 Any country contemplating extensive development of these weapons should take this into account. n51 Other weapon systems may very well cost less and be much more effective in the long run.

While the United States, China, and perhaps Russia are the only countries on earth with any likelihood of developing space-based weapons in the first half of the twenty-first century, n52 ASATs could easily find their way into the hands of rogue states and even non-state actors. As noted, they are orders of magnitude less expensive than space-based weapons and do not require nearly the same level of technical expertise to deploy and use effectively. n53 A terrorist organization or rogue state could destroy American satellites--including multi-billion dollar weapons systems--with ASATs costing only a few million dollars. This threat from smaller adversaries is another reason to forego the extreme expense and risk involved in full-scale development and deployment of space-based weapons.

Dissuasion strategies will cause adversaries to initiate preemptive crash programs to weaponize space
Smith, 11 – USAF Colonel, Director of the Air Force Space and Cyber Center at Air University. He served in the Pentagon’s National Security Space Office as the Chief of the Future Concepts shop (M.V., Toward a Theory of Space Power: Selected Essays, February, http://www.ndu.edu/press/lib/pdf/spacepower/spacepower.pdf)

There is an important note to add regarding spacepower. A state that has overwhelming spacepower may successfully dissuade another actor from competing militarily in the space arena, but that actor might choose to pursue asymmetric and potentially more violent means of achieving its aims as a result.

Deterrence. When soft power, assurances, and dissuasion fail, spacepower plays a central role in deterrent strategies that may prevent wars. Deterrence is the prevention of war based on coercion by threat of damage.14 It must be a credible threat of inflicting unacceptable damage on an opponent. This was the case during the Cold War standoff between the United States and Soviet Union.

During the arms race of the Cold War, U.S. and Soviet space systems became thoroughly integrated into their states' nuclear attack warning, command and control, assessment, targeting, planning, and most every aspect of finding, targeting, and potentially destroying each other. The end of the Cold War and the commensurate reduction of security concerns that followed allowed the focus of space systems to evolve rapidly away from purely support to nuclear forces toward support to all warfighting activities, conventional, covert, and otherwise. It remains clear, however, that spacepower assets, as deeply integrated as they are in all aspects of military operations among advanced spacefaring states, will continue to be the interconnecting glue making terrestrial deterrence more effective.

It may be possible to deter an advanced spacefaring adversary who is heavily reliant on space systems but who has taken few or no precautions to defend them. In this case, possessing a credible set of offensive space weapons may threaten the adversary into avoiding confrontation. Sensing this, the adversary may initiate a crash program to acquire defensive capabilities or space weapons of its own.
Countermeasures easily destroy space weapons

Krepon, 3 – president of the Henry Stimson Center (Michael, Space Assurance or Space Dominance? THE CASE AGAINST WEAPONIZING SPACE, http://www.stimson.org/images/uploads/research-pdfs/spacebook.pdf)
Space weapons have another thing in common with missile defenses: They are both vulnerable to countermeasures. The deployment of dominating, yet vulnerable, capabilities by one state will not go unanswered by potential adversaries with access to space. Therefore, the deployment by the United States of satellite killers or battle stations in space would naturally generate company in the form of space mines or other countermeasures. Space would thus become a mixed venue, populated by satellites and satellite killers. Because of their presumed military value and because of trailing space mines, deployed space weapons would require considerable protection against attack, like the screening by surface combatants and submarines that accompany aircraft carriers at sea. An alternative to this expensive panoply of defensive measures could be to attack preemptively space mines before their deployment, but this would not only constitute the “appropriation of space” that is prohibited by international law and customary practice, it would also constitute an act of warfare against a space-faring nation or consortium claiming to exercise legitimate rights protected—or at least not prohibited—by international law.
AT: Satellite hardening
Hardening and maneuver capabilities fail – and a single satellite lost could destroy all satellites in a constellation
Krepon et al, 11 – President of the Henry L. Stimson Center, also Theresa Hitchens, Director of the United Nations Institute for Disarmament Research and Michael Katz-Hyman, Research Associate at the Henry L. Stimson Center on the Space

Security and South Asia Projects (Michael, Toward a Theory of Space Power: Selected Essays, February, http://www.ndu.edu/press/lib/pdf/spacepower/spacepower.pdf)

The vulnerability of terrestrial space assets can be mitigated in a number of ways. Equipment can be hidden, hardened, or operated stealthily. Depending on the order of battle and opposing military capabilities, some assets could be protected by overwhelming force, and assets lost in battle can sometimes be replaced. These considerations are quite different in space, where force replacement is usually problematic and protection measures operate, at best, on the margins of economic and technical possibility.

Major space powers should be adept at locating satellites in Earth orbit. Maneuvering in space, unlike terrestrial warfare, is usually very limited. While satellites can be placed in orbits that pass over regions with limited space surveillance capabilities, the nature of orbital mechanics dictates that, at some point, satellites will be visible to ground observers.6 Fuel is a more precious commodity in space due to its weight and very limited prospects for refueling. Maneuvering for most spacecraft is limited to normal stationkeeping operations. Moreover, satellites, unlike tanks, cannot be suitably armored for combat. They can be hardened to withstand some types of electromagnetic interference and small impacts, but it is not feasible to shield against an impact from even a marblesized debris hit, much less an intentional physical attack. Spacecraft shielding increases launch weight and costs by approximately $10,000 per pound.7

Operating satellites in formations is quite different from operating aircraft carrier battlegroups. Valuable warships can survive direct hits of various kinds, and the debris from losses at sea sinks to the bottom of the ocean. In contrast, the debris from satellite warfare could impair constellations in space, placing at risk the orbit of the high-value satellites meant to be protected. Arming satellites with defensive weapons is not a satisfactory solution for many reasons. Unlike warships or tanks that can maneuver and fire many weapons, satellites have little carrying capacity beyond that required to perform their missions. The fundamentals of space warfare described above—including the difficulties in dictating tactics and the choice of weapons, as well as the consequences of space debris—appear immutable. The marginal cost of attack will always be less than the marginal cost of defense, since attacking does not necessarily require technological sophistication and limited attacks can cause grievous injury.
It’s impossible to harden against kinetic ASATs

Krepon, 3 – president of the Henry Stimson Center (Michael, Space Assurance or Space Dominance? THE CASE AGAINST WEAPONIZING SPACE, http://www.stimson.org/images/uploads/research-pdfs/spacebook.pdf)
It is impossible to harden satellites against direct assaults by kinetic energy ASATs. The closing velocities and masses involved are simply too great for metals to withstand. Normal closing velocities in space are likely to be between 10 and 20 km/second. Hardening against explosives or ramming is therefore likely to be expensive as well as futile. Additionally, hardening would seriously reduce the life span of the satellite and significantly raise production and launch costs without providing suitable protection.

The more refined satellite sensors are, the more likely they are to be susceptible to crude forms of attack. Adding satellite maneuverability might well be more useful than hardening or armoring. While a 10-ton imaging satellite would have a hard time escaping from a highly maneuverable homing ASAT, some potential adversaries fielding much cruder ASATs might have difficulty dealing with maneuverable targets. The costs of adding thrusters and strengthening the satellite for higher structural loads are estimated to be between 10 and 20 percent of total system costs.28 For certain high-value satellites and particularly those in higher orbits that have more time for evasive maneuvers, this additional cost might be deemed worthwhile.
Hardening fails against explosive payloads

Krepon, 3 – president of the Henry Stimson Center (Michael, Space Assurance or Space Dominance? THE CASE AGAINST WEAPONIZING SPACE, http://www.stimson.org/images/uploads/research-pdfs/spacebook.pdf)
If attacked by a space mine or by another form of kinetic energy ASAT, be it large or small, the satellite in question would likely be damaged severely, if not destroyed. It is extremely difficult and expensive to harden satellites against explosive charges or physical contact designed to negate satellite operations. Competition in this realm heavily favors the attacker, and any state capable of sending 1,000-kg payloads over intercontinental distances, requiring 7 km/second speeds during midcourse flight, or capable of putting relatively large satellite payloads into LEO or MEO, should be quite able to mass produce and launch ASATs.

Upgrading satellite defenses fails -  the technology is limited and it is impossible to retrofit current satellites

Morgan, 10 - defense policy researcher working in RAND Corporation's Pittsburgh Office. Prior to joining RAND in January 2003, Dr. Morgan served a 27-year career in the U.S. Air Force (Forrest, “Deterrence and First-Strike Stability in Space,”

http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA522541&Location=U2&doc=GetTRDoc.pdf
Alternatively, one can envisage fitting out satellites with onboard active defenses, such as short-range kinetic or directed-energy weapons designed to disable or destroy other space vehicles that come into close proximity, or even developing escort satellites with such capabilities. But once again, these ideas, while attractive in principle, would all require technical advances beyond what is possible today, and they would add cost to each mission on which they are flown. Moreover, adding any onboard defenses, active or passive, would be a long-term solution at best, as they could not be retrofitted to platforms already in orbit; rather, they could be installed only on new satellites. Replacing operational satellites before they fail would almost certainly be unaffordable, so fully upgrading the existing orbital infrastructure would be at least a decade-long project even if the technology were available today.14 Escort satellites also face significant affordability challenges, as each of them could defend only one satellite at a single altitude and orbital plane, due, once again, to the rigid constraints that orbital physics impose on satellite maneuver.15 More seriously, for any active defense to be viable, whether evasive maneuver or defensive counterstrike, the defensive system would need the ability to detect an approaching threat, analyze the critical parameters of the attack, calculate the appropriate defensive response, and execute that response before the attack culminated in the destruction of the defended satellite. Given today’s limitations in SSA, the United States does not even have an observe-orient-decide-act (OODA) circuit that is fully functional in real time, much less an OODA loop that can be made tight enough to overcome an attacker’s first-move advantage.
Developing defenses fails – too many possible avenues of attacking satellites exist

Smith, 11 – USAF Colonel, Director of the Air Force Space and Cyber Center at Air University. He served in the Pentagon’s National Security Space Office as the Chief of the Future Concepts shop (M.V., Toward a Theory of Space Power: Selected Essays, February, http://www.ndu.edu/press/lib/pdf/spacepower/spacepower.pdf)

It is often said that defense is the stronger form of warfare.33 This is not true in space— today. Defending satellites and their data links is a difficult proposition at best. Satellites are delicate, fragile devices that can easily fall prey to any number of space weapons that currently exist, such as lasers, radio frequency jamming, brute force weapons, and surface-to-space missiles with kinetic kill vehicles—many of which are relatively small, mobile systems. While satellites in low Earth orbit are the most vulnerable to lasers and lofted kinetic kill vehicles, satellites all the way out in the geostationary belt and in highly elliptical orbits share a universal vulnerability to radio frequency jamming and electromagnetic brute force attacks. Satellites do not need to be physically destroyed to be rendered ineffective. Satellites are commanded (as applicable) and provide their services to ground stations and users via the electromagnetic spectrum. Hence, there is a rule: no spectrum means no spacepower. The rapid proliferation of jammers and electronic intrusion devices around the world in recent years occurred upon recognition of this rule.

Defenses to date are paltry at best.An adversary with robust space denial weapons may be able to negate all friendly space systems in a matter of hours; therefore, it is imperative for space powers to acquire the ability to find, fix, track, target, and destroy an adversary's space weapons very quickly. Such systems may reside on land, at sea, in the air, or in space. It will require close coordination with terrestrial forces to engage them against space weapons at the behest of the space commander.

Potential adversaries will nuke US satellites if necessary

Krepon, 4 – president of the Henry L. Stimson Center (Michael, “Weapons in Space?”, Arms Control Today, November, http://www.armscontrol.org/act/2004_11/Krepon)

Similarly, the clear preference of U.S. space warriors is to use nondestructive techniques that disorient, dazzle, or disable an adversary’s satellites without producing debris that could destroy the space shuttle, the international space station, and satellites. America’s weaker foes, however, have far less incentive to be so fastidious about debris in their approach to space warfare.[8] States possessing nuclear weapons and ballistic missiles could explode a nuclear weapon in space to wreak havoc on satellites.

AT: Maneuvering solves

Orbital mechanics mean all defensive measures for satellites are inherently limited

Morgan, 10 - defense policy researcher working in RAND Corporation's Pittsburgh Office. Prior to joining RAND in January 2003, Dr. Morgan served a 27-year career in the U.S. Air Force (Forrest, “Deterrence and First-Strike Stability in Space,”

http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA522541&Location=U2&doc=GetTRDoc.pdf
One option is to explore the extent to which the United States can develop more active ways to defend satellites via such capabilities as enhanced maneuverability or onboard active defenses. Enhancing satellite maneuverability for defensive purposes would require improving propulsion systems on satellites so that they could evade vehicles that attempt to intercept and destroy them. However, the extent to which enhanced maneuverability is possible is constrained by the “tyranny of orbital mechanics.” It takes a great deal of energy to make any substantial change in the direction of movement of an object following Kepler’s laws of motion at orbital speeds (approximately 17,000 mi/h, or 7,600 m/s, in LEO). Today’s satellites, once separated from the rocket boosters used to place them on station, can do little more than effect marginal changes in velocity (delta-V), because their maneuvering thrusters are designed only for orbit maintenance and attitude control. 12 Improvements to this capability for most satellites will probably be limited to increases to the rate of delta-V, versus substantial changes in altitude or orbital plane. Doing anything more would require adding a more powerful propulsion system to the orbital platform or keeping a rocket booster attached to it during the operational mission. Both of those approaches present technical challenges and would add mass and, therefore, cost to the satellite. Satellite owners would have to weigh these costs against the limited benefits that capabilities for defensive maneuver might offer. It would be difficult for even a maneuverable satellite to evade a direct-ascent ASAT system, given short warning, and co-orbital ASAT systems can be made smaller, less massive, and therefore more maneuverable with less fuel expenditure than most of the satellites they would be designed to target.13
AT: Reconstitution deters

Reconstitution fails

Smith, 11 – USAF Colonel, Director of the Air Force Space and Cyber Center at Air University. He served in the Pentagon’s National Security Space Office as the Chief of the Future Concepts shop (M.V., Toward a Theory of Space Power: Selected Essays, February, http://www.ndu.edu/press/lib/pdf/spacepower/spacepower.pdf)

A word of caution is warranted regarding the launch of new satellites to replace those lost to enemy attack. Unless there is complete certainty that the adversary is offensively culminated and all adversary space weapons have been accounted for and successfully negated, launching a satellite of the same design into the same orbit will be like throwing skeet in front of a shooter. In practice, there is no way to be absolutely certain that the threat is completely removed.

Nuclear detonations in space will prevent reconstitution

Krepon, 3 – president of the Henry Stimson Center (Michael, Space Assurance or Space Dominance? THE CASE AGAINST WEAPONIZING SPACE, http://www.stimson.org/images/uploads/research-pdfs/spacebook.pdf)
Much lower yield nuclear detonations in space would suffice to severely damage satellites in low earth orbit. A Defense Threat Reduction Agency study concluded that a single low-yield nuclear weapon detonated at high altitude (above 100 km) can negate a majority of LEO space assets in a few months. This study estimated that tens of billions of dollars in space assets would be destroyed in such a scenario. Recovery of services provided would require several years. Reconstitution might have to wait months until the radiation levels dropped to the point where satellite electronics could survive. The total cost to replace all lost civilian satellites could be as high as $100 billion.16

AT: the US will win

Even if the US won the war, it would still degrade both the economy and the military

Morgan, 10 - defense policy researcher working in RAND Corporation's Pittsburgh Office. Prior to joining RAND in January 2003, Dr. Morgan served a 27-year career in the U.S. Air Force (Forrest, “Deterrence and First-Strike Stability in Space,”
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While strategic thinkers largely agree that U.S. space systems present tempting targets for future adversaries, there is wide debate on what to do about this threat. Some argue that, due to the difficulty of defending orbital assets from capable attackers, the United States should simply attempt to discourage hostile actors from attacking satellites by continuing to promote the international norm that space should be preserved as a sanctuary from war.5 At the other end of the spectrum are those who argue that the United States should arm itself for offensive and defensive counterspace operations and, in the event of war, protect its space assets by forcefully dominating the medium in a fashion similar to the way it has in other domains.6 Positions that fall between these extremes include arguments for more passive and active defenses, dispersal of space capabilities, and developing alternative means of support, thereby reducing U.S. dependence on space.

Unfortunately, many of these arguments miss an important point: Given that the United States benefits so much from uninterrupted access to space support, a fundamental U.S. national security interest in space—perhaps the most important one—is stability. Granted, developing the ability to defend U.S. space assets is an important objective, and should the United States find itself at war with an adversary whose warfighting capabilities are substantially enhanced by space systems, U.S. military leaders would likely want the ability to deny those adversaries access to space support. However, once the threshold of destructive attacks against satellites is crossed, the United States and its allies may suffer high costs even if they ultimately “win” the space engagement and dominate that domain. Such costs would not be limited to the orbital infrastructure, because economic functions and terrestrial military operations would also likely suffer from degradations in space support. In fact, because the United States enjoys greater economic, scientific, and national security benefits from its space systems than any other state, it has the most to lose in conflicts in the space domain. Grasping the significance of this situation, the recently released final report from the bipartisan congressional commission appointed to review the strategic posture of the United States recommended that the nation “[d]evelop and pursue options for advancing U.S. interests in stability in outer space and in increasing warning and decision-time.” 7
AT: Plan is covert
Covert space weapons eliminate any benefits of having them – by definition they can’t deter

Smith, 11 – USAF Colonel, Director of the Air Force Space and Cyber Center at Air University. He served in the Pentagon’s National Security Space Office as the Chief of the Future Concepts shop (M.V., Toward a Theory of Space Power: Selected Essays, February, http://www.ndu.edu/press/lib/pdf/spacepower/spacepower.pdf)

Acquiring weapons is not a sufficient precursor to war, as the peaceful conclusion of the Cold War illustrates. In fact, the possession of hard power capabilities managed in a responsible and constrained manner enables the war preventive strategies of assurance, dissuasion, and deterrence, as were used to avert hostilities during the Cold War and beyond. There is an important point that must be made here. States can only practice assurance, dissuasion, and deterrence if they openly possess a credible force of space weapons.10 There is no war prevention benefit gained by keeping space weapons a secret, other than avoiding a space arms race. A potential adversary must clearly perceive a credible space weapons capability for these strategies to work. There are no agreed definitions for these terms, so care will be given to explain exactly what is meant.

AT: BMD solves ASATs

BMD can’t stop ASATs

Walsh 7 – J.D., Georgetown University Law Center (Frank M., Fall, “ FORGING A DIPLOMATIC SHIELD FOR AMERICAN SATELLITES: THE CASE FOR REEVALUATING THE 2006 NATIONAL SPACE POLICY IN LIGHT OF A CHINESE ANTI-SATELLITE SYSTEM”, 72 J. Air L. & Com. 759, Lexis Law)

 
A BMD could not likely be used to neutralize a ballistic missile ASAT system in the near-term. n90 As Richard Lehner of the Missile Defense Agency (MDA) describes, the inherent problem "Is really the timing ... . If a missile is launched to destroy a satellite there is an incredibly short response time with which to try to intercept that missile." n91 The current national missile defense systems target missiles with trajectories stretching tens-of-thousands of kilometers long, and reaching from Asia to North America. n92 An anti-ASAT interceptor must hit targets with trajectories that are only several hundred kilometers long. n93 The [*776]  most promising BMD technologies being pursued by the MDA intercept the ballistic missile at either the boost phase, during the ballistic missile's initial ascent, or the terminal phase, immediately before the missile hits its target. n94 Terminal phase defenses would not work against ASAT weapons because an ASAT has no terminal phase - it ends its flight in space. n95 Boost phase technologies like the Airborne Laser, which fires a concentrated beam of light at ballistic missiles at altitudes below three hundred miles, n96 are limited by the need to have defensive assets in position to respond to a launch within seconds. As Mr. Lehner describes, boost phase defenses could potentially work if they are "in exactly the right place at exactly the right time." n97 Given these narrow constraints, it is highly unlikely that current BMD technologies could neutralize a Chinese ASAT.

AT: SSA good

Current SSA solves

Krepon et al, 11 – President of the Henry L. Stimson Center, also Theresa Hitchens, Director of the United Nations Institute for Disarmament Research and Michael Katz-Hyman, Research Associate at the Henry L. Stimson Center on the Space

Security and South Asia Projects (Michael, Toward a Theory of Space Power: Selected Essays, February, http://www.ndu.edu/press/lib/pdf/spacepower/spacepower.pdf)

Space situational awareness (SSA)—the ability to monitor and understand the constantly changing environment in space—is one of the most important factors in ensuring the safety and security of all operational satellites and spacecraft. SSA provides individual actors with the ability to monitor the health of their own assets, as well as an awareness of the actions of others in space. Transparency measures can be particularly helpful in providing early warning of troubling developments and in dampening threat perceptions. One measure of U.S. spacepower and space prowess is America's unparalleled space situational awareness capabilities. Thus, the United States is in a position to become a leader in building space transparency, which is the foundation stone of norm setting and rules of the road in space.
The NSSS commits to expanding Space Situational Awareness now

Weitz, 11 - World Politics Review senior editor and senior fellow at the Hudson Institute (Richard, “Global Insights: The Many Messages of National Strategy Documents,” World Politics Review, 2/22,
http://www.worldpoliticsreview.com/articles/7961/global-insights-the-many-messages-of-national-strategy-documents

Meanwhile, the new National Security Space Strategy (.pdf) identifies several challenges faced by the Defense Department and the Intelligence Community, which combined spend billions of dollars each year on advanced satellites and related networks. Their operations will be complicated by a space environment that the National Security Space Strategy (NSSS) characterized as increasingly:
- congested with satellites, orbital debris, and radio-frequency interference.
- contested by national counterspace weapons.
- competed for by an increasing number of foreign countries and firms.
To cope with these challenges, the United States will pursue new commercial and international partnerships to promote collaborative space situational awareness (SSA), transparency and confidence-building measures; and establish collective defense and asset-sharing arrangements. In addition, the U.S. government will reform its satellite-acquisition practices, refine its national export controls and rebuild the U.S. space profession and space-industrial base.
Cubesats and rapid reconstitution abilities will avoid SSA – they are undetectable

Sweeting, 11 - Director of the Surrey Space Center, where he leads a team of 60 researchers investigating advanced small satellite concepts and techniques (Martin, Toward a Theory of Space Power: Selected Essays, February, http://www.ndu.edu/press/lib/pdf/spacepower/spacepower.pdf)

It should also be borne in mind that the space surveillance task, whether in-theater or not, is likely to become more challenging in the coming years. At present, all operational satellites are large enough to be tracked by the existing radar network, but "cubesats," with dimensions of about 10 centimeters, are already starting to push the limits of detectability. In the future, an increasing proportion of the on-orbit assets will be small responsive systems that present these sorts of problems to the tracking networks. (Incidentally, the risk here is not simply that an enemy might deploy undetectably small platforms, but also that maintaining knowledge of small responsive allied assets will become harder for the traditional sensors.) But it is not just size that is the problem. In the future, the sort of stealth technologies that have been applied to aircraft and other military platforms inevitably will also be applied to satellites, reducing their signatures and making them harder to see. Clearly, though, small, responsive satellites start out with an advantage in the stealth arena in the sense that their signatures are smaller.

The space situation awareness task will be further complicated by the proliferation of assets that are likely to be launched (in part to convey robustness through proliferation). This will be especially true in time of crisis (in a responsive, constellation-dominated future, there will simply be more satellites to detect, characterize, and track). Responsive systems also require a responsive concept of operations, a consequence of which is that satellites are likely to maneuver frequently, either to optimize their number of passes over a theater; to create specific viewing geometries; or to make it harder for enemy forces to target counterspace operations against them. In the last of these instances, it is axiomatic that such maneuvers would take place out of sight of the opposing forces, such that the satellite would make its next transit over the theater on a novel trajectory. This emphasizes the need for robust in-theater tracking capabilities, especially since there is an element of statistical uncertainty in all satellite maneuvers. A satellite's postmaneuver orbit may successfully confuse the opposition, but for its subsequent passes to be used effectively, its new orbit will need to be determined quickly by its owners, as small timing errors can lead to large miss distances at orbital velocities close to 7.5 kilometers per second.

AT: High orbit satellites deter

Putting satellites in GEO increases the risk of miscalc – that’s where early warning satellites are

Graham 05 - former special representative of the president for arms control, nonproliferation, and disarmament,  (Thomas Graham Jr “Space Weapons and the Risk of Accidental Nuclear War,” Arms Control Today, December, http://www.armscontrol.org/act/2005_12/Dec-spaceweapons.asp)

These dangers would be particularly worrisome for those components that are placed in geosynchronous orbits (GEO). Space objects in GEO are sufficiently far from the Earth (about 36,000 kilometers) so that their speed roughly matches the rotational speed of the Earth and they remain “stationary” above one location. To be sure, any country that can place a satellite in these farther orbits—and there are several—could potentially threaten another country’s satellites there. Yet, it would be easier to do so, and perhaps more importantly, the threat perception would be greater with weapons based in space than with existing ground-based technology. The 15 U.S. early warning satellites are almost entirely in GEO. The three functioning Russian early warning satellites utilize two different orbits. Two of the satellites use a highly elliptical orbit, which ranges from low-Earth orbit (LEO)—100 to 2,000 kilometers above the Earth where space objects travel at about 8 kilometers per second—out to GEO. The other satellite is permanently stationed in GEO.

China can hit higher orbit satellites

O’Hanlon, 11 – senior fellow at Brookings (Michael, Toward a Theory of Space Power: Selected Essays, February, http://www.ndu.edu/press/lib/pdf/spacepower/spacepower.pdf)

Exactly how many U.S. satellites, and of what type, China might be able to damage or destroy is hard to predict. But it seems likely that low-altitude satellites as well as higher altitude commercial communications satellites would be vulnerable. Low-altitude imaging satellites are vulnerable to direct attack by nuclear-armed missiles, at a minimum, by high-energy lasers on the ground, and quite possibly by rapidly orbited or predeployed microsatellites as well. They are sufficiently hardened that they would have to be attacked one by one to ensure their rapid elimination. And they are sufficiently capable of transmitting signals through or around jamming that China probably could not stop their effective operation in that way. But they are few enough in number, and sufficiently valuable, that China might well find the means to go after each one.

For higher altitude military satellite constellations, including the global positioning system (GPS), military communications, and electronic intelligence systems, China's task would be much harder. Such constellations often have greater numbers of satellites than do low-altitude imagery systems. They are probably out of range of most plausible laser weapons, as well as ballistic missiles carrying nuclear weapons. They might, however, be reached by microsatellites deployed as hunter-killer weapons, particularly if those microsatellites had been predeployed (a few might be orbited quickly just before a war, but launch constraints could limit their number, since microsatellites headed to different orbits would probably require different boosters). They might also be reachable by an ASAT similar to what China tested in 2007, once placed on a larger rocket.13

Finally, high-altitude commercial communications satellites are quite likely to be vulnerable. Their transmissions to Earth might well be interrupted for a critical period of hours or days by jamming or a nuclear burst in the atmosphere. For example, disruption of ultra-high-frequency radio signals due to a nuclear burst can last for many hours over a ground area of hundreds or even thousands of kilometers per dimension. Unhardened satellites might be damaged by a large nuclear weapon at distances of 20,000 to 30,000 kilometers.  They might even be vulnerable to laser blinding.

AT: We’ll concede weaponization fails
This means they can’t get offense but they still link

Graham 05 - former special representative of the president for arms control, nonproliferation, and disarmament,  (Thomas Graham Jr “Space Weapons and the Risk of Accidental Nuclear War,” Arms Control Today, December, http://www.armscontrol.org/act/2005_12/Dec-spaceweapons.asp)

Obviously, nothing should be done in any way further to diminish the reliability of the space-based components of U.S. and Russian ballistic missile early warning systems. A decline in confidence in such early warning systems caused by the deployment of weapons in space would enhance the risk of an accidental nuclear weapons attack. Yet, as part of its plans for missile defense, the Pentagon is calling for the development of a test bed for space-based interceptors as well as examining a number of other exotic space weapons. In an interview published in Arms Control Today, Lt. Gen. Henry Obering, director of the Missile Defense Agency, touted what he said was “a very modest and moderate test-bed approach to launch some experiments.” Obering said the Pentagon would only deploy a handful of interceptors: “We are talking about onesies, twosies in terms of experimentation.”[2]

Despite Obering’s claims, however, establishing a test bed for missile defense in space, as opposed to current preliminary research, would be a long step toward space weaponization. Once space-based missile defenses are tested, they are likely to be deployed, and in significant numbers, no matter if the tests are successful.
***Defense against heg advantage
AT: Space control key to hegemony
No risk to hegemony – terrestrial back-up systems are providing the same benefits as satellites
Morgan, 10 - defense policy researcher working in RAND Corporation's Pittsburgh Office. Prior to joining RAND in January 2003, Dr. Morgan served a 27-year career in the U.S. Air Force (Forrest, “Deterrence and First-Strike Stability in Space,”

http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA522541&Location=U2&doc=GetTRDoc.pdf
Another approach to reducing an adversary’s benefits in attacking space systems would be to provide redundant capabilities using terrestrial backups. Indeed, such solutions are currently being pursued. Undersea cables and other terrestrial links already provide reach-back communication from well-established forward areas of operation, although they are vulnerable to sophisticated attackers (or accidents, such as the recent Mediterranean fiber cut). High-altitude lighter-than-air craft and long-endurance unmanned aircraft systems offer possibilities to supplement space-based platforms for some ISR and communication missions. The type of assets currently being developed would not be survivable in areas where an adversary could challenge friendly control of the airspace, but long-endurance aerial surveillance could, to some extent, supplement space capabilities on the periphery of an area of operations, and platforms flown in secure airspace could be used to relay some links inside the battlespace, thereby reducing the payoff an aggressor might yield in attacking satellites supporting parallel missions. Such options merit further exploration and development.
Ground-based weapons can still wreck US satellites
Morgan, 10 - defense policy researcher working in RAND Corporation's Pittsburgh Office. Prior to joining RAND in January 2003, Dr. Morgan served a 27-year career in the U.S. Air Force (Forrest, “Deterrence and First-Strike Stability in Space,”

http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA522541&Location=U2&doc=GetTRDoc.pdf
Missteps That Might Further Reduce First-Strike Stability in Space

Given the importance of space systems to U.S. national security, some academics and security analysts have argued that the United States should “seize the high ground” and place counterspace weapons in orbit to impose space dominance in the event of a conflict with another spacefaring nation. While such arguments resonate with those acculturated in the U.S. military tradition, it is hard to conceive how placing counterspace weapons in orbit would do anything to defend U.S. satellites from enemy ground-based weapons or, for that matter, other weapons in space. Rather, given the inherent vulnerability of satellites, placing weapons in orbit would increase first-strike instability in space by threatening potential adversaries with weapons that cannot, themselves, be defended. Taking this step may also encourage other spacefaring nations to follow suit, ultimately resulting in a dangerously unstable strategic environment that would generate severe “use-or-lose” pressures in the event of a military confrontation, whether the crisis originated in space or the terrestrial domain. Terrestrial-based counterspace weapons also endanger first-strike stability, particularly if states that invest in them exhibit brandishing behaviors, publicizing intentions to use them at the onset of conflict. But pressures to use terrestrial-based weapons first would not be as great, because they would not be as vulnerable to enemy action as space-based weapons.
Space weapons will create nuclear preemption incentives before deployment can be completed

Englehart, 8 – patent litigation attorney (Alex, “COMMON GROUND IN THE SKY: EXTENDING THE 1967 OUTER SPACE TREATY TO RECONCILE U.S. AND CHINESE SECURITY INTERESTS,” 17 Pac. Rim L. & Pol'y J. 133, lexis)

D. An Effective U.S. Space Weapons Deployment Would Neutralize the Effectiveness of ICBMs and Create a Powerful Incentive for Nuclear Preemptive Strikes
In addition to the strategic interplay between space-based weapons and ASATs discussed above, n54 space-based weapons would have a major impact on the effectiveness of ICBMs, n55 the mainstay weapons of the second half of the twentieth century. ICBMs armed with nuclear warheads have been the primary guarantor of mutually assured destruction since their inception in the 1960s--any use of ICBMs against another country also equipped with them would lead to massive retaliation in kind. n56 The threat of mutual annihilation kept the peace between the superpowers during the Cold War and has continued to preserve stability among powerful nations up to the present day. n57 Even in today's so-called "uni-polar" world, Russia and China maintain vast quantities of weapons of mass destruction that serve as  [*140] a strong deterrent to any potential adversary considering an attack. n58 Unfortunately, with the development of space-based weapons, especially missile interceptors, this stability would be eviscerated. n59Space-based interceptors would be accurate and fast enough to reliably shoot down ICBMs in flight. n60 If one country possessed space-based interceptors, it would effectively neutralize the ICBMs of all other countries, allowing it to use its own ICBMs with relative impunity. n61
If the United States starts to deploy space-based interceptors that can shoot down ICBMs, China will face enormous internal pressure to at least consider the idea of launching a massive nuclear first strike. n62This is because once a robust space-based interceptor system is deployed, the United States would have essentially unlimited power to dictate terms to China on any matter it chooses--China would be at the absolute mercy of the United States. n63 China would have a limited window of time in which to use its ICBMs before they became worthless in the face of orbiting interceptors, and it could very well feel compelled to do so in order to avoid the total collapse of its strategic nuclear deterrent. n64
E. Beyond the Inevitable Direct Harm to Sino-American Relations, the Deployment of Space Weapons Would Inflame Russia and Drive It into a Closer Relationship with China
Even though Russia is now much weaker than the Soviet Union of the Cold War era, n65 it still has thousands of ICBMs, n66 and the United States should carefully consider the ramifications of its planned space weapons deployment in light of that reality. n67 Russia's opinion cannot be ignored. n68 While it may not be capable of effectively deploying space-based weapons in the near to mid-term, it may well have an operational ASAT capability n69 and, in any case, its ICBMs demand respect. n70 Like China, Russia depends  [*141]  on its ICBM capability to maintain its international respect. By being able to threaten any potential adversary with nuclear annihilation, Russia maintains its strength and independence in a changing world. n71 Also like China, Russia is understandably worried about the American pursuit of space weapons, which have the potential to undermine the effectiveness of ICBMs. n72
Russia has long been a strategic player in the space weapons arena. In the late 1970s, the United States and the Soviet Union entered into negotiations on an ASAT ban, but the discussions fell apart before any agreement was reached. n73 Ever since, the Soviet Union (later Russia) has been wary of American plans to deploy any kind of weapon in space or further pursue ASAT capabilities. n74 The Strategic Defense Initiative under the Reagan administration--a predecessor to twenty-first century American space weapons programs--arguably hastened the collapse of the Iron Curtain. n75 The actual deployment of satellite-based weapons in the coming decades is sure to inflame Russia and drive it further away from the United States.

Cyberattacks will disable US space assets

Donahue, 10 – USAF Major (Jack, “CATASTROPHE ON THE HORIZON: A SCENARIO-BASED FUTURE EFFECT OF ORBITAL SPACE DEBRIS,” https://www.afresearch.org/skins/rims/q_mod_be0e99f3-fc56-4ccb-8dfe-670c0822a153/q_act_downloadpaper/q_obj_af691818-359f-4999-be24-f88ca154bd94/display.aspx?rs=enginespage)

Another unpredictable driving force that needs to be considered is adversary exploitation of space vulnerabilities via the cyber domain. Through cyberspace, enemies (both state and non-state actors) will target industry, academia, government, as well as the military in the air, land, maritime, and space domains.86 One of the easiest ways to disrupt, deny, degrade, or destroy the utility of space assets is to attack or sabotage the associated ground segments through cyberspace.87 The ground segment includes telemetry, tracking, and commanding of space assets and space-launch functions. Ground stations are an extremely critical piece of a satellites continued operation. However, many satellite tracking and control stations are lightly guarded and many satellite communications, launch, data reception, and control facilities are described in numerous open-source materials making the ground segment extremely vulnerable to cyber attack.88 An attack on a fixed ground facility can stop data transmission, render launch facilities unusable, and prevent control of satellites.89 Thus, rendering affected orbiting satellites inoperative from the communication disruption and creating a risk to other active satellites and a potential for additional orbital debris. A single incident or a small number of incidents could significantly impact space systems for years.90

Space weapons will fail – can’t intercept

Hitchens, 8 – president of the Center for Defense Information (Theresa, “Space Wars - Coming to the Sky Near You?”, Scientific American, February, http://www.sciam.com/article.cfm?id=space-wars-coming-to-the-sky-near-you)

Basing weapons in orbit also pre­sents difficult technical obstacles. They would be just as vulnerable as satellites are to all kinds of outside agents: space debris, projectiles, electromagnetic signals, even natural micrometeoroids. Shielding space weapons against such threats would also be impractical, mostly because shielding is bulky and adds mass, thereby greatly increasing launch costs. Orbital weapons would be mostly autonomous mechanisms, which would make operational errors and failures likely. The paths of objects in orbit are relatively easy to predict, which would make hiding large weapons problematic. And because satellites in low Earth orbit are overhead for only a few minutes at a time, keeping one of them constantly in range would require many weapons.

Pursuing space dominance causes an international backlash and destroys U.S. legitimacy

Gallagher and Steinbruner 8 - * Associate Director for Research at the Center for International and Security Studies AND ** Professor of Public Policy at the University of Maryland and Director of the Center for International and Security Studies 

at Maryland (Nancy and John, Reconsidering the Rules for Space Security, http://www.cissm.umd.edu/papers/files/spacesecuritymonograph.pdf)

The more likely outcome of a sustained U.S. effort to dominate space for national military advantage is that incremental advances in U.S. capabilities will increase pressure on other countries to react by emulating, offsetting, or restraining the United States. So far, Russia and China have made the most visible moves related to these response options, simultaneously trying to improve their own space-based military support systems, to explore asym- metrical ways to neutralize advantages that the U.S. military gets or could gain from superior space capabilities, and to start PAROS negotiations. Each response strategy has serious costs and risks, and it is doubtful that either country has yet made a decisive choice. Foreign speculation about external reasons for the Chinese ASAT test place differing degrees of emphasis on alter- native response strategies by assuming that the objective is to deter U.S. attacks on Chinese satellites, to negate the U.S. information advantage in a regional conflict, or to underscore the risks that all space users will face if mil- itary activities continue to expand without additional rules. 

The longer the United States rebuffs international pressure to restore strategic restraint, the further other countries are likely to go in their efforts to emulate or offset U.S. military space activities, making space a much more expensive and dangerous place to operate than it currently is. The United States could probably sustain its technological lead and budgetary advantage for decades, but the U.S. military space acquisition program appears to have passed the point of diminishing returns, whereas other countries could still make significant advances in their military space capabilities for some fraction of what the United States is spending. The number of satellites needing pro- tection keeps increasing, but offensive and dual-use space technologies are advancing and spreading faster than purely defensive ones are. Thus, if U.S. space dominance is defined in relative rather than absolute terms and likely counterreactions are considered, even the less ambitious form of the SPACE- COM vision appears increasingly unattractive. 

Ineffectual pursuit of military space dominance carries high opportunity costs. At the most basic level, the U.S. attitude has hindered efforts to devel- op strong international rules to minimize space debris, manage space traffic, and allocate orbital slots in GEO.207 The U.S. attitude has been a major obsta-cle to the most efficient and equitable approach to space-based navigation services—a single system operated as a global public utility with decision- making control shared among international partners. The U.S. position cur- rently also precludes any realistic strategy for truly transformational uses of space. A system of remote sensing satellites that could provide comprehen- sive, detailed, and continuous coverage of the Earth could be immensely valuable for information-based strategies to address emerging global security problems, including the possibility of catastrophic climate disruption. Owens and Nye observed a decade ago that the uncontested acquisition of this type of capability required a strategic purpose with widespread legitimacy.208 

--XT – Preemption turn
US space superiority will require preemptive attacks to actually neutralize adversaries – it makes escalation inevitable

Krepon, 4 – president of the Henry L. Stimson Center (Michael, “Weapons in Space?”, Arms Control Today, November, http://www.armscontrol.org/act/2004_11/Krepon)

To prevent adversaries from shooting back, the United States would need to know exactly where all threatening space objects are located, to neutralize them without producing debris that can damage U.S. or allied space objects, and to target and defeat all ground-based military activities that could join the fight in space. In other words, successful space warfare mandates pre-emptive strikes and a preventive war in space as well as on the ground. War plans and execution often go awry here on Earth. It takes enormous hubris to believe that space warfare would be any different. If ASAT and space-based, ground-attack weapons are flight-tested and deployed, space warriors will have succeeded in the dubious achievement of replicating the hair-trigger nuclear postures that plagued humankind during the Cold War. Armageddon nuclear postures continue to this day, with thousands of U.S. and Russian nuclear weapons ready to be launched in minutes to incinerate opposing forces, command and control nodes, and other targets, some of which happen to be located within large metropolitan areas. If the heavens were weaponized, these nuclear postures would be reinforced and elevated into space.  
U.S. space warriors now have a doctrine and plans for counterspace operations, but they do not have a credible plan to stop inadvertent or uncontrolled escalation once the shooting starts. Like U.S. war-fighting scenarios, there is a huge chasm between plans and consequences, in which requirements for escalation dominance make uncontrolled escalation far more likely. A pre-emptive strike in space on a nation that possesses nuclear weapons would invite the gravest possible consequences. Attacks on satellites that provide early warning and other critical military support functions would most likely be viewed either as a surrogate or as a prelude to attacks on nuclear forces.

China will use nuclear weapons to hit use satellites

O’Hanlon, 11 – senior fellow at Brookings (Michael, Toward a Theory of Space Power: Selected Essays, February, http://www.ndu.edu/press/lib/pdf/spacepower/spacepower.pdf)

China might also have the means to attack U.S. space assets, particularly lower-flying reconnaissance satellites, by 2010 (if it does not already). It is not entirely out of the question that China might use nuclear weapons to do so systematically, knowing that such a strike might greatly weaken U.S. military capabilities without killing many, if any, Americans. China attaches enough political importance to holding onto Taiwan that it might well prove quite willing to run some risk of escalation in order to do so— especially if its leaders thought they had deduced a clever way to escalate without inviting massive retaliation. Whether it could disrupt or destroy most satellites is unclear.
--XT – Terrestrial backup solves

Terrestrial redundancy compensates for the loss of space assets

Smith, 11 – USAF Colonel, Director of the Air Force Space and Cyber Center at Air University. He served in the Pentagon’s National Security Space Office as the Chief of the Future Concepts shop (M.V., Toward a Theory of Space Power: Selected Essays, February, http://www.ndu.edu/press/lib/pdf/spacepower/spacepower.pdf)

A great fallacy resulting from the prevalent budget-driven integration mindset is the oftcited statement that "missions will migrate to space when it becomes reasonable to do so." This presumes that commanders in forward areas are willing to trade highly flexible organic terrestrial assets for less flexible (and often less capable) space systems that another commander will likely manage as global assets. Economic considerations may force such a compromise, but a more prudent approach is to develop robust space capabilities in addition to airpower, land power, seapower, and cyberpower assets. Remember, the difference between space systems and terrestrial systems is that space systems provide global access and global presence during both war and peace. When space forces eventually obtain systems that can create physical effects at any location on the surface of the Earth (for example, conventional bombing), this will not replace the standing requirement for aircraft and missiles to be able to do the same thing, just as the bomber did not replace artillery. Space operations are expensive, and economic considerations may require air delivery of munitions. Exceptions include times when cost is not a consideration, such as combat in areas where aircraft are denied access, when aircraft cannot respond to a time-critical situation as quickly as spacecraft, when only a specialized weapon delivered from space will have the desired probability of killing a target, and when surprise is of the utmost importance.

There is unquestionably some overlap between the capabilities of spacepower and other forms of power, but this is a source of strength, not waste. Just as the triad of bombers, submarines, and missiles during the Cold War prevented either adversary from gaining a significant advantage should their opponent successfully counter one set of capabilities, today's redundancy prevents an adversary from gaining a significant advantage should they successfully counter space-based systems or other terrestrial forces. There will be some adjustments in force structures as space capabilities become more robust, but no mission in any service should ever move entirely to space. Under no circumstances should all of the eggs ever be placed in the space basket. Instead, there should be an integrated combined arms approach.

Terrestrial defenses are superior – they protect military capability and deter without provoking in space

Krepon, 3 – president of the Henry Stimson Center (Michael, Space Assurance or Space Dominance? THE CASE AGAINST WEAPONIZING SPACE, http://www.stimson.org/images/uploads/research-pdfs/spacebook.pdf)
Even if back-ups prove less capable or efficient than the satellites lost, they would address the risks attendant to single-point failures resulting in significant degradation of U.S. military capabilities. Of particular note in this regard are advances in unmanned aerial vehicles.35 Looking toward the future, airborne assets, particularly for imaging and signals intelligence, but also for targeting, guidance, and communications, could be available to supplement, or, if need be, help compensate for satellites that are destroyed. Significant advances in remotely piloted vehicles could reinforce the conclusion by potential adversaries that the initiation of space warfare would produce ephemeral gains and punishing retaliation. Additional backup capabilities such as fiber optic land lines and undersea lines could prove helpful in some regions of the world to permit high-volume communications even if satellites are lost. Fiber optic capability could be leased at pre-set prices for use during crisis, analogous to the way that the Civil Reserve Air Fleet functions today.36 U.S. naval combatants can be expected to retain the ability to communicate through line-of-sight and airborne techniques, so that battle groups have the ability to function as integrated entities even if their access to satellites is disrupted. Netted tactical data link systems provide relative navigation among net members. While not as accurate as GPS, netted systems, such as the Joint Tactical Information and Distribution System, mitigate the harm caused by jamming or more pernicious damage to the GPS system.37

Terrestrial ISR is superior

Smith, 11 – USAF Colonel, Director of the Air Force Space and Cyber Center at Air University. He served in the Pentagon’s National Security Space Office as the Chief of the Future Concepts shop (M.V., Toward a Theory of Space Power: Selected Essays, February, http://www.ndu.edu/press/lib/pdf/spacepower/spacepower.pdf)

Multitudes of ISR sensors in all media characterize the modern battlespace. Some collect signals intelligence, while others collect photoreconnaissance data. Still others collect radar information. These sensors and their operators not only attempt to identify targets, but also try to determine each target's precise coordinates. The ability of different sensors to determine the precise coordinates of targets varies, but in general, terrestrial sensors are much better at this than space-based sensors for several reasons. First, space systems are typically much farther away from the targets. Second, satellites in the lowest orbits are moving very fast in relation to targets and have relatively short dwell times on targets compared to terrestrial systems, and satellites in higher orbits are much more distant and are generally less able to refine target coordinates as precisely. Third, satellite sensors degrade over time, and there currently is no effort under way to perform physical maintenance on them to keep them in prime condition. Finally, given the relatively few ISR satellites in low Earth orbit, continuous coverage of areas of interest from space with the most precise space-based sensors is currently impossible.

--XT – Ground based attacks

The ease of ground-based ASATs makes effective space control impossible

Marshall, 6 - fellow at the Belfer Center for Science and International Affairs at Harvard's Kennedy School of Government and jointly at the Space Policy Institute of George Washington University (William, Boston Globe, “Weapons in outer space”, 7/5, http://www.boston.com/news/globe/editorial_opinion/oped/articles/2006/07/05/weapons_in_outer_space/)

The problem is that satellites are also vulnerable to elimination by enemies. A Space Commission report chaired by Defense Secretary Donald Rumsfeld considers the threat so real it warned of a ``Space Pearl Harbor."

Naturally, Americans want to protect these assets, so why not pursue space weapons? The most compelling reason is that they would actually make the situation worse.

This is due to the technical ease of ground-based anti-satellite systems. Adversaries wouldn't need to go to the trouble of building space-based weapons systems. Simple and inexpensive, ground-based systems could shoot these satellites out of the sky. More than 25 nations already have the missile capability to reach the altitude at which the satellites orbit. More significantly, powerful lasers able to kill a satellite in low orbit through heating are available commercially in more than 50 nations. If the United States deploys ground-based anti-satellite technology, or ASATs (which it can do technically now), then others will follow suit. America has the most assets in orbit to lose in such a game.
If the United States deploys space-based weapons -- like interceptors for missile defense (which it is on course to deploy within about 6 years) -- an adversary could simply take them out from the ground. If any security advantage afforded by such a weapon is easily negated, then one is left with the prospect of other nations moving toward developing ground-based ASAT capabilities. This would severely jeopardize America's precious satellites, all of them. Also, the capabilities provided by each proposed space-based weapon can be achieved with ground-based alternatives that are generally 100 to 1,000 times cheaper.

In addition, the United States is planning to release a new National Space Policy within weeks, tweaks to the language of which could give the green light for US deployment of space-based weapons. Instead, the United States should send a sign to other nations by taking space-based weapons off the books once and for all. America can still protect its satellite systems -- in less-threatening ways.

--XT – Cyberattacks block

Cyberspace attacks are more likely than space attacks and they have the same impact
Lambeth, 11 – senior staff member at RAND, where he also directed the International Security and Defense Policy Program in 1989–1990 (Benjamin, Toward a Theory of Space Power: Selected Essays, February, http://www.ndu.edu/press/lib/pdf/spacepower/spacepower.pdf)

If the case for proceeding with timely initiatives to ensure the continued enabling functions of the Nation's space-based assets sounds reasonable enough in principle, then the argument for pursuing similar measures by way of vouchsafing our continued freedom of movement in cyberspace can be said to be downright compelling. The latter arena, far more than today's military space environment, is one in which the Nation faces clear and present threats that could be completely debilitating when it comes to conducting effective military operations. Not only that, opponents who would exploit opportunities in cyberspace with hostile intent have every possibility for adversely affecting the very livelihood of the Nation, since that arena has increasingly become not just the global connective tissue, but also the Nation's central nervous system and center of gravity.

Just a few generations ago, any American loss of unimpeded access to cyberspace would have been mainly an inconvenience. Today, however, given the Nation's ever-expanding dependence on that medium, the isolation, corruption, or elimination of electrical power supply, financial transactions, key communications links, and other essential Web-based functions could bring life as we know it to a halt. Furthermore, given the unprecedented reliance of the United States today on computers and the Internet, cyberspace has arguably become the Nation's center of gravity not just for military operations, but for all aspects of national activity, to include economic, financial, diplomatic, and other transactions. Our heightened vulnerability in this arena stems from the fact that we have moved beyond the era of physical information and financial exchanges through paper and hard currency and rely instead on the movement of digital representations of information and wealth. By one informed account, more than 90 percent of American business in all sectors, to say nothing of key institutions of governance and national defense, connects and conducts essential communications within the cyberspace arena.7 Accordingly, that arena has become an American Achilles heel to a greater extent than any of our current opponents.

Cyberspace control is substantially more important than the plan – any loss in cyberspace immediately neutralizes all space based capabilities
Lambeth, 11 – senior staff member at RAND, where he also directed the International Security and Defense Policy Program in 1989–1990 (Benjamin, Toward a Theory of Space Power: Selected Essays, February, http://www.ndu.edu/press/lib/pdf/spacepower/spacepower.pdf)

Indeed, America's vulnerabilities in cyberspace are open to the entire world and are accessible by anyone with the wherewithal and determination to exploit them. Without appropriate defensive firewalls and countermeasures in place, anything we might do to exploit cyberspace can be done to us as well, and relatively inexpensively. Worse yet, threat trends and possibilities in the cyberspace domain put in immediate jeopardy much, if not all, of what the Nation has accomplished in the other two domains in recent decades. Our continued prevalence in cyberspace can help ensure our prevalence in combat operations both within and beyond the atmosphere, which, in turn, will enable our prevalence in overall joint and combined battlespace. On the other side of the coin, any loss of cyberspace dominance on our part can negate our most cherished gains in air and space in virtually an instant. Technologies that can enable offensive cyberspace operations, moreover, are evolving not only within the most well-endowed military establishments around the world, but also even more so in the various innovative activities now under way in other government, private sector, and academic settings. The United States commands no natural advantage in this domain, and its leaders cannot assume that the next breakthrough will always be ours. All of this has rendered offensive cyberspace operations an attractive asymmetric option not only for mainstream opponents and other potential exploiters of the medium in ways inimical to the Nation's interests, but also for state and nonstate rogue actors with sufficient resources to cause us real harm.
These are most probable ways to deny US space control –

a. buy-in for capabilities is substantially lower cost
Lambeth, 11 – senior staff member at RAND, where he also directed the International Security and Defense Policy Program in 1989–1990 (Benjamin, Toward a Theory of Space Power: Selected Essays, February, http://www.ndu.edu/press/lib/pdf/spacepower/spacepower.pdf)

One reason for the imminent and broad-based nature of the cyberspace challenge is the low buy-in cost compared to the vastly more complex and expensive appurtenances of air and space warfare, along with the growing ability of present and prospective Lilliputian adversaries to generate what one expert called "catastrophic cascading effects" through asymmetric operations against the American Gulliver.10 Because the price of entry is fairly minimal compared to the massive investments that would be required for any competitor to prevail in the air and space domains, the cyberspace warfare arena naturally favors the offense. It does so, moreover, not only for us, but also for any opponents who might use the medium for conducting organized attacks on critical nodes of the Nation's infrastructure. Such attacks can be conducted both instantaneously and from a safe haven anywhere in the world, with every possibility of achieving high impact and a low likelihood of attribution and, accordingly, of timely and effective U.S. retribution.
b. Peer competitors already exist in cyberspace
Lambeth, 11 – senior staff member at RAND, where he also directed the International Security and Defense Policy Program in 1989–1990 (Benjamin, Toward a Theory of Space Power: Selected Essays, February, http://www.ndu.edu/press/lib/pdf/spacepower/spacepower.pdf)

Moreover, unlike the air and space environments, cyberspace is the only military operating area in which the United States already has peer competitors in place and hard at work. As for specific challengers, U.S. officials have recently suggested that the most sophisticated threat may come from China, which unquestionably is already a peer competitor with ample financial resources and technological expertise. There is more than tangential evidence to suggest that cyberwar specialists in China's People's Liberation Army have already focused hostile efforts against nonsecure U.S. transmissions.11 Such evidence bears strong witness to the fact that state-sponsored cyberspace intrusion is now an established fact and that accurate and timely attack characterization has come to present a major challenge.
--XT – Cyberattacks on ground stations

Ground stations are just as vulnerable
Rendleman, 10 - Colonel, U.S. Air Force (Retired), (James, Astropolitics, 8:220–255, 2010, “A Strategy for Space Assurance,” Ebsco Political Science)

Satellite systems consist not only of spacecraft, each with their own payload and bus, but also a supporting infrastructure—ground control stations, tracking and control links, commonly referred to as the tracking, telemetry, and control (TT&C) links, data links, launch facilities, and an industrial base. Each of these components is at risk to threats of physical and cyber attack, and sabotage, and can be negated, simultaneously or each in detail. The satellite payload, bus, links, and infrastructure can be negated by using a variety of permanent or reversible means to achieve one of the five possible effects, known as the ‘‘five Ds’’—deception, disruption, denial, degradation, and destruction.5

Ground stations can be targeted instead
Rendleman, 10 - Colonel, U.S. Air Force (Retired), (James, Astropolitics, 8:220–255, 2010, “A Strategy for Space Assurance,” Ebsco Political Science)

Ground systems, supporting communications, and their nodes, are vulnerable to diverse land, sea, or air kinetic attacks, including sabotage. Unprotected systems are also susceptible to electronic attack through jamming and electromagnetic deception techniques. Jammers emit signals that mask or prevent reception of desired signals; these methods can disrupt uplinks, downlinks, and even cross-links. By disabling the means of command and control, and data communications, jammers render satellites inoperable or unavailable. Electromagnetic deception techniques can be employed to confuse systems; this could include sending false, but deceptively plausible, commands that cause spacecraft to perform damaging or wasteful maneuvers, modify databases or execute configuration changes, or otherwise destroy it.

Similarly, supporting terrestrial ground stations, computer networks, and links are vulnerable to information operation and cyber attacks. These attacks could involve directing global denial of service tasks, injecting fake commands, malicious software and viruses into the space system, performing unauthorized monitoring and disclosure of sensitive information (data interception), and causing unauthorized modification or deliberate corruption of network information, services, and databases.

--XT – China will use cyberattacks

PLA doctrine is more likely to focus on cyber attacks to neutralize space assets

Cheng, 11 - Senior Asia Analyst at the CNA Corporation (Dean, Toward a Theory of Space Power: Selected Essays, February, http://www.ndu.edu/press/lib/pdf/spacepower/spacepower.pdf)
It was unclear as of 2007 whether a PLA space doctrine had been formally promulgated. But recent PRC activities suggest that interest is shifting from the theoretical to the physical. Reports in late 2006, for example, indicated that the PRC has fired lasers, possibly several times, at U.S. satellites, apparently in an attempt to blind them.84 This was then followed by the January 2007 test of a direct-ascent ASAT that destroyed a defunct FY–1C weather satellite.

Although the kinetic kill vehicle test focused attention on Chinese development of hardkill systems, PLA writings appear to approach the topic from a much broader perspective. Since the objective is attaining information dominance—that is, dominating space is a means, not necessarily an end—the focus is on disrupting the flow of information, rather than necessarily destroying satellites per se.

Consequently, many PLA writings discuss the utility of soft-kill methods against space architectures. Satellite operations rely heavily on the use of computers to transmit and manage the data.85 Without functioning command, control, communications, computers, and information systems, it would be difficult to employ space systems. This is a major reason why space combat and information combat are so closely linked.86 As one set of PLA teaching materials notes, an especially effective means to soft-kill space systems may be interference with the computer systems controlling space platforms, both onboard systems as well as those in ground-based control centers.87

PLA writings also suggest that there is an important role for passive countering of space systems, which involves various deception and camouflage methods to counter enemy space-based reconnaissance and surveillance systems.88 Utilizing various deception measures and stealthing techniques in order to forestall detection from space offers the potential for China to suddenly appear where there had been few indications of a PLA presence, thus surprising an opponent. Thus, PLA authors have suggested that "skillful use of technical means to avoid reconnaissance" can be an extremely effective combat style in space-related coordinated activities. 89

--XT – Cyberattacks kill ISR

Cyberspace attacks undermine ISR and C3I from space

Lambeth, 11 – senior staff member at RAND, where he also directed the International Security and Defense Policy Program in 1989–1990 (Benjamin, Toward a Theory of Space Power: Selected Essays, February, http://www.ndu.edu/press/lib/pdf/spacepower/spacepower.pdf)

In light of that emergent reality, it is essential to include cyberspace in any consideration of air and space capabilities. Like the air and space domains, cyberspace is part and parcel of the third dimension (the first two being the land and maritime environments). Also like those other two domains, it is a setting in which organized attacks on critical infrastructure and other targets of interest can be conducted from a distance, on a wide variety of "fronts," and on a global scale—except in this case, at the speed of light. Moreover, it is the principal domain in which the Nation's air services exercise their command, control, communications, and ISR capabilities that enable global mobility and rapid long-range strike.

In thinking about cyberspace as a military operating arena, a number of the medium's distinguishing characteristics are worth noting. First and foremost, control of cyberspace is a sine qua non for operating effectively in the other two domains. Were unimpeded access to the electromagnetic spectrum denied to us through hostile actions, satellite-aided munitions would become useless, command and control mechanisms would be disrupted, and the ensuing effects could be paralyzing. Accordingly, cyberspace has become an emergent theater of operations that will almost surely be contested in any future fight. Successful exploitation of this domain through network warfare operations can allow an opponent to dominate or hold at risk any or all of the global commons. For that reason, not only American superiority but also American dominance must be assured.
Controlling cyberspace is a prerequisite to ISR

Lambeth, 11 – senior staff member at RAND, where he also directed the International Security and Defense Policy Program in 1989–1990 (Benjamin, Toward a Theory of Space Power: Selected Essays, February, http://www.ndu.edu/press/lib/pdf/spacepower/spacepower.pdf)

Until the day comes when military space activity is more than "merely" about enabling terrestrial combat operations, however, a more useful exercise in theory-building in the service of combat operators at all levels might be to move beyond the air-power theorizing that has taken place to date in pursuit of something akin to a working "unified field theory" that explicates the connections, interactions, and overlaps among the air, space, and cyberspace domains in quest of synergies between and among them in the interest of achieving a joint force commander's objectives more efficiently and effectively. A major pitfall to be avoided in this regard is the pursuit of separate theory sets for each medium. To borrow from Clausewitz on this point, space, like the earth's atmosphere and the electromagnetic spectrum, may have its own grammar, but it does not have its own logic. Each of the three environments explored in the preceding pages has distinctive physical features and operating rules that demand respect. By one characterization in this regard, "air permits freedom of movement not possible on land or sea. . . . Space yields an overarching capability to view globally and attack with precision from the orbital perspective. Cyberspace provides the capability to conduct combat on a global scale simultaneously on a virtually infinite number of 'fronts.'"15 Yet while the air, space, and cyberspace mediums are all separate and unique physical environments, taken together, they present a common warfighting challenge in that operations in each are mutually supportive of those in the other two. For example, the pursuit of air supremacy does not simply entail combat operations in the atmosphere, but also hinges critically on ISR functions and on GPS targeting from both air-breathing and space-based platforms that transmit through cyberspace.
--XT – Cyber prerequisite to hegemony

Boosting cyber capabilities is a prerequisite to greater remote sensing – the military won’t be able to process the extra data
Zyskowski, 11 (John, “Navy faces headwinds in critical IT plans,” Federal Computer Week, 6/15, 

http://fcw.com/articles/2011/06/20/buzz-navy-it-plans.aspx)

Meanwhile, new capabilities such as UAVs and remote sensors are producing a flood of data and straining the Navy’s IT infrastructure, resulting in a 1,000 percent increase in afloat bandwidth demand, said Dave Weddel, assistant deputy chief of naval operations for information dominance. The challenge is not only to acquire and process that data, but also to share and act on it.

None of that will be possible if the underlying infrastructure is not adequately secured. Along those lines, the Navy is preparing to launch initial operations at four new Regional Network Operations and Security Centers that will support the Navy's Fleet Cyber Command.

“These [centers] will combine network operations with computer network defense” and will exploit the adversary, predict future attacks and defend networks, said Rear Adm. Edward Deets III, commander of the Naval Network Warfare Command.

--AT: DOD cyberdefense

DOD cyberdefense is terrible and its current spending will fail
Strassman, 11 - president of The Information Economics Press, Senior Advisor to the Science Applications International Corporation, and Distinguished Professor of Information Sciences, George Mason School of Information Technology and Engineering (Paul, “Operating in Cyberspace,” 2/9, http://pstrassmann.blogspot.com/2011/02/operating-in-cyberspace.html)

The current hardware, software and networks within the Defense Department are obsolete and dysfunctional. The department continues to operate with a culture that does not as yet acknowledge that its computer systems are technically unsuited for operations in the age of cyber warfare.
The existing cyber defense deficiencies are deeply rooted in the ways the Defense Department acquired information technologies over the past decades. The existing flaws are enterprise-wide and pervasive. Regardless how much money is spent on cyber security protection most of it is inadequate to make the existing proliferation of networks adequately secure.
The total number of DoD systems projects in FY10 was 5,300. *** Each of these programs is subdivided into subcontracts, many of which are legislatively dictated. The total number of DoD data centers was 772, which makes their defenses unaffordable. ****
The information technology environment in the Defense Department is fractured. Instead of using a comprehensive and defensible infrastructure, which presently consumes 57% of the total information technology budget, money is spread over thousands of mini-infrastructures that operate in separate silo-like structures, which are almost entirely managed by contractors. Such profligacy is guaranteed to be incompatible and indefensible.
Over ten percent of the total Defense Department IT budget is spent on cyber defenses to protect tens of thousands of points of vulnerability. The increasing amount of money spent on firewalls, virus protection and other protective measures cannot keep up with the rapidly rising virulence of the attackers.

The DOD cyberdefense culture is completely ineffective
Strassman, 10 - president of The Information Economics Press, Senior Advisor to the Science Applications International Corporation, and Distinguished Professor of Information Sciences, George Mason School of Information Technology and Engineering (Paul, “Cyber Defenses and the DoD Culture,” 9/9, http://pstrassmann.blogspot.com/2010/09/cyber-defenses-and-dod-culture.html)
According to Air Force LTG William Lord, 85 percent of cyberoperations are in defense. That being the case, How should the Defense Department protect its network and computer assets? A 2009 RAND Corporation report on cyberdeterrence asserts “…most of the effort to defend systems is inevitably the ambit of everyday system administrators and with the reinforcement of user vigilance.” The report also states “…the nuts and bolts of cyberdefense are reasonably well understood.”
Such views encapsulate the current thinking about cyberdefense, that such activity is primarily a back office service or a compliance matter. But these views are pernicious. They accept existing systems as they are, other than advocating for improved implementation methods. RAND does not admit that the current hardware, software and networks within the Defense Department are obsolete and dysfunctional. The department continues to operate within a culture that does not acknowledge that its computer systems are not suited for the age of cyberwarfare.
Defense Department leadership appears to be viewing cyberdefense issues primarily as a matter of policy and strategy that can be fixed incrementally. That is not possible. Cyberdefense deficiencies have became deeply rooted as result of the defective ways in which the Defense Department acquired IT over the past decades. Cyberdefense flaws are inherently enterprise-wide and are mostly not application specific.
The Defense Department has not as yet confronted what it will take to make systems and networks sufficiently secure. According to DEPSECDEF William Lynn, the department operates over 15,000 networks and over 700 data centers. The total number of named systems programs in 2009 was 2,190 (Air Force 465, Army 215, Navy 972 and Agencies 538). Each of these programs was further subdivided into subcontracts, some of which are legislatively dictated. Hardly any of the subcontracts share a common data dictionary, or data formats or software implementation codes.
The IT environment at the Defense Department is fractured. Instead of using shared and defensible infrastructure, over 50 percent of the IT budget is allocated to paying for hundreds and possibly for thousands of mini-infrastructures that operate in contractor-managed enclaves. Such proliferation is guaranteed to be incompatible and certainly not interoperable.
Over 10 percent of the total Defense Department IT budget is spent on cyberdefense to protect a huge number of vulnerability points. The increasing amount of money spent on firewalls, virus protection and other protective measures is not keeping up with the rapidly rising virulence of the attackers.

The most secure cyberfacilities in the DOD have thousands of vulnerabilities
Strassman, 10 - president of The Information Economics Press, Senior Advisor to the Science Applications International Corporation, and Distinguished Professor of Information Sciences, George Mason School of Information Technology and Engineering (Paul, “Cyber Defenses and the DoD Culture,” 9/9, http://pstrassmann.blogspot.com/2010/09/cyber-defenses-and-dod-culture.html)

Take the case of the Navy/Marine Corps Intranet, which accounts for less than 4.8 percent of Defense Department IT spending. The NMCI contains approximately 20,500 routers and switches, which connect to 4,100 enterprise servers at four operations centers that control 50 separate server farms. Since the NMCI represents the most comprehensive security environment in the Defense Department, one can only extrapolate what could be the total number of places that need to be defended. Vulnerability points include hundreds of thousands of routers and switches, tens of thousands of servers and hundreds of server farms. There are also over six million desktops, laptops and smart phones with military, civilian, reserves and contractor personnel, each with an operating system and at least one browser that can be infected by any of the 2,000 new viruses per day. From a security assurance standpoint, such proliferation of risks makes the Defense Department fundamentally insecure.

Current DOD protection efforts are misguided – no hope of effective cyberdefense
Strassman, 10 - president of The Information Economics Press, Senior Advisor to the Science Applications International Corporation, and Distinguished Professor of Information Sciences, George Mason School of Information Technology and Engineering (Paul, “Cyber Defenses and the DoD Culture,” 9/9, http://pstrassmann.blogspot.com/2010/09/cyber-defenses-and-dod-culture.html)

After decades of building isolated applications, the Defense Department has now arrived at an impasse with regard to cyberdefenses just as the demand for enterprise-wide connectivity is escalating. Unfortunately, nobody in top leadership has identified the funded program that will remedy the inherent deficiencies in cyberdefenses. Prior efforts to do that, such as the Joint Task Force for Global Network Operations (JTF-GNO) and the Joint Functional Component Command for Network Warfare (JFCC-NW) were disbanded. Right now, there are no adequate budgets in place for reducing the widely exposed “cyberattack vulnerability surface.” As yet there is no unified enterprise system design or architecture that offers cybersecurity that works across separate Defense Department components at an affordable cost.


***AFFIRMATIVE

Unilateralism good

Unilateralism spurs international space coalitions 

Stone 11 - Space policy analyst and strategist,  space/missile officer with Air Force Space Command-Reserve Component (Christopher Stone, “American leadership in space: leadership through capability,” The Space Review, Monday, March 14, 2011, pg. http://www.thespacereview.com/article/1797/1)

When it comes to space exploration and development, including national security space and commercial, I would disagree somewhat with Mr. Friedman’s assertion that space is “often” overlooked in “foreign relations and geopolitical strategies”. My contention is that while space is indeed overlooked in national grand geopolitical strategies by many in national leadership, space is used as a tool for foreign policy and relations more often than not. In fact, I will say that the US space program has become less of an effort for the advancement of US space power and exploration, and is used more as a foreign policy tool to “shape” the strategic environment to what President Obama referred to in his National Security Strategy as “The World We Seek”. Using space to shape the strategic environment is not a bad thing in and of itself. What concerns me with this form of “shaping” is that we appear to have changed the definition of American leadership as a nation away from the traditional sense of the word. Some seem to want to base our future national foundations in space using the important international collaboration piece as the starting point. Traditional national leadership would start by advancing United States’ space power capabilities and strategies first, then proceed toward shaping the international environment through allied cooperation efforts. The United States’ goal should be leadership through spacefaring capabilities, in all sectors. Achieving and maintaining such leadership through capability will allow for increased space security and opportunities for all and for America to lead the international space community by both technological and political example.

The world has recognized America as the leaders in space because it demonstrated technological advancement by the Apollo lunar landings, our deep space exploration probes to the outer planets, and deploying national security space missions. We did not become the recognized leaders in astronautics and space technology because we decided to fund billions into research programs with no firm budgetary commitment or attainable goals. We did it because we made a national level decision to do each of them, stuck with it, and achieved exceptional things in manned and unmanned spaceflight. We have allowed ourselves to drift from this traditional strategic definition of leadership in space exploration, rapidly becoming participants in spaceflight rather than the leader of the global space community. One example is shutting down the space shuttle program without a viable domestic spacecraft chosen and funded to commence operations upon retirement of the fleet. We are paying millions to rely on Russia to ferry our astronauts to an International Space Station that US taxpayers paid the lion’s share of the cost of construction. Why would we, as United States citizens and space advocates, settle for this? The current debate on commercial crew and cargo as the stopgap between shuttle and whatever comes next could and hopefully will provide some new and exciting solutions to this particular issue. However, we need to made a decision sooner rather than later.

Finally, one other issue that concerns me is the view of the world “hegemony” or “superiority” as dirty words. Some seem to view these words used in policy statements or speeches as a direct threat. In my view, each nation (should they desire) should have freedom of access to space for the purpose of advancing their “security, prestige and wealth” through exploration like we do. However, to maintain leadership in the space environment, space superiority is a worthy and necessary byproduct of the traditional leadership model. If your nation is the leader in space, it would pursue and maintain superiority in their mission sets and capabilities. In my opinion, space superiority does not imply a wall of orbital weapons preventing other nations from access to space, nor does it preclude international cooperation among friendly nations. Rather, it indicates a desire as a country to achieve its goals for national security, prestige, and economic prosperity for its people, and to be known as the best in the world with regards to space technology and astronautics. I can assure you that many other nations with aggressive space programs, like ours traditionally has been, desire the same prestige of being the best at some, if not all, parts of the space pie. Space has been characterized recently as “congested, contested, and competitive”; the quest for excellence is just one part of international space competition that, in my view, is a good and healthy thing. As other nations pursue excellence in space, we should take our responsibilities seriously, both from a national capability standpoint, and as country who desires expanded international engagement in space.

If America wants to retain its true leadership in space, it must approach its space programs as the advancement of its national “security, prestige and wealth” by maintaining its edge in spaceflight capabilities and use those demonstrated talents to advance international prestige and influence in the space community. These energies and influence can be channeled to create the international space coalitions of the future that many desire and benefit mankind as well as America. Leadership will require sound, long-range exploration strategies with national and international political will behind it. American leadership in space is not a choice. It is a requirement if we are to truly lead the world into space with programs and objectives “worthy of a great nation”.

US space unilateralism is key to space leadership - It will establish a baseline for future cooperation 

Stone 11 - Space policy analyst and strategist (Christopher Stone, “Collective assurance vs. independence in national space policies,” The Space Review, Monday, May 16, 2011, pg. http://www.thespacereview.com/article/1843/1)
As the US current space policy notes, every nation has the right to access and use space. Each nation has the right to develop its own nationally-focused “unilateral” space policies that serve to advance their vital interests in security, prestige, and wealth as the baseline for any international cooperation they choose to support. Failure to invest in bold, ambitious space efforts with a national tone (in all sectors) in space will not only hurt the US space industry, but will harm our nation’s ability to advance its global interests in space, impact our traditional vital interests of independence and achievement, and threaten the very preeminence that we have labored so hard to achieve over the past fifty years. If our goal is the advancement of a global exploration program in space, then fine, but the US needs to observe that other nations and partnerships such as the EU and Russia appear to be taking an alternate path toward increased domestic space capabilities and expanded infrastructure for national interests. They are pressing ahead with their goals to step into the vacuum of leadership that the US is allowing through the shutdown of US programs, abandoning capabilities, and allowing the loss of large numbers of skilled space workers. Our next space policy and strategy, while including international efforts of mutual benefit, should focus on advancing American capability and enable a long range strategy for exploration and enhanced military capabilities in space, just as our friends the Europeans are pursuing.

Cooperation fails

Space cooperation impossible—costs, export control, and suspicions

Fukushima 11—National Institute for Defense Studies

(February, 2011, Yasuhito, “An Asian perspective on the new US space policy: The emphasis on international cooperation and its relevance to Asia” Vol. 27, Issue 1, Science Direct, FS) 

Yet it should be noted that there are some obstacles to having substantial cooperation in space. First, as many have noted, collaboration among nations does not necessarily contribute to cost savings. Rather, it sometimes causes budget overruns and delays. Even if one can expect cost reductions, space-related activities still entail a lot of costs. Some countries may therefore hesitate to collaborate and prefer continued reliance on the USA or commercial services. Second, the future of the ongoing reform of the US export control system is uncertain while the domestic political scene in the USA remains cloudy. Lastly, some American lawmakers have voiced concerns that even civil space cooperation with China may strengthen Chinese military capabilities.26 These are the issues which need to be considered when promoting international cooperation. 

Launch service protectionism undermines cooperation

Rendleman and Faulconer, 10 – *retired USAF Colonel  AND **President of Strategic Space Solutions, over 31 years in the aerospace industry (James and Walter, “Improving international space cooperation: Considerations for the USA,” Space Policy 26 (2010) 143-151, Science Direct)

Similarly the international launch market is well over capacity for launching the current and foreseeable demand for communications, remote sensing and navigation satellites. Eight different countries continue to subsidize their own launch capability and other nations are developing their own launchers. The USA prohibits US civil and commercial spacecraft from launching on Chinese vehicles. ESA demands that European satellites be launched on Ariane. These directions are driven by important national or regional interests. However, there may be no easy way to foster improved international cooperation if such protectionist behaviors stand in the way. And there are further obstacles to cooperation.

Export controls block cooperation

Rendleman and Faulconer, 10 – *retired USAF Colonel  AND **President of Strategic Space Solutions, over 31 years in the aerospace industry (James and Walter, “Improving international space cooperation: Considerations for the USA,” Space Policy 26 (2010) 143-151, Science Direct)

7. Technology transfer constraints

Designing and manufacturing increasingly interoperable platforms, performing cooperative planning, and executing satellite operations are complicated by U.S. law and policy that imposes controls on the release of sensitive technologies and operations. Indeed, important technologies and information relating thereto may be determined by the US government to be non-releasable, even to allies and close partners.39 This is not just a US phenomenon; other nations have their own laws and policies that clamp down on technology transfers and specific relations with other nations.

Important portions of US releasability law and policy arise out of the Arms Export Control Act (AECA).40 It governs the sale and export of defense articles and services and related technical data, and serves as part of a statutory scheme to ensure compliance with technology control regimes that seek to slow the proliferation of missile and other technologies used to deliver weapons of mass destruction. Designated controlled articles, technologies and services are found in the U.S. Munitions List (USML), which is contained within the ITAR.

These rules are driving small suppliers out of the export marketplace as they lack the economies of scale to properly respond to export legal requirements. This is unfortunate and damaging to US economic security interests since small companies are usually the engine of innovation within the US economy and especially its space community. International partners are also wary and nearly all members of the space community, foreign and domestic, find the AECA rules quite burdensome and onerous. Their imposition is generally agreed to have cost US industry billions of dollars in sales in the international space marketplace. The US communications satellite industry is losing market share to international competitors who claim their systems, products and services are “ITAR-free.” Chinese representatives have even jokingly thanked the USA

We would have liked to buy satellites from the United States, but as a result of the ITAR policy it forced us to develop our own capability and develop a great pool of young scientists and engineers. Now we can build launch vehicles and satellites that have 0% of any U.S. parts.41 

Of course, other US laws, regulations, and policies apply to exports of space data, hardware, and services.42 The Obama administration and Congress are reviewing them along with the AECA releasability rules. Some believe the president will push approvals for some transfers back to the Commerce Department, where approvals were issued for communications satellite technology transfers until the Chinese scandals of the late 1990s.43

Cooperation fails – China

China won’t cooperate with the US on space

Foust, 11 – editor of the Space Review (Jeff, “Space challenges for 2011,” The Space Review, 1/3, 

http://www.thespacereview.com/article/1752/1
Proposing cooperation with China

For several years observers have pointed to what appeared to be an emerging space race among Asian nations, including China, India, Japan, and South Korea. What 2010 demonstrated was that if there is a race, it’s not a particularly close one. China carried out 15 orbital launches in 2010: the same number as the US, and more than India, Japan, and South Korea combined. Moreover, both India and South Korea suffered launch failures in 2010, including back-to-back failures of India’s GSLV, raising doubts about Indian plans for launching humans by the middle of the decade. Japan, while suffering no launch failures, is instead facing fiscal pressures after government officials there rejected a proposed modest budget increase for the space agency JAXA.

China’s increasing capabilities in space have come at a time when the United States has shown renewed interest in cooperating with China on space issues. In October, NASA administrator Charles Bolden visited China and met with some of their leading space officials. Those meetings, though, and other efforts, including a mention of cooperation in space exploration in a joint statement after the November 2009 meeting of President Obama and China’s President Hu Jintao, have yet to result in concrete activities between the two countries. Why is that?

One expert on China’s space program believes the problem is that China doesn’t need to cooperate with the US as much as American officials think it does. Gregory Kulacki, senior analyst and China project manager for the Union of Concerned Scientists, said at a forum in Washington last month that China’s space efforts were kicked into high gear by President Ronald Reagan’s 1983 speech announcing the Strategic Defense Initiative. “The United States was going to make another Kennedy-sized investment in this whole area of technology and China just could not be left behind,” he said. If China didn’t invest in space, “in the way the scientists put it in their letter to Deng Xiaoping, [it] ‘would make us a second-rate power again.’” China’s space capabilities, therefore, are tied closely to their national prestige and status, he said.

That growth in capabilities in the following three decades means that, from a technical perspective, there’s little incentive for China to cooperate with the US on space issues, Kulacki argued. “We need to get past the idea that the Chinese need us more than we need them,” Kulacki said. “We have to find something of value to bring to China if China is going to be enthusiastic about our efforts to engage them on this.” However, the US has been unwilling to offer anything of value, thus the limited prospects for cooperation.

“The United States doesn’t want to bring anything major to the table, but the Chinese need something major on the table in order for cooperation to get started,” Kulacki said. What could that “major” thing be? He suggested some kind of unspecified civil space project: “Somewhere to go together, something to do together, something to build; an actual, important project.” That could be especially difficult now, as Rep. Frank Wolf (R-VA), a leading critic of China’s human rights record, takes over as chairman of the appropriations subcommittee with oversight of NASA’s budget.

Cooperation fails – human rights and nonproliferation pressure

Hayes, 9 - Lt Col, USAF, paper submitted to the Faculty of the Joint Advanced Warfighting School in partial satisfaction of the requirements of a Master of Science Degree in Joint Campaign Planning and Strategy (Tracey, “PROPOSAL FOR A COOPERATIVE SPACE STRATEGY WITH CHINA”, http://dodreports.com/pdf/ada530117.pdf)

Political Will. Political will by both countries are required for successful cooperation. There are two issues that could negatively affect this – human rights and non-proliferation.

China is widely criticized for human rights violations and non-democratic governance. The military response to the 1989 Tiananmen Square protests still lurks in the memories of the democratic West. The 1989 Tiananmen Square incident was sparked by the death of pro-democracy official Hu Yaobang. While the protests lacked a unified cause, participants were generally against the authoritarianism and voiced the need for economic liberalization and democratic reform within the PRC government structure.132 The military response resulted in massive civilian injuries and deaths. China continues to limit freedoms and access to information of the Chinese public today through many controls. The Chinese government has created an information control regime intended to regulate nearly every venue that might transmit information to China’s citizens: the print and broadcast media, the Internet, popular entertainment, cultural activities, and education.133 Personnel working in the media, educational, and cultural fields have been conditioned into self-censorship by the rewards and punishments of China’s information control system. These personnel also face possible fines, demotion, termination of employment and even prison for publishing information contrary to the Chinese Communist Party’s (CCP) preferred narratives.134 Further, the Central Propaganda Department’s central purpose is to perpetuate the political authority of the CCP by concealing negative information about the party and its history and by propagating articles intended to bolster the party’s authoritarian rule. The propaganda system also actively seeks to inflame Chinese nationalism as a means of legitimizing the party’s authority.135 Lack of basic freedom and a democratic government conflicts starkly with the U.S. principles and could affect any future agreement with China. In fact, the U.S imposed an arms embargo following the Tiananmen Square incident, which remains in force today.136 This is certainly an issue that will require resolution as cooperation progresses, but does not legally prevent strategic dialogue. When U.S. values and the Chinese premise of mutual noninterference intersect, strong diplomatic influence with a clearly defined way ahead will be mandatory.

Since the 1990s, the PRC government has been criticized for its proliferation of weapons of mass destruction, missiles and technology associated with both. The U.S.China Economic and Security Commission have observed a gradual improvement in the China’s nonproliferation behavior since 2001. Principal Deputy Assistant Secretary of State for International Security and Nonproliferation, Patricia McNerney, acknowledged that this change has occurred in part because, ‘‘the Government of China has come to recognize that it has a fundamental security interest in becoming a responsible nonproliferation partner.’’137

There are, however, two pertinent nonproliferation agreements that China has not joined, the International Code of Conduct against Ballistic Missile Proliferation and the Wassenaar Arrangement. The International Code of Conduct against Ballistic Missile Proliferation is intended to “end the proliferation of Weapons of Mass Destruction (WMD)-capable ballistic missiles, to exercise restraint in developing and testing such technology, and to participate in transparency measures such as annual declarations of missile and space launch programs.”138 The Wassenaar Arrangement “establishes lists of dual-use goods and technologies and conventional arms for which members are to develop export controls in order to promote transparency and greater responsibility in international transfers of such arms, goods, and technologies.”139 By not joining these conventions, China continues to increase suspicion as to what they would be willing to share with third-party countries and if they would compromise revealed U.S. technology. In fact, Principal Deputy Assistant Secretary McNerney affirmed that China’s export control enforcement lacks transparency. She said that even when the U.S. alerts the PRC government that specific sales may result in the illicit use of weapons or technology, the trade deals continue.140 This must be curtailed in order to wage successful space cooperation.

Similarly, the U.S. continues to sell Taiwan massive amounts of military equipment to include fighter jets, maritime patrol and anti-submarine aircraft, torpedoes, anti-ship cruise missiles and helicopters. In Taiwan’s 2008 defense budget, $11B was allocated toward U.S. arms purchases.141 The U.S. government has drawn harsh criticism from China as China claims territorial control over Taiwan and wishes to prevent Taiwan’s independence as discussed in Chapter IV. In response to the 2008 Congressional notification of arms sales to Taiwan, a spokesman for the PRC’s Ministry of Defense denounced the sales as “reckless” and said they “violated the atmosphere for bilateral military relations and gravely jeopardized China’s national security.”142 Consequently, Bejing abruptly cancelled a few military-to-military contacts with the U.S., threatened to halt port calls by the U.S. Navy and threatened to withdraw from meetings concerning the restriction of the proliferation of WMD.143

Perceived violations of human rights and weapons proliferation promulgation clearly affect the political will to successfully negotiate a cooperative space strategy. Another impediment to U.S.-China space cooperation is the export controls levied by the U.S.

China won’t cooperate in space

Sabathier and Faith, 11 – *more than 20 years of experience in aerospace, from rocket and satellite design to space policy, also a senior associate with the technology and public policy program at the Center for Strategic and International Studies AND ** research analyst at the Space Foundation. Prior to that, he was a program manager for space initiatives at CSIS (Vincent and G. Ryan, World Politics Review, “The Global Impact of the Chinese Space Program,” 5/17, http://www.worldpoliticsreview.com/articles/8878/the-global-impact-of-the-chinese-space-program)

Although China has relied on cooperation in the past to develop its space capabilities, it is increasingly willing to go it alone, proceeding slowly and steadily in a "long march" fashion. China might cooperate on space activities to accelerate a particular program or to gain prestige and recognition along the way, but ultimately its aim is to become a global competitor in space. Over time, Chinese policymakers have studied, analyzed and understood both the successes and failures of the U.S.-Soviet space race as well as the benefits China can derive from space. One such benefit, increased national pride, is more important in China than in any other current major spacefaring power -- with the possible exceptions of India and Russia -- because it helps unify the country during periods of great stress and transformation. 
In addition to showing considerable signs of determination and an enormous ambition, China has the resources needed to comprehensively develop its space assets in all areas. This will eventually allow China to compete across the board, around the globe and throughout space. China will probably catch up with European commercial space assets and policies before 2020. Its navigation system, Beidou, will be operational before its European counterpart, Galileo, and the Long March 5 family of launch vehicles, slated for use starting in 2014, will outperform Ariane 5 and its foreseen successors. China will subsequently land a "taikonaut" on the moon in the middle of the next decade, at roughly the same time that China's GDP is projected to exceed that of the U.S. -- a subtle soft-power means of highlighting China's growing influence. 

The Wolf Clause blocks space cooperation with China 

Young, 11 - Connie Young, CBS News Producer, 7/7/11 (“Can U.S. afford to snub China in space quest?” CBS News, Accessed online at http://www.cbsnews.com/8301-503543_162-20077462-503543.html, Accessed on 7/11/11)
The fast-approaching end of the U.S. space shuttle program is about to leave America entirely dependent on its international partners to carry astronauts to and from space for the foreseeable future, just as a tenuous relationship with China - whose space program is advancing rapidly - hits an all-time low in the area of space exploration.

Beijing was deeply offended when two journalists from China's state-run Xinhua news agency were barred from covering the historic launch of the shuttle Endeavour in May, the second-to-last mission for the U.S. shuttle program.

Endeavour blasted off from Florida's Kennedy Space Center on May 16, carrying an Alpha Magnetic Spectrometer-2 particle detector - a $1.5 billion apparatus developed, in part, by Chinese scientists. It became a source of national pride in China.

Banned from covering the launch, the government mouthpiece lashed out in a report two days blasting "discriminative" new U.S. legislation which bans any of NASA's government-apportioned funding being used in partnership with, to support or host any entity of the Chinese government. 

The Xinhua article refers to a clause added by Rep. Frank Wolf (R-Va.), chairman of the House committee which oversees NASA's budget - and a fierce critic of China's human rights record, to an emergency national budget bill passed in April to keep the U.S. government running for six months.

Xinhua's article claimed "even Americans themselves" viewed the so-called "Wolf Clause" as discriminatory. The emergency budget averted a government-wide shutdown, and it was passed in spite of vocal objections by members of both parties to many of the restrictions included. However, there has been little talk in Washington specifically about the clause on space cooperation with China, and no U.S. lawmakers have publicly labeled it "discriminative," as Xinhua suggested. 

"Obviously, the 'Wolf Clause' runs counter to the trend that both China and the United States are trying to push ahead their exchanges and cooperation in science and technology," said the Xinhua article.

In remarks to the House Appropriations subcommittee explaining his stance, Wolf made it clear China's dismal record on human rights was behind the legislation blocking any NASA interaction with China's military-run space program.

"Consider our differing worldviews," said Wolf. "The U.S. was founded on the premise that liberty is a birthright, that individual human life is sacred, that the freedom to worship according to the dictates of your conscience is paramount. The Chinese government operates antithetically to these beliefs."

"There is no clearer indication of the gulf that exists between our two countries than the Chinese government's treatment of its own people."

But experts in U.S.-China relations accuse Wolf of seeking to "ram through a potentially unconstitutional assault on the president's ability to conduct scientific diplomacy."

Gregory Kulacki, a Beijing-based global security analyst and member of the Union of Concerned Scientists wrote in the journal "Nature" that the restrictions placed on NASA may, in part, be partisan U.S. politics threatening to further exacerbate a relationship already fraught with distrust.

The scientist tells CBS News that Wolf's amendment was "prompted by efforts by the Obama administration to reach out to the Chinese (on space cooperation) even though the Bush Administration had been doing the same thing for years."

"The ban should be lifted," wrote Kulacki bluntly. "The progress of Chinese space activity during the previous US administration suggests that the prohibitions that have stifled Sino-American scientific cooperation for decades have not achieved their aims, and have arguably been counterproductive. China has shown that it has the talent and resources to go it alone. The sanctions have only severed links between the countries and made a new generation of Chinese intellectuals resentful and suspicious of the United States. And they stand in contrast to the tradition of scientists strengthening diplomatic relations."
Other experts agree that cooperation between the two countries, particularly on space and science projects, is mutually beneficial. Mitigating space debris and collecting data for weather and natural disasters around the globe, once spearheaded by former Secretary of State Collin Powell, are a few examples of common interests. 

Joan Johnson-Freese, Chairman of the National Security Decision Making Department at the U.S. Naval War College, an expert on China's space program, agrees with Kulacki's assessment.

"I think (the bill) is fool-hearted," she told CBS News in a telephone interview. "We ought to be working with them on things like space debris and we also should be working with them so that we can learn more about their program."
"There are a number of members of Congress who are adamant we will not work with China," said Johnson-Freese. "Meanwhile, China is reaching out and working with many, many countries."

Beijing now has cooperative agreements with Russia, Canada, Europe, Venezuela as well as neighboring countries. Collaborations include joint satellite projects, aerospace university exchanges, export of communication satellites and the sharing of some of its satellite imaging data for natural resources.

"About the only country that has said 'no thank you' to cooperation with China, is the United States," noted Johnson-Freese.

Cooperation bad – aerospace

Cooperation undercuts US aerospace markets

Rendleman and Faulconer, 10 – *retired USAF Colonel  AND **President of Strategic Space Solutions, over 31 years in the aerospace industry (James and Walter, “Improving international space cooperation: Considerations for the USA,” Space Policy 26 (2010) 143-151, Science Direct)

Many other nations are eager to duplicate this success. They are working diligently to grow indigenous capabilities to exploit orbital space for their own commercial or military gain, or for national pride. This has all had the effect of generating considerable interest from other nations and commercial entities to seek space cooperation with USA and other potential partners. Initially such space cooperation might be perceived as inimical to the US aerospace industrial base: cooperation could cause decreased domestic employment because foreign nations could then build space systems and components that might otherwise have been constructed in the USA. India and China are producing huge numbers of science, technology, engineering, and math (STEM) qualified manpower in their rush to become first-tier superpowers. This is problematic for the USA, as cooperation with such states could allow them eventually to better engineer and then undercut US markets.

Cooperation bad – China tech transfer

US-China cooperation bad: allows them to modernize their military

Griffin, 11 - Michael Griffin, the administrator of NASA under President George W. Bush, and Michelle Van Cleave, national counterintelligence executive under President Bush and assistant director of the White House Office of Science and Technology Policy under Presidents Reagan and George H. W. Bush, 7/6/11 (“GRIFFIN & VAN CLEAVE: Working with China opens door to espionage,” The Washington Times, Accessed online at http://www.washingtontimes.com/news/2011/jul/6/working-with-china-opens-door-to-espionage/, Accessed on 7/11/11)
As the former head of NASA and the first to visit China, and the former head of U.S. counterintelligence, we might be expected to reach different answers. Yet we are both in the realist camp. There are two schools of thought about space cooperation with China, each with its own self-fulfilling prophecy:

c The Chinese are determined to steal our technology and get ahead militarily at our expense, so any cooperative space projects are a lose-lose for us. (The national security realists.)

c Chinese espionage will succeed no matter what we do, so we might as well get what we can out of cooperative projects. (The science and technology “realists.”)

We think both of these views are overly simplistic.

As America prepares to box up the last space shuttle for museum display, China is on a trajectory of explosive growth in space - under a highly disciplined veil of secrecy. We have precious few insights into what the Chinese are doing or why. Based on our experience with the Soviets during the Cold War and with Russia since, we think carefully managed cooperative space projects - not putting partners into the critical path, just selective joint efforts on interesting things - could be the single best window into Chinese plans and capabilities in space.

At the same time, the Chinese have a far-reaching, multilayered program for illicit technology acquisition from the United States. They are keenly interested in space technology, in which America is still the world’s unquestioned leader. Just ask 30-year spy Dongfan Chung (Orange County, Calif.) or Shu Quan-Sheng (Newport News, Va.) or Lian Yang (Seattle), now serving time for passing inter alia space-shuttle communication technologies, space-launch cryogenic fuels data and satellite semiconductor devices, respectively. And that’s just the tip of the iceberg.

We want to open channels that allow the possibility that in the long run, a potential adversary can become a partner and ally. Joint space projects characterized by transparency, reciprocity and mutual benefit can be an excellent way to begin. Is it possible to manage the inherent risks while pursuing our larger goals?

If we had an effective counterintelligence capability to identify and disrupt Chinese collection activities, this would be an easier call. Timely tripwires that signal when the other side is stepping across the line would enable us to manage the risk of close interaction and gain the advantage of rare insights into China’s space program. Unfortunately, U.S. efforts to build such a strategic capability against foreign intelligence threats have fallen by the wayside, while Chinese espionage continues to grow.

We believe the United States is paying an opportunity cost by walking away from possible joint space projects with China, but without a more robust counterintelligence capability, we stand to lose more than we would gain. Nor does it make sense to venture into cooperative activities that may contribute to China’s military modernization or global strategic ambitions.

US not pushing Code of Conduct

Political opposition means the US won’t endorse the Code of Conduct

Foust, 11 – editor of the Space Review (Jeff, The Space Review, “Debating a code of conduct for space,” 3/7,
http://www.thespacereview.com/article/1794/1

Last month the administration released its National Security Space Strategy, a document designed to outline what the United States will do to “maintain and enhance” its use of space to support national security. The brief document describes, in broad brushstrokes, what the US will do on topics ranging from promoting the peaceful use of space to improving American capabilities in space to preventing attacks on US space infrastructure.

One thing the document does not do, that many observers in the days and weeks leading up to its release thought it might, is formally endorse a “Code of Conduct” for outer space activities promulgated by the European Union. That prospect attracted enough attention—and, in some quarters, concern—that nearly 40 members of the Senate wrote to Secretary of State Hillary Clinton last month, asking her to consult with the Senate before signing on to the EU Code (see “Six answers to 37 senators”, The Space Review, this issue). But as many inside and outside government have recently noted, that it’s far too early for the US or anyone else to sign onto a code that is still very much a draft.

That opposition destroys the credibility of US efforts

Foust, 11 – editor of the Space Review (Jeff, The Space Review, “Debating a code of conduct for space,” 3/7,
http://www.thespacereview.com/article/1794/1
Even if the US was to sign on some version of the EU Code, both DeSutter and Pace believe it would desirable, if not necessary, to get the approval of the US Senate. DeSutter said it wasn’t clear if Senate “advise and consent” was strictly required for a document with less standing than a treaty, but that it would still be useful. “For me, it doesn’t matter if it’s required,” she said. “My general approach is, on something that is very significant, like this, for national security, go ahead and seek advise and consent. Go ahead and put it through those tests.”

A benefit of getting Senate support for the document is that it would make it clear to other countries that the US backed it. Other countries “look to see if the two ends [of Pennsylvania Avenue] are in sync,” Pace said. “And where they are in sync, in things like remote sensing and GPS, they know there’s policy stability and they can rely on it.”
Code of Conduct fails
Restraint in space has no effect on Russia and China
Stone, 9 - space strategy planner for the USAF, a former staff member for two US Senators, and Executive Director of a growing Chamber of Commerce (Christopher, “How should we secure our space-based assets as a nation?,” 4/9, The Space Review,
http://www.thespacereview.com/article/1345/1)

US government officials have stated numerous times, categorically, that there are no space weapons programs being funded by Congress. Yet, the Russians and Chinese both have stated that the only reason they are developing their space weapons is to defend themselves against the US deployment of weapons, weapons that according to many government officials, past and present, are not even being planned, much less deployed. Despite reassurances of quite the opposite, General Popovkin, the Russian Deputy Defense Minister gives the impression that the Russians, while developing their own space weapons systems are just defending their interests. “Russia has always been for non-deployment of weapons in space, but when others are doing this, we cannot be just onlookers, and such work is underway in Russia. This is all I can tell you.”

By reading reports in the press such as these, as well as decades of Russian and Chinese open source planning and doctrine papers from their government diplomatic and war colleges, it appears the Russians and Chinese are moving (and have been for many years) towards weaponizing space, but they are blaming the US falsely for doing it first as their excuse. This tactic is called “projection”. Moreover, they are very effectively luring the arms control community into blaming the victim. The United States is dependent on satellites for our security, economy, and our ability to project power around the globe, and they know it. They are no where near as dependent on space as we are and they are knowledgeable of that, too. The Obama Administration must seriously question the wisdom of entering into space arms control agreements of any kind with Russia and China when they may be engaging in a campaign of deception designed to trick the US into signing treaties that leave our space systems and their users completely vulnerable. In other words, they seek only to constrain US power and are exploiting the good intentions of the arms control community and the American people to help achieve their ends.
Committing to international treaties fails - cheating
Redifer, 11 - LtCol, USMC, Master of Science in Applied Physics and Master of Science in Space Systems Operations, Naval Postgraduate School (Stephen, “TAKING THE INITIATIVE – PROTECTING US INTERESTS IN SPACE,” https://www.afresearch.org/skins/RIMS/display.aspx?moduleid=be0e99f3-fc56-4ccb-8dfe-670c0822a153&mode=user&action=researchproject&objectid=be97b3ea-7800-44ee-b6ff-76dcdb7c2960)

Unfortunately, committing the United States to such treaties also has negative ramifications and may actually limit options for protecting US equities in space, squandering the current advantage the United States has in space. Additionally, signatories could secretly pursue space weapons while under the protection of such international treaties, buying themselves time to close the technology gap with the United States, and then withdraw from these treaties when it is to their advantage to do so. Finally, as with any treaty, verification to ensure compliance would provide significant challenges, especially in the space domain – current limits to SSA make it both difficult to precisely assess what is being launched into space and what its true purpose is or could be; additionally, the legitimate secrecy that surrounds many launches (to protect technology advances and satellite capabilities) would further hinder the ability to verify adherence to treaty standards.
Statements of cooperation are hollow – PRC actions demonstrate militarization of space 

Sejba, 10 - USAF Congressional Budget Liaison Officer Budget and Appropriations Liaison Directorate Deputy Assistant Secretary for Budget Secretary of the Air Force Pentagon, Washington DC (Timothy, “ Deterrence for Space: Is Operationally Responsive Space Part of the Solution?”, High Frontier, May, http://www.afspc.af.mil/shared/media/document/AFD-101019-072.pdf)

The space and cyberspace domains are increasingly important to how current and future wars will be fought and won. As recently as 4 November 2009, the People’s Republic of China’s (PRC) top Air Force Commander, Xu Qiliang, called the militarization of space an “historical inevitability.”15 This statement came on the heels of an historic visit to USSTRATCOM by General Xu Chihou, one of two vice chairmen of the PRC’s Central Military Commission. During this visit, General Kevin P. Chilton encouraged increased cooperation and comprehensive bilateral relationships between the two space-faring nations.16 Statements from Qiliang and actions such as the 2007 anti-satellite test highlight a growing disconnect between the PRC’s actions and stated policies, increasing concern amongst US leaders and lending credence to the need for new deterrence practices.

Microsatellites prevent verification

O’Hanlon, 11 – senior fellow at Brookings (Michael, Toward a Theory of Space Power: Selected Essays, February, http://www.ndu.edu/press/lib/pdf/spacepower/spacepower.pdf)

One type of arms control accord on activities in space would be quite comprehensive, calling for no testing, production, or deployment of ASATs of any kind, based in space or on the ground, at any time; no Earth-attack weapons stationed in space, ever; and formal, permanent treaties codifying these prohibitions. These provisions are in line with those in proposals made by the Chinese and Russian delegations to the UN Conference on Disarmament in Geneva. They also are supported by some traditional arms control proponents who argue that space should be a sanctuary from weaponization and that the Outer Space Treaty already strongly suggests as much.14

These provisions suffer from three main flaws. To begin, it is difficult to be sure that other countries' satellite payloads are not ASATs. This is especially true in regard to microsatellites, which are hard to track. Some have proposed inspections of all payloads going into orbit, but this would not prevent a "breakout," in which a country on the verge of war would simply refuse to continue to abide by the provisions. Since microsats can be tested for maneuverability without making them look like ASATs and are being so tested, it will be difficult to preclude this scenario. A similar problem arises with the idea of banning specific types of experimentation, such as outdoor experiments or flight testing.15 A laser can be tested for beam strength and pointing accuracy as a ballistic missile defense device without being identified as an ASAT. A microsat can be tested for maneuverability as a scientific probe, even if its real purpose is different, since maneuvering microsats capable of colliding with other satellites may have no visible features clearly revealing their intended purpose. Bans on outdoor testing of declared ASAT devices would do little to impede their development.
Definition and verification issues prevents solvency

Wood, 9 - Washington, D.C.-based defense analyst with Science Applications International Corporation and an independent consultant to Jane's Information Group (Jason, World Politics Review, “Obama's Position on Space Treaty is Impractical and Dangerous,” 2/10, 
http://www.worldpoliticsreview.com/articles/3271/obamas-position-on-space-treaty-is-impractical-and-dangerous)

First and foremost, there is no internationally agreed-upon definition of a space weapon. One proposed definition includes only space-based systems specifically produced to destroy other space objects. But that raises the question of intent, always difficult to prove. This definition also fails to take into account Earth-based systems that could be used to destroy objects in space, like the anti-satellite weapons used by the People's Republic of China in 2007 and the United States in 2008. Nor does it include terrestrial laser systems capable of jamming satellite communications. An alternate definition -- any object in, or passing through, space that has the capability of damaging or destroying another space object -- is equally unfeasible. Theoretically, any object in space could be used to intercept or collide with another object, again raising the issue of determining intent.
Second, there is no conceivable way to effectively verify a space weapons ban. Assuming that a workable definition of "space weapon" could be agreed upon, effectively inspecting space payloads would present enormous challenges. Some components could have dual use applications. And unlike Earth-based systems, where inspection delays simply postpone verification, an inspection delay in this case would allow the launch of the disputed payload.
Third, because the U.S. relies heavily on space systems to achieve battlefield dominance, our adversaries have greater incentive to develop the means to negate U.S. space capabilities. Given U.S conventional superiority, a strike on U.S. space assets becomes a quick and relatively cheap way of gaining an asymmetric advantage. An ambiguously defined treaty that cannot be verified or enforced -- but that would limit U.S. options to deter and defend against enemy space attack -- would not alter this calculus, and would therefore be unlikely to prevent an attack on U.S. space assets or forestall the deployment of space weapons by other nations.


Lack of enforcement means a space treaty fails

Wood, 9 - Washington, D.C.-based defense analyst with Science Applications International Corporation and an independent consultant to Jane's Information Group (Jason, World Politics Review, “Obama's Position on Space Treaty is Impractical and Dangerous,” 2/10, 
http://www.worldpoliticsreview.com/articles/3271/obamas-position-on-space-treaty-is-impractical-and-dangerous)

Deterrence through denial and punishment are the only effective means of preventing an assault on critical U.S. space capabilities. This will require developing and deploying survivable satellites equipped with defensive countermeasures. When an enemy knows -- or even suspects -- that their attack will not succeed, they have less of an incentive to strike. On the other hand, if U.S. space assets are defended by a treaty alone, the enemy risks little more than a slap on the wrist -- assuming that noncompliance can be verified and attributed in the first place.

Russia and China will cheat on the Code of Conduct 

Ceren, 11 - Ph.D. candidate studying rhetoric, argumentation, and media at the University of Southern California's Annenberg School of Communication. (Omri, Commentary Magazine, 3/3, “Obama Administration Unilaterally Limiting US Space Development, Ceding to China,” Commentary Magazine, Accessed online at http://www.commentarymagazine.com/2011/03/03/obama-administration-unilaterally-limiting-u-s-space-development-ceding-to-china/, Accessed on 7/10/11)
Secretary of Defense Robert Gates just finished explaining how the U.S. needs to suit up for future space wars, so naturally the Russians are pushing for us to forgo developing our space assets, promising they’ll follow along.

Now the problem with striking arms deals with the Russians is that they cheat. They cheat a lot. Paula DeSutter, former assistant secretary of state for Verification, Compliance, and Implementation, has gone so far as to categorically state that they cheat so much that they’ve “violated every agreement we have ever had with them.”

Arms agreements are win-wins for the Russians. Either they get a treaty, locking us down while keeping themselves free to proliferate, or they get to say that the U.S. is apparently uninterested in arms control — which they then use as a pretext to proliferate. The only difference is in how our arms-control community responds. In the latter case, they pen articles agreeing with the Kremlin and explaining that, were we only to establish global norms, the Russians would inexorably join in. In the former case, having promised that the Russians would follow, they spend their time explaining why Russia’s violations don’t really prove arms-control skeptics correct (so, you see, there is a difference between bad treaties and no treaties, just like arms-control experts always say!).

Not that it matters, since the Russians aren’t the ones trying to get ahead of us in space militarization. The Chinese are, and they have no interest in even pretending to reciprocate limitations on space development. But as Eli Lake points out in a follow-up article to his initial backgrounder — which we covered here — the Obama administration is looking to impose those limitations anyway:

The administration has signaled that it is preparing to accept the European Union’s draft Code of Conduct for Outer Space Activities with minimal changes to the document. An administration interagency review concluded last month that the code of conduct … would not damage U.S. national interests in space or limit research and development into classified programs. … Rick Fisher, a senior fellow at the International Assessment and Strategy Center, said the strategy fails because it does not adequately account for the Chinese threat to U.S. satellites. “One gets the impression from this document that the Obama administration simply wants to ignore the Chinese threat in hopes it will just go away.”

Code of Conduct bad – aerospace

Space arms control crushes the aerospace industry
Stone, 9 - space strategy planner for the USAF, a former staff member for two US Senators, and Executive Director of a growing Chamber of Commerce (Christopher, “How should we secure our space-based assets as a nation?,” 4/9, The Space Review,
http://www.thespacereview.com/article/1345/1)

This approach is not new, and the Russians and Chinese are counting on the naiveté of the new administration to fall for it. If space arms control measures are adopted, the only option US strategists will have to protect the nation from “illegal” attacks on its space systems will be a transfer of capability from space to terrestrial alternatives and abandoning most of the current security and commercial space sectors. This will result in a significant contraction of the overall national space program and the space industrial base that supports it. That means job losses and a reduction in America's aerospace industry—our most successful economic sector—at a time when job security is scarce as it is.

There are many other reasons to steer clear of arms control agreements regarding space. One reason is the fact that there is no clear definition of what a “space weapon” is. The term space weapon could possibly be applied to terrestrial-based systems, both defensive and offensive, that are necessary parts of our national defense strategy and architecture. A few examples of this are missile defense interceptors and ICBMs. Last year, the United States made an agreement with Poland and the Czech Republic to base ground-based missile defense interceptors and a radar to increase the reach of our layered, ground-based missile defense system against nations such as Iran in addition to systems already in place to defend against such an attack by North Korea. These missiles reach into space to intercept missiles during their mid-course phase of flight and as such could be considered a space weapon by some countries. Our Navy Standard Missile 3-equipped ships could also be considered a space weapon by some because these missiles have shown to be adaptable (once) to intercept satellites in low Earth orbit.

ICBMs, a key piece of our nuclear deterrent force for over fifty years, flies through space on a ballistic flight path toward its target on Earth. This capability could also be outlawed by such a ban on space weapons. While the language on the White House website states that the ban will be on weapons that “interfere with civil and military satellites” some could interpret these systems (ICBMs and missile defense systems) as capable of “interference” because of the ability to adapt them to hit satellites in orbit, regardless if they were designed for this purpose or not.

What about space situational awareness programs, satellite systems that would be launched to monitor the surrounding areas near critical space systems? Could these be considered a threat to other nation’s satellites? Could satellites already in orbit be considered space weapons? The answer is yes. During the Cold War, the Soviet Union worked on what they called co-orbital ASATs where they would launch a satellite into space in order to rendezvous with another and crash into it, thereby destroying its functionality. Another aspect is the concept of using satellites as space mines. An old satellite that is no longer serving its purpose can be turned off, only to be turned back on later in order to strike other satellites.

So while treaties, agreements, and codes of conduct to prevent space from becoming a battlefield sound great, they aren’t practical or verifiable without shutting down the commercial and military space programs of the United States and all other nations in the process. Any satellite can become a weapon if desired. They don’t have to be equipped with lasers or tungsten rods. This is one reason why this author believes the Bush Administration did not sign onto any agreement banning space weapons or increasing the reach of the Outer Space Treaty. They wanted to preserve the ability of the US to defend itself, per its authority in the US Constitution and the inherent right of self-defense established in the UN Charter. This allows the US to deploy missile defenses, keep their deterrent forces up, and launch space systems to allow American space forces to monitor the condition of our satellites.

Other countries will use space agreements to bring diplomatic pressure against all US space capabilities

Foust, 11 – editor of the Space Review (Jeff, The Space Review, “Debating a code of conduct for space,” 3/7,
http://www.thespacereview.com/article/1794/1
Scott Pace, Director of the Space Policy Institute at George Washington University, noted at the Marshall event that Section 2 of the EU Code refers to “international law and security, safety and integrity standards” for respecting the safety of objects in space, without being more specific. “I always worry about whose standards, and what are those requirements, and what do they mean,” he said.

Peter Marquez, the former director of space policy at the National Security Council who helped craft the current National Space Policy, brought up on the panel a passage in Section 6.1 of the Code that requires notification when spacecraft perform maneuvers in “dangerous proximity” of other objects. “‘Dangerous proximity’ all depends on one’s inherent capabilities,” he said. Some, like ISS partner nations, can safely operate very close to the space station. “Another nation that has no idea what they’re doing gets within one kilometer of my satellite, and I’m going to be scared.”

He was also skeptical about the utility of Section 9, which provides a “consultation mechanism” and means to “investigate proven incidents” in space, leaving the specific details of such investigations for later. “That one just seems to be, in some ways, ripe for theater,” he said. “I can just see this going the wrong way, that it just becomes an investigation after investigation of the US.”

The Code of Conduct is bad for US military and commercial sectors  

Rand Simberg, Masters in Technology Management, decades of experience in the aerospace industry, 5/7/2011(“Europeanizing American Space Activities by Stealth,” Pajamas Media, Accessed online at http://pajamasmedia.com/blog/europeanizing-american-space-activities-by-stealth/, Accessed on 7/10/11)
Obama is proposing to bind the U.S. by executive order to a European "Code of Conduct" for space activities that would stifle missile defense and open our commercial space industry to the prying eyes of competitors.
In the name of better managing the celestial environment, the Obama administration seems to be on the verge of imposing new international constraints on the American space establishment, without consultation with the Senate. Sources in the arms-control community inform me that, as part of its National Security Space Strategy released a couple months ago, the White House plans to sign an executive order soon that will compel both the U.S. military and commercial space industry to comply with the European Union “Code of Conduct” for space activities.
The proposed code is partly a response to the Chinese test of an anti-satellite weapon in early 2007, which created a huge mess in low earth orbit. Such concern was further heightened by the accidental collision between an Iridium communications satellite and a derelict Russian satellite a little over two years ago.
Originally drafted in 2008, with a revision last September, the code seems innocuous enough at first reading, basically forbidding the destruction of satellites and generating debris in low earth orbit. Among other things, it is an attempt by space arms controllers to accomplish what they have never been able to get by formal treaty — a limit on space weaponry. An actual anti-satellite ban has been criticized as unworkable and unverifiable, so instead, they drafted up “rules of the road,” a series of best practices for operating in space.
However, the language concerns some analysts. There was a panel on the topic hosted by the Marshall Institute in February, which questioned the need for this, on which industry analyst/journalist Jeff Foust reported in March:
    Paula DeSutter, former Assistant Secretary of State for Verification, Compliance, and Implementation, took issue at the Marshall Institute forum with Section 4.5, which calls for “further security guarantees within the appropriate fora for the purposes of enhancing the security of outer space activities by all States and the prevention of an arms race in outer space.” That passage, she said, is a “slippery slope” towards broader arms control in space that should be stricken from the document. “It sort of ties you to something you may or may not want to do, and probably in my view shouldn’t do,” she said.
    DeSutter is also concerned with Section 5, which calls on signatories to “refrain from the intentional destruction of any on-orbit space object or other activities which may generate long-lived space debris”. “On its own, it’s not good,” she said, since it doesn’t include any exceptions for cases like self defense. However, she noted those caveats are found elsewhere in the document, so it would be simple to incorporate similar provisions in that section.
    Scott Pace, Director of the Space Policy Institute at George Washington University, noted at the Marshall event that Section 2 of the EU Code refers to “international law and security, safety and integrity standards” for respecting the safety of objects in space, without being more specific. “I always worry about whose standards, and what are those requirements, and what do they mean,” he said.
    “I would say the US should never sign an EU Code of Conduct,” said Pace, believing that other nations should be consulted with first.
    Peter Marquez, the former director of space policy at the National Security Council who helped craft the current National Space Policy, brought up on the panel a passage in Section 6.1 of the Code that requires notification when spacecraft perform maneuvers in “dangerous proximity” of other objects. “‘Dangerous proximity’ all depends on one’s inherent capabilities,” he said. Some, like ISS partner nations, can safely operate very close to the space station. “Another nation that has no idea what they’re doing gets within one kilometer of my satellite, and I’m going to be scared.”
He was also skeptical about the utility of Section 9, which provides a “consultation mechanism” and means to “investigate proven incidents” in space, leaving the specific details of such investigations for later. “That one just seems to be, in some ways, ripe for theater,” he said. “I can just see this going the wrong way, that it just becomes an investigation after investigation of the US.”
Historically the U.S., and particularly the Department of Defense, has opposed any treaty banning space weapons, for two reasons. First, there is no current perceived threat of in-space weapons or space-to-ground weapons and hence, no need for such a treaty. Second, co-orbital, direct-launch, or directed-energy anti-satellite technology is so inherently dual-use that it would be unenforceable. For instance, as we saw with the collision in 2009, any satellite can be a weapon, if put on a collision course with another. And as always, such a treaty would have asymmetrical effects, restraining the US while allowing cheating by others.  There is also concern that it could establish a precedent for expansion of the principles into other media (e.g., air power).
In addition to this, it could make life more difficult for commercial space enterprises. For instance, the enhanced notification requirements will impose additional costs on launch and orbital operations. Beyond that, the Russians reportedly made noise at the UN in Geneva (home of the Office of Outer Space Affairs) a couple weeks ago that they want the Code to embrace their proposed “transparency and confidence building measures.” These would require all satellites, rockets, and mating procedures to be inspected prior to launch, by “international observers.” This would in effect require American commercial operators to allow foreign nationals in their operations and manufacturing flows, thus putting their intellectual property at risk not just to their home-grown competitors, but to potentially hostile states.
Despite these long-standing concerns, a couple of weeks ago the Pentagon gave a tentative endorsement of the idea at the National Space Symposium in Colorado Springs:
    Gregory L. Schulte, deputy assistant secretary of defense for space policy, insisted that no decision has been made on adopting the code of conduct, which is a gentlemen’s agreement-type of document that has no force of law.
    “The administration has made no final decision,” Schulte said here during the National Space Symposium. “But our preliminary assessment finds that it is a positive approach.”
But as the article notes, many in the Pentagon remain concerned about entering into a code so vague, and which may be subject to change in the future with no US input. And of particular concern is that it might be done without the advice and consent of the Senate. The White House knows that this will not be forthcoming, because thirty-seven senators, led by John Kyl (R-AZ) wrote a letter to Secretary of State Clinton in February, expressing their own concerns, one of which was the degree to which it would preclude space-based missile defense. Baker Spring at the Heritage Foundation notes that for the White House to sign on to this code without Senate consent would be a violation of the law, and raised other concerns:
    Section 2573 of Title 22 of the U.S. Code prohibits the Administration from taking any action, including entering into non-treaty agreements, that limit the armed forces of the U.S. in a militarily significant manner. Accordingly, any agreement that limits U.S. military operations — such as will reportedly be the case with the Code of Conduct — is an arms control agreement and is subject to the relevant provision in the law requiring that the agreement be drafted as a treaty and made subject to the Senate’s advice and consent process prior to ratification and entry into force.
    Second, there is a substantive question about how the negotiations on the code of conduct are structured. By focusing on limiting military operations, the Code of Conduct blurs the distinction between arms control agreements on the one hand and law of war agreements on the other. Arms control agreements are about limiting the quality or quantity of arms in peace time. Law of war treaties are about defining permitted and prohibited actions in the conduct of war.
    This is not a trifling distinction for military commanders. They can be put in jeopardy of prosecution for violating the laws of war. Accordingly, a future military commander who has to make a split-second decision in the conduct of a space operation that could generate space debris may face a war crime charge if the Code of Conduct, following its entry into force, is deemed to be a law of war agreement.
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Baseley-Walker noted that proposals like the EU Code can be “an asset to national security in the long-term”, and that the national space policy does endorse the use of such “transparency and confidence-building measures” to, in its words, “encourage responsible actions in, and the peaceful use of, space.” However, he said the US should proceed with caution when it comes to the EU Code in order to encourage wider adoption of the code, or something like it, by other nations. “Being very careful with our diplomatic strategy and working out our timing and how best we can build the foundations for long-term success for this issue” is preferable than expending political capital on signing onto this particular document, he said.

