ORS CP note
Note – this is meant to be run with the space militarization disad against a weaponization or BMD affirmative; however, you will have to remove the 1nc link evidence (which links to the CP) and replace it with the 1nc card here.  To structure the 1nc, you should just read the disad as part of the CP (minus Dant and Sabathier) and read the Krepon card as your link to the aff.  

It is your option to read the part of this that fiats US adherence to the Code of Conduct; I think it’s a good idea but it isn’t strictly necessary given the arguments that the US is pursuing a Code of Conduct now.
There are some blocks for this file but the rest will be in the ORS aff.

Defense CP – 1nc

The United States federal government should sign the EU Code of Conduct and fully fund Operationally Responsive Space.

Defensive measures are consistent with a code of conduct – but combining it with weaponization will destroy international support
Krepon et al, 11 – President of the Henry L. Stimson Center, also Theresa Hitchens, Director of the United Nations Institute for Disarmament Research and Michael Katz-Hyman, Research Associate at the Henry L. Stimson Center on the Space

Security and South Asia Projects (Michael, Toward a Theory of Space Power: Selected Essays, February, http://www.ndu.edu/press/lib/pdf/spacepower/spacepower.pdf)

Because the use of weapons in or from space can lead to the loss or impairment of satellites of all major space powers, all of whom depend on satellites for military and economic security, we believe it is possible to craft a regime based on self-interest to avoid turning space into a shooting gallery. This outcome is far more difficult to achieve if major space powers engage in the flight-testing and deployment of dedicated ASAT weapons or space-to-Earth weapons. We therefore argue that it would be most unwise for the United States, as the spacepower with the most to lose from the impairment of its satellites, to initiate these steps. Similar restraint, however, needs to be exercised by other major spacefaring nations, some of which may feel that the preservation and growth of U.S. spacepower are a threat, or that it is necessary to hold U.S. space assets at risk. The United States is therefore obliged to clarify to others the risks of initiating actions harmful to U.S. satellites without prompting other spacefaring nations to take the very steps we seek to avoid. Consequently, a preservation and growth strategy for U.S. spacepower also requires a hedging strategy because, even if the United States makes prudent decisions in space, others may still make foolish choices.

Hedging

The exercise of restraint from using weapons in space is not easy for the world's most powerful nation or for other nations fearing catastrophic losses that they believe might be averted by disabling U.S. satellites. How, then, might U.S. spacepower influence the decisions of other nations to leave vulnerable satellites alone? We maintain that a prudent space posture would clarify America's ability to respond purposefully if another nation interferes with, disables, disrupts, or destroys U.S. satellites, without being the first to take the actions that we wish others to refrain from taking. Thus, our proposed hedging strategy would not include the flight-testing and deployment of dedicated ASAT or on-orbit weapons because such steps would surely be emulated by others and would increase risks to vital U.S. space assets. Whatever preparations the United States takes to hedge against attacks on its satellites must be calibrated to maximize freedom of action and access in space. Hedging moves that create an environment where the flight-testing and deployment of space weapons would be a common occurrence would thus be contrary to U.S. military and economic security.

Responsible hedges by the United States include increased situational awareness, redundancy, and cost-effective hardening of satellites and their links. The strongest hedge the United States possesses is its superior conventional military capabilities, including long-range strike and special operations capabilities. Since an attack on a satellite can be considered an act of war, the United States could respond to such an attack by targeting the ground links and launch facilities of the offending nation or the nation that harbors a group carrying out such hostile acts. Far more punishing responses might be applicable. A hedging strategy is also likely to include ground-based research and development into space weapons technologies, activities that are under way in major spacefaring nations. The demonstration of dual- or multi-use space technologies that could be adapted, if needed, to respond to provocative acts would constitute another element of a responsible hedging strategy. Such technologies could include on-orbit rendezvous, repair, and refueling technologies and other proximity operations. These activities are also essential for expanded scientific and commercial use of space and would be key enabling technologies for long-duration missions such as the return to the Moon and the exploration of Mars.

A prudent hedging strategy would also align U.S. military doctrine and declaratory policy with America's national security and economic interest in preventing weapons in space and ASAT tests. In the context of a proactive Air Force counterspace operations doctrine and official disdain for negotiations that might constrain U.S. military options in space, the hedging strategy we advocate might be perceived as preliminary steps toward the weaponization of space, which we would oppose. Wise hedging strategies would also be accompanied by constructive diplomatic initiatives.

The flight-testing of multipurpose technologies, the possession of dominant power projection capabilities, and the growing residual U.S. military capabilities to engage in space warfare should provide a sufficient deterrent posture against a "space Pearl Harbor."4 These capabilities would also clarify that the United States possesses the means to defend its interests in a competition that other major space powers claim not to want, as well as to react in a prompt and punishing way against hostile acts against U.S. space assets.

If all responsible spacefaring nations adhere to a "no further ASAT test" regime, and an adversary still carries out a "space Pearl Harbor" by using military capabilities designed for other purposes, the United States has the means to respond in kind. U.S. latent or residual space warfare capabilities exceed those of other spacefaring nations and are growing with the advent of ballistic missile defenses. We maintain that the existence of such capabilities constitutes another element of a hedging strategy, while providing further support for our contention that dedicated ASAT tests and deployments are both unwise and unnecessary.
Offensive deterrence by punishment doesn’t work and will probably fail – ORS is vital to establishing deterrence by denial
Sejba, 10 - USAF Congressional Budget Liaison Officer Budget and Appropriations Liaison Directorate Deputy Assistant Secretary for Budget Secretary of the Air Force Pentagon, Washington DC (Timothy, “ Deterrence for Space: Is Operationally Responsive Space Part of the Solution?”, High Frontier, May, http://www.afspc.af.mil/shared/media/document/AFD-101019-072.pdf)

The space domain, often referred to as “The High Frontier,” no longer is a sanctuary outside the reach of foreign intervention. The threat to space systems and their capabilities is broad, ranging from reversible effects such as jamming or blinding, to more destructive means such as anti-satellite weapons. It is now time to take actions for the sake of space, and assure its continued contributions across the full spectrum of military operations. Given the criticality of space to not only our military power, but also our economic power, it is time we develop policies and field capabilities to deter future adversaries from attempting to degrade, deny, or destroy space capabilities and services. The asymmetric advantages enabled by space can no longer be assumed and as a result, a new National Security Strategy for space must be forged, one that combines deterrence with basic protection capabilities never before afforded our space systems. Yet, space deterrence is not an “all in” strategy, nor can it reduce the risk of attack to zero.1 Should aspects of deterrence fail, we must take steps to defend and protect our space systems and the critical global services they provide.
Operationally responsive space (ORS) by definition is “assured space power focused on timely satisfaction of joint force commanders’ needs.”2 Dissected further, one key word stands out: assured … being sufficiently robust, timely, agile, adaptive, and resilient, to achieve desired outcomes with a high degree of certainty.3 So while ORS intends to provide operational and tactical support to the joint warfighter, its true value will be the assurance it provides as a credible strategic deterrent against space attacks.
As a deterrent, ORS provides access to existing capabilities, or rapid deployment and employment of new capabilities, denying the benefits our adversaries may seek by attacking our space capabilities. Through timely and accurate intelligence, we can work to understand our adversaries’ intent and armed with this knowledge, we gain the opportunity to influence their decision-making calculus. Understanding intent, coupled with credible and timely ORS capabilities, can effectively deny or greatly reduce the benefits they seek by attacking the asymmetric advantages enabled by space.
ORS provides a responsiveness that will allow the commander, US Strategic Command (CDR USSTRATCOM), to respond and support our combatant commands real-time and near-term requirements. To support these requirements, ORS consists of three tiers of capabilities: Tier 1, the employment of existing capabilities within minutes to hours; Tier 2, the rapid call-up, launch and deployment of tailored, ready to field capabilities within days to weeks; and finally, Tier 3, the rapid development of a new capability to meet a combatant commander’s joint urgent operational need within months to a year.

The Unified Command Plan assigns CDR USSTRATCOM the responsibility for all military space. The space systems under his authority and control provide our warfighters increased speed, precision, and lethality in military operations. In 2007, during an Air Force Association speech in Los Angeles, California, General C. Robert Kehler, commander, Air Force Space Command and former deputy commander, USSTRATCOM, stated that the biggest difference between 25 years ago and today, was that “space today is embedded in combat operations.”4 ORS’ strategic deterrent value has the potential to be just as important to future combat operations.

Nuclear and Traditional Deterrence Theory – Misapplication When Applied to Space

For years, deterrence theory centered solely on nuclear deterrence strategies, which relied heavily on threats of punishment and unacceptable losses or mutually assured destruction. These strategies effectively deterred the use of nuclear weapons throughout the Cold War to present day. However, strategies of threatening devastating nuclear retaliation do not apply to space. In fact, a deterrence strategy that includes the threat of punishment (i.e., impose cost) should be just one, if not a limited aspect of deterrence for space.

For almost half a century, nuclear deterrence strategies formed the foundation for the Cold War waged between the US and the former Soviet Union. Both superpowers relied on the threat of nuclear weapons to deter even conventional military actions, for fear of rapid escalation. In its most unlimited form, mutual assured destruction was a key deterrence strategy; a doctrine of military strategy in which a full-scale use of nuclear weapons by two opposing sides would effectively result in the destruction of both the attacker and the defender.5 While nuclear weapons continue to be a strategic deterrent, the same destructive thought process and strategy is not directly applicable to space.6

Today, some theorists focus and apply more punishing or destructive deterrence practices and thinking to the space domain. They view credible deterrence in space as relying upon the threat of punishment against an aggressor; going so far as to suggest that an attack against us could be countered with an attack in kind. One specific definition limits deterrence to an “attempt to persuade an adversary by threat of force (and other measures) not to pursue an undesirable course of action.”7 Another theorist states, “Deterrence can only succeed if the enemy finds the threat of punishment to be believable.”8 These approaches are less likely to deter for space, especially given our dependence upon the domain. For example, destroying an adversary’s satellite, especially one in an operational orbit, would create a large debris field, potentially hampering or denying our own ability to access space.

Instead, deterrence for space can only succeed if our enemies believe we have credible means of denying the benefits they seek to gain. Space deterrence theory should focus on credible ways and means to deny an enemy the benefits they seek; impose costs on our adversaries (against their most prized assets);9 and encourage their restraint.

A New Focus of Deterrence

What does deterrence look like in the 21st century? The US has not yet figured that out, said Marine Corps General James Cartwright, vice chairman of the Joint Chiefs of Staff. “You need something that deters a conflict, and you need more choices than just nuclear.

~ Sandra I. Erwin, Future of War—How the Game is Changing

… Our deterrence strategy no longer rests primarily on the grim premise of inflicting devastating consequences on potential foes.… ~ US National Security Strategy, 2006

In fact, the US does have new and plausible thoughts on 21st century deterrence. Authored under the leadership of General Cartwright, then commander of USSTRATCOM, and signed out in December 2006, the Deterrence Operations Joint Operating Concept (DO-JOC) is the Department of Defense’s (DoD) latest view on deterrence. This approach extends beyond traditional nuclear deterrence theory, which dates back to the heralded days of Strategic Air Command.

The DO-JOC states that the purpose or objective of deterrence operations is to “convince adversaries not to take actions that threaten US vital interests by means of decisive influence over their decision-making.”10 In order to influence our adversaries’ decision-making calculus, it focuses on and integrates three key elements: Deny the benefits the adversary seeks; impose costs the adversary fears; and encourage adversary restraint (by convincing them that restraint will result in an acceptable outcome).11 Of these three elements, denying the benefit should be our focus when fielding new ORS capabilities. Deterrence today can only succeed if our adversaries find ORS credible enough to enable military operations even in a contested environment.
Deny the Benefits—ORS Tier 1 and Tier 2 Examples

People’s Liberation Army’s (PLA) view of space: Space shifting from enabler to key battleground. Space characterized as important because it contributes to information dominance; space now described as important in its own right….many in the PLA see space as a likely future arena for conflict.

~ Space and PRC National Security,’ Dean Cheng, China specialist, The Heritage Foundation, 8 October 2008.12

The purpose to benefit denial is to convince an adversary that their intent will not be achieved, or have little to no value. Today, our ability to field ORS capabilities is minimal at best, and unconvincing as a credible deterrent. Instead, our adversaries likely perceive great benefit in attempting to deny the US’ space capabilities. These benefits, also referred to as “vulnerabilities gaps,”13 are reasons why we must pursue ORS with an increased sense of urgency. However, for benefit denial to be viewed as a credible deterrent, the Eisenhower Center for Space and Defense Study states “our adversaries (must) perceive that the US will retain superior warfighting capability even after an attack.”14

The space and cyberspace domains are increasingly important to how current and future wars will be fought and won. As recently as 4 November 2009, the People’s Republic of China’s (PRC) top Air Force Commander, Xu Qiliang, called the militarization of space an “historical inevitability.”15 This statement came on the heels of an historic visit to USSTRATCOM by General Xu Chihou, one of two vice chairmen of the PRC’s Central Military Commission. During this visit, General Kevin P. Chilton encouraged increased cooperation and comprehensive bilateral relationships between the two space-faring nations.16 Statements from Qiliang and actions such as the 2007 anti-satellite test highlight a growing disconnect between the PRC’s actions and stated policies, increasing concern amongst US leaders and lending credence to the need for new deterrence practices.

Moving forward, to be a true deterrent, ORS must also win the race to space in both the speed and cost of fielding capability versus our adversaries’ attempts to counter, destroy, or deny them. Two examples highlight how ORS could play a credible role in deterring adverse actions against our space capabilities: (1) International cooperation and partnerships through shared space capabilities (Tier 1) and (2) the ability to rapidly augment or replace some aspect of existing on-orbit ISR assets in low Earth orbit (Tier 2). Tier 1 and Two ORS capabilities can be deployed and employed rapidly, within hours to days. The cost for Tier 1 includes implementing new concept of operations for deployed on-orbit systems, or the rapid, low cost launch and deployment of systems intended to augment existing systems for Tier 2.
Deterrence by denial is superior to deterrence by punishment and solves the case
Colón, 10 - Lt Col, USAF, former Director of Operations to the 45th Operations Support Squadron at Cape Canaveral AFS, served as the deputy commander 595th Space Group responsible for the operational testing of space and missile weapon systems until leaving for his present assignment at the Air War College (Miguel, “ DETERRENCE 2035 –THE ROLE OF TRANSPARENCY AND DIVERSITY IN A WORLD OF NANOSATS,” https://www.afresearch.org)

A New Approach to Space Deterrence 
The book entitled Complex Deterrence states that deterrence works best among major great-powers and is therefore ineffective against rogue groups or terrorists.35 Thus, deterrence must evolve beyond the threat of potential costs imposed by a punishment strategy. Expressed mathematically, deterrence is comprised of gains (G) sought by the adversary and the cost imposed by punishment (C). Thus, if G > C the actor attacks and if C > G he does not. Usually deterrence concentrates on making the cost or punishment so great that the potential aggressor will not attack. This approach will not work for space because an attack is extraordinarily difficult to attribute to any adversary. For example, in 1998, PANAMSAT’s Galaxy IV satellite experienced a battery anomaly leading to a satellite failure that left nearly 40 million customers without paging services.36 What if this incident was not caused by the battery anomaly? Who then attacked the satellite and how? For deterrence to work, one must gather convincing evidence that attributes the attack to someone specific. 

Lack of attribution will convince the adversary to attack. First, the probability of a nation-state counterattacking, without demonstrable evidence, is low. Second, the inability to rapidly identify the responsible party reduces the probability of retribution thereby increasing the potential gains to an aggressor. As technology miniaturizes satellites, the potential target becomes smaller, cheaper and can effectively hide in the clutter of space debris. For this reason, the approach to space deterrence must concentrate on significantly reducing the perceived gain (G) or success to be won by an adversary. The conditions must be such that it becomes manifestly clear; attacking another asset in space is pointless and counterproductive. Space deterrence must revolve around two concepts: transparency and diversity. 

Transparency, or the ability to see without obstruction the events that occur in space, creates a peaceful environment which promotes understanding and accountability. Theoretically, when information is released, under the auspices of transparency, it produces an informed and engaged public, one that will hold a culprit accountable. 37 The ability to monitor and understand the rapidly changing conditions in space is critical to the preservation of security in space. While the US developed its current satellite capabilities in compliance with international rules and treaties it also deemed it prudent to develop a space surveillance network to monitor all near space activity and ensure a secure environment for all space faring nations. This network, of ground and space based sensors, provides radar and optical data used to characterize the mission of any satellite, identify the class and type or to simply aid in anomaly resolution.38 Currently, ground systems can track objects with a resolution of 12cm or greater39 making it challenging to track nanosats. 

Air Force Space Command’s 2030 vision is enabled by technological improvement. It includes upgrades to existing sensors and an increase in the number of space-based optical sensors in an attempt to provide persistent and complete coverage of the near space domain. The resolution of near-term upgrades will improve to 1cm increasing the ability to track nanosatellites.40 In order to ensure safe space operations and uphold its commitment to cooperation with other nations and the peaceful use of space, the US consistently provides the orbit positional data41 via a public website accessible by anyone. The principles and goals stated in the national space policy highlight the nation’s vision of leading the way in space surveillance in order to promote and provide a safe operating environment for machines and people.42 In the end, for transparency to work, space situational awareness must allow analysts to identify deliberate actions by a spacecraft and its owners and ultimately predict, detect, and attribute an attack43. 

The second concept in space deterrence is diversity. It provides a tailored approach, focusing on minimizing the impact of an attack, also known as graceful degradation, consequently driving the perceived gains (G) for the adversary as close to zero as possible. Diversity can be achieved through large networked constellations of space-based assets complimenting the existing ground based sensors, with a distributed architecture so that destruction of one or even several satellites does not take down the entire system. In the past, the US employed the costly approach of maintaining on-orbit spares, hardening on-board components, enhancing uplink and downlink encryption to increase satellite and signal survivability.44 
In the future, nanotechnology will facilitate redundancy and rapid reconstitution. Presently, several companies, including the Defense Advanced Research Projects Agency, are currently demonstrating the technology. By 2035, on-orbit repair along with the robotic on-orbit refueling of satellites will become standard. Spacecraft will use autonomous navigation and conduct housekeeping tasks independent of a ground station. This is especially useful in the event of a communication failure or loss of the ground segment. Moreover, rapid reaction maneuvering capability will allow spacecraft to evade kinetic kill vehicles. The cornerstone of resilience is agile, capable, and functional technology able to diminish an adversary’s gain while increasing the cost of an attack – success in both enables deterrence. Above all, the space industrial base must grow to deliver the technical transformation required to employ this new approach to deterrence. 

Recommendations 
The US was shocked by a technological surprise on 4 October 1957 when the Soviet Union launched Sputnik, a 184 pound satellite, into orbit on top of a rocket weighing nearly 4 tons. In contrast, the Vanguard satellite the US developed and had yet to launch weighed only 3.5 pounds.45 Sputnik completely collapsed the technological comfort zone the US. It heated up the Cold War as peoples’ fear grew over what the Soviets might do next; the strategic deterrence calculus was fundamentally altered. Today the US has the opportunity to shape the future and set conditions for effective space deterrence. 

Reconstituting and energizing the space industrial base is critical to future deterrence. Air Force Doctrine Document (AFDD) 2-2 states, “Operators and planners must know as quickly as possible the origin of any anomaly and be able to identify and geolocate the threat in a timely manner.”46 In order to meet the intent of AFDD 2-2 the US must embrace the goals identified in the National Space Policy, most importantly to “enable a robust science and technology base supporting national security.”47 Without industrial base growth, the international community’s influence will grow and undermine the nation’s future space security. The US cannot allow its own space industry to abrogate its role in national security nor can it continue to set conditions through ITAR and national policies which leave industry with little choice but to divest itself of its space tools. The US government must focus on the following areas: improving space situational awareness, miniaturizing spacecraft and launch vehicles, promoting innovation and risk taking in technology development, and improving export control policies and procedures. 

First, the key enabler for transparency is space situational awareness. Today’s space surveillance network is composed of diverse sensors to include tracking radars, optical telescopes and space-based visible sensors. To prepare for tomorrow’s smaller target upgrades are required. The W-band upgrade to the Haystack sensor in Massachusetts increases the ground-based sensor’s collection bandwidth from 1GHz to 8 GHz thereby improving its resolution from 25 cm to 1cm and facilitating the tracking of nanosatellites.48 Although the upgrade is significant for the ground-based sensor network, it must be complimented with additional space based capabilities. In this instance, miniaturization becomes a force multiplier as it allows the next generation of space-based space surveillance to be configured with full motion video. Ground-based sensors can tip-off the space-based sensor to track a specific target. The video’s dynamic feedback can in turn provide greater insight into the intent of the adversary as it observes the target. CubeSat has already demonstrated the ability of one nanosat to take a picture of another (figure 3). Consequently, a successful deterrence strategy is dependent on the surveillance network’s ability to identify threats, characterize the potential damage, determine an aggressor’s intent and ultimately attribute the action to the adversary. 

Second, CubeSat redefined the approach to building satellites through the development of standard building modules and taking advantage of the latest breakthroughs in nanotechnology. This approach makes CubeSat the model for “smaller, cheaper, and faster”. The US government must adopt a similar approach. While tradeoffs are necessary, government interest and investment in the many facets of the space should allow for good decisions about when a technology is “good enough” to satisfy mission and national security requirements. The approach facilitates decreasing the size of satellites, increasing spacecraft redundancy and allowing a higher number of satellites per constellation thereby complicating the targeting equation for the adversary. Its centerpiece focused on driving down the adversary’s perceived gain (G) closer to zero. This approach will increase diversity and future space deterrence effectiveness within a dynamic security environment. 

Third, advanced miniaturization is creating a growing market for a very small, capable launch vehicle. As CubeSat gains momentum, it creates a strong market dynamic for a very 17 small and highly responsive launch vehicle. Currently, most CubeSats are launched on decommissioned Russian rockets as secondary payloads49. Up to this point, companies like Eurokot and Kosmotras have kept the launch cost to no more than $40K per CubeSat. As demand rises and slots for secondary payloads become scarce, the cost of each CubeSat will inexorably rise. Sensing a growing need for CubeSats, launch companies are developing a two-stage liquid propellant, launch vehicle capable of delivering 10 kg to a 250 kilometer polar orbit. If successful, such a capability will increase launch market share for the US space industry, enhance growth in other areas and lower launch costs.50 Affordable launch enables satellite replenishment. Even if the adversary destroys a satellite, the spacecraft can be quickly replaced minimizing the impact of the attack. 
Fourth, changes to US export control laws are required. The primary agencies governing export control are the Department of State (DOS) and the Department of Commerce (DOC). The DOS is responsible for maintaining the US’ munitions list which is used to identify which products or services are subject to export controls. Currently, satellites and all related space technologies are under DOS jurisdiction.51 However, DOS is not the most knowledgeable agency with regard to spacecraft or the associated technology and it uses ITAR to implement requirements established in the arms Export Control Act. According to the Defense Industrial Base Assessment on the US space industry, “US manufacturers have not introduced a new satellite bus since the Boeing 702 was developed in 1999. In contrast, European manufacturers have introduced 3 new busses in the last 5 years and are currently developing a 4th.”52 

Players within the space industry argue that the US market share dipped from approximately 70% in 1995 to 25% in 2005. Compliance with export control cost US companies an average of $49M per year from 2003-2006.53 This cost was not applicable to foreign 18 

competitors. Clearly, export controls provide foreign competitors an advantage in marketing to non-US customers because they limit what can be bought and who can buy it. It can also control the actions of the authorized buyers and users in terms of what they can use the technology for and whom they can share the technology with. Such restrictions adversely affect a US company’s ability to compete in foreign space markets consequently opening up opportunities for foreign space ventures whose governments are not as particular about how technology is used or who buys it.54 

In the end, international competition is critical in order to reduce costs, preserve US dominance, forge closer relationships in order to globalize and thereby protect the use of space for all benevolent users. It enables an advanced form of deterrence denying the adversary the option of attacking. In short, space technology must move off the munitions list and into its own category which protects the technology that needs protecting while allowing the US space industrial base to sell non-critical space technology internationally. 

Conclusion 
Current developments in the field of nanotechnology are highlighting pathways for spacecraft to become smaller and ultimately affordable. As nanotechnology helps solve the problems of spacecraft mass, volume, and power consumption, national leaders must not lose sight of the fact that it is also opening access to space to virtually anyone. Adversaries understand the US’ increasing space reliance and will challenge the medium especially if it provides an audience and even worldwide recognition for their cause. As future adversaries benefit from smaller, lighter, and affordable satellites, the US must invest in an approach that 19 relies on transparency and diversity as the backbone of a strong deterrence posture to meet the threat in 2035. 
This new approach to space deterrence concentrates on significantly reducing the perceived gain (G) or success to be won by an adversary instead of solely focusing on the traditional approach of punishment. In order to lower the adversary’s perceived gain, the US’ future ability to deter an attack rests on a space surveillance network that allows for the identification and persistent tracking of miniaturized spacecrafts thereby highlighting intent and ultimately attributing an action to a specific actor. Equally important, the US must embrace nanotechnology as the cornerstone to materials magnifying ways for spacecraft to become smaller, lighter, and affordable while further developing the space industry base. Furthermore, nanotechnology will enable diversity or added redundancy in the more autonomous spacecraft and increase survivability in space while lessening dependency on ground stations making the perceived gains (G) of attacking the ground infrastructure close to zero. Lastly, export control reform will allow nanotechnology to power the industrial base engine and minimize the potential for a nation-state, group or individual actor to create a strategic shock to the space sector. 

After Sputnik’s voyage, public opinion blamed the government for not doing enough and ultimately risking US’ national security. The response was a significant increase in funding for military and civil space. In a post-9/11 world, the US cannot allow another technological surprise to occur, especially one perpetrated by non-state actors availing themselves of readily available and inexpensive space capabilities that can be used in ways to fundamentally alter the deterrence calculus. Once again, a significant commitment is required to strengthen the space industry and set the conditions needed for success in 2035. The natural deterrent created by high launch costs is disappearing and the ability to monitor and understand the rapidly changing 20  conditions in space continues to be critical to the preservation of national security. In short, the nation’s best technological approach for future space deterrence lies in becoming the world leader in the application of nanotechnology. It will increase the industrial base, lower launch costs, improve transparency and diversity ultimately setting the conditions for the deterrence calculus to tip in favor of the United States. Only then will the adversary’s gain/loss assessment dictate not to attack; effectively deterring him.
2nc – solves deterrence

A strong reconstitution capability deters attacks against the US but doesn’t trigger weaponization

Butterworth, 8 - President, Aries Analytics, Inc. Fellow, George C. Marshall Institute (Robert, “Assuring Space Support Despite ASATs,” http://www.marshall.org/pdf/materials/575.pdf
Responses

Satellites can be defended against some kinds of direct kinetic attacks. They can be moved out of range of the attacker’s terminal engagement sensors, if there is enough warning and accurate track of the interceptor and enough understanding of the kill mechanism, and if the satellite has been designed to withstand the loads created by the movement. There may be ways to confuse or defeat the sensors used to detect and track the target satellite, either in initial acquisition or in terminal engagement. The target might also be protected by active defenses, although with intercept occurring only about ten minutes after launch, the defenses will probably need to be directed energy rather than kinetic weapons. Either case would require precise situational awareness—exact information about the technology and operation of the attack—together with major advances in command and control for the defenses.

Even without enemy action, satellites in orbit might provide less space support than needed. Satellites might be lost to collisions with debris or other objects; or essential components might fail. Or it may be that prewar planning proved inaccurate, that more support is needed to meet unforeseen needs, or that demand for space support at the outbreak of crisis proves much greater than had been anticipated.

These problems are not remedied by defenses; instead, they call for a supplemental capability, to augment capacity to meet surging needs and to replace lost or failed sensors. Some of this supplemental capability might be found already in orbit: the communications and intelligence satellites of commercial entities and allied governments. While not all of the products of these systems will be militarily useful to the U.S.—and probably none will possess the capability of analogous U.S. government systems—the diversity of information they could provide and the speed with which it could be available would surely prove advantageous.

More capable systems, fully compatible with U.S. forces and fully under U.S. control, could in principle be stored in orbit; the engineering requirements for long-term storage and return to full operation seem well understood. At the same time, these systems might themselves suffer on-orbit misadventures, might potentially be targeted, and might prove useless in the face of unforeseen needs. Still, this approach offers the fastest, and probably the most expensive, path to the most capable supplementary systems.

Supplements might be provided more cheaply and more reliably if they were stored on the ground, ready to be launched in response to the developing needs of joint force commanders. If these supplemental systems could be launched and brought into operation quickly enough, the time required for adversaries to detect, track, and assess them might deter antisatellite attacks completely. If launched before hostilities began, these supplements would confront adversaries with the need to prepare revised and more complicated plans for attacks in space, perhaps with less confidence that all important systems were in the crosshairs.

If launched as replacements for satellites initially lost to enemy action, the supplements would shrink the advantage that was sought in attacking the original satellites. If the U.S. coupled its supplemental replacements with vigorous offensive counterspace actions of its own, an enemy’s initial attacks would leave the U.S. with a diminished yet effective set of space assets and the enemy with none. All in all, being able to supplement or restore needed capability in orbit would likely prove a stabilizing and deterring influence; not being destructive weapons themselves, the supplements could scarcely be considered escalatory.
Swarms of small satellites create redundancy that make successful attacks against US assets impossible
Smith, 11 – USAF Colonel, Director of the Air Force Space and Cyber Center at Air University. He served in the Pentagon’s National Security Space Office as the Chief of the Future Concepts shop (M.V., Toward a Theory of Space Power: Selected Essays, February, http://www.ndu.edu/press/lib/pdf/spacepower/spacepower.pdf)

Although offense is the dominant form of war in space today, this will not always be the case. Defense is possible. Three principles will likely guide the development of future space defenses.

First, if you can't see it, you can't hit it. Satellites are already getting smaller—too small for most space surveillance networks to detect and track. This trend will likely continue not only as a matter of cost savings, but also as a matter of stealthy defense. Avoiding detection includes maneuvering satellites to undisclosed wartime orbits.

Second, all warfare is based on deception.34 Potential adversaries collect intelligence on each other's space systems and make their estimates based on their intelligence assessments. Action must be taken to deceive potential adversaries into underestimating the value of critical systems and overestimating the value of inconsequential systems. In addition, the use of wartime-only modes of operation, frequencies, and other unanticipated behaviors will further complicate an adversary's problems.

Third, there is strength in numbers. The age of the capital satellites is over. Employing only one or two large, very expensive satellites to fulfill a critical mission area, such as reconnaissance, is foolish. Future space systems must be large constellations of smaller, cheaper, and, in many cases, lower-fidelity systems swarming in various orbits that exploit ground processing to derive high-fidelity solutions. In addition, swarms improve global access and presence.
Deterrence by punishment is impossible – too many conflicting strategic cultures
Rendleman, 10 - Colonel, U.S. Air Force (Retired), (James, Astropolitics, 8:220–255, 2010, “A Strategy for Space Assurance,” Ebsco Political Science)

The 11 January 2007 test of a Chinese ground-based, direct-ascent anti-satellite (ASAT) kinetic-kill interceptor against one of their own defunct weather satellites generated considerable angst across the United States space community. The 2007 test demonstrated that the importance of space capabilities is also their Achilles heel, that is, their deadly weakness in spite of overall strength; it is far too easy to neutralize space systems and their power. In the broad strategic context, space capabilities have their own set of unique, inherent vulnerabilities, which are largely the result of orbital mechanics. This invites destruction, damage, and even just mischief delivered by even the least significant adversary. However, other nations may seek to deny U.S. advantages in space through a variety of negation and prevention actions.

Negation Threats

Satellite systems consist not only of spacecraft, each with their own payload and bus, but also a supporting infrastructure—ground control stations, tracking and control links, commonly referred to as the tracking, telemetry, and control (TT&C) links, data links, launch facilities, and an industrial base. Each of these components is at risk to threats of physical and cyber attack, and sabotage, and can be negated, simultaneously or each in detail. The satellite payload, bus, links, and infrastructure can be negated by using a variety of permanent or reversible means to achieve one of the five possible effects, known as the ‘‘five Ds’’—deception, disruption, denial, degradation, and destruction.5

Space-based threats proliferate as a result of the ever-growing global availability of technology and access to the space domain. There are huge incentives for states to invest in and use space, and the spread of space technologies has occurred. States with sufficient resources can now reach out to space and ‘‘touch’’ satellites through a variety of means, and achieve one and even more of the five Ds. Spacecraft are vulnerable to direct ascent weapons as demonstrated by the Chinese ASAT test, and to a variety of other groundbased, airborne, and space-based ASAT technologies. Direct-ascent launched, or orbit-based nuclear devices, can be detonated, generating radiation and other lethal effects to destroy unshielded electronics over a wide lethal range. Co-orbital ASATs could be employed, comparable to the old Soviet system that was tested extensively in the 1970s and early 80s. In a less likely scenario, space-borne mines can also be deployed in close proximity to spacecraft, or exploded to generate debris clouds that destructively engage whole classes of satellites in the same orbital plane or in crossing orbits. Ground, space-based, or airborne lasers could be used by adversaries to wreak havoc. Blinding operations could be executed and inflict effects ranging from temporary ‘‘dazzling’’ to permanent burnout of optical or other sensors with intense energy bursts.

Ground systems, supporting communications, and their nodes, are vulnerable to diverse land, sea, or air kinetic attacks, including sabotage. Unprotected systems are also susceptible to electronic attack through jamming and electromagnetic deception techniques. Jammers emit signals that mask or prevent reception of desired signals; these methods can disrupt uplinks, downlinks, and even cross-links. By disabling the means of command and control, and data communications, jammers render satellites inoperable or unavailable. Electromagnetic deception techniques can be employed to confuse systems; this could include sending false, but deceptively plausible, commands that cause spacecraft to perform damaging or wasteful maneuvers, modify databases or execute configuration changes, or otherwise destroy it.

Similarly, supporting terrestrial ground stations, computer networks, and links are vulnerable to information operation and cyber attacks. These attacks could involve directing global denial of service tasks, injecting fake commands, malicious software and viruses into the space system, performing unauthorized monitoring and disclosure of sensitive information (data interception), and causing unauthorized modification or deliberate corruption of network information, services, and databases.

In sum, there is a wide span of kinetic and other types of attacks an adversary could consider and employ. There is potential that even non-state actors can access some of these technologies and space systems, and achieve several of the five Ds; however, it is unlikely they can obtain and then employ a full-spectrum of these means and achieve all of these effects. Conducting an attack within the space domain involves a rather substantial investment to develop, acquire, operate, and sustain needed shooter, sensor, and command and control systems. Given the scope and commitment needed to affect such a move, an on-orbit attack would probably be made only in the context of a larger strategic struggle, perhaps as a prelude to or part of early combat operations. On the other hand, inexpensive jamming technology is available to even the poorest potential adversaries. As such, jamming poses the most used and growing threat to space systems. Some argue that jamming also carries with it implicit political and legal sanctions since no major space power has moved to ban or make even temporary and reversible jamming illegal. This may change now that a number of nations have banned together to object to recent Iranian satellite jamming.6 Cyber adversaries and criminals are also beginning to hone their craft. They present an evolving threat to space systems; and like jamming, cyber threats can be developed and deployed for only modest investments.

Prevention Threats

Prevention actions generally involve economic, political, informational, and diplomatic instruments of national power. For example, an extremely large creditor nation could employ its considerable economic clout and leverage in an attempt to compel or blackmail the United States to not license or permit imaging of its territory, preventing its use, and reducing its exposure to such observation. The creditor nation could seek to accomplish its objective by destabilizing the world market place. It could refuse to purchase treasury offerings that underpin the burgeoning U.S. fiscal and trade deficits, perhaps arguing that remote sensing, especially commercial remote sensing, of its territory infringes on its territorial and sovereign rights, or that it constitutes ‘‘unlawful’’ industrial espionage, and is thus, an unfair trade practice.7 Commercial remote sensing systems are nowan important resource for the United States Government and its national security needs. U.S. Government orders help sustain and stabilize the remote sensing industry,8 and any limitations on activities, whether for U.S. Government customers or commercial ones, imposed in response to external economic threats could evolve to cause problems. In an alternative scenario, a state, acting through political allies and proxies, could exert considerable influence and dominance to affect a change in U.S. law. This change could restrict licensing of commercial remote sensing imagery, restricting the market place and impacting business models for producers.9

As a diplomatic prevention example, adversaries could attempt to use international forums and treaties to deny frequency rights needed by U.S. military or intelligence satellites by making spurious ‘‘paper satellite’’ filings with the International Telecommunications Union (ITU). ‘‘Paper satellites’’ involve ITU applications for satellite orbital slots, many for ‘‘speculative’’ systems that will never leave Earth. These filings can block access to scarce spectrum and orbital resources.10 The ability to place communications and other satellites in geosynchronous orbit (GEO) positions could be held at risk. Some characterize some of these types of actions as a form of ‘‘lawfare.’’ ‘‘The term lawfare describes the growing use of international law claims, usually factually or legally meritless, as a tool of war. The goal is to gain a moral advantage over your enemy in the court of world opinion, and potentially a legal advantage in national and international tribunals.’’11

Prevention actions taken to hobble U.S. space systems are not armed attacks. As is discussed later, the use of force is only authorized under the United Nations (UN) Charter in response to an armed attack, or upon authorization of the UN Security Council. As such, using armed force to deter and defeat prevention actions involving political or diplomatic subterfuge or intrigue may be unlawful under international law. Creative alternative solutions must therefore be found to assure access to space when facing these types of threats.

Implications for U.S. Space Strategy

The wide span of threats poses profound implications for U.S. space strategy and its execution. First, unlike the Cold War era, the United States now confronts a wide array of global actors, all operating with different motivations and incentives, some of which could become potential adversaries who can attack or threaten space capabilities. These state and non-state adversaries exhibit a wide array of political, economic, technical, and social differences. Having many potential adversaries makes each of them harder to understand. This complicates efforts to understand motivations and to influence perceptions for deterrence purposes. These differences, in turn, increase the likelihood of misperception, undercutting strategies to protect access to space capabilities. When one’s attention is divided, deterrent measures that are appropriate for one target may not be useful, or even counterproductive, for another. This requires tailored intelligence efforts, information operations, and transparency efforts in order to avoid or minimize disputes and prevent problems.

Second, the broad array of adversaries exhibit widely varying risk-taking behaviors. Risk-taking behavior can strongly influence an adversary’s perception of a situation. Understanding this phenomenon can lead to better ways of influencing those perceptions. Unfortunately, potential adversaries may not care that space systems offer tremendous value and capabilities to all nations, or care whether conflict in space could create space debris that could cost all nations access to the domain. A strategy to assure continuing access to space assets must therefore be sufficiently flexible to address both risk-averse and risk-taking adversaries. Indeed, potential adversaries may shift from risk-taking to risk-adverse over a relatively short period of time. China may fit in this category. Within a decade or two, it will have its own extensive space-based communications, navigation, and intelligence, surveillance, and reconnaissance satellite constellations, all of which will be integrated into its military operations. No doubt, China will embrace that evolution and become very reliant on space capabilities; this will shift it from an asymmetric competitor to one similar to the United States or Russia. Third, with the demise of the Soviet Union, some political commentators and critics described the United States as a ‘‘hyperpower’’ not just a ‘‘superpower.’’ 12 Though buffeted by recent events involving Iraq, Afghanistan, the Global War on Terror, and the 2008 global financial meltdown, U.S. military supremacy continues. But, that supremacy does not make or guarantee a successful space strategy. Adversaries may believe they have a higher stake than the United States in the outcome of a particular crisis or conflict. Alternatively, the United States stake in the crisis may not be commensurate with the possible cost of involvement by the United States military and the rest of its national security apparatus. The first alternative may encourage mischief by adversaries; the second discourages U.S. action. As a result, adversaries may find threats of U.S. action in response to hostile acts affecting U.S. access to space systems to be non-credible.
Fourth, while the United States has produced superlative space capabilities, it has not produced enough systems ready to survive the new kinetic, exotic, jamming, and cyber threat environment. The vulnerability exists because the spacecraft developed and deployed today are in many ways the same as those originally fielded during the Cold War. During that epic struggle, there was a tacit and then explicit understanding that each superpower would not attack and overwhelm the other’s space systems, except in the direst of circumstances, perhaps during the throes of a nuclear conflagration. Indeed, a number of agreements between the superpowers adopted the understanding and ruled out interference with national technical means, including space assets. This belief in the superiority of space systems and power blinds the United States to the inherent strategic weaknesses and vulnerabilities in these systems. This, predictably, can now be exploited by potential adversaries, such as China, who, with their recent ASAT test, appear more willing to fully explore the technologies needed to expand the limits of conventional war to include the space domain. Consequently, by historically and diplomatically reducing the threat, engineering of some satellite threat detection, attack avoidance, and other defense subsystems have not matured enough so that they are sophisticated, nimble, and robust enough to counter new 21st Century adversary attack capabilities.
Developing small satellites and reconstitution capabilities gives the US the ability to prevail in a space conflict

Rendleman, 10 - Colonel, U.S. Air Force (Retired), (James, Astropolitics, 8:220–255, 2010, “A Strategy for Space Assurance,” Ebsco Political Science)

RESPONSIVE INFRASTRUCTURE

A robust and responsive space infrastructure enables a spacefaring nation to present agile responses to man-made threats, debris, and changes in the space environment. A responsive space infrastructure augments the other pillars of space assurance and provides a needed back-up in event of their failure. According to Lawrence Cooper:

Responsive space is the ability to put a satellite payload into orbit shortly after making the decision to launch. It includes the ability to replace failed satellites quickly, to re-attempt a launch after an aborted try, and to respond to operational requirements to satisfy national security interests. Responsive space provides the means for assured access to space. An objective goal for responsive space could be operating the satellite in hours to days from the decision to launch vice the current paradigm of months to years. Responsive space creates the possibility of adding an additional dimension to the United States’ space power by increasing the robustness of military and commercial satellite systems. By pursuing a strategy of responsive space, space systems become less vulnerable, not from harder systems or active countermeasures, but through ubiquity. Such a strategy pushes satellites to become less expensive and lighter; launch services more versatile and responsive; and satellite operations become faster and more flexible. If industry makes it simpler and quicker to place satellites in orbit, the satellites also become less vulnerable because any damage or shortfalls can be replaced on short notice; and operations become more flexible because supplementary capability is always available.77

Much of the early emphasis for responsive space was on implementing transformational process changes in the way space systems are acquired and operated. While the term ‘‘transformational’’ no longer holds the e´lan it once held in the early 2000s, when the then Office of Force Transformation championed funding and concept development for responsive space, proponents place great value on how these proposed systems have the potential to provide tremendous flexibility and options to decision makers and commanders.

This responsiveness theme has understandably been picked up in the DOD Plan for Operationally Responsive Space (ORS). Its formulation focuses on assuring availability of timely and needed space capabilities for joint force commanders, delivering these warfighting needs through a three-tier construct—from hours-to-days, weeks-to-months, and then to no more than one year. The DOD approach also acknowledges needs to reconstitute, augment, or surge space capabilities in event of conflict.

However, as structured, the current ORS program stops short of pushing credible long-term acquisition approaches needed for a space strategy. As stated in Joint Publication 3–14, Space Operations, ‘‘Strategic or long-term needs are not a primary focus of ORS.’’78 The rationale also suffers because its construct is based, in part, on false premises. First, the descriptive term ‘‘responsive space’’ implies that the space community has not been responsive to warfighter needs. This has not been the case, and senior U.S. military space leaders have argued indignantly against this conclusion in various conferences and forums. They contend that the space community has been responsive in satisfying warfighter needs, as the conflicts in Iraq and Afghanistan, and elsewhere have borne out. Second, the rationale implies warfighters need the space community to develop and sustain the capability to deliver new, just-in-time technologies, or solutions to satisfy battlefield and battlespace needs. The practical business and budgeting realities of indulging the second purported need have not been comprehensively explored.

No doubt, military and national space systems are needed to survive a space ‘‘Pearl Harbor,’’ to reconstitute those systems to ensure they are available to support the warfighter. ‘‘Reconstitution refers to plans and operations for replenishing lost or diminished space capabilities. This includes repositioning, reconfiguring unaffected and surviving assets, augmenting capabilities with civil and commercial capabilities, and replacing lost assets.’’79 If such capabilities can be developed, they would allow the United States to respond to an adversary attack by rapidly replacing or reconfiguring systems destroyed or degraded by enemy action. This would also ensure that during periods of increased tension or conflict, the United States would be able to launch and deploy new or replacement space assets and capabilities, and also augment the systems already on orbit.

Instead of using a pure reconstitution approach, the United States could choose instead to change its satellite designs to small single-purpose vehicles deployed in large distributed constellations to obtain continuous Earth coverage. This would effect a profound acquisition strategy change for the DOD and its civil counterparts, as heretofore they have focused on acquiring much larger flagship-class satellites, each dubbed a ‘‘Battlestar Galactica.’’ The DOD has experimented with small satellites, but usually only to demonstrate new technologies.

As noted in this paper’s discussion of space protection and defenses, large constellation architectures can offer a good measure of redundancy. This, in turn, could deny an adversary an opportunity to target only a few critical on-orbit satellites. Creating and sustaining large constellations will require responsive and more affordable launch capabilities, technology, infrastructure, and organizations. The operations must be fully integrated to ensure system survivability. Responsive spacelift must include launch capabilities with improved mobility attributes, and must also be able to provide the proliferation needed to reduce adversary opportunities to target systems, while they are in a launch preparation phase. Finally, to assure continued access, satellite operations must be conducted to sustain on-orbit capabilities, and, as needed, activate on-orbit spares.
Expanding ORS will deter attacks against US space assets

Putman, 9 – USAF Major, operations officer, 328th Weapons Squadron, United States Air Force Weapons School, former chief,

DSCS III Operations duties at the 3rd Space Operations Squadron (Christopher, “Countering the Chinese Threat to Low Earth Orbit Satellites: Building a Defensive Space Strategy”, http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA510842&Location=U2&doc=GetTRDoc.pdf) HANE = High Altitude Nuclear Event
The United States has taken some initial steps to improve its defensive capabilities. The DoD stood up the joint Operationally Responsive Space (ORS) Office on May 21,2007 at Kirtland Air Force Base, New Mexico. The ORS effort seeks to meet emerging warfighter needs with new space capabilities. Ron Sega, DoD executive agent for space, stated that efforts will focus on the "ability to launch, activate and employ low-cost military-useful satellites, provide, search capability, reconstitute and augment existing capability, while providing timely availabilities of tailor-made, unique capabilities. ,,39 Further, the DoD's Plan for Operationally Responsive Space highlighted the need to increase "situational awareness and adaptability to the threat, as well as an ability to evolve the total suite of space capabilities to address emerging threats in new ways.,,40 The Commander of United States Strategic Command (STRATCOM) detailed three efforts vital to execute the plan: rapidly develop technological and operational innovations, rapidly modify or supplement existing systems to increase capabilities, and rapidly reconstitute space systems when necessary to maintain capability.41 Initial focus on capabilities will be on ISR and communication satellites, improvement of space situational awareness, rapid launch capabilities, and command and control. 42

The ORS effort will use a three tier capability approach to meet warfighter needs. Tier-1 implements activities immediately-to-days using existing or on-orbit systems. Tier-2 utilizes field-ready systems in days-to-weeks to provide rapid exploitation, augmentation or reconstitution of space capabilities. Finally, Tier-3 solutions take months-to-one year to satisfy needs while capabilities are modified or developed and then deployed.43

The ORS implementation timeline envisions eight tactical satellite demonstrators through fiscal year 2013. As of January 2009, two demonstrators have been launched with the third delayed from a scheduled spring 2009 launch due to technical issues. The program timeline also includes tests of operational employment and integration, command and control, and launch vehicles. The ORS program office recently purchased the first three launch vehicle specifically procured for ORS with launches scheduled for 2010 and 2011. Finally, the DoD expects the "Chiliworks" facility at Kirtland Air Force Base, which will focus onTier-2 satellite fielding, to be fully operational by 2015.44

While there are other ongoing efforts within the Intelligence Community and the DoD45 , ORS provides a good starting point for implementation of recommendations within this paper. The ORS plan identifies the need for both anticipatory and reactive elements. ORS planners should focus on the Chinese threat to build capabilities to fit within the Tier-1 and Tier-2 categories. The conflict with China would have to extend past a year to make use ofTier-3 capabilities. The United States must anticipate Chinese actions and have field-ready systems ready for either preemptive or immediate reactive use. Field-ready systems would provide a credible defensive deterrent against existing and likely Chinese offensive anti-satellite actions.
PROPOSED DEFENSIVE ACTIONS

The United States can choose from a wide variety of options to develop a defensive strategy to counter the Chinese threat to LEO satellites. The comprehensive approach should address space situational awareness (SSA), preplanned satellite actions, launch capability, small satellites, decreased dependence on space systems, nuclear explosion protection, institutional changes, transparency, and engagement.

Space Situational Awareness

Improving SSA is essential to the success of this strategy. The United States must have a comprehensive knowledge of all objects in orbit. Although the United States maintains a significant Space Surveillance Network (SSN) network, it lacks coverage in key areas and the capability to comprehensively predict the orbits of all objects in space; the February 10, 2009 collision between an Iridium commercial satellite and a Russian military satellite caught the SSN by surprise.46 The United States could build more fixed ground sites, but this would be limited by host country permissions and fiscal constraints. As a near term improvement to coverage, the United States should leverage the US Navy's AEGIS cruiser and destroyer-based radars into its SSN. The AEGIS radar highlighted its space surveillance capability when it tracked a decaying US satellite, enabling its destruction by a US anti-satellite weapon in 2008.47 While the Navy assets need to train and execute their primary mission, they could be given alternate tasking to search and track objects in LEO. This would entail development of procedures between services. Further, integration of land and space-based missile warning sensors into the SSN would yield benefits in the event of an anti-satellite launch. Finally, the United States should continue to pursue satellite as a sensor technology, where the satellite has the ability to self-identify and report on attacks. Improved SSA also allows the United States to characterize the resultant debris field of an anti-satellite attack and thus support reactive measures that may be required by other satellites.
 Intelligence

Directly related to improved SSA is a robust intelligence effort that focuses on Chinese anti-satellite activity. Indications and warning may include increased communication at tracking stations, deployment of mobile tracking stations, and fueling and dispersal of launch vehicles. Identification and reporting of Chinese anti-satellite preparations would enable execution of preemptive defensive actions by the United States.

Preplanned Satellite Actions

Establishing preplanned actions is key to deterring and reacting to an anti-satellite attack. While the time from launch to impact for the SC-19 is on the order of minutes, intelligence of an impending launch can lengthen the timeline for taking preemptive defensive actions. While limited on-board fuel prevents large orbital maneuvers, a one-time small change to a satellite's orbit is possible. These orbital maneuvers must be executed before the launch of the anti-satellite weapon. Changes in orbit will produce a discrepancy between the anticipated satellite location and the final satellite tracking just prior to launch. The inconsistency may cause the Chinese to doubt the quality of their data and delay the launch as they develop new orbital tracking data, thus opening a window for additional US actions to prevent a launch. However, if the Chinese did decide to launch without updating their data, the slight change in orbit may cause the antisatellite weapon to miss. These same procedures would also be effective against ground-based anti-satellite weapons; a maneuver could lead to a laser missing the target.

Having preplanned actions ready to execute provides United States planners another option. If a conflict looks to be inevitable, they could decide to rapidly execute minor maneuvers across satellite constellations. While not only complicating the Chinese targeting process, this could serve as non-destructive shot across the bow. If the conflict escalates into a conventional war, the single maneuver may buy the United States enough time to execute a kinetic strike that would dismantle the Chinese anti-satellite program. The importance of these strikes would move the priority high on the targeting list. Here again, intelligence is a key enabler. Targets must be accurately located, vetted, and updated to enable quick strikes on the anti-satellite targets.

Variable and Rapid Launch Capability

The current United States Department of Defense launch complex does not have the capability to rapidly replenish satellites in the event of destruction. Launch preparation and execution can take weeks to months. The United States must adopt rapid and flexible commercial launch technologies.

Of at least equal importance to having a rapid launch capability is a launch system that deploys satellites from varying locations. When launched from the traditional space ports of Cape Canaveral and Vandenberg Air Force Base, China can easily monitor the launch and quickly determine the initial orbit and possibly satellite type. Having a capability that can unpredictably launch from unmonitored locations will delay China's ability to track and identify United States satellites, greatly inhibiting their ability to target satellites. This capability could be sea-based, where monitoring by an adversary is more difficult. The capability could also be airborne, like the Pegasus program which has successfully launched satellites using an L-I0ll aircraft from California, Virginia, Florida, the Canary Islands, and the Marshall Islands. 48

Small Satellites

The United States must also make a move towards smaller satellites that use a common bus and architecture. A single launch vehicle could then deploy multiple small satellites, allowing the rapid establishment of a new constellation at the beginning of a conflict or replenishment of an old one. China would then face a dilemma as to which satellites they would attack. If China does decide to attack, the impact would be proportionately smaller because they would take out a lesser percentage of the constellation. The Iridium collision demonstrated the ability of a large constellation to absorb the loss of single satellite with minimal degradation. 49 Having numerous small satellites ready to launch can also lesson the need to perform defensive orbital maneuvers, as they can be quickly replenished. Finally, small satellites are inherently harder to track whether by radar or optical telescopes. While a requirement for large satellites remains; small satellites will help protect and complement the large satellites.

Key to developing small satellites is a common command and control (C2) network regardless of function, rather than today's stovepiped C2 that are unique for each satellite type. A common bus and C2 system can also support small satellites by relying on a cross-linked network to control satellites and download mission data from a central location rather than on ground stations distributed around the globe.

Decreased Dependence on Space Systems

The United States must decrease its dependence on space systems, making attack on satellites a less appealing target. United States military forces should have weapons and procedures that can function with or without satellite support. For example, high altitude unmanned aerial vehicles can and should complement, and potentially replace, the LEO satellite ISR mission.

Countering High-altitude Nuclear Explosions

Although the possibility of a HANE may be remote, defense against the long term radiation effects must focus on hardening all future satellites against nuclear explosions. Without hardening, depending on the size of the constellation, satellite replenishment could take months and quickly exhaust satellite spares even with rapid reaction launch capabilities. Building satellites to withstand the nuclear weapon radiation effects beyond that required against the natural environment would add only 2 to 3 percent to total satellite cost.50 Consideration may be given to forgoing hardening for satellites designed for a short (days to weeks) lifetime; one should consider the radiation from a nuclear explosion may remain for up to two years, precluding the launch of non-hardened satellites into the affected orbital regime. 51 While some government low-earth orbit satellites are already hardened, the United States should harden all future satellites.

Institutional Changes

Changes must be properly incorporated into the DoD infrastructure to be effective. All aspects of doctrine, organization, training, materiel, leadership and education, personnel and facilities must be examined. Additionally, the changes must work across many organizations within the DoD and throughout the United States government. For example, STRATCOM should run comprehensive anti-satellite exercises that incorporate all applicable services and agencies, from the satellite operator to the end user.

Transparency

The above actions may deter China from further pursuing its anti-satellite programs, but only if executed in a transparent manner. Systems must be fully trained and tested; the United States must overtly demonstrate its capability to rapidly deploy satellites. China must be made fully aware of US capabilities to effectively counter its anti-satellite weapons. China may then realize that its actions will have minimal effect on US military capabilities.

Engagement

Beyond using a military response to protect government satellites, the United States should consider a holistic approach to China's anti-satellite capabilities by using the other elements of national power: diplomatic, information, and economic. China's current reliance on space is minimal when compared to the United States. China can therefore afford to use antisatellite weapons against the United States. Increased Chinese reliance on space would provide significant deterrents to Chinese use ofcertain weapons such as direct ascent, co-orbital, and nuclear, since collateral damage from these weapons would affect China. First, the United States should engage on Chinese proposed treaties limiting space weapons. Next, the United States should work to build Chinese economic dependence on space systems, while taking appropriate measures to limit technology transfer. With a gap between the Space Shuttle and Ares launch vehicles, an opportunity exists to bring China in as a partner on the International Space Station by providing equipment launch services. Working with China to build its reliance on and participation in space activities will help build deterrence to the use of anti-satellite weapons; the collateral effects would harm its own interests.

ADDITIONAL RECOMMENDATIONS

While this paper focuses on LEO satellites, the same rigor must also be applied to medium Earth orbit (MEO), highly elliptical orbit (REO), and geosynchronous (GEO) orbit satellites. Although current direct ascent anti-satellite capability can only reach LEO, China's ballistic· missile and space launch vehicles could reach higher orbits. Additionally, China has orbited GEO satellites which could already be carrying co-orbital anti-satellite weapons. China has expressed interest in combating the MEO GPS system through both kinetic and non-kinetic attacks.52 China is also actively developing jamming capabilities to combat United States military communications satellites found predominately in GEO.

Additionally, the proposed defensive measures will do more than support deterrence against China. Numerous nations will seek to emulate Chinese actions with kinetic and nonkinetic options. In response to the recent anti-satellite activity of China and the United States, Russia announced the resumption of its anti-satellite weapons program.53 Ground-based actions such as jamming are within the realm of many nations and individuals. One only need look at the hijacking of the HBO satellite signal by "Capt Midnight" as an example of a single individual being able to steal a satellite transponder, in effect jamming the intended signal. 54 Further, proliferation of nuclear weapon and ballistic missile technology make the use of a HANE attractive to a rogue nation or terrorist nation that has little reliance on space capabilities. The Defense Threat Reduction Agency suggests this scenario as a possible last act of defiance by North Korean forces facing defeat,55 Lastly, these measures can be used to combat natural phenomena, such as a meteor shower or solar storms that can damage satellite systems. “A strategy that ensures access to and use of space is useful in times of peace just as in times of war, since space systems that provide critical services may fail or become inoperative in the absence of hostile action.”56

Finally, the United States must not stop at applying these recommendations merely to military satellites. While government satellites are critical in a conflict, commercial satellites in all orbital regimes have become an integral part of military operations to include weather, imaging, and communications. Although tightly tied to the world economy, China could decide to expand its anti-satellite program to attack the economic interests of the United States. While commercial satellites companies typically incorporate protective measures against natural threats, the United States government should share best practices and provide incentives to commercial entities to protect themselves against human threats. The government could do this through requirements to obtain licensing or guaranteed govemment contracts to companies that comply.

CONCLUSION

The fundamental U.S. security interest in the wake of China's 2007 anti-satellite test should be deterring China and others from attacking U.S. assets in space, using both a combination of declaratory policy, military programs, and diplomacy, and promoting a more stable and secure space environment.57

Council on Foreign Relations

The United States government requires a comprehensive plan to counter the threat to its LEO systems posed by Chinese anti-satellite weapons. Failing to protect these key satellites would severely degrade US military capabilities in a conflict with China. The United States should rely on a defensive space strategy to deter Chinese anti-satellite actions. The strategy must include robust space situational awareness, preplanned actions, small satellites, rapid and variable launch capability, decreased dependence on space systems and institutional changes. In total, these actions would complicate the ability for Chinese anti-satellite weapons to easily strike US assets while providing the means to operate through an attack and then reconstitute lost capability. The DoD's ORS effort can be used as springboard, but must be accelerated to meet the rapidly emerging threat. Finally, its growth as a space faring nation may eventually be the best deterrence against a Chinese attack on United States satellites. However, the actions outlined in this paper can also be used to counter threats from other nations or natural phenomena. A rapid comprehensive defensive deterrence approach most effectively counters the Chinese threat and meets Presidential guidance to establish “contingency plans to ensure that U.S. forces can maintain or duplicate access to information from space assets and accelerating programs to harden U.S. satellites against attack.”58
2nc – CP avoids weaponization disad
Offensive weaponization will create a space arms race and risks making space unusable via space debris – a defensive strategy solves better
Putman, 9 – USAF Major, operations officer, 328th Weapons Squadron, United States Air Force Weapons School, former chief,

DSCS III Operations duties at the 3rd Space Operations Squadron (Christopher, “Countering the Chinese Threat to Low Earth Orbit Satellites: Building a Defensive Space Strategy”, http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA510842&Location=U2&doc=GetTRDoc.pdf
In response to the credible and expanding Chinese anti-satellite threat, the United States must adopt a defensive space strategy that can deter Chinese actions and then also recover ,from an attack. Some within the United States government, notably Senator Jon Kyl, have advocated an offensive deterrence strategy to counter the Chinese anti-satellite threat, creating weapons that would not only attack Chinese satellites but also anti-satellite systems.25 This policy, however, would in effect start a space arms race, a costly proposition with many high dollar systems competing for the defense budget. Offensive kinetic anti-satellite weapons, whether direct ascent or co-orbital, can create a significant debris field that could indiscriminately damage friendly satellites and ultimately hurt the United States more than China. The United States abandoned its Cold War kinetic anti-satellite program after a test where an F-15-launched missile destroyed a satellite and created a LEO debris field that took over 20 years to decay.26 However, the United States demonstrated its ability to rapidly reconstitute its direct ascent anti-satellite capability when it launched a modified Standard Missile-3 from the USS Lake Erie and destroyed a malfunctioning satellite before it could reenter and possibly impact a populated area.27 Although the United States engaged the satellite at the lower portion of the LEO regime to minimize orbital debris and provided timely notification to the international community, China criticized the operation as threatening to space security.28 This reaction supports the idea that pursuing an offensive anti-satellite program could drive a space arms race. Finally, in an anti-satellite exchange, China currently has much less to lose. China would be much less reliant on space systems to operate in a conflict. 
Satellite defenses avoid the perception of weaponization and preserve US influence

Buck 10 - Integration Manager for the NSSO Communications Functional Integration Office (COMM-FIO), and augments COMM-FIO leadership of a 200-member enterprise team of elite DoD, Intelligence Community (IC), NASA, and space & cyber industry engineers, operators & stakeholders (February 17, 2010, Darren J., “SPACE 2035: TECHNOLOGY, TRANSPARENCY, AND TRUSTED IMMUNITY,” https://www.afresearch.org/skins/rims/q_mod_be0e99f3-fc56-4ccb-8dfe-670c0822a153/q_act_downloadpaper/q_obj_1a3a5809-1e22-4f94-890f-cc231da5bd28/display.aspx?rs=enginespage)

Space Weapons: Perception and Provocation The term space weaponization defies precise definition; it is a matter of observed actions and perceived intent. As an inherent survival instinct, humans tend to distrust or fear those things -- in this case technologies and deployed systems -- they do not control, do not understand, or, given the first two conditions, into which they do not have, or are not afforded, insight sufficient to assuage their discomfort.51 This is an especially important issue relative to policy decisions and system deployment in the space domain, for the simple reason that the space domain is not restricted by borders, oceans, terrain, or firewalls. A single spacecraft can overfly, if so designed or directed, every point on the surface of the Earth. It should come as no surprise that the perceived presence of a space-based weapon in orbit can potentially evoke a visceral, negative response from the international community.52 Any action taken by the United States can have positive and negative impacts; perceptions of other nations and actors within the international security environment will vary and could present significant challenges. Articulating the details of military space efforts as defensive in nature may allow the United States to peacefully pursue development of advanced space technologies and methods, while safeguarding its political clout and cultural influence on the international stage.

Empirically – the reaction to the 2008 US satellite destruction proves that the US can control how the CP is perceived
Buck 10 - Integration Manager for the NSSO Communications Functional Integration Office (COMM-FIO), and augments COMM-FIO leadership of a 200-member enterprise team of elite DoD, Intelligence Community (IC), NASA, and space & cyber industry engineers, operators & stakeholders (February 17, 2010, Darren J., “SPACE 2035: TECHNOLOGY, TRANSPARENCY, AND TRUSTED IMMUNITY,” https://www.afresearch.org/skins/rims/q_mod_be0e99f3-fc56-4ccb-8dfe-670c0822a153/q_act_downloadpaper/q_obj_1a3a5809-1e22-4f94-890f-cc231da5bd28/display.aspx?rs=enginespage)

One need only consider the negative international reaction to the Chinese anti-satellite (ASAT) test in January 2007, in which a Chinese ASAT destroyed a derelict Chinese satellite and created a large, hazardous, long-dwell swath of debris. The reaction to the Chinese operation stands in stark contrast to the more favorable global reaction to the United States’ Operation Burnt Frost in March 2008, in which a United States missile interceptor destroyed a derelict, uncontrolled, and potentially hazardous satellite. The primary differences in the two operations were the level of transparency and the resulting environmental impacts. The Chinese 26 surprised the world with their operation, were less than forthcoming about the operation, severely polluted an entire swath of the LEO environment with debris, and were perceived as reckless. The United States, by contrast, informed the world community weeks in advance, were very transparent with respect to operational data, conducted the operation so as to completely de-orbit the resulting debris, and, though some groups and political rivals objected, the United States was perceived as acting responsibly.54
Transparency and perceived intentions matter. The United States would be very well served by a track record of responsible stewardship in the space operating environment through careful actions that strengthen international confidence and trust. Safeguarding the high frontier from the vantage of the moral high ground will give the United States an advantage in the future international arena.55
The CP takes resources away from weaponization accounts – the permutation can’t because they fiat weaponization
Redifer, 11 - LtCol, USMC, Master of Science in Applied Physics and Master of Science in Space Systems Operations, Naval Postgraduate School (Stephen, “TAKING THE INITIATIVE – PROTECTING US INTERESTS IN SPACE,” https://www.afresearch.org/skins/RIMS/display.aspx?moduleid=be0e99f3-fc56-4ccb-8dfe-670c0822a153&mode=user&action=researchproject&objectid=be97b3ea-7800-44ee-b6ff-76dcdb7c2960)

Second, the United States should make developing and fielding a terrestrial and space-based surveillance architecture a national priority. Making such an architecture a reality would support any of the possible strategies proposed in the preceding section of this paper, as space surveillance will support space being protected as a sanctuary, will be required for verification of any space treaties, and would be used to provide intelligence and targeting information should the United States ultimately elect to pursue a policy of space dominance. Making a comprehensive surveillance architecture a national priority would also focus US spending precedence on only one aspect of space control (possibly postponing and/or halting development of space-based weapons as a cost offset), thereby ensuring unity of effort toward a common goal.
