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Strategy Sheet

This is the first version of a port security affirmative.  The plan implements GAO recommended reforms for the procedures surrounding the awarding and follow up of a program called “The Port Security Grant Program.”  The Port Security Grant Program (PSGP) is a part of FEMA and awards grants to ports and localities for infrastructure improvements surrounding port security.  The plan does not increase funding for that program.  The solvency evidence indicates that the current process for awarding grants is inadequate and has left as much as $400 million on the table for current grants, therefore, reforming that process alone will result in more money being paid out for transportation infrastructure investment.  Another option for this program (although not included in wave one of the file) would be to stop cuts coming in the status quo for the PSGP.  The SMART Ports Act which is being debated in Congress as we speak would cut the FY2013 budget for the program from $400 million to $250 million.  Those cuts are imminent.  

The 1AC advantages are Terrorism and the Economy.  Both have multiple internal links.  You can pick and choose which scenarios and internal links you would like to read.  You also have the option of adding impacts to some of the internal links that are here (trade and oil, for example).   Be aware that both advantages impact to the economy, you can tweak this by adding in the oil or trade stuff to the economy argument.  There is some nuance here between trade/jobs and supply chain disruption.  Use it to your advantage.

The politics debate is good both ways.  Tea Party Republicans would like to cut the program in their effort to decrease the deficit.  Senators Susan Collin and Joseph Lieberman (the GOP and Dem ranking members of the Senate Committee on Homeland Security and both support the plan).

The states CP and privatization CP are vulnerable to the permutation evidence.  PSPG grants are one of the few grants the federal government requires the recipient to partially fund so they are cooperatively implemented now.  The better counterplan is to allow the cuts to the grant program to occur and either increase other measures (de Rugy evidence in the negative).  If and when the program is cut, reforming while keeping the cuts would be most strategic.  We’ll be looking at that for wave II.

Of the add-ons that are included the Organized Crime add-on is best against a privatization CP as a solvency argument.  The invasive species argument is pretty solid.  The China Coop add-on is not ready and needs a substantial amount of work.

1AC Plan

The United States federal government should continue to fund the Port Security Grant Program at $400 million for fiscal year 2013 and implement the Government Accountability Office’s recommendations for risk management assessment for the Port Security Grant Program

1AC Inherency

Current risk model for Port Security Grants needs to be reformed to more adequately reflect infrastructure

GAO 2011 (“PORT SECURITY GRANT PROGRAM: Risk Model, Grant Management, and Effectiveness Measures Could Be Strengthened” United States Government Accountability Office 11/11 <http://www.gao.gov/products/GAO-12-47> 6/22/12)

Although FEMA has taken the first step towards improving how port vulnerability is measured in the PSGP risk model, further improvements are needed to ensure that the vulnerability score for a specific port is responsive to changes in security that may occur in that port—such as the implementation of new security measures. The fiscal year 2011 vulnerability index does not provide a mechanism to account for how new security measures—such as the installation of cameras or the provision of additional training to security officials —affect a port’s vulnerability, even if those security measures were funded using PSGP grant dollars. This limitation is due to the fact that the data elements within the vulnerability index are counts of activities, which recognize the number of activities that may occur—such as how many ferry passengers board a ferry—but do not account for the protective actions taken to secure them. For example, if a port installed security cameras throughout a ferry system to monitor vessel or ferry passenger activity, one would expect to reduce the ferry system’s vulnerability to attack. However, because the “ferry passenger” data element within the model’s vulnerability index is simply a count of passengers utilizing the ferry system and is not a reflection of the security measures in place to protect the ferry system, the new camera system would not reduce the port’s vulnerability score as calculated by the risk model. Thus, with this type of measure, in this example, a port could only reduce its vulnerability score by reducing the number of passengers utilizing the ferry system. The model’s robustness is thereby limited because activity counts do not reflect improvements made to port security. It is important to note that some security improvements may be captured by the inclusion of the Coast Guard’s Maritime Security Risk Analysis Model (MSRAM) results in the PSGP risk model.27 The MSRAM data— which are updated annually—provide information to the model on the percentage of national high-risk assets that reside within each port. However, MSRAM does not account for all types of security improvements because it is an asset-based model that assesses improvements to individual port assets such as a ferry terminal or a chemical plant. As such, MSRAM is not designed, for example, to evaluate security projects that may affect multiple assets in a port. The National Infrastructure Protection Plan states that when measuring vulnerability, one should describe all protective measures in place and how they reduce vulnerability. FEMA officials reported that capturing data on all security improvements would be challenging due to the need to collect and validate data for all ports included in the PSGP risk model. However, FEMA officials acknowledged the importance of incorporating completed security projects as part of the vulnerability component of the risk model and stated that FEMA will continue to refine its vulnerability assessments. Without accounting for the reductions in vulnerability achieved through new security measures implemented in a port, including those funded through the PSGP, the robustness of the risk model may be limited and not accurately reflect the relative risk of port areas throughout the nation. Instead, the risk model would likely continue to recognize the same ports as the highest risk, regardless of the security improvements made in those ports. In addition, by not accounting for security improvements resulting from PSGP grants, the security benefits of the PSGP are also not recognized. Incorporating completed security projects into the vulnerability component of the risk model could help increase its robustness and more accurately direct allocations to the highest risk port areas. 

Port security grants used for infrastructure underfunded

Page 07  Economics Editor at CQ - Roll Call Group Editorial Director [Paul, “Halfway to Port Security,” Web, 5/21/07, - The Journal of Commerce at UBM Global Trade, Proquest  6/19/12]

The Department of Homeland Security got maritime security about half right this year, according to port officials. DHS awarded some $202.3 million in port security grants as part of a $445 million program to harden the nation's infrastructure against terror attacks, money that will go to things such as video cameras at port terminals and communications systems for urban bus systems. But the American Association of Port Authorities says the money is far below the funding called for in the SAFE Port Act of 2006 and falls short of growing needs, including the "extraordinary costs" of the Transportation Worker Identification Card program. "We believe a stronger federal partnership is necessary to help our public ports balance the pressure of competing priorities, such as infrastructure development, environmental initiatives, access improvements and promoting economic growth," said Kurt Nagle, president and CEO of the AAPA. "Both the administration and Congress acknowledged this fact in approving the SAFE Port Act legislation last year, which authorizes $400 million a year for port facility grants." "It's important that the FY'08 spending bill provide the full $400 million for the Port Security Grant program to help ports pay to install TWIC card readers and other terrorism prevention programs at their facilities."

1AC: Econ

Advantage ___ is the Economy, we’ll isolate 2 internal links 

First is jobs - Investments in port security have been catalysts for job creation and economic prosperity—facilitate commerce and contribute to local, regional, and national economic growth

PR Newswire 2011 (American Association of Port Authorities, “10 Years After 9/11, Security Still a Top Priority of U.S. Ports” 6/19/12 Lexis 6/19/12)

Since 9/11, the Port Security Grant Program has received about $2.6 billion in funding for 11 rounds of grant awards. AAPA commends Congress and the Administration for these allocations and will continue to recommend the federal government commit $400 million a year for a separate and dedicated program to help port facilities enhance their physical security. The association supports a risk-based evaluation process that allows all facilities that are required to meet MTSA regulations to apply. "Clearly, America's ports have become much more secure since 9/11. In addition to guarding against cargo theft, drug smuggling, human trafficking and stowaways, ports and their law enforcement partners have added the protection of people and facilities from terrorism to their security plate," remarked Mr. Nagle. "There's no question that more investments in security equipment, infrastructure, technology, personnel and training will be needed. All parties-the ports, terminal operators, the various government agencies, and the Administration and Congress-must do their part in undertaking and funding these enhancements. Only by continuing to make port security a top priority will America's seaports be able to continue serving their vital functions as trade gateways, catalysts for job creation and economic prosperity, and important partners in our national defense." The American Association of Port Authorities was founded in 1912 and today represents about 150 of the leading public port authorities in the United States, Canada, Latin America and the Caribbean. In addition, the Association represents some 250 sustaining and associate members, firms and individuals with an interest in the seaports of the Western Hemisphere. AAPA port members are public entities mandated by law to serve public purposes. Port authorities facilitate waterborne commerce and contribute to local, regional and national economic growth.

Second- the US economy relies heavily on maritime trade it accounts for 25% of US GDP

Fritelli ‘5 – Transportation Analyst [John F. Fritelli, CRS Report for Congress Port and Maritime Security: Background and Issues for Congress –May 27th 2005 http://www.fas.org/sgp/crs/homesec/RL31733.pdf Access Date - 6/22/2012]
Ships are the primary mode of transportation for world trade. Ships carry approximately 80% of world trade by volume.12 The United States is the world’s leading maritime trading nation, accounting for nearly 20% (measured in tons) of the annual world ocean-borne overseas trade. Ships carry more than 95% of the nation’s non-North American trade by weight and 75% by value. Trade now accounts for 25% of U.S. Gross Domestic Product (GDP), up from 11% in 1970. Over the next two decades, the total volume of domestic and international trade is expected to double. Given the importance of maritime trade to the U.S. and world economies, disruptions to that trade can have immediate and significant economic impacts.13 By one estimate, the cost to the U.S. economy of port closures on the West Coast due to a labor- management dispute was approximately $1 billion per day for the first five days, rising sharply thereafter.14 The container shipping system is designed for speed and efficiency. Transportation services are a critical component of the global, low-inventory (i.e., just-in-time) distribution model that many manufacturers have adopted. Most industries in the United States use some imported components from overseas suppliers. By bringing parts to a plant just before they are needed for assembly, manufacturers can save money on warehouse space and inventory carrying costs. Transport efficiencies permit warehouse requirements to be minimized. Lean inventories in turn have contributed to business productivity. From 1980 to 2000, according to one study, business logistics costs dropped from 16.1% of U.S. GDP to 10.1%.15 Given the dependence of the United States and the global economy on a highly efficient maritime transportation system, many experts acknowledge that slowing the flow of trade to inspect all inbound containers, or at least a statistically significant random selection would be “economically intolerable.”16 Supply chain analysts are concerned that increased security-related delay at seaports could threaten the efficiency gains achieved in inventory management over the past two decades by forcing companies to hold larger inventories. Enhanced security has benefits as well as costs. Many experts see economic benefits to tighter control over maritime commerce. Resources put towards seaport security can also reduce cargo theft, narcotic and migrant smuggling, trade law violations, the accidental introduction of invasive species, and the cost of cargo insurance. Improved planning for responding to a terrorist attack at a seaport could also improve responses to other emergencies, such as natural disasters or transportation accidents. New technologies intended to convert the sea container into a “smart box,” such as electronic seals, sensors, or tracking devices, could also improve shipment integrity, help carriers improve their equipment utilization, and help cargo owners track their shipments. In response to the terrorist threat, the CBP has accelerated development of its new information management system, the Automated Commercial Environment (ACE). This system will assist CBP in evaluating cargo manifest information for high risk shipments but will also speed the customs filing process for U.S. importers.

Risk of a double-dip now – low jobs numbers mean the US is vulnerable to shocks

Gongloff 6/8  chief financial writer at The Huffington Post. He was previously a reporter, editor and blogger at The Wall Street Journal and CNN/Money [Mark “Jobs Report puts world on recession watch.  Huffington Post http://www.huffingtonpost.com/2012/06/01/jobs-report-recession_n_1563002.html Accessed 6/25]
Get ready: The ugly May jobs report will revive talk of another recession. Don't believe it. Yet. The "R" word got dropped all over Twitter within minutes of the news that the economy had added just 69,000 jobs in May and that the unemployment rate had risen to 8.2 percent. Famed economic Cassandra Nouriel Roubini did his thing, tweeting: "From anemic sub-par growth to stall speed to double-dip recession? It is possible and 2013 looks worse with a serious fiscal cliff and drag." Pedro Da Costa of Reuters tweeted simply: "I'll say it: recession." Lakshman Achuthan, of the Economic Cycle Research Institute, who has been calling for a recession for several months now and saying we will know by the end of June whether we are in one or not, was traveling and not available to comment. But we can guess that he is not exactly backing down from his recession call today, after reiterating it twice in just the past month. Financial markets appear to be on recession watch already. The Dow Jones Industrial Average tumbled more than 200 points on Friday, giving up all of its gains for the year. It has shed nearly 9 percent since the start of May. Crude-oil prices are down 24 percent since February. The bond market is essentially warning of the End Of Days, with 10-year Treasury yields tumbling below 1.5 percent for the first time in recorded history. In a note to clients after the report was released, Dan Greenhaus, chief global strategist at New York brokerage firm BTIG, said the news was bad enough to make him consider reviving a recession warning he made last October. But in an interview with The Huffington Post, Greenhaus said he wasn't on full recession alert just yet. "My belief is that part of this is weather related," he said. "But I'm growing increasingly worried here." The recent slowdown in job growth, Greenhaus and other economists said, could be payback for freakishly warm winter weather, when hiring may have been stronger than usual. There's also a theory out there that the deep financial crisis in 2008 may have messed up seasonal adjustments for economic data in recent years, making winters look stronger than they really are and springs look weaker. And the job report wasn't that bad, taken in context, Greenhaus noted. Nonfarm payroll jobs have grown by an average of 165,000 per month in the first five months of 2012, down only slightly from an average of 176,000 per month in the first five months of 2011. Though unemployment rose in May, the household survey that produces the unemployment rate showed that 442,000 people got jobs last month. Unemployment rose simply because the labor force grew more than the number of employed people -- also possibly a positive sign. Remember how everybody freaked out last month when the labor force shrank and pulled unemployment lower in April? Maybe we should take heart that the opposite happened in May. Meanwhile, other key economic numbers released on Friday were not as scary. The Institute for Supply Management said its manufacturing index for May fell only slightly, to 53.5 from 54.8. Anything over 50 indicates expansion in the sector. All of the recessions since 1973 have begun when the ISM index was below 50, and only 2 of the 11 recessions since 1948 have begun with the ISM over 50. In other words, May's ISM reading of 53.5 suggests that we are not in a recession. "The recession case still looks flimsy to us," Michael Darda, chief economist at research and trading firm MKM Partners, said in a note. "Jobless claims are hanging in there, and the [ISM index] for May showed solid internals." And as for recessions, they don't just up and happen. Economies typically must be shocked into recession. Last year the global economy suffered a series of shocks, including the Japanese earthquake and nuclear crisis, the U.S. credit-rating downgrade and the ongoing European debt crisis, and the U.S. still managed to avoid a recession. That said, growth is clearly slowing around the world. The European debt crisis is nearing a potentially messy endgame, affecting financial markets and business confidence. It also seems to be dragging down China, one of the world's fastest-growing economies. At the same time, the other fast-growing emerging markets of India and Brazil are slowing down, as is Japan. The U.S. may not be in a recession, but much of the rest of the world may soon be. And the U.S. is growing too slowly, which leaves it vulnerable to shocks. "This is the beginning of the slowdown, which we expect to translate to only 1.0% GDP growth" by the fourth quarter, Bank of America Merrill Lynch economist Michelle Meyer wrote on Friday. One percent GDP growth may not exactly qualify as a full-on recession, but it makes a recession more likely, particularly with the "fiscal cliff" of tax increases and spending cuts approaching at the end of the year. This means we may be on recession watch for the foreseeable future -- or at least until the next jobs report.

Causes global escalatory conflicts
Harris and Burrows April 2009 [Mathew J. counselor in the National Intelligence Council (NIC), PhD in European History from Cambridge University Jennifer a member of the NIC’s Long Range Analysis Unit “Revisiting the Future: Geopolitical Effects of the Financial Crisis” http://www.twq.com/09april/docs/09apr_Burrows.pdf]

Of course, the report encompasses more than economics and indeed believes the future is likely to be the result of a number of intersecting and interlocking forces. With so many possible permutations of outcomes, each with ample opportunity for unintended consequences, there is a growing sense of insecurity. Even so, history may be more instructive than ever. While we continue to believe that the Great Depression is not likely to be repeated, the lessons to be drawn from that period include the harmful effects on fledgling democracies and multiethnic societies (think Central Europe in 1920s and 1930s) and on the sustainability of multilateral institutions (think League of Nations in the same period). There is no reason to think that this would not be true in the twenty-first as much as in the twentieth century. For that reason, the ways in which the potential for greater conflict could grow would seem to be even more apt in a constantly volatile economic environment as they would be if change would be steadier. In surveying those risks, the report stressed the likelihood that terrorism and nonproliferation will remain priorities even as resource issues move up on the international agenda. Terrorism’s appeal will decline if economic growth continues in the Middle East and youth unemployment is reduced. For those terrorist groups that remain active in 2025, however, the diffusion of technologies and scientific knowledge will place some of the world’s most dangerous capabilities within their reach. Terrorist groups in 2025 will likely be a combination of descendants of long established groupsinheriting organizational structures, command and control processes, and training procedures necessary to conduct sophisticated attacksand newly emergent collections of the angry and disenfranchised that become self-radicalized, particularly in the absence of economic outlets that would become narrower in an economic downturn. The most dangerous casualty of any economically-induced drawdown of U.S. military presence would almost certainly be the Middle East. Although Iran’s acquisition of nuclear weapons is not inevitable, worries about a nuclear-armed Iran could lead states in the region to develop new security arrangements with external powers, acquire additional weapons, and consider pursuing their own nuclear ambitions. It is not clear that the type of stable deterrent relationship that existed between the great powers for most of the Cold War would emerge naturally in the Middle East with a nuclear Iran. Episodes of low intensity conflict and terrorism taking place under a nuclear umbrella could lead to an unintended escalation and broader conflict if clear red lines between those states involved are not well established. The close proximity of potential nuclear rivals combined with underdeveloped surveillance capabilities and mobile dual-capable Iranian missile systems also will produce inherent difficulties in achieving reliable indications and warning of an impending nuclear attack. The lack of strategic depth in neighboring states like Israel, short warning and missile flight times, and uncertainty of Iranian intentions may place more focus on preemption rather than defense, potentially leading to escalating crises Types of conflict that the world continues to experience, such as over resources, could reemerge, particularly if protectionism grows and there is a resort to neo-mercantilist practices. Perceptions of renewed energy scarcity will drive countries to take actions to assure their future access to energy supplies. In the worst case, this could result in interstate conflicts if government leaders deem assured access to energy resources, for example, to be essential for maintaining domestic stability and the survival of their regime. Even actions short of war, however, will have important geopolitical implications. Maritime security concerns are providing a rationale for naval buildups and modernization efforts, such as China’s and India’s development of blue water naval capabilities. If the fiscal stimulus focus for these countries indeed turns inward, one of the most obvious funding targets may be military. Buildup of regional naval capabilities could lead to increased tensions, rivalries, and counterbalancing moves, but it also will create opportunities for multinational cooperation in protecting critical sea lanes. With water also becoming scarcer in Asia and the Middle East, cooperation to manage changing water resources is likely to be increasingly difficult both within and between states in a more dog-eat-dog world. 

Not investing in Port infrastructure greatly cripples to global economy

American Association of Port Authorities 6-18 AAPA today represents 160 of the leading seaport authorities in the United States and more than 300 sustaining and associate members and firms— (Aaron Ellis, Lack of parallel state & federal investment in intermodal connections hamper job creation, efficiency benefits, 6-18-2012, Access date: 6-23-12, http://www.aapa-ports.org/Press/PRdetail.cfm?itemnumber=18583)

Mr. Nagle added that, despite substantial investments by port authorities and their private-sector business partners, inadequate infrastructure connecting ports to landside transportation networks and water-side shipping lanes often creates bottlenecks, resulting in congestion, productivity losses and a global economic disadvantage for America.  “These congestion issues and productivity losses have the potential to stymie America’s ability to compete internationally and to create and sustain jobs,” he said.

Port Security is Key to Jobs— and as Trade increases so do Jobs.

American Association of Port Authorities 6-18 AAPA today represents 160 of the leading seaport authorities in the United States and more than 300 sustaining and associate members and firms— (Aaron Ellis, Lack of parallel state & federal investment in intermodal connections hamper job creation, efficiency benefits, 6-18-2012, Access date: 6-23-12, http://www.aapa-ports.org/Press/PRdetail.cfm?itemnumber=18583)

 “Infrastructure investments in America’s ports and their intermodal connections – both on the land and waterside – are in our nation’s best interest because they provide opportunities to bolster our economic and employment recovery, help sustain long term prosperity, and pay annual dividends through the generation of more than $200 billion in federal, state and local tax revenue and more than $22 billion in Customs duties,” said Kurt Nagle, AAPA president and CEO. “From a jobs standpoint, America’s seaports support the employment of more than 13 million U.S. workers and create 15,000 domestic jobs for every $1 billion in manufactured goods that U.S. businesses export.” According to economist John C. Martin, Ph.D., president of Lancaster, Pa.-based Martin Associates, U.S. Bureau of Economic Analysis formulas show that investing $46 billion in infrastructure at U.S. ports creates more than 500,000 direct, indirect and induced domestic jobs, accounting for more than 1 billion person-hours of work. “Those are really significant job numbers,” emphasized Dr. Martin. “From a dollars-and-cents perspective, it’s hard to over-emphasize the value of investing in ports, particularly when you factor in how much these investments help lower the cost of imports and make our exports more competitive overseas.”

1AC: Terrorism 

Advantage ___ is Terrorism we’ll isolate two impacts, first is the supply chain -

Ports remains a good target for terrorists- lack of security and trade

Flynn 11- Vice President at a global maritime security company (Stuart Flynn is Vice President at global maritime security services provider SecureWest International; Written February 4, 2011, Accessed June 20, 2012; Port Technology International; “Next Generation Port Security” http://www.porttechnology.org/im-ages/uploads/technical_papers/PT40-25.pdf)

As time has elapsed, this security spotlight has fallen sharply on the maritime sector (through which the vast majority of the world trade mentioned above is moved). The result has been the exposure of a series of weak points in the industry, some of which are ripe for exploitation by various groups including terrorists. Whatever the chosen method is, two facts stand out. Firstly, there is no doubt that ports present attractive targets for potential attacks. Human costs aside, a terrorist attack that shuts down a major port would do significant harm to national economies. Secondly, security at ports is vital as a first line of defense. Yet port security remains weak in many countries, having had comparatively little financial support in the post 9/11 years. Even in the U.S., port security has been described by Dr. Stephen Flynn, Snr Fellow for National Security Studies at the Council for Foreign Relations, as ‘grossly under funded’, with some major U.S. ports receiving over the past six years roughly what has been spent every 2.5 hours in the Iraq war.

A successful attack on a port would impact global shipping, international trade, and the global economy
GAO 2011 (“PORT SECURITY GRANT PROGRAM: Risk Model, Grant Management, and Effectiveness Measures Could Be Strengthened” United States Government Accountability Office 11/11 <http://www.gao.gov/products/GAO-12-47> 6/22/12)

Since the terrorist attacks of September 11, 2001, the nation’s ports have been viewed as potential targets of attack for many reasons. According to the Department of Homeland Security (DHS), ports, waterways, and vessels are part of an economic engine handling more than $700 billion in merchandise annually, and an attack on this system could have a widespread impact on global shipping, international trade, and the global economy.1 Additionally, ports often are not only gateways for the movement of goods, but also industrial hubs and close to population centers, presenting additional opportunities for terrorists intending to harm U.S. interests. They are also potential conduits for weapons prepared elsewhere and concealed in cargo designed to move quickly to many locations beyond the ports themselves. Further, cruise ships, tankers, and cargo ships present potentially desirable terrorist targets given the potential for loss of life, environmental damage, or disruption of commerce. Balancing security concerns with the need to facilitate the free flow of people and commerce remains an ongoing challenge for the public and private sectors alike. 

It’s only a matter of time – the effects would ripple through the economy causing global supply disruptions

The Providence Journal 2006 (“Neglecting port security puts U.S. in economic peril” Providence Journal/Evening Bulletin 9/24/06 ProQuest 6/20/12)

Now, five years after al-Qaida took down the World Trade Center, security gaps at 361 ports on U.S. coasts remain the biggest holes in the country's safety net. Plans to fill those holes have been bogged down in a yearlong squabble in Congress. The debate has broken down into bipartisan bickering over which party, the Democratic or the Republican, will keep you safer and who's to blame for blocking progress. Meanwhile, the ports stay porous. "It's just a question of time before terrorists with potentially more destructive weapons breach the superficial security measures that have been put in place to protect the ports, the ships and the millions of intermodal containers that link global producers to consumers," Stephen Flynn, a former White House official and terrorism expert, told Congress. Flynn, and other experts and researchers from around the world, will discuss port security tomorrow and Tuesday at the first international conference on port security and marine transportation, which will be held at the University of Rhode Island. One of the focuses will be the effect a terrorist attack on a U.S. port would have on world trade and the U.S. economy. "The global supply chain requires security at every step of the way," said Thomas Grigalunas, a co-chairman of the conference and a URI professor of natural-resource economics. He said the complex network of ports, trade routes and shipping companies connects suppliers from around the world with consumers of goods from Wal-Mart, General Motors, CVS and others. Annually, U.S. ports handle 2 billion tons of cargo, with 7,500 commercial vessels unloading 7 million cargo containers making 51,000 annual calls. There are 400,000 port workers who in 2003 handled $807 billion worth of goods. That system is linked to ports worldwide because the United States is the world's largest importer and exporter, accounting for 20 percent of all ocean-borne trade. Even a small disruption at U.S. ports would ripple through the economy. A tragedy would be devastating. Remember when Hurricane Katrina closed the Port of New Orleans and cargo ships, oil tankers and trailer trucks were bottled up, disrupting the shipment of goods worldwide? Despite those concerns, only a fraction of the big-box cargo containers that move through U.S. ports get fully inspected. Port security authorities have limited staffs and budgets to coordinate strategy and credential port workers. Ten days ago, the U.S. Senate finally passed a bill that authorizes $5.5 billion for port security over six years. There's money for 1,000 customs and border officers and radiation detectors for 22 larger ports. There are new procedures to encourage shippers and ports worldwide to improve guarding containers against stowaway weapons. The House has passed a similar bill. The differences have to be ironed out and President Bush has to sign the legislation before changes can be made. As the ports wait for resources to tighten the security net, the evidence gets stronger that al-Qaida attacked the World Trade Center for three reasons: to kill Americans, to take down a symbol of Western capitalism and culture, and to disrupt the financial center of the world's economy. The terrorists plan more attacks. Economic disruption remains one of their goals. New York is the major port on the East Coast and supplies most of the goods that fuel New England's economy. Rhode Island's ports at Quonset/Davisville, where cars and fish are unloaded, and Providence, where oil, natural gas, diesel fuel, jet fuel and other materials are shipped and stored, are not major players in the region's or U.S. economy. But remember this: Lightning or static electricity last summer is believed to have sparked a huge fire at the port in Providence, severely damaging a pier and disrupting fuel deliveries. Think of what a targeted, manmade tragedy could do.

In addition to the economic implication of ports effective recovery action and consequence management exercises in the event of a problem are key to solve economic shutdown

Kaufman and Taylor March 27 09—Attorney and Director of Research [(Pat  is also a freelance writer with more than 10 years of experience in legal writing and editing Bruce is at the Police Executive Research Forum (PERF) in Washington, D.C. He has more than 15 years of experience in research and survey design, randomized field experiments, and program evaluation).”Protecting America's Ports” National institute of Justice March 27, 2009 http://www.nij.gov/journals/262/protecting-americas-ports.htmaccess 6/19/12]

Cut for the importance of recovery – we can find something else that talks about how to solve it. Recovery is a vitally important issue, because billions of dollars’ worth of cargo pass through the U.S. port system on a daily basis. Delays in reopening port facilities could result in dramatic, long-term economic (and other) consequences on a national and international scale.[9] Compared to the other four areas, the research team did not observe many promising practices in the area of recovery. This is unfortunate because effective recovery actions would go a long way toward preserving life, property, the environment, and social, economic and political structures, as well as restoring order and essential services for those who live and work in the maritime domain. One promising practice observed at two ports was the adoption of a consequence-management approach, which addresses ways to alleviate the short- and long-term physical, socioeconomic and psychological effects of a catastrophe.[10] Consequence-management exercises demand that seaport personnel and stakeholders consider essential issues in advance, such as when the port would reopen, which cargo would get priority, how passengers should be handled and what are the long- and short-term economic impacts of a complete shutdown.

A disruption in the global supply chain would have severe economic impacts—vital to commerce and security globally

Federal Information and News Dispatch 2012 (“Miller: SMART Port Security Act to Combat Threats Before They Reach Our Shores” Congressional Documents and Publications, 3/22/2012 ProQuest 6/19/2012)

WASHINGTON - U.S. Representative Candice Miller (MI-10), Chairman of the Homeland Security Subcommittee on Border and Maritime Security, today introduced the Securing Maritime Activities through Risk-based Targeting for Port Security Act (SMART Port Security Act) in the U.S. House of Representatives. Miller's bipartisan bill seeks to improve and update our maritime and port security. Miller said: “More than 11 million cargo containers arrive in America's ports every year which present the potential for dangerous materials to be smuggled into our country through the supply chain. Port and maritime security are becoming increasingly essential components of a total national security plan. We are faced with the fact that if there is a major disruption at one of the nation's ports, especially a terrorist attack, the resulting potential effects will cause a crippling of the global supply chain and cause severe economic damage to the nation. "Recognizing the growing threat to the global supply chain, I introduced this legislation to improve and update our laws governing our ports by enhancing security measures overseas before threats reach our shores, to foster a collaborative environment between Customs and Border Protection and the U.S. Coast Guard in sharing port security duties, and to leverage the maritime security work of our trusted allies. Our nation's maritime borders are equally important as our southern and northern borders and each one is vital to our global commerce and our national security. In an era of tight budgetary times, we must ensure that we are making the best use of limited tax-payer dollars. My legislation seeks to guard against these threats in a risk-based, coordinated way that enhances the programs in place to protect our maritime borders."
A disruption in the global supply chain via an attack on U.S. ports would have a massive effect—international trade is 30% of U.S. economy

Giermanski 2012- former Air Force colonel, special agent in the Air Force Office of Special Investigations, former FBI agent, worked with Customs and Border Protection on drug intelligence development (Jim, Laura Hains- retired CBP/US Customs supervisor and law enforcement officer, President of Hammerhead Security Solutions LLC, former maritime security specialist at Cubic Applications Inc., chairwoman of the Supply Chain & Transportation Security Council at ASIS International, security consultant at Halcrow “Supply Chain Security and DHS Oversight” Homeland Security Today 6/5/12 <http://www.hstoday.us/blogs/guest-commentaries/blog/supply-chain-security-and-dhs-oversight/55079ca7058f8f48ad6ba50411635596.html> 6/20/12)

Securing the global supply chain system is integral to securing both the lives of people around the world and to maintaining the stability of the global economy. We must work to strengthen the security, efficiency and resilience of this critical system. Supply chains must be able to operate effectively in a secure and efficient fashion in a time of crisis, be able to recover quickly from disruptions, and continue to facilitate international trade and travel. In her April 25, 2012 testimony before a Senate Committee on the Judiciary hearing on oversight of the Department of Homeland Security (DHS), DHS Secretary Janet Napolitano structured her testimony to cover: •Preventing terrorism and enhancing security; •Securing and managing our borders; •Enforcing and administering our immigration laws; and •Safeguarding and securing cyberspace. Assuming that “securing the global supply chain system is integral to securing both the lives of people around the world, an maintaining the stability of the global economy,” Napolitano said little on global supply chain security that reflected accurate or complete information in view of its enormity and importance. In 2010 (the latest year of data available), the statistics of waterborne container trade by customs ports revealed that almost 28 million twenty-foot equivalent units (TEUs) passed through our water ports. By weight measurement in thousands of short tons, one can see that 76 percent of international trade for the United States passes through water ports, alone. Truck and rail constitute 21 percent, while air cargo constitutes only one-half of one percent. Government agencies, research entities and consultants confirm the role and importance of seaports and their value to our economy. Their value may have best been expressed by Bethann Rooney, the manager of ports security for the Port Authority of New York and New Jersey, in 2005. Rooney said 95 percent of the international goods that come into the country come in through our nation’s 361 ports. Twelve percent of that volume is handled in the Port of New York and New Jersey alone, the third largest port in the country. The port generates 229,000 jobs and $10 billion in wages throughout the region. Additionally, the port contributes $2.1 billion to state and local tax revenues and $24.4 billion to the US gross domestic product. Cargo handled at the port serves 80 million people -- or 35 percent of the entire US population. In 2004, the port handled over 5,200 ship calls, 4.478 million TEUs (which is approximately 7,300 containers each day), 728,720 autos and 80.6 million tons of general cargo. Today, international trade accounts for 30 percent of the US economy. Consequently, it’s easy to see how a terrorist incident in our nation’s ports or along the cargo supply chain would have a devastating effect on our country and its economy. Indeed, given the size and magnitude of use of containers and trailers to carry weapons of mass destruction (WMD) through our sensitive and vulnerable port system, the supply chain is the single most important and potentially devastating vulnerability to a terrorist attack. Meanwhile, the vulnerability is increased by the lack of appropriate training that’s given to Customs and Border Protection (CBP) in the supply chain arena. In 2012, CBP admitted that there could be a serious vulnerability within the US in-bond cargo program regarding the contents, access and whereabouts of in-bond cargo shipments.

Economic Downturn Leads to World War III

Kerpen, 2008, President of American Commitment [Phil, president of American Commitment, From Panic to Depression?, October 28 2008, http://www.philkerpen.com/?q=node/1, June 25 2012]
It’s important that we avoid all these policy errors — not just for the sake of our prosperity, but for our survival. The Great Depression, after all, didn’t end until the advent of World War II, the most destructive war in the history of the planet. In a world of nuclear and biological weapons and non-state terrorist organizations that breed on poverty and despair, another global economic breakdown of such extended duration would risk armed conflicts on an even greater scale.

The Second scenario is nuclear terrorism - Ports are key to national security – terrorists are targeting them. Container screening is inadequate, and terrorists could either smuggle in WMD or use ships as weapons

Nincic, 2009 [Sea Lane Security and U.S. MaritimeTrade: Chokepoints as Scarce Resources by Donna J. Nincic Professor and Director of the ABS School of Maritime Policy and Management at the California Maritime Academy, California State University and worked at the US Department of Defense kms1.isn.ethz.ch]
In the post-September 11 world, three forms of maritime terrorism are of particular concern: an attack on an individual ship, the hijacking of a ship carrying dangerous materials, and the use of a ship as a weapon to attack port or land facilities. Terrorist attacks on ships—passenger, commercial, and military—are not new. From the hijacking of the Portuguese-flagged passenger vessel Santa Maria in 1961, to the 1985 hijacking of the Achille Lauro,73 to the 2000 attack on the USS Cole,74 attacks on individual vessels have been cause for increased concern. Since the September 11 attacks, this concern has increased. Iran and Libya are reported to have provided diver and underwater training to terrorist groups based in the Middle East.75 Other terrorist groups also have developed a maritime attack capability. The Sri Lankan Tamil Sea Tigers, for example, have conducted multiple maritime terrorist attacks. Two of the most recent of these attacks occurred in October 2001 when a Tamil Tiger suicide boat hit the oil tanker MV Silk Pride off northern Sri Lanka, setting the ship on fire76 and in October 2002 when a suspected al Qaeda suicide boat detonated alongside the French tanker Limburg off Yemen. The Philippine-based Abu Sayyang group has also committed a number of terrorist attacks at sea. In the future, cruise ships are expected to be particularly vulnerable to maritime terrorism. One of the greatest concerns regarding maritime terrorism stems from the transport of nuclear material at sea. Twenty-two countries possess or control a worldwide estimated total of 1,000 metric tons of separated plutonium in various forms for use in both military and civilian applications.77 The strategic value of plutonium gives rise to fear that nuclear terrorists might hijack ships carrying nuclear materials. Such ships could be used for blackmail, where terrorists threaten to blow up the ship unless their demands are met. An example of this concern occurred in the mid-1980s.78 Japan, due to its lack of oil and other energy resources, has relied increasingly on nuclear energy for its energy needs. Much of the plutonium for its reactors comes from Europe and is transited by ship. In 1984, the United States and environmental groups expressed great concern when an unescorted Japanese cargo vessel carrying 253 kilograms of reprocessed plutonium applied for a permit to transit the Panama Canal; passage was approved only after provision was made for armed naval escort. A 1988 bilateral agreement now requires Japan to get approval from the U.S. Government for any plan to transfer reprocessed plutonium from Europe. A future concern is that ships will be used as weapons against port or land facilities. Either ships will be used for the transit of hazardous material that could be transmitted into a country or they will themselves be used as weapons against ports or harbors. Regarding the former, much has been made of the fact that only some two percent of all containers entering the United States on ships are currently inspected.79 While no current evidence of culpability exists, these containers could be used to transmit anything from anthrax or other biological agents to chemical agents into the United States or into any other nation. The use of a ship as a weapon, in the manner of the World Trade Center and Pentagon attacks, is a troubling scenario. While this has never occurred, accidents or near-accidents in certain parts of the world suggest how devastating a purposeful attack could be. For example, if a ship carrying liquid petroleum gas were to explode in the Turkish Straits, scientists estimate the impact would be the same as an 11.0 earthquake on the Richter scale:“it will threaten the whole of Istanbul like an atomic bomb, and it can also reach 50 kilometers in diameter." Maritime security experts say that any one of the tens of thousands of containers entering U.S. ports on a daily basis could conceal “a weapon of mass destruction aimed at the heart of America.”82 Of particular concern are tankers loaded with liquefied natural gas or a nuclear device hidden on a container ship. In the wake of the September 11 attacks, Boston Mayor Thomas Menino asked a U.S. Federal court to ban liquefied natural gas tankers from the city’s port, saying there was no adequate plan to cope with any explosion.83 A nuclear device need not be particularly sophisticated: Clifford Beal, editor of Jane’s Defence Weekly, said that enriched uranium wrapped around a conventional explosive could be used “to deadly effect.”84

Ports are vulnerable to “trojan horse” boats that have been captured by terrorists

Flynn 11- Vice President at a global maritime security company (Stuart Flynn is Vice President at global maritime security services provider SecureWest International; Written February 4, 2011, Accessed June 20, 2012; Port Technology International; “Next Generation Port Security” http://www.porttechnology.org/images/uploads/technical_papers/PT40-25.pdf)

Firstly, it is imperative to look at the threats. We have established that ports in general lack the security cover they deserve and that they are vulnerable, but what form exactly does that threat take? Yes, containers do present a clear target for terror organizations but quantifying exactly what is and where the main threat to ports will come from is a much more complicated matter, and directing the majority of the security funding budgets towards container security initiatives in turn leaves other areas of port security (such as port surveillance) starved of vital financial backing. So, does the strongest threat come from within the port via containers, or from external terror forces using mines and small boats? The latter is certainly there for all to see. Across the world’s seas, the practical and financial benefits brought by small boat attacks on shipping and maritime facilities (be they suicide missions or rocket attacks) remain an attractive proposition to militants and pirate groups. Once taking control of a vessel, it is often held to ransom but could also be turned into a ‘Trojan horse’ and taken into a port. For some port authorities, the biggest terrorist threat is the risk posed to the logistical system rather than an attack on the port’s infrastructure itself. In other words, the port was more likely to be used by terrorist organizations to help attacks elsewhere than by being directly attacked itself. 

Nuclear terrorism causes extinction – there are no diplomatic checks on terrorist organizations

Sid-Ahmed 4 (Mohamed Sid-Ahmed; former member of the Political Bureau of the Communist Party of Egypt, leading member of the National Progressive Unionist Party, and leading journalist for Al-Ahmar; Accessed June 25, 2012; http://weekly.ahram.org.eg/2004/705/op5.htm; Written August 26, 2004; “Extinction!”)

The advent of the nuclear age, which began when America dropped two atom bombs on Hiroshima and Nagazaki just before the end of World War II, introduced an altogether new dimension to the arms race worldwide. In fact, it changed the very notion of warfare as the realisation set in that humankind now had the means to turn the planet into a wasteland incapable of sustaining life. For the first time in its long history, the human race was at risk of extinction not through an act of nature but by its own hand. At the same time, however, the emergence of a new world order in the aftermath of the war served to prevent the risk from materialising even as it lent impetus to a deadly arms-race of the summit of the global community. The post-war world had become sharply polarised along ideological lines between a capitalist pole led by the United States and a communist pole led by the Soviet Union. As each sought to assert its supremacy over the other, the world was held hostage by an arms race between two camps capable of exterminating the inhabitants of the planet not once but several times over. Although one of the two poles developed a greater overkill capability than the other, this hardly mattered. After all, you can only die once. Thus despite this discrepancy the two poles enjoyed a kind of parity which prevented the Cold War between them from hotting up into an armed conflict. Mutual deterrence or, more precisely, mutual neutralisation, proved to be the most effective way of preventing the outbreak of what would have been the third, and probably final, world war. With the collapse of the Soviet Union, the bipolar world order that had prevailed since the end of World War II came to an end. America, with its military and economic pre-eminence over all other nations combined, was now the sole remaining superpower, without any constraints on its freedom of manouevre. This created an imbalance in the world system and tempted the US administration to pursue its own agenda without regard to considerations of international law, state sovereignty or international public opinion. To give its exercise of brute force a semblance of legality, it came up with its doctrine of pre-emptive wars, like the one it launched against Iraq. It is becoming increasingly clear that the onset of a unipolar world system has made the world more dangerous place, not the opposite. The most critical moment was the one when the Soviet Union collapsed and fragmented into a number of independent republics. The lack of a central authority in a vast nation with massive arsenals of nuclear and other weapons of mass destruction raised the nightmare prospect of those weapons falling into the hands of irresponsible parties who would not hesitate to use them. Despite the acute contradiction on which it was based, the bipolar world order was an international system in which nations could be in a state of conflict but where they were also members of the United Nations, related to each other via agreements, accords, treaties, etc.. that is, through a system of mutual obligations, which restricted, to one extent or another, their freedom of action. The disappearance of the Soviet Union left the field clear not only to the United States at the summit of the global community but to the forces of international terrorism at its base. These forces are waging a war on the international system unbound by any constraints. It is a war waged by "irresponsible" groups who do not expose themselves to the accountability of the world system, nor to transparency in any form. That is why terrorism is so difficult to cast light on and can represent a greater danger than wars waged by regular armies. During the Cold War, the overkill capabilities developed by the superpowers allowed them to use deterrence as a device to prevent nuclear conflagration; there was a tacit agreement between them that while they could, and did, engage in brinkmanship by threatening to use their weapons of mass destruction, they would desist from actually doing so. In the absence of any kind of parity between the protagonists in today`s shadowy war on terror, mutual deterrence has been replaced by a process of pre-emption that incites the enemy to take anticipatory measures. The devastating attack of 11 September 2001, which claimed nearly 3,000 victims, is a case in point. What provoked the attack? Why that particular type of anticipatory blow? Is there an explanation for the sequence of events that began with raids against two US embassies in Africa, followed by the attack on an American destroyer close to Aden and climaxed with 9/11? It was a practice run for an even more devastating attack involving nuclear weapons. But if Osama Bin Laden was in possession of nuclear weapons at the time, why did he choose to go for an intricate plan entailing the hijacking of four passenger planes, tight synchronisation and split-second timing? Surely triggering a nuclear device would have been easier. Settling for the low-tech alternative of turning planes into missiles indicates that Bin Laden was not then in possession of nuclear weapons. Actually, the idea of linking terrorism to prohibited weapons of mass destruction came from Bush, not from the terrorists themselves, and was aimed at establishing some sort of link between Iraq and terrorism to legitimise his war against Saddam Hussein. We have reached a point in human history where the phenomenon of terrorism has to be completely uprooted, not through persecution and oppression, but by removing the reasons that make particular sections of the world population resort to terrorism. This means that fundamental changes must be brought to the world system itself. The phenomenon of terrorism is even more dangerous than is generally believed. We are in for surprises no less serious than 9/11 and with far more devastating consequences. A nuclear attack by terrorists will be much more critical than Hiroshima and Nagazaki, even if -- and this is far from certain -- the weapons used are less harmful than those used then, Japan, at the time, with no knowledge of nuclear technology, had no choice but to capitulate. Today, the technology is a secret for nobody. So far, except for the two bombs dropped on Japan, nuclear weapons have been used only to threaten. Now we are at a stage where they can be detonated. This completely changes the rules of the game. We have reached a point where anticipatory measures can determine the course of events. Allegations of a terrorist connection can be used to justify anticipatory measures, including the invasion of a sovereign state like Iraq. As it turned out, these allegations, as well as the allegation that Saddam was harbouring WMD, proved to be unfounded. What would be the consequences of a nuclear attack by terrorists? Even if it fails, it would further exacerbate the negative features of the new and frightening world in which we are now living. Societies would close in on themselves, police measures would be stepped up at the expense of human rights, tensions between civilisations and religions would rise and ethnic conflicts would proliferate. It would also speed up the arms race and develop the awareness that a different type of world order is imperative if humankind is to survive. But the still more critical scenario is if the attack succeeds. This could lead to a third world war, from which no one will emerge victorious. Unlike a conventional war which ends when one side triumphs over another, this war will be without winners and losers. When nuclear pollution infects the whole planet, we will all be losers.

Increased funding for port security needs solves terrorism

Erera 26 May 03 Co-Director, SCL Center for Global Transportation (Alan Associate Professor Cost of Security for Sea Cargo Transport National University of Singapore and the Georgia Institute of Technology 26 May 2003 http://www.tliap.nus.edu.sg/tliap/research_whitepapers/security_cost_report.pdf) 6/19/12)

In order to address the funding needs for improved port security, the U.S. Congress appropriated $93.3 million for port security grants in December 2001. We remark that the concomitant requests for funding totaled almost $700 million, highlighting to some extent the need for significant security investments. We further remark that ports had already invested millions for security related enhancements prompted by the September 11 attacks and are now planning to invest hundreds of millions more for security enhancements such as additional security personnel, gate and entry controls, surveillance systems, lighting, X-ray equipment, fencing, and radiation detection equipment. In this section, we list possible security costs that are incurred at ports. Since ports vary in size and types of cargo processed, security enhancement needs at ports will also vary. Thus, not all of the listed costs will necessarily be incurred at every port. 

Plan: The United States federal government should continue to fund the Port Security Grant Program at $400 million for fiscal year 2013 and implement the Government Accountability Office’s recommendations for risk management assessment for the Port Security Grant Program 

1AC: Solvency

Port Security Grant Program is the only major grant program for ports-allocated by Congress

American Enterprise Institute, 2005 [Veronique de Rugy, Is Port Security Spending Making Us Safer, September 7, 2005, http://directory.cip.management.dal.ca/publications/Is%20Port%20Security%20Spending%20Making%20Us%20Safer.pdf, June 22, 2012]

The Port Security Grant Program is the only major direct grant program for ports. Its purpose is to improve physical and operational security. Congress allocated $150 million out of which $140.4 will be distributed in September 2005. But the program has received over $706 million through FY2005. Part of the port security funds will also be spent to protect the U.S. against the admission of WMD materials for use inside the country. In FY2006, an estimated $500 million will be spent on that mission in ports at home and abroad. Parallel to DHS’s efforts, the federal government—mainly through the Department of Defense and the Department of Energy—will spend an estimated $1.2 billion on nuclear threat reduction. The $150 million grant program represents 0.3 percent of the $50 billion budget for homeland security related activities in FY2005 budget. Overall, port security spending represents 4.2 percent of total homeland security spending, which is a small amount compared to the $4.7 billion—9.4 percent—directed to airport security. It is also less than what DHS spends on first responder grants to state and local governments.

GAO reforms solve resource limitations and delays
GAO 2011 (“PORT SECURITY GRANT PROGRAM: Risk Model, Grant Management, and Effectiveness Measures Could Be Strengthened” United States Government Accountability Office 11/11 <http://www.gao.gov/products/GAO-12-47> 6/22/12)

Port areas have unique characteristics—they are centers of commerce, hubs of transportation, and often close to major population centers. These characteristics result in specific vulnerabilities that must be addressed to avoid the human or economic losses that would result from a terrorist attack. The Port Security Grant Program (PSGP)—administered by FEMA and supported with subject matter expertise from the Coast Guard—is one tool DHS uses to protect critical maritime infrastructure from these risks. Risk management has been endorsed by the federal government to help direct finite resources to areas of greatest risk and grant programs have provided substantial resources toward this effort. We found that PSGP allocations were highly correlated to risk for the grant years we examined and DHS has taken steps to strengthen the PSGP risk allocation model by improving the quality and precision of the data inputs. However, additional efforts—such as accounting for how new security measures affect port vulnerability and using the most precise data available in the risk model—could further strengthen the model and build upon the progress made. While the allocation process has been riskbased, FEMA has faced significant challenges administering the grant program. For example, FEMA awarded nearly $1.7 billion in port security grants for fiscal years 2006 through 2010; however, draw down levels for the PSGP are low—with about one-quarter of fiscal year 2006 through 2010 grant monies drawn down as of September 2011. While FEMA may not consider draw down levels to be an accurate measure of progress made in improving port security, this measure has become the de facto yardstick for assessing progress in securing our ports because no other measures exist. Additionally, about a quarter of the awarded funding remains unavailable due to delays in using grant funds, challenges with the cost-match and associated waiver process, and challenges that grantees have had complying with postaward requirements. As a result, about $400 million in awarded grant funding remains unavailable to grantees for port security projects. FEMA has taken steps to improve the availability of funds and has developed internal performance measures to begin evaluating its administration of the grant program. However, FEMA has not evaluated the effectiveness of the program because it does not have measures to track progress towards achieving program goals. To establish a more accurate measurement of grant effectiveness, FEMA should expedite its efforts to implement performance measures for the PSGP. Initial steps have been taken to develop performance measures for the PSGP, but the time frame for implementing them is unclear. Without a plan, there is little assurance that these measures will be implemented in a timely way to assess the program’s effectiveness in ensuring that critical port infrastructure is protected. 

Risk management principles are key—funding allocation and Port Security Grant Program eligibility

GAO 2011 (“PORT SECURITY GRANT PROGRAM: Risk Model, Grant Management, and Effectiveness Measures Could Be Strengthened” United States Government Accountability Office 11/11 <http://www.gao.gov/products/GAO-12-47> 6/22/12)

In recent years, we, the Congress, the President, the Secretary of Practices Associated with Homeland Security, and others have endorsed risk management as a way to direct finite resources to areas that are most at risk of terrorist attack. Risk management is a continuous process that includes the assessment of threats, vulnerabilities, and consequences to determine what actions should be taken to reduce one or more of these elements of risk. One way in which DHS has applied risk management principles to the PSGP is through the use of a risk model to assess the relative risk posed to ports throughout the nation and to help determine PSGP eligibility and funding levels. The PSGP risk methodology is similar to the methodology used to determine funding eligibility for other DHS state and local grant programs. The model consists of three variables: threat (the relative likelihood of an attack occurring), vulnerability (the relative exposure to an attack), and consequence (the relative expected impact of an attack). Data for each of these variables are collected from offices and components throughout DHS, as well as from other data sources, and then, using the model, each port is ranked against one another and assigned a relative risk score. At the recommendation of the Coast Guard, DHS considers some ports as a single cluster—known as a port area—due to geographic proximity, shared risk, and a common waterway. Based on risk, each port area is placed into one of three funding groups— Group I, Group II, or Group III.11 Ports not identified in Group I, II, or III are eligible to apply for funding as part of the “All Other Port Areas” Group.12 Figure 2 below shows the location of port areas for groups I and II—the two highest risk groups that receive the bulk of grant funding. 

And the USFG is key - states require the federal government for effective port upgrades because of interstate competition and a failure to share solutions

Puentes 11 – Director of Metropolitan Policy at Brookings(Robert Puentes, Senior Fellow and director of Metropolitan Policy at Brookings, former director of infrastructure at the intelligent transportation society of America, masters degree in urban planning, May 23, 2011 “Move It: How the U.S. Can Improve Transportation Policy”; http://www.brookings.edu-/research/opinions/2011/05/23transportation-policy-puentes; Brookings, Accessed June 19 2012)

The country needs to become more export-oriented for the future health of the economy. But right now there's no way to make sure that the nation's ports, border crossings and roadways are set up to accomplish that goal. For one thing, there's far too little attention paid to making sure that traffic at border crossings moves swiftly. Our crossings into Mexico and Canada are routinely clogged, interrupting the flow of trade. Consider the challenges facing Detroit—part of the largest binational trading corridor on the planet, linking the U.S. and Canadian auto industries and other sectors with highly integrated, transport-dependent, "just in time" supply chains and their smaller, more frequent shipments. Canada is our nation's largest trading partner, and Detroit's Ambassador Bridge is the No. 1 border point for commerce between the two countries. It's a crucial corridor—but there are relatively few border crossings because of the Great Lakes. So traffic piles up at bridges and tunnels, with freight competing with passenger cars to get through tightened security checkpoints. Trucks also clog the roads of Detroit as they shuttle freight between ports and large distribution centers and warehouses. The export problem isn't just a matter of insufficient infrastructure. States and cities routinely compete against one another for shipping activity instead of coming up with joint efforts that might benefit all the terminals in the region. Without an overall strategy, there's a duplication of efforts and a duplication of subsidies that hurts the economy, given scarce resources. Collaboration is needed—between the federal government, states, metro areas, freight industry and shippers. We need to come up with a comprehensive plan that identifies the best ways to help the flow of freight. The plan might identify the most important corridors for freight, for instance, and then target investments to improve safety, relieve bottlenecks and provide better access to ports. That might mean new roads leading to ports or, in some instances, truck-only lanes on existing roads. Similarly, the U.S., Canada, and Mexico should also come together to study infrastructure needs at the land borders and along the corridors that link the two borders together. For now, some states are coming up with innovative solutions on their own—solutions that could and should become widespread under a national transportation policy. Back in Detroit, for instance, the national governments of the U.S. and Canada, along with lawmakers in Michigan and Ontario, are trying to build a new bridge across the Detroit River to help keep trade flowing—a plan that's awaiting final legislative approval. Meanwhile, the World Trade Bridge in Laredo, Texas, has introduced tags for electronic toll collection to speed traffic and reduce wait times. Then, of course, there's the issue of competition between ports for shipping business. One way to ease that problem: Tell states their ports won't get any federal aid unless they work with their neighbors to boost business in the whole region. And those agreements need to be carefully structured and policed to make sure they don't collapse—which happens all too easily. Consider the current mess involving Jasper Ocean Terminal on the Savannah River, the border between South Carolina and Georgia. In 2007, the two states agreed to develop the terminal together, and create a special entity to own and operate it. That's good. But what came later wasn't. After the governors who signed the deal left office, the terminal became a point of contention between the states. What happened? Georgia decided it wanted to deepen another one of its own harbors, a move that South Carolina sees as a challenge to its own facilities. So, South Carolina has stopped funding the Jasper facility unless the Georgia dredging plan is scrapped. Now, I ask you: How does any of this help get us closer to our national goals?
***Inherency***

Inherency—PSGP Funding low 
Funding is being allocated inefficiently—while ports are vital to national security, their funding is either unspent, cut, or forgotten

Wallman 11 [Brittany, “Wasserman Schultz Blasts Port Security Budget Cuts,” Web, 3/8/11, South Florida Sentinel, Proquest, 6/20/12]

"1.4 billion dollars remains ready for us, unspent, in protecting America's ports," a statement from his Washington, D.C., office says. "This means the Obama Administration has failed to allocate $1.4 billion into port security. That, along with the fact that Congressional Democrats failed to pass a budget last year, should be our focus, and should be of major concern for the American people." Democratic Congresswoman Debbie Wasserman Schultz blasted Republicans' proposed 2011 budget Monday, saying one of the many cuts would crimp security at Port Everglades and in ports across the country. Wasserman Schultz, D-Weston, said a two-thirds slicing of the national Port Security Grant Program would translate to a loss of $1.5 million for Port Everglades. Those grants are not used for day-to-day security, but pay for new projects and technology. Standing in the port in front of a foreign cargo ship, with heavy trucks roaring by, she said "a tight web of security" at the nation's ports is essential to the safety of the community, and also to the economy. Since the Sept. 11, 2001, terrorist attacks, Port Everglades security has been beefed up substantially. "Why would we go backwards?" she asked. Broward Sheriff Al Lamberti, a Republican, joined her, saying the port is Broward County's economic engine, and that "if the port fails, the country fails."

Inefficient and slow grants and cost-share programs make current security ineffective

PR Newswire 2011 (American Association of Port Authorities, “10 Years After 9/11, Security Still a Top Priority of U.S. Ports” Lexis 6/19/12)

In the decade since Sept. 11, 2001, America's seaports and the federal government have joined forces to make major gains in fortifying and hardening port facilities against intruder attack. Since then, public port authorities have made terrorism detection and prevention one of their top priorities. With the combined efforts of port authorities and initiatives of federal agencies within the FBI and Department of Homeland Security (DHS), including the U.S. Coast Guard, Customs and Border Protection (CBP), Transportation Security Administration (TSA), Federal Emergency Management Agency (FEMA), Immigration and Customs Enforcement and the Domestic Nuclear Protection Office, ports are significantly safer now than prior to 9/11. "For centuries, seaports have been a vital part of this nation's transportation infrastructure, and safe, secure seaport facilities are critical to protecting our borders and moving goods," said Kurt Nagle, American Association of Port Authorities' president and CEO. "Regrettably, the more than 50 percent funding level cut recommended for FEMA's State and Local Program grants, which includes the Port Security Grant Program, could impact the current security capabilities of many U.S. ports as well as hamper their ability to carry out their five-year port protection plans." He added, "With the death of Bin Laden, critical infrastructure facilities, such as ports, are being asked to be extra vigilant to protect against retaliatory terrorist attacks. In addition to making continued enhancements, the Port Security Grant Program helps pay for maintaining and replacing our current security assets at ports." Security Improvements Significant, But Costs High The comprehensive Maritime Transportation Security Act Port Act of 2006 changed the way ports handle cargo and passenger movements. To implement the security measures in this legislation, America's ports and their terminal operators have invested billions of dollars into security personnel and training, enhancements to perimeter security, access control and credentialing systems, interoperable communications technology, and waterside security such as patrol boats, vessel tracking and underwater threat detection systems. While federal Port Security Grant Program funds have helped pay for the sweeping security overhaul at U.S. ports, the grants oftentimes require ports to pay a 25 percent "cost-share," pay 100 percent of their security program operations, management and policing personnel expenses (representing the highest ongoing cost for security at most ports), and limit infrastructure construction costs to 10 percent of the grant total. Furthermore, in addition to the huge funding cuts proposed for fiscal 2012 and beyond, the lumping of port grant funds with other State and Local Program grants-such those for first responders, urban areas and transit systems-will likely result in even less funding for port security. Although insufficient security grant funding is a chief concern among ports, there is also a significant concern about the time delay between when DHS announces grant awards and when it completes all reviews and gives grantees authority to begin their security improvements. Consequently, AAPA has urged DHS to streamline their processes and get funding out more quickly.

PSGP funding cuts coming now – Congress and DHS

AAPA ’12 [American Association of Port Authorities “Maritime Security” March 2012 http://aapa.files.cms-plus.com/Maritime%20Security%202012.pdf – Access Date 6.24.2012]

The Port Security Grant program continues to be a very valuable program for ports, which serve as partners with the Department of Homeland Security (DHS) to harden security at U.S. ports and protect our homeland. Funding/Eligibility – AAPA urges Congress to con-tinue to authorize and appropriate $400 million for the program. AAPA is concerned that last year’s drastic cuts to state homeland security grants, including the port security grant program, will threaten the ability of our nation to maintain our current capacity or expand it. For FY 2012, Congress combined all grants, cut them by 40 percent and gave DHS the authority to determine the final funding level. DHS subsequently cut the Port Security Grants further by decreasing the level of funding by 59 percent from last year’s funding level. It is currently at a level that is less than 75 percent of the authorized amount. DHS is also considering a move to merge all grant programs into one program to fund all critical infrastructure segments and transfer distribution to the states, a move which AAPA strongly opposes. Port Security is a federal responsibility and it should remain at the federal level. AAPA priorities are: 1) Ensure that all ports should continue to be eligible for these grants to avoid a soft underbelly that leaves this country vulnerable to terrorist threats. 2) Grant funding for Port Security should be a separate line item and controlled at the federal level. 3) Port Security funding should be at the authorized level of $400 million. Cost-share Waiver – The 25 percent cost-share for public agencies is a significant economic disincentive to make security enhancements and implement re-gional maritime security plans. In these tight economic times, the cost-share is an even greater problem as ports are cutting back in all areas to address economic shortfalls. The Port Security Grant program is one of the few DHS grant programs that requires a cost-share. Transit grants and state homeland security grants, for example, are exempt from cost-share requirements. For DHS-granted waivers, the focus should be on speeding up the decisionmaking process by delegating to FEMA the authority to make cost-share waivers. 

Inherency—PSGP data inadequate

Antiquated data systems make the grant process even more inefficient—reforms are needed
GAO 2011 (“PORT SECURITY GRANT PROGRAM: Risk Model, Grant Management, and Effectiveness Measures Could Be Strengthened” United States Government Accountability Office 11/11 <http://www.gao.gov/products/GAO-12-47> 6/22/12)

According to FEMA officials, the delays caused by inefficient review processes have been amplified by FEMA’s reliance on an antiquated data management system. As we reported in our June 2009 report on the Transit Security Grant Program, FEMA did not have a mechanism for systematically collecting data on the status of individual grant projects through the review process.48 For example, although FEMA has systems to track the financial information related to its grants programs, these systems did not allow FEMA to track the status of grant reviews, such as EHP reviews. According to FEMA, the data management system used to manage the Transit Security Grant Program is also used to manage the PSGP and no changes have been made to the system since our 2009 report. As such, GPD officials reported that each PSGP program analyst maintained separate spreadsheets that tracked the grants for which they were responsible. Using numerous data systems and spreadsheets resulted in inefficiencies and, in some cases, lost data, as program analysts had to search across systems for information or were reliant on systems––such as the Homeland Security Information Network––that lost application information.49 The overall result was a data system that did not provide information in a timely manner and that could not be used effectively to manage the grant lifecycle. 

Inherency—PSGS Waiver Process Slow

The cost-share waiver process is slow and inefficient—reforms are needed

GAO 2011 (“PORT SECURITY GRANT PROGRAM: Risk Model, Grant Management, and Effectiveness Measures Could Be Strengthened” United States Government Accountability Office 11/11 <http://www.gao.gov/products/GAO-12-47> 6/22/12)

Fiduciary agents reported that the lengthy cost-share waiver process— used by applicants seeking an exemption from the required cost-share— further exacerbated the impact of the cost-share requirement under the PSGP. Grant applicants unable to meet the cost-share requirement are eligible to apply for a waiver. The waiver approval process requires 22 steps—which include approval by leadership within FEMA’s GPD, approval by FEMA’s Administrator, and finally, approval by the Secretary of Homeland Security.41 According to statute, the Secretary can grant a waiver of the cost-share requirement if she determines that a proposed project is meritorious but cannot be undertaken without additional federal support.42 However, 5 of the 11 fiduciary agents we interviewed told us that they had concerns with the cost-waiver request process—including with the length of time required for a decision. For example, one fiduciary agent—who oversaw a cost-waiver application that took about 7 months to be approved—told us that the cost-waiver request process was timeconsuming and confusing. According to FEMA officials, an unknown portion of this 7-month approval process was spent ensuring that the fiduciary agent had submitted all of the required documentation and thus, the actual approval time once the request was finalized was less than 7 months. The cost-share requirement was waived for all applicants under the ARRA, fiscal year 2010, and fiscal year 2011 grant cycles. However, grant applicants may continue to submit cost-share waiver requests for new projects to be funded under the fiscal year 2007 supplemental, fiscal year 2008, and fiscal year 2009 grant cycles—which were cost-share years—if money in their port area remains unused from those years. As shown earlier in table 8, about $110 million in PSGP funds awarded to Group I port areas from fiscal year 2007 through 2009—years in which the cost-share was required—remains unused. As port areas solicit projects for these unused funds, some applicants may submit cost-share waiver requests as well. For example, one fiduciary agent from a Group 1 port area reported that her port area recently completed the field-review process to identify projects to fund using their unused fiscal year 2009 grant monies. As a result, the port area submitted 10 projects to FEMA for approval in October 2011, of which 8 projects include a cost-share waiver request. Although FEMA has taken steps to improve the cost-waiver process, it continues to be lengthy and additional efforts may help expedite these reviews. In July 2009, FEMA issued an information bulletin to clarify the process that grantees should follow when submitting cost-share waiver requests.43 Since the issuance of this information bulletin, FEMA has received a total of 31 cost-share waiver requests—of which, 22 were approved.44 In November 2009, following a Fiduciary Agent Workshop, FEMA released written responses to questions posed at the workshop. In this document, FEMA stated that a decision on a waiver request could be expected approximately 30 days after all documentation was provided to FEMA in accordance with the process outlined in the July 2009 information bulletin. However, according to FEMA records, for cost-share waivers reviewed since December 2009 DHS took—on average—126 days to approve a request once all of the required information had been received. Approval time lines ranged between 55 days and 268 days for these waiver requests. Of the 126 days, on average, it took 74 days from the date requests were considered complete to achieve approval by GPD’s leadership. It took an additional 52 days, on average, to complete the remaining 11 steps of the waiver process—including approval at the Administrator of FEMA level and the Secretary of Homeland Security level. According to DHS, due diligence requires both component and department level clearances, including secretarial clearance, in order to responsibly award funding. This process ensures that PSGP projects meet program goals and objectives. However, FEMA records show that no approval recommendations from GPD leadership were overturned as a result of the additional 52 days, on average, of required review. Further, only 1 of the 31 waiver requests submitted since the July 2009 information bulletin was issued has been denied—and it was denied at the GPD level. Standards for Internal Control in the Federal Government state that “pertinent information should be identified, captured, and distributed in a form and time frame that permits people to perform their duties efficiently.”45 FEMA officials told us that FEMA has taken internal actions to improve the review process such as meeting with other key offices involved in the waiver process in the spring of 2011 to discuss and standardize information requirements for the waiver package. FEMA officials reported that they believe that this effort has helped improve some aspects of the process, but further action may be required to streamline the process. Additionally, fiduciary agents remain wary of the cost-waiver request process. For example, one fiduciary agent told us that its field review team—including the COTP—would be unlikely to recommend a project for funding if that project relies on a cost-share waiver. Another fiduciary agent told us that there is little interest in the fiscal year 2009 funds due in part to the lengthy waiver review process. Without a more efficient review process, certain grant applicants that cannot fund the cost-match requirement may not receive grant funds to implement their projects, or may not even apply for funds. Evaluating the waiver review process could help to ensure that the process is completed in a timely manner. 

Inherency – PSGP doesn’t solve b/c of Risk Assessment

Port Security Grants don’t solve – wrong focus and lack of risk assessment 

De Rugy 2005 PhD in Economics and Senior Fellow at the Mercatus Denter at George Mason University [Veronique de Rugy, “Is Port Security Spending Making Us Safer”, September 7, 2005, http://directory.cip.management.dal.ca/publications/Is%20Port%20Security%20Spending%20Making%20Us%20Safer.pdf June 22, 2012]

In FY2006, President Bush requested a budget of $2.03 billion for port security out of a $50 billion budget for homeland security activities government wide. However, on homeland security issue, the important question is not how much money is spent but rather whether the money is allocated toward the most cost-effective programs. In other words, is America getting the maximum level of benefit in exchange for the spending? This paper reviews some homeland security port programs. First, it takes a look at the economics of port security spending. Second, it examines how the federal government, mainly through DHS, responds to the two main terrorist threats faced by ports: (1) direct threats on the ports themselves and (2) indirect threats via the transport of dangerous material through ports for use in terrorist plots elsewhere in the country. Third, it analyzes whether DHS is achieving its port security objectives and then whether this spending is conducive to improving port security and security in the United States. Finally, this paper will look whether this allocation demonstrates good prioritizing within homeland security This paper will show that port security spending appears to occur without risk and cost-benefit analysis, leading to large array of misallocated of spending. For instance, a close look reveals that within port security spending per se possibly less money is appropriated to the highest priorities such as preventing nuclear devices from blowing up in our ports than to nuclear detection on site (when it would already be too late). Also, much of the appropriated money is allocated to ineffective programs or low priority goals such as the Port Security Grant Program or Radiation Portal Monitors. But this prioritizing seems also to be lacking within Department of Homeland Security’s budget. Allocating money efficiently means that the money appropriated must be spent based on risk analysis. To be most effective, the money should first go to programs preventing devastating terrorist attacks, i.e., intelligence programs. And if experts are correct about the probability of a nuclear attack in our country then the federal government should make protection of stockpiles of fissile materials a priority. Within maritime security, funds should also fund the highest priorities first, like keeping nuclear weapons and terrorists outside of our ports. Finally, if funds are spent on ports to upgrade security then the money should go first and foremost to critical national ports and terminals—the areas of highest consequence with the greatest vulnerability to terrorist attack—rather than spending a little money in every port. Severely damaging one of these critical ports could not only cause injuries, death, and property damage, but could also disrupt the flow of basic goods into and out of the country. Spending a little money everywhere ensures that we protect nowhere adequately.

Inherency—PSGP General

Port Security Grants are ineffective now—they do not focus on key ports and need more money

Thibault et al, 2006—Marc Thibault is a researcher, Homeland Security Institute [Mary R Brooks is William A. Black Chair of Commerce, Dalhousie University, Mary Brooks was on a Fulbright Fellowship at George Mason University, Kenneth J Button is professor of public policy and director, Center for Transportation Policy and Logistics, George Mason University; George Mason Center for Infrastructure Protections and Homeland Security, The Response of the U.S. Maritime Industry to the New Container Security Initiatives, Transportation Journal, pgs. 5-15, Winter 2006, Proquest 6/19/12]

Establishment of maritime security funding mechanisms. The senior port officials and terminal security officers interviewed indicated that the U.S. government should establish a long-term maritime security funding mechanism. Most of the port individuals interviewed indicated that market conditions prevented them from passing on the costs of meeting the new maritime security requirements to their customers. Some of the officials suggested the U.S. government impose a user fee on all of the firms participating in container trade. They felt that the shipping industry was bearing the new security costs while the general public was receiving the security benefits. User fees would not only provide a dedicated maritime security-funding source, but it would also spread the cost more. Senior port officials and maritime terminal security officers also expressed concern over how the U.S. government disbursed its port security grants. They felt the U.S. government did not distribute the grants based on a port's vulnerabilities, as determined by risk analysis that accounted for the consequences of a terrorist attack. One port official, however, stated that it is important to increase the security at all ports. Therefore, the official recommended the U.S. government establish two categories for security grants: one for large ports and another for small ports.

Port Security Grant Program will become less effective, but it is key to Port Security.

Wanio 2012—Port Director and CEO, Tampa Port Authority, AAPA rep—(Richard Wanio, April 26, 2012, April 26, 2012 House Committee on Homeland Security’s Subcommittee on Emergency  Preparedness, Response and Communications Hearing “Ensuring the Efficiency, Effectiveness and Transparency of Homeland Security Grants (Part II), Access Date: 6/25/12, http://homeland.house.gov/sites/homeland.house.gov/files/Testimony-Wainio.pdf )

The plan to consolidate the Port Security Grant Program into one National Preparedness Grant Program ultimately administered by each individual state is extremely counterproductive. History has proven that interaction and oversight by the local U.S. Coast Guard Captain of the Port assured that funds were being distributed in a manner that best benefitted each geographic area. The U.S. Coast Guard has the training, expertise and systems in place to assess risk, threat and vulnerability; and apply this information to grant submissions. Through no fault of their own, most states do not possess this capability. Further, as state homeland grant funding diminishes, states might be tempted to stretch the intent of the port security grants to meet needs that may not be the most productive use of funds targeting the safety and security of the maritime transportation system. While we understand that DHS has developed some improvements to their original grants model for the National Preparedness Grant program, we believe Congress should determine the funding level for the Port Security Grant program, rather than DHS. This year, Congress allowed DHS to allocate the funds and the Port Security Grant program was decreased by 59 percent to one of the lowest funding levels on record ($97.5 million). These international maritime borders need to be a high priority. We are also concerned that Secretary Napolitano will only fund the highest risk ports. We must provide protection for all ports in order to avoid a soft underbelly of underprotected ports that terrorists could target.

Inherency—Generic

Current policies are contradictory and impossible for developing countries to meet

Laite 10—Georgetown University [Parker Stone, “Maritime Trade Security: Promoter of Terrorism?,” Thesis, 5/10, http://repository.library.georgetown.edu/bitstream/handle/10822/553351/laiteParker.pdf?sequence=1, 6/20/12]

The Heritage Foundation has also voiced its concern with the seemingly contradictory objectives of the U.S. National Security Strategy. On the one hand, the strategy calls for “encouraging economic development through free markets and free trade and enhancing the capacity of developing nations to compete in a global economy.”36 On the other hand, “the United States is also rightly promoting international security regimes designed to prevent terrorists from attacking or exploiting global trade networks.”37 Heritage points out that while meeting C-TPAT requirements many not be difficult for rich nations, they are for developing countries that lack adequate financing, developed infrastructure and healthy human capitol programs.38

Even though some progress has been made, there are still gaps in the system

Harrald 05 [John R, “Sea Trade and Security: an Assessment of the Post-9/11 Reaction,” Web, Fall 05, http://search.proquest.com.proxy.lib.umich.edu/pqrl/docview/220702986/1376BF5C74E6A8F9B1B/5?accountid=14667, 6/19/12]

Although Flynn and others have pointed out that investment in domestic security in general and maritime security in particular is still dwarfed by investment in conventional national security (i.e., defense) and aviation security, significant progress has been made in the four years since 11 September 2001.28 International and national actions have created a maritime security framework in this relatively short period of time and have reduced the risk that maritime trade will be used as a pathway for terror. However, significant gaps and unresolved conflicts remain. This section summarizes current and planned initiatives and discusses their intended impact.

Inherency—Scanning 

The current scanning program is inefficient and cannot protect ports

Terreri 09—World Trade [April, “The Current State of Port Security,” Web, 10/09, World Trade, Proquest, 6/20/12]

Radiation-portal scanning of incoming containers at the Port of NY & NJ is now at 99 percent. But Rooney is concerned about the monitors' limitations to detect certain materials. "We are also concerned that the scanning process doesn't happen until the container is moved to the outbound lane and ready to go over the road," she says. The average dwell time for a container at the port is five to seven days. "We don't want to have a potential threat sitting on our docks for seven days. We need to make this a business proposition by, for example, embedding radiation detection on the spreader bars of material handling equipment overseas so a container with a threat isn't loaded on a U.S.-bound ship.”

Inherency—CTPAT Fails

The current CTPAT program is not enough and has significant problems

Terreri 09—World Trade [April, “The Current State of Port Security,” Web, 10/09, World Trade, Proquest, 6/20/12]

On the other hand, Rooney feels shippers receive benefits for multiple trade routes when only a small percentage of [their affiliates] have actually been inspected, verified, and validated by CBP. "C-TPAT is a volunteer system based on trust with potential benefits from a score reduction. We are concerned about risk decisions being made on the entire supply chain of a shipper when only a small percentage of [those involved along that supply chain] have actually been verified and inspected," she says.Then there is the question of benefits promised under programs like C-TPAT. "One of these benefits should include speedier handling, but this has not materialized for many NAM members," reports Donnelly. "They haven't constructed enough green lanes at some land borders. This is a problem because companies invested in these additional costs to meet the standards for C-TPAT and comparable programs."

Inherency—Data and Security Inadequate

Current security measures and data inadequate to assess smuggling risk

Sadovaya, 2012—PhD Student (PhD Student at Nanyang Technological University” Maritime Security Requirements for Shipping Companies and Ports: Implementation, Importance and Effectiveness PDF May 27, 2012http://www.icms.polyu.edu.hk/ifspa2012/Papers/M05.pdf  6/19/12)

For the issue of effectiveness, interviewees were asked to indicate whether they found a specific security requirement effective in respect to security and other organizational performance. Security and other organizational performance were studied separately, to find out what other observed impacts of the implementation of security requirements were, apart from security improvement. For security matter, it is worth mentioning that some of the interviewed organizations consider security only as anti-piracy and anti-terrorism measures. It could be explained by the type of organizations. For example, security incidents such as pilferage or smuggling are not frequently observed onboard tankers. Besides, the possibility of the piracy or terrorist attacks is so small that some organizations do not have any statistics. Because of these facts, some interviewees could not give clear answer for the question about security improvement. However, they provided their evaluation of security effectiveness based on the crisis and incident exercises, conducted in their organization, as well as on the general company security culture. Among measures which were not considered as effective for security improvement, interviewees identified the following requirements: to install SSAS, IAS, to display SIN, to keep records of activities and CSR, and to obtain ISSC. However, all respondents agreed that the mentioned requirements can be useful for other purposes, such as post incident investigation, customs clearance, and navigation. Other requirements from the list were considered as effective. However, respondents admitted that some of them did not enhance security inside the organization but could help to improve public security, and they were implemented mostly because of their mandatory nature.

Cooperation between suppliers and importers gives a better assessment to securitize 

Weihao 12 Ph.D Candidate (Weihao Yin is at Virginia TechReserach Assistant at Virginia Tech A NEW FRAMEWORK FOR MARITIME SECURITY INSPECTION UNDER U.S. SECURITY PROTOCOLS 12 PDF http://www.trforum.org/forum/downloads/2012_22_Maritime_Security_Inspection.pdf)

When it comes to the problem of limited information source of current system, the targeting work should absorb information from various sources expanded to the whole supply chain. Willis, H.H. and D.S. Ortiz (2004) characterized the supply chain system according to unique properties of different layers, which are transaction layer, logistics layer and oversight layer. In a typical manufactured product-based business, parties of supply chain system are suppliers and sub-suppliers. This transaction layer connects participants to each other legally through 6 contracts, informationally through product specifications, financially through transaction records, and physically through the actual product or good. The logistics layer, or delivery system, physically moves the products from the point-of-origin to the point-of-consumption at the right time. The container transportation system is especially important when certain products or raw materials come overseas. However, moving a container through this container transport chain in itself is a complex process and involves many actors and stakeholders, thus making it difficult to assure that each link would be secure. These parties, as NCBFAA (2002) identified, include port authorities; government officials; administrators; terminal operators; stevedores; cargo handlers; inspectors; tallymen; surveyors; NVOCCs; container leasing companies; equipment repairers; shipping agents and employees; warehousemen; truckers; domestic carriers including railroads, manufacturers, suppliers, resellers, shippers, consolidators, freight forwarders, customs brokers, transportation intermediaries, delivery agents, and the like; and of course, international ocean carriers, i.e., container shipping companies. An oversight layer, consisting of customs organizations, law enforcement, and national and international bodies, oversees the contracting for and movement of goods. The parties of this layer may include: USCG (U.S. Coast Guard), who ensure maritime safety, FTC (Federal Trade Commission), who guarantees market-players’ compliance with trade law, and CBP, holding responsibility for port security. Additionally, the interaction between these three layers should also be noted. For example, a supplier may contract with a carrier to transport cargoes to its customers while in this process, the oversight layer sets the rules under which the lower layers operate. Figure 3 depicts their relationships. Figure 3 Interactions between the Various Layers of the Supply Chain (Willis and Ortiz, 2004) Despite its intricacy, also it is necessary to fully utilize the information of this complicated system. As was mentioned before, the ATS mainly depends on the manifest data which are usually insufficient in thoroughly assessing the vulnerability and threat level of containers. The whole supply chain should be taken into consideration before evaluating the threat level of a container. More specifically, information about the transport operators such as ocean carriers, logistics service providers (e.g., third-party logistics providers and freight 7 forwarders), and other actors such as suppliers and importers plus a set of documents involving the whole process should accompany the movement of containers from the point of origin to the point of destination should also be included in order to carry out a thorough and more accurate assessment. Although it is quite a daunting task to get specific data on suppliers and importers, it is believed that by doing so, a more accurate assessment of the threat level could be achieved. 

Inherency – Need to review procedures and data

Current US security measures need to be analyzed for effectiveness.

The Heritage Foundation, 2012 – The Heritage Foundation is a research and educational institution—a think tank—whose mission is to formulate and promote  public policies based on the principles of free enterprise, limited government, individual freedom, traditional American values, and a strong national defense. [Homeland Security: The Latest Research and Analysis,  FEBRUARY 24, 2012, http://thf_media.s3.amazonaws.com/2012/pdf/ib3515.pdf , Jun 20 2012]

In the wake of 9/11, the government undertook a number of initiatives to strengthen the security and resiliency of the supply chains that power the U.S. economy, safeguarding against both manmade and natural catastrophes. After a decade of experience in trying to keep the free flow of peoples, goods, services, and ideas moving in the face of terrorist threats, it is past time to reevaluate how effective these measures have been and how they can be improved. The Heritage Foundation has recently published a number of Issue Briefs analyzing the Obama Administration’s policies and congressional proposals on homeland security. These writings cover port security, the global supply chain, the Department of Homeland Security’s operations and grant programs. 

National Strategy for Global Supply Chain Security Falls Short.

The Heritage Foundation, 2012 – The Heritage Foundation is a research and educational institution—a think tank—whose mission is to formulate and promote  public policies based on the principles of free enterprise, limited government, individual freedom, traditional American values, and a strong national defense. [Homeland Security: The Latest Research and Analysis,  FEBRUARY 24, 2012, http://thf_media.s3.amazonaws.com/2012/pdf/ib3515.pdf , Jun 20 2012]

In January, the White House released its long-awaited National Strategy for Global Supply Chain Security. The six-page report, however, does little to lay out a comprehensive strategic plan for supply chain security, instead providing a basic vision for future planning and implementation.The supply chain involves more than commodities and their flow; it entails everything from research and design to materials and manufacturing to transport and delivery. Likewise, given the level of complexity, an adversary or threat can affect the integrity of the supply chain at any number of places along that process, making efforts to guard against all levels of threats all but impossible.

Inherency—Inspection measures inadequate

Current measures increase the risk of terrorism—little or no inspection of cargo

Associated Press 08 [“Investigators find gaps in port security program,” Web, 5/27/08, http://www.usatoday .com/news/washington/2008-05-27-ports-security_N.htm, 6/19/12]

WASHINGTON (AP) — A Department of Homeland Security program to strengthen port security has gaps that terrorists could exploit to smuggle weapons of mass destruction in cargo containers, congressional investigators have found. The report by the Government Accountability Office, being released Tuesday, assesses the Customs-Trade Partnership Against Terrorism (C-TPAT), a federal program established after the Sept. 11, 2001, attacks to deter a potential terrorist strike via cargo passing through 326 of the nation's airports, seaports and designated land borders. Under the program, roughly 8,000 importers, port authorities and air, sea and land carriers are granted benefits such as reduced scrutiny of their cargo. In exchange, the companies submit a security plan that must meet U.S. Customs and Border Protection's minimum standards and allow officials to verify their measures are being followed. A 2005 GAO report found many of the companies were receiving the reduced cargo scrutiny without the required full vetting by U.S. Customs, a division of DHS. The agency has since made some improvements, but the new report found that Customs officials still couldn't provide guarantees that companies were in compliance. "The bottom line is DHS has basically passed the buck on port security by allowing shipping companies to police themselves with almost no oversight," said Sen. Charles Schumer, D-N.Y. "By not lifting a finger to ensure these companies are doing what they say they are doing, DHS is yet again shirking its primary responsibility. So many years later, it is shocking that DHS still cannot get its act together."

Inherency—Funding – Generic

New security measures not fully funded in current budgets – funds low now

Thompson 11 Commander United States Coast Guard. (Laura is a Commander, United States Coast Guard http://edocs.nps.edu/npspubs/scholarly/theses/2011/September/11Sep_Thompson.pdf U.S. MARITIME SECURITY:  SUSTAINABILITY CHALLENGES September 2011 master thesis 6/23/12)

Similarly, the USCG FY12 budget includes requests for recapitalization and sustainment of surface and air assets (U.S. Department of Homeland Security, 2011, p. 73). Program reductions include the decommissioning of one 378-ft High Endurance Cutter and three 179-ft patrol coastal vessels. The Commandant’s testimony further explains the status of aging fleet of USCG cutters and aircraft, and the deterioration of the 22 USCG’s ability to execute maritime security missions without adequate funding for replacement and sustainment of maritime resources. The Commandant, Admiral Papp, also describes the USCG’s overarching budget priorities. • Rebuild the Coast Guard • Sustain Front-line Operations • Enhance Maritime Incident Prevention and Response • Support Military Families These budget priorities, especially the first two, emphasize the USCG’s need for maritime resources to insure sustainment of operations in the maritime domain. Finally, taking a step back to the strategic level, the overarching maritime security framework, established by the policies and responsibilities outlined in the Homeland Security Act of 2002, and the Maritime Transportation Security Act of 2002, do not link to the budget process at the department level to ensuring adequate funding is available for agencies responsible for executing the new policies or requirements. This disconnect, combined with the depressed economic conditions in 2012, emphasize the need for smart spending in terms of maritime resources. 

Security measures aren’t implemented because of lack of funding and misunderstanding of importance   

Sadovaya, 2012 PhD Student (PhD Student at Nanyang Technological University” Maritime Security Requirements for Shipping Companies and Ports: Implementation, Importance and Effectiveness PDF May 27, 2012 http://www.icms.polyu.edu.hk/ifspa2012/Papers/M05.pdf  6/19/12)

Based on the review of regulatory documents and other related literature, it is concluded that there are ten most often met categories of security requirements, namely, Physical security, Access control, Personnel security, Cargo security, Security training and awareness, Information and documentation security, Cooperation with authorities, Security of business partners, Crisis management and incident recovery, and Security assessment, response and improvement. In this study, to simplify the understanding of the information, ten categories were combined into four: 1. security onboard the ship and/or in port facility, that includes physical security, access control and cargo security; 2. personnel related security combines personnel security and security training and awareness; 3. cooperation with authorities regarding security issues, solely represented by the category of Cooperation with authorities; and 4. security of overall company management, which includes information and documentation security, security of business partners, crisis management and incident recovery, and security assessment, response and improvement. Table 2 provides a list of compulsory and voluntary security requirements for shipping companies and ports organized into four categories. Implementation, effectiveness and perceived importance of maritime security requirement Table 2 provides a comprehensive list of compulsory and voluntary maritime security requirements for shipping companies and ports. However, it is possible that not all of them are practically implemented. One of the reasons is the lack of resources needed for the implementation of those requirements, another is the misunderstanding of their importance. Not many studies have been conducted to verify the implementation of maritime security requirements. Gutiérrez et al. (2007) investigated which security measures were commonly implemented by BASC member companies, as well as cost and effectiveness of their implementation. It was found that the most often implemented voluntary security measures refer to human resource management, and the most effective measures are those of facility management and information management. Moreover, the question about implementation and effectiveness of some security measures was also touched in studies of Voss et al. (2009), Gutiérrez et al. (2007) and Thai (2007). While Gutiérrez et al. (2007) studied effectiveness only with respect to security improvement, Voss et al. (2009) and Thai (2007) also looked at it in regard to some other organizational performance. Besides, there are some studies on the effectiveness of different security regulations, such as US CSI and C-TPAT, conducted by government bodies. They include different studies of the US Government Accountability Office (2008a, 2008b). These studies are important for studying the effectiveness of the whole specific regulation or initiative. However, they did not investigate the effectiveness of any single security measure composing the regulation.

Inherency—Organization and Scale

Securing US ports complex – scale and organization

Kaufman and Taylor 09—Attorney and Director of Research (Pat is also a freelance writer with more than 10 years of experience in legal writing and editing Bruce is at the Police Executive Research Forum (PERF) in Washington, D.C. He has more than 15 years of experience in research and survey design, randomized field experiments, and program evaluation).”Protecting America's Ports” National institute of Justice March 27, 2009 http://www.nij.gov/journals/262/protecting-americas-ports.htmaccess 6/19/12)

Protecting America's ports against a terrorist threat is daunting because of the sheer size and sprawling nature of the U.S. maritime system and because the United States has no central port authority to oversee security. Approximately 8,000 ships with foreign flags make 51,000 calls on U.S. ports each year. Fully 95 percent of overseas commerce (and 100 percent of foreign oil) comes by ship.[2] In addition, more than 6.5 million passengers from cruise ships pass through the nation's ports each year, along with approximately 9 million cargo containers — about 26,000 cargo containers a day.[3] The complex structure of ports and the port authorities that govern them — including the variation in public and private ownership, the involvement of multiple governmental and private agencies, and the differences in levels and scopes of authority — makes securing U.S. ports a tremendously difficult task. 

Port security unorganized and inefficient  
Sadovaya, 2012—PhD Student (PhD Student at Nanyang Technological University” Maritime Security Requirements for Shipping Companies and Ports: Implementation, Importance and Effectiveness PDF  May 27, 2012 http://www.icms.polyu.edu.hk/ifspa2012/Papers/M05.pdf  6/19/12)

For the issue of effectiveness, interviewees were asked to indicate whether they found a specific security requirement effective in respect to security and other organizational performance. Security and other organizational performance were studied separately, to find out what other observed impacts of the implementation of security requirements were, apart from security improvement. For security matter, it is worth mentioning that some of the interviewed organizations consider security only as anti-piracy and anti-terrorism measures. It could be explained by the type of organizations. For example, security incidents such as pilferage or smuggling are not frequently observed onboard tankers. Besides, the possibility of the piracy or terrorist attacks is so small that some organizations do not have any statistics. Because of these facts, some interviewees could not give clear answer for the question about security improvement. However, they provided their evaluation of security effectiveness based on the crisis and incident exercises, conducted in their organization, as well as on the general company security culture. Among measures which were not considered as effective for security improvement, interviewees identified the following requirements: to install SSAS, IAS, to display SIN, to keep records of activities and CSR, and to obtain ISSC. However, all respondents agreed that the mentioned requirements can be useful for other purposes, such as post incident investigation, customs clearance, and navigation. Other requirements from the list were considered as effective. However, respondents admitted that some of them did not enhance security inside the organization but could help to improve public security, and they were implemented mostly because of their mandatory nature.

Inherency—Container Security (CSI) – Too slow

Manuel inspection of all flagged containers is slow and inefficient way of security 
Weihao 12 Ph.D Candidate (Weihao Yin is at Virginia TechReserach Assistant at Virginia Tech A NEW FRAMEWORK FOR MARITIME SECURITY INSPECTION UNDER U.S. SECURITY PROTOCOLS 12 PDF http://www.trforum.org/forum/downloads/2012_22_Maritime_Security_Inspection.pdf)

Security Inspection Process Aside from the problems in targeting work, problems also lie in 5 the inspection process. As illustrated in Figure 2, the process could actually be divided into three stages: passive inspection, active inspection, and manual inspection. Obviously, manual inspection is probably the most effective way due to its intrusive characteristics. However, it is undoubtedly the most time- and space-consuming in that security staffs have to move the container and open it, which takes a lot of time. It is natural that the queuing time for manual inspection would be long during the whole inspection process. It is evident that every target container could not be manually checked; otherwise, it will greatly disturb the container flow and drastically lower the productivity and efficiency of container terminals. All the flagged containers have to undergo all three stages of security inspection, but doing so is actually time-consuming and redundant to some extent. At this point, it is necessary to note that the greatest danger posed by terrorists is a nuclear attack, and that according to U.S. Coast Guard Commander Stephen Flynn, nuclear weapons would most likely be shielded with a radiation-proof type of metal, making passive inspection useless. Even though visual contact of an unexpected or mysterious object could simply cause an alarm (Schiesel, 2003) and Wein (2004) mentioned it is hard to decipher the content of a container especially when it contains hodgepodge, its relatively high efficiency and non-intrusive feature would still warrant our full utilization of such a measure.

Inspections take too long and inefficient 

Weihao 12 Ph.D Candidate (Weihao Yin is at Virginia TechReserach Assistant at Virginia Tech A NEW FRAMEWORK FOR MARITIME SECURITY INSPECTION UNDER U.S. SECURITY PROTOCOLS 12 PDF http://www.trforum.org/forum/downloads/2012_22_Maritime_Security_Inspection.pdf)

Data Documentation In order to compare the current. strategy of security inspection and the proposed differentiated one, data of inspection time of the three stages need to be input to the simulation model. The current inspection practice, as mentioned before, could be divided into three parts: passive inspection, active inspection, and manual inspection. The purpose of passive inspection is to detect the neutron and gamma ray emission, and since it uses highly efficient equipment, the average time span for the passive inspection process is approximately 45 seconds for each container. (U.S. Treasury Advisory Committee, 2002) According to the logic of the current inspection method, if a container fails passive inspection, it is automatically sent en route to active inspection. The active process uses a gamma radiography device to non-intrusively obtain the 3D image of what is inside a container. The time span for the completion of mapping the image, analysis, and judgment averages at 3 minutes. (U.S. Treasury Advisory Committee, 2002) Finally, if a container fails the previous two phases of inspection, it will be manually checked for the failure reason. Such intrusive inspection usually takes approximately 2.5 hours to finish. (Sharpe, 2005)

Manuel inspection is the bottleneck of security—facilitated with cooperation between supplier and importer 

Weihao 12 Ph.D Candidate (Weihao Yin is at Virginia TechReserach Assistant at Virginia Tech A NEW FRAMEWORK FOR MARITIME SECURITY INSPECTION UNDER U.S. SECURITY PROTOCOLS 12 PDF http://www.trforum.org/forum/downloads/2012_22_Maritime_Security_Inspection.pdf)

The results of all three cases showed that the waiting time before manual inspection queue was significant and it is the major bottleneck of the whole system. When a more aggressive security strategy is adopted, manual inspection under current inspection framework becomes the major time consumer in the system. Compare to the current inspection procedures, the differentiated inspection strategy does have a better performance according to the paired-t confidence interval analysis. Hence, more importantly, the proposed inspection framework enjoys greater flexibility when the security environment changes toward unsatisfying 16 direction. It is unnecessary to involve much more containers in the manual inspection thus reduce the time cost and facilitate the container traffic. It is believed that the proposed new differentiated inspection framework for security inspection of sea cargo will make significant contribution to a much more secure and efficient sea cargo transportation system.

Current inspection systems are slow keeping containers impedes security 

Weihao 12 Ph.D Candidate (Weihao Yin is at Virginia TechReserach Assistant at Virginia Tech A NEW FRAMEWORK FOR MARITIME SECURITY INSPECTION UNDER U.S. SECURITY PROTOCOLS 12 PDF http://www.trforum.org/forum/downloads/2012_22_Maritime_Security_Inspection.pdf)

It is noted that a large number of containers still need to undergo security inspection at the port of destination, which is the final defense line for stopping the possible transportation of WMD or other contrabands. As a matter of fact, however, with security protocols already in operation, cases in which certain containers do not undergo security check remain to an extent that cannot simply be ignored. What is more, improving the efficiency and effectiveness of security inspection in the maritime sector remains to be a difficult problem for management and policy makers. This is because the desired performance of our inspection system is to ensure a higher level of security which does not seriously impede container traffic. All of the abovementioned concerns, when combined, necessitate our contemplation of the question from a scientific point of view.

Inherency—Container Security (CSI) – Foreign Ports

CSI efforts fail – can’t search enough ships in foreign ports

Keefer 7 (Wendy J. Keefer has a JD from Campbell university and specializes in compliance with Title III of the USA PATRIOT ACT, insurance coverage issues, and business and commercial disputes; http://scholarship.law.campbell.edu/cgi/viewcontent.cgi?article=1462&context=clr; Container Port Security: A Layered Defense Strategy to Protect the Homeland and the International Supply Chain; Campbell law review; written Fall 2007; Accessed June 21, 2012)

Where C-TPAT seeks to identify all those involved in the shipping process to identify which containers may be subject to less scrutiny, the Container Security Initiative (CSI) focuses on CBP's own evaluation and examination of containers in foreign ports prior to their being laden on vessels bound for the United States. Once the potential for terrorist attacks on ports was identified, it was immediately apparent that efforts that could only identify weapons and other hazardous shipments once they arrived in United States ports did little to alleviate the risks to those ports, the supply chains they embody and the surrounding communities. CSI takes security efforts overseas and relies upon the cooperation of foreign ports and governments. Although all containers are subject to "screening"' to determine if further examination is necessary, in 2005 only five percent (5%) of all containers entering U.S. ports - those containers identified as high risk - were actually examined by CBP officials. Of those examined containers, the examination actually conducted may occur at the foreign port of loading under CSI or upon arrival in the United States.

Inherency—Container Security (CSI) – Too few scanned

Container Shipping is Key to US economy but we cannot keep track of how secure they are currently

Thibault et al, 2006—Marc Thibault is a researcher, Homeland Security Institute [Mary R Brooks is William A. Black Chair of Commerce, Dalhousie University, Mary Brooks was on a Fulbright Fellowship at George Mason University, Kenneth J Button is professor of public policy and director, Center for Transportation Policy and Logistics, George Mason University; George Mason Center for Infrastructure Protections and Homeland Security, The Response of the U.S. Maritime Industry to the New Container Security Initiatives, Transportation Journal, pgs. 5-15, Winter 2006, Proquest 6/19/12]

Container shipping plays a prominent role in the U.S. economy. It is estimated that the liner shipping industry directly and indirectly generates 1.1 million American jobs and annually contributes over $100 billion to the U.S. gross domestic product (World Shipping Council 2004). There are over 100 ports in the U.S. and over 4,000 deep draft ocean facilities (U.S. Bureau of Transportation Statistics 2005). However, the top twenty-five container ports handle approximately 98 percent of all the container cargo entering and leaving the U.S. (U.S. Maritime Administration 2005). Many of America's major container ports must contend with significant port congestion during their normal operations and would have difficulty responding to the backup of containers that would result from a major disruption or stoppage in operations at a major facility. The security of the container supply chain poses a significant policy challenge for the U.S. Many of the actors involved in the international container trade either fall completely outside U.S. jurisdiction or are subject to limited U.S. oversight. America's top twenty-five trading partners accounted for 83 percent of U.S. container shipments (U.S. Maritime Administration 2005). Foreign maritime operators carry 90 percent of U.S. imports and exports. There are over 178,000 foreign exporters who ship goods by container to the U.S. It is estimated that four million containers are being used in the U.S. trades at any given time (World Shipping Council 2004). The U.S. does not have jurisdiction over foreign firms, containers, or vessels until they reach U.S. waters. It also does not have the resources to guarantee the security of every container arriving at an American port.
Ports are at risk now—only a small amount of containers are being scanned
Calvan 12 (Bobby Calvan is a staff writer for Boston Globe; Written June 14, 2012;

Accessed June 20, 2012; “US to miss target for tighter port security”; http://www.safety4sea.com-/page/11791/4/us-to-miss-target-for-tighter-port-security, Safety4Sea/Boston Globe)

The Department of Homeland Security will miss an initial deadline of July 12 to comply with a sweeping federal law meant to thwart terrorist attacks arriving by sea, frustrating border security advocates who worry that the agency has not done enough to prevent dangerous cargo from coming through the country's ocean gateways, including the Port of Boston. Only a small fraction of all metal cargo containers have been scanned before arriving at US ports, and advocates for tighter port security say all maritime cargo needs to be scanned or manually inspected to prevent terrorists from using ships bound for the United States to deliver a nuclear bomb. The scenario might be straight out of a Hollywood script, but the threat of terrorism is not limited to airplanes, according to Homeland Security critics, including Representative Edward Markey of Massachusetts. Markey accuses the agency of not making a good-faith effort to comply with a 2007 law he coauthored requiring all US-bound maritime shipments to be scanned before departing overseas docks. "We're not just missing the boat, we could be missing the bomb,'' the Malden Democrat said. "The reality is that detonating a nuclear bomb in the United States is at the very top of Al Qaeda's terrorist targets.'' Only about 5 percent of all cargo containers headed to the United States are screened, according to the government's own estimate, with some shipments getting only a cursory paperwork review. Homeland Security officials argue that wider screening would be cost-prohibitive, logistically and technologically difficult, and diplomatically challenging. While acknowledging the threat as real, they are exercising their right under the 2007 law to postpone for two years the full implementation of the congressionally mandated scanning program. That would set the new deadline for July 2014. Critics say the consequences of delay could be catastrophic. Terrorists have long sought to obtain uranium or plutonium to construct a nuclear bomb, global security analysts say. Government officials, including President Obama and his predecessor, George W. Bush, have worried that terrorist cells could be plotting further devastation in the United States, perhaps through radioactive explosives called "dirty bombs.'' Homeland Security "has concluded that 100 percent scanning of incoming maritime cargo is neither the most efficient nor cost-effective approach to securing our global supply chain,'' said Matt Chandler, an agency spokesman. Homeland Security "continues to work collaboratively with industry, federal partners, and the international community to expand these programs and our capability to detect, analyze, and report on nuclear and radiological materials,'' Chandler said, adding that "we are more secure than ever before.'' The agency has used what it calls a "risk-based approach'' to shipments. As a result, Homeland Security has focused on cargo originating from 58 of the world's busiest seaports, from Hong Kong to Dubai. Last year, US agents stationed at those ports inspected 45,500 shipments determined to be high risk, according to joint testimony by Homeland Security, Coast Guard, and US Customs officials in February before the House Homeland Security Committee. Republicans have been wary of forcing the agency to comply with the scanning mandate because of the presumed cost, perhaps at least $16 billion - a figure disputed by Markey and others who cite estimates that the program could cost a comparatively modest $200 million. Representative Candice Miller, a Michigan Republican who chairs the House subcommittee on border and maritime security, was more inclined to accept the estimate from Homeland Security officials. In light of the country's budget troubles, "we have to try and prioritize,'' she said. Scanning cargo "100 percent would be optimal,'' she conceded, "but it's not workable.'' Still, she acknowledged the need to secure the country's borders, whether by air, land, or sea. There is no dispute that a terrorist attack at a major port could be catastrophic to the global economy. Much of the world's products - T-shirts sewn in China, designer shoes from Italy, and other foreign-made products - arrives in the United States in large, metal cargo containers. While some countries have voluntarily improved cargo screening, others have not. Large retailers have opposed measures that could increase their costs. Without full scanning compliance, it is often difficult to determine if shipments have been inspected because cargo is sometimes transferred from ship to ship offshore. "The existing system has some real problems,'' said Stephen Flynn, the founding codirector of the Kostas Research Institute for Homeland Security at Northeastern University. "We should be focusing on how to improve the system,'' he said, "and that's really not happening.'' November will mark a decade since Congress approved the sweeping maritime law that put in place standards and procedures for screening cargo. In 2007, Markey and other Democrats won approval of the 100-percent scanning program, opposed by Homeland Security officials but ultimately signed by President Bush. "They don't agree with the law. They think we should run the risk of nuclear devastation,'' said Representative Jerrold Nadler, a New York Democrat. "This is a huge threat to the country.'' Because of those threats, ports across the country, including in Boston, have tightened security at facilities, including more rigorous background checks of dock workers. Earlier this year, the federal government awarded Massachusetts $21.7 million in Homeland Security funds, part of which will be used to further enhance security at the Port of Boston. In 2009, the Boston area was elevated to Tier 1 status by federal authorities. That acknowledged the city's high risk for terrorist threats, particularly because of its stature as a large port city and its distinction of having one of the country's busiest storage facilities for liquefied natural gas.

Security is on the brink- massive increase in containers coming

Keefer 7 (Wendy J. Keefer has a JD from Campbell university and specializes in compliance with Title III of the USA PATRIOT ACT, insurance coverage issues, and business and commercial disputes; http://scholarship.law.campbell.edu/cgi/viewcontent.cgi?article=1462&context=clr; Container Port Security: A Layered Defense Strategy to Protect the Homeland and the International Supply Chain; Campbell law review; written Fall 2007; Accessed June 21, 2012)

Some of these ports may not handle large quantities of cargo or may handle bulk cargo but not cargo carried in containers. What is clear is that the volume of those ports welcoming container shipments will continue to increase. Between 2001 and 2020, international container shipments are expected to double. Though presumably good news for world trade, the increase in container shipments also mandates the need for efficient and effective methods of screening containers. To consider competently any proposed method for undertaking to secure container shipments, an understanding must exist about the functioning of the particular port, the most likely risks of criminal activity faced by that port, and the resources available for combating those activities. A port that primarily handles cargo faces different issues than one typically used for passenger travel. Similarly, the volume of cargo or passengers will impact how the port operates, as well as what types of security measures are even feasible. In this regard, the current status of the ports in Charleston, South Carolina and Wilmington, North Carolina is instructive of the need for container security for shipments to these ports.

Maritime cargo trade is not secure.

Lukas, 2004—Analyst with Cato's Center for Trade Policy Studies and U.S. Trade Representative [Title: Protection without protectionism: Reconciling Trade and Homeland Security, April 8 2004,  Lukas is also an analyst at the Cato Institute’s Center for Trade Policy Studies. CATO foundation site, http://www.cato.org/pubs/tpa/tpa-027.pdf, accessed Jun 19 2012]
The global cargo container trade is still far from secure, but CSI is beginning to address some of the system’s shortcomings. More U.S.bound containers are being inspected sooner and high-risk shipments are receiving additional scrutiny. At the very least, CSI has stirred a worldwide debate on how to make trade more secure. So far, disputes over the program have been relatively mild. This situation could change as CSI advances and the gap between processing times for compliant and noncompliant shippers and ports grows. Ports in developing countries and shippers forced to adopt new security technologies will likely complain loudest about the program. The integration of shippers’ computer systems with Customs’ AMS network, as well as the phasing out of paper manifests, will also continue to cause headaches.

Inherency—Container Security (CSI) – Too few regulations

Containers are easy targets—minimal and opaque security now

Harrald 05 [John R, “Sea Trade and Security: an Assessment of the Post-9/11 Reaction,” Web, Fall 05, http://search.proquest.com.proxy.lib.umich.edu/pqrl/docview/220702986/1376BF5C74E6A8F9B1B/5?accountid=14667, 6/19/12]

Figure 1, adapted from Harrald et al., shows a risk-event chain for containerized cargo. Containers, for example, provide a method for introducing a weapon of mass destruction into the United States. The owners and operators of container ships are, however, well-known and established companies that operate as members of stable conferences in the liner trade-cartels that operate as common carriers on fixed routes and schedules. The container ships and crews themselves are not a threat. The threat comes from the inability to know what is inside the millions of sealed containers. Approximately 2 percent of containers entering the United States were physically opened prior to 9/11 and cargo was often shipped in containers vaguely manifested as "freight of all kinds." The OECD notes that "a typical door-to-door journey using a shipping container will involve the interaction of approximately 25 different actors, generate 30-40 documents, use two or three different modes, and be handled at as many as 12-15 physical locations."20 Willis and Ortiz describe how these players interact in the physical-logistics layer of the system, the transaction layer that tracks orders of goods and materials from suppliers to retailers, and an oversight layer that defines and regulates the rules and procedures of the system.21 System interventions must address identifying, securing and tracking the contents of millions of containers and preventing a single container with contraband from reaching its intended destination. These interventions must ensure the integrity of the transaction layer of electronic and paper documentation as well as the physical integrity of the logistics layer. As shown in Figure 2, adapted from Harrald et al., the trade of low-value commodities in bulk is very different from the trade of high-value containerized goods. Bulk carriers carry commodities based on contracts arranged by brokers and operate in a very open, competitive market environment with very low profit margins. Bulk fleets do not maintain the front-office staffs common to the liner trade. Bulk carriers are registered in flag states with minimum taxes and oversight ("flags of convenience"), often inspected by marginal classification societies and manned by low-cost crews. The identity of the owners, operators and cargoes of bulk carriers is difficult to ascertain. This lack of transparency, notes the Congressional Research Service, has been a long-standing problem.22 The OECD, in a recent report, states that "not only does perfect transparency not exist, but in fact anonymity seems to be the rule rather than the exception, and not only is it permitted, but in many cases positively encouraged."23 William Langewiesche provides an excellent description of how this opaque system has been used to avoid laws, taxes and other responsibilities of ownership.24 John Harrald and Kristen Harrald noted in 1991 "that a small, but unacceptable, number of vessels are not maintained in a safe condition and are not operated safely" by owners that deliberately disregarded existing international, national and class standards.25

Inherency—Container Security (CSI) – Bad tech

Technological improvements must be made—current measures for inspecting cargo are not enough

Harrald 05 [John R, “Sea Trade and Security: an Assessment of the Post-9/11 Reaction,” Web, Fall 05, http://search.proquest.com.proxy.lib.umich.edu/pqrl/docview/220702986/1376BF5C74E6A8F9B1B/5?accountid=14667, 6/19/12]

The effectiveness of container security measures to ensure the integrity of cargo throughout the supply chain, and the ability of CBP to effectively target their inspections, have been questioned by the Government Accountability Office (GAO) and the Congressional Research Service.39 GAO questions whether the CBP has enough information to adequately model risk and make valid targeting decisions. Technology provides alternatives to targeted inspections. As reported in the Wall Street Journal, the port of Hong Kong is currently testing the scanning of 100 percent of containers exported through the port with the Science Applications International Corporation (SAIC) VACIS technology (see below).40 The CBP, however, has not shown a willingness to move away from a targeted inspection strategy.

Inherency—Employee Verification

Current port employee security system fails- inability to validate first responders, lack of background checks, and on-site identification

Grant 10- US port security council (Jay Grant is the Director US Port Security Council and the Chief of InterPort Police; Written June 19, 2012; Accessed June 20, 2012; “A leap in technology: fusion authentication” http://www.porttechnology.org/-images/uploads/technical_papers/PTI-26.pdf)

Every day, all over the world, we strive to identify people to ensure we know who they really are in order to meet required safety and security protocols. Over the years, there has been an evolution of identification and trust factors that today has resulted in the use of smart cards with biometrics and other security features. While we have begun to minimize the risks, we have not been able to create a comprehensive system. For the transportation and border environments, this leap is essential. The greatest challenge for any system is adoption and cost. Integration of a biometric authentication program must be comprehensive and flexible for effective use in the access control environment . One common challenge has been effectively integrating smart credentials on a universal basis. An ideal solution would not burden the user; is easy to manage; is cost effective; maintains the highest security requirements , and provides permission based access and global interoperability to applicable users, such as employees, law enforcement officials, other first responders, visitors and guests. To satisfy today’s security demands, we require a new level of absolute authentication and access assurance, as well as a seamless entry system that is integrated into the normal flow process. Physical security has long had a site - specific silo based approach. The administrative, security and usability challenges that arise from this are directly proportional to the number of physical sites an organization maintains. Our transportation system represents a worst case scenario. There are large numbers of employees and passengers using multiple entry sites with no central control over identification and little to no interoperability. In addition, the tragic events of 9/11 and Hurricane Katrina in the US illustrate such a system’s weakness when qualified first responders are denied access due to the inability of responsible agencies to validate credentials. 

Inherency—No oversight on companies

Current systems are inefficient—not only are there problems with the containers but also with the companies

Harrald 05 [John R, “Sea Trade and Security: an Assessment of the Post-9/11 Reaction,” Web, Fall 05, http://search.proquest.com.proxy.lib.umich.edu/pqrl/docview/220702986/1376BF5C74E6A8F9B1B/5?accountid=14667, 6/19/12]

Transparency: The IMO, the United States and the European Union are addressing the transparency issue. Much progress has been made on containerized cargo, but much remains to be done concerning the ownership, operation and crewing of vessels. Bulk carriers in particular are often one-ship companies, with opaque ownership and operators, operating under flags of convenience without effective oversight.

New security must be instrumented—current security is inadequate and unsupervised

Associated Press 08 [“Investigators find gaps in port security program,” Web, 5/27/08, http://www.usatoday .com/news/washington/2008-05-27-ports-security_N.htm, 6/19/12]

•A company is generally certified as safer based on its self-reported security information that Customs employees use to determine if minimum government criteria are met. But due partly to limited resources, the agency does not typically test the member company's supply-chain security practices and thus is "challenged to know that members' security measures are reliable, accurate and effective." •Customs employees are not required to utilize third-party or other audits of a company's security measures as an alternative to the agency's direct testing, even if such audits exist. •Companies can get certified for reduced Customs inspections before they fully implement any additional security improvements requested by the U.S. government. Under the program, Customs also does not require its employees to systematically follow up to make sure the requested improvements were made and that security practices remained consistent with the minimum criteria. "Until Customs overcomes these collective challenges, Customs will be unable to assure Congress and others that C-TPAT member companies that have been granted reduced scrutiny of their U.S.-bound containerized shipments actually employ adequate security practices," investigators wrote. "It is vital that Customs maintain adequate internal controls to ensure that member companies deserve these benefits."

Inherency—False Alarms

Ports need to be more efficient- false alarms occur

American Enterprise Institute, 2005 [Veronique de Rugy, Is Port Security Spending Making Us Safer, September 7, 2005, http://directory.cip.management.dal.ca/publications/Is%20Port%20Security%20Spending%20Making%20Us%20Safer.pdf, June 22, 2012]

According to experts, another limitation of the monitoring system is one of discrimination. Specifically, today’s equipment lacks a refined capability to rapidly determine the type of radioactive materials it detects, which leads to higher “nuisance alarm” rates—the number of alarms that must be resolved by further inspection.79 In the Port Authority of New York and New Jersey, for instance, 22 monitors are used to screen 45 percent of containers, emitting about 150 false alarms a day. This means that once the port starts screening 100 percent of cargo, over 300 false alarms a day will sound. Each false alarm must be investigated, which exacts a high cost in terms of time, money, and security. Based on an extremely conservative estimate of 10 minutes per follow-up inspection—and assuming that monitor operations are fully staffed—investigating 300 false alarms a day would take at least 50 man-hours per day. Since 95 percent of international goods that come into the country enter through America’s 361 ports, screening all cargo with RPMs could drastically slow down shipping. The negative economic impact could be immense. The security impact could also be significant: as a consequence of the already-high false alarm costs, some port officials have decreased the detection sensitivity of the radiation monitors to cut down on the number of disturbances, further reducing the probability of detecting dangerous devices.

***Econ***

2AC Ext.

Solvency—Econ—Multiplier Effect

That spills over to the entire economy because of the multiplier effect

Learner and Thronburg 2006 - Director of the UCLA Anderson Forecast, Chief Econmist of the Ceridian-UCLA Pulsel of Commerce, Christopher Thornberg is a founding principal of Beacon Economics [ Chirstopher Thornberg, Edward E Learner, Jon D. Haveman and Howard J. Shatz (editors), Stephen S. Cohen, Peter Gordon, Jon D. Haveman, Matthew C. Hipp, Seth K. Jacobson, \ James E. Moore, II, Qisheng Pan, Harry W. Richardson, Howard J. Shatz, Jay Stowsky, , Ernesto Vilchis, and Amy B. Zegart ,  Protecting the Nation’s Seaports: Balancing Security and Cost,  2006, http://www.ppic.org/main/publication.asp?i=698, 6/20/12]

An attack on the ports could in theory cause substantial economic damage, in addition to the loss of lives and property, by interrupting supply chains and idling workers in the manufacturing, wholesaling, and retailing sectors. In principle, these lost sales and lost earnings could be subject to a multiplier effect, as those directly affected spend less and thus reduce sales and earnings for those not directly affected. In the extreme, this might mean a national or regional percent—this during a period when the United States regularly exported more goods than it imported. 

Solvency—Econ—Recovery

Effective recovery action and Consequence management exercises key to solve economic shutdown

Kaufman and Taylor March 27 09—Attorney and Director of Research [(Pat  is also a freelance writer with more than 10 years of experience in legal writing and editing Bruce is at the Police Executive Research Forum (PERF) in Washington, D.C. He has more than 15 years of experience in research and survey design, randomized field experiments, and program evaluation).”Protecting America's Ports” National institute of Justice March 27, 2009 http://www.nij.gov/journals/262/protecting-americas-ports.htmaccess 6/19/12]

Cut for the importance of recovery – we can find something else that talks about how to solve it. Recovery is a vitally important issue, because billions of dollars’ worth of cargo pass through the U.S. port system on a daily basis. Delays in reopening port facilities could result in dramatic, long-term economic (and other) consequences on a national and international scale.[9] Compared to the other four areas, the research team did not observe many promising practices in the area of recovery. This is unfortunate because effective recovery actions would go a long way toward preserving life, property, the environment, and social, economic and political structures, as well as restoring order and essential services for those who live and work in the maritime domain. One promising practice observed at two ports was the adoption of a consequence-management approach, which addresses ways to alleviate the short- and long-term physical, socioeconomic and psychological effects of a catastrophe.[10] Consequence-management exercises demand that seaport personnel and stakeholders consider essential issues in advance, such as when the port would reopen, which cargo would get priority, how passengers should be handled and what are the long- and short-term economic impacts of a complete shutdown.

Solvency—Econ—Jobs

Investments in port security have been catalysts for job creation and economic prosperity—facilitate commerce and contribute to local, regional, and national economic growth

PR Newswire 2011 (American Association of Port Authorities, “10 Years After 9/11, Security Still a Top Priority of U.S. Ports” 6/19/12 Lexis 6/19/12)

Since 9/11, the Port Security Grant Program has received about $2.6 billion in funding for 11 rounds of grant awards. AAPA commends Congress and the Administration for these allocations and will continue to recommend the federal government commit $400 million a year for a separate and dedicated program to help port facilities enhance their physical security. The association supports a risk-based evaluation process that allows all facilities that are required to meet MTSA regulations to apply. "Clearly, America's ports have become much more secure since 9/11. In addition to guarding against cargo theft, drug smuggling, human trafficking and stowaways, ports and their law enforcement partners have added the protection of people and facilities from terrorism to their security plate," remarked Mr. Nagle. "There's no question that more investments in security equipment, infrastructure, technology, personnel and training will be needed. All parties-the ports, terminal operators, the various government agencies, and the Administration and Congress-must do their part in undertaking and funding these enhancements. Only by continuing to make port security a top priority will America's seaports be able to continue serving their vital functions as trade gateways, catalysts for job creation and economic prosperity, and important partners in our national defense." The American Association of Port Authorities was founded in 1912 and today represents about 150 of the leading public port authorities in the United States, Canada, Latin America and the Caribbean. In addition, the Association represents some 250 sustaining and associate members, firms and individuals with an interest in the seaports of the Western Hemisphere. AAPA port members are public entities mandated by law to serve public purposes. Port authorities facilitate waterborne commerce and contribute to local, regional and national economic growth.

Solvency—Econ—Business

Increased port security demand will boost the security business

The Ottawa Citizen 2008 (“Analyst sees huge gain for anti-terror X-ray maker; Port security a 'super business,' U.S. spending to hit $10.2B in 2008” Bloomberg News 2/28/08 ProQuest 6/20/12)

LONDON - Smiths Group Plc, the world's biggest maker of airport- security scanners, could boost its shares 20 per cent by equipping port and border authorities with X-ray units that can penetrate 410 millimetres of steel, says a British analyst. Earnings before interest and tax at Smiths' detection unit will jump 50 per cent to $234 million, said Nick Cunningham, an analyst at Evolution Securities in London. The 2008 sales gain will be driven by a 10-per-cent increase in revenue from border scanners as governments step up efforts to thwart terrorism and tax evasion, he said. "It's a super business," said Mr. Cunningham. Any "hint of a real risk" will spur greater investment in detection equipment and make companies such as Smiths "a ton of money," he said. Smiths is poised to grab market share from U.S. competitors led by SAIC Inc., L-3 Communications Holdings Inc. and OSI Systems Inc. as the U.S. government boosts spending 31 per cent on border and port security this year to $10.2 billion. By July 2012, customs officials want all inbound maritime containers screened at the port of departure. An average of 26,000 cargo containers arrived at U.S. seaports each day in fiscal 2004. Increased scanner sales will help push shares of London-based Smiths up as much as 20 per cent, said Steve East, an analyst with Credit Suisse. He joins seven other analysts in a Bloomberg survey who recommend buying the shares, while 11 say to hold and one says sell. The British company's fastest-growing unit, Smiths Detection, supplies equipment and X-ray scanners to ports, airports and border crossings for inspections of trucks and containers for contraband, weapons, explosives and narcotics. In January, the division won three U.S. government contracts worth $58.3 million for scanners to inspect inbound and outbound cargo. Demand for detection gear was spurred by the Sept. 11, 2001, terrorist attacks and events such as the foiled plot to bomb transatlantic airliners from Britain in August 2006 with liquid explosives. Since 2001, the U.S. government has awarded more than $1 billion in seaport-security contracts. Smiths declined to give the total value of the work it has received in that time. About 90 per cent of the world's manufactured goods are moved by ship. About five per cent of global cargo is screened for radioactive material annually, and about 0.2 per cent undergoes an imaging scan to verify contents, said Stephen Flynn, a senior fellow at the Council on Foreign Relations and an expert on port security. The economic consequences of an attack on maritime cargo hubs would eclipse the cost of the initial blow, Mr. Flynn said. "Within a two-week period, the entire carrier transportation system would go into gridlock and what started out as a localized disaster would have global implications," Mr. Flynn said in an interview. The sale of baggage scanners to airports and military and government buildings, Smiths Detection's single biggest line of business, could be boosted over the next few years by demand to replace older machines, Evolution's Mr. Cunningham said. "The ability to image what people are carrying at a distance without them having to pass through a particular portal is the Holy Grail that everyone is working on," he said. "If you can do that and integrate that with other systems like cameras in a mass transit network, then it'd be an enormous market -- billions and billions."
Econ—Link – Supply Chain Resiliency

An attack on our ports would ripple through the economy and cause global supply disruptions—U.S. ports key with 20% of sea trade

The Providence Journal 2006 (“Neglecting port security puts U.S. in economic peril” Providence Journal/Evening Bulletin 9/24/06 ProQuest 6/20/12)

Now, five years after al-Qaida took down the World Trade Center, security gaps at 361 ports on U.S. coasts remain the biggest holes in the country's safety net. Plans to fill those holes have been bogged down in a yearlong squabble in Congress. The debate has broken down into bipartisan bickering over which party, the Democratic or the Republican, will keep you safer and who's to blame for blocking progress. Meanwhile, the ports stay porous. "It's just a question of time before terrorists with potentially more destructive weapons breach the superficial security measures that have been put in place to protect the ports, the ships and the millions of intermodal containers that link global producers to consumers," Stephen Flynn, a former White House official and terrorism expert, told Congress. Flynn, and other experts and researchers from around the world, will discuss port security tomorrow and Tuesday at the first international conference on port security and marine transportation, which will be held at the University of Rhode Island. One of the focuses will be the effect a terrorist attack on a U.S. port would have on world trade and the U.S. economy. "The global supply chain requires security at every step of the way," said Thomas Grigalunas, a co-chairman of the conference and a URI professor of natural-resource economics. He said the complex network of ports, trade routes and shipping companies connects suppliers from around the world with consumers of goods from Wal-Mart, General Motors, CVS and others. Annually, U.S. ports handle 2 billion tons of cargo, with 7,500 commercial vessels unloading 7 million cargo containers making 51,000 annual calls. There are 400,000 port workers who in 2003 handled $807 billion worth of goods. That system is linked to ports worldwide because the United States is the world's largest importer and exporter, accounting for 20 percent of all ocean-borne trade. Even a small disruption at U.S. ports would ripple through the economy. A tragedy would be devastating. Remember when Hurricane Katrina closed the Port of New Orleans and cargo ships, oil tankers and trailer trucks were bottled up, disrupting the shipment of goods worldwide? Despite those concerns, only a fraction of the big-box cargo containers that move through U.S. ports get fully inspected. Port security authorities have limited staffs and budgets to coordinate strategy and credential port workers. Ten days ago, the U.S. Senate finally passed a bill that authorizes $5.5 billion for port security over six years. There's money for 1,000 customs and border officers and radiation detectors for 22 larger ports. There are new procedures to encourage shippers and ports worldwide to improve guarding containers against stowaway weapons. The House has passed a similar bill. The differences have to be ironed out and President Bush has to sign the legislation before changes can be made. As the ports wait for resources to tighten the security net, the evidence gets stronger that al-Qaida attacked the World Trade Center for three reasons: to kill Americans, to take down a symbol of Western capitalism and culture, and to disrupt the financial center of the world's economy. The terrorists plan more attacks. Economic disruption remains one of their goals. New York is the major port on the East Coast and supplies most of the goods that fuel New England's economy. Rhode Island's ports at Quonset/Davisville, where cars and fish are unloaded, and Providence, where oil, natural gas, diesel fuel, jet fuel and other materials are shipped and stored, are not major players in the region's or U.S. economy. But remember this: Lightning or static electricity last summer is believed to have sparked a huge fire at the port in Providence, severely damaging a pier and disrupting fuel deliveries. Think of what a targeted, manmade tragedy could do.

Supply chain resiliency low now – key to limit economic damage

Hahn 2012-Congresswoman (Janice, “GLOBAL SUPPLY CHAIN NEEDS SUFFICIENT RESILIENCY PLANNING SAYS CONGRESSWOMAN HAHN” States News 6/19/12 Lexis 6/19/12)

Dear Admiral Papp: I am writing you today to express my concern that our nation's port recovery plans are not broad enough to sufficiently protect against potential threats to our global supply chain. In order to effectively guard against such threats, we must focus our efforts on port resiliency as well as include greater participation among those in our national transportation network. After reviewing the latest GAO report on port recovery titled "Maritime Security: Coast Guard Efforts to Address Port Recovery and Salvage Response," I was pleased to learn that each of the seven ports deemed to be at highest risk for a transportation security incident had met the current requirements set by the Coast Guard through their Area Maritime Security Plans. As a Member whose district borders one of these high risk areas, the Port of Los Angeles, I know the importance of having a port swiftly recover from a crisis in order to quickly reestablish critical supply routes and maintain trade relations. However, I remain concerned that these plans do not sufficiently take into account our global supply chain, a crucial component to strengthening our national port resiliency efforts. Specifically, these maritime security plans need to focus on the efficient and secure movement of goods as well as the ability to foster a global supply chain system that can withstand evolving threats and hazards, both goals outlined in the Department of Homeland Security's National Strategy for Global Supply Chain Security. And while these maritime security plans outline an effective strategy for the effective detection and prevention of port security threats, I am worried that this limited focus away from supply chain resiliency could expose vulnerabilities that we have yet to be aware of. In 2002, a closure of the Port of Los Angeles resulted in a loss of approximately $1-2 billion per day to our economy, a devastating loss to my community. Thus, while we must remain vigilant in our efforts to prevent an attack at our ports, the resiliency of our ports will ultimately determine the impact such an attack has on the rest of the nation.

Econ—Link—Trade

Ports have significant vulnerabilities—factors that increase trade also increase opportunities for terror

Harrald 05 [John R, “Sea Trade and Security: an Assessment of the Post-9/11 Reaction,” Web, Fall 05, http://search.proquest.com.proxy.lib.umich.edu/pqrl/docview/220702986/1376BF5C74E6A8F9B1B/5?accountid=14667, 6/19/12]

It became apparent in the post-9/11 world that the sea-trade system provides potentially catastrophic vulnerabilities that could be exploited by terrorists. Stephen Flynn has been perhaps the most outspoken advocate for identifying and eliminating these vulnerabilities, particularly those relating to the shipping of containers.10 The globalization factors that increase trade also increase opportunities for terror. Audrey Kurth Cronin notes that "it would be naïve to assume that what is good for international commerce and international communication is not also good for international terrorists-who are increasingly becoming opportunistic entrepreneurs whose 'product' is violence against innocent targets for a political end."11

US economy relies heavily on tighter maritime control – trade accounts for 25% of US GDP

Fritelli ‘5 – Transportation Analyst [John F. Fritelli, CRS Report for Congress Port and Maritime Security: Background and Issues for Congress –May 27th 2005 http://www.fas.org/sgp/crs/homesec/RL31733.pdf Access Date - 6/22/2012]
Ships are the primary mode of transportation for world trade. Ships carry approximately 80% of world trade by volume.12 The United States is the world’s leading maritime trading nation, accounting for nearly 20% (measured in tons) of the annual world ocean-borne overseas trade. Ships carry more than 95% of the nation’s non-North American trade by weight and 75% by value. Trade now accounts for 25% of U.S. Gross Domestic Product (GDP), up from 11% in 1970. Over the next two decades, the total volume of domestic and international trade is expected to double. Given the importance of maritime trade to the U.S. and world economies, disruptions to that trade can have immediate and significant economic impacts.13 By one estimate, the cost to the U.S. economy of port closures on the West Coast due to a labor- management dispute was approximately $1 billion per day for the first five days, rising sharply thereafter.14 The container shipping system is designed for speed and efficiency. Transportation services are a critical component of the global, low-inventory (i.e., just-in-time) distribution model that many manufacturers have adopted. Most industries in the United States use some imported components from overseas suppliers. By bringing parts to a plant just before they are needed for assembly, manufacturers can save money on warehouse space and inventory carrying costs. Transport efficiencies permit warehouse requirements to be minimized. Lean inventories in turn have contributed to business productivity. From 1980 to 2000, according to one study, business logistics costs dropped from 16.1% of U.S. GDP to 10.1%.15 Given the dependence of the United States and the global economy on a highly efficient maritime transportation system, many experts acknowledge that slowing the flow of trade to inspect all inbound containers, or at least a statistically significant random selection would be “economically intolerable.”16 Supply chain analysts are concerned that increased security-related delay at seaports could threaten the efficiency gains achieved in inventory management over the past two decades by forcing companies to hold larger inventories. Enhanced security has benefits as well as costs. Many experts see economic benefits to tighter control over maritime commerce. Resources put towards seaport security can also reduce cargo theft, narcotic and migrant smuggling, trade law violations, the accidental introduction of invasive species, and the cost of cargo insurance. Improved planning for responding to a terrorist attack at a seaport could also improve responses to other emergencies, such as natural disasters or transportation accidents. New technologies intended to convert the sea container into a “smart box,” such as electronic seals, sensors, or tracking devices, could also improve shipment integrity, help carriers improve their equipment utilization, and help cargo owners track their shipments. In response to the terrorist threat, the CBP has accelerated development of its new information management system, the Automated Commercial Environment (ACE). This system will assist CBP in evaluating cargo manifest information for high risk shipments but will also speed the customs filing process for U.S. importers.

US is becoming more dependent on trade

Learner and Thronburg 2006 - Director of the UCLA Anderson Forecast, Chief Economist of the Ceridian-UCLA Pulsel of Commerce, Christopher Thornberg is a founding principal of Beacon Economics [ Chirstopher Thornberg, Edward E Learner, Jon D. Haveman and Howard J. Shatz (editors), Stephen S. Cohen, Peter Gordon, Jon D. Haveman, Matthew C. Hipp, Seth K. Jacobson, \ James E. Moore, II, Qisheng Pan, Harry W. Richardson, Howard J. Shatz, Jay Stowsky, , Ernesto Vilchis, and Amy B. Zegart ,  Protecting the Nation’s Seaports: Balancing Security and Cost,  2006, http://www.ppic.org/main/publication.asp?i=698, 6/20/12]
Of course, over the last four decades there has been an overall increase in the U.S. economy’s dependence on trade. In 2002, the United States was importing an amount of goods equivalent in value to roughly 11 percent of GDP; in the 1960s, goods imports were only 4 to 5 percent of GDP. Thus, the larger percentage changes in trade in these earlier periods are offset by the import fraction of GDP. Still, these earlier events saw a reduction in trade in goods of an amount close to 1 percent of GDP. The October 2002 event saw a temporary reduction in imports by about one-third, also amounting to about 1 percent of GDP. The economic shocks of the earlier labor disruptions were much larger overall than that of 2002 but the rhetoric was similar to that of the 2002 event. Consider some of the following headlines and reports from the Wall Street Journal: • “Dock Strike Losses in Revenues and Wages Put at $400 Million” (January 8, 1963). • “The Federal Maritime Administration estimates the strike is costing the U.S. economy $67 million a day; on this basis the loss is already at $2 billion” (February 9, 1965). • “Impact of 21-Day Dock Strike Is Spreading; Costs Incurred Seen Leading to Price Rises” (January 9, 1969). 

****Ports key—exports are key to the economy 

Cantwell, 2012 – United States Washington Senator [Maria, Patty Murray, Rails and Ports key to exports, The Hill’s Congress Journal, July 29 2010, http://thehill.com/blogs/congress-blog/economy-a-budget/111713-rail-and-ports-are-key-to-exports-exports-are-key-to-the-economy-sens-maria-cantwell-and-patty-murray, June 25 2012] [image: image1.wmf]
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The economy in our home state of Washington relies heavily on exports. Success of this vital economic driver depends on products moving efficiently from farms and factories in Midwestern, Mountain and Western states over various transportation modes to our ports and to markets abroad. One job in three in Washington depends on trade. And in 2009, we exported over $51 billion worth of goods — making us fourth in the nation for exports and first in the nation for exports per capita. Nationwide, according to a recent report by the American Association of State Highway Transportation Officials (AASHTO), the nation’s trucking industry will move 3 billion more tons of freight in 2020 than it moves today, requiring an additional 1.8 million trucks; and by 2050, the total national freight demand will double from today’s level, with truck freight increasing by 41 percent and rail freight increasing by 38 percent. In addition, the president’s National Export Initiative aims to double U.S. exports over the next five years. However, despite these strong growth projections and the importance of freight movement to our nation’s economy, there is no national policy or coordinated strategy that incorporates our priorities for mobility, safety, and environmental protection. There is no national policy to help direct strategic investments into our transportation infrastructure to ensure the capacity exists to support strong economic growth, including in exports.
Shipping is key to the economy—a million employees and 8 billion tons of goods per year

Council on Foreign Relations 12 (an independent, nonpartisan membership organization, think tank on foreign relations; Written January 9, 2012; Accessed June 20, 2012; http://www.cfr.org/africa/global-oceans-regime/p21035#p3; “The Global Oceans Regime”)

Global shipping is incredibly lucrative, but it also presents an array of security and safety challenges. The world fleet consists of approximately 50,000 ships registered in more than 150 nations. With more than one million employees, this armada transports nearly eight billion tons of goods per year. But despite impressive innovations in the shipping industry, maritime accidents and attacks on ships still occur frequently, resulting in the loss of billions of dollars of cargo. Ensuring the safety and security of the global shipping fleet is essential for the stability of the world economy.

The economy of the US depends on trade through ports so it requires more robust maritime salvage capability.
The Heritage Foundation, 2012 – The Heritage Foundation is a research and educational institution—a think tank—whose mission is to formulate and promote  public policies based on the principles of free enterprise, limited government, individual freedom, traditional American values, and a strong national defense. [Homeland Security: The Latest Research and Analysis,  FEBRUARY 24, 2012, http://thf_media.s3.amazonaws.com/2012/pdf/ib3515.pdf , Jun 20 2012]
America’s economy relies on seaborne trade. More than 90 percent of all U.S. trade travels through ports. Ensuring the continuity of operations and swift recovery from natural and manmade disasters remains essential for ensuring a robust and resilient supply chain. Manmade threats to ports are significant. The U.S. Maritime and Infrastructure Recovery Plan noted “over 2,100 possible threat scenarios in hundreds of ports,” some with severe consequences. Maritime salvage includes the equipment and activities that help restore ports and waterways to working order. Among the critical tasks that salvage assets perform are stabilizing vessels, fighting fires, removing debris, and cleaning up hazardous material. Federal policies and programs are not optimized for facilitating maritime salvage response activities during large-scale disasters and mass emergencies.

Econ - Trade I/L Magnifier

Isolation is enough to cause serious damage to trade, 55% of trade dollars would be lost.

Peter Gordon et al. 2006—Peter Gordon is a Professor in the University of California's School of Policy, Planning and Development. He is also attached to USC’s Center for Risk and Economic Analysis of Terrorist Events (CREATE) Gordon and his colleagues have developed various economic impact models which they apply to the study of the effects of infrastructure investments or disruptions from natural events or terrorist attacks.[James E. Moore, II, and Harry W. Richardson (University of Southern California), Qisheng Pan (Texas Southern University, Houston) http://www.ppic.org/content/pubs/report/r_606jhr.pdf,  Protecting the Nation’s Seaports: Balancing Security and Cost, 6/20/12]
Because our previous work determined that many of the ports’ vulnerabilities arise from restricted highway access to most of the docks, we decided to further study the implications of bridge attacks intended to isolate all or part of the port complex. In particular, freight going to and from Terminal Island now accounts for a significant portion of combined port activities. Port authorities were unable to provide exact figures (primarily because of the reluctance of each highly competitive81 port to release data that would be available to the other), but the best estimate is 55 percent of total trade dollars. The Terminal Island docks are accessed by three major highway bridges—the Vincent Thomas Bridge, the Gerald Desmond Bridge, and the Commodore Schuyler F. Heim Lift Bridge—and, parallel to the Heim Bridge, by a rail bridge (Badger Bridge), which handles 21 percent of Terminal Island trade (Table 3.3; see also the port map, p. xxiii). These bridges are all high enough to permit ship traffic in the waters between the coast and Terminal Island. The Desmond Bridge, for example, is 250 feet above the water, although some experts consider that it is still too low to facilitate problem-free movement. Our current simulations revealed that an attack making these bridges inaccessible for 12 months would create economic losses of almost $45 billion per year, accounting for job losses of nearly 280,000 person-years.

Maritime trade is essential to the economy of the US – focus needed on port security to prevent dangerous terrorist attacks.  

de Rugy, 2007, de Rugy has a MA and a PhD in economics from the University of Paris, she is a senior research fellow at the Mercatus Center at George Mason University. Her primary research interests include the U.S. economy, federal budget, homeland security, and taxation [Veronique, “Is port security funding make us safer?”  Nov, 2007, http://web.mit.edu/cis/pdf/Audit_11_07_derugy.pdf ,Jun. 22 2012] 
The most terrifying security threat to security experts and the public alike is nuclear proliferation. Once the figment of Hollywood imagination, the ultimate nightmare scenario that is discussed by some as inevitable is the detonation of a nuclear device on American soil. The majority of experts believe that the most likely way weapons of mass destruction (WMD) would enter the United States is by sea, hence a focus on port security. Ports offer terrorists vast opportunities to inflict damages. As the primary mode of transportation for world trade goods, maritime commerce is essential to America’s economic vitality. Every year approximately nine million cargo containers—26,000 a day—arrive at U.S. ports from all over the world. The U.S. maritime system includes more than 361 sea and river ports with more than 3,700 cargo and passenger terminals and more than 1,000 harbor channels along thousands of miles of coastline. In FY 2007, President Bush requested $2.3 billion for port security out of a $57 billion government-wide budget for homeland security. However, the important question is not how much money is spent but rather whether the money is allocated toward the most cost effective programs. In other words, is America getting the maximum level of protection in exchange for our tax dollars? A close look at port security allocation decisions indicates that spending occurs without regard for risk analysis let alone cost-benefit analysis, leading to a large array of misallocated spending. For instance, what should be the highest priorities—preventing terrorists from acquiring nuclear devices and material—receive less money than much less cost-effective policies such as nuclear detection in the ports or post-disaster response activities. Because it rests mainly on domestic detection of WMD in ports—a task that is not clear could be achieved—the port security model offers almost no value to the nation. Even if we could seal our ports, America wouldn’t be safe. The only effective way to prevent nuclear attacks is to deny terrorists access to weapons and material. Without nuclear materials there can be no nuclear bombs.

Econ—Link—Freight

Shipping is key to the economy—a million employees and 8 billion tons of goods per year

Council on Foreign Relations 12 (an independent, nonpartisan membership organization, think tank on foreign relations; Written January 9, 2012; Accessed June 20, 2012; http://www.cfr.org/africa/global-oceans-regime/p21035#p3; “The Global Oceans Regime”)

Global shipping is incredibly lucrative, but it also presents an array of security and safety challenges. The world fleet consists of approximately 50,000 ships registered in more than 150 nations. With more than one million employees, this armada transports nearly eight billion tons of goods per year. But despite impressive innovations in the shipping industry, maritime accidents and attacks on ships still occur frequently, resulting in the loss of billions of dollars of cargo. Ensuring the safety and security of the global shipping fleet is essential for the stability of the world economy.

Ports on the East and West coast would be the most damaging nationally for the economy

Learner and Thronburg 2006 - Director of the UCLA Anderson Forecast, Chief Economist of the Ceridian-UCLA Pulsel of Commerce, Christopher Thornberg is a founding principal of Beacon Economics [ Chirstopher Thornberg, Edward E Learner, Jon D. Haveman and Howard J. Shatz (editors), Stephen S. Cohen, Peter Gordon, Jon D. Haveman, Matthew C. Hipp, Seth K. Jacobson, \ James E. Moore, II, Qisheng Pan, Harry W. Richardson, Howard J. Shatz, Jay Stowsky, , Ernesto Vilchis, and Amy B. Zegart ,  Protecting the Nation’s Seaports: Balancing Security and Cost,  2006, http://www.ppic.org/main/publication.asp?i=698, 6/20/12]
Although the effect of the 2002 lockout can be seen in local import and export data, at the national level, the proportional decline in imports was much smaller than it was in previous labor actions (Figure 2.7). These occurred across the United States, affecting the flow of goods across the nation, but their effects were particularly notable in the East Coast and Gulf states. Ports in these regions carried about two-thirds of national cargo in terms of monetary value and 80 percent in terms of gross weight. In 1965 and 1969, total imports (including imports carried by all modes of transport) declined almost 25 percent at the national level during the month of each labor action. In 1971, trade declined about 10 percent for each of the two succeeding months of the labor action, and then recovered. In contrast, the 2002 lockout saw at most a decrease of only a few percentage points in total imports at the national level.
Attacks on cargo ships have a multiplier effect on economy and environment

Frittelli 07—Specialist in Transportation Policy Resources [Johnis also in, Science, and Industry Division Maritime Security: Potential Terrorist Attacks and protection priorities, CRS report to Congress, January 9, 2007 http://www.dtic.mil/cgibin/GetTRDocLocation=U2&doc=GetTRDoc.pdf&AD=ADA460683] 

If economic loss is the primary objective, terrorists may seek to carry out different types of attacks, with potentially few human casualties but significant impacts to critical infrastructure or commerce. The Limburg bombing may have been an attack of this type, threatening to disrupt the global oil trade and causing considerable consternation among tanker operators. 13 Although the bombing killed only one member of the Limburg’s crew, it caused insurance rates among Yemeni shippers to rise 300% and reduced Yemeni port shipping volumes by 50% in the month after the attack. 14 The bombing also caused significant environmental damage, spilling 90,000 barrels of oil into the Gulf of Aden.

Econ—Link—Jobs/Recovery

An attack would cause job loss and damage economic recovery—ports employ people and generate trillions in international trade

Federal Information and News Dispatch 2012 (Congressional Documents and Publications, “Rep. Hahn - Congressional Leader on Ports - Wins Passage of Port Security Amendment: `We must be vigilant and proactive in preventing threats to our ports and our economy`” 5/9/12 ProQuest 6/19/12)

Washington, D.C. - Congresswoman Janice Hahn's bill, H.R. 4005 "Gauging American Port Security Act" or Gaps Act, today successfully passed by a unanimous vote in the Homeland Security Committee. H.R. 4005 directs the Department of Homeland Security to conduct a comprehensive classified examination of remaining gaps in port Security and prepare a plan to address them."Pretending a threat doesn't exist does not make it go away," Rep. Hahn said. "The lesson of 9/11 is to be vigilant and proactive in seeking out and preventing our country's most pressing threats. More than a decade after 9/11, our ports remain possible points of entry for terrorists and their weapons. Ports are also a key part of our economy. If an attack were ever to occur, it would cause a catastrophic loss of jobs and damage to our economic recovery. This situation requires a legislative solution and I hope that the resulting blueprint will guide Congress in creating effective legislation to help guard our ports." Ships make 50,000 calls a year on U.S. ports, carrying two billion tons of freight and 134 million passengers. Each day our ports move both imports and exports totaling some $3.8 billion worth of goods through all 50 states. Additionally, ports move 99.4 percent of overseas cargo volume by weight and generate $3.95 trillion in international trade. Unfortunately less than 3% of cargo coming into the country is scanned, giving terrorist opportunities to smuggle themselves or their weapons into the United States with little risk of detection. An attack on the Port of Los Angeles complex, for example, would cost billions to the regional economy and put thousands of port employees out of work and cause the demise of hundreds of local businesses.

Econ—Link—Oil

LNG and Oil Tanker attacks threaten the economy and environment

Ivanovich 08—Washington Bureau Writer [David, “Study Doubts Ports’ Security; With Imports of Volatile LNG Likely to Rise, GAO fears greater risks,” Web, 1/10/08, Lexis Nexis, 6/19/12]

Ports are inherently vulnerable, the report said, because they are often sprawling facilities, close to major urban centers like Houston, and with access by both land and sea. Ships are likewise targets, since they travel along known routes, often through waters that do not allow room to maneuver away from potential threats, the report noted. "We know that terrorists are looking for the weakest link in our security efforts, and this GAO report is a timely reminder that LNG and oil tankers are serious targets," said Rep. Edward Markey, D-Mass., whose district includes an LNG terminal. At stake, experts say, is not just human life but the U.S. economy. An attack on a tanker or terminal "could have "significant economic, environmental and public safety consequences, which would result in even higher gasoline and heating oil prices," said House Energy and Commerce Committee Chairman John Dingell, D-Mich. Safety experts are concerned the terrorism risk will only increase as the U.S. imports more LNG, which the report notes has the potential to catch fire or even explode.

Oil Advantage – Ports key to oil supplies

A successful attack on large ports would immediately effect oil

De Rugy 2005 PhD in Economics and Senior Fellow at the Mercatus Denter at George Mason University [Veronique de Rugy, “Is Port Security Spending Making Us Safer”, September 7, 2005, http://directory.cip.management.dal.ca/publications/Is%20Port%20Security%20Spending%20Making%20Us%20Safer.pdf June 22, 2012]

The objective of counter-terrorism is to minimize expected damage. Expected damage equals the probability of attack times the damage if attacked. Because terrorists will tend to focus on targets with the greatest potential for damage, the ports facing the greatest probability of attack and the ports where attacks would be most damaging are one and the same. All else equal, these ports are the largest ones, where an attack would stop a significant amount of trade and have a considerable economic impact. According to Stephen Flynn, a Senior Fellow in National Security Studies at the Council on Foreign Relations, the twin ports of Los Angeles and Long Beach are by far our most vulnerable target. The two ports handle over 40 percent of the total container traffic flowing in and out of the United States. If a terrorist attack shut down that traffic, it would have an immediate spillover effect, causing gridlock in Hong Kong, Singapore, Rotterdam, and every other major trading port reliant on the world’s biggest economy. Key U.S. imports, starting with oil, would become scarce almost immediately. Factories would become idle for lack of raw materials or spare parts. Places like Hawaii, which depend on shipping for almost every consumer need, would quickly run out of food. 

Econ—Impact—General

Economic Downturn Leads to World War III

Kerpen, 2008, President of American Commitment [Phil, president of American Commitment, From Panic to Depression?, October 28 2008, http://www.philkerpen.com/?q=node/1, June 25 2012]
It’s important that we avoid all these policy errors — not just for the sake of our prosperity, but for our survival. The Great Depression, after all, didn’t end until the advent of World War II, the most destructive war in the history of the planet. In a world of nuclear and biological weapons and non-state terrorist organizations that breed on poverty and despair, another global economic breakdown of such extended duration would risk armed conflicts on an even greater scale.

Econ—Impact—Supply Chain

A disruption in the global supply chain would have severe economic impacts—vital to commerce and security

Federal Information and News Dispatch 2012 (“Miller: SMART Port Security Act to Combat Threats Before They Reach Our Shores” Congressional Documents and Publications, 3/22/2012 ProQuest 6/19/2012)

WASHINGTON - U.S. Representative Candice Miller (MI-10), Chairman of the Homeland Security Subcommittee on Border and Maritime Security, today introduced the Securing Maritime Activities through Risk-based Targeting for Port Security Act (SMART Port Security Act) in the U.S. House of Representatives. Miller's bipartisan bill seeks to improve and update our maritime and port security. Miller said: “More than 11 million cargo containers arrive in America's ports every year which present the potential for dangerous materials to be smuggled into our country through the supply chain. Port and maritime security are becoming increasingly essential components of a total national security plan. We are faced with the fact that if there is a major disruption at one of the nation's ports, especially a terrorist attack, the resulting potential effects will cause a crippling of the global supply chain and cause severe economic damage to the nation. "Recognizing the growing threat to the global supply chain, I introduced this legislation to improve and update our laws governing our ports by enhancing security measures overseas before threats reach our shores, to foster a collaborative environment between Customs and Border Protection and the U.S. Coast Guard in sharing port security duties, and to leverage the maritime security work of our trusted allies. Our nation's maritime borders are equally important as our southern and northern borders and each one is vital to our global commerce and our national security. In an era of tight budgetary times, we must ensure that we are making the best use of limited tax-payer dollars. My legislation seeks to guard against these threats in a risk-based, coordinated way that enhances the programs in place to protect our maritime borders."
Econ—Impact—Trade

No resiliency—now is different

Gary Clyde Hufbauer et al (Reginald Jones Senior Fellow at the Peterson Institute for International Economics in 1998, Previously he was the Marcus Wallenberg Professor of International Financial Diplomacy at Georgetown University, and served in the U.S. Treasury Department from 1974 to1980), Jacob Funk Kirkegaard (Fellow at the Peterson Institute for International Economics), Woan Foong Wong (research analyst at the Peterson Institute) and Jared Woollacott March 2010 “US Protectionist Impulses in the Wake of the Great Recession” http://www.iie.com/publications/papers/hufbauer201003.pdf

The U.S. unemployment rate more than doubled between the onset of the Great Recession in December 2007 and December 2009, and is now hovering just below 10 percent (figure 1). 1 Considering that this discouraging figure likely understates broader deterioration in the U.S. labor market, 2 the absence of sustained Congressional pressure for large‐scale protectionist measures, beyond “Buy American” provisions and several smaller companions (all examined in this report), is in some ways surprising. 3 At least part of the explanation for the restrained political response is the simultaneous large improvement in the U.S. trade balance during 2008 and early 2009. Figure 1 illustrates how the total U.S. deficit in goods and services trade was nearly cut in half during this period, creating a political obstacle to kneejerk protectionism. As we will elaborate in section IV, during recessions an improving external balance (from imports falling faster than exports) often acts an “automatic international economic stabilizer,” which temporarily fulfills an equivalent economic function to a Keynesian government stimulus package. The “external sector” of the U.S. economy during the early quarters of the Great Recession provided an “automatic offset” to sliding U.S. economic activity. This probably caused policymakers to think twice about succumbing to short‐term protectionist instincts However, figure 1 also shows how the improvement in the U.S. trade balance has been only temporary and indeed began to reverse as the U.S. economy exited the Great Recession during the second half of 2009. Crucial for the political threat of protectionism, economic forecasts indicate that the U.S. unemployment rate will probably remain at very high levels over the medium term, despite President Obama’s emphasis on “jobs, jobs, jobs” in his State of the Union Address delivered on January 27 th , 2010. 4 A time lag of at least 12 to 18 months probably separates the point at which the U.S. trade balance showed maximum improvement (spring 2009) and the expected drop in measured unemployment well below 10 percent (fall 2010). Absent the “feel good” factor of an improving trade balance, but facing continuing high unemployment levels, protectionist sentiment in the U.S. Congress may increase in the coming months, especially as the November 2010 midterm election draws near. This is particularly so, as current economic forecasts suggest a more robust U.S. economic recovery in the coming years, relative to other industrial trading partners (table 1). A large and growing deficit in the U.S. external balances will likely persist for some time, while the external balances of other major trading partners could hold steady or even improve. If the United States thus returns to its “pre‐crisis role as the world’s importer/consumer of last resort,” protectionist impulses in the U.S. Congress are destined to escalate. 5 Fresh U.S. protectionist initiatives, at a time when the U.S. economy is growing at a decent pace, will likely invite in‐kind retaliation by America’s trading partners, despite the relatively muted reaction to the original “Buy American” provisions in early 2009 and other protectionist measures implemented since then. No longer facing a newly‐elected U.S. president, who entered office with considerable global appeal in the midst of an unprecedented economic crisis, foreign leaders are unlikely to give the U.S. an easy pass on future new instances of U.S. protectionism

A disruption in the global supply chain via an attack on U.S. ports would have a massive effect—international trade is 30% of U.S. economy

Giermanski 2012- former Air Force colonel, special agent in the Air Force Office of Special Investigations, former FBI agent, worked with Customs and Border Protection on drug intelligence development (Jim, Laura Hains- retired CBP/US Customs supervisor and law enforcement officer, President of Hammerhead Security Solutions LLC, former maritime security specialist at Cubic Applications Inc., chairwoman of the Supply Chain & Transportation Security Council at ASIS International, security consultant at Halcrow “Supply Chain Security and DHS Oversight” Homeland Security Today 6/5/12 <http://www.hstoday.us/blogs/guest-commentaries/blog/supply-chain-security-and-dhs-oversight/55079ca7058f8f48ad6ba50411635596.html> 6/20/12)

Securing the global supply chain system is integral to securing both the lives of people around the world and to maintaining the stability of the global economy. We must work to strengthen the security, efficiency and resilience of this critical system. Supply chains must be able to operate effectively in a secure and efficient fashion in a time of crisis, be able to recover quickly from disruptions, and continue to facilitate international trade and travel. In her April 25, 2012 testimony before a Senate Committee on the Judiciary hearing on oversight of the Department of Homeland Security (DHS), DHS Secretary Janet Napolitano structured her testimony to cover: •Preventing terrorism and enhancing security; •Securing and managing our borders; •Enforcing and administering our immigration laws; and •Safeguarding and securing cyberspace. Assuming that “securing the global supply chain system is integral to securing both the lives of people around the world, an maintaining the stability of the global economy,” Napolitano said little on global supply chain security that reflected accurate or complete information in view of its enormity and importance. In 2010 (the latest year of data available), the statistics of waterborne container trade by customs ports revealed that almost 28 million twenty-foot equivalent units (TEUs) passed through our water ports. By weight measurement in thousands of short tons, one can see that 76 percent of international trade for the United States passes through water ports, alone. Truck and rail constitute 21 percent, while air cargo constitutes only one-half of one percent. Government agencies, research entities and consultants confirm the role and importance of seaports and their value to our economy. Their value may have best been expressed by Bethann Rooney, the manager of ports security for the Port Authority of New York and New Jersey, in 2005. Rooney said 95 percent of the international goods that come into the country come in through our nation’s 361 ports. Twelve percent of that volume is handled in the Port of New York and New Jersey alone, the third largest port in the country. The port generates 229,000 jobs and $10 billion in wages throughout the region. Additionally, the port contributes $2.1 billion to state and local tax revenues and $24.4 billion to the US gross domestic product. Cargo handled at the port serves 80 million people -- or 35 percent of the entire US population. In 2004, the port handled over 5,200 ship calls, 4.478 million TEUs (which is approximately 7,300 containers each day), 728,720 autos and 80.6 million tons of general cargo. Today, international trade accounts for 30 percent of the US economy. Consequently, it’s easy to see how a terrorist incident in our nation’s ports or along the cargo supply chain would have a devastating effect on our country and its economy. Indeed, given the size and magnitude of use of containers and trailers to carry weapons of mass destruction (WMD) through our sensitive and vulnerable port system, the supply chain is the single most important and potentially devastating vulnerability to a terrorist attack. Meanwhile, the vulnerability is increased by the lack of appropriate training that’s given to Customs and Border Protection (CBP) in the supply chain arena. In 2012, CBP admitted that there could be a serious vulnerability within the US in-bond cargo program regarding the contents, access and whereabouts of in-bond cargo shipments.

Ports key to US trade and vulnerable to disasters

The Heritage Foundation, 2012 – The Heritage Foundation is a research and educational institution—a think tank—whose mission is to formulate and promote  public policies based on the principles of free enterprise, limited government, individual freedom, traditional American values, and a strong national defense. [Homeland Security: The Latest Research and Analysis,  FEBRUARY 24, 2012, http://thf_media.s3.amazonaws.com/2012/pdf/ib3515.pdf , Jun 20 2012]

America’s economy relies on seaborne trade. More than 90 percent of all U.S. trade travels through ports. Ensuring the continuity of operations and swift recovery from natural and manmade disasters remains essential for ensuring a robust and resilient supply chain. Manmade threats to ports are significant. The U.S. Maritime and Infrastructure Recovery Plan noted “over 2,100 possible threat scenarios in hundreds of ports,” some with severe consequences. Maritime salvage includes the equipment and activities that help restore ports and waterways to working order. Among the critical tasks that salvage assets perform are stabilizing vessels, fighting fires, removing debris, and cleaning up hazardous material. Federal policies and programs are not optimized for facilitating maritime salvage response activities during large-scale disasters and mass emergencies. 

Econ—Impact—Freight

Investing in port security saves lives and protects from economic disturbance

Learner and Thronburg 2006 - Director of the UCLA Anderson Forecast, Chief Economist of the Ceridian-UCLA Pulsel of Commerce, Christopher Thornberg is a founding principal of Beacon Economics [ Chirstopher Thornberg, Edward E Learner, Jon D. Haveman and Howard J. Shatz (editors), Stephen S. Cohen, Peter Gordon, Jon D. Haveman, Matthew C. Hipp, Seth K. Jacobson, \ James E. Moore, II, Qisheng Pan, Harry W. Richardson, Howard J. Shatz, Jay Stowsky, , Ernesto Vilchis, and Amy B. Zegart ,  Protecting the Nation’s Seaports: Balancing Security and Cost,  2006, http://www.ppic.org/main/publication.asp?i=698, 6/20/12]

We conclude that the cost-benefit analysis of port security can safely discount the secondary economic costs that might be caused by a port disruption. Benefits calculations should concentrate mostly on the lives and property that are directly at risk. Mitigating efforts would include plans to reduce the potential economic disturbance in the event of a port attack, including a risk-assessment program to separate safe from dangerous cargo, a way to prioritize imports in order of economic importance in the event of restricted capacity, and resources to create temporary port facilities or to rapidly expand other, existing facilities. 

AT Econ Impact Exaggerated

Economic modeling of impact magnitude valid

Learner and Thronburg 2006 - Director of the UCLA Anderson Forecast, Chief Econmist of the Ceridian-UCLA Pulsel of Commerce, Christopher Thornberg is a founding principal of Beacon Economics [ Chirstopher Thornberg, Edward E Learner, Jon D. Haveman and Howard J. Shatz (editors), Stephen S. Cohen, Peter Gordon, Jon D. Haveman, Matthew C. Hipp, Seth K. Jacobson, \ James E. Moore, II, Qisheng Pan, Harry W. Richardson, Howard J. Shatz, Jay Stowsky, , Ernesto Vilchis, and Amy B. Zegart ,  Protecting the Nation’s Seaports: Balancing Security and Cost,  2006, http://www.ppic.org/main/publication.asp?i=698, 6/20/12]
When IO models cannot do the job, economists look toward similar episodes in the past to provide information about the potential consequences of some change in the economy. We believe that historical episodes more appropriately capture the patterns of adjustment that a flexible economy with adaptive businesses and workers will make in response to disruptions. We do not have any examples of a terrorist strike on U.S. ports, but there are some historical incidents of work stoppages at ports that interrupted maritime trade in a fashion that seems similar to the disruption that a terrorist attack could potentially cause. The last major labor-related port closure occurred in 2002, when West Coast ports were shut for 10 days. This event was unusual for recent times, but earlier in the country’s history there were substantial maritime work stoppages—particularly in the sixties as ports began to introduce labor-saving technologies, especially containerization. There was a 35-day strike in late 1962 and early 1963, a 33-day closure in early 1965, and a 40-day strike in 1969. The largest work stoppage occurred in 1971, when the ports were closed on and off for more than four months, although the data show the actual effect on trade to be less than 90 days. Figure 2.5 shows how these events had a noticeable effect on trade flows into and out of the country.

A terrorist attack that only isolated a port can have serious economic repercussions

Peter Gordon et al. 2006—Peter Gordon is a Professor in the University of California's School of Policy, Planning and Development. He is also attached to USC’s Center for Risk and Economic Analysis of Terrorist Events (CREATE) Gordon and his colleagues have developed various economic impact models which they apply to the study of the effects of infrastructure investments or disruptions from natural events or terrorist attacks.[James E. Moore, II, and Harry W. Richardson (University of Southern California), Qisheng Pan (Texas Southern University, Houston) http://www.ppic.org/content/pubs/report/r_606jhr.pdf,  Protecting the Nation’s Seaports: Balancing Security and Cost, 6/20/12]
This study is part of a research program to apply the Southern California Planning Model (SCPM) and similar economic impact models to estimate the economic losses from hypothetical but plausible terrorist attacks on various key infrastructure installations and other important sites. In this chapter, we explore another dimension of potential terrorist attacks on the region’s ports. Terminal Island, a zone of concentrated container activity in the port complex, shown in the port map on p. xxiii, accounts for about 55 percent of the twin ports’ trade, and it could easily be isolated by destroying three highway bridges and one rail bridge. We assume four simultaneous conventional bomb attacks on these bridges of a size sufficient to destroy them. We then estimate the potential economic losses associated with the closure of Terminal Island. One major difficulty with this approach is estimating a reasonable “back to business” recovery period. At the low end, one or more friction pile bridges could be built within three or four months. Such bridges have their own problems, however: They would be close to sea level and built on caissons embedded into the seabed and so would probably interfere with shipping lanes. A bridge would also have to be built for trains carrying containers to and from Terminal Island—a project that would create a different set of problems. At the other end of the timeline, two years would permit the total rebuilding of the bridges on their original scale, but even this would be optimistic given institutional rather than reconstruction constraints. Because the model is linear, any chosen time period could easily be adjusted and, below, we suggest how the problems created by linearity might be addressed. As we will show, the one-year economic cost is $45 billion, split about two-thirds outside the region and one–third within. The range of effects is between $15 billion and $90 billion. Although estimating how long it would take to reopen Terminal Island and with what level (and degree of permanence) of infrastructure access is somewhat speculative, there is no doubt that a simultaneous four-bridge attack would be a significant and costly event that would fully merit substantial resource expenditures to prevent. Similarly, if an attack were to occur, there would be substantial cost savings derived from efforts to accelerate the reopening date.73

A terrorist attack would cause 4 billion dollars in losses and unemployment

Peter Gordon et al. 2006—Peter Gordon is a Professor in the University of California's School of Policy, Planning and Development. He is also attached to USC’s Center for Risk and Economic Analysis of Terrorist Events (CREATE) Gordon and his colleagues have developed various economic impact models which they apply to the study of the effects of infrastructure investments or disruptions from natural events or terrorist attacks.[James E. Moore, II, and Harry W. Richardson (University of Southern California), Qisheng Pan (Texas Southern University, Houston) http://www.ppic.org/content/pubs/report/r_606jhr.pdf,  Protecting the Nation’s Seaports: Balancing Security and Cost, 6/20/12]
In previous research, we explored the effects of simultaneous radiological bomb attacks on the twin ports of Los Angeles and Long Beach. These could be either brought in by container or planted very close to the port perimeter, assuming that the terrorists have access to suitable radioactive material within the United States. The extent of the disruption would depend on the size of the bombs. In our previous research, we assumed an explosion of two small radiological dispersal devices (RDDs), each containing five pounds of high explosive, more or less simultaneously at the two ports. We estimated blast damage to be modest, with deaths and serious injuries occurring only within a range of about 15 meters and with very limited damage to physical infrastructure. The evacuation zone would include all areas with exposure of greater than 1 REM (roentgen equivalent man), probably within a range of five to 10 square kilometers, depending on weather conditions such as wind speed, wind direction, and precipitation. In a subsequent study, we are attempting to measure “plume effects” in terms of household disruption, business losses, and decline in real estate values. The numbers are very speculative, but our best estimate is a $4 billion loss in output and a decline of nearly 42,600 person-years of employment. Such an attack would require the closure of both ports for health rather than security reasons. The early phase of radiation exposure lasts about four days, according to Environmental Protection Agency (EPA) guidelines; the time frame for intermediate and later phases is variable and subjective and can be measured in weeks, months, and even years. When the ports might reopen would be a policy rather than a technical decision. In the previous RDD scenario, we estimated that the closure of the Los Angeles and Long Beach ports for 15 to 120 days (for the latter case we combined the radiological bomb attacks with conventional bombs blowing up three key access bridges and overpasses) could cost the U.S. economy up to $34 billion—or more than 212,000 person-years of employment. Tables 3.1a and 3.1b show aggregate results and county level detail. The model also provides economic results in much greater spatial detail, to the level of census tracts or traffic analysis zones if required. 

One Successful terrorist attack is enough to disrupt the global economy

Thibault et al, 2006—Marc Thibault is a researcher, Homeland Security Institute [Mary R Brooks is William A. Black Chair of Commerce, Dalhousie University, Mary Brooks was on a Fulbright Fellowship at George Mason University, Kenneth J Button is professor of public policy and director, Center for Transportation Policy and Logistics, George Mason University; George Mason Center for Infrastructure Protections and Homeland Security, The Response of the U.S. Maritime Industry to the New Container Security Initiatives, Transportation Journal, pgs. 5-15, Winter 2006, Proquest 6/19/12]

Both governments and shipping lines have long been concerned with the security of the global container supply chain. Prior to 2001, security efforts focused on reducing cargo theft, stowaways, and smuggling. Incidences such as the Achille Laura hijacking in 1985, the Tamil Tigers merchant shipping attacks in the 1990s, and continuing smuggling demonstrated that the marine segment of the global container supply chain is vulnerable to terrorist attacks. Prior to 2001, U.S. Customs physically inspected somewhere between 2 percent and 4 percent of the several million containers shipped to the U.S. each year. Foreign crews manned the majority of vessels making American port calls. Organized crime had long used shipping containers to smuggle narcotics and contraband throughout the world. Terrorists could use shipping containers or vessels to smuggle personnel or weapons (nuclear, biological, and conventional) into the U.S. They could also use merchant ships, such as liquefied natural gas tankers, as weapons against port cities or critical maritime infrastructure. A major U.S. portsecurity war game conducted in 2002 found that government and industry respondents suspended container supply chain operations in response to several hypothetical container supply chain terrorist events (Gerencser et al. 2003). Terrorists, if successful in these types of attacks, could claim a major victory as their efforts would not only harm the U.S. but also disrupt the global economy.1

Terrorist attack would cause economic collapse and loss of lives- precautions needed. 

de Rugy, 2007, de Rugy has a MA and a PhD in economics from the University of Paris, she is a senior research fellow at the Mercatus Center at George Mason University. Her primary research interests include the U.S. economy, federal budget, homeland security, and taxation [Veronique, “Is port security funding make us safer?”  Nov, 2007, http://web.mit.edu/cis/pdf/Audit_11_07_derugy.pdf ,Jun. 22 2012] 
Economists think about security policies in terms of tradeoffs, formally comparing the costs and the benefits, both pecuniary and non-pecuniary. Common economic sense states that homeland security funds are best allocated where they are most likely to prevent successfully terrorist attacks and, in the event of failure, mitigate the consequences. This regimen should be maintained throughout the allocation process and should dictate how funds are dispersed within each sector. There are two types of threats related to ports: (1) direct attacks on the ports themselves and (2) transport of dangerous material through ports for use in terrorist plots elsewhere in the country. Like any terrorist attack, an attack on a port would cause injury, death, and have terrible economic and social consequences. Damage to infrastructure and the destruction of inventory in port could seriously disrupt trade not only in the U.S., but also around the world. The damage would be on the order of 100 times greater if a nuclear device were detonated in a major American city such as New York or Washington, D.C. In ports, as with all stationary targets, attackers have a natural advantage because they get to choose where to attack. The German thrust into Western Europe in the Second World War is an instructive example. The Wehrmacht simply side-stepped the impressive defenses built by the French in the Maginot Line. Similarly, terrorists will attack wherever the defenses are weakest. Because terrorists have this advantage, the best port security comes from a proactive strategy of keeping terrorists and their bombs as far as possible from U.S. shores. A practical strategy rests on three priorities: 1. Stop terrorists from acquiring the fissile material necessary to build a bomb. That’s where we should spend most of our security funds. We can achieve this by keeping close tabs on fissile materials around the world, buying foreign stockpiles, and helping foreign governments protect or destroy their stockpiles. 2. Recover nuclear material and devices in the event that they fall into terrorists’ hands. The U.S. should lead an international effort with cooperation from abroad in tightening security at foreign ports. The effort would assist in funding systems to bolster nuclear detection abilities in foreign countries or place U.S. agents on site in foreign ports. Partnerships with foreign manufacturers and importers to ensure that their shipments are protected against infiltration are probably also a good idea and would reduce the need for screening every cargo shipment. 3. Invest in response and mitigation capabilities. Without knowing where or how the attack will occur, responders can lower some of the expected damage by developing plans for the aftermath of an attack. For an attack on a port, such plans include evacuating civilians and personnel, placing emergency equipment within easy reach, training first response and medical personnel to handle emergencies and attacks, and developing business continuity strategies to allow the port to get up and running quickly after an attack. Experts also suggest developing pre-positioned equipment for responders and the American population. Finally, economists conclude that direct prevention on-site for things like physical barriers (e.g., fences), surveillance equipment (closed-circuit television), and access control systems for employees and visitors is not cost effective. Given that direct defenses are only as good as their weakest link, they tend not to be cost effective: one has to protect everything from every possible mode of attack.

Ports vulnerable and key to the economy - trade

De Rugy 2005 PhD in Economics and Senior Fellow at the Mercatus Denter at George Mason University [Veronique de Rugy, “Is Port Security Spending Making Us Safer”, September 7, 2005, http://directory.cip.management.dal.ca/publications/Is%20Port%20Security%20Spending%20Making%20Us%20Safer.pdf June 22, 2012]

According to experts, the U.S. should be concerned about nuclear attack by sea. More than 85 non-proliferation and national-security experts polled for a congressional study estimate that the risk of a WMD attack in the next decade using some sort of nuclear device is as high as 70 percent. 1 And Stephen Flynn, a Senior Fellow in National Security Studies at the Council on Foreign Relations, reported that the CIA has concluded that the most likely way weapons of mass destruction (WMD) would enter the United States is by sea. 2 This is a serious threat: the Council on Foreign Relations estimates that a lessthan-perfect one kiloton nuclear bomb in lower Manhattan would immediately claim 200,000 lives, injure 200,000 more and may kill half the population exposed to radiation few weeks later. 3 A rough estimate shows that the direct economic cost of such a tragedy would run over $1.1 trillion (see table 1). There is little doubt that our ports offer terrorists vast opportunities to inflict terrible damages on our country. The U.S. maritime system includes more than 360 sea and river ports with more than 3,700 cargo and passenger terminals and more than 1,000 harbor channels along thousands of miles of coastline. 4 Maritime shippers have increasingly concentrated their traffic through major cargo hubs (called megaports) because of their superior infrastructure. Approximately 85 percent of all cargo tonnage exchanged in the United States passes though just 50 seaports scattered throughout the country. 5 In addition, maritime commerce is essential to America’s economic vitality. As the primary mode of transportation for world trade goods, ships carry more than 95 percent of the nation’s non-North-American trade by weight and 75 percent by value, and 100 percent of the foreign oil imported by the United States. 6 In 2003, waterborne trade contributed about 7.5 percent of the U.S. gross domestic product. 7 Given the importance of maritime trade to the U.S. economy, disruption of that trade would have immediate and significant economic consequences in the United States and also worldwide. 8 Considering the scope of maritime opportunities for terrorists and the dramatic consequences of a successful nuclear or radioactive attack nowhere is the need for strategic spending more apparent than in the area of maritime security.

Economic impact of a nuke attack

De Rugy 2005 PhD in Economics and Senior Fellow at the Mercatus Denter at George Mason University [Veronique de Rugy, “Is Port Security Spending Making Us Safer”, September 7, 2005, http://directory.cip.management.dal.ca/publications/Is%20Port%20Security%20Spending%20Making%20Us%20Safer.pdf June 22, 2012]

Using 2000 population density numbers, we can deduce that if such a device were to kill 200,000 people and destroy 11 city blocks in Manhattan, 38,160 people would be killed in Chicago, 27,880 in Washington D.C., and 23,570 in Los Angeles. 18 According to Aldy and Viscusi (2003), the value of statistical life for 30 to 40year olds is at least $5 million in 1996 dollars. 19 This number is consistent with Viscusi’s review of the literature (1993), which finds that most studies estimate the value of life to be between $3 million and $7 million in 1990 dollars. 20 Using the estimate of $5 million in 1996 dollars, the value of life is $5.766 million in 2004 dollars. We therefore estimate the cost of 200,000 lives lost to be $1.1 trillion, the cost of 38,160 to be $217 billion, the cost of 27,880 to be $158 billion, and the cost of 23,570 to be $134 billion. We can also estimate the cost associated with the destruction of 11 city blocks in each of the selected cities. If we assume that the length of 11 blocks equals 1 mile then the area of 11 blocks is about 0.1 square mile. Assuming that most of the buildings destroyed downtown in big cities would be office buildings, we find the average office space per square mile in each city. After September 11, most experts used the New York City Comptroller’s construction costs estimate to measure the cost of a terrorist attack leading to building destruction. This construction cost is roughly $500 per square feet, 21 which means that the construction cost for 11 city blocks would be $765 million in New York, $26.1 million in Chicago, $91.6 million in Washington D.C., and $18.1 million in Los Angeles. To conclude, a crude estimate of the direct cost of immediate deaths and destruction of 11 city blocks due to the use of a one-kiloton nuclear weapon would be $1.1 trillion in New York City, $217 billion in Chicago, $158 billion in Washington D.C., and $134 billion in Los Angeles. Of course, this number is a gross underestimate of the total cost—though the order of magnitude is correct—since it does not consider indirect costs from cleanup, economic disruption, and injuries after the explosion, or treatment for all the people exposed to radiation during the attack whom would develop serious diseases several years down the road. 22 These costs would be huge. According to the Nuclear Threat Initiative experts, the costs related to the disruption of economic activities, such as the loss of economic output in the city attacked would likely total several times the direct cost amount. 23 The New York City Comptroller estimated that the weekly output of lower Manhattan was $2.1 billion per week, while that of the rest of the city combined was $6.3 billion per week. 24 In the wake of a blast such as that envisioned, a conservative estimate claims that the output of lower Manhattan would be reduced to zero for two weeks and permanently reduced by one third. 25 That means a loss of over $50 billion per year. To these figures must be added the immense cost of cleaning up the contamination from the radioactive fallout, which would run into the tens of billions of dollars. In short, several hundred billion dollars should be added to the direct cost reported in Table 1.

Risk Calc – should be top priority

De Rugy 2005 PhD in Economics and Senior Fellow at the Mercatus Denter at George Mason University [Veronique de Rugy, “Is Port Security Spending Making Us Safer”, September 7, 2005, http://directory.cip.management.dal.ca/publications/Is%20Port%20Security%20Spending%20Making%20Us%20Safer.pdf June 22, 2012]

The cost of an attack on NYC port is based on a daily cost of $277 million to shutdown of the megaport of New York/New. Although imperfect, these estimates nevertheless help give us an idea of the consequences of the three types of attacks. Considering the devastating costs of attack, nuclear or radiological terrorism is the one threat that requires zero tolerance. Preventing a nuclear or a dirty bomb from going off in the United States is a public good and should be the role of the federal government. Moreover, it should probably be the federal government’s top priority. 

***Terrorism Adv***

Terrorism Uniqueness – attacks being planned now

Security forces must take action—terrorists trying to attack oil resources

Houreld 11—Associated Press Writer [Katharine, “Oil Tanker Terror Hijacks Easy, Attacks Complex,” Web, 5/21/11, LexisNexis, 6/19/12]

The latest plots show that bin Laden was clearly thinking about the economic consequences of his attacks and might even have been planning a devastating oil spill, said Tim Hart, a maritime security analyst at Maritime and Underwater Security Consultants. That means Western security forces might have to take strong action sometime at sea.

Maritime attacks on oil resources being planned now

Houreld 11—Associated Press Writer [Katharine, “Oil Tanker Terror Hijacks Easy, Attacks Complex,” Web, 5/21/11, LexisNexis, 6/19/12]

The FBI and the U.S. Department of Homeland Security issued a confidential warning to authorities and the energy industry Friday that al-Qaida was seeking information on the size and construction of tankers. The newly revealed plot showed that while bin Laden was scheming about the next strike to kill thousands of Americans, he also believed an attack on the oil industry in "non-Muslim waters" could create a worldwide economic panic that would send oil prices soaring and hurt Westerners at the gas pump. Other bin Laden documents revealed that the terror group identified New York, Washington, Los Angeles and Chicago as important cities that should be attacked. Al-Qaida also identified key dates for those attacks, including the 10th anniversary of the Sept. 11, 2001 attacks, Christmas, July 4th and during Obama's State of the Union address in January. Oil already is a known target. On Saturday, a truck tanker carrying oil for NATO forces in Afghanistan exploded in northwestern Pakistan as people tried to siphon off fuel, killing 15. Fourteen other NATO oil trucks were damaged in a bombing at a nearby border town, but no one was hurt. The hundreds of seafaring oil tankers that travel across the planet daily are theoretically capable of igniting massive fires with the capability for extensive destruction.

Terrorism Uniqueness – nuke attack being planned now

The consequences of delay are catastrophic—terrorists plotting massive devastation

Calvan 12—Boston Globe Writer [Bobby Caina, “US to Miss Target for Tighter Port Security: Cargo Screening Put Off to 2014,” Web, 6/12/12, Boston Globe, Proquest, 6/20/12]

Critics say the consequences of delay could be catastrophic. Terrorists have long sought to obtain uranium or plutonium to construct a nuclear bomb, global security analysts say. Government officials, including President Obama and his predecessor, George W. Bush, have worried that terrorist cells could be plotting further devastation in the United States, perhaps through radioactive explosives called "dirty bombs."

Terrorism—Ports key to DoD strategy

Ports are necessary for DOD national security strategy – Desert Storm proves

GDP Fritelli ‘5 – Transportation Analyst [John F. Fritelli, CRS Report for Congress Port and Maritime Security: Background and Issues for Congress –May 27th 2005 http://www.fas.org/sgp/crs/homesec/RL31733.pdf Access Date - 6/22/2012]
In addition to its economic significance, the marine transportation system is vital for national security. The Departments of Defense and Transportation have designated 17 U.S. seaports as strategic because they are necessary for use by DOD in the event of a major military deployment. Thirteen of these ports are commercial seaports. During Desert Storm, 90% of all military equipment and supplies were shipped from U.S. strategic ports. The deployment required over 312 vessels from 18 commercial and military ports in the United States. As the GAO has reported, “If the strategic ports (or the ships carrying military supplies) were attacked, not only could massive civilian casualties be sustained, but DOD could also lose precious cargo and time and be forced to rely heavily on its overburdened airlift capabilities.”

Terrorism—Ship Hijacking

Port Security is lacking—terrorist controlled ships and high chance of being targeted

Keefer 7 (Wendy J. Keefer has a JD from Campbell university and specializes in compliance with Title III of the USA PATRIOT ACT, insurance coverage issues, and business and commercial disputes; http://scholarship.law.campbell.edu/cgi/viewcontent.cgi?article=1462&context=clr; Container Port Security: A Layered Defense Strategy to Protect the Homeland and the International Supply Chain; Campbell law review; written Fall 2007; Accessed June 21, 2012)

This successful concealment of container contents, along with potential Al Qaeda control of entire vessels able to carry thousands of shipping containers, is particularly troubling when the total volume of maritime container shipments in need of security screening is considered. "More than 80 percent of the world's trade travels by water and forges a global maritime link. About half the world's trade by value, and 90 percent of the general cargo, are transported in containers. ' 0 Large volumes of trade via container shipments are processed through ports. Those ports also provide economic benefits to the surrounding communities." Thus, threats by terrorists may have several objectives, including human casualties, environmental damage or economic loss and disruption. 

Enemies will board and search commercial boats to hurt the shipping industry 
Murphy 12- Intelligence Department Head at Maritime Expeditionary Security Squadron Eight (Daniel Murphy; Lieutenant Daniel T. Murphy, U.S. Navy is the USN in ISR Collection Requirements Manager (CRM) at the Combined Air and Space Operations Center. He was previously the Intelligence Department Head (N2) at Maritime Expeditionary Security Squadron Eight; AFCEA; “Intelligence, Surveillance and Reconnaissance (ISR) in the Littoral Fight“; AFCEA; Written April 2012; Found June 20, 2012; http://www.afcea.org/mission/intel/documents/isr.pdf)

In reaction to economic sanctions, or as part of a territorial sea or exclusive economic zone (EEZ) dispute, naval adversary forces could significantly disrupt the commercial vessel traffic flow simply by threatening or conducting basic visit, board, search, and seizure (VBSS) operations. In the shipping industry, time is money, and the margins continue to narrow. Just slowing down vessel traffic through key shipping lanes would have an economic impact that would ripple across the globe and down to the consumer. And this would be exactly the enemy’s desired effect.

A terrorist impact is destructive and ships are vulnerable

de Rugy, 2005 – de Rugy has a MA and a PhD in economics from the University of Paris, she is a senior research fellow at the Mercatus Center at George Mason University. Her primary research interests include the U.S. economy, federal budget, homeland security, and taxation [Veronique, What does Homeland Security Spending Buy? , American Enterprise Institute for Public Policy Research, April 1 2005 ,http://www.aei.org/files/2005/04/01/20050408_wp107.pdf, June 23 2012]

The recent terrorist attacks in Mumbai, India, brought to the forefront longstanding concerns about the vulnerability of our ports. After Sept. 11, for example, U.S. seaports were closed for several days, an acknowledgment that ships, like airplanes, could also serve as deadly weapons. Coast Guard vessels were immediately dispatched to provide security at all major American ports.[1] Few would dispute that, if terrorists used a cargo container to conceal a weapon of mass destruction and detonated it on arrival at a U.S. port, the impact on global trade and the world economy could be immediate and devastating. Protecting America's ports against a terrorist threat is daunting because of the sheer size and sprawling nature of the U.S. maritime system and because the United States has no central port authority to oversee security. Approximately 8,000 ships with foreign flags make 51,000 calls on U.S. ports each year. Fully 95 percent of overseas commerce (and 100 percent of foreign oil) comes by ship.[2] In addition, more than 6.5 million passengers from cruise ships pass through the nation's ports each year, along with approximately 9 million cargo containers — about 26,000 cargo containers a day.[3] The complex structure of ports and the port authorities that govern them — including the variation in public and private ownership, the involvement of multiple governmental and private agencies, and the differences in levels and scopes of authority — makes securing U.S. ports a tremendously difficult task. 

Terrorism—Mines

Enemies would use mines to target marine assets- intractability and destructive capabilities
Murphy 12- Intelligence Department Head at Maritime Expeditionary Security Squadron Eight  (Daniel Murphy; Lieutenant Daniel T. Murphy, U.S. Navy is the USN in ISR Collection Requirements Manager (CRM) at the Combined Air and Space Operations Center, and he was previously the Intelligence Department Head (N2) at Maritime Expeditionary Security Squadron Eight; AFCEA; “Intelligence, Surveillance and Reconnaissance (ISR) in the Littoral Fight“; AFCEA; Written April 2012; Found June 20, 2012; http://www.afcea.org-/mission/intel/documents/isr.pdf)

Mine warfare is among the most asymmetric and deniable of naval operations, and delivers a big bang for the buck. Our adversaries could potentially wreak havoc in the shipping lanes by using dhows and other civilian-like vessels to lay mines during seemingly routine transits through choke points and congested areas. These operations would likely be conducted at night. By laying mines in a free-floating state, their origin would be more difficult to trace. Even if forensics did prove their origin, the enemy regime would still have a measure of deniability. If a determined enemy initiated a mine-warfare campaign in just one major commercial traffic area, U.S. and coalition traditional mine countermeasure capabilities would be stretched thin. Compared with traditional mine warfare platforms, ISR assets like the MQ-1 Predator and MQ-9 Reaper and the new USAF MC-12 Liberty, a manned aircraft, are relatively ubiquitous and quick to deploy from land-based airfields in friendly littoral areas. Using synthetic aperture radar, video cameras, and forward-looking infrared (FLIR), these platforms have the persistency to watch over a chokepoint or waterway for an extended period of time, and could detect mine-laying vessels and activities. With an airborne signals intelligence payload, the platform can also listen to adversaries as they broadcast. The MQ-9 also carries ground moving target indicator (GMTI) technology that could potentially track contacts at sea. A Predator or Reaper could either queue a seaborne platform to intercept a vessel engaged in a mining operation, or, with its own armament, conduct a kinetic strike against the vessel. Depending on atmospherics and sea states, these platforms may even be able to hunt for mines along a narrow vector transit line, and queue scarce traditional assets to the location for sweeping and clearing. New ISR could potentially extend the battle commander’s optical view of the battle space significantly beyond what can be seen from the bridge wing of a minesweeper, and these assets have significantly more persistency than ship-based rotary wing aircraft.

Terrorism—Small Boats

Adversaries can effectively use small boats- they are quick and hard to detect
Murphy 12- Intelligence Department Head at Maritime Expeditionary Security Squadron Eight (Daniel  Murphy; Lieutenant Daniel T. Murphy, U.S. Navy is the USN in ISR Collection Requirements Manager (CRM) at the Combined Air and Space Operations Center. He was previously the Intelligence Department Head (N2) at Maritime Expeditionary Security Squadron Eight; AFCEA; “Intelligence, Surveillance and Reconnaissance (ISR) in the Littoral Fight“; AFCEA; Written April 2012; Found June 20, 2012; http://www.afcea.org/mission/intel/documents/isr.pdf)

Some of our adversaries have significantly built up their small craft inventory in the last two decades, to include fast attack missile and torpedo craft. These assets, even if they were used in feint swarm attacks, rather than actual strike operations, could have a significant adverse effect on commercial vessel traffic flow. The large number of fast attack craft that our adversaries possess, their small size, high speed, and small radar signature, make these craft difficult to detect, track, deter and defeat. They are an especially dangerous foe when operating in congested sea lanes, in and around island archipelagos, around oil platforms, and in disputed territorial seas and EEZs. Traditionally, we would counter a fast attack craft threat using blue water Navy and Coast Guard assets as escorts. If the waterway was a highly trafficked area like the Arabian Gulf, and if the threat continued for any significant period of time, the operation would quickly become unsustainable for the fleet. We would likely need to move commercial traffic into highly resource-intensive convoys, which would cause shipping delays and economic impacts. Inevitably, a determined adversary would effect a successful small craft attack against an escorted vessel, or possibly even against one of the escorting vessels.

We are vulnerable to attack from small vessels- we aren’t tracking them all

Council on Foreign Relations 8 (an independent, nonpartisan membership organization, think tank on foreign relations; Written April 2008; Accessed June 20, 2012; http://www.cfr.org/port-security/small-vessel-security-strategy/p16200; “Small Vessel Security Strategy”)

The Department of Homeland Security produced this strategy document. The fore ward states, "Since the terrorist attacks of September 11, 2001, maritime security efforts have focused primarily on large commercial vessels, cargoes, and crew. Efforts to address the small vessel environment have largely been limited to traditional safety and basic law enforcement concerns. Small vessels are, however, readily vulnerable to potential exploitation by terrorists, smugglers of weapons of mass destruction (WMDs), narcotics, aliens, and other contraband, and other criminals. Small vessels have also been successfully employed overseas by terrorists to deliver Waterborne Improvised Explosive Devices (WBIEDs). ...Currently, the U.S. Government has an incomplete knowledge of the international recreational boating public, their travel patterns, and the facilities they use. Couple this with the limited information available regarding fishing fleets and the multitude of small commercial vessels operating in or near U.S. waters and the complexity of the issue becomes obvious. Hence, there is a clear need to close security gaps and enhance the small vessel security environment. The Small Vessel Security Strategy (SVSS) addresses these concerns and provides a coherent framework to improve maritime security and safety. It envisions a coordinated effort of Federal, state, local, and Tribal authorities, together with international partners, private industry, and recreational users of the waterways."

Terrorism—Ports General

Enemies will target ports- thin spread defenses and lots of targets

Murphy 12- Intelligence Department Head at Maritime Expeditionary Security Squadron Eight (Daniel  Murphy; Lieutenant Daniel T. Murphy, U.S. Navy is the USN in ISR Collection Requirements Manager (CRM) at the Combined Air and Space Operations Center. He was previously the Intelligence Department Head (N2) at Maritime Expeditionary Security Squadron Eight; AFCEA; “Intelligence, Surveillance and Reconnaissance (ISR) in the Littoral Fight“; AFCEA; Written April 2012; Found June 20, 2012; http://www.afcea.org/mission/intel/documents/isr.pdf)

There are multiple dense commercial shipping areas around the world where, if our adversaries opted for an asymmetric fight, they would have a target-rich environment against vessels pier-side, port facilities, fuel farms, refineries, oil rigs, desalinization plants, and other key infrastructure. Protecting port facilities against shore-based and sea-based threats is the mission of the Naval Expeditionary Combat Command (NECC) and U.S. Coast Guard forces. These forces are already operating at a high operational tempo in CONUS, in the Arabian Gulf, and in other locations worldwide, protecting Navy and Military Sealift Command shipping in various ports and while they are in-transit. If the threat-level escalated in the Arabian Gulf or in one or two other hotspots in the world, our NECC and Coast Guard forces would be stretched thin. 

Ports are targets to terrorists because of the devastating secondary effects

Learner and Thronburg 2006 - Director of the UCLA Anderson Forecast, Chief Economist of the Ceridian-UCLA Pulsel of Commerce, Christopher Thornberg is a founding principal of Beacon Economics [ Chirstopher Thornberg, Edward E Learner, Jon D. Haveman and Howard J. Shatz (editors), Stephen S. Cohen, Peter Gordon, Jon D. Haveman, Matthew C. Hipp, Seth K. Jacobson, \ James E. Moore, II, Qisheng Pan, Harry W. Richardson, Howard J. Shatz, Jay Stowsky, , Ernesto Vilchis, and Amy B. Zegart ,  Protecting the Nation’s Seaports: Balancing Security and Cost,  2006, http://www.ppic.org/main/publication.asp?i=698, 6/20/12]
The appeal of an attack on the ports of Los Angeles and Long Beach from the point of view of a terrorist would be the potential secondary effects, not the direct loss of life or the destruction of physical assets. Although these ports are busy and have quite a number of employees and stock in the facility at any point in time, if the goal is direct destruction of lives and capital, there are more attractive targets with high population and asset densities such as Manhattan or perhaps Los Angeles International Airport. The ports, of course, have a fairly low population density relative to many other locations. The primary damage of any attack would be proportionally small. The secondary effects, conversely, might be substantial. There is little doubt that the Los Angeles–Long Beach port complex represents a critical node in the international supply chain (Table 2.1). More than 14 percent of goods by value imported into the U.S. economy flow through the two ports. They process more than 30 percent of all national maritime traffic alone. They also process a substantial share of exports—carrying 4.7 percent of total exports and almost 17 percent of maritime exports. The two ports process a variety of products, both final goods intended directly for consumption and many intermediate inputs needed by the nation’s producers. Closing the ports would interrupt this traffic and presumably cause large disruptions in the supply chains for many firms. Such a closure could in turn lead to factory closings, layoffs, and in the end spark a substantial slowdown in the national economy. A cursory look would seem to portend a dramatic, dangerous scenario, but a closer look at the facts suggests otherwise. From an input-output perspective, a wide variety of holes would be quickly created in the flow of production that would seem to lead to a very sharp downturn in economic activity. But our economy is not a mechanical system; it is an organic self-healing system, much like that of a human being: Large injuries take time to heal, but for the most part they do eventually heal. To continue the analogy, a port attack is only a cut on the arm—quickly healed with little noticeable effect on the day-to-day functioning of the person. 

Maritime transportation especially vulnerable to terrorist attack
Associated Press 08 [“Investigators find gaps in port security program,” Web, 5/27/08, http://www.usatoday .com/news/washington/2008-05-27-ports-security_N.htm, 6/19/12]

Congress has been working to improve port security after the independent Sept. 11 commission cited the potential dangers in its 2004 final report. The commission stated that compared to commercial aviation, "opportunities to do harm are as great, or greater, in maritime or surface transportation." DHS has said that while the likelihood of terrorists smuggling weapons of mass destruction into the U.S. in cargo containers is low, the nation's vulnerability and consequences of such an attack are potentially high.

Terrorism – Vessels as weapons

Ships can be used as weapons and attacks

Harrald 05 [John R, “Sea Trade and Security: an Assessment of the Post-9/11 Reaction,” Web, Fall 05, http://search.proquest.com.proxy.lib.umich.edu/pqrl/docview/220702986/1376BF5C74E6A8F9B1B/5?accountid=14667, 6/19/12]

Prior to 9/11, the problem of dealing with substandard ships was met by the IMO and the U.S. government by increasing port-state authority to board, inspect and penalize vessels entering ports. Waiting until a vessel arrives in a U.S. port is not, however, a satisfactory remedy to the terrorist threat. Bulk carriers could come under the influence of, or be owned by, terrorist groups without the knowledge of maritime authorities. The Tamil Tigers are known to operate a fleet of bulk carriers as a source of revenue and as a means of smuggling weapons and other contraband. It is believed that Al Qaeda owns and operates 15-18 bulk carriers.26 Threat scenarios involving bulk carriers include the possibility that a ship could be used as a weapon (e.g., ramming a bridge or colliding with a passenger vessel), as a source of attack (e.g., exploding a ship's cargo in port) or as a platform to introduce a WMD. Risk interventions for the bulk carrier subsystem must, therefore, include measures to make the system of ownership and operation more transparent, create a trusted shipper program, introduce methods of inspecting cargo prior to arriving in port and increase awareness of what ships and cargoes are approaching the nation's maritime domain.

Terrorism – Disrupt trade

Great risk of terrorist exploitation of the vital trading system- its security must be a U.S. priority. 

Lukas, 2004—Analyst with Cato's Center for Trade Policy Studies and U.S. Trade Representative [Title: Protection without protectionism: Reconciling Trade and Homeland Security, April 8 2004,  Lukas is also an analyst at the Cato Institute’s Center for Trade Policy Studies. CATO foundation site, http://www.cato.org/pubs/tpa/tpa-027.pdf, accessed Jun 19 2012]
The potentially catastrophic consequences of terrorist misuse of the trading system means that its security must be a U.S. priority. And Washington has taken steps to address the threat. Since the attacks of 2001, the number of inward-bound cargo containers inspected by Customs (across all modes of transportation) has risen by nearly two-thirds, from 7.6 percent to 12.1 percent of the total. For sea containers, the increase has been from 2 percent to 5.2 percent. In addition, DHS has begun implementing new programs and procedures—the 24hour rule, the Custom-Trade Partnership against Terrorism, the Container Security Initiative, Operation Safe Commerce, and others— designed to safeguard the transportation and supply chains. The goal, according to policymakers, is to “push the border outward” by decreasing the chances of terrorist infiltration of trade networks before goods ever arrive in the United States. Robert Bonner, commissioner of the new U.S. Customs and Border Patrol, put it this way: We can no longer afford to think of ‘the border’ merely as a physical line separating one nation from another. We must also now think of it in terms of the actions we can undertake with private industry and with our foreign partners to prescreen people and goods before they reach the U.S. The ultimate aims of ‘pushing the border outward’ are to allow U.S. Customs more time to react to potential threats—to stop threats before they reach us—and to expedite the flow of low-risk commerce across our borders.
The US has the largest open trading system in the world – creates opportunities for terrorism

Lukas, 2004—Analyst with Cato's Center for Trade Policy Studies and U.S. Trade Representative [Title: Protection without protectionism: Reconciling Trade and Homeland Security, April 8 2004,  Lukas is also an analyst at the Cato Institute’s Center for Trade Policy Studies. CATO foundation site, http://www.cato.org/pubs/tpa/tpa-027.pdf, accessed Jun 19 2012]
Despite some protectionist lapses in specific sectors, the United States has, by and large, a very open economy. Indeed, the United States is the world’s largest single exporter and importer. Every day, millions of tons of cargo worth billions of dollars enter the country across 7,514 miles of border and 95,000 miles of shoreline. Shipments arrive by land, sea, and air into some 350 commercial ports of entry. Ninety percent of these goods (by volume) are shipped in cargo containers—opaque metal boxes about the size of railroad cars—approximately 21,000 of which enter the United States each day. The free movement of goods across U.S. borders is a key pillar of the nation’s prosperity. Unfortunately, our dynamic trading system is also a conduit that terrorists may exploit. For decades criminals have used cargo containers, trucks, and train cars to illegally bring narcotics, weapons, and people across U.S. borders. The vulnerabilities that smugglers exploit are also available to terrorists—with a potential for harm that far exceeds garden-variety crime. U.S. intelligence has reported, for example, that Osama bin Laden’s al Qaeda organization owns and operates at least 15 cargo freighters worldwide that could be used in direct attacks or in support of other operations.3 In fact, terrorists have been open about their intentions to attack commercial targets and use the global trading network as a weapon. “We are attempting to expand the frontlines,” said Abu Laith Al-Libi, an al Qaeda spokesman. “It will be a war of killings, a war against businesses, which will hit the enemy where he does not expect.”4 Meanwhile, in Asia, the Liberation Tigers of Tamil have attacked maritime targets directly and deployed waterborne mines.5 There are several ways that terrorists could exploit the trading network to achieve murderous ends. The attacks on the USS Cole in the port of Yemen in 2000 and the French oil tanker Limburg in 2002 illustrate the direct threat that terrorism poses to seagoing vessels. Another prospect is that ships, trains, or trucks could be used in conventional suicide attacks, much like hijacked airliners were used on 9/11. A cargo ship—perhaps one carrying a flammable cargo, such as liquid natural gas—could also be exploded or sunk in a port, damaging the facility and blocking commercial traffic. The same result could be achieved by detonating a tractor trailer at a U.S. land-border crossing. At a recent terrorism conference in London, maritime security experts predicted a “spectacular” attack of this sort sometime in the near future.6 The movement of goods also offers an avenue for the terrorists themselves to circumvent border and immigration controls. Terrorists might enter the country as crew members on a ship, for example. There are approximately 1.2 million officers and crewmen manning the world’s merchant fleets, a significant portion of whom work on commercial trading vessels.7 Many of these people have not undergone background checks of any kind—a reality underscored by the fact that crewmen are sometimes complicit in cases of piracy. Forged seafarer certificates and identity documents are also readily available on the black market. 

Terrorism – Scanning Cargo key to solve

US is a main terrorist target—scanning cargo is essential to prevent these attacks

Calvan 12—Boston Globe Writer [Bobby Caina, “US to Miss Target for Tighter Port Security: Cargo Screening Put Off to 2014,” Web, 6/12/12, Boston Globe, Proquest, 6/20/12]

WASHINGTON - The Department of Homeland Security will miss an initial deadline of July 12 to comply with a sweeping federal law meant to thwart terrorist attacks arriving by sea, frustrating border security advocates who worry that the agency has not done enough to prevent dangerous cargo from coming through the country's ocean gateways, including the Port of Boston. Only a small fraction of all metal cargo containers have been scanned before arriving at US ports, and advocates for tighter port security say all maritime cargo needs to be scanned or manually inspected to prevent terrorists from using ships bound for the United States to deliver a nuclear bomb. The scenario might be straight out of a Hollywood script, but the threat of terrorism is not limited to airplanes, according to Homeland Security critics, including Representative Edward Markey of Massachusetts. Markey accuses the agency of not making a good-faith effort to comply with a 2007 law he coauthored requiring all US-bound maritime shipments to be scanned before departing overseas docks. "We're not just missing the boat, we could be missing the bomb," the Malden Democrat said. "The reality is that detonating a nuclear bomb in the United States is at the very top of Al Qaeda's terrorist targets." Only about 5 percent of all cargo containers headed to the United States are screened, according to the government's own estimate, with some shipments getting only a cursory paperwork review.

A terrorist attack on a port has severe economic impacts that could be prevented by checking every vehicle that enters a port

Peter Gordon et al. 2006—Peter Gordon is a Professor in the University of California's School of Policy, Planning and Development. He is also attached to USC’s Center for Risk and Economic Analysis of Terrorist Events (CREATE) Gordon and his colleagues have developed various economic impact models which they apply to the study of the effects of infrastructure investments or disruptions from natural events or terrorist attacks.[James E. Moore, II, and Harry W. Richardson (University of Southern California), Qisheng Pan (Texas Southern University, Houston) http://www.ppic.org/content/pubs/report/r_606jhr.pdf,  Protecting the Nation’s Seaports: Balancing Security and Cost, 6/20/12]
This chapter has demonstrated that a relatively simple terrorist attack (simultaneously blowing up three bridges plus a related rail bridge accessing Terminal Island at the Los Angeles–Long Beach port complex) could inflict massive damage to both the Southern California and the national economy. The extent of such damage depends on the length of the interruption in shipping activity, which in turn would depend on policy decisions regarding the pace of rebuilding: quick fixes such as temporary bridges or permanent bridge reconstruction. A benchmark annual estimate is $45 billion of output losses and 280,000 person-years of employment. These estimates can be scaled up or down according to the best “guesstimate” of the length of interruption. Also, our estimates are upper-bounded, and we have mentioned several mitigating interventions that might lower these losses. Regardless of the extent of these interventions, one clear implication is the high payoff of protection and prevention strategies (for example, what would be the full economic costs of inspecting every vehicle accessing the bridges?). Our research also suggests a substantial benefit, in the event of a successful attack, of ex ante prepared strategies to accelerate restoration.

Smart containers are a potential solution.

Lukas, 2004—Analyst with Cato's Center for Trade Policy Studies and U.S. Trade Representative [Title: Protection without protectionism: Reconciling Trade and Homeland Security, April 8 2004,  Lukas is also an analyst at the Cato Institute’s Center for Trade Policy Studies. CATO foundation site, http://www.cato.org/pubs/tpa/tpa-027.pdf, accessed Jun 19 2012]
More sophisticated smart containers could include active electronic seals. These devices would detect when someone breaks into a container and would have the ability to communicate that information to a shipper, customs, or cargo owner via satellite, radio, or cellular—or conceivably, even local Wi-Fi computer networks installed on ships and at ports. In the most advanced versions, cargo containers could be outfitted with Global Positioning System devices for precise location tracking and sensors to detect and alert authorities immediately to the presence of chemical, biological, or nuclear elements. Not surprisingly, active-seal technology is more expensive than passive-seal technology— up to 10 times more expensive, according to the U.S. Treasury’s Advisory Committee on Commercial Operations of the U.S. Customs Service. Active seals also require a power source and are unproven on a mass scale. Fortunately, DHS need not mandate a single solution. As long as a seal can communicate with CBP scanners, it does not necessarily matter whether a container uses active or passive technology. Nor is it critical that all containers have exactly the same package of features. By setting standards and avoiding overly detailed mandates, DHS can preserve a dynamic, competitive marketplace for smart-container technology that continues to yield advances over time. Security and Asset Visibility: A Win-Win? “Asset visibility” refers to the ability of buyers and sellers to track shipments en route. In many cases, strong asset visibility allows a company to manage its supply chain more effectively, squeezing inventories and improving operational efficiency. In theory, many of the security technologies on the horizon, such as smart containers, would improve asset visibility, and thus, productivity. The hope is that these technologies will boost both security and profitability. Unfortunately, such a happy outcome is unlikely to be obtained in all cases. If improved security paid for itself, it might be expected that more companies would already be pursuing it voluntarily. And even when better asset visibility can make supply chains more efficient, companies must have the incentive (and ability) to solve or work around shipping delays once they are detected. In general, companies that operate very fast or slow supply chains are likely to see limited (or no) gains from improved asset visibility, whereas companies in the middle are most likely to benefit. The reason for this distinction is that a company with either a high- or low-velocity product cycle is already locked into supply decisions. Consider the situation faced by an American computer manufacturer that runs a just-in-time production facility that relies on hard drives imported from Asia. Because the company’s business plan depends on the timely delivery of every component that goes into a computer, and because hard drives have a relatively high value-to-weight ratio, the company will almost certainly ship the drives by air. In addition, since timing is critical for companies that pay a premium for air transit, carriers strive to provide current information about a shipment’s status. In other words, asset visibility in this case is already very high and new security technologies will not necessarily enhance productivity. At the other end of the spectrum would be a big box retailer like Home Depot that purchases thousands of varieties of retail goods in large quantities. Because no single shipment is critical for overall operations, the company requires only a rough idea of when a particular product will arrive. Heightened asset visibility might be nice, but knowing that a shipment of hammers has been delayed in Hong Kong, for example, will not prompt the company to pay a premium to expedite supply. The value-to weight ratio of the retailer’s imports is generally too low to consider alternative modes of transport (i.e., air) to overcome small delays. Some companies will undoubtedly be able to use better asset visibility to streamline their operations. The emerging consensus, however, seems to be that “win-win” scenarios where security improvements pay for themselves through greater efficiency will not be the rule. As one expert has speculated, CSI and other such programs are “at best zero in terms of productivity improvement and at worst significantly negative.”77 This does not mean that improving cargo tracking is not a worthwhile security goal. It does, however, suggest that the transition will be more costly than many have hoped. The security of global trade is a never-ending project, one in which the government has a legitimate and leading role to play. The country must continue to be alert for ways to enhance security without closing borders. This will require an ongoing assessment of the costs and benefits of current and future trade-security initiatives. It will mean maintaining an openness to new technologies and the right incentives to develop them. It will rely on open lines of communication between intelligence agencies, homeland security agencies, ports, businesses, and state, local, and foreign governments. Above all, an effective risk-reduction strategy will require a recognition that although the federal government can coordinate America’s efforts, it cannot and should not be the sole provider of security. Private companies will, of necessity, be on the front lines of this conflict. Where regulations are necessary, companies should specify goals, set standards, and gauge progress rather than micromanage behavior. Companies should be encouraged not only to follow the letter of government directives, but to become responsible stakeholders in the terrorism prevention business. Vigilance must become a mindset, not just a checkbox on a list of rules.

Terrorism – Observation Towers Solve

Increase in observation towers solves attacks- increased warning time

Murphy 12- Intelligence Department Head at Maritime Expeditionary Security Squadron Eight (Daniel Murphy; Lieutenant Daniel T. Murphy, U.S. Navy is the USN in ISR Collection Requirements Manager (CRM) at the Combined Air and Space Operations Center. He was previously the Intelligence Department Head (N2) at Maritime Expeditionary Security Squadron Eight; AFCEA; “Intelligence, Surveillance and Reconnaissance (ISR) in the Littoral Fight“; AFCEA; Written April 2012; Found June 20, 2012; http://www.afcea.org/mission/intel/documents/isr.pdf)

Against the threat of individual or unit-level attacks from the shore side or from a waterway, the keys to success are indications, warnings and reaction time. Similar to force protection at sea against fast attack craft, the key is to extend the area of observation as far outward as possible. However, in this case, rather than defending a high-value asset transiting a shipping lane, the challenge is to extend the area of observation around a static vessel or facility, both on the landside and across the waterways. To provide force protection around a high-value asset in-port or around a port facility, the Navy and Coast Guard employ shore-side security teams that patrol and defend assigned land-based sectors, and small boat units that patrol and defend waterway-based sectors. Both rely on threat indications and warnings. The earlier the indication can be detected, the earlier the reaction forces can be warned. The earlier we can be warned, the earlier we can react to counter the threat, and the greater chance we have of defeating the threat. On the land side, and on the water side, visibility, and therefore, elevation is the key to reaction time. When we are able to place a lookout on an eighty-foot crane in a high-threat port facility, our area of observation increases exponentially. Elevation can help landside security teams gain visibility over multiple blocks in a commercial port area, rather than the single block that they would be able to observe from street level. For patrolling boat units, when elevation allows the horizon to be extended, we gain visibility over piers, islands, vessels and other blind spots. ISR assets can extend the area of observation even further than an eighty-foot crane. And, because full-motion video feeds can be networked, we can bring analysts to the fight that can study and understand a port’s pattern of life, and identify indication and warnings (I&W) trends. According to Chris Ames, director of strategic development at General Atomics (maker of the Predator), “At the heart of it, we’re delivering persistent situation awareness, which is really the most valued of commodities. That creates a transparent battlefield where you know where the threats are and can counter them.” Persistent full-motion video ISR could potentially make port security a less resource intensive effort because we would not need the same density of force protection assets. For a longer-term operation, an aerostat-based sensor that could queue a kinetic platform or quick reaction force would be a cost-effective option. 

Terrorism – Biometric Scanners

Biometric scanners are needed to insure ports aren’t infiltrated

Flynn 11- Vice President at a global maritime security company (Stuart Flynn is Vice President at global maritime security services provider SecureWest International; Written February 4, 2011, Accessed June 20, 2012; Port Technology International; “Next Generation Port Security” http://www.porttechnology.org/im-ages/uploads/technical_papers/PT40-25.pdf)

Authorities have previously expressed great interest in being able to share data between ports, with 100 per cent scanning at any one port not seen as practical. However, one major security concern should be effectively identifying who exactly is on site at any given time. The success of the Felixstowe RHIDES project  – a machine readable, internally linked, biometric chip card system, highlights the progressive steps that can be taken towards countering issues of access control.  The wider use of technology in all ports can only assist in the prevention of security breaches. Seals, tracking devices, nanotechnology developments and screening initiatives all help, but it is legislation that underpins the whole structure of port security. 

Terrorism – Funding Key

Funding is needed to pay for the necessary components in a port to battle terrorism

Los Angeles Times 2007—She is pursuing a doctorate in history at American University. L.A. Times staff writer—[Johanna Neuman. 5-11-2007. Grants for port security increase. 6/21/12. http://articles.latimes.com/2007/may/11/nation/na-grants11]

In a statement, Los Angeles Mayor Antonio Villaraigosa welcomed the awards, calling them "needed security measures to make our port the safest in the nation." His office said the funds would be used for waterside surveillance system enhancements, command and control center system integration, and improvements in communication systems. For the 2007 port security grants, the department divided the country's ports into regions and tiers based on risk. Two California port areas were eligible for Tier I (highest- risk) funding: the Bay Area, awarded $14.23 million (up from $1.186 million last year), and Los Angeles and Long Beach, awarded $15.4 million (up from $12 million). The New York/New Jersey region received $27.3 million for port security programs, the most awarded to any area. Sen. Charles E. Schumer (D-N.Y.) described the funding as "a welcome sign that DHS may now realize that the terrorists' No. 1 target should be No. 1 on the list for funding." Another of the department's programs -- for counterterrorism funding decisions for high-risk areas -- caused a furor last year when major target areas like New York and Washington were cut and midsize cities like Jacksonville, Fla., and Sacramento won increases. The head of the department's grants and training division resigned. The anti-terrorism awards are to be announced later this year. "These grants will help to protect our nation's critical infrastructure from threats and hazards that could cause major loss of life, economic impact and disruption of services," said Homeland Security Deputy Secretary Michael Jackson, who announced the grants. "These risk-based investments will increase security for vital assets such as ports, mass transit systems, long-distance bus carriers, chemical facilities and nuclear power plants."

Lack of funding for Port security is allowing 95% of containers to pass unscreened, allowing terrorists the opportunity to plant nuclear bombs.

Calvan 6-12—Congressional Reporter for Boston Globe—(Bobby Caina Calvin, US to miss target for tighter port security: Cargo screening put off to 2014, June 12, 2012, ProQuest: 6/23/12)

WASHINGTON - The Department of Homeland Security will miss an initial deadline of July 12 to comply with a sweeping federal law meant to thwart terrorist attacks arriving by sea, frustrating border security advocates who worry that the agency has not done enough to prevent dangerous cargo from coming through the country's ocean gateways, including the Port of Boston. Only a small fraction of all metal cargo containers have been scanned before arriving at US ports, and advocates for tighter port security say all maritime cargo needs to be scanned or manually inspected to prevent terrorists from using ships bound for the United States to deliver a nuclear bomb. The scenario might be straight out of a Hollywood script, but the threat of terrorism is not limited to airplanes, according to Homeland Security critics, including Representative Edward Markey of Massachusetts. Markey accuses the agency of not making a good-faith effort to comply with a 2007 law he coauthored requiring all US-bound maritime shipments to be scanned before departing overseas docks. "We're not just missing the boat, we could be missing the bomb," the Malden Democrat said. "The reality is that detonating a nuclear bomb in the United States is at the very top of Al Qaeda's terrorist targets." Only about 5 percent of all cargo containers headed to the United States is screened, according to the government's own estimate, with some shipments getting only a cursory paperwork review. Homeland Security officials argue that wider screening would be cost-prohibitive, logistically and technologically difficult, and diplomatically challenging. While acknowledging the threat as real, they are exercising their right under the 2007 law to postpone for two years the full implementation of the congressionally mandated scanning program. That would set the new deadline for July 2014. Critics say the consequences of delay could be catastrophic. Terrorists have long sought to obtain uranium or plutonium to construct a nuclear bomb, global security analysts say. Government officials, including President Obama and his predecessor, George W. Bush, have worried that terrorist cells could be plotting further devastation in the United States, perhaps through radioactive explosives called "dirty bombs."

Terrorism – Reconstruction Solves

A Terrorist attack on a port can be less devastating with emergency construction plans

Peter Gordon et al. 2006—Peter Gordon is a Professor in the University of California's School of Policy, Planning and Development. He is also attached to USC’s Center for Risk and Economic Analysis of Terrorist Events (CREATE) Gordon and his colleagues have developed various economic impact models which they apply to the study of the effects of infrastructure investments or disruptions from natural events or terrorist attacks.[James E. Moore, II, and Harry W. Richardson (University of Southern California), Qisheng Pan (Texas Southern University, Houston) http://www.ppic.org/content/pubs/report/r_606jhr.pdf,  Protecting the Nation’s Seaports: Balancing Security and Cost, 6/20/12]
Third, in the Terminal Island case, 55 percent of the output would be down for a significant period without the construction of temporary bridges. Such bridges would result in some access, but we have little idea about the consequential effects. Our results, always conservative, assume that the shipping lane problem from the temporary bridges would not interfere with subsequent trade. Finally, it could be argued that the effects of a terrorist strike on Terminal Island would simply delay economic activity rather than89 eliminate it. We believe that production and consumption delayed is not the equivalent of production and consumption denied. But even delays of production and consumption can result in significant transactions costs.

Having emergency plans to reconstruct bridges to ports is a solution with economic benefits if a terrorist attacks.

Peter Gordon et al. 2006—Peter Gordon is a Professor in the University of California's School of Policy, Planning and Development. He is also attached to USC’s Center for Risk and Economic Analysis of Terrorist Events (CREATE) Gordon and his colleagues have developed various economic impact models which they apply to the study of the effects of infrastructure investments or disruptions from natural events or terrorist attacks.[James E. Moore, II, and Harry W. Richardson (University of Southern California), Qisheng Pan (Texas Southern University, Houston) http://www.ppic.org/content/pubs/report/r_606jhr.pdf,  Protecting the Nation’s Seaports: Balancing Security and Cost, 6/20/12]
NOTE: Rows may not sum to totals because of rounding. benefits of accelerated repairs are approximated by the differences between Row 1 of Table 3.5 and the row corresponding to the actual repair period. The differences are quite large. The implications are obvious: It is highly cost-effective to analyze emergency bridge reconstruction options and put into place plans for the protection of the Terminal Island access routes or their speedy replacement. The San Francisco–Oakland Bay Bridge carries 275,000 passenger car equivalents each day, approximating the scale of the Vincent Thomas Bridge. The California Department of Transportation estimates the costs of the Bay Bridge replacement span at more than $6 billion. The other bridges now serving Terminal Island are comparatively smaller and would be cheaper to replace. Assuming a $12 billion total reconstruction cost for all bridges is conservative but plausible. It is unknown to what extent these costs might rise if construction were accelerated. Accepting the linearity assumptions associated with our alternative loss estimates, accelerating access to all three bridges would have an economic benefit of $3.75 billion per month. Planning now to protect these facilities or for reconstruction or rapid temporary replacement of these critical bridges requires little, if any, deliberation. The costs of accelerated repairs to the Santa Monica Freeway bridges following the Northridge earthquake were easily justified. Our modeling approach makes it possible to be specific ex ante about the efficiency gains of accelerated repairs.86

Terrorism—AT No Impact/Attacks Small

If there is a terrorist attack, the government will overreact, shut down ports, and cause a global trade crisis—spinach problem empirics prove

The Providence Journal 2006 (“Port security expert: Americans are 'overwhelmingly ignorant'” Providence Journal/Evening Bulletin 9/26/06 ProQuest 6/20/12)

SOUTH KINGSTOWN - To understand the threat posed by a terrorist attack on a major American port, Stephen E. Flynn suggested we consider our response to the recent "spinach problem." Even though the source of E. coli-contaminated spinach has been traced to a three-county area in California, Americans have virtually eliminated the leafy vegetable from their dinner tables. Regardless of where it was grown, people stopped buying spinach, leaving spinach growers elsewhere "in a world of hurt." That tendency to overreact, and the chain of events that follows that reaction, is what creates the real crisis, rather than the incident itself, he said. Flynn is a former commander of the U.S. Coast Guard, a senior fellow at the Council on Foreign Relations and a widely cited expert on maritime and port security issues. He spoke at the University of Rhode Island yesterday as part of an international conference on port security, natural disasters and marine transportation issues. The conference continues today. Americans, and especially their elected representatives, are "overwhelmingly ignorant" of how the global transportation system works, he said. "They have a woeful under-appreciation of its value, of the critical role it plays in our prosperity. And as a consequence of that, they are prone to do silly things." He described such a scenario. Suppose a cargo container carrying a "dirty bomb" -- an explosive device carrying highly dispersible radioactive material -- exploded at a major marine terminal, and officials couldn't identify the source. "The response, I can predict with 100-percent certainty, is that our government will behave irrationally from a standpoint of risk," he said. "We will close all our ports down and we will basically try to inspect our way to a sense of security." The ripple effect of that will be that the global trade system will be brought to its knees within two weeks, he said. "The threat here was not the act of terror itself. The threat here is . . . how the American policy will respond to a perceived breach of security that threatens this community. "If we don't get it right soon, not only will the United States suffer, but the international community will suffer as well."

Terrorism—AT No Econ Impact

A terrorist attack against ports causes psychological changes in consumers

Learner and Thronburg 2006 - Director of the UCLA Anderson Forecast, Chief Economist of the Ceridian-UCLA Pulsel of Commerce, Christopher Thornberg is a founding principal of Beacon Economics [ Chirstopher Thornberg, Edward E Learner, Jon D. Haveman and Howard J. Shatz (editors), Stephen S. Cohen, Peter Gordon, Jon D. Haveman, Matthew C. Hipp, Seth K. Jacobson, \ James E. Moore, II, Qisheng Pan, Harry W. Richardson, Howard J. Shatz, Jay Stowsky, , Ernesto Vilchis, and Amy B. Zegart ,  Protecting the Nation’s Seaports: Balancing Security and Cost,  2006, http://www.ppic.org/main/publication.asp?i=698, 6/20/12]

The secondary losses that we study stem from disturbances to the normal supply chains and also from behavioral changes caused by changes in the psychology of consumers. For example, if consumers decided to stay glued to their television sets for several months after an attack and stopped rushing to the malls with their credit cards, that would disrupt the retail end of the supply chain as much as or more than the likely infrastructure damage. An example would be the sharp drop in air travel after the September 11 attacks, which seriously affected airline revenues. 

Terrorism—Nuke attack --> Global Recession

A single successful attack would trigger security measures leading to a global recession

Harrald 05 [John R, “Sea Trade and Security: an Assessment of the Post-9/11 Reaction,” Web, Fall 05, http://search.proquest.com.proxy.lib.umich.edu/pqrl/docview/220702986/1376BF5C74E6A8F9B1B/5?accountid=14667, 6/19/12]

The scenarios are indeed horrifying. Containers, for example, may be used as a vector for an attack involving weapons of mass destruction (WMD). A nuclear device smuggled in one of millions of containers and remotely detonated could have catastrophic results. A study conducted by the Department of Transportation's Volpe Center states that the detonation of a 10-to-20-kiloton weapon in a container would cause a disruption of trade valued at $100-$300 billion, property damage of $50-$500 billion, and the loss of 50,000-1,000,000 lives.12 The report states that "global and long term effects, including the economic impacts of the pervasive national and international responses to the nuclear attack, though not calculated, are believed to be substantially greater." According to Flynn, it would not take a WMD to wreak financial havoc: A dirty bomb smuggled in a container and set off in a seaport would likely kill only a few unfortunate longshoremen and contaminate several acres of valuable waterfront property. But if there is no credible security system to restore the public's confidence that other containers are safe, mayors and governors throughout the country, as well as the President, will come under withering political pressure to order the shutdown of the inter-modal transportation system. Examining cargo in tens of thousands of trucks, trains and ships to ensure it poses no threat would have devastating economic consequences. When containers stop moving, assembly plants go idle, retail shelves are bare, and workers end up in unemployment lines. A three-week shutdown could well spawn a global recession.13

Terrorism—Nuke attack – ports vulnerable

Ports are vulnerable to terrorist nuclear strike  

Frittelli 07—Specialist in Transportation Policy Resources (Johnis also in, Science, and Industry
Division Maritime Security: Potential Terrorist Attacks and protection priorities, CRS report to Congress, January 9, 2007http://www.dtic.mil/cgi-bin/GetTRDoc?Location=U2&doc=GetTRDoc.pdf&AD=ADA460683)

If human casualties are the principal objective, passenger vessels such as cruise ships and ferries, which together account for less than 4% of U.S. commercial vessel inventory, may be more attractive terrorist targets than cargo and other vessels. 10  Consistent with this reasoning, federal agencies reportedly concluded in 2004 that the Washington state ferry system had been under surveillance as a possible terrorism target. 11  A weapon of mass destruction (WMD) attack on a heavily populated U.S. port could inflict the greatest number of human casualties. The Defense Department’s Joint Task Force–Civil Support developed such a scenario in a 2005 exercise involving the smuggling and detonation of a 10-kiloton nuclear device in the port of Charleston, SC. 12

Nuclear attack with a small dirty bomb possible and impact

De Rugy 2005 PhD in Economics and Senior Fellow at the Mercatus Denter at George Mason University [Veronique de Rugy, “Is Port Security Spending Making Us Safer”, September 7, 2005, http://directory.cip.management.dal.ca/publications/Is%20Port%20Security%20Spending%20Making%20Us%20Safer.pdf June 22, 2012]

To be sure, the technical expertise to make and use a nuclear weapon is considerable. However, according to Charles D. Ferguson, a science and technology fellow at the Council on Foreign Relations, and William C. Potter, the director of the Monterey Institute's Center for Nonproliferation Studies, (2004), the real nuclear threat comes from terrorists obtaining the key ingredient of a nuclear bomb and then producing a less-than-perfect, but usable, nuclear device delivered by something as common as an ocean freighter. 14 That, they think, could be achieved just a few years down the road. In the short term, the most likely threat arises from radiological materials packed with conventional explosives to create a so-called dirty bomb. In addition to the damage created by a regular bomb, a dirty bomb spreads radioactive materials in the air. According to the Central Intelligence Agency (CIA), the Al Qaeda terror network is fully capable of building a radioactive “dirty bomb” targeting the United States and other Western nations and “has crude procedures” for producing chemical weapons. 15 More troublesome are allegations of Al Qaeda’s interest in acquiring fully developed nuclear capabilities. 16 The probability of a terrorist attack with an actual nuclear weapon cannot be reliably estimated, and it is surely lower than the probability of virtually any other type of terrorist attack. But the devastation from such an attack would be so overwhelming that, based on expected damages—the probability multiplied by the consequences—this threat must be considered one of the greatest dangers America faces. According to the Council of Foreign Relations (CFR), the blast from a onekiloton nuclear weapon—such as a crude improvised weapon or a stolen battlefield weapon—in midtown Manhattan during the day would kill more than 200,000 people and injure at least 200,000 more. It would also produce radioactive fallout that could kill half the exposed population as far as three miles away within a few weeks. And it would destroy most buildings and other structures over 11 city blocks as well as seriously disrupt Manhattan’s transportation, communications, utilities, and other infrastructure. 17 Based on the CFR’s assumptions, Table 1 shows an imperfect estimate of the direct cost of a successful terrorist attack using a one-kiloton nuclear weapon in selected U.S. cities: lower Manhattan, downtown Chicago, downtown Washington DC and downtown Los Angeles. To put this blast yield in perspective, a one-kiloton device has less then 10 percent the yield of the 1945 era “little man” weapon used in the bombing of Hiroshima.
***Solvency***

Solvency—Generic

Solvency can overcome various systems—changes can be made to prevent attacks

Harrald 05 [John R, “Sea Trade and Security: an Assessment of the Post-9/11 Reaction,” Web, Fall 05, http://search.proquest.com.proxy.lib.umich.edu/pqrl/docview/220702986/1376BF5C74E6A8F9B1B/5?accountid=14667, 6/19/12]

By necessity, domestic and international maritime security programs have been implemented in parallel to the creation of a coherent strategy and before the development of any measures of effectiveness. The result has been the collection of programs and efforts described above, which overlap, interact and leave significant gaps. The overall effectiveness of national and international efforts is impossible to assess. The programs created first have been those that were the easiest to implement, such as improving the physical security of our ports through port security grants, improving our monitoring of the system (AIS, Advanced Notice of Arrival, 24-hour rule), and improving supply-chain security through better collaboration with cooperative companies (C-TPAT, OSC) and countries (CSI). These initiatives all require some level of compliance and cooperation from governments, vessel owners and operators, shippers and other private sector supply-chain participants. However, the maritime world has always had a proportion of owners and operators who intentionally operate at the margins of legality, avoiding oversight and enforcement whenever possible, and of governments that allow them to do so.53 Terrorists are intelligent foes who will find the soft spots in the system; we will have to find and fix these soft spots. Thus far, U.S. and international initiatives have added rules, procedures and technology to improve security without changing the underlying ways that people enter and operate within the maritime system. In order to achieve adequate maritime security, however, more fundamental changes may be necessary. The seas have long been viewed as a stateless space, transited by vessels answerable only to the authorities of the flag that they fly and to those countries whose territorial waters they enter. Are we prepared to invest the political capital necessary to increase the transparency of and oversight in the system until we know who owns and operates vessels operating worldwide, to have trusted and secure supply chains for all cargoes, to monitor and control movement of vessels approaching or passing U.S. waters, and to ensure that the ranks of seafarers do not include terrorists?

Successful port security must ensure adequate funding, overcome political concerns and have standards for implementation

Grant 10- US port security council (Jay Grant is the Director US Port Security Council and the Chief of InterPort Police; Written June 19, 2012; Accessed June 20, 2012; “A leap in technology: fusion authentication” http://www.porttechnology.org/-images/uploads/technical_papers/PTI-26.pdf)

Government lead programs often come down to two key components: budgets and politics. Money for national governments has not initially been too much of a problem. However, the programs touted a few years a go are on the chopping block today. In some cases, security is coming in second place to other priorities. Policy is always tricky, especially when you have national government and local communities who must work together on federated issues. When we work internationally, the bar is set higher and compromise is an art. Transportation and border security are local issues, yet require a new spectrum of international thinking. Retail manufacturers learned hard lessons that cost millions by not working together to agree on international standards before manufacturing the latest and greatest technology.  In today’s environment, international standards should be a high consideration from the outset. In the case of credentials for transportation security, we look to the United Nation’s International Aviation Organization (ICAO) and International Maritime Organization (IMO). Criminals have no borders and professional passenger expectations are high. We find maritime crews stranded on ships within many countries, not being able to get off their ships because we just cannot verify the identity of the individual. I am not a technician, but have spent five years learning about identity technology. This is because I have found good intelligence and identity management provide the best ways to prevent terrorism and transnational crime. Much of my career has been spent working on legislation and regulation with policymakers. As Director of the US Port Security Council, working for the Ame r i c an Po r t Author i t i e s a f t e r 9 / 1 1 , my quest was to ensure security funding was achieved through the US Congress – we pushed and accomplished, receiving over $2 billion of funding for our seaport security programs in 2006. That funding requirement is up for reauthorization in 2013 and it will be difficult to achieve the same success. Part of that f u n d i n g wa s f o r t h e Tr a n s p o r t a t i o n Wo r ke r I d e n t i f i c a t i o n Credential (TWIC), a maritime security credential. Almost two million credentials have been issued, but the TWIC card, to date, is not much more than a flash pass and considered the most falsified national document. Trying to implement a centralized reader program that signals either a valid or not valid credential of an individual has been a chore beyond belief. The mistakes of the program goes back to a lack of standards and hurried implementation.

Solvency—PSGP solves infrastructure deficiencies

Current security is uncoordinated – PSPG grants necessary to assist ports in infrastructure improvements
Logistics Management 2010 (“U.S. Port Security: A work in progress” Logistics Management 7/10 ProQuest 6/20/12)

Port authorities contend that without a method of enforcement, supply chain security has little chance of truly enhancing safety. Here's a closer look at the different paths U.S. ports are taking in route to establishing standards and adhering to new regulation mandates. Americas seaports arc taking several different paths toward providing shippers with safe and secure commerce. And while some are more heavily reliant on sophisticated container screening systems, others are concentrating on vetting sup?Iy chain partners and intermediaries. At the same time, all ports are mandated to comply with new U.S. regulatory rules while remaining poised to anticipate new changes in international law. Any way you slice it, security will continue to be a market differentiator and competitive tool for our ocean cargo gateways well into the future. However, since there are an estimated 360 seaports in the U.S., no single security solution fits every gateway, says American Association of Port Authorities (AAPA) spokesman Aaron Ellis. "Some ports are dealing solely with bulk and break bulk cargo, so container scanning is not going to work," he says. "And others may chiefly have roll-on/roll off and project cargo," he adds. "But for the major container ports, the standards are fairly uniform." Joe Lawless, the Massachusetts Port Authoritys (Massport) director of maritime security, agrees with Ellis, adding that 100 percent container screening will have to be customized to be effective. "Some ports will concentrate on screening for radiation, while others will place a higher emphasis concentration on routine inspection," he says. "In any case, its one of the critical pieces that's only being worked out right now." Lawless, who also serves as chairman of the AAPAs Port Security Committee, will be meeting with his colleagues in New Orleans this month to discuss other is- sues related to port protection. Seaports worldwide annually handle roughly 1.5 billion tons of cargo worth more than $1 trillion, arriving in at least 11 million containers. They require deep-water access, sufficient land for staging and storage, and unrestricted access to highway, rail, inland waterway, and pipeline networks. At this point in time, the Department of Defense (DoD) maintains only an informal business relationship with U.S. ports. However, the DoD plays a considerable role in the security plan to prevent attacks on the ports, prepare to respond to possible attacks, and to restore their services post attack. "But the ports themselves have to help government determine what the priorities arc," says Lawless. "Thats why AAPA members must constantly network among ourselves and our overseas counterparts to share information." More fed support The AAPA endorses the current federal strategies and supports even stronger protection measures, but not without some caveats and suggestions. "The Port Security Grant program (PSGP) continues to be very valuable and serves as a partner with the Department of Homeland Security (DHS) to harden security at U.S. ports and to protect our homeland," says AAPA president and CEO Curt Nagle. "But the cost must be shared." The PSGP funds are primarily intended to assist ports in enhancing maritime domain awareness, enhancing risk management capabilities to prevent, detect, respond to and recover from attacks involving improvised explosive devices as well as training and Transportation Worker Identification Credential (TWIC) implementation. According to the AAPA, this can best be achieved with what it calls "Cost-share Waiver," as ports do not have the money to contribute more than they are spending right now. Presently, says the AAPA, a 25 percent cost-share for public agencies is "a significant economic disincentive" to make security enhancements and implement regional maritime security plans. In these tight economic times, the cost-share is an even greater problem as ports are cutting back in all areas to address economic shortfalls, authorities note. The Port Security Grant program is one of the few DHS grant programs that requires a cost-share. Transit grants and state homeland security grants, for example, are exempt from cost-share requirements. At the same time, say port authorities, funding is key. They advocate a plan that will continue to appropriate $400 million for the program as authorized in the SAFE Port Act. "All ports should be eligible for these funds to avoid a soft underbelly that leaves this country vulnerable to terrorist threats," says Nagle. "Grant funding should be better tied to port area strategic plans and funding should be made available for resiliency and business continuity projects." Part of this, of course, involves a quicker distribution of funds, too. Currently, there is a significant time delay between when DHS announces the awards and when FEMA finally completes all reviews and gives grantees authority to begin these security improvements. According to the ports, DHS should work to streamline their processes and get funding out more quickly. Command centers Broader construction costs to improve security should be allowed if progress is to be made swiftly, according to the AAPA. "The current limits on construction projects-$1 million or 10 percent of the total grant-should be eliminated. This is especially important for the stimulus funding, since Congress placed a priority on construction," argues Nagle. He further maintains that personnel costs should be an allowable expense, adding that DHS allow grant funds to be used for personnel costs, as provided in the Maritime Transportation Security Act and SAFE Port authorization legislation. This way, he says, DHS can mirror both the Urban Area Security Initiative and Transit Security Grant Programs. In a recent statement, the AAPA urged legislators to consider allowing ports to hire new security personnel (staff for operations, fusion or emergency centers, planners, counterterrorism posts, etc.) for the term of the grant. Personnel costs, authorities further state, should also be permitted to backfill salaries for approved training programs. Part of this manpower initiative also involves the U.S. Coast Guard. The SAFE Port Act calls for the U.S. Coast Guard to establish command centers. At the same time, some ports are developing their own centers. AAPA members argue that better coordination is needed between the Coast Guard and the Area Maritime Security Committees on the Coast Guard plans, as well as with those who arc building command centers based on Port Security Grant funds. "The U.S. Coast Guard must take a stronger role in controlling risk from small vessels that transit commercial port areas," says Nagle. "While the Coast Guard has had several public meetings, more needs to be done to control this risk." Supply chain security reality check Is it now time for a supply chain security reality check? AAPA certainly thinks so. "While the DHS has attempted to address supply chain security under the various programs that have been promulgated by Customs and Border Protection (CBP), the reality is that no internationally agreed-upon minimum supply chain security standards have been established" says Nagle. He contends that without this global baseline and a method of either enforcement or rewards, supply chain security is largely a voluntary notion that has little chance of truly enhancing safety. Nagle and his constituents suggest that a framework for minimum mandatory supply chain security standards that is recognized and accepted worldwide is necessary in order to begin the complex process of ensuring that goods moving through the supply chain are not compromised. According to Nagle, this framework would cover five major areas: 1. Verification that a container is free of false compartments. 2. Verification that reasonable care and due diligence has been used in packing, securing, and manifesting goods. 3. Ensuring that the cargo has not been tampered with at any point along the route. 4. Ensuring that the integrity of the information and information systems associated with movement of cargo has not been compromised. 5. Ensuring that accurate data on the shipment is provided to Customs well in advance of the ships arrival in the U.S. In terms of policy, Nagle is hardly alone. Donald Masters, Ph.D., a board member of the Homeland Security Innovation Association (HLSIA), says that the U.S. should more proactively engage multilateral organizations to adopt reasonable and attainable international standards for detection equipment performance as well as procedures for their effective use. "The U.S.-EU Agreement calls for greater regional cooperation," he says. "This needs to move forward with an operational protocol that specifies port requirements that meet the mutually agreed upon standards for secure transatlantic trade." According to Masters, a regional consensus on equipment standards and port procedures could then be expanded through the World Customs Organization. That, in turn, would make operational the already existing agreement known as the "Framework of Standards to Secure and Facilitate Global Trade." "Alternatively, the U.S. could make use of other regional agreements, possibly under ASEAN or APEC auspices, with major Asian trading partners," says Masters. "Such negotiations will require patience and perseverance but if successful, they will make trading partner countries fully responsible for the safety and security of their exports." An offshore port security system, adds Masters, would he far more cost-effective for the U.S. than the current patchwork of bilateral agreements involving the deployment of CBP teams and costly U.S. supplied equipment. The nuclear threat As far as scanning equipment goes, ports are uniformly saying that CBP and the Department of Energy should work more closely with port facilities as they develop next generation detection systems. This, the ports add, would ensure that they work well with port operations. AAPA encourages DHS to carefully evaluate the viability of the 100 percent scanning mandate and avoid instituting a system that will slow cargo movements or significantly increase the cost of shipping. AAPA, of course, is also concerned about reciprocity. Will China, for example, require stricter standards on U.S. exports if we go too far in complicating the supply chain? The DHS Domestic Nuclear Detection Office has been working with ports on nuclear detection, but U.S. port authorities say more should be done to identify ways to mitigate the risk of nuclear weapons when such weapons are suspected in a shipment. As a best case scenario, DHS could work with ports on the protocols that they use and encase and shield a suspect container that is being shipped to an inspection area. At the same time, AAPA continues to work with DHS on implementing the TWIC program, including monitoring and commenting on Coast Guards regulations for facility compliance with TWIC. As the federal government seeks to apply its resources to port security issues, multiple programs and multiple agencies have become involved through homeland security programs. In order to ensure that these are adequately managing the risk associated with port security, a security system model is needed to guide its partners/stakeholders, both government and private, in the effective and efficient development and implementation of holistic port security solutions. According to port authorities and their private sector partners, this security system model should include a coordinated approach, employee business models, and be bi-directional. Federal plans should also encourage strategic plans for port security. "Partnering with the port industry in the development of systems-based integrated solutions, the federal government can avoid vendor-driven programs by communicating with port stakeholders from concept to execution to ensure that the dynamic needs of ports are met through a team approach," adds Nagle.

Solvency—DHS supports GAO PSGP Reforms

The Dept. of Homeland Security supports PSGP reforms

GAO 2011 (“PORT SECURITY GRANT PROGRAM: Risk Model, Grant Management, and Effectiveness Measures Could Be Strengthened” United States Government Accountability Office 11/11 <http://www.gao.gov/products/GAO-12-47> 6/22/12)

We are making four recommendations to help strengthen the implementation and oversight of the PSGP. To strengthen DHS’s methodology for measuring vulnerability in ports, and to improve the precision of grant allocations to high-risk port areas, we recommend that the Secretary of Homeland Security direct the FEMA Administrator to: • Develop a vulnerability index that accounts for how security improvements affect port vulnerability, and incorporate these changes into future iterations of the PSGP risk model. • Coordinate with the Coast Guard to determine the most precise data available to populate the data elements within the vulnerability index and to utilize these data as an interim measure, until a revised vulnerability index is developed. To ensure that waiver requests—including those submitted under previous cost-share years in which money remains unassigned and those that may be submitted in future grant rounds if a cost-share requirement is applied—are evaluated promptly, we recommend that the FEMA Administrator—in conjunction with the Office of the Secretary of Homeland Security—evaluate the waiver review process to identify sources of delay and take measures to expedite the process. To strengthen the administration, oversight, and internal controls of the PSGP, and to streamline processes, we recommend that the Secretary of Homeland Security direct the FEMA Administrator to develop—in collaboration with the Coast Guard—time frames and related milestones for implementing performance measures to monitor the effectiveness of the PSGP. We provided a draft of this report to DHS for review and comment. DHS provided written comments on November 14, 2011, which are reproduced and Our Evaluation in full in appendix VI. DHS concurred with the findings and recommendations in the report, and stated that FEMA is taking actions to implement our recommendations. 

Solvency—ISPS

Coast guard uses ISPS – only internationally accepted code for maritime infrastructure

US Coast Guard ’12 [“International Port Security Program” 4/23/2012 – Access Date 6/24/2012]

The events of 9/11 focused the global maritime transport sector on the higher risk of terrorism that now threatens the entire international trading community. In an effort to codify and standardize a comprehensive approach to effective, consistent international maritime security, the U.S. Coast Guard, in its traditional role as the lead Federal agency for maritime transportation security in the United States, worked closely with the International Maritime Organization (IMO) and member states to develop the International Ship and Port Facility Security (ISPS) Code. The ISPS Code is the only internationally accepted blueprint for the implementation of security measures for maritime infrastructure. The Coast Guard’s International Port Security (IPS) Program serves to reinforce implementation by combining multi-national best practices with international requirements to ensure a comprehensive and consistent approach to maritime security in the countries (and at their ports) that trade with us. The program objective is to engage in bilateral or multilateral discussions with trading nations around the world to exchange information and share best practices to align port security programs through implementation of the ISPS Code and other international maritime security standards. The Coast Guard’s approach for the International Port Security Program includes: The concept of information exchange and collaboration with trading nations regarding implementation of established international maritime security standards. The assignment of International Port Security Program Liaison Officers in three regions (Asia-Pacific, Europe/Africa/Middle East, and Central/South America) for world-wide coverage in order to assist other nations and facilitate the bilateral exchanges. The establishment of a Port Security Specialist Team based in Washington, DC, to conduct country/port visits to review and discuss security measures implemented and share “best practices”. Implementation of security standards is generally new to the maritime community and has not traditionally been part of its culture. It is important that we seek to align our understanding of the best, most practical, and cost effective means to reach our goals of a secure worldwide maritime transportation system. We plan to offer visits to all countries with any of the last five ports of departure for vessels destined to the U.S. We developed a methodology to prioritize visits based on a variety of factors including number of vessels, amount of cargo, country’s history with other international instruments, and other information. We will work bilaterally or multilaterally with countries to schedule visits. The U.S. Coast Guard will work with countries to identify protective measures to help facilitate their compliance with the ISPS Code. In addition, the Coast Guard’s International Training Division may be able to provide a variety of port safety and security related training. In partnership with the Department of Transportation’s Maritime Administration, the Coast Guard is establishing a Port Security Training Program that will incorporate the Inter-American Port Security Training Program (IAPSTP) currently being offered to the Organization of American State member nations. If a ship arrives in the United States from a port or a country that does not comply with the IMO standards, what actions will the U.S. undertake? There are a variety of potential actions. The vessel may be subject to a boarding offshore before being allowed in the United States. Additional restrictions may be imposed regarding the transit of the vessel. The vessel may be able to ameliorate some of the actions by going to a higher security level while in a less secure port. The Coast Guard invites officials from U.S. trade partner nations for reciprocal visits to the U.S. and select ports to assess the U.S. Coast Guard’s ISPS Code implementation procedures. During the visit, delegates will have opportunities to visit with Coast Guard Port Security Directorate staff and discuss regulatory and policy development processes, evaluation of security assessment and plan review and approval processes, and visit field units to observe implementation of the Port State Control regime. Requests for these visits should be made through the country’s embassy. Most visits will be coordinated through the regional USCG Port Security Liaison Officers. 

Solvency—Data improvments

Data improvements could make targeting containers more effective    

Weihao 12—Ph.D Candidate (Weihao Yin is at Virginia TechReserach Assistant at Virginia Tech A NEW FRAMEWORK FOR MARITIME SECURITY INSPECTION UNDER U.S. SECURITY PROTOCOLS 12 PDF http://www.trforum.org/forum/downloads/2012_22_Maritime_Security_Inspection.pdf)

Furthermore, the whole assessment should follow an iterative approach where it is necessary that the results of the inspection of containers, in terms of particular kinds of information, should be put back to the targeting system. In this way, potential mistakes could be corrected and avoided and increase the accuracy of analysis and prediction within a period of time. Possible Improvements in the Inspection Procedure As was stated in the previous section, a differentiated procedure should be exerted in inspecting containers with different indices due to their various characteristics. The three currently available inspection methods could be combined into two different combinations. With closer cooperation between security authorities and maritime transport operators, as it is known to us, shipping companies, especially those world-renowned ones who enjoy great market shares, spare no effort in strengthen security measures, which make it relatively difficult for a terrorist organization to penetrate the strict security protocols of these companies. Moreover, considering the fact that the smuggling of illicit nuclear material has not been that successful, as well as the prohibitive costs that terrorist groups need to pay, it is believed that a majority of containers is in the low-risk category. So this phenomenon of concentration justifies our focus on containers whose point of origin is a place famous for terrorist crimes or whose carrier is uncertified. Therefore it is advisable to allocate our limited resources in a more effective way other than treat all the target containers in the same fashion. Figure 4 illustrates the proposed inspection procedure. It shows that a significant difference from the existing method could be witnessed in that a different inspection method is exerted based on the quantitative risk index given by the targeting system.8 Figure 4 Proposed Inspection Procedure 

Solvency—Econ

Effective recovery action and Consequence management exercises key to solve economic shutdown

Kaufman and Taylor March 27 09—Attorney and Director of Research [(Pat  is also a freelance writer with more than 10 years of experience in legal writing and editing Bruce is at the Police Executive Research Forum (PERF) in Washington, D.C. He has more than 15 years of experience in research and survey design, randomized field experiments, and program evaluation).”Protecting America's Ports” National institute of Justice March 27, 2009 http://www.nij.gov/journals/262/protecting-americas-ports.htmaccess 6/19/12]

Cut for the importance of recovery – we can find something else that talks about how to solve it. Recovery is a vitally important issue, because billions of dollars’ worth of cargo pass through the U.S. port system on a daily basis. Delays in reopening port facilities could result in dramatic, long-term economic (and other) consequences on a national and international scale.[9] Compared to the other four areas, the research team did not observe many promising practices in the area of recovery. This is unfortunate because effective recovery actions would go a long way toward preserving life, property, the environment, and social, economic and political structures, as well as restoring order and essential services for those who live and work in the maritime domain. One promising practice observed at two ports was the adoption of a consequence-management approach, which addresses ways to alleviate the short- and long-term physical, socioeconomic and psychological effects of a catastrophe.[10] Consequence-management exercises demand that seaport personnel and stakeholders consider essential issues in advance, such as when the port would reopen, which cargo would get priority, how passengers should be handled and what are the long- and short-term economic impacts of a complete shutdown.

Investments in port security have been catalysts for job creation and economic prosperity—facilitate commerce and contribute to local, regional, and national economic growth

PR Newswire 2011 (American Association of Port Authorities, “10 Years After 9/11, Security Still a Top Priority of U.S. Ports” 6/19/12 Lexis 6/19/12)

Since 9/11, the Port Security Grant Program has received about $2.6 billion in funding for 11 rounds of grant awards. AAPA commends Congress and the Administration for these allocations and will continue to recommend the federal government commit $400 million a year for a separate and dedicated program to help port facilities enhance their physical security. The association supports a risk-based evaluation process that allows all facilities that are required to meet MTSA regulations to apply. "Clearly, America's ports have become much more secure since 9/11. In addition to guarding against cargo theft, drug smuggling, human trafficking and stowaways, ports and their law enforcement partners have added the protection of people and facilities from terrorism to their security plate," remarked Mr. Nagle. "There's no question that more investments in security equipment, infrastructure, technology, personnel and training will be needed. All parties-the ports, terminal operators, the various government agencies, and the Administration and Congress-must do their part in undertaking and funding these enhancements. Only by continuing to make port security a top priority will America's seaports be able to continue serving their vital functions as trade gateways, catalysts for job creation and economic prosperity, and important partners in our national defense." The American Association of Port Authorities was founded in 1912 and today represents about 150 of the leading public port authorities in the United States, Canada, Latin America and the Caribbean. In addition, the Association represents some 250 sustaining and associate members, firms and individuals with an interest in the seaports of the Western Hemisphere. AAPA port members are public entities mandated by law to serve public purposes. Port authorities facilitate waterborne commerce and contribute to local, regional and national economic growth.

Increased port security demand will boost the security business

The Ottawa Citizen 2008 (“Analyst sees huge gain for anti-terror X-ray maker; Port security a 'super business,' U.S. spending to hit $10.2B in 2008” Bloomberg News 2/28/08 ProQuest 6/20/12)

LONDON - Smiths Group Plc, the world's biggest maker of airport- security scanners, could boost its shares 20 per cent by equipping port and border authorities with X-ray units that can penetrate 410 millimetres of steel, says a British analyst. Earnings before interest and tax at Smiths' detection unit will jump 50 per cent to $234 million, said Nick Cunningham, an analyst at Evolution Securities in London. The 2008 sales gain will be driven by a 10-per-cent increase in revenue from border scanners as governments step up efforts to thwart terrorism and tax evasion, he said. "It's a super business," said Mr. Cunningham. Any "hint of a real risk" will spur greater investment in detection equipment and make companies such as Smiths "a ton of money," he said. Smiths is poised to grab market share from U.S. competitors led by SAIC Inc., L-3 Communications Holdings Inc. and OSI Systems Inc. as the U.S. government boosts spending 31 per cent on border and port security this year to $10.2 billion. By July 2012, customs officials want all inbound maritime containers screened at the port of departure. An average of 26,000 cargo containers arrived at U.S. seaports each day in fiscal 2004. Increased scanner sales will help push shares of London-based Smiths up as much as 20 per cent, said Steve East, an analyst with Credit Suisse. He joins seven other analysts in a Bloomberg survey who recommend buying the shares, while 11 say to hold and one says sell. The British company's fastest-growing unit, Smiths Detection, supplies equipment and X-ray scanners to ports, airports and border crossings for inspections of trucks and containers for contraband, weapons, explosives and narcotics. In January, the division won three U.S. government contracts worth $58.3 million for scanners to inspect inbound and outbound cargo. Demand for detection gear was spurred by the Sept. 11, 2001, terrorist attacks and events such as the foiled plot to bomb transatlantic airliners from Britain in August 2006 with liquid explosives. Since 2001, the U.S. government has awarded more than $1 billion in seaport-security contracts. Smiths declined to give the total value of the work it has received in that time. About 90 per cent of the world's manufactured goods are moved by ship. About five per cent of global cargo is screened for radioactive material annually, and about 0.2 per cent undergoes an imaging scan to verify contents, said Stephen Flynn, a senior fellow at the Council on Foreign Relations and an expert on port security. The economic consequences of an attack on maritime cargo hubs would eclipse the cost of the initial blow, Mr. Flynn said. "Within a two-week period, the entire carrier transportation system would go into gridlock and what started out as a localized disaster would have global implications," Mr. Flynn said in an interview. The sale of baggage scanners to airports and military and government buildings, Smiths Detection's single biggest line of business, could be boosted over the next few years by demand to replace older machines, Evolution's Mr. Cunningham said. "The ability to image what people are carrying at a distance without them having to pass through a particular portal is the Holy Grail that everyone is working on," he said. "If you can do that and integrate that with other systems like cameras in a mass transit network, then it'd be an enormous market -- billions and billions."
Solvency—Terrorism

New security technology solves terrorism

Kaufman and Taylor March 27 09—Attorney and Director of Research [(Pat  is also a freelance writer with more than 10 years of experience in legal writing and editing Bruce is at the Police Executive Research Forum (PERF) in Washington, D.C. He has more than 15 years of experience in research and survey design, randomized field experiments, and program evaluation).”Protecting America's Ports” National institute of Justice March 27, 2009 http://www.nij.gov/journals/262/protecting-americas-ports.htmaccess 6/19/12]

Prevention practices are based on the premise that a strong, visible defense will deter an attack. The team identified a number of promising practices in preventing port attacks, including: Improvements to physical security and infrastructure at seaports. Protocols and processes limiting entry to seaports. Technological detection and inspection systems. Law enforcement-related activities. Interagency operational centers. Measures included creating physical barriers, limiting access, installing detection equipment, increasing law enforcement activity and coordinating strategies among agencies. Seaports are difficult to defend because much of their perimeter is water. The researchers saw great potential in the development of the next generation of closed-circuit televisions (CCTVs) and sensors designed to detect chemical, biological, radiological and nuclear weapons of mass destruction, especially when they are used in combination with traditional security practices. Some of the better systems combine CCTV and video analytics to analyze video proactively based upon observed behavior. Operators are trained to respond to certain anomalies or perceived threats. Another promising practice is the use of sensor technologies for screening, although there is still no technological substitute for good security procedures and well-trained human inspectors. Not every prevention practice was high-tech or expensive. One simple strategy used by most of the ports visited was stacking empty shipping containers door-to-door. While not foolproof, stacking containers with their doors facing each other is an easy way to block entry to terrorists, stowaways or smugglers who would seek to hide in shipping containers. 

Solvency—Dual Use Tech

Government regulations can greatly improve dual-use tech development with effective funding while avoiding market distortions

Stowsky 06- executive director of the UC Berkeley Project on Information Technology and Homeland Security (“Protecting the Nation`s Seaports: Balancing Security and Cost” PPIC 7/1/06 <www.ppic.org/content/pubs/report/r_606jhr.pdf> 6/21/12)

This chapter characterizes the private sector’s early response to the increased awareness of potential security threats to cargo container shipping that dawned in the wake of the terrorist attacks of September 11, 2001. It is motivated by the conviction that profit-seeking investments by private sector shippers, carriers, and port operators to enhance the efficiency of the global containerized supply chain may do more to prevent terrorist groups from using container shipping as a conveyer of weapons of mass destruction (WMD) than will investments targeted at the outset specifically to the security threat. It is motivated, as well, by a belief that lack of due attention to the opportunities for dual-use technology development may impede the growth of the civilian economy and the competitive fortunes of American industry in international competition and do little to improve homeland security. Such a failure of attention would replicate one of the costliest aspects of America’s involvement in the 40-year Cold War, when military-led technology development sometimes benefited the civilian economy but sometimes also distorted the country’s economic and technological development with only negligible effects on the nation’s security. The best opportunities for dual-use investment are in the area of improving the transparency of the global container supply chain. Technologies that make container tracking easier while making tampering or breaching the container harder are the most lucrative from a purely private sector perspective and thus have already attracted the lion’s share of private investment. For both security and supply chain efficiency, the ideal system is one that enables interested parties (those with no malicious intent) to track the containers as they move from link to link in the system. Available Global Positioning System (GPS) and radio frequency identification (RFID) technology can already record snapshots of a container’s journey, enabling human interrogators to check at key points along the way for evidence of tampering or even WMD. Both shippers and security officials have an interest in developing the capability to track containers continuously and in real time, but it would be imprudent to put off investments in existing technology that can already improve both efficiency and security to a significant extent. Such investments were already under way before the September 11 attacks for purely commercial reasons, although they were not being made as quickly or comprehensively as security officials would prefer. Through a judicious balance of standard setting and procurement, the federal government could encourage this trend without dampening market signals and without distorting the trajectory of technological _____________ 1 Stowsky (2004). 2 Flynn (2004).131 development with too many security-specific performance requirements. History suggests that the wisest approach is for the government to let private sector solutions emerge in response to private sector problems and then to provide inducements for private suppliers to “spin on” commercial technology to security applications, rather than funding those applications directly with the hope (often more hype than hope) that commercial spinoffs will rapidly emerge in the opposite direction. Investments that would enable the supply chain to operate through a terrorist attack, or to quickly recover from one, promise less immediate commercial benefit and so have attracted much less private investment. Yet this is an area where the potential for dual use is also great, even if the scope of the potential returns becomes clear only in retrospect. This is also an area of technological development where the federal government should be willing to invest more heavily, in partnership with private investors who will be able to appropriate some of the returns to such investments in supply chain resilience as a purely commercial matter and so should be willing to put a significant portion of their own funds at risk. The largest share of public-led investment should target research and technological development in the area of remote sensing of chemical, biological, radiological, and nuclear agents—an area fraught with technological and practical barriers, both of which have impeded and will continue to impede private sector investment. But it is also an area where a breakthrough could produce exceptionally dramatic returns, both commercially and in terms of homeland security. Since the late 1970s, a security-centered approach to developing dual-use technology has not prevented superior, commercially derived versions of security technologies from reaching open global markets, where they quickly become accessible to allies and adversaries alike. Most homeland defense technology, especially information technology (IT), now has commercial roots, and these roots extend around the globe. It is impractical, if not impossible, to prevent these technologies from ever diffusing to potential enemies. Homeland security cannot depend, therefore, on how well a system of export and publication controls maintains exclusive access to any particular technology over time.132 Moreover, homeland security research and development projects that are isolated from the demands of potential users in mainstream commercial markets are apt to produce dual-use technology that is inferior in quality and price to that which will be available commercially. This is the lesson of significant numbers of dual-use technologies developed during the Cold War—numerically controlled machine tools, very high-speed integrated circuits, artificial intelligence software, flat panel displays, intelligent transportation systems, and encryption. In each case, the United States sponsored military-specific versions of the underlying technology, which were eventually overtaken by less costly commercial applications of equivalent or superior quality and functionality. 

The government should focus on investing in and incentivizing current private sector technology to solve security issues

Stowsky 06- executive director of the UC Berkeley Project on Information Technology and Homeland Security (“Protecting the Nation`s Seaports: Balancing Security and Cost” PPIC 7/1/06 <www.ppic.org/content/pubs/report/r_606jhr.pdf> 6/21/12)

Technologies that can make cargo container shipping more secure already exist and are available off the shelf, or nearly so. The technologies that can track the containers as they move from link to link in the supply chain are the same technologies that private sector shippers, carriers, and port operators were already pursuing before September 11, 2001, to improve the efficiency of their supply chain operations. A key policy objective now should be to allow these companies to continue to make the investments that they would want to make anyway for their own profit-seeking reasons. Can the agencies responsible for port security gain access to the most promising dual-use technology from researchers at universities and commercial enterprises, yet still maintain a technological edge over opponents who have access to the same technology? They can if they focus more of their own investment spending on the front-end activities of basic research and exploratory development, where projects focus on investigating and advancing a technology’s general state-of-the-art capabilities. And they should focus more internal resources on technology adoption and insertion, so that contractors are rewarded for quicker absorption of commercial technology in their security systems. The first change will attract more participation from leading research universities and commercial firms, particularly when they are permitted to control the intellectual property that results. The second change depends on whether the U.S. Department of Homeland Security adopts procurement practices that encourage program officers to buy commercial technology off the shelf. In this environment, the underlying technologies are not secret, but security applications— systems architectures—can be. The point is to resist the tendency to specialize for security applications as long as possible and also to adopt commercial technology for use in security systems as quickly as possible, more rapidly than potential opponents can. Third, these research and development (R&D) policies must be rooted in a realistic appreciation of the extent to which security technology now derives from a global commercial technology base. This will require an acknowledgment by all governments that there are likely to be commercial sales of sensitive items outside their country of origin. Better tracking procedures will be required to assess what kinds of technology are already widely available in world markets. Nations that manufacture but wish to constrain the export of these sensitive items will need to conclude stronger export control agreements. A shift toward more reliance on external R&D places commercial producers and research universities, as well as foreign nationals, at the center of the U.S. security apparatus. This obviously creates significant new security challenges for the United States. But, in a global economy, policies aimed at restricting participation in technology development and keeping the results secret are counterproductive. Commercial producers in excluded countries will find alternative technology sources and will, when they can, invest to develop the technologies themselves. The fact that many of these technologies (and much of the information about them) can be digitized and disseminated electronically means that their propagation will be increasingly difficult to monitor and control. In the digital age, the best approach to conducting security centered R&D is an approach that embraces openness. A second objective would be to create market-based incentives to get these companies to internalize the costs of improving security all along the supply chain. This is a classic negative externality. The transformation of ships into floating warehouses, a consequence of justin-time manufacturing strategies, combined with the digital transformation of supply chain management, has also rendered economies more vulnerable to terrorist disruption. There are areas where security and commercial objectives conflict. It is essential to exploit opportunities for public-private collaboration to leverage emerging technologies for multiple uses (that is, both commercial and security applications). It is essential, as well, that such collaboration be structured in such a way that market signals (and the trajectory of technological development) are not unduly distorted by desires from security officials for expensive bells and whistles that really are not essential for improving security. The effect on supply chain security may be negligible, but the effect on supply chain efficiency may be quite damaging if overspecialized security demands render some of this new technology too complex and expensive for commercial use. Another possibility is that U.S.-based companies, more likely than their counterparts in Asia or Europe to win technology development contracts from the U.S. Department of Homeland Security, will end up being disadvantaged in international competition as shippers, carriers, and port operators start to prefer less-expensive, more commercially relevant products offered by foreign suppliers. This will create new headaches for U.S. security officials, with effects that could clearly spill over to negotiations involving the removal of restrictions on international trade. In the end, as was often the case in the latter decades of the Cold War, simpler commercial technology may prove more effective and less expensive for security applications, when it is allowed to “spin on” to those applications, than reliance on technologies developed from their inception with specialized security needs in mind. From the standpoint of American homeland security officials, it would no doubt be preferable for that commercially developed spin-on technology to come from suppliers based in the United States.

The government should promote private sector development of dual-use technology for security purposes—economic growth and competitiveness—possible without distorting market signals

Stowsky 06- executive director of the UC Berkeley Project on Information Technology and Homeland Security (“Protecting the Nation`s Seaports: Balancing Security and Cost” PPIC 7/1/06 <www.ppic.org/content/pubs/report/r_606jhr.pdf> 6/21/12)

This chapter characterizes the private sector’s early response to the increased awareness of potential security threats to cargo container shipping that dawned in the wake of the terrorist attacks of September 11, 2001. It is motivated by the conviction that profit-seeking investments by private sector shippers, carriers, and port operators to enhance the efficiency of the global containerized supply chain may do more to prevent terrorist groups from using container shipping as a conveyer of weapons of mass destruction (WMD) than will investments targeted at the outset specifically to the security threat. It is motivated, as well, by a belief that lack of due attention to the opportunities for dual-use technology development may impede the growth of the civilian economy and the competitive fortunes of American industry in international competition and do little to improve homeland security. Such a failure of attention would replicate one of the costliest aspects of America’s involvement in the 40-year Cold War, when military-led technology development sometimes benefited the civilian economy but sometimes also distorted the country’s economic and technological development with only negligible effects on the nation’s security. The best opportunities for dual-use investment are in the area of improving the transparency of the global container supply chain. Technologies that make container tracking easier while making tampering or breaching the container harder are the most lucrative from a purely private sector perspective and thus have already attracted the lion’s share of private investment. For both security and supply chain efficiency, the ideal system is one that enables interested parties (those with no malicious intent) to track the containers as they move from link to link in the system. Available Global Positioning System (GPS) and radio frequency identification (RFID) technology can already record snapshots of a container’s journey, enabling human interrogators to check at key points along the way for evidence of tampering or even WMD. Both shippers and security officials have an interest in developing the capability to track containers continuously and in real time, but it would be imprudent to put off investments in existing technology that can already improve both efficiency and security to a significant extent. Such investments were already under way before the September 11 attacks for purely commercial reasons, although they were not being made as quickly or comprehensively as security officials would prefer. Through a judicious balance of standard setting and procurement, the federal government could encourage this trend without dampening market signals and without distorting the trajectory of technological development with too many security-specific performance requirements. History suggests that the wisest approach is for the government to let private sector solutions emerge in response to private sector problems and then to provide inducements for private suppliers to “spin on” commercial technology to security applications, rather than funding those applications directly with the hope (often more hype than hope) that commercial spinoffs will rapidly emerge in the opposite direction. Investments that would enable the supply chain to operate through a terrorist attack, or to quickly recover from one, promise less immediate commercial benefit and so have attracted much less private investment. Yet this is an area where the potential for dual use is also great, even if the scope of the potential returns becomes clear only in retrospect. This is also an area of technological development where the federal government should be willing to invest more heavily, in partnership with private investors who will be able to appropriate some of the returns to such investments in supply chain resilience as a purely commercial matter and so should be willing to put a significant portion of their own funds at risk. The largest share of public-led investment should target research and technological development in the area of remote sensing of chemical, biological, radiological, and nuclear agents—an area fraught with technological and practical barriers, both of which have impeded and will continue to impede private sector investment. But it is also an area where a breakthrough could produce exceptionally dramatic returns, both commercially and in terms of homeland security. Since the late 1970s, a security-centered approach to developing dual-use technology has not prevented superior, commercially derived versions of security technologies from reaching open global markets, where they quickly become accessible to allies and adversaries alike. Most homeland defense technology, especially information technology (IT), now has commercial roots, and these roots extend around the globe. It is impractical, if not impossible, to prevent these technologies from ever diffusing to potential enemies. Homeland security cannot depend, therefore, on how well a system of export and publication controls maintains exclusive access to any particular technology over time.132 Moreover, homeland security research and development projects that are isolated from the demands of potential users in mainstream commercial markets are apt to produce dual-use technology that is inferior in quality and price to that which will be available commercially. This is the lesson of significant numbers of dual-use technologies developed during the Cold War—numerically controlled machine tools, very high-speed integrated circuits, artificial intelligence software, flat panel displays, intelligent transportation systems, and encryption. In each case, the United States sponsored military-specific versions of the underlying technology, which were eventually overtaken by less costly commercial applications of equivalent or superior quality and functionality. In contrast, the involvement of military, intelligence, and homeland security agencies in an open and collaborative development process can actually enhance prospects for commercialization of dual-use technology. This is the lesson of several other technologies developed by the United States during the Cold War—solid-state transistors and integrated circuits, Very Large Scale Integrated (VLSI) circuits, and computer-aided design tools, semiconductor production equipment, and the Internet.

Solvency – Fed Key Warrant - Coordination

Federal level coordination key to successful security

Harrald 05 [John R, “Sea Trade and Security: an Assessment of the Post-9/11 Reaction,” Web, Fall 05, http://search.proquest.com.proxy.lib.umich.edu/pqrl/docview/220702986/1376BF5C74E6A8F9B1B/5?accountid=14667, 6/19/12]

The threat is real. Terrorist organizations have demonstrated access to maritime commerce at all levels. The vulnerabilities are significant and difficult to eliminate. Each maritime subsystem has its own set of vulnerabilities that must be individually but systemically addressed. A determined, intelligent foe can be expected to discover and exploit the weakest link in each subsystem. The physical and economic consequences of an attack using the maritime supply chain could be catastrophic. Flynn and others have correctly pointed out that the investment in maritime and port security when compared to other homeland security expenditures, notably aviation security, has not been consistent with the relative risk. However, we must resist the temptation of believing that we can buy ourselves a secure world. Investing in things we can do and things we understand, and seeking technology-intensive solutions, will not eliminate low-technology threats. An effective domestic and global strategy will require effective international and domestic coordination. The international coordination must involve private sector stakeholders that have long ensured the safety of the system, such as insurers and classification societies, and industry associations like the International Chamber of Shipping; the International Association of Classification Societies; BIMCO, representing 65 percent of the worlds bulk and tanker fleet; and the International Council of Cruise Lines. Domestic coordination will require continued coordination of national security and homeland security, a process explicitly recognized by HSPD13/NSPD41. In particular, the coordination between the Coast Guard and Navy and the USCG, CBP and TSA must be effectively managed to avoid dysfunctional and costly turf battles.

Solvency—Identification Issues

Fusion system solves identification issues using cameras, voice scanners, and cross-checking databases

Grant 10- US port security council (Jay Grant is the Director US Port Security Council and the Chief of InterPort Police; Written June 19, 2012; Accessed June 20, 2012; “A leap in technology: fusion authentication” http://www.porttechnology.org/-images/uploads/technical_papers/PTI-26.pdf)

We look forward to introducing the One Personal Authentication Security Standard - 1PASS at the ISC West exposition in Las Vegas, March 28-30, 2012. This leap in technology uses passive biometric fusion authentication technology to allow secure, user friendly entry control to an enrolled and authorized individual. The premise of 1PASS is to allow good people to enter safely and quickly. The evolution of the standard from verification to identification offers a dynamic increase in security. How the solution works in quite ingenious. The software platform uses high definition video cameras and voice controllers to capture passive biometric elements of an individual, then the software fuses an individual’s data through sophisticated algorithms based on facial recognition, behavioral analytics, speaker verification and speech recognition to individually identify the person’s identity. Once identified, eligible access is determined, based on the combination of standardized attributes and local permissions granted to the individual. 

Solvency - Federal Funding Key

Federal Funding key to secure ports—however there is not enough now

Wanio 2012—Port Director and CEO, Tampa Port Authority, AAPA rep—(Richard Wanio, April 26, 2012, April 26, 2012 House Committee on Homeland Security’s Subcommittee on Emergency  Preparedness, Response and Communications Hearing “Ensuring the Efficiency, Effectiveness and Transparency of Homeland Security Grants (Part II), Access Date: 6/25/12, http://homeland.house.gov/sites/homeland.house.gov/files/Testimony-Wainio.pdf )

The Port of Tampa is the largest port in Florida, both in terms of cargo tonnage and in terms of land area, as the port covers about 5,000 acres throughout our county. The security issues faced by the Port since September 11, 2001 have presented as daunting a challenge as this port has ever faced. We have gone to extraordinary lengths to implement a layered security approach that provides efficient and effective port security in a manner that is also as cost-effective as possible. That layered approach involves contracting with the Hillsborough County Sheriff’s Office for 24/7 patrols of the port, as well as augmenting the Port Authority’s own security department with private security services. Since September 11, 2001, the Tampa Port Authority has spent approximately $86 million for security infrastructure and operating costs. Although state and federal funding helped to defer some of these costs, the majority of this total has been borne by the Tampa Port Authority. I will say that the partnerships we have with federal agencies such as U.S. Customs and Border Protection and in particular the U.S. Coast Guard have been absolutely indispensable in our ability to address the security needs of our port. That security protocol must be flexible enough to not choke off the very business it is designed to protect. So far we have been successful in that regard in not implementing measures that bottleneck the commerce of the Port. This is important, as the Port of Tampa is West Central Florida’s largest economic engine, contributing almost $8 billion in annual economic benefit to the region and supporting in some fashion almost 100,000 jobs. Port Security grants are an essential component in assisting ports to meet important mandates under Federal law. These mandates assure a safe/secure environment required of the modern, and ever-changing, intermodal transportation system. These grants also support terminal operators and local first responders in their mission to work in partnership with ports to assure safe and secure port operations. Many systems employed to support efficiently operated secure port operations are expensive to procure and maintain. With this in mind, the trend of reducing port grant allocations is troubling and counterproductive. It should be noted that much of this money also goes to projects that directly, or indirectly, support parallel Federal enforcement issues, such as cruise terminal security and monitoring of high value cargo. 

Lack of federal spending eliminates coast security

The New Jersey Real Times 2010—(March 26, 2012, Proposed U.S. budget would eliminate Coast Guard team for N.J. ports, The Associated Press, Access Date: 6/25/12, The New Jersey Real Times, http://www.nj.com/news/index.ssf/2010/03/proposed_us_budget_eliminates.html)

"We can't afford to do homeland security on the cheap," Lautenberg said. "Our state is home to the most dangerous two miles for terrorism in America and one of the busiest ports in the country. Coast Guard funding for our region's marine counterterrorism team shouldn't be a bureaucratic budget concession, it should be a risk-based security priority." The Department of Homeland Security's fiscal 2011 budget calls for the elimination of five Marine Safety and Security Teams, including the one responsible for the New York City region. The teams can provide air, sea or ground surveillance, guard areas considered threat targets and board suspect ships. The team assigned to the New York area employs about 90 to 100 specially trained personnel. The proposed plan shifts responsibility for New York and New Jersey to regional Coast Guard teams based in Boston and Chesapeake, Va. "The MSST were created after September 11th and strategically located at high-risk ports across the country," Lautenberg said. "Eliminating the New York/New Jersey team will diminish the Coast Guard's resources in protecting this highly sensitive area."

The ways the money is spent so far is not helping but we need federal funding to make port security a priority in the US 

de Rugy, 2007, de Rugy has a MA and a PhD in economics from the University of Paris, she is a senior research fellow at the Mercatus Center at George Mason University. Her primary research interests include the U.S. economy, federal budget, homeland security, and taxation [Veronique, “Is port security funding make us safer?”  Nov, 2007, http://web.mit.edu/cis/pdf/Audit_11_07_derugy.pdf ,Jun. 22 2012] 
In the end much of the money spent on port security goes to lower priority programs, as does much of our homeland security funding. It adds little value to the nation’s security. Thankfully, a successful nuclear attack remains a very low probability event. Yet, it only takes one success to create significant damages. Do we really need the deaths of 200,000 people to move the nuclear threat to the top of the priority list?

Federal Support is necessary for Port security investment so that competing interests don’t overrun the spending.

Page 2007—Economics Editor at CQ - Roll Call Group Editorial Director - (Paul, Traffic World, The Journal of Commerce at UBM Global Trade, Halfway to Port Security, Publication date: May 21, 2007, Department of Homeland Security, Proquest: 6/22/12)

The Department of Homeland Security got maritime security about half right this year, according to port officials. DHS awarded some $202.3 million in port security grants as part of a $445 million program to harden the nation's infrastructure against terror attacks, money that will go to things such as video cameras at port terminals and communications systems for urban bus systems. But the American Association of Port Authorities says the money is far below the funding called for in the SAFE Port Act of 2006 and falls short of growing needs, including the "extraordinary costs" of the Transportation Worker Identification Card program. "We believe a stronger federal partnership is necessary to help our public ports balance the pressure of competing priorities, such as infrastructure development, environmental initiatives, access improvements and promoting economic growth," said Kurt Nagle, president and CEO of the AAPA. "Both the administration and Congress acknowledged this fact in approving the SAFE Port Act legislation last year, which authorizes $400 million a year for port facility grants."

Support from Congress is necessary—even with private sector funding

American Association of Port Authorities 6-18 AAPA today represents 160 of the leading seaport authorities in the United States and more than 300 sustaining and associate members and firms— (Aaron Ellis, Lack of parallel state & federal investment in intermodal connections hamper job creation, efficiency benefits, 6-18-2012, Access date: 6-23-12, http://www.aapa-ports.org/Press/PRdetail.cfm?itemnumber=18583)

In a recently completed survey that the American Association of Port Authorities (AAPA) initiated, U.S. seaport agencies and their private-sector partners plan to invest a combined $46 billion over the next five years in wide-ranging capital improvements to their marine operations and other port properties. While port authorities and their business partners are making major investments into port facilities, studies show the intermodal links—such as roads, bridges, tunnels and federal navigation channels—to access these facilities get scant attention by state and federal agencies responsible for their upkeep, resulting in traffic bottlenecks that increase product costs and hamper job growth. To help remedy these problems, AAPA continues to advocate for a national freight infrastructure strategy and for the U.S. Congress to quickly pass a reauthorized multi-year transportation bill that targets federal dollars toward economically strategic freight transportation infrastructure of national and regional significance.

Federal funding is necessary to supplement previous private spending to protect port from terrorists.

The Lake Houston Observer 2011 (8/24/12, Sheriff Garcia: Federal support needed to keep port secure, http://www.yourhoustonnews.com/lake_houston/news/sheriff-garcia-federal-support-needed-to-keep-port-secure/article_f282d6ef-0c5b-5bde-8edb-272c554a5871.html, Access Date: 6/24/12)

Harris County Sheriff Adrian Garcia on Wednesday, Aug. 24, told a U.S. House Homeland Security subcommittee that the county needs more federal law enforcement funds to provide personnel to go with the technology and organizational efforts that help protect the Port of Houston and the Houston Ship Channel from potential terrorist attacks. “We have a true ring of steel,” the sheriff said of surveillance equipment and other technologies used by the Sheriff’s Office to monitor the ship channel area. “We are light years ahead of other communities.” “But at the end of the day, we need blood, sweat and tears to be able to monitor those systems,” he said in response to questions from members of Congress. Sheriff Garcia was among witnesses who told a field hearing of the Oversight, Investigations and Management Subcommittee, chaired by Rep. Michael McCaul, R-Texas, that more personnel are needed to augment the Houston area’s homeland security “hardware” and the efforts of private industries and law enforcement agencies to work together on preventing attacks. Congress has provided funding for equipment but not for payroll. Subcommittee ranking Democrat William Keating of Massachusetts attended with McCaul, along with U.S. Reps. Gene Green and Sheila Jackson Lee of Houston. As the lead law enforcement agency of the Houston Ship Channel Security District, the sheriff’s office uses surveillance equipment at the ship channel on a 24-hours, 7-days-a-week basis and patrols the area by boat, car and airplane. But patrols are limited by a lack of funding for personnel amid a county government freeze on hiring by county agencies. Sheriff Garcia told committee members that their congressional colleagues need to realize that federal support of security in the ship channel area is crucial to protecting high-profile security assets such as the oil tankers, petrochemical plans and refineries and that supply much of the nation’s energy needs. Documents seized at the compound of al-Qaida leader Osama bin Laden’s compound discussed possible plans to attack oil tankers in the U.S.

Solvency—DHS

We need to enhance maritime security programs under the Department of Homeland Security.                                                    

King, 2012–Chairman of the Committee on Homeland Security  in the U.S. House of Representatives. [Peter T. King, Homeland security committee passes SMART port security act, Jun 6 2012, http://homeland.house.gov/press-release/homeland-security-committee-passes-smart-port-security-act, Jun. 21 2012]
Subcommittee Chairman Miller said: “Securing our waterways is an essential component of a layered approach to security. A major disruption at one of the Nation’s ports, especially a terrorist attack, is a high-consequence event that has the potential to cripple the global supply chain and could severely damage our economy. This bill enhances risk-based security measures overseas before the threat reaches our shores, emphasizing a stronger collaborative environment between Customs and Border Protection and the U.S. Coast Guard in sharing port security duties, and leveraging the maritime security work of our trusted allies. “Maritime security is an important aspect of our efforts to secure the homeland, and smart, cost-effective choices have to be made that maximize our resources while ensuring the security of our ports – and by extension our way of life. The SMART Port Security Act is a step in the right direction that encourages all our homeland security assets to better coordinate and more effectively secure the maritime environment, recognizes the importance of partnerships with private industry and our international partners, and does so without an increase in spending.” 

Grants Solvency

Grant programs for critical infrastructure with incorporated risk assessment solve

The Heritage Foundation, 2012 – The Heritage Foundation is a research and educational institution—a think tank—whose mission is to formulate and promote  public policies based on the principles of free enterprise, limited government, individual freedom, traditional American values, and a strong national defense. [Homeland Security: The Latest Research and Analysis,  FEBRUARY 24, 2012, http://thf_media.s3.amazonaws.com/2012/pdf/ib3515.pdf , Jun 20 2012]

The Heritage Foundation’s Center for Data Analysis evaluated the effectiveness of fire grants by matching fire grant award data to the National Fire Incident Reporting System, an incident-based database of fire-related emergencies reported by fire departments. Using panel data from 1999 to 2006 for more than 10,000 fire departments, the evaluation assessed the impact of fire grants on four different measures of fire casualties: (1) firefighter deaths, (2) firefighter injuries, (3) civilian deaths, and (4) civilian injuries. The Heritage evaluation compared fire departments that received grants to fire departments that did not receive grants. In addition, the evaluation compared the impact of the grants before and after grant-funded fire departments received federal assistance. The Obama Administration’s adoption of much of the previous Administration’s policies on fighting the war against terrorists is well known. Less well known is the increasing move toward other homeland security grant policies formulated in 2005 and early 2006. These moves, including the adoption of a risk and need model for allocating homeland security grants, are to be rightly applauded, as these reforms ultimately increase the security of America. The new direction includes an important focus on “critical infrastructure and key resource protection and long-term vulnerability reduction” and prioritizing support to local counterterrorism activities.

The SMART Port Security Act solves coordination and interagency redundancies

King, 2012–King is currently serving his tenth term as the Chairman of the Committee on Homeland Security  in the U.S. House of Representatives. Under King’s leadership, the Committee took action on a number of prominent homeland security issues, passing important legislation such as: The Border Security and Terrorism Prevention Act; the SAFE Port Act; the Department of Homeland Security Authorization Act. [Peter T. King, Homeland security committee passes SMART port security act, Jun 6 2012, http://homeland.house.gov/press-release/homeland-security-committee-passes-smart-port-security-act, Jun. 21 2012]

Subcommittee Chairman Miller said: “Securing our waterways is an essential component of a layered approach to security. A major disruption at one of the Nation’s ports, especially a terrorist attack, is a high-consequence event that has the potential to cripple the global supply chain and could severely damage our economy. This bill enhances risk-based security measures overseas before the threat reaches our shores, emphasizing a stronger collaborative environment between Customs and Border Protection and the U.S. Coast Guard in sharing port security duties, and leveraging the maritime security work of our trusted allies. “Maritime security is an important aspect of our efforts to secure the homeland, and smart, cost-effective choices have to be made that maximize our resources while ensuring the security of our ports – and by extension our way of life. The SMART Port Security Act is a step in the right direction that encourages all our homeland security assets to better coordinate and more effectively secure the maritime environment, recognizes the importance of partnerships with private industry and our international partners, and does so without an increase in spending.” The legislation, as amended, will bolster the Nation’s maritime security by directing DHS components with maritime security responsibilities to improve cooperation and coordination with other Federal, State and local law enforcement agencies, support and enhance risk-based supply chain programs , and find cost savings. Specifically, H.R. 4251, as amended: • Reduces redundancies by allowing DHS to recognize other countries’ Trusted Shipper Programs, in addition to allowing the U.S. Coast Guard (USCG) to recognize other governments’ or organizations’ port security threat assessments; • Requires DHS to update the Maritime Operations Coordination Plan to enhance interagency cooperation; • Seeks to improve efficiency and save taxpayer dollars by commissioning a report to study possible cost savings by having the USCG and CBP share facilities, as well as requiring CBP to use standard practices and risk-based assessments when deploying assets; • Institutes changes to the Transportation Worker Identification Credentials (TWIC) program to prompt DHS to install readers, improve efficiency for enrollees, and prevent unauthorized use. In addition, the legislation requires DHS to complete a detailed strategic plan for global supply chain security. In January, the Obama Administration published a six-page Global Supply Chain Security Strategy, which was the focus of a Subcommittee on Border and Maritime Security hearing. H.R. 4251 requires a more in-depth approach to global supply chain security with a focus on providing incentives for the private sector and measurable goals.

Solvency – Megaport Focus

Funding should focus on megaports – largest security concerns and most cost effective

De Rugy 2005 PhD in Economics and Senior Fellow at the Mercatus Denter at George Mason University [Veronique de Rugy, “Is Port Security Spending Making Us Safer”, September 7, 2005, http://directory.cip.management.dal.ca/publications/Is%20Port%20Security%20Spending%20Making%20Us%20Safer.pdf June 22, 2012]

In addition to the larger economic effect from attacking a large port, the death toll is also likely to be higher in a megaport because of the greater passenger traffic and the many people working on site. Some characteristics of large ports make protection costs per ton of cargo higher than in smaller ones. For instance, the larger number of people around megaports probably also makes it easier for terrorists to blend in undetected, which increases the probability that an attack is successful. Also, megaports are extremely complex and dynamic, making it difficult to determine a comprehensive security picture.  On the other hand, some other characteristics of larger ports make protection costs per ton of cargo lower than in smaller ports. First, the perimeter of a large port is proportionally smaller than for a small port. Second, security systems have high fixed costs but low marginal costs; that is, access-control systems, for instance, do not cost much more when there are more employees. Third, there are economies of scale in security processes (e.g., a large-enough staff to cover breaks, greater experience of the staff, from greater exposure). But even if protection costs in larger ports were lower than in smaller ones, protection for megaports would still be more cost effective. We should allocate relatively more money, or even all money, to larger ports because the consequences of an attack there would be significantly larger and because their visibility and the high volume of cargo exchanged make them subject to a greater probability of attack. In short, the expected damage is greatest at the largest ports, so they should be the focus of our counter-terrorism efforts.

Funding should focus on megaports – largest security concerns and most cost effective

De Rugy 2005 PhD in Economics and Senior Fellow at the Mercatus Denter at George Mason University [Veronique de Rugy, “Is Port Security Spending Making Us Safer”, September 7, 2005, http://directory.cip.management.dal.ca/publications/Is%20Port%20Security%20Spending%20Making%20Us%20Safer.pdf June 22, 2012]

But the current thrust of federal spending on port protection is on direct prevention via physical barriers, direct surveillance, and access control. None of these prevention techniques is a public good: the cost to the port is the same as the cost to the government. And as with other government spending, a local or private decision-maker is in a better position to determine local needs and the most effective way to meet them. As a result, all such spending should be local, e.g., paid for from taxes and fees charged by the port in question. The most cost effective use of our federal dollars is to keep bad things from happening inside our ports by stopping terrorists before they attack. However, assuming that not every attack can be prevented, some level of direct defense is wise. But if we are going to invest money to protect ports directly, the most cost effective measure is to protect the megaports. And it should be done without subsidy from general tax revenue.

***Add-ons***

2AC Invasive Species Add On

Ports allow entrance to very threatening invasive species—security too low and costs too high
Lovell, Stone, Fernandez 06—Agricultural and Research Economists [Sabrina J, Susan F, Linda, “The Economic Impacts of Aquatic Invasive Species: A Review of the Literature,” Web, 4/06, Agricultural and Resource Economics Review, Proquest, 6/20/12]
Invasive species are a growing threat in the United States, causing losses in biodiversity, changes in ecosystems, and impacts on economic enterprises such as agriculture, forestry, fisheries, power production, and international trade. An invasive species is a species that is "non-native to the ecosystem under consideration and ... whose introduction causes or is likely to cause economic or environmental harm or harm to human health" (Executive Order 13112, Appendix 1, 1999).1 Not all non-native or non-indigenous species (NIS) become invasive. Some fail to thrive in their new environment and die off naturally. Others survive, but without destroying or replacing native species. Most introduced species do not meet the standards defined in Executive Order 13112 as "invasive" [U.S. National Invasive Species Council (NISC) 2000]. However, those that do meet the definition have the ability to cause great harm to the ecosystem. The means and routes by which species are introduced into new environments are called "pathways" or "vectors." Some species that become invasive are intentionally imported and escape from captivity or are carelessly released into the environment. Other invasives are unintentionally imported, arriving through livestock and produce, or by transport equipment such as packing material or a ship's ballast water and hull. Fish and shellfish pathogens and parasites have been introduced into the United States unintentionally and intentionally in infected stock destined for aquaculture and aquarium trade. Crates and containers can harbor snails, slugs, mollusks, beetles, and other organisms. Nearly 51.8 percent of maritime shipments contain solid wood packing materials, and infection of these materials is substantial [Animal and Plant Health Inspection Service (APHIS) 2000]. Military cargo transport may also harbor unintended species. Stimulated by the expansion of the global transport of goods and people, the numbers and costs of invasive species are rising at an alarming rate (NISC 2001). The cost of preventing and controlling invasive species is not well understood or documented, but estimates indicate that they are quite high, in the range of millions to billions of dollars per year [Office of Technology Assessment (OTA) 1993, Pimentel et al. 2000].

An increase in invasive species causes massive biodiversity loss
Leahy 09—Inter Press Service [Stephen, “BIODIVERSITY: Alien Species Eroding Ecosystems and Livelihoods,” Web, 5/21/09, http://www.ipsnews.net/2009/05/biodiversity-alien-species-eroding-ecosystems-and-livelihoods/, 6/21/12]
Today, one in four mammals is on the verge of extinction. Of the 44,838 species catalogued by the International Union for Conservation of Nature (IUCN), 38 percent are on their way out. Currently, one species goes extinct every three hours. And at least 40 percent of all animal extinctions, for which the cause is known, are the result of invasive species. The scope of this global biological invasion is stunning. New Zealand has more than 20,000 introduced plant species competing with the 2,000 or so endemic plant species. Many of the aliens can’t survive outside gardens or farm fields but at least 2,000 aliens have become ‘naturalized’ and are indeed competing with the locals, causing several documented extinctions of native New Zealand flora that do not exist anywhere else. “The scale and speed of this is unprecedented in Earth’s history,” said Anthony Ricciardi, an invasive species biologist at Montreal’s McGill University.

Biodiversity loss leads to extinction – study proves

Dunne et al. ‘2 [Jennifer A. Dunne, Richard J. Williams, Neo D. Martinez “Network structure and biodiversity loss in food webs: robustness increases with connectance” July 10, 2002 Wiley Online Library – Access Date 6/25/2012]
Food-web structure and complexity can mediate effects of species loss such as cascading extinctions. We simulated species loss in 16 food webs from a variety of ecosystems. The food webs experienced much greater secondary extinctions when the most trophically connected species were removed compared to random species removals. These patterns appear related to skewed degree distributions in food webs, which generally display exponential or uniform distributions. Our analyses generalize prior research that found similar patterns of node loss in biological and non-biological networks with power-law distributions. Food web robustness (the level of primary removals required to induce 50% total species loss) to random and mostconnected species loss does not relate to species richness or omnivory, but increases significantly with greater connectance (links/species2). We also found strong evidence for the existence of thresholds where food webs display greatly increased sensitivity to removal of most-connected species. Higher connectance delays the onset of this threshold. Leastconnected species removal often has little effect, but in several food webs results in dramatic secondary extinctions. We relate these findings to the diversity-stability debate, effects of species richness on ecosystems, keystone species, and extinction rates.

Invasive Species Add On Extensions

Add On: Invasive Species—Link

Invasive species are a major issue—it’s costly, time-consuming, and impossible to eradicate
Lynch 12 [Mike, Outdoors Writer for Adirondack Daily Enterprise, “Invasive Species Bill Passed,” Web, 6/20/12, http://adirondackdailyenterprise.com/page/content.detail/id/531447/Invasive-species-bill-passed.html?nav=5008, 6/20/12]

"Invasive species are much more than a nuisance, but a threat to ecosystems," Little said. "As we've seen across the state, once invasives are introduced and take hold, dealing with them is time consuming and costly and they are almost always impossible to eradicate. The point of the legislation is to strengthen our first line of defense." Penalties would range from a warning for a first violation to fines of no less than $250 for subsequent violations. Financial penalties would be greater for nursery growers, operators of public vessels and commercial fishing vessels. As part of the regulatory process, the legislation directs the agencies and council to consider establishing grace periods for prohibited and regulated species, so businesses can plan the management of existing stock. Public hearings are also required as the regulations are developed, which Little said will help raise awareness and educate about the harmful impacts of invasive species. "It's becoming such a big issue," Little said. "We're seeing it not only in our lakes but on land and parks, as well as on roadsides. It's getting way out of control. These are plants that grow rapidly and overtake the natural plants that are natural to the area." Some invasive plants that have made headlines in recent years include Eurasian milfoil, zebra mussels, Asian clams and didymo, also known as rock snot. The cost of eradicating invasive species is often expensive and they are often very difficult to stop once they are introduced into new places.

Invasive species are awful for business—a lot of money must be spent to deal with them
Associated Press 12 [“Study: Invasive Species Bad for Business,” Web, 5/30/12, http://www.businessweek.com/ap/2012-05/D9V33N680.htm, 6/20/12]

Invasive species damage more than the environment in the Great Lakes region. They're also bad for business. An analysis released Tuesday by The Nature Conservancy says invasive species such as zebra mussels and sea lamprey cost businesses and consumers hundreds of millions of dollars each year. Power companies spend $130 million annually removing mussels from 106 electric plants. The report says tourism and other industries lose $50 million a year in reduced demand because of invaders. Other costs are borne by government agencies that keep lamprey numbers in check and households that must pay to filter their water or remove plants such as water milfoil from lakes. The study conducted by Anderson Economic Group of East Lansing says the situation will get worse if Asian carp reach the Great Lakes.
Add On: Invasive Species—Impacts

Impacts go unnoticed—invasive species cause massive loss of biodiversity and can adapt easily
Leahy 09—Inter Press Service [Stephen, “BIODIVERSITY: Alien Species Eroding Ecosystems and Livelihoods,” Web, 5/21/09, http://www.ipsnews.net/2009/05/biodiversity-alien-species-eroding-ecosystems-and-livelihoods/, 6/21/12]

However. this mass movement of species is reducing overall biodiversity. When the Nile Perch was introduced into Africa’s Lake Victoria, 100 to 150 endemic fish species were wiped out. There are many similar instances but most often the invaders do not directly cause extinctions. Instead they compete for food, habitat and other resources, reducing local species numbers to low levels. And then a bad weather event, disease or some other stress comes along and suddenly the native species is gone, Ricciardi said. “Every invasive species has an impact but most go undocumented. They are insidious and often subtle in terms of impacts,” he said. Unnoticed, some invaders spread far and wide, adapt to local conditions and then years afterwards become a major problem by degrading or dramatically altering the ecosystems they are in. “Invasives are a form of biological pollution, but one that can change and adapt,” Ricciardi said. Local species are vulnerable to these invaders because they do not have any evolutionary experience to cope with them. There many examples of large numbers of species on isolated islands decimated by goats, cats and rats simply because those species never lived there until someone introduced them. And that is the key – invasions are tightly connected to human behaviour.
Biodiversity is essential to the survival of billions and invasive species are killing it
Leahy 09—Inter Press Service [Stephen, “BIODIVERSITY: Alien Species Eroding Ecosystems and Livelihoods,” Web, 5/21/09, http://www.ipsnews.net/2009/05/biodiversity-alien-species-eroding-ecosystems-and-livelihoods/, 6/21/12]

UXBRIDGE, Canada, May 21 2009 (IPS) - Continent-hopping alien species are worsening poverty and threaten the agriculture, forestry, fisheries and natural systems that underpin millions of livelihoods in developing countries, warn biodiversity experts. “The livelihoods for 90 percent of people in Africa directly rely on natural resources such as marine coastal biodiversity,” said Ahmed Djoghlaf, executive secretary of the Convention on Biological Diversity (CBD). “Around the world more than 1.6 billion people depend directly on forests for their survival,” he told IPS from Montreal. Biodiversity is not just fuzzy animals and pretty birds. It is the diversity of life on Earth that comprises ecosystems, which in turn provide vital ecosystem services including food, fiber, clean water and air. “Biodiversity is poor countries’ most precious asset,” Djoghlaf stressed.
The effects of invasive species can compound damage on ecosystems and controlling them is costly—Zimbabwe proves
The Herald 2010 (“Invasive Species, Threat to Livelihoods” The Herald 11/2/10 LexisNexis 6/21/12)

Estimated damage from invasive species worldwide totals more than US $1,4 trillion annually -- that's five percent of the global economy. Estimates of economic losses from global climate change are also about 5 percent of annual GDP, according to the report. "Climate change is already receiving significant attention in the research and policy communities," says Bill Jackson, deputy director general of IUCN, "But this report shows the need to dig deeper on where climate change interacts with invasive species. The financial costs of not responding should be enough to encourage policy makers to take urgent action." Experts say examples of the spread of invasive species being linked to climate change include the livestock disease, bluetongue, which in 2007 alone cost in excess of US $200 million; Miconia calvescens, an invasive tree species which increases the risk of landslides when coupled with high rainfall; and the fungus, Batrachochytrium dendrobatidis (Bd), thought to have contributed to the massive extinction of primarily tropical frog species. "Fortunately, we already know many of the actions necessary for offsetting the threat of invasive species to key ecosystem services, such as erosion control and freshwater availability," said Stas Burgiel, GISP's policy director and lead author of the report. "Such ecosystem-based approaches are not simply about saving ecosystems, but rather about using ecosystems to help 'save' people and the resources on which we depend." Zimbabwe and most other African countries are battling alien invasive species which are threatening biodiversity and the livelihoods of millions of people who depend on agriculture and natural resources. According to the Convention on Biological Diversity, invasive alien species are species, native to one area or region, that have been introduced into an area outside their normal distribution, either by accident or on purpose, and which have colonised or invaded their new home, threatening biological diversity, ecosystems and habitats, and human well-being. Ecologists say the extent to which introduced species may proliferate and spread is affected by the state of the receiving ecosystem. An alien species may find a vacant niche and spread, or it may compete for one already occupied by a native species. Some IAS proliferate because they find no natural enemies in their new habitat. They also say that although some species have invaded habitats on their own, human activity such as exploration, colonisation, trade and tourism has dramatically increased the diversity and scale of invasions by alien species. In Zimbabwe, the water hyacinth (an invasive species) that is alleged to have been brought into the country from Brazil, is threatening to choke most of the country's dams threatening wetland ecosystems and the livelihoods of thousands of people who survive on harnessing fish and other products from water sources. The plant blocks sunlight and oxygen, alters water flows and increases water loss through evapotranspiration. The water hyacinth and the water fern cost Zimbabwe and other African countries millions of dollars to control and in water production costs.
2AC Attack Add On

Attacks on cargo ships cause multiplier effect on economy and environment
Frittelli 07—Specialist in Transportation Policy Resources (Johnis also in, Science, and Industry
Division Maritime Security: Potential Terrorist Attacks and protection priorities, CRS report to Congress, January 9, 2007 http://www.dtic.mil/cgi-bin/GetTRDocLocation=U2&doc=GetTRDoc.pdf&AD=ADA460683) 

If economic loss is the primary objective, terrorists may seek to carry out different types of attacks, with potentially few human casualties but significant impacts to critical infrastructure or commerce. The Limburg bombing may have been an attack of this type, threatening to disrupt the global oil trade and causing considerable consternation among tanker operators. 13 Although the bombing killed only one member of the Limburg’s crew, it caused insurance rates among Yemeni shippers to rise 300% and reduced Yemeni port shipping volumes by 50% in the month after the attack. 14 The bombing also caused significant environmental damage, spilling 90,000 barrels of oil into the Gulf of Aden.

Economic collapse will lead to nuclear exchange, other local conflicts.
The Herald 2009—(James Cusick, March 19, 2009, Access Date: 6/24/12, Don’t bank on Financial Trouble Being Resolved without Conflict,http://www.heraldscotland.com/don-t-bank-on-financial-trouble-being-resolved-without-conflict-1.830196
I'm not saying that America is about to declare war on China, or that Germany is going to invade France. But there are profound economic stresses in central Europe that could rapidly turn into conflict in the bankrupt Baltic states, Hungary, Ukraine. And if the Great Recession, as the IMF's Dominique Strauss-Kahn called it last week, turns into a Great Depression, with a prolonged collapse in international trade and financial flows, then we could see countries like Pakistan disintegrate into nuclear anarchy and war with neighbouring India, which will itself be experiencing widespread social unrest. Collapsing China could see civil war too; Japan will likely re-arm; Russia will seek to expand its sphere of economic interests. Need I to go on?

Nuclear War ends all Life on earth.
Chazov 1985—USSR Cardiological Institute, Nobel Prize Lecturer, Co-founder of IPPNW—(Nobel Lecture:Tragedy of Triumph and Reason, 12/11/1985, Access Date: 6-25-12, http://www.nobelprize.org/nobel_prizes/peace/laureates/1985/physicians-lecture.html )

We are aware that in order to eradicate nuclear illusions and impart hatred of war to the peoples, one should be based, like in our medical practice, on solid scientific data. I do not wish to dwell on the results of our studies confirmed by the authoritative expert group of the World Health Organization. Physicians have demonstrated to the whole world that not only would nuclear war spell the end of civilization, it would also prejudice the existence of life on Earth. My conscience, and I am sure the same applies to many of my colleagues in IPPNW, was staggered primarily by the total number of victims in nuclear war. The human mind finds it difficult to comprehend the figure of 2,000 million victims. As they say, one death is death, but a million deaths are statistics. For us, physicians, life is the aim of our work and each death is a tragedy. As people constantly involved in the care of patients, we felt the urge to warn governments and peoples that the critical point has been passed: medicine will be unable to render even minimal assistance to the victims of a nuclear conflict - the wounded, the burned, the sick - including the population of the country which unleashes nuclear war. Even rough estimates show it would require efforts of at least 30 million physicians, 100 million nurses and technical personnel. These, of course, are absolutely unrealistic figures. In the world today there are around 3.5 million physicians and about 7.5 million nurses. Treatment of a few hundred patients suffering from burns as a result of a major fire can rapidly exhaust the burn cure resources of a large city. Where, then, can the resources be found to treat thousands and millions of casualties? Physicians and hospitals will face an insoluble problem, even if we discount the appalling conditions of "nuclear winter" which is bound to cap the catastrophe. Besides, in a nuclear war many physicians and nurses will be killed and many hospitals destroyed. Our data were widely circulated and produced a sobering effect the world over on a broad range of public, political and religious figures and common men who had underestimated the scale of a nuclear catastrophe. The threat to humanity posed by nuclear weapons is being perceived by hundreds of millions on our planet. Of course a lot of people are still under a delusion, consciously or involuntarily, as regards the significance of the arms race and its proliferation to outer space. However, as Cicero put it, "Each man can err, but only fools persist in their errors". Every morning tens of thousands of newly-born babies in Europe and America, in Asia and Africa for the first time see the sky and the sun, enjoy their mothers' loving care. We, physicians, are to protect their health and life. But what is there ahead for them? What will their life be like? Will they live to see the twenty-first century? There is a nuclear bomb in stock for each of them. Back in 1951 French author André Maurois aptly expressed the aspirations of all honest men on Earth. He wrote: "Are we really deprived of all hope? Will the wretched human race destroy itself together with the planet that harbored it? I believe the catastrophe can be avoided... Salvation of the humankind is in its own hands... The strength of our convictious, the promptness of our decisions will disarm those who threaten the future of humanity... Will the globe live or die - that is the choice we face. Either we join hands, or we exterminate each other in an atomic war".
Attack Add On Extensions

Add on: Environment – Link

LNG and Oil Tanker attacks threaten the economy and environment
Ivanovich 08—Washington Bureau Writer [David, “Study Doubts Ports’ Security; With Imports of Volatile LNG Likely to Rise, GAO fears greater risks,” Web, 1/10/08, Lexis Nexis, 6/19/12]
Ports are inherently vulnerable, the report said, because they are often sprawling facilities, close to major urban centers like Houston, and with access by both land and sea. Ships are likewise targets, since they travel along known routes, often through waters that do not allow room to maneuver away from potential threats, the report noted. "We know that terrorists are looking for the weakest link in our security efforts, and this GAO report is a timely reminder that LNG and oil tankers are serious targets," said Rep. Edward Markey, D-Mass., whose district includes an LNG terminal. At stake, experts say, is not just human life but the U.S. economy. An attack on a tanker or terminal "could have "significant economic, environmental and public safety consequences, which would result in even higher gasoline and heating oil prices," said House Energy and Commerce Committee Chairman John Dingell, D-Mich. Safety experts are concerned the terrorism risk will only increase as the U.S. imports more LNG, which the report notes has the potential to catch fire or even explode.
2AC Organized Crime Add On

Ports controlled by organized crime
Chavez 06—President of the Center for Equal Opportunity [Linda, “Forget about future port problems—what about the current one? The Mafia,” Web, 3/8/06, http://www.jewishworldreview.com/cols/chavez030806 .asp, 6/19/12]
With all the recent talk about security vulnerabilities at the nation's ports, one subject goes virtually unmentioned. The men who actually control many of the nation's docks, especially on the Eastern seaboard, are in the hip pocket of the Mafia and have been for decades. Regardless of whether or not a Dubai-owned company manages operations at these ports — currently the source of much hand-wringing in Washington — many of those with the most direct access to the billions of tons of cargo that move through those ports owe their jobs to the mob. How can that be? It all has to do with the peculiar institution of the union hiring hall. No matter who owns or operates the ports, the union, not the employer, actually assigns workers to jobs. You can't work unless you carry a union card. And on East Coast and Gulf ports, the union card belongs to the International Longshoreman's Association (ILA), one of the most mobbed-up unions in the country.
Corrupt docks increase the risk of terrorism
Chavez 06—President of the Center for Equal Opportunity [Linda, “Forget about future port problems—what about the current one? The Mafia,” Web, 3/8/06, http://www.jewishworldreview.com/cols/chavez030806 .asp, 6/19/12]
Union bosses who would rob their members of pensions and health benefits, extort money to secure jobs on the docks, and use the docks to run gambling, loan sharking and other illegal enterprises could just as easily facilitate terrorists hoping to slip agents or weapons into the country, perhaps unwittingly, for the right price. But few in Washington seem to have considered the risk. The Dubai deal is not the only port issue that deserves more congressional scrutiny; ILA corruption surely deserves a close look as well. 
A single successful attack would trigger security measures leading to a global recession
Harrald 05 [John R, “Sea Trade and Security: an Assessment of the Post-9/11 Reaction,” Web, Fall 05, http://search.proquest.com.proxy.lib.umich.edu/pqrl/docview/220702986/1376BF5C74E6A8F9B1B/5?accountid=14667, 6/19/12]
The scenarios are indeed horrifying. Containers, for example, may be used as a vector for an attack involving weapons of mass destruction (WMD). A nuclear device smuggled in one of millions of containers and remotely detonated could have catastrophic results. A study conducted by the Department of Transportation's Volpe Center states that the detonation of a 10-to-20-kiloton weapon in a container would cause a disruption of trade valued at $100-$300 billion, property damage of $50-$500 billion, and the loss of 50,000-1,000,000 lives.12 The report states that "global and long term effects, including the economic impacts of the pervasive national and international responses to the nuclear attack, though not calculated, are believed to be substantially greater." According to Flynn, it would not take a WMD to wreak financial havoc: A dirty bomb smuggled in a container and set off in a seaport would likely kill only a few unfortunate longshoremen and contaminate several acres of valuable waterfront property. But if there is no credible security system to restore the public's confidence that other containers are safe, mayors and governors throughout the country, as well as the President, will come under withering political pressure to order the shutdown of the inter-modal transportation system. Examining cargo in tens of thousands of trucks, trains and ships to ensure it poses no threat would have devastating economic consequences. When containers stop moving, assembly plants go idle, retail shelves are bare, and workers end up in unemployment lines. A three-week shutdown could well spawn a global recession.13
Economic collapse will lead to nuclear exchange, other local conflicts.
The Herald 2009—(James Cusick, March 19, 2009, Access Date: 6/24/12, Don’t bank on Financial Trouble Being Resolved without Conflict,http://www.heraldscotland.com/don-t-bank-on-financial-trouble-being-resolved-without-conflict-1.830196
I'm not saying that America is about to declare war on China, or that Germany is going to invade France. But there are profound economic stresses in central Europe that could rapidly turn into conflict in the bankrupt Baltic states, Hungary, Ukraine. And if the Great Recession, as the IMF's Dominique Strauss-Kahn called it last week, turns into a Great Depression, with a prolonged collapse in international trade and financial flows, then we could see countries like Pakistan disintegrate into nuclear anarchy and war with neighbouring India, which will itself be experiencing widespread social unrest. Collapsing China could see civil war too; Japan will likely re-arm; Russia will seek to expand its sphere of economic interests. Need I to go on?
Nuclear War ends all Life on earth.
Chazov 1985—USSR Cardiological Institute, Nobel Prize Lecturer, Co-founder of IPPNW—(Nobel Lecture:Tragedy of Triumph and Reason, 12/11/1985, Access Date: 6-25-12, http://www.nobelprize.org/nobel_prizes/peace/laureates/1985/physicians-lecture.html )

We are aware that in order to eradicate nuclear illusions and impart hatred of war to the peoples, one should be based, like in our medical practice, on solid scientific data. I do not wish to dwell on the results of our studies confirmed by the authoritative expert group of the World Health Organization. Physicians have demonstrated to the whole world that not only would nuclear war spell the end of civilization, it would also prejudice the existence of life on Earth. My conscience, and I am sure the same applies to many of my colleagues in IPPNW, was staggered primarily by the total number of victims in nuclear war. The human mind finds it difficult to comprehend the figure of 2,000 million victims. As they say, one death is death, but a million deaths are statistics. For us, physicians, life is the aim of our work and each death is a tragedy. As people constantly involved in the care of patients, we felt the urge to warn governments and peoples that the critical point has been passed: medicine will be unable to render even minimal assistance to the victims of a nuclear conflict - the wounded, the burned, the sick - including the population of the country which unleashes nuclear war. Even rough estimates show it would require efforts of at least 30 million physicians, 100 million nurses and technical personnel. These, of course, are absolutely unrealistic figures. In the world today there are around 3.5 million physicians and about 7.5 million nurses. Treatment of a few hundred patients suffering from burns as a result of a major fire can rapidly exhaust the burn cure resources of a large city. Where, then, can the resources be found to treat thousands and millions of casualties? Physicians and hospitals will face an insoluble problem, even if we discount the appalling conditions of "nuclear winter" which is bound to cap the catastrophe. Besides, in a nuclear war many physicians and nurses will be killed and many hospitals destroyed. Our data were widely circulated and produced a sobering effect the world over on a broad range of public, political and religious figures and common men who had underestimated the scale of a nuclear catastrophe. The threat to humanity posed by nuclear weapons is being perceived by hundreds of millions on our planet. Of course a lot of people are still under a delusion, consciously or involuntarily, as regards the significance of the arms race and its proliferation to outer space. However, as Cicero put it, "Each man can err, but only fools persist in their errors". Every morning tens of thousands of newly-born babies in Europe and America, in Asia and Africa for the first time see the sky and the sun, enjoy their mothers' loving care. We, physicians, are to protect their health and life. But what is there ahead for them? What will their life be like? Will they live to see the twenty-first century? There is a nuclear bomb in stock for each of them. Back in 1951 French author André Maurois aptly expressed the aspirations of all honest men on Earth. He wrote: "Are we really deprived of all hope? Will the wretched human race destroy itself together with the planet that harbored it? I believe the catastrophe can be avoided... Salvation of the humankind is in its own hands... The strength of our convictious, the promptness of our decisions will disarm those who threaten the future of humanity... Will the globe live or die - that is the choice we face. Either we join hands, or we exterminate each other in an atomic war".
Organized Crime Add on Extensions

Add On: Organized Crime—Solvency

Current Customs and Border Protection solves even new smuggling methods—P-3s operating out of Florida and Texas have conducted seizures and disruptions of over $4.6 billion worth of illegal goods
Bucella 2012- Office of Intelligence and Investigative Liaison U.S. Customs and Border Protection Department of Homeland Security (Donna, “DHS BORDER SECURITY MANAGEMENT; COMMITTEE: HOUSE HOMELAND SECURITY; SUBCOMMITTEE: BORDER AND MARITIME SECURITY” Capitol Hill Hearing Testimony, 6/19/12, Lexis, 6/19/12)

A recent trend identified off the California coast is a shift from using smaller panga vessels that make quick cross-border dashes onto beach areas near San Diego to using larger pangas that transit further out to sea and land further up the California coast. These larger, higher powered pangas often range in size up to 50 feet in length and are capable of carrying multi- ton loads of contraband. These pangas transit from locations south of the U.S.-Mexico border to smuggle humans and tons of contraband, primarily marijuana. One of the largest panga boats discovered to date, in April 2012, was discovered beached near Santa Barbara and found with trace amounts of cocaine. To date in FY 2012, over 60,000 pounds of marijuana has been seized in 37 maritime events. Of these 37 events, 27 involved panga vessels originating from Mexico. CBP is taking the northern shift in California-based smuggling by panga vessels very seriously and is evaluating a number of options to aggressively address these tactics, including adding marine patrol aircraft and expanding our partnerships with state, local, and Federal law enforcement partners to base additional coastal marine patrol vessels in the area. Mexican smuggling organizations also use pleasure boats in a number of areas in an attempt to blend in with legitimate boaters and transport contraband during broad daylight. Smuggling operations using this technique rely on the sheer number of similar pleasure boats on U.S. waters on any given day to blend-in. Another method of smuggling contraband into the United States via the marine environment is through the use of small commercial fishing and shrimping vessels in areas where there are commercial fishing fleets. Similar to the pleasure boat smuggling outlined above, this smuggling method relies on blending-in with normal boating traffic in an effort to elude detection. Mexican smuggling organizations also attempt to transport contraband across rivers via high-speed vessels. The limited crossing distance in many areas means that these high-speed vessels can cross in a matter of seconds. To counter this threat, CBP has an array of vessels assigned to its riverine patrol stations, and also uses a variety of shore-side sensors and agents in high- threat areas. Given the wide variety of maritime smuggling threats posed by Mexican smuggling organizations, CBP uses a mix of coastal interceptor and riverine patrol vessels equipped with marine surface search radars and electro optic infrared sensors. These vessels and the CBP marine crews who operate them are in the water, identifying and intercepting pangas, go-fasts, and shark boats - pleasure and fishing boats used by Mexican smuggling organizations. Additionally, CBP Office of Air and Marine (OAM) uses an array of patrol aircraft equipped with marine search radars and electro optic infrared sensors to conduct periodic patrols of the maritime approaches to the United States. In addition to using pangas, the DTOs continue to build and deploy Self-Propelled Semi-Submersible (SPSS) vessels in the Eastern Pacific and Western Caribbean. These vessels are designed to sit low in the water in an attempt to avoid detection by the air and marine assets of the United States and our partner nations. In three separate incidents in a one-week period, CBP OAM P-3 aircraft assisted in the interdiction of a SPSS carrying close to 14,000 pounds of cocaine, and two vessels carrying more than 4,400 pounds of cocaine with a combined street value of more than $1.3 billion. The OAM P-3 fleet has been an integral part of successful counter-narcotics missions undertaken by the United States, operating in coordination with DEA and the Joint Interagency Task Force - South (JIATF-S). The P-3s patrol in a 42 million square mile area of the Western Caribbean and Eastern Pacific, known as the Source and Transit Zone, in search of drugs that are in transit toward United States' shores. The P-3s' distinctive detection capabilities allow highly-trained crews to identify emerging threats well beyond the land borders of the United States. By providing surveillance of known air, land, and maritime smuggling routes in an area that is twice the size of the continental U.S., the P-3s detect, monitor and work with USCG partners to disrupt smuggling activities before they reach the shore. So far in FY 2012, the P-3 patrols have continued to demonstrate success in interdicting smuggling attempts. In two separate incidents during late March and early April, CBP P-3 aircraft detected northbound go-fast vessels carrying bales of suspected contraband. In both instances, these vessels were stopped and boarded by partner nation law enforcement agencies, resulting in the combined seizure of more than 4,400 pounds of cocaine. To date in FY 2012, P-3s operating out of Florida and Texas have assisted in seizures and disruptions totaling $4.6 billion. During fiscal year 2011, the P-3 fleet seized or disrupted more than 148,000 pounds of cocaine valued at more than $11.1 billion. In addition to using proven and new maritime smuggling methods, DTOs have also turned to new methods of smuggling by air. One method that has emerged in recent years has been the use of ultralight aircraft. Under the cover of darkness, ultralights fly across the Southwest border and airdrop marijuana cargo to waiting ground crews. The load size ranges from 200 to 220 pounds of marijuana. During FY 2011, there were 101 confirmed ultralight events, with 28 narcotics seizures, 16 arrests, and three ultralight aircraft seized. From October 1, 2011, through June 1, 2012, there were 55 confirmed ultralight events resulting in 17 narcotics seizures, 11 arrests, and two ultralight aircraft seized. Currently, the CBP Air and Marine Operations Center, located in Riverside, California, uses its extensive airspace monitoring capabilities, as well as the radar capabilities of the Department of Defense and civilian radar capabilities, to identify and track suspect ultralight aircraft incursions. CBP is also working to procure a radar solution specifically designed to detect ultralight aircraft.

2AC US-China Coop Add On

Security cooperation is increasing- Megaports initiative

Council on Foreign Relations 12 (an independent, nonpartisan membership organization, think tank on foreign relations; Written May 21, 2012; Accessed June 20, 2012; http://www.cfr.org/proliferation/global-nuclear-nonproliferation-regime/p18984; “The Global Nuclear Nonproliferation Regime”)

In December 2011, Chinese and American officials implemented a new radiation detection system at the Yangshan port, in Shanghai. Overall, the port security agreement in Yangshan is a part of a broader effort spearheaded by the United States, the Megaports Initiative. Operated by the U.S. Department of Energy, the Megaports Initiative collaborates with international partners to improve nuclear detection capabilities at some of the world's busiest ports. Overall, port security and the threat of smuggling related to nuclear or radiological weapons were identified as major threats in the wake of 9/11. Although the port security initiative has been viewed as a positive example of cooperation between the China and the United States, nuclear proliferation is an issue area where both countries have repeatedly had disagreements, Despite this marked success, for example, China has yet to become a participant in the U.S.-established Proliferation Security Initiative.

Strong US and China relations are key to the growth of the current economy
McGraw 09—Emergency Committee for American Trade Chairman [Harold, McGraw-Hill Companies Chairman, President, and CEO, “Strong China Ties Vital to Economy,” Web, 11/13/09, http://www.ajc.com/opinion/strong-china-ties-vital-196844.html, 6/21/12]
In the years since that first historic meeting, growing economic ties have brought our countries closer together than ever before. Over the past 10 years alone, trade between the United States and China has more than quadrupled, from less than $100 billion to more than $400 billion. And while the United States has become the largest market for Chinese exports, China has emerged as the third largest market for American exports. With all the uncertainty in today’s global economy, this much is certain: The relationship between the United States and China will help define the 21st century. Together, our countries now account for nearly a third of the world’s gross domestic product. And as a result, the world looks to our nations for leadership in the wake of the financial crisis. For the sake of global prosperity, the U.S. and China must answer this call together. Our countries need to strengthen their partnership around three pillars: fueling economic recovery, fostering open markets, and forging new economic relationships. First, fueling economic recovery: The United States and China need to continue working together to lift the global economy from the downturn. While the crisis impacted the United States and China very differently, the situation could have been far worse in both countries if our leaders had not responded with strong measures, including enacting massive stimulus plans. In the long run, both our nations recognize the need to build a more sustainable foundation for lasting growth. As Americans begin saving more, China will likely not be able to depend as heavily on American consumption for economic growth. As a result, it appears that China will face two options: either accept slower growth or generate new opportunities for growth. These new opportunities could come from many different sources — from increasing domestic consumption, to diversifying into new markets, to investing in innovation. As our countries continue this rebalancing act, our leaders will need to continue coordinating closely. Second, fostering open markets: The United States and China need to continue working together to resist protectionism and to expand trade and investment. During times of economic challenge, it can be tempting for nations to seek comfort behind tariffs and barriers against the outside world. History, however, has shown the folly of this course. When nations beggar their neighbors, they ultimately beggar themselves. Instead of retreating from the world, the U.S. and China should take the opportunity to open their economies further. We should reduce barriers to trade and investment around the world by completing the Doha Development Round. And around the globe, we should remember that global trade and investment are not the cause of our problems. They are the solution. Finally, forging new relationships: The United States and China need to work together to build new economic relationships at all levels. At the government level, President Obama and President Hu took a welcome step by expanding the Strategic and Economic Dialogue. This forum will give our leaders the opportunity to discuss critical challenges. At the business level, we understand that new relationships can lead to new innovations. As Chinese companies begin developing more of their own new technologies, they will share a growing interest with American companies in strong protections for intellectual property. And these protections will be especially important as our countries work together to meet the need for clean energy technologies.

Economic collapse will lead to nuclear exchange, other local conflicts.
The Herald 2009—(James Cusick, March 19, 2009, Access Date: 6/24/12, Don’t bank on Financial Trouble Being Resolved without Conflict,http://www.heraldscotland.com/don-t-bank-on-financial-trouble-being-resolved-without-conflict-1.830196
I'm not saying that America is about to declare war on China, or that Germany is going to invade France. But there are profound economic stresses in central Europe that could rapidly turn into conflict in the bankrupt Baltic states, Hungary, Ukraine. And if the Great Recession, as the IMF's Dominique Strauss-Kahn called it last week, turns into a Great Depression, with a prolonged collapse in international trade and financial flows, then we could see countries like Pakistan disintegrate into nuclear anarchy and war with neighbouring India, which will itself be experiencing widespread social unrest. Collapsing China could see civil war too; Japan will likely re-arm; Russia will seek to expand its sphere of economic interests. Need I to go on?

US, China, and Japan want maritime security cooperation—differences have no importance
Christoffersen 09 [Gaye, “Japan and the East Asian Maritime Security Order: Prospects for Trilateral and Multilateral Cooperation,” Web, 2009, Asian Perspective, Proquest, 6/20/12]
The Somali anti-piracy operation illustrates how the United States, Japan, and China are inching toward creating an international public good of SLOC security supported by all three countries, based on the premise of cooperative security, i.e., military cooperation among a mix of allies and non-allies. It is a bottomup arrangement, evolving in an ad hoc manner, its rules forming as it goes. Despite strong philosophical and ideological differences, there has emerged at the operational level something akin to cooperation as the three navies operate in close proximity in the Gulf of Aden. However, there is at present no East Asian trilateral or multilateral maritime regime. Best practices for countering maritime terrorism and piracy are evolving as Southeast Asian strategies are adapted to the Gulf of Aden. The practices of Japan's ReCAAP are being considered and adopted by nations operating in the Gulf of Aden, although the fact that it was a Japan-initiated project is not overly emphasized. A primary lesson from the initial efforts of ReCAAP, CTF- 151, and CGSCP is that coordination may happen at the working level without formal membership in a maritime regime. Informal coordination is driven by practical considerations. Formal membership may be blocked by domestic interests or by a nation's concern as to the full legal implications of regime membership. Maritime regimes may become functional even with minimal institutionalization.

US- China Coop  Add On Extensions

Add On: US-China Coop—Inherency

China, Japan and US are focusing on maritime security now—9/11 attacks raised concern
Christoffersen 09 [Gaye, “Japan and the East Asian Maritime Security Order: Prospects for Trilateral and Multilateral Cooperation,” Web, 2009, Asian Perspective, Proquest, 6/20/12]
The 9/11 terrorist attacks represent a turning point for the United States, Japan, and China in responding to the transnational threats of piracy and maritime terrorism. Although conflating piracy and maritime terrorism is controversial, there is widespread concern that the two distinct threats could merge. All three countries appear to have competing approaches for countering piracy and maritime terrorism in general, which is symptomatic of the much larger struggle over Asia's regional security architecture.

Creation of a maritime security cooperation beginning now—discussions of trilateralism occurring now
Christoffersen 09 [Gaye, “Japan and the East Asian Maritime Security Order: Prospects for Trilateral and Multilateral Cooperation,” Web, 2009, Asian Perspective, Proquest, 6/20/12]
Japan's strategy for managing the United States and China, and embedding them both in Asian multilateral regimes, was to create a trilateral U.S.-Japan-China dialogue. It is reported that this was a Japanese condition for strengthening the 1997 U.S.-Japan Defense Guidelines. Tokyo hoped to create confidence-building measures (CBMs) with Beijing that would mitigate the threat posed by the strengthened U.S.-Japan military alliance. The United States agreed, and some reference to this is found in the U.S. Department of Defense paper, The United States Security Strategy for the East Asia-Pacific Region 1998. That publication states: "Academics from the United States, Japan and China have begun a dialogue that may lead eventually to official trilateral talks between these three critical Asia-Pacific nations."25 It seems that the United States in subsequent policy only followed through perfunctorily while Japanese scholars and analysts persisted with trilateralism at the Track II level. Japanese work on trilateral maritime cooperation has focused on joint U.S.-Japan-China protection of the SLOCs within a cooperative-security framework that would be an additional means of embedding China.26

China now is supporting Japanese attempts for international cooperation
Christoffersen 09 [Gaye, “Japan and the East Asian Maritime Security Order: Prospects for Trilateral and Multilateral Cooperation,” Web, 2009, Asian Perspective, Proquest, 6/20/12]
Chinese thinking on Japanese maritime strategies slowly evolved. In the early 1990s, Chinese writing on maritime security had emphasized Chinese defense of its maritime rights, especially in relation to Japan, in a confrontational maritime environment of the Asia-Pacific.41 By 2005-2006, Chinese writing on Japan's maritime strategy recognized that Japan had an emerging new concept of sea power in the post-cold war era, exhibited in Japanese peacekeeping in Cambodia and in Japanese support for the U.S. Navy in the Indian Ocean during the Afghan and Iraq Wars. But the Chinese then still viewed Japan as retaining many aspects of traditional, Japanese imperial navy concepts of sea power. A major work on maritime cooperation, Sea Lane Security and International Cooperation, published in 2005 by the China Institute of Contemporary International Relations (CICIR), devoted several chapters to maritime security cooperation with ASEAN, the problem of piracy, and the SLOC security strategies of the United States and Japan.42 Assessing Japan's international maritime security strategy, the publication concluded that Japan pursued traditional security objectives with the United States, such as in PSI, while also pursuing nontraditional security strategies in cooperation with China, South Korea, and ASEAN to fight piracy. 43 For China, international maritime cooperation with Japan was the "only way out" for achieving SLOC security, especially the SLOCs in the Indian Ocean and to the Middle East. This was in reference to the "Malacca Strait Dilemma" that Hu Jintao had mentioned in December 2003. Oil dependence on the Middle East has been a major driver of Chinese concern over the SLOCs.44 Chinese analysts argued that China's response to Japan's changing maritime strategy should be to reexamine its own maritime strategy, be more vigorous in presenting to the world its own maritime rights, and actively promote maritime cooperation in East Asia. Cooperation, they say, should include Japan, applying the lessons learned from the long history of Sino- Japanese cooperation on land and adapting these lessons to maritime issues.45 By 2006, Chinese writing had a more positive take on Japan's strategy to build a multilateral maritime security cooperation mechanism. Applying China's new security concept to maritime issues, and continuing to advocate common security and comprehensive security, Chinese analysts argued that China should participate in Japan's initiative against piracy (ReCAAP) in order to maintain maritime regional order.46 Chinese writing took greater note than previously of the influence of UNCLOS on East Asian countries in their maritime territorial disputes and their development of national maritime legislation. There was Chinese suspicion, however, that Japan was using the piracy issue to build its naval capacity as it moved toward becoming a "normal" country.47

US and Japan moving towards maritime security cooperation now
Christoffersen 09 [Gaye, “Japan and the East Asian Maritime Security Order: Prospects for Trilateral and Multilateral Cooperation,” Web, 2009, Asian Perspective, Proquest, 6/20/12]
With the East Asian layer of maritime cooperative security securely established in ReCAAP, Japan had created sufficient pressure on the United States to seriously consider a trilateral layer. A Japanese analyst in 2006 suggested a Japan-U.S.-China trilateral maritime cooperation framework, using the three nations' coast guards to protect the SLOCs. This idea, it was argued, would create an international public good of SLOC security, especially in the Malacca Straits. Obstacles to trilateral cooperation included very different maritime strategies and mutual distrust.63 Then, recognizing that a new U.S. strategy was needed in a post-9/11 world, the United States changed its naval strategy for the first time in two decades. In June 2006, the U.S. Navy's chief of naval operations (CNO), Admiral Mike Mullen, called for a new maritime strategy to counter terrorism, shifting from the old cold-war maritime strategy focused on sea control designed to defeat a single enemy. The new strategy would need to build partners to protect trade routes, counter terrorists, and interdict WMD. Admiral Mullen claimed "nobody can go it alone" in making the oceans safe and free for all.64 A cornerstone of the new strategy would be a "thousand-ship navy" created by many nations concerned with SLOC security, standing watch over the seas together within maritime networks.65 In October 2007, Admiral Mullen presented "A Cooperative Maritime Strategy for 21st Century Sea Power," what was initially called the "thousand-ship navy" but is now more often called "Global Maritime Partnerships" (GMP). This new strategy represented a paradigm shift, emphasizing cooperative-security approaches to maritime security. Equal emphasis would be given to war prevention and waging war, which required greater cooperation with both allied naval powers and in partnerships with non-allies such as China.66 Indian responses were skeptical that GMP might be just a reincarnation of PSI.67 Japan and South Korea were much more positive, but many countries were wary, uncertain what membership would entail.68

China and Japan are currently starting to devise new cooperative security measures
Christoffersen 09 [Gaye, “Japan and the East Asian Maritime Security Order: Prospects for Trilateral and Multilateral Cooperation,” Web, 2009, Asian Perspective, Proquest, 6/20/12]
Both Japan and China then began slowly edging toward promoting APT as a security forum. At the 1999 APT summit, Chinese Premier Zhu Rongji had stated that "China was ready" for security to be placed on the agenda.32 The 1999 APT issued a Joint Statement on East Asian Cooperation that primarily focused on economic and trade issues, briefly mentioning the political security area where they agreed to increase mutual understanding and trust. At the 2000 APT summit, it was Japanese Prime Minister Mori who suggested that cooperation should be expanded to include political and security cooperation. Mori proposed anti-piracy as a basis for APT cooperation, suggesting the holding of the "Asian Cooperation Conference on Combating Piracy and Armed Robbery against Ships."33

China included US and Japan security cooperation—threats necessitate cooperation
Christoffersen 09 [Gaye, “Japan and the East Asian Maritime Security Order: Prospects for Trilateral and Multilateral Cooperation,” Web, 2009, Asian Perspective, Proquest, 6/20/12]
Japan's Prime Minister Aso Taro recognized, with reference to the GMP, that the United States had undergone a major shift in maritime policy.69 The East Asian Strategic Review 2008 produced by the Japanese defense ministry's NIDS, in its chapter on the United States, took note that the United States was augmenting its bilateral alliances in Asia with trilateral and multilateral arrangements. However, the review emphasized a further need to engage China in a trilateral grouping to prevent the Japan- U.S.-Australia-India "coalition of the like-minded" from threatening China, and it lamented the lack of a strategic roadmap for constructing a stable U.S.-China-Japan trilateral arrangement.70 The review's chapter on Japan revealed that between February 2005 and May 2007, American and Japanese perceptions of China had evolved. In their joint February 2005 statement, the United States and Japan called upon China to play a positive role in regional affairs, while in their joint May 2007 statement, they referred to China as a responsible partner that could contribute to East Asian stability.71 Recent work by American analysts and scholars indicates a greater American emphasis on U.S.-Japan-China trilateral cooperation. The Second Armitage-Nye Report in 2007 argued that East Asian stability is based on stable U.S.-Japan-China relations and therefore requires that the United States and Japan coordinate their approach to China, recognizing a convergence of interests and the need for trilateral cooperation.72 The report also recommended that while Asia was debating the nature of the maritime order, both countries should share responsibility for SLOC security until a multilateral approach to SLOC security could be established.73 Kurt Campbell, President Obama's assistant secretary for East Asia and Pacific affairs, had argued that East Asian integration is an ongoing process that is constructing a multilateral order in Asia even though the United States, under the George W. Bush administration, had chosen not to engage with this process, preferring to rely on traditional bilateral alliances. However, the nature of the threats in the region, in particular transnational threats by non-state actors, required U.S. engagement in cooperative solutions. During his Senate confirmation hearings, Campbell stated that his suggested approach to the Asia-Pacific was to engage China with the strongest possible partnership with Japan, an indirect reference to trilateral relations. Campbell has participated in U.S.-China-Japan trilateral Track II projects. He argues that it is necessary for the United States to work proactively on constructing a more cooperative trilateral framework, stating that "a U.S.-Sino-Japan strategic summit could go a long way toward promoting a cooperative, constructive China, rather than a challenging one."74

China, Japan and US are currently moving towards cooperative security
Christoffersen 09 [Gaye, “Japan and the East Asian Maritime Security Order: Prospects for Trilateral and Multilateral Cooperation,” Web, 2009, Asian Perspective, Proquest, 6/20/12]
This article will examine the Somali piracy issue as a case study of some convergence of strategies in United States, Japanese, and Chinese maritime security. East Asian lessons in maritime cooperation are being applied in Somalia, and lessons from Somalia may be introduced into East Asia. The theoretical approach is constructivist, viewing formation of a security community as socially constructed through a learning process. The argument here is that the process of learning may lay the groundwork for a trilateral maritime arrangement, positing that the institutional design of a potential East Asian maritime regime should be viewed as a dependent rather than an independent variable.1 The ongoing threat of Somali piracy was elevated to an immediate threat in December 2008, necessitating a quick response from the United States, China, and Japan. All three countries have maritime strategies that are shifting toward new approaches to these threats-a paradigm shift toward "cooperative security" in nontraditional security issues. Cooperative security is generally defined as a multilateral security arrangement that is inclusive and creates habits of dialogue.2 It is often associated with nontraditional security issues and transnational threats to security. The ASEAN Regional Forum (ARF) was created on the basis of cooperative security.3 The Council for Security Cooperation in the Asia-Pacific (CSCAP) is a nongovernmental, Track II dialogue for security issues in the Asia-Pacific that provides support for the ARF.4 Although both the United States and China have national committees for CSCAP, and early work done by American scholars developed the concept of cooperative security, this has not been easily translated into official U.S. security policy. China's socialization into the norms of the ARF at the level of official policy has been slow even though Beijing adopted a "new security concept" in 1997 based on cooperative security. Some Chinese scholars have published on cooperative security; the first book was written by Professor Su Hao in 2003.5 During the George H.W. Bush administration, American analysts had argued that since Asia lacked regional institutions that could maintain order, the United States must continue to rely on the hub-and-spokes pattern to create a secure order in East Asia.6 However, the American role as principal guarantor of the regional order was increasingly challenged by China and Japan.7 Now, China and the United States have begun to contemplate the advantages of cooperative security, which is best demonstrated in their changing maritime policies as they converged with Japan's. These convergences hold out the possibility of an anti-piracy and anti-maritime terrorism multilateral regime in which the United States, Japan, and China participate. This article will examine Japan's evolving maritime strategy, and its influence on American and Chinese maritime strategies.

Add On: US-China Coop—Solvency

US-China-Japan differences are decreasing now—all three countries want cooperation
Christoffersen 09 [Gaye, “Japan and the East Asian Maritime Security Order: Prospects for Trilateral and Multilateral Cooperation,” Web, 2009, Asian Perspective, Proquest, 6/20/12]
U.S. and Japan differences over construction of an East Asian maritime order have narrowed. The United States and China have many maritime legal differences that can only be resolved through increased dialogue and CBMs. U.S.-ASEAN differences have narrowed since U.S. Secretary of State Hillary Clinton signed the TAC in July 2009 while attending the ARF meetings, committing the United States to work with ASEAN and to abstain from unilateral military interventions in the region as RMSI had implied. The United States is now eligible to join the East Asian Summit and may consider working with Japan and China, using the EAS as a framework for building an East Asian maritime order with a U.S.-Japan-China trilateral cooperative mechanism as its core.

The possibility of trilateral cooperation is strong and continues to increase
Christoffersen 09 [Gaye, “Japan and the East Asian Maritime Security Order: Prospects for Trilateral and Multilateral Cooperation,” Web, 2009, Asian Perspective, Proquest, 6/20/12]
The prospects for U.S.-Japan-China trilateral cooperation have never been stronger. American and Japanese competing frameworks for maritime security in East Asia were symptomatic of the much larger struggle over Asia's regional security architecture. The very recent U.S. initiative for Global Maritime Partnerships represents an experiment in cooperative security and a convergence with Japan's approach to maritime security in East Asia, at least in nontraditional security issues. China's cautious involvement in this experiment is still unfolding.

Add On: US-China Coop—AT: Japan

Japan is not merely reacting to international events—Japan is proactive about international security activism
Christoffersen 09 [Gaye, “Japan and the East Asian Maritime Security Order: Prospects for Trilateral and Multilateral Cooperation,” Web, 2009, Asian Perspective, Proquest, 6/20/12]
Richard Samuels, however, does not view Japan as merely reacting to international events. He argues that Japan has a grand strategy with roots in strategic culture and several domestic coalitions. Samuels argues that Japan's grand strategy is a "dual hedge," balancing relations with the United States and China- neither too close nor too distant from either power, neither too hard nor too soft on security.20 Mike Mochizuki claims Japan is recalibrating its grand strategy by emphasizing greater security activism. But he finds that Japan's grand strategy will emerge incrementally, driven more by domestic forces than by reaction to the external environment. The downside of incrementalism is the appearance of muddling through without strategic clarity. He implies that the lack of strategic clarity is deliberate due to the possibility that domestic differences tend to produce political paralysis.21 Tsuyoshi Kawasaki would concur that Japan is proactive rather than reactive, but would differ over whether Japan is hedging. Kawasaki claims Japan's institutional strategy for Asia is an effort to weave itself into an Asian security architecture, although Japanese leaders have not yet clearly articulated a logic for this strategy.22 Rikki Kersten would also concur that Japan's more assertive security policy after 9/11 is not simply reactive but rather reflects Japan's strategic intent, which is rooted in the systemic transformation of Japan's capacity for domestic and foreign policymaking. She believes this increased state capacity will be channeled into Asian multilateral regimes.23 The issue of whether Japanese foreign policy is reactive or strategic was addressed in a recent issue of Asia Policy.24 

Japan taking the initiative in seeking ocean peace keeping now
Christoffersen 09 [Gaye, “Japan and the East Asian Maritime Security Order: Prospects for Trilateral and Multilateral Cooperation,” Web, 2009, Asian Perspective, Proquest, 6/20/12]
The 1992 International Peace Cooperation Law authorized overseas deployments of the MSDF in peacekeeping operations. In 1997, the National Institute for Defense Studies (NIDS) under the former Japan Defense Agency (now the ministry of defense) initiated a project on "Ocean Peace Keeping" (OPK). The project has its origins in the United Nations Convention on the Law of the Sea (UNCLOS), which envisioned a regional maritime force that drew from each country's navy in the region. OPK is based on the concept of cooperative security, under which both likeminded and non-like-minded nations could cooperate for common interests, especially against transnational threats from nonstate actors. NIDS hosted international maritime symposiums where the OPK concept was introduced, including one in 1998 with Japan, the United States, China, and Russia where the four countries discussed the feasibility of a Northeast Asian OPK. Japanese analyses were critical of the United States for not devising a new naval strategy for the post-cold war era, and anticipated that there might be some friction between the proposed regional OPK and the rapidly outdated U.S. naval strategy. Japanese analysts believed that it was up to Japan to take the initiative in OPK and that this would give Japan the bargaining power to extract a commitment from the U.S. Navy for OPK.30

Nuclear War Leads to Extinction

Nuclear War ends all Life on earth.
Chazov 1985—USSR Cardiological Institute, Nobel Prize Lecturer, Co-founder of IPPNW—(Nobel Lecture:Tragedy of Triumph and Reason, 12/11/1985, Access Date: 6-25-12, http://www.nobelprize.org/nobel_prizes/peace/laureates/1985/physicians-lecture.html )
We are aware that in order to eradicate nuclear illusions and impart hatred of war to the peoples, one should be based, like in our medical practice, on solid scientific data. I do not wish to dwell on the results of our studies confirmed by the authoritative expert group of the World Health Organization. Physicians have demonstrated to the whole world that not only would nuclear war spell the end of civilization, it would also prejudice the existence of life on Earth. My conscience, and I am sure the same applies to many of my colleagues in IPPNW, was staggered primarily by the total number of victims in nuclear war. The human mind finds it difficult to comprehend the figure of 2,000 million victims. As they say, one death is death, but a million deaths are statistics. For us, physicians, life is the aim of our work and each death is a tragedy. As people constantly involved in the care of patients, we felt the urge to warn governments and peoples that the critical point has been passed: medicine will be unable to render even minimal assistance to the victims of a nuclear conflict - the wounded, the burned, the sick - including the population of the country which unleashes nuclear war. Even rough estimates show it would require efforts of at least 30 million physicians, 100 million nurses and technical personnel. These, of course, are absolutely unrealistic figures. In the world today there are around 3.5 million physicians and about 7.5 million nurses. Treatment of a few hundred patients suffering from burns as a result of a major fire can rapidly exhaust the burn cure resources of a large city. Where, then, can the resources be found to treat thousands and millions of casualties? Physicians and hospitals will face an insoluble problem, even if we discount the appalling conditions of "nuclear winter" which is bound to cap the catastrophe. Besides, in a nuclear war many physicians and nurses will be killed and many hospitals destroyed. Our data were widely circulated and produced a sobering effect the world over on a broad range of public, political and religious figures and common men who had underestimated the scale of a nuclear catastrophe. The threat to humanity posed by nuclear weapons is being perceived by hundreds of millions on our planet. Of course a lot of people are still under a delusion, consciously or involuntarily, as regards the significance of the arms race and its proliferation to outer space. However, as Cicero put it, "Each man can err, but only fools persist in their errors". Every morning tens of thousands of newly-born babies in Europe and America, in Asia and Africa for the first time see the sky and the sun, enjoy their mothers' loving care. We, physicians, are to protect their health and life. But what is there ahead for them? What will their life be like? Will they live to see the twenty-first century? There is a nuclear bomb in stock for each of them. Back in 1951 French author André Maurois aptly expressed the aspirations of all honest men on Earth. He wrote: "Are we really deprived of all hope? Will the wretched human race destroy itself together with the planet that harbored it? I believe the catastrophe can be avoided... Salvation of the humankind is in its own hands... The strength of our convictious, the promptness of our decisions will disarm those who threaten the future of humanity... Will the globe live or die - that is the choice we face. Either we join hands, or we exterminate each other in an atomic war".
AT Squo Solves – w/o reforms funding overlaps

Congress allocation of resources overlap-inefficient funding 

Thompson 11 Commander United States Coast Guard. (Laura is a Commander, United States Coast Guard nhttp://edocs.nps.edu/npspubs/scholarly/theses/2011/September/11Sep_Thompson.pdf U.S. MARITIME SECURITY:  SUSTAINABILITY CHALLENGES September 2011 master thesis 6/23/12)

The DHS Secretary testified to Congress that the department’s budget is designed to use DHS resources as efficiently and effective as possible, practice strong fiscal discipline, reduce redundancy, and eliminate ineffective programs (Testimony of Secretary Janet Napolitano, 2011). A simple overview of the FY11 and FY12 DHS budget requests indicate significant overlap in requested expenditures for maritime air and marine resources. Additionally, specific initiatives mandated in Congressional statutes are not funded. For example, the establishment of IOC was not funded in 2010 or 2011. The acquisition laws that impact the USCG and CBP add another obstacle to building interoperable resources. This particular topic deserves further study, and perhaps a report from the CRS. The USCG has received significant attention concerning the Deepwater Integrated System acquisition project; however, an even larger issue is the overarching department’s approach to acquisition. For example, the FY12 budget identifies similar small boat and aviation expenditures occurring in both the USCG and CBP acquisition programs. In terms of efficiency, life cycle costs, standardization, it would be more practical to align these efforts under one agency’s acquisition program. The ‘one DHS’ should not only include a vision that creates an interoperable fleet of personnel, assets, communications and command structure that are interoperable, but it should include an acquisition process that allows the agencies within the department to align procurement initiatives. 42 Competition for funding and specific resources, for example, Unmanned UAS, will force each agency to build a better implementation strategy and increase the value of the final product if one agency’s plan is fully funded. Unfortunately, so much overlap exists in the type of resources between the USCG and CBP that this competition results in underfunding projects and reducing the overall capabilities of the department as a whole to execute the President’s strategy.

AT Squo Solves – Regulations lack prioritization

Regulations not enough-prioritization and accurate data key

Sadovaya, 2012—PhD Student (PhD Student at Nanyang Technological University” Maritime Security Requirements for Shipping Companies and Ports: Implementation, Importance and Effectiveness PDF  May 27, 2012 http://www.icms.polyu.edu.hk/ifspa2012/Papers/M05.pdf  6/19/12)

In the aftermath of the 9/11 event in 2001, maritime security has become one of the main issues on the international maritime agenda, with a strong orientation on anti-terrorism actions. Since that time, a significant number of various regulations in the field of maritime security has come into force and imposed a long list of compulsory and voluntary maritime security requirements on shipping companies and ports. Existing data show that not all of these requirements are generally implemented. One of the reasons is the lack of resources needed for the implementation of those requirements, another is the misunderstanding of their importance. Besides, some of the implemented requirements may be found ineffective in achieving their intended goals. Therefore, the main objectives of this study are to identify the security requirements imposed on shipping companies and ports, to investigate which of them are generally implemented, and to explore the perceived importance and observed effectiveness of these requirements. To achieve the expected objectives, a comprehensive literature review of maritime security regulations and relevant literature was done to compose a detailed list of requirements for shipping companies and ports, and in-depth structured interviews with industry professionals have been conducted to obtain the information about the existing situation in their organizations. The findings of the study showed that majority of listed requirements were implemented in interviewed organizations. Several of the compulsory requirements were found not important or not effective for security improvement, however they were implemented because of their mandatory nature. Meanwhile, some of the voluntary requirements were not implemented, if they were found unimportant or ineffective by the organizations. Moreover, the different interviewees’ opinions about the importance and effectiveness of some security requirements can lead to a conclusion about different approaches chosen for security management in the organizations. Additionally, as collateral results, this paper provides some proved impacts of implementation of security requirements on the organizational performance of shipping companies. These findings have both academic and managerial implications. They can be useful for researchers working on the related topics, for security mangers in shipping companies and ports, as well as for regulatory bodies when considering changes in maritime security related documents.

AT Squo Solves—Coast Guard

Current Coast Guard security inadequate—ports very susceptible to terror attacks

Ivanovich 08—Washington Bureau Writer [David, “Study Doubts Ports’ Security; With Imports of Volatile LNG Likely to Rise, GAO fears greater risks,” Web, 1/10/08, Lexis Nexis, 6/19/12]

WASHINGTON - The Coast Guard lacks the resources to meet its own security standards to protect against terrorist assaults at American ports, even as the nation is to dramatically expand imports of liquefied natural gas, the Government Accountability Office has found. The GAO, in a report made public Wednesday, noted that while U.S. intelligence officials know of no specific threat to American ports, captured terrorist training manuals have cited seaports as potential targets. And terrorism trainees are instructed to try to obtain surveillance information on ports for use in a possible attack. However, "despite considerable efforts to protect ports and the energy traffic in them, the level of protection is not where the Coast Guard believes it should be," the report said. "At some ports, Coast Guard units are not meeting their own levels of required security activities."

Coast Guard cannot solve port security now – insufficient manpower and money

Nincic, 2009 [Sea Lane Security and U.S. MaritimeTrade: Chokepoints as Scarce Resources by Donna J. Nincic Professor and Director of the ABS School of Maritime Policy and Management at the California Maritime Academy, California State University and worked at the US Department of Defense kms1.isn.ethz.ch]
In the case of attacks against U.S. ports or in U.S. territorial waters, the problem will be twofold: manpower and economics. With only two percent of containers currently inspected in U.S. ports, significant delays will certainly obtain if a greater percentage of containers is to be inspected. These delays will add (perhaps meaningfully) to transportation costs and may even create serious transportation bottlenecks. Additionally, the U.S. Coast Guard, currently charged with port security, is facing significant manpower shortages. Since the September 11 attacks, the Coast Guard expanded its missions to include port patrols, cargo and passenger ship escorts under bridges, and even service as air marshals aboard U.S. commercial flights. To meet these new demands, the Coast Guard has had to call up about one-third of its 6,000 reservists and has had to expand the use of the 35,000 volunteer members of the Coast Guard Auxiliary. Even so, other critical functions, such as search and rescue and drug interdiction, have suffered.

AT Squo Solvency – Automatic Targeting System solves

Automatic Targeting System doesn’t solve - only scans flagged containers

Weihao 12 Ph.D Candidate (Weihao Yin is at Virginia TechReserach Assistant at Virginia Tech A NEW FRAMEWORK FOR MARITIME SECURITY INSPECTION UNDER U.S. SECURITY PROTOCOLS 12 PDF http://www.trforum.org/forum/downloads/2012_22_Maritime_Security_Inspection.pdf)

Before the actual physical security inspection, necessary information and intelligence about in-bound cargo needs to be collected for targeting work, which is the first step of the security inspection procedures. The Automated Manifest System, or AMS offers information concerning the contents of the imported containers bound for U.S.. Lewis (2002) mentioned that then the Automated Targeting System or ATS scores each container based on careful analysis according to over 300 weighted rules developed from targeting practices by experienced Customs agents. The relatively high scores signify a potential high-risk container. Once the identification of possible threat containers has been finished, physical security inspections start with passive inspection followed by active inspection and manual inspection, which are the object of our research. The following two strategies are the ones being used for security check in US ports. Strategy A: Passive radiation (neutron and gamma ray) monitoring of all containers followed by active (gamma radiography) testing of all untrusted containers, of trusted containers that failed radiation monitoring, and of a fraction of trusted containers that passed radiation monitoring. Strategy U: Trusted containers are not tested. Passive radiation monitoring of all untrusted containers, followed by active testing of untrusted containers that failed radiation monitoring, and of a fraction of untrusted containers that passed radiation monitoring. 3 Although the US Government has not formulated a specific strategy, according to US General Accounting Office (2004), it is using a variant of strategy U, i.e., only containers that are flagged by the ATS undergo any passive or active testing. Figure 2 illustrates the procedures of strategy U, the current inspection procedures widely used.

Advance Targeting System is insufficiently categorizing high and low risk containers  

Weihao 12 Ph.D Candidate (Weihao Yin is at Virginia TechReserach Assistant at Virginia Tech A NEW FRAMEWORK FOR MARITIME SECURITY INSPECTION UNDER U.S. SECURITY PROTOCOLS 12 PDF http://www.trforum.org/forum/downloads/2012_22_Maritime_Security_Inspection.pdf)

Though ATS has provided a method with which to quantitatively measure the threat of a container (Lewis, 2002), the inspection procedure still heavily rely on a qualitative characterization of two categories virtually used as to what is or what is not considered as a potential risk. Therefore it is proposed that based on the information from additional sources, ATS should present a more comparable index signifying the risk level for each and every container. In addition, according to this index, a differentiated inspection method should likewise be used. Since it is simply not feasible to scan every single container that goes through a port as this would have grave ramifications on the efficiency of the global trading system (Shie, 2004), possibly an ABC-analysis could be used to find the most dangerous ones and exert the most effective method to carry out the inspection work. Group “A” is designated to mark the category of the most dangerous containers, followed by “B” and “C.” With the help of a much more accurate and comparable risk index, this categorization work is easy to do and decide the kind of inspection should be used. 

Current ATS equations fail, because they don’t take into account enough information

Keefer 7 (Wendy J. Keefer has a JD from Campbell university and specializes in compliance with Title III of the USA PATRIOT ACT, insurance coverage issues, and business and commercial disputes; http://scholarship.law.campbell.edu/cgi/viewcontent.cgi?article=1462&context=clr; Container Port Security: A Layered Defense Strategy to Protect the Homeland and the International Supply Chain; Campbell law review; written Fall 2007; Accessed June 21, 2012)

Despite privacy concerns not directly related to shipping containers and concerns about the effectiveness of the ATS, proponents can properly point to the benefit obtained by removing hasty, arbitrary, and on-the-spot decision making of customs officials. The ATS removes much of the decision making from the customs official on the scene at a particular port. The system incorporates more factors than those available to such officials and uses computer scoring that represents the input of numerous experienced agents and information from a variety of sources. Unfortunately, the system still faces quality assurance challenges. As of early 2007, CBP was still in the process of implementing several quality controls, including the following: "(1) performance. Container security for purposes of preventing terrorist attacks in U.S. ports focuses on ATS-Inbound and ATS-I. For that reason, the privacy issues surrounding much public debate about ATS, which focus in large part on the ATS-P module, are not discussed. 78. Current privacy concerns focus upon the information obtained about travelers and not about cargo. In other words, the privacy concerns stem from concerns about what information is being obtained and retained by government agencies regarding individuals traveling to and from the United States. Though ATS also gathers and analyzes personal data about individuals in the cargo context - such as information about the actual importers and exporters and ships' crew members - critics have not been as vocal about any privacy concerns surrounding these activities. Since this article focuses on the cargo portion of port security, privacy concerns are not addressed to measure the effectiveness of ATS, (2) a comparison of the results of randomly conducted inspections with the results of its ATS inspections, and (3) a simulation and testing environment. "80 One of the challenges facing CBP in its attempts to evaluate the effectiveness of ATS is the inability to halt screening activities in order to input internal controls. 

AT Squo Solves-Border Protection & Advanced Targeting System

Custom Border Protection and Advance Targeting System are insufficient forms to locate security threats 

Weihao 12 Ph.D Candidate (Weihao Yin is at Virginia TechReserach Assistant at Virginia Tech A NEW FRAMEWORK FOR MARITIME SECURITY INSPECTION UNDER U.S. SECURITY PROTOCOLS 12 PDF http://www.trforum.org/forum/downloads/2012_22_Maritime_Security_Inspection.pdf)

(1) US General Accounting Office, or GAO (2004) has pointed out that CBP has not performed a comprehensive set of assessments for cargo containers. The obvious fact that a container vessel calls many ports in a voyage necessitates contemplation on the whole journey in order to find the most possible part that terrorists could exploit. GAO (2004) also put that ATS has not fully evaluate the vulnerability of cargo containers to tampering or exploitation for terrorism purposes throughout the supply chain, nor has it assessed which port assets are the most critical to carrying out its mission and therefore in the most need of protection. (2) An accurate risk characterization is critical to tackle the potential threat in that it enables security authority to better assess and prioritize the risks posed by oceangoing cargo containers and incorporate mitigation activities in an overall strategy. However, GAO (2004) found that CBP has not conducted a risk characterization for different forms of cargo nor the different modes of transportation used to import cargo. (3) GAO (2004) considers the manifest information offered by AMS the least trustworthy source to do identification work. (4) In 2006, GAO noted that insufficiency of key controls in place leads to reasonably uncertainty that ATS is providing the best available information to allocate resources for targeting and inspecting containers that are the highest risk and GAO (2006) did emphasize that possibly ATS is not overlook inspecting containers that pose a high threat to the nation. (US General Accounting Office, 2006) (5) Details on security inspections across the country are not reported timely for analysis and improvement of ATS due to lack of a comprehensive and integrated system in place. (US General Accounting Office, 2006)
AT Squo Solves—Incident Command System Lacks Leadership

Incident Command System creates leaders making response time inefficient in crises 

Kaufman and Taylor March 27 09 is an attorney and director of research (pat is also a freelance writer with more than 10 years of experience in legal writing and editing Bruce is at the Police Executive Research Forum (PERF) in Washington, D.C. He has more than 15 years of experience in research and survey design, randomized field experiments, and program evaluation).”Protecting America's Ports” National institute of Justice March 27, 2009 http://www.nij.gov/journals/262/protecting-americas-ports.htmaccess 6/19/12 

Many of the ports visited used the Incident Command System (ICS), which establishes a "unified command" whereby agency managers share decision-making responsibility. There is no formal leader; the agency overseeing emergency operations depends on the nature and location of the event. Individual agencies maintain operational control of their own personnel and assets, and agency leaders act cooperatively, transferring decision-making authority within the unified command group based on the nature of an incident. This system allows agencies to adapt to changing situations as an incident unfolds by avoiding a rigid organizational structure. However, the effectiveness of this promising practice hinges on trust, cooperation and a clear understanding of which agency leads under what circumstances.[8]

AT Squo Solves – International Ship and Port Facility Security Code

Current  International Ship and Port Facility Security Code measures fail, because they are voluntary

Flynn 11- Vice President at a global maritime security company (Stuart Flynn is Vice President at global maritime security services provider SecureWest International; Written February 4, 2011, Accessed June 20, 2012; Port Technology International; “Next Generation Port Security” http://www.porttechnology.org/images/uploads/technical_papers/PT40-25.pdf)

But, this can be very misleading. The name of the game here, as with any legislation, is that it can only work if compliance overcomes complacency. Anything above and beyond the benchmarks set by ISPS is essentially a voluntary effort by those involved, and many countries make no real effort to go that bit further. Some ports have never reached the right level of compliance, and even those countries that do, such as the U.S., may find the path to an even more secure environment more difficult than was first thought – witness the ongoing problems with the Transport Worker Identification Credential (TWIC). ISPS certificate renewal. The extent of the problem will soon become a little clearer as the five year renewal mark comes around. Those ports and vessels issued with their original International Security Certificate when the ISPS code first came into force, now have to face up to the fact that they once again have to ensure that security standards remain at an acceptable level for certificate renewals. Renewals have potentially huge implications for the maritime sector and, as a prominent player in the field of maritime security, Securewest International has been actively working on this whilst it seems many others from both within and outside the maritime security community have distanced themselves from the problem during the intervening years. Indeed, we have seen some ‘experts’ disappear off the radar only to re-immerge as ‘leaders in the industry’ when renewals, audits and test deadlines come around. We can’t afford to stand still. Security threats are ever-changing, as are port facilities themselves, and preventative measures should be constantly updated to reflect this. As has been previously noted, the use of ships or their container cargo to execute an attack is not exactly commonplace, but before 9/11, who would have predicted the use of planes by terrorists in such an attack?

AT Squo Solves - International Security – No coordination

International security efforts lack coordination

Flynn 11- Vice President at a global maritime security company (Stuart Flynn is Vice President at global maritime security services provider SecureWest International; Written February 4, 2011, Accessed June 20, 2012; Port Technology International; “Next Generation Port Security” http://www.porttechnology.org/images/uploads/technical_papers/PT40-25.pdf)

The small boat threat demonstrates that greater attention needs to be applied to tracking and monitoring not only ships over 300grt at sea, but all craft in busy port areas. By utilising tracking technology that Securewest International already uses to monitor SSAS for over 16m tonnes of the world’s shipping, together with our partner SARS, we are able to display on the same screen other data sets from such systems as AIS at the same time, providing both long and short range tracking solutions. With such a system in place it’s much easier, by a process of elimination, to only need to physically intercept non reporting craft, rather than view all craft in a port vicinity as potential threats. Port security initiatives have seen a definite move towards pushing borders out – better cooperation among intelligence and law-enforcement agencies, and inspection of shipping containers before they leave foreign ports for American shores are all measures designed as ‘forward defence’ of seaports. These initiatives don’t always blaze a trail. The Customs-Trade Partnership Against Terrorism (C-TPAT), which has had mixed reviews from the IMO, has also come under fire from the U.S. Government Accountability Office (GAO) which found gaps in accountability and regulation of the programme. The Container Security Initiative (CSI) in the U.S. has also been criticised for creating extra burdens on port workers, and for simply pushing security issues away from U.S. borders and onto others countries rather than dealing with the problem. Let us not forget also that vessels too have a responsibility towards security whilst at sea and also whilst in port, although the lines of responsibility can be somewhat blurred here. Port security measures vary alarmingly from one country to another and so leaving the job to others and expecting the application of strict security to be carried out as a matter of routine is a risky habit to fall into. We are not just talking about the terrorist as the threat here – stowaways are still a constant drain on resources.

AT Squo Solves – First Responders

Ports are very complex—improvements must be made

Almeida, 2011 - US Naval Academy B.S. graduate, Surface Warfare Officer. [Rob, United States' Maritime Security Advances with New Strategic Alliance, 09/03/2011, http://gcaptain.com/united-states-maritime-security/, 06/19/2012]

Maritime port security is a complex beast because it involves a number of different entities, each with their own set of unique capabilities.  For example, during a crisis in a maritime port, local law enforcement and perhaps fire department resources are easily called to action, however the other immediate resources, who have first-hand understanding, a.k.a. domain awareness of the port, such as the local commercial industry, first responders, vendors, ship agents, and port partners, may not get fully integrated or brought to bear until it’s too late.

AT Squo Solves – Scanners

Current not enough – need more scanners
Willis, Ortiz, 2006 - Willis is the Associate Director at the RAND Homeland Security and Defence Center, Ortiz is a Professor at RAND graduate school [ Henry H. Willis, David S. Ortiz, Securing America's Ports, March 26/2006, http://www.rand.org/commentary/2006/03/26/SDUT.html, 18/06/2012]
The Security and Accountability for Every Port Act, introduced in Congress on March 14, proposes over $4.5 billion from 2007 through 2012 to augment and audit the programs listed above. Experts have suggested these funds also could be used to make America's ports safer by: Hiring more inspectors to open and search containers at U.S. ports and overseas. Taking X-rays of containers before they are shipped to the United States and after they arrive, to see if illicit cargo has been stashed en route. Using “smart seals” that notify shippers when a container is breached or its route diverted. Installing radiation monitors at all ports throughout the world. Improving the validation and monitoring of shippers. Increasing the sharing of intelligence information between government agencies and businesses, especially when companies have significant overseas operations. Investing in the U.S. Customs and Border Protection freight data systems so that freight bound for and within the United States can be tracked more effectively. Promoting government and private sector cooperation to plan and practice procedures for closing, securing and reopening U.S. ports in the event of an attack or other security incident.

AT No Solvency – Tech Doesn’t Exist

Plan reduces vulnerability to terrorists - Technology exists for container tracking

Goslin, 8 - Vice President of International Operations for Duos Technologies [Maritime and Port Security by Charles Goslin, Inc. and Former Seinior Advisor to the Regional Joint Terrorism Task Forces in the U.S. http://www.google.com/url?sa=t&rct=j&q=&esrc=s&source=web&cd=7&ved=0CHYQFjAG&url=http%3A%2F%2Fwww.eskema.eu%2FDownloadFile.aspx%3FtableName%3DtblSubjectArticles%26field%3DPDF%2520Filename%26idField%3DsubjectArticleID%26id%3D514&ei=zq9wT4baBuiDsALHt5X3BQ&usg=AFQjCNFszV4Yx95-79z5BZjgi4ckuDE0IQ&sig2=shSnWWRop3hNee8nzpZigw]

INTERMODAL CONTAINER EXIT SYSTEM (ICES®): As previously noted port security and operations are particularly vulnerable to theft, smuggling and vandalism. Terrorism is also an increasingly significant concern, particularly with respect to the movement and identification of containers and contents. Approximately 13 million containers a year move through the U.S., for example, and yet only 2 or 3 percent of these are physically inspected. While it is a daunting challenge to inspect every container, Duos Technologies has developed a system that can identify and track containers and link them to transport companies, drivers and specific vehicles. The system gives law enforcement a significant tool to track containers of concern, and at the same time allows port authorities to keep their operations running smoothly. ICES® is a completely automated application for tracking and recording intermodal containers exiting, or entering, a container yard. The core technology of the system is the Video Optical Character Reader (VOCR). The system takes video imagery from moving containers, extracts relevant data (user defined) and populates a database with the extracted data. ICES® will capture and store the following information in a simple user interface: Container numbers, Trailer numbers, Front and rear license plates, Driver’s license data, Video of vehicle and container, Video and audio of driver and guard interaction at the port, Biometric capture of fingerprints. ICES® is an ideal application for intermodal container yards, rail yards, and port authority checkpoints and weigh stations.

AT: Funding High Now

Progress has been made on funding – still not enough

American Association of Port Authorities, 2011 [10 years after 9/11, Security Still a Top Priority of U.S. Ports, http://www.prnewswire.com/news-releases/10-years-after-911-security-still-a-top-priority-of-us-ports-128888213.html#linktopagetop, 18/06/2012]

"Clearly, America's ports have become much more secure since 9/11. In addition to guarding against cargo theft, drug smuggling, human trafficking and stowaways, ports and their law enforcement partners have added the protection of people and facilities from terrorism to their security plate," remarked Mr. Nagle. "There's no question that more investments in security equipment, infrastructure, technology, personnel and training will be needed. All parties—the ports, terminal operators, the various government agencies, and the Administration and Congress—must do their part in undertaking and funding these enhancements.  Only by continuing to make port security a top priority will America's seaports be able to continue serving their vital functions as trade gateways, catalysts for job creation and economic prosperity, and important partners in our national defense."
Progress has been made but 50% cuts coming now 
American Association of Port Authorities, 2011 [10 years after 9/11, Security Still a Top Priority of U.S. Ports, http://www.prnewswire.com/news-releases/10-years-after-911-security-still-a-top-priority-of-us-ports-128888213.html#linktopagetop, 18/06/2012]
"For centuries, seaports have been a vital part of this nation's transportation infrastructure, and safe, secure seaport facilities are critical to protecting our borders and moving goods," said Kurt Nagle, American Association of Port Authorities' president and CEO.  "Regrettably, the more than 50 percent funding level cut recommended for FEMA's State and Local Program grants, which includes the Port Security Grant Program, could impact the current security capabilities of many U.S. ports as well as hamper their ability to carry out their five-year port protection plans."

Federal Support is necessary for Port security investment so that competing interests don’t overrun the spending.

Page 2007—Economics Editor at CQ - Roll Call Group Editorial Director - (Paul, Traffic World, The Journal of Commerce at UBM Global Trade, Halfway to Port Security, Publication date: May 21, 2007, Department of Homeland Security, Proquest: 6/22/12)

The Department of Homeland Security got maritime security about half right this year, according to port officials. DHS awarded some $202.3 million in port security grants as part of a $445 million program to harden the nation's infrastructure against terror attacks, money that will go to things such as video cameras at port terminals and communications systems for urban bus systems. But the American Association of Port Authorities says the money is far below the funding called for in the SAFE Port Act of 2006 and falls short of growing needs, including the "extraordinary costs" of the Transportation Worker Identification Card program. "We believe a stronger federal partnership is necessary to help our public ports balance the pressure of competing priorities, such as infrastructure development, environmental initiatives, access improvements and promoting economic growth," said Kurt Nagle, president and CEO of the AAPA. "Both the administration and Congress acknowledged this fact in approving the SAFE Port Act legislation last year, which authorizes $400 million a year for port facility grants."

AT: Port Diversion

Port Diversion is not a feasible option in case of a terrorist attack

Peter Gordon et al. 2006—Peter Gordon is a Professor in the University of California's School of Policy, Planning and Development. He is also attached to USC’s Center for Risk and Economic Analysis of Terrorist Events (CREATE) Gordon and his colleagues have developed various economic impact models which they apply to the study of the effects of infrastructure investments or disruptions from natural events or terrorist attacks.[James E. Moore, II, and Harry W. Richardson (University of Southern California), Qisheng Pan (Texas Southern University, Houston) http://www.ppic.org/content/pubs/report/r_606jhr.pdf,  Protecting the Nation’s Seaports: Balancing Security and Cost, 6/20/12]
As yet, there is considerable uncertainty about the length of time that Terminal Island might be unavailable. The two-year estimate, with its $90 billion of economic losses, might be an overestimate for several reasons. Although there may be some potential for diversion of ships to other ports, especially in the longer run, the evidence suggests that this is a limited option, primarily because of the restricted ability of other West Coast ports (except for Seattle-Tacoma) to accommodate the new container ships that account for an increasing proportion of total trade. The construction of temporary bridges on grounded pillars would certainly accelerate truck access to Terminal Island, probably to within a three- to four-month range, but a temporary rail bridge would be more problematic. Overall, the costs in terms of disruption to the shipping lanes are difficult to determine and remain an issue for further study. The database for the model dates from 2001, primarily dictated by the lag in U.S. Commodity Flow Survey (CFS) data. Because there has been a significant growth in trade since then, economic effects using an updated model with 2004–2005 data would be even larger than those derived here.

AT: Too small - Omnibus port security solutions fail

Large scale solutions fail – lack of resources and administration

Haveman & Schatz 2006 Ph.D in Economics and expert on the economics of seaports, goods movement, and international trade policy and Ph.D in public policy and Senior Economist at RAND.(Jon D. and Howard J. “Protecting the Nation’s Seaports: Balancing Security and Cost” Report for the Public Policy Institute of California. http://www.ppic.org/content/pubs/report/R_606JHR.pdf Accessed: 6/20/2012)

The first wave of security programs created important barriers to terrorism, caused all participants in the maritime logistics community to think more carefully about security, and started the learning process for government agencies charged with securing the nation’s ports. Two facts about security provision were apparent throughout these efforts, but these increased in prominence as people strove to implement security mandates. First, it has been impossible to do everything at once. The effort to protect the nation quickly produced a kind of security policy congestion, with limited staff, money, and time resulting in slippage in schedules and implementation. For example, lack of time available to top management at the Department of Homeland Security is one cause for delays in implementation of an identification card for transportation workers. 21

Politics—Collins Link Turn

Collins supports port security

Associated Press 08 [“Investigators find gaps in port security program,” Web, 5/27/08, http://www.usatoday .com/news/washington/2008-05-27-ports-security_N.htm, 6/19/12]

Maine Sen. Susan Collins, the top Republican on the Senate Homeland Security Committee, said the report shows the importance of the private sector's continued cooperation in helping improve port security. "I will continue to work with DHS and the private sector to ensure the effectiveness of the crucial port security program," she said.

Politics—Lobbies Link Turn

AAPA supports funding the SAFE Port Act – Funding high now 

American Association of Port Authorities, 2011 [10 years after 9/11, Security Still a Top Priority of U.S. Ports, http://www.prnewswire.com/news-releases/10-years-after-911-security-still-a-top-priority-of-us-ports-128888213.html#linktopagetop, 18/06/2012]
Among the materials Navy SEALS found in Osama Bin Laden's Pakistan hideout were plans showing the maritime industry is still a key Al-Qaida target. Given ongoing threats such as these, the seaport industry is asking Congress and the Administration make port security a top funding priority in current and future appropriations rather than considering it for funding cuts. AAPA is strongly in favor of reauthorizing the SAFE Port Act to ensure that U.S. port facilities and cargoes remain secure.  One such bill, S. 832, was introduced in April by Sens. Susan Collins (R-ME) and Patty Murray (D-WA), which would authorize $300 million a year for five years for the Port Security Grant Program and reauthorizes, among other aspects of the original bill, the Container Security Initiative, C-TPAT and the Automated Targeting System to identify high-risk cargo. Since 9/11, the Port Security Grant Program has received about $2.6 billion in funding for 11 rounds of grant awards.  AAPA commends Congress and the Administration for these allocations and will continue to recommend the federal government commit $400 million a year for a separate and dedicated program to help port facilities enhance their physical security.  The association supports a risk-based evaluation process that allows all facilities that are required to meet MTSA regulations to apply.

Econ Uniqueness—Economy Low now

Private sector economy failing now—unemployment rates prove

Redmond 12—member of Job Creators Alliance [Billie, “Small Businesses Are Key to the Economy, Not Big Government,” Web, 6/18/12, http://www.usnews.com/opinion/blogs/economic-intelligence/2012/06/18/small-businesses-are-key-to-the-economy-not-big-government, 6/20/12]

In a public address last week, President Barack Obama stated that "the private sector is doing fine." Doing fine? That might be news to the 3.3 million "missing workers" or the more than 20 million Americans who are unemployed or underemployed. It is particularly unbelievable in the context of a recent Federal Reserve report showing that the average American family lost nearly half of its net worth from 2007-2010. The president's comment has proved to be nothing more than a failed attempt to highlight what silver lining may be left in the cloud of uncertainty that hangs over the U.S. economy.The numbers tell the tale: There were only 69,000 jobs created last month, the fewest in a year. To put that in even broader context, private sector employment growth has fallen in each of the last four months. Further, May was the 40th consecutive month that the U.S. unemployment rate has persisted above a painful 8 percent. On a more personal level, my home state of North Carolina claims the fifth highest unemployment rate in the nation, at 9.4 percent. The not-so-good good news is that this is down two full percentage points since January 2010, where unemployment stood at 11.4 percent. It is evident that both North Carolina and the United States have a long way to go before anyone can claim that our private economy is doing "fine." And while I'm a huge proponent of "finding the good in the bad," I think now is the time to find the solution to the problem—and "fine" is not a solution.

AT States CP: PSGP GAO Reforms key to assessing regional differences
FEMA reforms have allowed further state-by-state customization of security programs—federal govt. solves with reforms

GAO 2012 (“Managing Preparedness Grants and Assessing National Capabilities” Government Accountability Office 3/20/2012 <http://www.gao.gov/products/GAO-12-526T> 6/22/12)

FEMA officials reported that one of its evaluation efforts, the State Preparedness Report, has enabled FEMA to gather data on the progress, capabilities, and accomplishments of the preparedness program of a state, the District of Columbia, or a territory. However, they also said that these reports included self-reported data that may be subject to interpretation by the reporting organizations in each state and not be readily comparable to other states’ data. The officials also stated that they have taken actions to address these limitations by, for example, creating a Web-based survey tool to provide a more standardized way of collecting state preparedness information that will help FEMA officials validate the information by comparing it across states. We reported in October 2010 that FEMA had an ongoing effort to develop measures for target capabilities that would serve as planning guidance, not requirements, to assist in state and local capability assessments. FEMA officials had not yet determined how they planned to revise the Target Capabilities List and said they were awaiting the completed revision of Homeland Security Presidential Directive 8, which was to address national preparedness. That directive, called Presidential Policy Directive 8 on National Preparedness (PPD-8), was issued on March 30, 2011. In March 2011, we reported that FEMA’s efforts to develop and implement a comprehensive, measurable, national preparedness assessment of capability and gaps were not yet complete and suggested that Congress consider limiting preparedness grant funding until FEMA completes a national preparedness assessment of capability gaps at each level based on tiered, capability-specific performance objectives to enable prioritization of grant funding.36 In April 2011, Congress passed the fiscal year 2011 appropriations act for DHS, which reduced funding for FEMA preparedness grants by $875 million from the amount requested in the President’s fiscal year 2011 budget.37 The consolidated appropriations act for fiscal year 2012 appropriated $1.7 billion for FEMA Preparedness grants, $1.28 billion less than requested.38 The House committee report accompanying the DHS appropriations bill for fiscal year 2012 stated that FEMA could not demonstrate how the use of the grants had enhanced disaster preparedness.39 According to FEMA’s testimony in a hearing on the President’s Fiscal Year 2013 budget request before the House Committee on Homeland Security’s Subcommittee on Emergency Preparedness, Response, and Communications, FEMA became the federal lead for the implementation of PPD-8 in 2011. The new presidential policy directive calls for the development of both a National Preparedness Goal and a National Preparedness System (both of which were required by the Post-Katrina Act in 2006). FEMA issued the National Preparedness Goal in September 2011, which establishes core capabilities for prevention, protection, response, recovery, and mitigation that are to serve as the basis for preparedness activities within FEMA, throughout the federal government, and at the state and local levels. These new core capabilities are the latest evolution of the Target Capabilities List. According to FEMA officials, they plan to continue to organize the implementation of the National Preparedness System and will be working with partners across the emergency management community to integrate activities into a comprehensive campaign to build and sustain preparedness. According to FEMA, many of the programs and processes that support the components of the National Preparedness System exist and are currently in use, while others will need to be updated or developed. For example, FEMA has not yet developed national preparedness capability requirements based on established metrics for the core capabilities to provide a framework for national preparedness assessments. As I testified last year, until such a framework is in place, FEMA will not have a basis to operationalize and implement its conceptual approach for assessing federal, state, and local preparedness capabilities against capability requirements to identify capability gaps for prioritizing investments in national preparedness.

States funding Port Security is ineffective—because of poor funding less focused

Wanio 2012—Port Director and CEO, Tampa Port Authority, AAPA rep—(Richard Wanio, April 26, 2012, April 26, 2012 House Committee on Homeland Security’s Subcommittee on Emergency  Preparedness, Response and Communications Hearing “Ensuring the Efficiency, Effectiveness and Transparency of Homeland Security Grants (Part II), Access Date: 6/25/12, http://homeland.house.gov/sites/homeland.house.gov/files/Testimony-Wainio.pdf )

In Florida we are fortunate to have a robust and well-organized regional structure to address terrorism and other issues know as the Regional Domestic Security Task Force (RDSTF). I am privileged to represent Florida ports as a member of the Domestic Security Oversight Council (DSOC), which provides guidance, and facilitates coordination, to the RDSTF program. The DSOC also forwards funding recommendations to the Governor and Legislature regarding the use of State Homeland Security grants. In this capacity, I am aware of the diverse variety of disciplines and organizations that make these funding decisions, resulting in local and statewide impact. Because we currently have a separate funding source, the Florida ports are able to allow other well-deserving entities an opportunity for funding that is not related to maritime transportation, thus further defining the most important projects for consideration. Unless port security grant funds are segregated by law, I fear that we will simply create a large “pot of money” at the state level, being divided among a much larger group of disciplines, which will only serve to create a less efficient and less focused approach to funding necessary projects.

AT: States CP - Perm

Perm Do Both—the federal and state government -work together to cover port security grant needs. 

de Rugy, 2005 – de Rugy has a MA and a PhD in economics from the University of Paris, she is a senior research fellow at the Mercatus Center at George Mason University. Her primary research interests include the U.S. economy, federal budget, homeland security, and taxation [Veronique, What does Homeland Security Spending Buy? , American Enterprise Institute for Public Policy Research, April 1 2005 ,http://www.aei.org/files/2005/04/01/20050408_wp107.pdf, June 23 2012]

Before turning to an evaluation of existing programs, one should also evaluate the economic reasoning behind federal provision of homeland security. National defense is often cited as the archetypal public good, i.e., one person’s consumption of the good does not prevent another person from consuming the same good.25 Another characteristic of public goods is that they are non-excludable, i.e., it is hard or impossible to prevent anybody that desires from getting access to and enjoying the public good once it is produced. Private goods have opposite characteristics: they are rival and excludable. Economic theory suggests that it is efficient to have governments provide public goods, but to resort to private markets for the provision of non-public goods, e.g., governments should provide national defense, but markets should produce washing machines. Indeed, national defense is the strongest justification for government, since as Trajtenberg (2003) notes, markets might fail to provide it, whereas other traditional public goods, such as “maintaining law and order,” can theoretically be provided by private markets in a decentralized fashion. As already mentioned, a key feature of terrorism is that the threat is generalized (it can happen anywhere, at any time) and yet any particular attack is “local.” By implication, homeland security is a mix of public and private goods. Accordingly, governments should provide some types of homeland security, while other types are best left to private markets. For example, governments should invest in intelligence gathering to track down terrorists, since this is a public good that benefits all citizens. But the protection of private property, such as personal residences, should be left to individuals because it is not a public good. A similar logic applies to which aspects of homeland security are public goods at the national versus state level. (See Table 2.) Espionage, intelligence, and immigration control benefit all the states, so the federal government should make these investments. But the benefits of protection of public infrastructure like bridges and water treatment plants are enjoyed by the residents of a particular state, rather than many states, so these investments should be made at the state level. This is not to say that the entire economy might not suffer were a specific bridge to be destroyed, but rather, that the principle economic impact of such an unfortunate event would be felt locally.

US federal government cannot prevent all risk of port security breach on its own but risk of attacks on ports can be managed which is important- the necessary costs are needed to be spent for these important security benefits.

Lukas, 2004—Analyst with Cato's Center for Trade Policy Studies and U.S. Trade Representative [Title: Protection without protectionism: Reconciling Trade and Homeland Security, April 8 2004,  Lukas is also an analyst at the Cato Institute’s Center for Trade Policy Studies. CATO foundation site, http://www.cato.org/pubs/tpa/tpa-027.pdf, accessed Jun 19 2012]
Many countries, jurisdictions, entities, and individuals have a stake in the trading system, so it is neither possible nor desirable for the U.S. federal government to bear the burden of security alone. States, shippers, port authorities, exporters, manufacturers, and foreign governments all have important roles to play. The large number of players in this game also raises questions about who benefits most from improved security and who should fund it. Although federal governments have some responsibility to provide security, ports, shippers, exporters, consumers, and other stakeholders often reap many of the benefits. In some cases, then, these nonfederal actors may be the most appropriate source of funds. Between 1960 and 2000, the value of America’s exports plus imports grew from about 8 percent of U.S. gross domestic product (GDP) to nearly 26 percent. Trade is the lifeblood of the U.S. economy and cannot be curtailed without greatly restricting U.S. standards of living. Falling transportation costs and business innovations such as just-in-time inventory and disaggregated production have further elevated the role of trade in maintaining America’s prosperity. Factories that decades ago built cars from raw materials now assemble parts made all over the globe. Such economic interconnectedness means we can make more, better products with fewer resources. Yet it also means that even a brief interruption of international commerce can be enormously costly. Following the 9/11 attacks, for example, the Ford Motor Company was forced to idle several of its assembly lines as trucks loaded with parts were delayed at the Mexican and Canadian borders. For longer interruptions of international trade, such as the 2002 shutdown of U.S. West Coast ports during a longshoremen’s strike, the hit to America’s economy can be measured in the billions of dollars. Protecting America’s economy and people from assaults on trade is a necessary venture. Yet there are limits to what can be done. Security, like other goods, is subject to the law of diminishing returns. The United States could conceivably seal its borders and cease trading with other nations. Halting all trade, now and forever, would eliminate the threat of a bomb in a cargo container. But exchanging the possibility of a terror attack for the certainty of a poorer nation—and thereby advancing an end that America’s enemies seek—would not be a wise course of action. We must instead recognize the inevitable tradeoffs between security and efficiency and seek to balance costs with benefits. Americans have the right to do business with anyone they choose—and that right should only be restricted in extraordinary circumstances.  Although risk cannot be eliminated, it can be managed. A layered system can have safeguards that build upon one another at all stages of trade—from packing, to ports, to shipping, to border controls, to personnel checks. No single component of the system will be infallible, but taken together, overlapping precautions make a major tragedy unlikely. In the event that defenses fail and a terror attack on (or delivered via) the institutions of global trade occurs, robust layered security can minimize disruption by giving officials the confidence to respond without shutting down commerce altogether. 

AT: Privatization—Costs of Current Regulations Low to Businesses

Ports have had operating costs increase substantially while businesses are still profiting the same.

Thibault et al, 2006—Marc Thibault is a researcher, Homeland Security Institute [Mary R Brooks is William A. Black Chair of Commerce, Dalhousie University, Mary Brooks was on a Fulbright Fellowship at George Mason University, Kenneth J Button is professor of public policy and director, Center for Transportation Policy and Logistics, George Mason University; George Mason Center for Infrastructure Protections and Homeland Security, The Response of the U.S. Maritime Industry to the New Container Security Initiatives, Transportation Journal, pgs. 5-15, Winter 2006, Proquest 6/19/12]

Impact of security on business costs and operations. In contrast to port security officers, container line executives reported that new security requirements did not have significant impacts on their operations or costs. All of those interviewed indicated that they revaluated their physical security and operational procedures and made changes when and where necessary. Container lines and marine terminal operators met the new security requirements by purchasing equipment, hiring additional personnel, or assigning new responsibilities to their current employees. For many, the costs of meeting new security obligations amounted to less than 1 percent of the firm's total operating costs. Container line executives indicated that they did not change the markets in which they operate and did not turn away customers unless a shipment raised suspicion. Several indicated that their companies were not able to pass on the full costs of the improved security to customers. On the other hand, port officials indicated their operating costs have increased substantially. Large ports have enhanced physical security by improving fencing and lighting and by installing surveillance cameras and electronic access control devices. They have hired more security personnel, established specialized units, and purchased advanced security equipment. Small ports have taken similar steps but have focused their efforts primarily on enhancing their physical security and complained about the impact of security on personnel costs. There was widespread disagreement about who needs security training and the nature of this training
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