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UNCLOS CP obviously not ready—if we know teams are reading this, I’ll make it happen

**T-Transportation Infrastructure**
1NC

“Transportation infrastructure” is strictly defined as facilities and systems of transport --- this excludes security, law enforcement, and military support

Musick ’10 (Nathan, Microeconomic and Financial Studies Division – United States Congressional Budget Office, Public Spending on Transportation and Water Infrastructure, p. 2)
Although different definitions of "infrastructure" exist, this report focuses on two types that claim a significant amount of federal resources: transportation and water. Those types of infrastructure share the economic characteristics of being relatively capital intensive and producing services under public management that facilitate private economic activity. They are typically the types examined by studies that attempt to calculate the payoff, in terms of benefits to the U.S. economy) of the public sector's funding of infrastructure. For the purposes of CBO's analysis, "transportation infrastructure" includes the systems and facilities that support the following types of activities: ■ Vehicular transportation: highways, roads, bridges, and tunnels; ■ Mass transit subways, buses, and commuter rail; ■ Rail transport primarily the intercity service provided by Amtrak;* ■ Civil aviation: airport terminals, runways, and taxi-ways, and facilities and navigational equipment for air traffic control: and ■ Water transportation: waterways, ports, vessel*, and navigational systems. The category "water infrastructure" includes facilities that provide the following: ■ Water resources: containment systems, such as dams, levees, reservoirs, and watersheds; and sources of fresh water such as lakes and rivers; and ■ Water utilities: supply systems for distributing potable water, and wastewater and sewage treatment systems and plants. Consistent with CBO'% previous reports on public spending for transportation and water infrastructure, this update excludes spending that is associated with such infrastructure but does not contribute directly to the provision of infrastructure facilities or certain strictly defined infrastructure services. Examples of excluded spending are federal outlays for homeland security (which are especially pertinent to aviation), law enforcement and military functions (such as those carried out by the Coast Guard), and cleanup operations (such as those conducted by the Army Corps of Engineers following Hurricane Katrina in 2005).

Violation—port security is law enforcement, a CAPEX excluded from “facilities and systems”
Voting issue—limits—they explode the topic and allow thousands of squirrely procedural affs to be allowed
2NC O/V

Topical affirmatives increase investment in facilities or systems of transportation, not including spending for homeland security, law enforcement, or military functions like those of the Coast Guard—that’s Musick. Examples include High Speed Rail, Infrastructure Bank, Bicycles, Pipelines, Mass transit, Port Dredging, and more—all areas of the topic with distinct, topic specific education. No offense for their interpretation—last year was better for this aff with surveillance capabilities, and the fact that teams read it makes researching your aff pointless and boring.
2NC C/I + Limits

1. Prefer our interpretation:

A) Intent to Define—prefer definitional evidence over aff contextual because it applies to the topic as a whole--that’s key to predictability. Predictability is a filter for education, ground, and limit--even if they create a good interpretation it won’t be adopted if it’s not predictable.

B) Qualifications—Musick studies the microeconomics of spending on transportation infrastructure for the Congressional Budget Office; he knows what is and isn’t topical based on which policies come across his desk as transportation infrastructure spending
C) Limits Disad—their interpretation explodes the topic by allowing affs that address the security of transportation infrastructure --that justifies any small procedure or protocol related aff that have no neg literature.

2. Limits outweigh and control two impacts:

A) Fairness—their interpretation inhibits competitive equity by creating an unfair research burden. The neg cannot be expected to have case specific strategies and small teams won’t be able to keep up.
B) Education—only our interpretation allows depth. That’s key to clash and testing the assumptions of the 1AC--without clash the aff never learns how to defend the 1AC, they just pull out their states cp blocks before the round starts.

3. Most predictable interpretation: 

a) They decided to nix critical for the resolution and used transportation

b) Ports fall under critical assets and infrastructure and should be singled out

Ham & Lockwood, 02 – Consultants for the American Association of State Highway and Transportation Officials (AASHTO)’s Transportation Security Task Force, Chief Analysts at Parsons Brinckerhoff (PB), one of the world's leading planning, engineering, and program and construction management organizations [Douglas B. Ham & Stephen Lockwood, 10/2002, “National Needs Assessment for Ensuring Transportation Infrastructure Security,” http://security.transportation.org/sites/security/docs/NatlNeedsAssess.pdf] JD

Not all assets are equally important in their function. As a point-of-departure risk management assumption, the most “critical” assets – from a national perspective – are identified from a consequence perspective; that is, critical assets are those major facilities the loss of which would significantly reduce interregional mobility over an extended period and thereby damage the national economy and defense mobility. Such assets include major bridges (including key urban interchange components) and major tunnels on the upper-level highway system in the U.S. that play significant roles in linking important economic activity centers, markets and production centers, urban centers and suburbs, military forts, and ports – across major physical boundaries such as rivers, mountain chains, estuaries, and bays. These may appropriately be classified as “critical”. The risk management perspective applied also presumes that even among the most consequence-based “critical” assets, certain assets may be more likely targets, based on the type of thinking that characterizes international terrorists, such as Al-Qaeda. These assets are those that are “recognizable” – highly visible and well-known symbols of a nation or region, the loss of which could demoralize the public as well as be costly or greatly inconvenient. These structures or facilities should be singled out for extra security precautions. In addition, there are agency assets, such as transportation management centers, the loss of which would significantly handicap emergency response functions. These types of activities are often housed in unprotected commercial buildings. These are also classified as “critical” for the purpose of this analysis.
4. Predictability is a pre-requisite for fairness, education, ground, and limits–even if they create a good interpretation, if it’s not predictable no one will follow it 

**Case**

1NC Deterrence
1. Non unique—status quo intelligence fusion centers solve

Watts, 06 (Robert, COMMANDER OF THE COAST GUARD w/ a Master’s in Security Studies from the Naval Postgraduate School, 3/2006, “Implementing Maritime Domain Awareness,” http://www.dtic.mil/cgi-bin/GetTRDoc?Location=U2&doc=GetTRDoc.pdf&AD=ADA445419) JD

A survey of current maritime intelligence infrastructure demonstrates that many of these facilities were rapidly modified to meet the new threat in the immediate aftermath of 9/11. On the tactical level, Coast Guard created a number of new harbor operations centers designed to re-direct traditional law enforcement missions toward a potential terrorist threat. This initiative subsequently expanded to include Navy and other multi-agency partners working in individual ports, resulting in the creation of a number of experimental Joint Harbor Operations Centers (JHOCs) that are ideal for the tactical implementation of MDA. On the regional/operational level, most DHS and DoD agencies created some form of “fusion” center for anti-terrorist intelligence. The Coast Guard’s Maritime Intelligence Fusion Centers (MIFCs) established links with many of the agencies currently involved in the MDA effort, creating an effective merger of military and law enforcement information by both DHS and DoD. Strategically, the Navy’s National Maritime Intelligence Center (NMIC) capitalized on existing protocol 3 with the Coast Guard to provide analysis on worldwide shipping trends and activity that had new potential terrorist implications for national security. 

2. Port attacks unlikely 

Parfomak and Frittelli, 07 (Ph.D. Specialist in Energy and Infrastructure Policy, 5/14/2007, “Maritime Security: Potential Terrorist Attacks and Protection Priorities,” CRS Report for Congress, http://www.au.af.mil/au/awc/awcgate/crs/rl33787.pdf) JD

Other analysts believe future maritime attacks against the United States are relatively unlikely, especially in U.S. waters. Notwithstanding specific acts of terrorism in the past, such as the Cole bombing, they note that fewer than 1% of all global terrorist attacks since 1997 have involved maritime targets. 118 Furthermore, international terrorists have attacked no maritime targets in U.S. territory since the anti-Castro attacks in 1976 despite their demonstrated ability to do so overseas. 119 Analysts also argue that U.S. ports and waterways are increasingly well-protected against terrorists due to the ongoing security activities of the U.S. Coast Guard, U.S. Customs and Border Protection (CBP), provisions of the Maritime Transportation Security Act (P.L. 107-295), protections added using DHS port security grants, and other U.S. maritime security measures. 120 Classification issues may also influence differing perceptions of maritime terrorism risk since piracy unrelated to terrorism is common in Southeast Asia and may be conflated with terrorism in maritime security statistics. 121 A key consideration in assessing the general likelihood of a maritime attack against the United States is the inherent operational difficulty in mounting such attacks, especially compared to land attacks which may alternatively satisfy terrorist objectives. One U.S. naval analyst has identified a number of specific challenges for terrorists in the maritime environment: ! Maritime targets are relatively more scarce than land targets; ! Surveillance at sea offers less cover and concealment than surveillance on land; ! Tides, currents, wind, sea state, visibility, and proximity to land must all be factored into a maritime terror operation; ! Maritime terror operations may require skills that are not quickly or easily acquired such as special training in navigation, coastal piloting, and ship handling; CRS-24 ! Testing weapons and practicing attack techniques, hallmarks of Al Qaeda’s typically meticulous preparation, are harder and more difficult to conceal at sea than on land; ! The generally singular nature of maritime targets, the low probability of damage and casualties secondary to the intended target, and the problems associated with filming attacks at sea for terrorist publicity may also reduce the desirability of maritime targets. 122

3. The plan alone has no deterrent value and only incentivizes higher magnitude attacks
RAND, 09 – The RAND Corporation is a nonprofit research organization providing objective analysis and effective solutions that address the challenges facing the public and private sectors around the world [2009, a chapter in the series of New Ideas produced by rand, “Understanding the Role of Deterrence in Counterterrorism Security,” pg.19] JD
Our discussion demonstrates that security systems cannot be characterized as having an inherent level of overall deterrent effect. Instead, since even successful operational and tactical deterrence can lead to risk displacement, the deterrent effects of any component of the national homeland security architecture depend to a great degree on the characteristics of the entire security architecture. For example, • A security program that effectively discourages shipment of nuclear materials through major ports might still be a weak deterrent of nuclear attack if attackers can just as easily import such materials via smaller ports, land crossings, or other gaps in the security architecture. • Effective risk reduction for a single nuclear power plant may achieve little overall deterrence against an attack on the nuclear power infrastructure of the United States. • The operational deterrence produced by a security system that denies one type of attack but permits another equally destructive attack that is no more difficult to mount is unlikely to produce a net security benefit. In fact, it may even lead to attacks that are more damaging to U.S. interests than the attack that was prevented. 
4. No risk of nuclear terror and alarmist policies are counterproductive 

Gavin, 2010 [Francis J., Tom Slick Professor of International Affairs and Director of the Robert S. Strauss Center for International Security and Law, Lyndon B. Johnson School of Public Affairs, University of Texas at Austin, “Same As It Ever Was: Nuclear Alarmism, Proliferation, and the Cold War.” International Security, Vol. 34, No. 3 (Winter 2009/10), pp. 7–37, Google Scholar]  
Experts disagree on whether nonstate actors have the scientific, engineering, financial, natural resource, security, and logistical capacities to build a nuclear bomb from scratch. According to terrorism expert Robin Frost, the danger of a “nuclear black market” and loose nukes from Russia may be overstated. Even if a terrorist group did acquire a nuclear weapon, delivering and detonating it against a U.S. target would present tremendous technical and logistical difaculties.51 Finally, the feared nexus between terrorists and rogue regimes may be exaggerated. As nuclear proliferation expert Joseph Cirincione argues, states such as Iran and North Korea are “not the most likely sources for terror- ists since their stockpiles, if any, are small and exceedingly precious, and hence well-guarded.”52 Chubin states that there “is no reason to believe that Iran to- day, any more than Sadaam Hussein earlier, would transfer WMD [weapons of mass destruction] technology to terrorist groups like al-Qaida or Hezbollah.”53 Even if a terrorist group were to acquire a nuclear device, expert Michael Levi demonstrates that effective planning can prevent catastrophe: for nuclear terrorists, what “can go wrong might go wrong, and when it comes to nuclear terrorism, a broader, integrated defense, just like controls at the source of weapons and materials, can multiply, intensify, and compound the possibili- ties of terrorist failure, possibly driving terrorist groups to reject nuclear terror- ism altogether.” Warning of the danger of a terrorist acquiring a nuclear weapon, most analyses are based on the inaccurate image of an “infallible ten- foot-tall enemy.” This type of alarmism, writes Levi, impedes the development of thoughtful strategies that could deter, prevent, or mitigate a terrorist attack: “Worst-case estimates have their place, but the possible failure-averse, conser- vative, resource-limited ave-foot-tall nuclear terrorist, who is subject not only to the laws of physics but also to Murphy’s law of nuclear terrorism, needs to become just as central to our evaluations of strategies.”54 

5. Bioterror unlikely and no retaliation—unrealistic and unnecessary

Matishak 10 (Martin, Global Security Newswire, “U.S. Unlikely to Respond to Biological Threat With Nuclear Strike, Experts Say,” 4-29, http://www.globalsecuritynewswire.org/gsn/nw_20100429_7133.php)

WASHINGTON -- The United States is not likely to use nuclear force to respond to a biological weapons threat, even though the Obama administration left open that option in its recent update to the nation's nuclear weapons policy, experts say (See GSN, April 22).  "The notion that we are in imminent danger of confronting a scenario in which hundreds of thousands of people are dying in the streets of New York as a consequence of a biological weapons attack is fanciful," said Michael Moodie, a consultant who served as assistant director for multilateral affairs in the U.S. Arms Control and Disarmament Agency during the George H.W. Bush administration. Scenarios in which the United States suffers mass casualties as a result of such an event seem "to be taking the discussion out of the realm of reality and into one that is hypothetical and that has no meaning in the real world where this kind of exchange is just not going to happen," Moodie said this week in a telephone interview. "There are a lot of threat mongers who talk about devastating biological attacks that could kill tens of thousands, if not millions of Americans," according to Jonathan Tucker, a senior fellow with the James Martin Center for Nonproliferation Studies. "But in fact, no country out there today has anything close to what the Soviet Union had in terms of mass-casualty biological warfare capability. Advances in biotechnology are unlikely to change that situation, at least for the foreseeable future." No terrorist group would be capable of pulling off a massive biological attack, nor would it be deterred by the threat of nuclear retaliation, he added. The biological threat provision was addressed in the Defense Department-led Nuclear Posture Review, a restructuring of U.S. nuclear strategy, forces and readiness. The Obama administration pledged in the review that the United States would not conduct nuclear strikes on non-nuclear states that are in compliance with global nonproliferation regimes. However, the 72-page document contains a caveat that would allow Washington to set aside that policy, dubbed "negative security assurance," if it appeared that biological weapons had been made dangerous enough to cause major harm to the United States. "Given the catastrophic potential of biological weapons and the rapid pace of biotechnology development, the United States reserves the right to make any adjustment in the assurance that may be warranted by the evolution and proliferation of the biological weapons threat and U.S. capacities to counter that threat," the posture review report says. The caveat was included in the document because "in theory, biological weapons could kill millions of people," Gary Samore, senior White House coordinator for WMD counterterrorism and arms control, said last week after an event at the Carnegie Endowment for International Peace. Asked if the White House had identified a particular technological threshold that could provoke a nuclear strike, Samore replied: "No, and if we did we obviously would not be willing to put it out because countries would say, 'Oh, we can go right up to this level and it won't change policy.'" "It's deliberately ambiguous," he told Global Security Newswire. The document's key qualifications have become a lightning rod for criticism by Republican lawmakers who argue they eliminate the country's previous policy of "calculated ambiguity," in which U.S. leaders left open the possibility of executing a nuclear strike in response to virtually any hostile action against the United States or its allies (see GSN, April 15). Yet experts say there are a number of reasons why the United States is not likely to use a nuclear weapon to eliminate a non-nuclear threat. It could prove difficult for U.S. leaders to come up with a list of appropriate targets to strike with a nuclear warhead following a biological or chemical event, former Defense Undersecretary for Policy Walter Slocombe said during a recent panel discussion at the Hudson Institute. "I don't think nuclear weapons are necessary to deter these kinds of attacks given U.S. dominance in conventional military force," according to Gregory Koblentz, deputy director of the Biodefense Graduate Program at George Mason University in Northern Virginia. "There's a bigger downside to the nuclear nonproliferation side of the ledger for threatening to use nuclear weapons in those circumstances than there is the benefit of actually deterring a chemical or biological attack," Koblentz said during a recent panel discussion at the James Martin Center. The nonproliferation benefits for restricting the role of strategic weapons to deterring nuclear attacks outweigh the "marginal" reduction in the country's ability to stem the use of biological weapons, he said. In addition, the United States has efforts in place to defend against chemical and biological attacks such as vaccines and other medical countermeasures, he argued. "We have ways to mitigate the consequences of these attacks," Koblentz told the audience. "There's no way to mitigate the effects of a nuclear weapon." Regardless of the declaratory policy, the U.S. nuclear arsenal will always provide a "residual deterrent" against mass-casualty biological or chemical attacks, according to Tucker. "If a biological or chemical attack against the United States was of such a magnitude as to potentially warrant a nuclear response, no attacker could be confident that the U.S. -- in the heat of the moment -- would not retaliate with nuclear weapons, even if its declaratory policy is not to do so," he told GSN this week during a telephone interview. Political Benefits Experts are unsure what, if any, political benefit the country or President Barack Obama's sweeping nuclear nonproliferation agenda will gain from the posture review's biological weapons caveat. The report's reservation "was an unnecessary dilution of the strengthened negative security and a counterproductive elevation of biological weapons to the same strategic domain as nuclear weapons," Koblentz told GSN by e-mail this week. "The United States has nothing to gain by promoting the concept of the biological weapons as 'the poor man's atomic bomb,'" he added. 

Ext. SQ Solves

1. Port attacks won’t happen—post 9/11 enforcement kicks ass

Brooks et al., 06 (Mary R. Brooks- William A. Black Chair of Commerce @ Dalhousie University, Kenneth J. Button- Professor of Public  Policy 

and Director of the Center for Transportation  Policy and Logistics @ George Mason, Marc Thibault is a researcher, 2006, “The Response of the U.S. Maritime Industry to the New Container Security Initiatives,” Transporation Journal Vol. 45 No.1 (Winter 2006), http://www.jstor.org/stable/20713622) JD

It was found that in general container lines, port authorities, and marine terminal operators are genuinely concerned about the social and economic implications of maritime terrorism. However, they have differing opinions on the impacts of the new maritime security requirements. Table 2 shows on which issues the views of these different actors converge and diverge. Areas of Convergence Changes in the scope and scale of maritime container security. Shipping companies shared with us the view that the 2001 terrorist attacks changed the scope and scale of security. Previously, the container shipping industry focused its efforts on reducing cargo theft, smuggling, and stowaways as these activities not only have detrimental effects on profits and reputations but they can also lead to increased government oversight. The attacks resulted in the shipping companies' expanding their security efforts. Container lines are multinational firms that have an intimate knowledge of both global market conditions and the security threats they face. All re-examined established procedures and business processes, and made adjustments to better manage operations from a security perspective. Implementation varied by container line. They helped the international community and the U.S. draft mandatory security requirements that balance the competing demands of business and national security. They took steps to educate government officials, customers, and the general public on the challenges associated with securing the global supply chain. They also cooperated with government in the development of several different voluntary programs, and most opted to participate in C TPAT. Prior to 2001, port authorities focused their security efforts on preventing criminal activities within their jurisdictions. After 2001, they became very concerned that a terrorist attack at one of their terminals or facilities could have local, national, and international implications. Ports have limited legal responsibilities under the Maritime Transportation Security Act of 2002. Many ports operate as landlords and the port leases its terminals and facilities to private companies. The MTSA limits the amount of security oversight that port authorities can exercise because security compliance is a matter between the U.S. government and the private terminal operating companies. Most of the port officials interviewed indicated that their ports have taken four steps to enhance overall security: They facilitate institutional coordination between industry and the various levels of government in order to prevent terrorist attacks or minimize the effects should an attack occur. They assumed responsibility for providing the common security infrastructure required, such as traffic barrier systems and communications systems, for their port to effectively respond to a security incident. They provided their tenants with technical assistance in obtaining port security grants and meeting federal security requirements. Finally, they have made federal security requirements part of their leases. There was, however, one major port that felt security was strictly the responsibility of the federal government. The MTSA establishes legal requirements that shipping companies must meet. Federal agencies, such as the U.S. Coast Guard (USCG) and the Customs and Border Protection Agency (CBA), have specific security enforcement responsibilities. The port, based on these legal circumstances, felt that it did not have a role in the new maritime security framework. The security officers indicated the new security requirements have led to increased cooperation among private companies, ports, and government (local, state, and federal) on security matters. The security officers indicated that before September 11 they had limited interaction with government officials; now, they have frequent contact with government officials and know whom to call if they have a concern or problem. They indicated that new security training requirements have made workers at maritime facilities more willing to address or report security concerns. Several security officers indicated that before 2001 terminal and vessel personnel would not challenge strangers. This is no longer the case as these personnel challenge both known and unknown individuals. 

2. Non unique—current innovation in port security technology solves
Marcario, 11 (John C., Assistant Editor of SeaPower Magazine- an award-winning monthly created to educate Congress and the American people about US sea services, 4/11/2011, “Easing Fears: Coast Guard technologies continue to enhance port security capabilities,” EBSCOHost) JD 

Continued Development The Coast Guard Research and Development Center is working on port technology projects that will assist in thwarting terrorism as well as threats to the environment. ■ The center is testing an underwater imaging system using high frequency sonar to create high-resolution images of piers, ports and channel bottoms. It is expected to be sent to headquarters for possible acquisition review this fiscal year. ■ Another project is looking into how to improve point defense technology, protecting a specific location or building rather than an entire port, can be improved. ■ The center also is evaluating emerging technology to support greater tracking reliability in dense port environments. Commercial ships are getting larger, vessel traffic is increasing, the threat of terrorist activity is ever present and budgets are shrinking, but port security technology continues to advance as mariners, the Coast Guard and law enforcement partners strive to keep pace with change. The Coast Guard Research and Development Center in New London, Conn., is at the forefront of developing and testing port technologies for the fleet. The center said it is committed to not doing niche port security work, but striving to get technology utilized to its full potential. “Each project has a significant impact, but for different reasons, and it’s hard to quantify any one as more important based on the breadth of Coast Guard missions,” said Jack McCready, chief of the command, control, communications, computers, intelligence, surveillance and reconnaissance research branch at the center. The service has been the lead federal agency for port security since 9/11. The underwater imaging system is the Research and Development Center’s most mature project. It has been deployed, for testing purposes, across the Coast Guard to help the service better understand its full capability and mission execution. The system, which uses commercially available components, provides an adaptation of high frequency sonar to create high resolution images of piers, ports and channel bottoms, and aids in detecting changes in the areas that might signal a security threat. “The philosophy is trying to assess its performance in geographical locations that represent northeast, southeast, the gulf, southwest and northwest so that we can understand the different types of geography on the ocean floor, the port, water conditions, clarity and impact of tidal flow,” McCready said. As a result of the testing, an additional use for the system was discovered while assisting in the Deepwater Horizon oil spill cleanup in the Gulf of Mexico last year. Originally deployed to help identify and track oil along the ocean floor, the system was found to be able to find oil particles that are too small for the naked eye to see. It also was able to notice large globs of oil that had sunk to the ocean floor. “In the broad sense of the port security, this device is starting to find multiple uses,” McCready said. The center will continue collecting data on the system until the end of this fiscal year to precisely quantify how well it works. Once testing is finished, the center will transition the project to Coast Guard Headquarters in Washington to make a final determination of how to proceed. Another project, the sensor management system, is in the early stages of testing and is very software and algorithm dependent. The project is an adaptation of command-and-control technologies with information management systems to expand the use and integration of different sensor types to produce a coherent port picture. Testing began on the information management side and has since moved to the sensor management portion. McCready said a number of interested parties — from government to academia to industry — are watching this project closely. It is scheduled to be completed by 2012. A third project, the automated scene understanding (ASU), uses an advanced algorithm to aid in the prediction of anomalistic behavior of vessels in a dense port environment. Testing has shown that the ASU can track and understand what a vessel is doing once it enters the port, but the software has trouble reading other variables such as tide movement, weather and port restrictions. The ASU is intended to generate composite tracks of vessels using sensing technologies. It also would generate alerts to the port watchstander based on analysis defined vessel activity. It provides an application program interface that alerts the watchstander of the probability of what a vessel can do. “Testing will continue until we can provide a realistic and defensible expectation of what this system can do,” McCready said, adding that he expects to provide headquarters with an updated report by the end of this year. Expansion of blue force tracking is another port security project that the center has been working on for more than a year. Its goal is to evaluate emerging technology to support greater reliability of tracking in dense port environments with respect to geopositioning and timely reporting. Blue force is a military term to describe “good guys,” such as the Coast Guard, and red is used to describe the enemy or threat. The center currently is ranking how effective blue force technologies are, based on requirements given by the Coast Guard. The ranking system will determine what is tested in the field. The center is working on a handful of other port security projects that are in the early stages of testing and not expected to make an impact in the fleet for at least a year. Recently, it was asked to study issues associated with point defense — a term used to describe a specific location or building rather than the entire port. It also is updating a study that was conducted in 2005 to examine the types of port infrastructure that would be needed along the North Slope in Alaska, as well as enhanced detection and location technology for tracking distress calls.

3. Combined efforts solve
AAPA, 11 (American Association of Port Authorities, 9/2/2011, “10 Years After 9/11, Security Still a Top Priority of U.S. Ports”, The Maritime Executive, http://www.maritime-executive.com/article/10-years-after-9-11-security-still-a-top-priority-of-u-s-ports) JD

In the decade since Sept. 11, 2001, America’s seaports and the federal government have joined forces to make major gains in fortifying and hardening port facilities against intruder attack. Since then, public port authorities have made terrorism detection and prevention one of their top priorities. With the combined efforts of port authorities and initiatives of federal agencies within the FBI and Department of Homeland Security (DHS), including the U.S. Coast Guard, Customs and Border Protection (CBP), Transportation Security Administration (TSA), Federal Emergency Management Agency (FEMA), Immigration and Customs Enforcement and the Domestic Nuclear Protection Office, ports are significantly safer now than prior to 9/11.

4. Ports significantly safer since 9/11

AAPA, 11 (American Association of Port Authorities, 9/2/2011, “10 Years After 9/11, Security Still a Top Priority of U.S. Ports”, The Maritime Executive, http://www.maritime-executive.com/article/10-years-after-9-11-security-still-a-top-priority-of-u-s-ports) JD
“Clearly, America’s ports have become much more secure since 9/11. In addition to guarding against cargo theft, drug smuggling, human trafficking and stowaways, ports and their law enforcement partners have added the protection of people and facilities from terrorism to their security plate,” remarked Mr. Nagle. “There’s no question that more investments in security equipment, infrastructure, technology, personnel and training will be needed. All parties—the ports, terminal operators, the various government agencies, and the Administration and Congress—must do their part in undertaking and funding these enhancements.  Only by continuing to make port security a top priority will America’s seaports be able to continue serving their vital functions as trade gateways, catalysts for job creation and economic prosperity, and important partners in our national defense.”

Ext. No Nuclear Terror
Nuclear terrorism is not an existential threat and not worth expenditures—cost benefit analysis proves

Mueller 10, PolSci Professor at Ohio State (John Mueller and Mark Stewart- Civil Engineering Professor at Newcastle University, April 10, “Hardly Existential: Thinking Rationally About Terrorism” Foreign Affairs)

An impressively large number of politicians, opinion makers, scholars, bureaucrats, and ordinary people hold that terrorism -- and al Qaeda in particular -- poses an existential threat to the United States. This alarming characterization, which was commonly employed by members of the George W. Bush administration, has also been used [3] by some Obama advisers, including the counterterrorism specialist Bruce Riedel. Some officials, such as former U.S. Secretary of Homeland Security Michael Chertoff, have parsed the concept further, declaring [4] the struggle against terrorism to be a "significant existential" one. Over the last several decades, academics, policymakers, and regulators worldwide have developed risk-assessment techniques to evaluate hazards to human life, such as pesticide use, pollution, and nuclear power plants. In the process, they have reached a substantial consensus about which risks are acceptable and which are unacceptable. When these techniques are applied to terrorism, it becomes clear that terrorism is far from an existential threat. Instead, it presents an acceptable risk, one so low that spending to further reduce its likelihood or consequences is scarcely justified. An unacceptable risk is often called de manifestis, meaning of obvious or evident concern -- a risk so high that no "reasonable person" would deem it acceptable. A widely cited de manifestis risk assessment comes from a 1980 United States Supreme Court decision [5] regarding workers' risk from inhaling gasoline vapors. It concluded that an annual fatality risk -- the chance per year that a worker would die of inhalation -- of 1 in 40,000 is unacceptable. This is in line with standard practice in the regulatory world. Typically, risks considered unacceptable are those found likely to kill more than 1 in 10,000 or 1 in 100,000 per year. At the other end of the spectrum are risks that are considered acceptable, and there is a fair degree of agreement about that area of risk as well. For example, after extensive research and public consultation, the United States Nuclear Regulatory Commission decided [6] in 1986 that the fatality risk posed by accidents at nuclear power plants should not exceed 1 in 2 million per year and 1 in 500,000 per year from nuclear power plant operations. The governments of Australia, Japan, and the United Kingdom have come up with similar numbers for assessing hazards. So did a review [7] of 132 U.S. federal government regulatory decisions dealing with public exposure to environmental carcinogens, which found that regulatory action always occurred if the individual annual fatality risk exceeded 1 in 700,000. Impressively, the study found a great deal of consistency among a wide range of federal agencies about what is considered an acceptable level of risk. There is a general agreement about risk, then, in the established regulatory practices of several developed countries: risks are deemed unacceptable if the annual fatality risk is higher than 1 in 10,000 or perhaps higher than 1 in 100,000 and acceptable if the figure is lower than 1 in 1 million or 1 in 2 million. Between these two ranges is an area in which risk might be considered "tolerable." These established considerations are designed to provide a viable, if somewhat rough, guideline for public policy. In all cases, measures and regulations intended to reduce risk must satisfy essential cost-benefit considerations. Clearly, hazards that fall in the unacceptable range should command the most attention and resources. Those in the tolerable range may also warrant consideration -- but since they are less urgent, they should be combated with relatively inexpensive measures. Those hazards in the acceptable range are of little, or even negligible, concern, so precautions to reduce their risks even further would scarcely be worth pursuing unless they are remarkably inexpensive. If the U.S. Department of Homeland Security wants to apply a risk-based approach to decision-making, as it frequently claims it does, these risk-acceptance criteria seem to be most appropriate. To this end, the table below lists the annual fatality risks for a wide variety of these dangers, including terrorism. As can be seen, annual terrorism fatality risks, particularly for areas outside of war zones, are less than one in one million and therefore generally lie within the range regulators deem safe or acceptable, requiring no further regulations, particularly those likely to be expensive. They are similar to the risks of using home appliances (200 deaths per year in the United States) or of commercial aviation (103 deaths per year). Compared with dying at the hands of a terrorist, Americans are twice as likely to perish in a natural disaster and nearly a thousand times more likely to be killed in some type of accident. The same general conclusion holds when the full damage inflicted by terrorists -- not only the loss of life but direct and indirect economic costs -- is aggregated. As a hazard, terrorism, at least outside of war zones, does not inflict enough damage to justify substantially increasing expenditures to deal with it. Because they are so blatantly intentional, deaths resulting from terrorism do, of course, arouse special emotions. And they often have wide political ramifications, as citizens demand that politicians "do something." Many people therefore consider them more significant and more painful to endure than deaths by other causes. But quite a few dangers, particularly ones concerning pollution and nuclear power plants, also stir considerable political and emotional feelings, and these have been taken into account by regulators when devising their assessments of risk acceptability. Moreover, the table also includes another kind of hazard that arouses strong emotions and is intentional -- homicide -- and its frequency generally registers, unlike terrorism, in the unacceptable category. In order to deal with the emotional and political aspects of terrorism, a study [8] recently conducted for the U.S. Department of Homeland Security suggested that lives lost to terrorism should be considered twice as valued as those lost to other hazards. That is, $1 billion spent on saving one hundred deaths from terrorism might be considered equivalent to $1 billion spent on saving two hundred deaths from other dangers. But even with that generous (and perhaps morally questionable) bias, or even with still more generous ones, counterterrorism expenditures fail a standard cost-benefit assessment. Politicians and bureaucrats do, of course, face considerable political pressure to deal with terrorism, but that does not relieve them of their responsibility to expend public funds wisely. If they feel they cannot do so, they should resign or forthrightly admit that they are being irresponsible -- or they should have refused to take the job in the first place. Moreover, although political pressures may force unwise actions and expenditures, they usually do not dictate the precise amount of money spent. The United Kingdom, which seems to face a considerably greater internal threat from terrorism than the United States, nonetheless spends only half as much per capita on homeland security -- at no notable cost to the tenure of its politicians and bureaucrats. And certainly nothing relieves politicians and bureaucrats of their responsibility to inform the public about the risk that terrorism actually presents. But just about the only official who has ever openly tried to do so is New York's Mayor Michael Bloomberg, who, in 2007, remarked [9] that people have a greater chance of being hit by lightning than being struck by terrorism -- an observation that, as the table suggests, is a bit off the mark but roughly sound. Bloomberg, it might be noted, is still in office. To border on becoming unacceptable by established risk conventions -- that is, to reach an annual fatality risk of 1 in 100,000 -- the number of fatalities from terrorist attacks in the United States and Canada would have to increase 35-fold; in Great Britain (excluding Northern Ireland), more than 50-fold; and in Australia, more than 70-fold. For the United States, this would mean experiencing attacks on the scale of 9/11 at least once a year, or 18 Oklahoma City bombings every year. For this to come about, terrorists would probably have to acquire nuclear weapons, the likelihood of which is highly questionable [10]. If that fear is deemed viable, however, the policy implications would be to spend entirely, or almost entirely, on dealing with that limited concern. Massive expenditures to protect "critical infrastructure," for example, are unlikely to be effective against a nuclear explosion. In fact, there is little evidence that terrorists are becoming any more destructive, particularly in the West. Some analysts [11] have found that, if anything, terrorist activity is diminishing, at least outside of war zones. As a hazard to human life in the United States, or in virtually any country outside of a war zone, terrorism under present conditions presents a threat that is hardly existential. Applying widely accepted criteria established after much research by regulators and decision-makers, the risks from terrorism are low enough to be deemed acceptable. Overall, vastly more lives could have been saved if counterterrorism funds had instead been spent on combating hazards that present unacceptable risks.

Ext. No CBW
1. Terrorists won’t use bioweapons and there’s no impact if they do

O’NEILL 2004 (Brendan, Spiked Politics, “Weapons of Minimum Destruction,” August 19, http://www.spiked-online.com/Printable/0000000CA694.htm)
Rapoport says that terrorist use of chemical and biological weapons is similar to state use - in that it is rare and, in terms of causing mass destruction, not very effective. He cites the work of journalist and author John Parachini, who says that over the past 25 years only four significant attempts by terrorists to use WMD have been recorded. The most effective WMD-attack by a non-state group, from a military perspective, was carried out by the Tamil Tigers of Sri Lanka in 1990. They used chlorine gas against Sri Lankan soldiers guarding a fort, injuring over 60 soldiers but killing none. The Tamil Tigers' use of chemicals angered their support base, when some of the chlorine drifted back into Tamil territory - confirming Rapoport's view that one problem with using unpredictable and unwieldy chemical and biological weapons over conventional weapons is that the cost can be as great 'to the attacker as to the attacked'. The Tigers have not used WMD since.

2. Bioweapons don’t cause extinction
Walsh ‘1—Jim, Former Executive Director, Project on Managing the Atom/Science, Technology, and Public Policy Program, 2002-2006; Former Research Fellow, Belfer Center for Science and International Affairs, 1999-2002, (10/5/01, Belfer Center for Science and International Affairs, “Bio-Chem Hype Spreads Like a New Form of Infectious Disease,” http://belfercenter.ksg.harvard.edu/publication/1233/biochem_hype_spreads_like_a_new_form_of_infectious_disease.html?breadcrumb=%2Fexperts%2F198%2Fjames_walsh) 
There's something in the air, and it is spreading. You can't walk down a street or go to work without being exposed. Worse yet, it's reaching your kids. It's not a chemical or biological agent. It's fear. It is, however, a fear all out of proportion to reality. It is fear based on hype, and sadly, some of the hype is driven by parochial interest. Thursday's report of an isolated case of anthrax will only make things worse. First, consider the facts. Chemical weapons have been with us since World War I. Biological weapons have an even longer history, stretching back centuries to the Peloponnesian War and, more famously, to early America when Indian tribes were supplied with blankets infected with smallpox. Despite this long history, biological and chemical weapons have rarely been used, and then only by countries. No country, however, would attack the U.S. with such weapons for fear of nuclear retaliation. There has not been a single death due to a bio-attack by terrorists. Casualties from a terrorist chemical attack are almost as rare. Only once has a terrorist group used chemical weapons to deadly effect— the 1995 attack by the Aum Supreme Truth, a Japanese cult. Even in that case, the attack was more failure than success; 12 people were killed in a crowded Tokyo subway. Had they used a traditional high explosive, the death toll would have been far greater. Many warned that Aum's attack would set off a wave of chemical attacks. That didn't happen. Politicians and the media would have us believing the worst. Atty. Gen. John Ashcroft, who threw the city of Boston into a panic Sept. 21 when he warned of a possible attack, continues to use inflammatory rhetoric about chemical-biological terrorism. His aides admit that there is no new intelligence to substantiate such claims. His warnings seem to coincide with testimony aimed at getting passage of sweeping new anti-terrorism laws. Defense Secretary Donald Rumsfeld is a little more cautious. He claims that terrorists will eventually acquire such weapons from countries. What he fails to mention is that no country has ever provided a weapon of mass destruction to a terrorist group. They do not give them to groups over which they have limited control and which might use the weapons against them later. The media treatment of bio-chem terrorism has been predictable and regrettable. This is particularly true of television, which cannot resist showing images of gas masks and exploding canisters. The typical story begins with dire warnings about the consequences of a perfectly executed chemical or biological attack. This is followed by interviews with public health officials who solemnly declare that the U.S. is unprepared for such an attack. Only at the very end is the viewer told that the risk of such an attack is exceedingly small. By then the damage is done. If bio-chem threats are being hyped, why aren't there more voices of caution? There are two reasons. First, there is no cost to being a Cassandra. If the dire predictions do not come true, the analyst simply can say that we have been lucky. By contrast, the person who suggests that the threats are overblown is taking a career-threatening risk. One attack— even if it fails, even if it employs a household cleaner rather than sarin or anthrax— would be viewed as having proved the skeptic wrong. There is a second, less obvious reason. There is an unwritten rule among the small fraternity of people who study weapons of mass destruction. When colleagues engage in hype, many of us will turn a deaf ear rather than publicly contradict them. We tell ourselves that hyping the threat is the only way to get the attention of the U.S. public and therefore a necessary evil. Sept. 11 changed all that. Today, bio-chem hype has real consequences. It is needlessly scaring our children. It is being used to justify a variety of questionable public policy proposals, and worse, it may actually encourage terrorists to consider these weapons. Yes, we should reduce the danger of a biological or chemical attack. We can improve the public health infrastructure and, in particular, the worldwide monitoring of infectious disease. We can work on vaccines and techniques to prevent advances in the lab from becoming new weapons. Finally, the Bush administration should reverse course and support the chemical weapons and the biological weapons treaties, which aim to reduce the risks of biological and chemical warfare. The infectious disease gripping the U.S. is fear. Left untreated, this disease may have disastrous consequences— for public policy, for the economy and for our daily lives and the lives of our children. 

Ext. No Retaliation
1. No retaliation—no strategic targets to hit and weapons are too hard to trace

Dowle, 05 (Mark, Teaches at the Graduate School of Journalism at Berkeley, California Monthly, September 2005, http://www.alumni.berkeley.edu/Alumni/Cal_Monthly/September_2005/COVER_STORY-_Berkeleys_Big_Bang_Project_.asp) JD
Because terrorists tend to be stateless and well hidden, immediate retaliation in kind is almost impossible. But some nuclear explosions do leave an isotopic signature, a DNA-like fingerprint that allows forensic physicists such as Naval Postgraduate School weapons systems analyst Bob Harney to possibly determine the origin of the fissile material in the bomb. Nuclear forensics is not a precise science, Harney warns. Post-attack sites are almost certain to be contaminated with unrelated or naturally occurring radioactivity, and there are numerous, highly enriched uranium stashes in the world with unknown signatures.  But there is no question, according to Peter Huessy, a member of the Committee on the Present Danger and consultant to the National Defense University in Washington, D.C., that Russian forensic experts could quickly detect Russian isotopes, and that highly enriched uranium (HEU) from, say, France could readily be differentiated from American HEU. But, Huessy warns, distinguishing post-blast residues of Pakistani uranium from North Korean uranium would be more challenging, probably impossible. Because neither country is a member of the International Atomic Energy Agency, IAEA inspectors have been unable to collect from their facilities reliable isotope samples that could be compared to post-attack residues. Even if the uranium were traced, the source nation could claim that the material had been stolen.
1NC Economy
1. Ports won’t be shut down and if they are not for long – importance of trade o/w – 9/11 proves shutdowns are quick

OECD 03 (Organization for Economic Co-operation and Development, 7/2003, “SECURITY IN MARTIME TRANSPORT: RISK FACTORS AND ECONOMIC IMPACT’, http://www.oecd.org/dataoecd/19/61/18521672.pdf) JD 

No one has seriously proposed that the maritime trading system should be closed down through draconian security measures, and the world community still strongly believes that the twin objectives of trade facilitation and transport efficiency remain as valid now as before September 11 2001. However it has become evident that these twin objectives must be balanced with heightened security measures that address the system’s vulnerabilities and weaknesses. The bulk of the new maritime security measures have emerged from two fora. The first raft of measures emerged in December of 2002 from negotiations at the International Maritime Organization in the form of the International Ship and Port Safety (ISPS) Code. This code enacts changes to the Convention on the Safety of Life at Sea (SOLAS). The second set of measures are largely supplementary to the ISPS and have been developed and adopted by the government of the United States in response to its own analysis of the vulnerabilities of the maritime transport system. 

2. No supply chain disruption—port officials recognize the implications and containers are the priority—their author

Harrald 05 (John R, “Sea Trade and Security: an Assessment of the Post-9/11 Reaction,” Web, Fall 05, http://search.proquest.com.proxy.lib.umich.edu/pqrl/docview/220702986/1376BF5C74E6A8F9B1B/5?accountid=14667, 6/19/12) JD

The most obvious concern that has received the most political and public attention is the threat posed by the transit of millions of sealed containers through U.S. port cities. U.S. officials realized that they had only minimal knowledge of what was inside these containers and that lax security throughout the supply chain meant that terrorists could easily infiltrate this flood of containers. The result, not surprisingly, has been that container security programs are the most developed part of the U.S. maritime security effort. These programs are briefly summarized below: Customs-Trade Partnership against Terrorism (C-TPAT): The C-TPAT is a public-private partnership. Its objectives are the adoption and sharing of stakeholder best practices and the adoption by supply-chain stakeholders of responsibility for security and minimizing the vulnerability of the supply chain to unwanted intrusion by a terrorist. The reward for private sector participants is accelerated clearance and reduced probability of inspection delays through promises of quicker processing by the Customs and Border Patrol (CBP). Container Security Initiative (CSI): The objectives of CSI are to inspect and clear cargo in foreign ports before the cargo is shipped to the United States, recognizing that discovering a WMD after a container is offloaded in a U.S. port does little good; improving the ability to identify high-risk containers (i.e., targeting inspection); and improving technology to inspect and to track containers. CBP has deployed U.S. Customs inspectors to 40 seaports around the world to work with the customs inspectors of other countries. Both the CSI and C-TPAT are partnership programs that have attracted participants eager to work with U.S. Customs. Both, however, are difficult systems for small businesses, particularly in the developing world, to enter. Operation Safe Commerce (OSC): The objective of OSC is to develop and deploy technology that will assist in the detection of contraband. Grants for developing and testing container scanning and tracking technology and for the study of supply chains were made to major ports by TSA. OSC will improve detection capability for U.S. and international customs agents, should the supply chain be compromised. The 24-Hour Rule: The CBP, authorized by the Trade Act of 2002, has unilaterally imposed a 24-hour advance manifest rule that "obliges carriers and/or non-vessel operating common carriers (freight forwarders acting as principal transport agents) with automated data submission capabilities to submit a cargo declaration 24 hours before a container is to be loaded on board a vessel bound for the United States."37 The purpose of the rule is to allow for targeted inspections of suspect containers prior to shipment. This rule, successfully implemented by regulation, became fully effective and enforced on 2 February 2003. The 24-hour rule has significantly impacted the flexibility of loading ports and shippers by requiring information to be gathered and transmitted early in the booking cycle and by inhibiting the ability to make last-minute changes in bookings. Prior practice only required the master of a vessel to have the cargo manifest on board a vessel arriving in a U.S. port, and allowed shippers to change the final shipping information given to U.S. Customs up to 30 days after a container's arrival in a U.S. port. Automated Targeting System: Containers are potentially subject to three processes: screening (i.e., a review of documentation), scanning (i.e., a non-intrusive technological check of the container) and inspection (i.e., physical check of the container and its contents). The 24-hour rule enables the U.S. CBP to screen all containers bound for the United States. CBP employs a computer-based modeling system at its National Targeting Center to rank containers on a number (initially 55) of attributes in order to select containers for additional attention (i.e., scanning and/or inspection). The CBP is thought to identify approximately 6 percent of cargo containers as "high risk."38

3. Ratcheting up port security hurts the economy and 100 percent security is impossible

Wolf, 06 (Bryon, Political Editor and Director for ABC, 9/13/2006, “How Much Is Too Much for Port Security,” http://abcnews.go.com/US/Politics/ story?id=2425748)
Despite billions of dollars already spent, he argued, the government can't ensure 100 percent safety. Chertoff probably didn't expect to find himself drawing the analogy between car accidents and port security, but that's what he did in one awkward exchange. He said to the panel that no matter how careful drivers were, people were going to die in car crashes. Then he implied the same was true of port security, suggesting there was no way to entirely safeguard America's ports. The federal government has spent $10 billion on port security since 2004, according to Chertoff. The new bill would allocate nearly $9 billion more over the next five years to beef up security at the nation's ports. While Chertoff encouraged its passage, he tried to convince Sen. Frank Lautenberg, D-N.J., that scanning 100 percent of the cargo coming into the country was logistically impossible. "You know, it's like I get in my car or I put my daughter in my car. I understand it's not 100 percent safe. If I wanted my daughter to be 100 percent safe, I'd put a 5-mile-an-hour speed limit cap on the car, and it wouldn't go more than 5 miles an hour." Noting that the costs would be immense, he also argued against an amendment offered by Sen. Charles Schumer, D-N.Y., that would require screening of all shipping containers coming into the United States. "No matter how hard we may try, we cannot eliminate every possible threat to every individual in every place at every moment. And if we could, it would be at an untenable cost to our liberty and our prosperity," Chertoff said to the committee. "We don't want to undercut our economy while trying to protect it. We also don't want to undercut our civil liberties while trying to protect them."

4. Can’t solve perception—expert guided policies don’t alleviate fears
Jenkin, 06 (Clinton, Research fellow and PhD candidate in the Department of Psychology at the University of New Hampshire with master’s degree in Psychology from UNH in ’04, 7/2/2006, Journal of Homeland Security Affairs: Volume II No. 2, “Risk Perception and Terrorism: Applying the Psychometric Paradigm”, http://www.hsaj.org/?fullarticle=2.2.6) JD
Perhaps the best illustration of the subjective nature of risk is the discrepancy between expert and lay evaluations of a hazard. When judging the risk of a hazard, experts rely much more heavily on mortality estimates and probabilities than do laypersons. Slovic and his associates reported that expert judgments of risk corresponded to objective statistical data, whereas layperson judgments did not. 6 Slovic explained such a discrepancy by concluding that experts view risk as the likelihood of actual harm based on mortality estimates, whereas lay perceptions of risk are based on a number of qualitative (and subjective) characteristics. 7 Some of the characteristics linked to lay perceptions of risk include the voluntariness of exposure, the dread associated with the hazard, the extent to which the risk can be controlled, the potential for catastrophe, the level of uncertainty associated with the hazard, and the perceived inequality of risk/benefit distribution. 8 It is well-documented that expert and lay judgments of risk are different; this difference can be traced to qualitative dimensions of risk that are applied to lay judgments, but not to expert judgments. The inconsistency between expert and lay judgments of risk demonstrates the psychological nature of risk. This inconsistency also creates a debate about the appropriateness of using expert evaluations alone for policy decisions. In most cases, government and business policy makers rely almost exclusively on quantitative risk assessment to guide policies. In many cases the involved public fails to accept such assessment. One example is nuclear power generation, which has been largely rejected in this country even though it is both safer and cleaner than fossil fuel alternatives. Another example is the decrease of property values near toxic waste sites, despite repeated assurances that the materials have not and will not impact local residents. Participants in a study conducted by Donald MacGregor and Paul Slovic considered the standard cost-benefit analysis used by experts to be morally insufficient for evaluating and regulating risk, but acceptable as part of a more subjective evaluation process. 9 Abraham Wandersman and William Hallman agreed that such analysis was insufficient for a number of reasons. First, quantitative risk assessments are based on a number of assumptions that introduce uncertainty into the process; second, the credibility of the risk assessors may be suspect; and third, expert assessment often fails to consider issues that are important to the public interest. 10 The unwillingness of the public to accept expert risk assessment is a further demonstration of the psychological nature of risk. In summary, the concept of risk is socially constructed and psychologically oriented. Comparisons of expert and lay judgments of risk illustrate that public assessments of risk are tied to qualitative, rather than quantitative, characteristics of a hazard. The relative importance of these qualitative characteristics varies across people or across hazards. Risk perception research techniques can identify which characteristics are important and when. The question of using only expert judgments for policy decisions involving risk is especially salient in the area of terrorism. The Department of Homeland Security is engaged in various projects designed to objectively assess risk. Whether such assessments will be adequate to provide public support for policy decisions is far from certain. By itself, keeping people safe is not sufficient: they must also feel safe. The importance of this point in implementing homeland security and emergency preparedness programs is difficult to overstate. Without a perception of safety, voters will locate and authorize new leaders (both local and federal) who share their priorities, and will implement a more “acceptable” security policy. Such a potential action is not just a political threat; it can have a serious negative impact on legitimate programs that are effectively reducing risk, and divert money to programs that increase the feeling of safety without increasing actual safety. The answer, from the standpoint of authorities attempting to minimize risk and maximize recovery, is to find a middle ground between measures that reduce objective risk and measures that reduce perceived risk. Risk perception research can inform policy makers on how to balance objective assessments with public opinion regarding security priorities.
5. Only international cooperation can solve

Frittelli 03 (John, Transportation Analyst for the Congressional Research Service, 2/24/2003, “CRS Report for Congress: Maritime Security: Overview of Issues”, http://www.law.umaryland.edu/marshall/crsreports/crsdocuments/RS21079_02242003.pdf) JD

A consensus has emerged among experts that an effective solution for securing maritime trade requires an international maritime security regime. This regime would rely not on a single solution, such as increasing the number of container inspections at the border, but rather on a layered approach with multiple lines of defense from the beginning to the final destination of a shipment. The first security perimeter in this “defense in depth” strategy would be at the overseas point of origin. 16 This raises the issue of how the United States should pursue higher standards for port security abroad. Key questions include whether the United States should pursue a unilateral or a multilateral approach, whether higher standards of port security should be written into international trade agreements, and whether the United States should be prepared to provide financial support to developing countries to improve their ports’ security. 
6. No econ collapse—empirics prove

OECD 03 (Organisation for Economic Co-operation and Development, 7/2003, “SECURITY IN MARTIME TRANSPORT: RISK FACTORS AND ECONOMIC IMPACT’, http://www.oecd.org/dataoecd/19/61/18521672.pdf) JD
In response to a dispute between labour and management, all American ports on the west coast of the United States Ports closed for 11 days in October of 2002. These ports handle approximately 60% of the United States maritime imports and exports by value and the losses from the lock-out were projected to reach in the billions of dollars. The port closure and the weeks of efforts necessary to clear the ensuing back-log imposed a high cost on American importers and exporters – how high exactly, however, has been subject to some debate. 56. Port management projected losses of approximately USD 19.4 billion for a ten-day lock-out with costs increasing exponentially as time went on. This estimate did not cover costs borne by non- American ports and manufacturers faced with container back-logs and increased warehousing costs. However, another study pointed out that the figure of USD 19.4 billion was more in line with the costs of sinking the 19 vessels heading for west coast ports rather than simply delaying them 5 . This report estimated potential losses borne by American workers, consumers and producers due to a 10-day lock-out to be approximately USD 466.9 million. 

Ext. No Econ Collapse

Port closure would have a small effect on the greater economy
Learner et al., 06 (Chris- founder of Beacon Economics, 6/20/2012, “Protecting the Nation’s Seaports: Balancing Security and Cost,”  http://www.ppic.org/main/publication.asp?i=698,) JD
“Surely you must be joking!” might be the immediate response to the conclusion that a significant closure of the ports would have at most a mild effect on the economy. It would seem more likely that a substantial disruption to the supply chain because of a port shutdown would have a very dramatic effect on the production process. Yet all the evidence points to the opposite conclusion. The major labor actions of the sixties had measurable effects on the timing of imports but hardly any on total imports, and there is little or no evidence to support the idea that they had any substantial effect on the overall economy as measured by rising prices, falling employment, or a reduction in production activity. Indeed, with these results in mind, it is hardly surprising then that we could find little evidence of the port shutdowns within the context of the broader economy. The statistical results reconfirm our eyeball results for the other four variables studied—manufacturing production; consumer spending on durable and non-durable goods; and employment in manufacturing, wholesale trade, and transportation. Very few of the strike indicator variables have any statistical significance, implying that there is little reason to believe that the strikes had any significant effect on the wider economy.  

1NC Solvency
1. Can’t detect explosives or hazardous chemicals—their author

Staples 06 (Edward J. Staples has a Ph.D. in solid-state physics and electronics from Southern Methodist University and is a co-inventor of the zNose, 2/1/06, “Portable Chemical Profiling” www.sensorsmag.com/sensors/chemical-gas/portable-chemical-profiling-720?page_id=2)

Explosives. The SAW sensor's nonspecificity allows it to detect and quantify the vapor concentration of virtually any explosive, independent of its chemical makeup (e.g., nitro or non-nitro). The probability of detecting explosives from fugitive emissions (vapor phase) depends strongly on the temperature of the cargo container, the vapor pressure of the chemicals, and the way they are packaged. Explosives such as Semtex and C4 contain high-molecular-weight chemical explosives (e.g., PETN and RDX), which are rarely detectable by vapor phase measurements. However, by international accord all manufacturers of "plastic" explosives must now include a volatile taggant compound such as DMNB or MNT, which enables dogs and vapor detection systems like the zNose to detect these explosives (Figure 6). Not all explosives have a nitrogen base, preventing detection by conventional explosive trace detectors. One example is triacetone triperoxide (TATP), which has the explosive power of RDX and yet contains no nitrogen. This compound was used by the shoe-bomber Richard Reid and is also favored by Israeli "human bombs." TATP is very volatile—as are NG, DNT, and TNT—and fugitive emissions from these explosives can now easily be detected in cargo containers. Contraband Drugs. Some contraband drugs such as methamphetamine and marijuana produce odiferous compounds such as terpenes that can easily be detected in the vapor phase by canines and the SAW-based chemical profiling system. Other drugs, including cocaine and heroin are much more difficult to trace because their vapor pressure is extremely low. An array of virtual sensors can be created using odors from samples of the target drugs or by selecting the specific, more volatile compounds from the system's chemical library. For example, a natural by-product of cocaine is methyl benzoate, commonly called doggy-cocaine (Figure 7) because it is used to train canines to detect it. Whereas long sample preconcentration time and elevated temperatures were previously required, the presence of cocaine in a cargo container can now be detected using these more volatile compounds. Hazardous Chemicals. Many flammable organics, if properly sealed, may not be detected in a cargo shipment. But even a small leak can create a dangerous and even explosive vapor within the container. Vapors from gasoline and JP-8 aviation fuel are complex, containing many volatile organics, and are not easily separated by a single chemical sensor. They do, however, produce distinctly different olfactory images (Figure 8). Gasoline has more volatile compounds than JP-8. Creating virtual chemical sensors specific to both would be an important application for odor profiling in and around airports where JP-8 is a common background odor.
2. Plan fails—all cargo treated the same 
Terreri, 09 (April, Writer for World Trade, 6/20/2012, “The Current State of Port Security,” Proquest) JD

Donnelly at NAM believes the 100 percent scanning directive is heading in the wrong direction. "It treats all cargo the same, spreading our limited enforcement resources across all shipments, rather than targeting shipments from riskier shippers from dubious places. Major transnational companies with overseas plants shipping to their own companies here in the U.S. every two weeks should not be subjected to the same intensive security review as an unknown shipper. Established shippers and importers have invested in government programs like C-TPAT and are sharing information to assure their supply chains are secure. Security checks need to focus where the risks are the greatest."

**UNCLOS CP**
1NC
Text: The United States Federal Government should join the United Nations Convention on the Law of the Sea.
UNCLOS solves trafficking and is a pre-requisite to economic growth

CFR, 6-22 – Council on Foreign Relations is an independent, nonpartisan membership organization, think tank, and publisher [6/22/12, “The Global Oceans Regime,” http://www.cfr.org/energyenvironment/global-oceans-regime/p21035] JD
In the near term, the United States and its international partners should consider the following steps: Ratify UNCLOS The United States should finally join the UN Convention on the Law of the Sea (UNCLOS), an action that would give it further credibility and make the United States a full partner in global ocean governance. This carefully negotiated agreement has been signed and ratified by 162 countries and the European Union. Yet despite playing a central role shaping UNCLOS's content, the United States has conspicuously failed to join. It remains among only a handful of countries with a coastline, including Syria, North Korea, and Iran, not to have done so. Emerging issues such as the melting Arctic lend increased urgency to U.S. ratification. By rejecting UNCLOS, the United States is freezing itself out of important international policymaking bodies, forfeiting a seat at decision-making forums critical to economic growth and national security interests. One important forum where the United States has no say is the commission vested with the authority to validate countries' claims to extend their exclusive economic zones, a process that is arguably the last great partitioning of sovereign space on earth. As a nonparty to the treaty, the United States is forgoing an opportunity to extend its national jurisdiction over a vast ocean area on its Arctic, Atlantic, and Gulf coasts—equal to almost half the size of the Louisiana Purchase—and abdicating an opportunity to have a say in deliberations over other nations' claims elsewhere. Furthermore, the convention allows for an expansion of U.S. sovereignty by extending U.S. sea borders, guaranteeing the freedom of ship and air traffic, and enhancing the legal tools available to combat piracy and illicit trafficking. Potential participants in U.S.-organized flotillas and coalitions rightly question why they should assist the United States in enforcing the rule of law when the United States refuses to recognize the convention that guides the actions of virtually every other nation.
AT: Backlash
Heavy lobbying for UNCLOS now
CFR, 6-22 – Council on Foreign Relations is an independent, nonpartisan membership organization, think tank, and publisher [6/22/12, “The Global Oceans Regime,” http://www.cfr.org/energyenvironment/global-oceans-regime/p21035] JD
On May 23, 2012, the Obama administration sent political and military heavyweights to testify before the Senate Foreign Relations Committee (SFRC) to argue for the ratification of the UN Convention on the Law of the Sea (UNCLOS). Despite prominent endorsement from both sides of the political aisle across the past four U.S. administrations, as well as the expressed support of the U.S. military, corporations, and environmental groups, the Senate has never ratified the treaty. This is largely due to the successful efforts of a small but vocal minority who claim that UNCLOS would curtail U.S. sovereignty, rights, and activities. In her testimony, Secretary of State Clinton argued, "Whatever arguments may have existed for delaying U.S. accession no longer exist and truly cannot even be taken with a straight face."

**Links + CP Solvency**

Politics Link
Plan unpopular—decreasing funding and bill similar to the plan won’t pass

Holdeman, 7-14 (Eric, contributing writer for Emergency Management magazine, Former Director of Security for the Port of Tacoma where he oversaw allocation of over $30M in homeland security funding for the region, 7/14/2012, “SAFE Port Reauthorization Act,” http://www.emergencymgmt.com/emergency-blogs/disaster-zone/port-security/SAFE-Port-Reauthorization-Act-071412.html)

This is the legislation that provides port security funds for maritime security projects. As I noted recently, those funds have dwindled from a high of $400M a fiscal year to $97M for 2012. One bugaboo that has haunted this portion of homeland security grant programs has been the cash match, 50% for commercial organizations and 25% for governments. Everyone would like to see that requirement go away. The other major challenge is that for 2012, and it is projected to be the same for future grant years, is the term of performance is being limited to two years. Previously it was five years. Any term beyond two would be helpful for those projects that require construction. There are always design, permitting and environmental hoops to jump through and those take time. Not to mention the fact that from the time the grant awards are announced to when you have a contract from FEMA can be six to nine months. Given the "frozen" nature of congressional politics I don't imagine this will go very far in achieving the passage of a bill out of both houses of congress, but getting the bill marked up in the senate would be a good start. Senator Patty Murray, (WA) has been a huge supporter of port security since its inception and her leadership will be critical to the passage of any legislation. 

Port spending unpopular—annual fight over small portions

De Rugy, 05 (Veronique, PhD in Economics and Senior Fellow at the Mercatus Center @ George Mason University, 9/7/2005, “Is Port Security Spending Making Us Safer,” http://directory.cip.management.dal.ca/publications/Is%20Port%20Security%20Spending%20Making%20Us%20Safer.pdf June 22, 2012)

Interestingly, the Port Security Grant Program represents a small portion of port security money—less than a percent—and is only 0.3 percent of homeland security spending government wide. Yet, each year, the House and the Senate fight over the amount this program will receive. This year was no exception. In other words, the Port Security Grant Programs is a very political program because it is a very visible program that Congressmen like to use to show their commitment to homeland security and to their constituents.

Spending Link
Spending is unreasonable—pilot programs stopped due to costs

Their author Frantz, 7/15 (Douglas, previously chief investigator for the Senate Foreign Relations Committee, Managing Director of Kroll’s Business Intelligence Washington office, investigative reporter, 7/15/2012, “Port security: U.S. fails to meet deadline for scanning of cargo containers”, http://www.washingtonpost.com/world/national-security/port-security-us-fails-to-meet-deadline-for-scanning-of-cargo-containers/2012/07/15/gJQAmgW8mW_story.html)

Pilot programs established to scan all containers were abandoned in 2009 after the agency said costs were too high and the effort led to cargo delays and logistical problems. The current screening system relies heavily on the Customs and Border Protection agency and focuses on a small percentage of goods identified as high-risk through intelligence and analytical software. The program operates at 58 overseas ports that account for 80 percent of the cargo shipped to the United States.

Last request was for $57 billion

Thompson, 11 Commander United States Coast Guard. (Laura is a Commander, United States Coast Guard http://edocs.nps.edu/npspubs/scholarly/theses/2011/September/11Sep_Thompson.pdf U.S. MARITIME SECURITY:  SUSTAINABILITY CHALLENGES September 2011 master thesis 6/23/12)

The DHS FY12 Budget In Brief outlines the overall department budget request, in addition to a description of each agency and individual agency budget requests. The DHS FY12 budget request is $57.0 billion in total funding. DHS Secretary Napolitano’s testimony to Congress emphasized that the FY12 budget is designed to match the department’s comprehensive strategy to meet the nation’s homeland security needs. Further, her testimony referenced the QHSR and the Bottom-Up Review as the department’s efforts to align DHS programmatic activities and organizational structure to serve the department’s missions and goals better (Testimony of Secretary Janet Napolitano, 2011). The following six missions are identified in the FY12 budget, which include a sixth mission not previously identified in the QHSR or Bottom-Up Review. • Mission 1: Preventing Terrorism and Enhancing Security! • Mission 2: Securing and Managing Our Borders • Mission 3: Enforcing and Administering Our Immigration Laws • Mission 4: Safeguarding and Securing Cyberspace • Mission 5: Ensuring Resilience to Disasters • Mission 6: Providing Essential Support to National and Economic Security 21 The budget requests from the USCG, Customs and Border Protection, and Immigration and Customs Enforcement (ICE) contain requests for similar maritime capabilities, which may result in underfunding certain programs that may degrade the agency’s ability to execute the department’s missions, and ultimately, the President’s Maritime Security Strategy. 

Security Links
Identifying transportation infrastructure as a gateway and target of terrorism legitimizes the worst kinds of violence –“War on Terror” discourse proves

Reid 10 (Julian, Lecturer in International Relations, Department of War Studies, King’s College London, “On the Implications of Foucault’s Security, Territory, Population Lectures for the Analysis and Theorisation of Security in International Relations,” September, 2010, http://www.mcrg.ac.in/Development/draft_Symposium/Julian1.pdf) JD
In their responses to terrorism, liberal regimes of the present have made the protection of global architectures of circulation and infrastructure a strategic priority. The conduct of the Global War on Terror has been defined in particular by the development of strategies for the protection of ‘critical infrastructure’. In the US, for example, George W. Bush has provided a series of presidential directives in response to the attacks of September 11 for the development of what is termed a National Infrastructure Protection Plan. The response to the directive is expressed in The National Plan for Research and Development in Support of Critical Infrastructure Protection published by the US Department of Homeland Security in 2004. In Europe, the European Union is pursuing what it terms a European Programme for Critical Infrastructure Protection ‘to enhance European prevention, preparedness and response to terrorist attacks involving critical infrastructures’. The United Nations is seeking meanwhile to identify the critical infrastructure needs of member states globally, as well as continuing to ‘explore ways to facilitate the dissemination of best practices’ with regard to critical infrastructure protection. Intriguingly, the concept of the ‘rogue’ is regularly used to describe the various forms of  threat posed to critical infrastructure in the social jurisdications of liberal regimes. Not only  rogue states, but non-state ‘rogue actors’ and even pre-individual ‘rogue behaviours’ are increasingly singled out as the sources of insecurity for a global liberal order the welfare of which is conceived in circulatory and infrastructural terms. In the nineteenth century the protection of liberal order from the threats posed by ‘rogues’ involved securing life, as Derrida describes, on ‘the street, in a city, in the urbanity and good conduct of urban life’. In the twenty-first century the ‘paths of circulation’ on which rogues are feared to roam are that much more complex and require that much more insidious methods of protection. The evaluation of threats is said to require ‘detailed analysis in order to detect patterns and anomalies, understanding and modelling of human behaviour, and translation of these  sources into threat information’. It is likewise said to require the development of new technologies able to provide ‘analysis of deceptive behaviours, cognitive capabilities, the use of everyday heuristics’ and ‘the systematic analysis of what people do and where lapses do – and do not – occur’. It requires not just the surveillance and control of the social body as a whole, or of the movements and dispositions of individuals, but rather, techniques which target and seize control of life beneath the molecular thresholds of its biological functioning and existence.  

The notion that ordinary solutions fail to solve terrorism creates a space outside the domain of enforcement where terrorism is constructed as endless war that need not be viewed objectively—it elevates the issue above politics
Vultee, 07 (Fred, PhD candidate at University of Missouri-Columbia, 8/2007, “SECURITIZATION AS A THEORY OF MEDIA EFFECTS:

THE CONTEST OVER THE FRAMING OF POLITICAL VIOLENCE,” https://mospace.umsystem.edu/xmlui/bitstream/handle/10355/4792/research.pdf) JD
The threat of terrorism is a particularly appropriate place to start in the study of U.S. news framing because of the frame’s sheer utility: “Without knowing much, if anything, about the particular people, groups, issues or even places involved, the terrorist and anti-terrorist frame allows us to quickly sort out, interpret, categorize, and evaluate these conflicts” (Norris, Kern and Just, 2003, p. 11). The “war on terror,” in particular, seems able to organize “a large swath of political action” (Reese, 2007, p. 153). And because it seems likely that “media effects would be stronger when the audience is highly dependent on the news media” (Hindman, 2004, p. 39) – the immediate aftermath of the 6 September 2001 attacks being exactly such a time – an effects paradigm like framing is particularly appropriate for examining a securitization model. What broad category of framing does the securitization frame occupy? It resembles a “policy metaphor” (Lau & Schlesinger, 2005) in that it moves in two steps. The first is an understanding of what makes a frame appropriate; in short, whether the frames admitted to discussion involve the right actors and invoke, in Entman’s conception (2004), the right definitions of problems and solutions. The second is a matter of preferences: of the available choices, which is the most appropriate (Lau & Schlesinger, 2005). The framing of terrorism is hardly a new field for scholarly exploration, nor is it the sole example of securitization in news coverage. But it has continued to draw attention, and increasingly (e.g. Dunn, Moore, and Nosek, 2005) it is attention to the empirical effects of framing at the lexical level. Demonstrating such variance in framing among national media outlets is a building block in suggesting how a securitizing frame like terrorism – or, for similar purposes, immigration or illegal drugs – can be invoked and the potential rewards that a successful securitization could mean for political actors. Securitizing terrorism: Who gains and who loses? For nations and individuals alike, the levers of securitization are powerful tools. Identifying an opponent as a terrorist works to delegitimize that opponent’s political goals and thus to move the contest away from the gray areas of political contestation and toward the black-and-white world of the existential threat that is fundamental to securitization theory (Nadarajah & Sriskandarajah, 2005, p. 91). And once that frame is set at home, as in the case of Sri Lanka (Nadarajah & Sriskandarajah, 2005, pp. 98-99), domestic political actors contradict it at their own risk. Conversely, it is evident from the array of nations 7 identified as allies or partners in the “war on terror” that being on the correct side is a political blessing. Jervis (2005, p. 52) calls the opportunity of post-9/11 intelligence cooperation a “get out of jail free” card for a Sudanese government seeking to have itself removed from Washington’s list of nations that sponsor terrorism. The actor who controls the frame draws on other assets as well. The narrative version of a conflict or dispute that becomes internationalized through media coverage is likely to be the one that gains the widest acceptance, as in the narratives of “ancient hatreds” and “warring factions” that emerged during the Bosnian secession wars of the 1990s (Campbell, 1998; Nadarajah & Sriskandarajah, 2005). The utility of “war on terrorism” as a narrative is clear in the New York Post’s editorials excoriating 2004 presidential candidate John Kerry for suggesting, in effect, a desecuritization of terrorism. Just such a set of normal routines – emphasizing police work, cooperation, and intelligence gathering – has long been used to organize responses to terrorism (Jervis, 2005). But if terrorism is successfully cast as a war, Kerry becomes a 21st-century Neville Chamberlain: the sort of candidate who would seek to contain Nazism with border police and immigration laws. Kerry’s “reluctance earlier this year to call the war on terror an actual war” (Bishop, 2004), in the understanding of the pro-Bush New York Post, is more than semantic quibbling. It defines the essential characteristic that separates an unworthy candidate from one to whom the nation’s survival can be trusted. Because securitization relies on the sense that ordinary measures are insufficient for resolving a crisis, formalizing terrorism as a war is a clear example of its political usefulness: “The war against terror is about opening up a space outside the established range of police operations and judicial procedures” (Oberleitner, 2004, p. 264). 8 Securitization can be described in near-identical terms: “‘Security’ is the move that takes politics beyond the established rules of the game and frames the issue either as a special kind of politics or as above politics” (Buzan et al., 1998, p. 23). The mechanism by which securitization works this magic is derived from speech-act theory.
Rhetoric of terrorism is strategically deployed to create a sense of vulnerability within the lives of citizens 

Reid 10 (Julian, Lecturer in International Relations, Department of War Studies, King’s College London, “On the Implications of Foucault’s Security, Territory, Population Lectures for the Analysis and Theorisation of Security in International Relations,” September, 2010, http://www.mcrg.ac.in/Development/draft_Symposium/Julian1.pdf 6-7) 
The liberal conception of society as an organism comprising networks and infrastructures of relations gathered apace throughout the nineteenth and twentieth centuries, culminating in the prevailing conception of a networked world society held together and empowered economically, social, politically, and militarily by the density of its critical infrastructures. Likewise the principle that the regimes which govern such societies are vulnerable on account of their reliance on the vitality of those networked infrastructures, the principle governing Al-Qaeda’s strategy, developed simultaneously within liberal regimes themselves. This was evident not least in the development of the practice of interstate warfare. The increasing investment in the strategic value of airpower in the UK, the US, and France during the twentieth century worked on the assumption that enemies could be defeated by inflicting critical damage on the infrastructures on which their security depended. Today we see the same logic being applied not just within the domain of liberal regimes themselves, but in the violent intervention and enforced reconstruction of illiberal states and societies. The solution to Terror is presumed to lie in the destruction of illiberal regimes, in the regeneration of their socio-economic infrastructures of circulation, with a view to reinserting them into the networks of exchange and flows which constitute the global liberal polity. This is especially true of the strategies which are currently and errantly being applied to the so-called rogue states of Afghanistan and Iraq. NATO, for example, once a military alliance to protect Western European states from the geopolitical threat of the former Soviet Union, is currently engaged in a strategy which stands and falls on their ability to convince Afghanis to give up their reliance on poppy seed for an economy centred on the production of grain. The irony of this will not be lost on the reader of Security, Territory, Population. For such military strategies of the liberal present depend on precisely the same assumption that classical liberal strategies against sedition depended in the historical eras which Foucault analysed. That is the assumption that historically constituted peoples can be politically suborned and transformed into the utile stuff of population in accordance with the needs and interests of governmental regimes seeking security from those selfsame peoples.  

Cap Link
Counterterrorism policies only serve to obfuscate our underlying economic interests directly responsible for the radicalization in the first place
Zizek, 02 (Slavjov, Professor of Sociology at the Institute for Sociology @ Ljubljana University, Revolution at the Gates, p. 234-36) JD
Along the same lines, Rightist commentators like George Will also immediately proclaimed the end of the American “holiday from history” —the impact of reality shattering the isolated tower of the liberal tolerant attitude and the Cultural Studies focus on textuality. Now, we are forced to strike back, to deal with real enemies in the real world. . . . Whom, however, do we strike at? Whatever the response, it will never hit the right target, bringing us full satisfaction. The ridicule of America attacking Afghanistan cannot fail to strike us: if the greatest power in the world destroys one of the world’s poorest countries, in which peasants barely survive on barren hills, will this not be the ultimate case of impotent acting out? In many ways Afghanistan is an ideal target: a country that is already reduced to rubble, with no infrastructure, repeatedly destroyed by war for the last two decades ... we cannot avoid the surmise that the choice of Afghanistan will also be determined by economic considerations: is it not best procedure to act out one’s anger at a country for which no one cares, and where there is nothing to destroy? Unfortunately, the choice of Afghanistan recalls the anecdote about the madman who searches for a lost key beneath a streetlamp; asked why there, when he lost the key in a dark corner somewhere, he answers: “But it’s easier to search under strong light!” Is it not the ultimate irony that the whole of Kabul already looks like downtown Manhattan? To succumb to the urge to act and retaliate means precisely to avoid confronting the true dimensions of what occurred on 11 September — it means an act whose true aim is to lull us into the secure conviction that nothing has really changed. The true long-term threats are further acts of mass terror in comparison with which the memory of the WTC collapse will pale — acts that are less spectacular, but much more horrifying. What about bacteriological warfare, what about the use of lethal gas, what about the prospect of DNA terrorism (developing poisons which will affect only people who share a determinate genome)? In this new warfare, the agents claim their acts less and less publicly: not only are “terrorists” themselves no longer eager to claim responsibility for their acts (even the notorious Al Qaida did not explicitly appropriate the 11 September attacks, not to mention the mystery about the origins of the anthrax letters); “anti​terrorist” state measures themselves are draped in a shroud of secrecy; all this constitutes an ideal breeding ground for conspiracy theories and generalized social paranoia. And is not the obverse of this paranoiac omnipresence of the invisible war its desubstantialization? So, again, just as we drink beer without alcohol or coffee without caffeine, we are now getting war deprived of its substance — a virtual war fought behind computer screens, a war experienced by its participants as a video game, a war with no casualties (on our side, at least). With the spread of the anthrax panic in October 2001, the West got the first taste of this new “invisible” warfare in which — an aspect we should always bear in mind — we, ordinary citizens, are, with regard to information about what is going on, totally at the mercy of the authorities: we see and hear nothing; all we know comes from the official media. A superpower bombing a desolate desert country and, at the same time, hostage to invisible bacteria — this, not the WTC explosions, is the first image of twenty-first-century warfare. Instead of a quick acting-out, we should confront these difficult questions: what will “war” mean in the twenty-first century? Who will “they” be, if they are, clearly, neither states nor criminal gangs? Here I cannot resist the temptation to recall the Freudian opposition of the public Law and its obscene superego double: along the same lines, are not “international terrorist organizations” the obscene double of the big multi​national corporations — the ultimate rhizomatic machine, omnipresent, yet with no clear territorial base? Are they not the form in which nationalist and/or religious “fundamentalism” accommodated itself to global capital​ism? Do they not embody the ultimate contradiction, with their particular! exclusive content and their global dynamic functioning? For this reason, the fashionable notion of the “clash of civilizations” must be thoroughly rejected: what we are witnessing today, rather, are clashes within each civilization. A brief look at the comparative history of Islam and Christi​anity tells us that the “human rights record” of Islam (to use an anachronistic term) is much better than that of Christianity: in past centuries, Islam was significantly more tolerant towards other religions than Christianity. It is also time to remember that it was through the Arabs that, in the Middle Ages, we in Western Europe regained access to our Ancient Greek legacy. While I do not in any way excuse today’s horrific acts, these facts none the less clearly demon​strate that we are dealing not with a feature inscribed into Islam “as such”, but with the outcome of modern sociopolitical conditions. If we look more closely, what is this “clash of civilizations” really about? Are not all real-life “clashes” clearly related to global capitalism? The Muslim “fundamentalist” target is not only global capitalism’s corrosive impact on social life, but also the corrupt “traditionalist” regimes in Saudi Arabia, Kuwait, and so on. The most horrifying slaughters (those in Rwanda, Congo, and Sierra Leone) not only took place — and are taking place — within the same “civilization”, but are also clearly related to the interplay of global economic interests. Even in the few cases which would vaguely fit the definition of the “clash of civilisations” (Bosnia and Kosovo, southern Sudan, etc.), the shadow of other interests is easily discernible. A suitable dose of “economic reductionism” would therefore be appropriate here: instead of the endless analyses of how Islamic “fundamentalism” is intolerant towards our liberal societies, and other “clash-of-civilization” topics, we should refocus our attention on the economic background of the conflict — the clash of economic interests, and of the geopolitical interests of the United States itself (how to retain privileged links both with Israel and with conservative Arab regimes like those of Saudi Arabia and Kuwait).

States CP Solvency

State action and coordination are key to solve port trafficking
CFR, 6-22 – Council on Foreign Relations is an independent, nonpartisan membership organization, think tank, and publisher [6/22/12, “The Global Oceans Regime,” http://www.cfr.org/energyenvironment/global-oceans-regime/p21035] JD
The United Nations attempts to combat the trafficking of drugs, weapons, and humans at sea. Through the Container Control Program (PDF), the UN Office on Drugs and Crime (UNODC) assists domestic law enforcement in five developing countries to establish effective container controls to prevent maritime drug smuggling. The UNODC also oversees UN activity on human trafficking, guided by two protocols to the UN Convention on Transnational Organized Crime. Although UN activity provides important groundwork for preventing illicit maritime trafficking, it lacks monitoring and enforcement mechanisms and thus has a limited impact on the flow of illegal cargo into international ports. Greater political will, state capacity, and multilateral coordination will be required to curb illicit maritime trafficking. New ad hoc multilateral arrangements are a promising model for antitrafficking initiatives. The International Ship and Port Facility Security Code, for instance, provides a uniform set of measures to enhance the security of ships and ports. The code helps member states control their ports and monitor both the people and cargo that travel through them. In addition, the U.S.-led Proliferation Security Initiative facilitates international cooperation to interdict ships on the high seas that may be carrying illicit weapons of mass destruction, ballistic missiles, and related technology. Finally, the Container Security Initiative (CSI), also spearheaded by the United States, attempts to prescreen all containers destined for U.S. ports and identify high-risk cargo (for more information, see section on commercial shipping). One way to combat illicit trafficking is through enhanced regional arrangements, such as the Paris Memorandum of Understanding on Port State Control. This agreement provides a model for an effective regional inspections regime, examining at least 25 percent of ships that enter members' ports for violations of conventions on maritime safety. Vessels that violate conventions can be detained and repeat offenders can be banned from the memorandum's area. Although the agreement does not permit searching for illegal cargo, it does show how a regional inspections regime could be effective at stemming illegal trafficking.
Private CP Solvency

Private sector is key to solve—resources and information sharing

Chertoff, 09 (Michael, Harvard-trained lawyer serving as Senior of Counsel at Covington & Burling, the first secretary of the Department of Homeland Security, Former federal judge, Former Assistant Attorney General, “National Infrastructure Protection Plan: Partnering to enhance protection and resiliency,” http://www.dhs.gov/xlibrary/assets/nipp_executive_summary_2009.pdf) [Note: CIKR = Critical Infrastructure and Key Resources] JD
The overarching goal of the National Infrastructure Protection Plan (NIPP) is to: Build a safer, more secure, and more resilient America by preventing, deterring, neutralizing, or mitigating the effects of deliberate efforts by terrorists to destroy, incapacitate, or exploit elements of our Nation’s CIKR and to strengthen national preparedness, timely response, and rapid recovery of CIKR in the event of an attack, natural disaster, or other emergency. The NIPP provides the unifying structure for the integration of existing and future CIKR protection efforts and resiliency strategies into a single national program to achieve this goal. The NIPP framework supports the prioritization of protection and resiliency initiatives and investments across sectors to ensure that government and private sector resources are applied where they offer the most benefit for mitigating risk by lessening vulnerabilities, deterring threats, and minimizing the consequences of terrorist attacks and other manmade and natural disasters. The NIPP risk management framework recognizes and builds on existing public and private sector protective programs and resiliency strategies in order to be cost-effective and to minimize the burden on CIKR owners and operators. Protection includes actions to mitigate the overall risk to CIKR assets, systems, networks, functions, or their interconnecting links. In the context of the NIPP, this includes actions to deter the threat, mitigate vulnerabilities, or minimize the consequences associated with a terrorist attack or other incident (see Figure S-1). Protection can include a wide range of activities, such as improving security protocols, hardening facilities, building resiliency and redundancy, incorporating hazard resistance into facility design, initiating active or passive countermeasures, installing security systems, leveraging “self-healing” technologies, promoting workforce surety programs, implementing cybersecurity measures, training and exercises, business continuity planning, and restoration and recovery actions, among various others. Achieving the NIPP goal requires actions to address a series of objectives, which include: • Understanding and sharing information about terrorist threats and other hazards with CIKR partners; • Building partnerships to share information and implement CIKR protection programs; •
Implementing a long-term risk management program; and • Maximizing the efficient use of resources for CIKR protection, restoration, and recovery. These objectives require a collaborative partnership among CIKR partners, including: the Federal Government; State, local, tribal, and territorial governments; regional coalitions; the private sector; international entities; and nongovernmental organizations. The NIPP provides the framework that defines a set of flexible processes and mechanisms that these CIKR partners will use to develop and implement the national program to protect CIKR across all sectors over the long term.

