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**T-Transportation Infrastructure**

1NC

“Transportation infrastructure” is strictly defined as facilities and systems of transport --- this excludes security, law enforcement, and military support

Musick ’10 (Nathan, Microeconomic and Financial Studies Division – United States Congressional Budget Office, Public Spending on Transportation and Water Infrastructure, p. 2)
Although different definitions of "infrastructure" exist, this report focuses on two types that claim a significant amount of federal resources: transportation and water. Those types of infrastructure share the economic characteristics of being relatively capital intensive and producing services under public management that facilitate private economic activity. They are typically the types examined by studies that attempt to calculate the payoff, in terms of benefits to the U.S. economy) of the public sector's funding of infrastructure. For the purposes of CBO's analysis, "transportation infrastructure" includes the systems and facilities that support the following types of activities: ■ Vehicular transportation: highways, roads, bridges, and tunnels; ■ Mass transit subways, buses, and commuter rail; ■ Rail transport primarily the intercity service provided by Amtrak;* ■ Civil aviation: airport terminals, runways, and taxi-ways, and facilities and navigational equipment for air traffic control: and ■ Water transportation: waterways, ports, vessel*, and navigational systems. The category "water infrastructure" includes facilities that provide the following: ■ Water resources: containment systems, such as dams, levees, reservoirs, and watersheds; and sources of fresh water such as lakes and rivers; and ■ Water utilities: supply systems for distributing potable water, and wastewater and sewage treatment systems and plants. Consistent with CBO'% previous reports on public spending for transportation and water infrastructure, this update excludes spending that is associated with such infrastructure but does not contribute directly to the provision of infrastructure facilities or certain strictly defined infrastructure services. Examples of excluded spending are federal outlays for homeland security (which are especially pertinent to aviation), law enforcement and military functions (such as those carried out by the Coast Guard), and cleanup operations (such as those conducted by the Army Corps of Engineers following Hurricane Katrina in 2005).

Violation—rail security is a security program, a CAPEX excluded from “facilities and systems”

Voting issue—limits—they explode the topic and allow thousands of squirrely procedural affs to be allowed

2NC O/V

Topical affirmatives increase investment in facilities or systems of transportation, not including spending for homeland security, law enforcement, or military functions—that’s Musick. Examples include High Speed Rail, Infrastructure Bank, Bicycles, Pipelines, Mass transit, Port Dredging, and more—all areas of the topic with distinct, topic specific education. No offense for their interpretation—last year was better for this aff with surveillance capabilities, and the fact that teams read it makes researching your aff pointless and boring.

2NC C/I + Limits

1. Prefer our interpretation:

A) Intent to Define—prefer definitional evidence over aff contextual because it applies to the topic as a whole--that’s key to predictability. Predictability is a filter for education, ground, and limit--even if they create a good interpretation it won’t be adopted if it’s not predictable.

B) Qualifications—Musick studies the microeconomics of spending on transportation infrastructure for the Congressional Budget Office; he knows what is and isn’t topical based on his everyday interaction with which policies come across his desk as transportation infrastructure spending

C) Limits Disad—their interpretation explodes the topic by allowing affs that address the security of transportation infrastructure --that justifies any small procedure or protocol related aff that have no neg literature.

2. Limits outweigh and control two impacts:

A) Fairness—their interpretation inhibits competitive equity by creating an unfair research burden. The neg cannot be expected to have case specific strategies and small teams won’t be able to keep up.
B) Education—only our interpretation allows depth. That’s key to clash and testing the assumptions of the 1AC--without clash the aff never learns how to defend the 1AC, they just pull out their states cp blocks before the round starts.

3. Most predictable interpretation:

a) They decided to nix critical for the resolution and used transportation

b) Rail falls under critical infrastructure systems
Moteff and Parfomak, 04 (John and Paul, Employed by the Congressional Research Service’s Resources, Science, and Industry Division, 
“Critical Infrastructure and Key Assets: Definition and Identification,” http://www.dtic.mil/cgi-bin/GetTRDoc?Location=U2&doc=GetTRDoc.pdf&AD=ADA454016) 

Identifying and prioritizing which assets of an infrastructure are most essential to its function, or pose the most significant danger to life and property if threatened or damaged, is necessary for developing an effective protection strategy. But the scope and complexity of critical infrastructure sectors can make it a daunting task to identify which specific assets are critical. For example, a recent report by the National Research Council (NRC) characterizes the extent of the U.S. domestic transportation system, one of the critical infrastructures, as follows: The U.S. highway system consists of 4 million interconnected miles of paved roadways, including 45,000 miles of interstate freeway and 600,000 bridges. The freight rail networks extend for more than 300,000 miles and commuter and urban rail system’s cover some 10,000 miles. Even the more contained civil aviation system has some 500 commercial-service airports and another 14,000 smaller general aviation airports scattered across the country. These networks also contain many other fixed facilities such as terminals, navigation aids, switch yards, locks, maintenance bases and operation control centers. 25
4. Predictability is a pre-requisite for fairness, education, ground, and limits–even if they create a good interpretation, if it’s not predictable no one will follow it 

2NC Ext. Violation

Rail security is included in the broad category of security measures
RAND, 07 (The RAND Corporation is a nonprofit institution that helps improve policy and decision making through research and analysis, “A Framework for Planning Cost-Effective Rail Security Against a Terrorist Attack,” 
http://www.rand.org/content/dam/rand/pubs/research_briefs/2007/RAND_RB9309.pdf)
We note that some rail-attack modes are more of a concern than others. For example, the use of small explosives is a high or medium risk for most targets, while hoaxes or threats pose a risk for only a few targets. Second, some targets are more of a concern than others. For example, the target of system-operation and power infrastructure is a high or medium risk for seven of the eight attack modes. Then again, underground infrastructure is less of a target when assessed against the attack modes. How Can We Think About Protecting a Notional Rail System? In thinking about how to defend rail systems, we started with a relatively simple, notional rail network located within a major metropolitan area, consisting of five spokes of unique rail lines going directly into one hub station, with the only transfer point between these lines located at the hub station. We assumed that the notional rail-security system would have some security measures in place. Finally, we adopted a Federal Transit Administration vision of a multilayered transportation-security system, in which we defined security layers going from safeguarding the outermost perimeter to the exterior, interior, and restricted-access areas to the innermost rail-security asset, the trains. Having defined the notional system’s existing security, we identified 17 security-improvement options and assessed their relative effectiveness across the security layers. We evaluated effectiveness by assessing how well the options prevented or reduced the probability of a specific terrorist attack occurring, reduced or averted the number of passenger fatalities in the system, reduced the time necessary for system facilities and infrastructure to be restored and operations fully resumed, and minimized rail-operating revenue losses. We rated options in terms of both their incremental impact at each layer and their potential system-level contribution across layers. At the system level (integrating across layers), we identified four broad categories of cost-effective security measures for system operators to consider in terms of effectiveness for dollar metric payoffs: (1) relatively inexpensive solutions with the highest effectiveness (e.g., enhanced security training); (2) additional inexpensive solutions to consider with reasonable levels of effectiveness (e.g., installing retractable bollards at entrances and exits of the operation-control center and power plant); (3) costlier solutions with highest effectiveness (e.g., installing fixed barriers at curbsides adjacent to all entrances and passageways leading to ground-level and underground stations); and (4) relatively expensive, longer-term solutions for future consideration (e.g., rail-vehicle surveillance systems).

The plan increases investment in security programs, distinct from transportation infrastructure

Ham & Lockwood, 02 – Consultants for the American Association of State Highway and Transportation Officials (AASHTO)’s Transportation Security Task Force, Chief Analysts at Parsons Brinckerhoff (PB), one of the world's leading planning, engineering, and program and construction management organizations [Douglas B. Ham & Stephen Lockwood, 10/2002, “National Needs Assessment for Ensuring Transportation Infrastructure Security,” http://security.transportation.org/sites/security/docs/NatlNeedsAssess.pdf] JD

In order to remedy the identified shortcomings in state DOT emergency management practices, a general capacity-building program to improve emergency response capabilities has been targeted to an “average” state DOT. The components are described in Table 13 below: Table 13: Emergency Response Capacity-Building Program Program Sub-Elements Description Program Development, Management, & Oversight • Develop Modified or New Programs • Direct & Oversee Planning, Training, Exercising, & Public Information • Coordinate Diverse Stakeholders (internal & external to state DOT) • Develop Budgets • Procure Services • Manage Emergency Response Personnel • Manage Consultants & Contractors Planning (to assess general response needs & requirements) • Emergency Operations Plans • Critical Asset Identification • Vulnerability Assessment & Countermeasures • Threat Analysis • Hazards Analysis • Evacuation Planning • Traveler Information • System Surveillance & Monitoring • Asset Management • Communications Training (for awareness & more advanced response) • Develop Training • Deliver Training Exercising (for testing & practicing actual response readiness) • Develop Exercises • Deliver Exercises Public Information (for response to public concerns & needs in an emergency) • Develop Coordinated Strategies October 2002 Page 40 SAIC/Parsons Brinckerhoff National Needs Assessment for Ensuring Transportation Infrastructure Security – Contractor’s Final Report Program Sub-Elements Description Systems-Specific Planning (for expanded or new systems required to meet terrorist threats) • Traveler Information Systems • System Surveillance & Monitoring Systems • Communications Systems • Other Systems-Related to Emergency Routes • Response Assets Management Systems System Construction • Expanded or New Communications Systems • Other Communications Upgrades Operations & Maintenance • Communications Systems • Additional Security Guards • Carrying Cost of Additional Equipment and Supplies • Personal Protective Equipment Below is some additional explanation of the program sub-elements. • Program Development, Management, & Oversight: This program sub-element relates to the development of new programs for enhanced security and emergency response and their continuing management and oversight by state DOT personnel. This cost category consists entirely of state DOT personnel costs. While many state DOTs will try to use existing personnel to perform new security and emergency response functions, there will be a need to bring on personnel with different skill sets. Regardless of whether a number of new personnel are hired, there is a cost to the organization for the new security and emergency response programs, whether new hires or diversion of existing staff. This cost should be recognized. This program sub-element also covers – at least in part – the state DOT personnel time devoted to the sub-elements below such as planning and training. • Planning, Training, Exercising, and Public Information: These program subelements are grouped because they all have to do with readying state DOTS for effective emergency response when an incident occurs. In contrast to the Program Development, Management, & Oversight sub-element, costs incurred in these subelements, for purposes of this study, are assumed to be those for consultants and/or contractors. These will be experts to assist state DOTs in a range of activities including planning activities as listed in the above table, the development and delivery of training and exercises, and assistance in developing public information strategies. Some state DOTs will choose to use outside assistance in all of these areas and some in just a few, depending on the availability of in-house personnel and financial resources. • Systems-Specific Planning: Unlike the general emergency management planning described above, this program sub-element refers to planning and design for specific systems that are beneficial for emergency response. These could be the systems to provide surveillance and monitoring for bridges as well as the systems to support the second program (see Part II, Section 4, Program for Enhancement of Traffic October 2002 Page 41 SAIC/Parsons Brinckerhoff National Needs Assessment for Ensuring Transportation Infrastructure Security – Contractor’s Final Report Management Capabilities). Planning for effective communications systems would also be included here. • Communications: In Sections 3 and 4, the major capital costs associated with state DOT security programs were defined, including infrastructure countermeasures and highway emergency management systems. This sub-element focuses on the necessity for robust, redundant, and interoperable communications during response to a significant incident. The states and state DOTs are in different stages of progress in their development of communications systems. Some have sophisticated radio systems that fully enable statewide coverage; others have antiquated radio systems with limited coverage or other problems. Interoperability between the various state communications systems is often lacking. Funding for statewide systems can cost several hundred million dollars, while a state DOT system can cost in the tens of millions. Spectrum availability is also an issue. The costs related to the construction of communications systems are primarily assumed to be those for hardware, software, and consultant/contractor time. • Other Operations and Maintenance: This program sub-element includes non-capital costs of such items as maintaining communications systems and the cost of additional security guards to observe and guard certain critical assets such as TMCs. For purposes of this study, many of these costs are assumed to be incurred by consultants and/or contractors working for state DOTs, e.g., security guards. The cost of personal protective equipment is also included because it is a relatively low cost item in small quantities. Note, however, that the costs can quickly rise if purchased in-bulk.

**Case**

1NC Terrorism

1. No train attacks—empirics disprove their fear-mongering authors
Moore ’11 (Michael, Journalist for Miller-McCune, 5/11/2011, “Terrorist Attacks on Railroads Would Be Difficult,” http://www.psmag.com/politics/terrorist-threat-of-wrecking-the-railroad-really-hard-31033/)
Past experiences suggest that terrorists who want to derail a train are facing a much more complex task than just leaving a penny on the rail. Since the discovery of notes confiscated after the Osama bin Laden raid that detailed ideas for derailing trains, concern has been raised about the vulnerability of America's rail system, never mind its high-speed rail aspirations. But derailing a train isn't as easy as it may seem, and the concern may be an overreaction. A Polish 14-year-old caused a lot of damage in downtown Lodz three years ago by rigging a TV remote control that let him switch track points on the city’s tram system. He derailed four trains and injured dozens of people. “He treated it like any other schoolboy might a giant train set,” Miroslaw Micor, a police spokesman in Lodz, said at the time. “But it was lucky nobody was killed.” Since the raid on Osama bin Laden’s house in Pakistan uncovered some notes about a future vision of derailed American trains, it’s worth remembering that the idea isn’t terribly new. America’s huge rail network — never mind the ambitious high-speed lines yet to be built — would be vulnerable for obvious reasons, and some critics have complained for months that Obama’s expensive high-speed rail dreams would be wide-open targets for al-Qaeda. But news outlets and politicians have overreacted, and a report from last year by the Mineta Transportation Institute gives a number of good reasons why derailment disasters are so rare. EUROPEAN DISPATCH Michael Scott Moore complements his standing feature in Miller-McCune magazine with frequent posts on the policy challenges and solutions popping up on the other side of the pond. The main reason is that blowing up a track is tougher than it sounds. “Getting a bomb to go off at the right time is difficult,” write the Mineta study authors. “Timers are unreliable if the trains do not run precisely on time, and pressure triggers do not always work.” Sabotaging the switching points — the Polish kid’s method — would be more reliable, but it takes more cleverness. Mechanical sabotage of all kinds (high- and low-tech) derailed trains with 76 percent success rate in the Mineta report’s samples — but it was much more rare than setting bombs. Only 25 out of the sample of 181 derailment attempts were acts of mechanical sabotage. In 1995, an Algerian terrorist group called the Groupe Islamique Armé tried to bomb a line of the TGV, France’s high-speed rail, near Lyon. It was an attack with al-Qaeda-like aspirations. “The psychological effect of an explosion on the train would have been enormous,” the Mineta study points out. “France’s TGV was the first high-speed rail system in Europe and today remains a source of national pride.” The bomb misfired, and the suspect eventually died in a shootout with police. French officials knew the GIA wanted to cause mayhem any way it could — including hijacking an airliner meant to smash into the Eiffel Tower a few months before. But officials resisted the urge to post metal detectors at all French train stations and force millions of passengers to take off belts and shoes. Instead, they doubled the number of inspectors sweeping the rails every morning for bombs. “French authorities … emphasize the importance of deploying limited resources in ways that terrorists cannot predict, persuading them that they face a high risk of being apprehended,” write the Mineta authors. “The French also place great importance on intelligence operations to monitor the activities of groups and individuals engaged in terrorist radicalization and recruiting.” The point is that airport-style security would ruin everything good about a high-speed train, so light security lines have remained the rule with European rail. Terrorism has been a steady risk in Europe for decades, but even where authorities screen baggage — on some French, Spanish, and British high-speed lines — the wait tends to be quick. Which doesn’t stop some American security experts, like Dr. Seyom Brown in the Texas news report linked here, from urging full screening of passengers even on light-rail systems like Dallas-Area Rapid Transit. “I don’t like it, but those are such vulnerable targets. I hope we don’t have to wait for an attack to occur before we start doing that,” Brown told WFAA News in Dallas last week. “… If it’s somebody getting on a train with a suicide vest, a bomb vest, right now, we don’t have very effective screening of people who are getting on trains.” The dirty secret, of course, is that full security on any train system is impossible. Intriguingly, the Mineta study looked at 181 derailing attempts around the world since 1920 and found a full third of them in “South Asia” — India, Sri Lanka, Pakistan. “The deadliest attacks have occurred in the developing countries,” says the report, probably because poor nations lack the budget to sweep and patrol their train systems. So the idea of an American train disaster didn’t have to dawn on bin Laden from headlines about Washington’s push for high-speed rail; in fact his imagination didn’t have to wander far at all.

2. Status quo regulations solve
Simkins ’11 (Chris, Journalist for VOA, 5/10/2011, “US Railroads, Passenger Trains on Guard Against Terrorist Threats”, http://www.voanews.com/content/us-railroads-passenger-trains-on-guard-against-terrorist-threats-121651519/174705.html)

The U.S. military raid on Osama bin Laden's hideout in Pakistan reportedly turned up plans by al-Qaida to attack U.S. trains. Security has been heightened in and around the nation's trains and subway systems. Authorities are turning to dogs, so called K-9 units, to guard against possible terrorist attacks among security measures. K-9 is an abbreviation for the word canine. This chocolate Labrador Retriever named Levy is a bomb sniffing dog. He is trained to find explosives hidden in bags and suitcases. Levy is one of the dogs that make up Amtrak's 48 K-9 units. They are on the frontline of protecting some of the 78,000 people who ride the nation's intercity passenger railroad everyday. Amtrak Police Inspector William Parker. "These dogs are the first line of defense and we have been doing this since 2007 when we expanded our program," said Parker. "They ride the trains, check unattended bags and go to suspicious calls to determine if it is suspicious or not." Fifteen of the dogs are specifically trained to detect explosives on suicide bombers. Besides taking train rides, bomb sniffing dogs are on patrol at the nation's largest train stations. Parker says the K-9 units are making a difference. "Well, if a bomb dog does a 150 searches a month and nothing blows up that means he did a good job," he said. Bomb sniffing dogs also are used to protect commuter rail systems in major cities. But train bombings like the one in Madrid in 2004 that killed 191 people and the subway bombing in London in 2005 underscore how vulnerable passenger trains are to a terrorist attack. Richard Maloney is a spokesman for Philadelphia's transit system. "We understand the vulnerabilities of an open public transportation system which has to remain open so we can function," said Maloney. "So people can get to work and school." U.S. law enforcement officials say intelligence gathered from Osama bin Laden's house showed al-Qaida has considered attacking the U.S. rail system on the 10th anniversary of the September 11th terrorist attacks. Officials say al-Qaida's plan also called for tampering with train tracks, hoping to send a train off a bridge or into a valley. Richard Clarke is a counterterrorism analyst. "You cannot guard hundreds of miles of track," said Clarke. "And if they [the terrorists] can get to one location that is not well guarded and put explosives on it, do something to cause the train to derail that is a lot easier than going after an aircraft." Kevin Lynch, a former freight rail police chief, agrees. He says a terrorist attack on the U.S. rail network could disrupt commerce across the country. "The targeting of the railroad infrastructure itself is a much smarter move on the part of the terrorists, because you get more bang for the buck," said Lynch. Law enforcement officials are promising heightened vigilance in order to thwart any attempt by al-Qaida to attack the nation's railroads or commuter trains.   

3. No impact to successful attack—shipments can be rerouted
Capra ‘6 (Gregory, Chief of the Program Management Office @ the Air Force Center for Environmental Excellence, Bachelor’s degree in Civil Engineering from Colorado, Master’s in Strategic Studies from Air War College, 12/2006, “Protecting Critical Rail Infrastructure,” http://cpc.au.af.mil/PDF/monograph/criticalrailinfrastructure.pdf)
A major attack on the freight system would have local and regional impacts but would be unlikely to have a significant economic impact on a national level. The resiliency of the freight rail system was best shown after the 1993 Midwest flood and 2005 Hurricane Katrina. These catastrophic events covered several states but the railroads were able to reroute shipments through other nodes. According to the Association of American Railroads, “Katrina’s damage to rail infrastructure affected six of the seven major railroads and Amtrak. The railroads diverted freight to other routes, going through a number of other gateways, including Memphis, Nashville, Montgomery, St. Louis and Chicago.”61 The worst damage was along the 100-mile line between Pascagoula, Mississippi, and New Orleans, Louisiana.62 Michael Ward, chairman, president and chief executive officer of CSXT said, “The physical impact to our rail infrastructure, while significant, is confined to a relatively small segment of our 22,000 mile network.”63 Another example is the Howard Street Tunnel derailment in the center of Baltimore. The derailment blocked CSX’s only direct route from Florida to New York. The company placed low priority shipments on hold and worked with Norfolk Southern to reroute time sensitive shipments through Harrisburg, Pennsylvania. However, this added up to an extra 36 hours per shipment. The freight rail systems also support the Railroads for National Defense Program which ensures DoD has strategic rail mobility when it is needed. DoD classifies more than 30,000 miles of commercial rail lines, called the Strategic Rail Network, as critical for strategic mobility and shipments of munitions. The Military Surface Deployment and Distribution Command Transportation Engineering Agency manages the Railroads for National Defense Program and the Strategic Rail Network. They worked with the Federal Railroad Administration, state rail planners, installations, and commercial railroads in developing and coordinating the Strategic Rail Network and Strategic Rail Network connector lines.64 In the event of a national emergency, the railroads can give the military first priority to the Strategic Rail Network by restricting shipment of lower priority commercial customers. While Figure 5 shows potential choke points in the system, it also shows the redundancy of the network. If a node or corridor is disrupted, shipments can be rerouted through a different node.
4. No risk of a bioterror attack, and there won’t be retaliation - your evidence is hype

Matishak 10 (Martin, Global Security Newswire, “U.S. Unlikely to Respond to Biological Threat With Nuclear Strike, Experts Say,” 4-29, http://www.globalsecuritynewswire.org/gsn/nw_20100429_7133.php)

WASHINGTON -- The United States is not likely to use nuclear force to respond to a biological weapons threat, even though the Obama administration left open that option in its recent update to the nation's nuclear weapons policy, experts say (See GSN, April 22).  "The notion that we are in imminent danger of confronting a scenario in which hundreds of thousands of people are dying in the streets of New York as a consequence of a biological weapons attack is fanciful," said Michael Moodie, a consultant who served as assistant director for multilateral affairs in the U.S. Arms Control and Disarmament Agency during the George H.W. Bush administration. Scenarios in which the United States suffers mass casualties as a result of such an event seem "to be taking the discussion out of the realm of reality and into one that is hypothetical and that has no meaning in the real world where this kind of exchange is just not going to happen," Moodie said this week in a telephone interview. "There are a lot of threat mongers who talk about devastating biological attacks that could kill tens of thousands, if not millions of Americans," according to Jonathan Tucker, a senior fellow with the James Martin Center for Nonproliferation Studies. "But in fact, no country out there today has anything close to what the Soviet Union had in terms of mass-casualty biological warfare capability. Advances in biotechnology are unlikely to change that situation, at least for the foreseeable future." No terrorist group would be capable of pulling off a massive biological attack, nor would it be deterred by the threat of nuclear retaliation, he added. The biological threat provision was addressed in the Defense Department-led Nuclear Posture Review, a restructuring of U.S. nuclear strategy, forces and readiness. The Obama administration pledged in the review that the United States would not conduct nuclear strikes on non-nuclear states that are in compliance with global nonproliferation regimes. However, the 72-page document contains a caveat that would allow Washington to set aside that policy, dubbed "negative security assurance," if it appeared that biological weapons had been made dangerous enough to cause major harm to the United States. "Given the catastrophic potential of biological weapons and the rapid pace of biotechnology development, the United States reserves the right to make any adjustment in the assurance that may be warranted by the evolution and proliferation of the biological weapons threat and U.S. capacities to counter that threat," the posture review report says. The caveat was included in the document because "in theory, biological weapons could kill millions of people," Gary Samore, senior White House coordinator for WMD counterterrorism and arms control, said last week after an event at the Carnegie Endowment for International Peace. Asked if the White House had identified a particular technological threshold that could provoke a nuclear strike, Samore replied: "No, and if we did we obviously would not be willing to put it out because countries would say, 'Oh, we can go right up to this level and it won't change policy.'" "It's deliberately ambiguous," he told Global Security Newswire. The document's key qualifications have become a lightning rod for criticism by Republican lawmakers who argue they eliminate the country's previous policy of "calculated ambiguity," in which U.S. leaders left open the possibility of executing a nuclear strike in response to virtually any hostile action against the United States or its allies (see GSN, April 15). Yet experts say there are a number of reasons why the United States is not likely to use a nuclear weapon to eliminate a non-nuclear threat. It could prove difficult for U.S. leaders to come up with a list of appropriate targets to strike with a nuclear warhead following a biological or chemical event, former Defense Undersecretary for Policy Walter Slocombe said during a recent panel discussion at the Hudson Institute. "I don't think nuclear weapons are necessary to deter these kinds of attacks given U.S. dominance in conventional military force," according to Gregory Koblentz, deputy director of the Biodefense Graduate Program at George Mason University in Northern Virginia. "There's a bigger downside to the nuclear nonproliferation side of the ledger for threatening to use nuclear weapons in those circumstances than there is the benefit of actually deterring a chemical or biological attack," Koblentz said during a recent panel discussion at the James Martin Center. The nonproliferation benefits for restricting the role of strategic weapons to deterring nuclear attacks outweigh the "marginal" reduction in the country's ability to stem the use of biological weapons, he said. In addition, the United States has efforts in place to defend against chemical and biological attacks such as vaccines and other medical countermeasures, he argued. "We have ways to mitigate the consequences of these attacks," Koblentz told the audience. "There's no way to mitigate the effects of a nuclear weapon." Regardless of the declaratory policy, the U.S. nuclear arsenal will always provide a "residual deterrent" against mass-casualty biological or chemical attacks, according to Tucker. "If a biological or chemical attack against the United States was of such a magnitude as to potentially warrant a nuclear response, no attacker could be confident that the U.S. -- in the heat of the moment -- would not retaliate with nuclear weapons, even if its declaratory policy is not to do so," he told GSN this week during a telephone interview. Political Benefits Experts are unsure what, if any, political benefit the country or President Barack Obama's sweeping nuclear nonproliferation agenda will gain from the posture review's biological weapons caveat. The report's reservation "was an unnecessary dilution of the strengthened negative security and a counterproductive elevation of biological weapons to the same strategic domain as nuclear weapons," Koblentz told GSN by e-mail this week. "The United States has nothing to gain by promoting the concept of the biological weapons as 'the poor man's atomic bomb,'" he added. 

5. Hazmat terror near-to-impossible – can’t locate the specific tankcars

Toffler, ‘07

[Toffler Associates, white house correspondent, Fortune 500 association, advisory firm for public-private sector organization, 2007 <http://www.toffler.com/docs/Creating-a-Secure-Future.pdf>]
But the fluid nature of the schedule of train movements, ¶ railcar on-loads and off-loads, and so on belies the ¶ idea that tracking trains through the nationwide ¶ system would be straightforward even for relatively ¶ sophisticated terrorists. Even if they could determine the ¶ presence of a specific cargo on a specific train, choosing ¶ an opportune specific time would be extremely difficult ¶ because of the many unplanned changes in scheduled ¶ daily train operations. Once each train begins its ¶ journey, the certainty and predictability of its location ¶ in the system diminishes, in some cases rapidly. Trains ¶ get behind schedule, or ahead of schedule, as they make ¶ frequent stops in rail yards to pick up additional railcars ¶ and drop off others for delivery to their ultimate ¶ destinations.¶ 9¶ In fact, on average, trains wind up ahead ¶ or behind the intended schedule approximately 40-80% ¶ of the time,¶ 10¶ making it difficult for an attacker to know ¶ with confidence that a particular tankcar loaded with ¶ chlorine or other TIH substances will be where they ¶ want it to be in order to mount an attack. In contrast, ¶ the scheduling imprecision of passenger rail is not ¶ nearly the same concern for the would-be attacker. ¶ Because each passenger train will carry innocent ¶ citizens, it matters little in their horrific calculus if they ¶ miss the opportunity to attack any particular one.¶ Terrorists in search of TIH railcars in the dynamic freight ¶ rail system certainly have more clues available to them ¶ than someone searching for the needle in the haystack. ¶ For one thing, the cars are “advertised” as they wind¶ their way through the system – by law, railcars carrying ¶ TIH or other hazmats are marked with symbols that ¶ convey the contents of the cargo (see Figure 2).¶ 11¶ ¶ These ¶ markings are vital for firefighters, safety personnel, and ¶ others to know at a glance what they are dealing with in ¶ the event of an emergency situation involving a railcar. ¶ Of course, it is open knowledge, including to terrorists, ¶ what these symbols look like and what they mean, and ¶ so anyone can tell which cars are carrying TIH and ¶ which are not. But the fact that TIH tankcars are marked ¶ only makes them easier to recognize, it doesn’t make ¶ it any easier to find these recognizable cars among the ¶ thousands of other cars moving across the nation on ¶ any given day. Moreover, there is no way for the terrorist ¶ to know from the presence of the placard whether a ¶ particular tankcar is loaded with TIH or empty. ¶ Another “clue” is routing. TIH tankcars routinely ¶ travel from known origin locations (the relatively small ¶ number of facilities in the U.S. that manufacture TIH ¶ substances) along known routes to known end-userrelated destinations (such as factories in industries ¶ that rely on these chemicals to manufacture their own ¶ products).¶ 12
6. Plan only reinforces using trains, that undermines progress on reducing emissions

MTS, ‘12

[Magnetic Transport Systems affiliated with Shapery Enterprises – a limited liability corporation/partnership operating company, 2012, <http://www.magnetictransportsystems.com/challenge.shtml>]

Global warming is a fact that we must face and act responsibly or our existence as we know it will cease. Freight and passenger transportation has been determined to be a major contributor to the warming of the environment. Freight transport by train is the most economical way to move large amounts of freight for long distances. However it is polluting and getting worse as freight train traffic has doubled in the last 35 years. According to the EPA's most recent data, by 2030, trains will emit almost twice as much soot as trucks. By 2030, the EPA estimates that trains will be responsible for about one-third of all particulate pollution in the air from the transportation sector, unless solutions are found. Communities located near Ports and rail yards experience the highest levels of pollution. Today trains release levels of smog-forming oxides of nitrogen called NOX comparable to 120 coal-fired power plants. In Chicago, for example, locomotives discharged as much NOX into the air in one year as 25 million cars meeting today's automotive emission standards. ¶ According to the Texas Commission on Environmental Quality, marine vessels and trains in the Houston-Galveston area, accounted for 41 percent of the region's off-road nitrogen oxide pollution in 2002.¶ The California Air Resources Board analyzed diesel pollution from the Roseville Rail Yard, the largest service and maintenance rail yard in the West. The study found that the cancer risk level nearly doubled for these residents. ¶ A 2007 study done by the California Air Resources Board, determined that 3,700 premature deaths per year occurred in the Los Angeles Basin as a direct result of pollution caused by ships, rail and trucks involving the Long Beach and Los Angeles Ports. Additionally 980,000 work days per year are also lost. To quote the Air Resources Board “The Californians who live near ports, rail yards and high traffic corridors, are subsidizing the goods movement sector with their health.¶ According to the Natural Resources Defense Council… “locomotives are among the most dangerous and pervasive sources of air pollution in the United States”. ¶ Diesel locomotives are really nothing more than mobile electric generating plants burning diesel fuel to run electric generators that drive electric motors connected to the locomotives wheels. These rolling electric power plants consume three times more fossil fuel per kilowatt hour of electric energy produced than a stationary power plant. In addition diesel locomotives produce between 140 and 273 times more NOX and particulate pollution than a power plant. On the other side is the diesel truck transportation system which creates more pollution per pound of transported materials than train locomotives.¶ Any attempt to improve the negative impacts of the transportation systems pollution is offset by the increase in traffic. Efforts that decrease pollution while the amount of traffic increases at a faster rate is not the answer. What is needed is a 100% SOLUTION.

7. Nuclear energy fading out – Fukushima, rising costs and stricter regulations

Koebler (their card), ‘12

[Jason Koebler, staff writer, 3/20/12, US News <http://www.usnews.com/news/articles/2012/03/30/expert-nuclear-power-is-on-its-deathbed?page=2>]
After the Fukushima power plant disaster in Japan last year, the rising costs of nuclear energy could deliver a knockout punch to its future use in the United States, according to a researcher at the Vermont Law School Institute for Energy and the Environment.¶ "From my point of view, the fundamental nature of [nuclear] technology suggests that the future will be as clouded as the past," says Mark Cooper, the author of the report. New safety regulations enacted or being considered by the U.S. Nuclear Regulatory Commission would push the cost of nuclear energy too high to be economically competitive.¶ The disaster insurance for nuclear power plants in the United States is currently underwritten by the federal government, Cooper says. Without that safeguard, "nuclear power is neither affordable nor worth the risk. If the owners and operators of nuclear reactors had to face the full liability of a Fukushima-style nuclear accident or go head-to-head with alternatives in a truly competitive marketplace, unfettered by subsidies, no one would have built a nuclear reactor in the past, no one would build one today, and anyone who owns a reactor would exit the nuclear business as quickly as possible."¶ [See Photos of Japan Before and After the Japanese Earthquake]¶ That government backing of nuclear energy is starting to change after the Fukushima meltdown. Even the staunchest nuclear advocates say that with new technologies, nuclear power can always be made safer, but nothing can offer a guarantee against a plant meltdown.¶ "In the wake of a severe nuclear accident like Fukushima, the attention of policymakers, regulators, and the public is riveted on the issue of nuclear safety," the report says. "The scrutiny is so intense that it seems like the only thing that matters about nuclear reactors is their safety."¶ Although several reports by nonpartisan groups have reinforced the perception that America's nuclear reactors aren't in danger of a meltdown, the public is wary. Earlier this month, an analysis of Fukushima by the American Nuclear Society blamed Japan's regulatory oversight and reaction to the meltdown for magnitude of the disaster. According to Michael Corradini, a co-author of that report, "things are acceptable going forward in the States."

Ext. No Attack

No rail terrorism—empirically denied and difficult
Moore ’11 (Michael, Journalist for Miller-McCune, 5/11/2011, “Terrorist Attacks on Railroads Would Be Difficult,” http://www.psmag.com/politics/terrorist-threat-of-wrecking-the-railroad-really-hard-31033/)

Since the raid on Osama bin Laden’s house in Pakistan uncovered some notes about a future vision of derailed American trains, it’s worth remembering that the idea isn’t terribly new. America’s huge rail network — never mind the ambitious high-speed lines yet to be built — would be vulnerable for obvious reasons, and some critics have complained for months that Obama’s expensive high-speed rail dreams would be wide-open targets for al-Qaeda. But news outlets and politicians have overreacted, and a report from last year by the Mineta Transportation Institute gives a number of good reasons why derailment disasters are so rare. The main reason is that blowing up a track is tougher than it sounds. “Getting a bomb to go off at the right time is difficult,” write the Mineta study authors. “Timers are unreliable if the trains do not run precisely on time, and pressure triggers do not always work.” Sabotaging the switching points — the Polish kid’s method — would be more reliable, but it takes more cleverness. Mechanical sabotage of all kinds (high- and low-tech) derailed trains with 76 percent success rate in the Mineta report’s samples — but it was much more rare than setting bombs. Only 25 out of the sample of 181 derailment attempts were acts of mechanical sabotage. 

1NC Solvency

1. Broad rail security is impossible
Wilson et. al., ‘07

[Jeremy M. Wilson: PH. D in public administration, associate director for research and associate professor in School of criminal justice at MSU, associate director of center on quality policing at RAND, Brian A. Jackson: senior physical scientist, public policy M.A. at George Washington University, Mel Eisman: senior cost analysis, MSIE in operations research, Paul Steinberg: communications analyst, K. Jack Riley: vice president of RAND national security research division, director of RAND National Defense Research Institute, Ph. D in public policy analysis, RAND Corporation – a nonprofit research organization program for objective analysis of public-private sectors, with the endorsement of the National Institute of Justice, 2007, RAND Homeland Security Program <http://www.rand.org/pubs/monographs/2007/RAND_MG705.pdf>]
The physical features and environments of rail systems also make them diﬃcult to ¶ secure. Rail systems vary in age, design, and usage of above- and below-ground infrastructure. This often makes retroﬁtting rail systems to include new security technology, which is diﬃcult and costly. For example, retractable bollards may be a desirable ¶ measure to implement at rail power-plant entrance and exit access points. However, ¶ even though the cost to procure bollards is relatively low, installing them can be expensive, if not impossible, depending on the composition of the ground infrastructure ¶ immediately below their desired placement. If the operation of bollards is not properly ¶ coordinated with security, they can also diminish emergency access when the situation ¶ arises, which highlights the need to consider carefully the potential trade-oﬀ between ¶ each security-improvement beneﬁt while maintaining the more desirable, operational ¶ features of rail systems, such as easy access, privacy, eﬃciency, and ease of use.¶ 5

**Links + CP Solvency**
Politics Link

Rail securitization unpopular – logistical difficulties and authority conflicts

Friedman, ‘05

[Lisa Friedman, Long Beach Press Telegram, Brotherhood of Locomotive Engineers and Trainmen – a division of the Rail Conference of the International Brotherhood of Teamsters, 7/7/2005 <http://www.ble-t.org/pr/news/headline.asp?id=13953>]
WASHINGTON, D.C. -- More than a year since declaring the deadly Madrid train bombings a "wake-up call' about the need for tighter rail security in the U.S., Congress has failed to pass far-reaching legislation safeguarding the nation's bus, train and subway systems.¶ Among the stymied measures was a $1.1 billion plan sponsored by Sen. John McCain, R-Ariz., to protect the railroads running through Los Angeles and other urban centers. His bill, which passed the Senate but stalled in the House, also would have required the Department of Homeland Security to develop a plan to improve rail security nationally.¶ A separate bill would have authorized $3.5 billion over three years for rail and bus security. That one fell victim to a turf battle between the Transportation and Homeland Security departments over who had the authority to dole out grants.¶ California Sen. Barbara Boxer, who co-sponsored McCain's legislation, blasted Congress' failure to act on rail security.¶ "This administration, and I have to say, this Congress, just doesn't take it seriously enough," Boxer told National Public Radio.¶ The attack in London, she said, "should be another horrific reminder that we have not done enough to protect our transit systems, our ports, our landmarks, nuclear power plants, chemical plants, water systems."¶ William Millar, president of the American Public Transportation Association, said federal funding for rail security has been "woefully inadequate."¶ Millar noted that Congress has given public transportation $250 million in security funding since the Sept. 11, 2001 attacks, compared with $18.1 billion for airline security.¶ Regional lawmakers disputed his assessment.¶ "We're doing everything humanly possible," said Rep. Gary Miller, R-Diamond Bar, who sits on the House Transportation Committee.¶ He called rail and airline security "apples and oranges," and said the terrifying ability to use an airplane as a missile is just one reason why that industry needs more help from Congress.¶ Still, Miller noted that the public transportation systems have spent $2 billion to improve security since Sept. 11, 2001. In addition to federal grants the Transportation Security Administration also has issued a host of new rail security rules.¶ Rep. Adam Schiff, D-Pasadena, agreed that rail systems have already seen improvement.¶ Jim Berard, Democratic spokeswoman for the House Transportation Committee, said the logistical difficulties in protecting subways and train stations is a top reason for congressional inaction.¶ "Can you imagine having to have a magnetometer at every bus stop?" he said. "To that extent, it's one reason why we haven't tackled it. It's just so daunting."¶ 

Spending Link
Rail securitization massively expensive – but even that wouldn’t provide complete protection

Stoller, ‘10

[Gary Stoller, USA Today travel editor/reporter, 12/27/2010, USA Today <http://www.usatoday.com/money/industries/travel/2010-12-27-railsecurity27_CV_N.htm>]
Perhaps the only way to make subway and rail cars secure is to screen every passenger similar to what the TSA and its 50,000 screeners and some private contractors do at airports.¶ And some passengers, such as Carl Woodin of Maple Glen, Pa., say they wouldn't mind it. He says security was poor during the 24 trips he took this year on subway, Amtrak and other trains.¶ "I always thought that a terrorist could very easily board a New Jersey Transit or Amtrak train on the Northeast Corridor and demolish New York's Penn Station and Madison Square Garden," says Woodin, president of a multimedia company.¶ But security analysts say screening all subway and rail passengers is impractical and too costly. And the TSA "is not considering" requiring it, the agency said in a written response to USA TODAY questions.¶ "Mass transit systems in the U.S. are vast, a literal black hole," says James Carafano, a homeland security expert at The Heritage Foundation, a conservative Washington think tank. "They would consume every cent we spend on homeland security, and there still would be vast vulnerabilities."

Security Links

Identifying transportation infrastructure as a gateway and target of terrorism legitimizes the worst kinds of violence –“War on Terror” proves

Reid 10 (Julian, Lecturer in International Relations, Department of War Studies, King’s College London, “On the Implications of Foucault’s Security, Territory, Population Lectures for the Analysis and Theorisation of Security in International Relations,” September, 2010, http://www.mcrg.ac.in/Development/draft_Symposium/Julian1.pdf) JD

In their responses to terrorism, liberal regimes of the present have made the protection of global architectures of circulation and infrastructure a strategic priority. The conduct of the Global War on Terror has been defined in particular by the development of strategies for the protection of ‘critical infrastructure’. In the US, for example, George W. Bush has provided a series of presidential directives in response to the attacks of September 11 for the development of what is termed a National Infrastructure Protection Plan. The response to the directive is expressed in The National Plan for Research and Development in Support of Critical Infrastructure Protection published by the US Department of Homeland Security in 2004. In Europe, the European Union is pursuing what it terms a European Programme for Critical Infrastructure Protection ‘to enhance European prevention, preparedness and response to terrorist attacks involving critical infrastructures’. The United Nations is seeking meanwhile to identify the critical infrastructure needs of member states globally, as well as continuing to ‘explore ways to facilitate the dissemination of best practices’ with regard to critical infrastructure protection. Intriguingly, the concept of the ‘rogue’ is regularly used to describe the various forms of  threat posed to critical infrastructure in the social jurisdications of liberal regimes. Not only  rogue states, but non-state ‘rogue actors’ and even pre-individual ‘rogue behaviours’ are increasingly singled out as the sources of insecurity for a global liberal order the welfare of which is conceived in circulatory and infrastructural terms. In the nineteenth century the protection of liberal order from the threats posed by ‘rogues’ involved securing life, as Derrida describes, on ‘the street, in a city, in the urbanity and good conduct of urban life’. In the twenty-first century the ‘paths of circulation’ on which rogues are feared to roam are that much more complex and require that much more insidious methods of protection. The evaluation of threats is said to require ‘detailed analysis in order to detect patterns and anomalies, understanding and modelling of human behaviour, and translation of these  sources into threat information’. It is likewise said to require the development of new technologies able to provide ‘analysis of deceptive behaviours, cognitive capabilities, the use of everyday heuristics’ and ‘the systematic analysis of what people do and where lapses do – and do not – occur’. It requires not just the surveillance and control of the social body as a whole, or of the movements and dispositions of individuals, but rather, techniques which target and seize control of life beneath the molecular thresholds of its biological functioning and existence.  

The notion that ordinary solutions fail to solve terrorism creates a space outside the domain of enforcement where terrorism is constructed as endless war that need not be viewed objectively—it elevates the issue above politics

Vultee, 07 (Fred, PhD candidate at University of Missouri-Columbia, 8/2007, “SECURITIZATION AS A THEORY OF MEDIA EFFECTS:

THE CONTEST OVER THE FRAMING OF POLITICAL VIOLENCE,” https://mospace.umsystem.edu/xmlui/bitstream/handle/10355/4792/research.pdf) JD

The threat of terrorism is a particularly appropriate place to start in the study of U.S. news framing because of the frame’s sheer utility: “Without knowing much, if anything, about the particular people, groups, issues or even places involved, the terrorist and anti-terrorist frame allows us to quickly sort out, interpret, categorize, and evaluate these conflicts” (Norris, Kern and Just, 2003, p. 11). The “war on terror,” in particular, seems able to organize “a large swath of political action” (Reese, 2007, p. 153). And because it seems likely that “media effects would be stronger when the audience is highly dependent on the news media” (Hindman, 2004, p. 39) – the immediate aftermath of the 6 September 2001 attacks being exactly such a time – an effects paradigm like framing is particularly appropriate for examining a securitization model. What broad category of framing does the securitization frame occupy? It resembles a “policy metaphor” (Lau & Schlesinger, 2005) in that it moves in two steps. The first is an understanding of what makes a frame appropriate; in short, whether the frames admitted to discussion involve the right actors and invoke, in Entman’s conception (2004), the right definitions of problems and solutions. The second is a matter of preferences: of the available choices, which is the most appropriate (Lau & Schlesinger, 2005). The framing of terrorism is hardly a new field for scholarly exploration, nor is it the sole example of securitization in news coverage. But it has continued to draw attention, and increasingly (e.g. Dunn, Moore, and Nosek, 2005) it is attention to the empirical effects of framing at the lexical level. Demonstrating such variance in framing among national media outlets is a building block in suggesting how a securitizing frame like terrorism – or, for similar purposes, immigration or illegal drugs – can be invoked and the potential rewards that a successful securitization could mean for political actors. Securitizing terrorism: Who gains and who loses? For nations and individuals alike, the levers of securitization are powerful tools. Identifying an opponent as a terrorist works to delegitimize that opponent’s political goals and thus to move the contest away from the gray areas of political contestation and toward the black-and-white world of the existential threat that is fundamental to securitization theory (Nadarajah & Sriskandarajah, 2005, p. 91). And once that frame is set at home, as in the case of Sri Lanka (Nadarajah & Sriskandarajah, 2005, pp. 98-99), domestic political actors contradict it at their own risk. Conversely, it is evident from the array of nations 7 identified as allies or partners in the “war on terror” that being on the correct side is a political blessing. Jervis (2005, p. 52) calls the opportunity of post-9/11 intelligence cooperation a “get out of jail free” card for a Sudanese government seeking to have itself removed from Washington’s list of nations that sponsor terrorism. The actor who controls the frame draws on other assets as well. The narrative version of a conflict or dispute that becomes internationalized through media coverage is likely to be the one that gains the widest acceptance, as in the narratives of “ancient hatreds” and “warring factions” that emerged during the Bosnian secession wars of the 1990s (Campbell, 1998; Nadarajah & Sriskandarajah, 2005). The utility of “war on terrorism” as a narrative is clear in the New York Post’s editorials excoriating 2004 presidential candidate John Kerry for suggesting, in effect, a desecuritization of terrorism. Just such a set of normal routines – emphasizing police work, cooperation, and intelligence gathering – has long been used to organize responses to terrorism (Jervis, 2005). But if terrorism is successfully cast as a war, Kerry becomes a 21st-century Neville Chamberlain: the sort of candidate who would seek to contain Nazism with border police and immigration laws. Kerry’s “reluctance earlier this year to call the war on terror an actual war” (Bishop, 2004), in the understanding of the pro-Bush New York Post, is more than semantic quibbling. It defines the essential characteristic that separates an unworthy candidate from one to whom the nation’s survival can be trusted. Because securitization relies on the sense that ordinary measures are insufficient for resolving a crisis, formalizing terrorism as a war is a clear example of its political usefulness: “The war against terror is about opening up a space outside the established range of police operations and judicial procedures” (Oberleitner, 2004, p. 264). 8 Securitization can be described in near-identical terms: “‘Security’ is the move that takes politics beyond the established rules of the game and frames the issue either as a special kind of politics or as above politics” (Buzan et al., 1998, p. 23). The mechanism by which securitization works this magic is derived from speech-act theory.

Rhetoric of terrorism is strategically deployed to create a sense of vulnerability within the lives of citizens 

Reid 10 (Julian, Lecturer in International Relations, Department of War Studies, King’s College London, “On the Implications of Foucault’s Security, Territory, Population Lectures for the Analysis and Theorisation of Security in International Relations,” September, 2010, http://www.mcrg.ac.in/Development/draft_Symposium/Julian1.pdf 6-7) 

The liberal conception of society as an organism comprising networks and infrastructures of relations gathered apace throughout the nineteenth and twentieth centuries, culminating in the prevailing conception of a networked world society held together and empowered economically, social, politically, and militarily by the density of its critical infrastructures. Likewise the principle that the regimes which govern such societies are vulnerable on account of their reliance on the vitality of those networked infrastructures, the principle governing Al-Qaeda’s strategy, developed simultaneously within liberal regimes themselves. This was evident not least in the development of the practice of interstate warfare. The increasing investment in the strategic value of airpower in the UK, the US, and France during the twentieth century worked on the assumption that enemies could be defeated by inflicting critical damage on the infrastructures on which their security depended. Today we see the same logic being applied not just within the domain of liberal regimes themselves, but in the violent intervention and enforced reconstruction of illiberal states and societies. The solution to Terror is presumed to lie in the destruction of illiberal regimes, in the regeneration of their socio-economic infrastructures of circulation, with a view to reinserting them into the networks of exchange and flows which constitute the global liberal polity. This is especially true of the strategies which are currently and errantly being applied to the so-called rogue states of Afghanistan and Iraq. NATO, for example, once a military alliance to protect Western European states from the geopolitical threat of the former Soviet Union, is currently engaged in a strategy which stands and falls on their ability to convince Afghanis to give up their reliance on poppy seed for an economy centred on the production of grain. The irony of this will not be lost on the reader of Security, Territory, Population. For such military strategies of the liberal present depend on precisely the same assumption that classical liberal strategies against sedition depended in the historical eras which Foucault analysed. That is the assumption that historically constituted peoples can be politically suborned and transformed into the utile stuff of population in accordance with the needs and interests of governmental regimes seeking security from those selfsame peoples.  

Cap Link

Counterterrorism policies only serve to obfuscate our underlying economic interests directly responsible for the radicalization in the first place

Zizek, 02 (Slavjov, Professor of Sociology at the Institute for Sociology @ Ljubljana University, Revolution at the Gates, p. 234-36) JD

Along the same lines, Rightist commentators like George Will also immediately proclaimed the end of the American “holiday from history” —the impact of reality shattering the isolated tower of the liberal tolerant attitude and the Cultural Studies focus on textuality. Now, we are forced to strike back, to deal with real enemies in the real world. . . . Whom, however, do we strike at? Whatever the response, it will never hit the right target, bringing us full satisfaction. The ridicule of America attacking Afghanistan cannot fail to strike us: if the greatest power in the world destroys one of the world’s poorest countries, in which peasants barely survive on barren hills, will this not be the ultimate case of impotent acting out? In many ways Afghanistan is an ideal target: a country that is already reduced to rubble, with no infrastructure, repeatedly destroyed by war for the last two decades ... we cannot avoid the surmise that the choice of Afghanistan will also be determined by economic considerations: is it not best procedure to act out one’s anger at a country for which no one cares, and where there is nothing to destroy? Unfortunately, the choice of Afghanistan recalls the anecdote about the madman who searches for a lost key beneath a streetlamp; asked why there, when he lost the key in a dark corner somewhere, he answers: “But it’s easier to search under strong light!” Is it not the ultimate irony that the whole of Kabul already looks like downtown Manhattan? To succumb to the urge to act and retaliate means precisely to avoid confronting the true dimensions of what occurred on 11 September — it means an act whose true aim is to lull us into the secure conviction that nothing has really changed. The true long-term threats are further acts of mass terror in comparison with which the memory of the WTC collapse will pale — acts that are less spectacular, but much more horrifying. What about bacteriological warfare, what about the use of lethal gas, what about the prospect of DNA terrorism (developing poisons which will affect only people who share a determinate genome)? In this new warfare, the agents claim their acts less and less publicly: not only are “terrorists” themselves no longer eager to claim responsibility for their acts (even the notorious Al Qaida did not explicitly appropriate the 11 September attacks, not to mention the mystery about the origins of the anthrax letters); “anti​terrorist” state measures themselves are draped in a shroud of secrecy; all this constitutes an ideal breeding ground for conspiracy theories and generalized social paranoia. And is not the obverse of this paranoiac omnipresence of the invisible war its desubstantialization? So, again, just as we drink beer without alcohol or coffee without caffeine, we are now getting war deprived of its substance — a virtual war fought behind computer screens, a war experienced by its participants as a video game, a war with no casualties (on our side, at least). With the spread of the anthrax panic in October 2001, the West got the first taste of this new “invisible” warfare in which — an aspect we should always bear in mind — we, ordinary citizens, are, with regard to information about what is going on, totally at the mercy of the authorities: we see and hear nothing; all we know comes from the official media. A superpower bombing a desolate desert country and, at the same time, hostage to invisible bacteria — this, not the WTC explosions, is the first image of twenty-first-century warfare. Instead of a quick acting-out, we should confront these difficult questions: what will “war” mean in the twenty-first century? Who will “they” be, if they are, clearly, neither states nor criminal gangs? Here I cannot resist the temptation to recall the Freudian opposition of the public Law and its obscene superego double: along the same lines, are not “international terrorist organizations” the obscene double of the big multi​national corporations — the ultimate rhizomatic machine, omnipresent, yet with no clear territorial base? Are they not the form in which nationalist and/or religious “fundamentalism” accommodated itself to global capital​ism? Do they not embody the ultimate contradiction, with their particular! exclusive content and their global dynamic functioning? For this reason, the fashionable notion of the “clash of civilizations” must be thoroughly rejected: what we are witnessing today, rather, are clashes within each civilization. A brief look at the comparative history of Islam and Christi​anity tells us that the “human rights record” of Islam (to use an anachronistic term) is much better than that of Christianity: in past centuries, Islam was significantly more tolerant towards other religions than Christianity. It is also time to remember that it was through the Arabs that, in the Middle Ages, we in Western Europe regained access to our Ancient Greek legacy. While I do not in any way excuse today’s horrific acts, these facts none the less clearly demon​strate that we are dealing not with a feature inscribed into Islam “as such”, but with the outcome of modern sociopolitical conditions. If we look more closely, what is this “clash of civilizations” really about? Are not all real-life “clashes” clearly related to global capitalism? The Muslim “fundamentalist” target is not only global capitalism’s corrosive impact on social life, but also the corrupt “traditionalist” regimes in Saudi Arabia, Kuwait, and so on. The most horrifying slaughters (those in Rwanda, Congo, and Sierra Leone) not only took place — and are taking place — within the same “civilization”, but are also clearly related to the interplay of global economic interests. Even in the few cases which would vaguely fit the definition of the “clash of civilisations” (Bosnia and Kosovo, southern Sudan, etc.), the shadow of other interests is easily discernible. A suitable dose of “economic reductionism” would therefore be appropriate here: instead of the endless analyses of how Islamic “fundamentalism” is intolerant towards our liberal societies, and other “clash-of-civilization” topics, we should refocus our attention on the economic background of the conflict — the clash of economic interests, and of the geopolitical interests of the United States itself (how to retain privileged links both with Israel and with conservative Arab regimes like those of Saudi Arabia and Kuwait).
States CP Solvency
States empirically can effectively improve railway security

CSX 12 (CSX Corporation is an international transportation company offering a variety of rail, container-shipping, intermodal, trucking and contract logistics services, " Rail Security Partnerships," http://www.csx.com/index.cfm/community/community-safety-programs/rail-security-partnerships/)
Rail Security Partnerships As part of our commitment to the safety and security of our network and the communities where we operate, CSX has established several public-private partnerships to provide state homeland security officials information they can use to protect the communities they serve. CSX has pilot partnerships with 16 states, the American Chemistry Council's Chemtrec call-response center, and the Transportation Security Administration. These partnerships provide information, resources and strategies to help better protect the communities in which we operate. We believe that these partnerships – the first of their kind in the rail industry – can serve as a model and be replicated in other areas. The elements of these partnerships include: CSX's SecureNOW System: A cornerstone of this partnership is CSX's sharing of its highly specialized secure train and rail car monitoring system. Highlights of the SecureNOW System include: Enhanced Monitoring: Provides state homeland security and law enforcement officials with a tool to identify the status of CSX trains and rail cars. Information Sharing: Helps security officials prepare for and, if needed, respond to emergency situations. Targeted Security: With additional information about what is carried on rails, state officials can more efficiently allocate law enforcement resources, coordinate with CSX security officials, and integrate rail security into ongoing law enforcement operations. 
Private CP Solvency

Private sector provides key info and resources and solves better
CSX 12 (CSX Corporation is an international transportation company offering a variety of rail, container-shipping, intermodal, trucking and contract logistics services, " Rail Security Partnerships," http://www.csx.com/index.cfm/community/community-safety-programs/rail-security-partnerships/)
Rail Security Partnerships As part of our commitment to the safety and security of our network and the communities where we operate, CSX has established several public-private partnerships to provide state homeland security officials information they can use to protect the communities they serve. CSX has pilot partnerships with 16 states, the American Chemistry Council's Chemtrec call-response center, and the Transportation Security Administration. These partnerships provide information, resources and strategies to help better protect the communities in which we operate. We believe that these partnerships – the first of their kind in the rail industry – can serve as a model and be replicated in other areas. The elements of these partnerships include: CSX's SecureNOW System: A cornerstone of this partnership is CSX's sharing of its highly specialized secure train and rail car monitoring system. Highlights of the SecureNOW System include: Enhanced Monitoring: Provides state homeland security and law enforcement officials with a tool to identify the status of CSX trains and rail cars. Information Sharing: Helps security officials prepare for and, if needed, respond to emergency situations. Targeted Security: With additional information about what is carried on rails, state officials can more efficiently allocate law enforcement resources, coordinate with CSX security officials, and integrate rail security into ongoing law enforcement operations. 

