Document673


Dartmouth 2012
1


Control + 1 – Block Headings

Alt/Option + Control + 1 – Hidden Block Header
Control + 2 – Tags

Control + 3 – Nothing/Clear Formatting

Control + 4 – Cards

Alt/Option + Control + 6 – Author-Date

Control + 7 – Underline

Control + Alt/Option + 7 – Dotted Underline

Control + Alt/Option + ( (Right Arrow) – Send Block to Speech.doc

Control + Alt/Option + ( (Left Arrow) – Send Selected/Highlighted Text to Speech.doc

Control + Alt/Option + ( (Up Arrow) – Move Block Upwards in Order

Control + Alt/Option + ( (Down Arrow) – Move Block Down in Order

Control + Alt/Option + End OR Control + Alt/Option + Delete – Delete current block

Control + Alt/Option + Shift + ( (Up Arrow) – Move Card Above Prior Card

Control + Alt/Option + Shift + ( (Down Arrow) – Move Card Below Following Card

Control + Alt/Option + Shift + End OR Delete – Delete current card

Control + Alt/Option + R – Remove returns in selection

Control + Alt/Option + P – Paste Clipboard in plain text

Control + Alt/Option + T – Create Table of Contents

Make Citation List for all cards in current document: See button on toolbar above.

Open New Document in the Template: Button to the immediate right of the “Create New Blank Document Button”

Print Current Block: Button to the right of the printer above.
Terror/Econ
The ideological terrorists they talk about are unlikely to succeed – no training or resources

Jenkins & Butterworth, their author, 10 (Brian Jenkins, director of the National Transportation Security Center AND Bruce Butterworth, field research director, 2010, "Potential Terrorist Uses of Highway-Borne Hazardous Materials," Mineta Transportation Institute, http://transweb.sjsu.edu/mtiportal/research/publications/documents/2981_Terrorist%20Uses_011410.pdf)
Planning is still at a rudimentary level  because: (1) local cells cannot take advantage of the resources and knowledge that  comes from a central and presumably more professional and well-financed authority; (2)  the members have uneven training, mostly through websites, videos, printed manuals,  etc., and very little hands-on practical experience; and (3) cell members are from the local  community and have very little operational experience.
Railway systems are resilient – no threshold for economic collapse

Capra 6 (Gregory Capra, chief of program management at Andrews AFB, Maryland, Air War College @ Maxwell AFB, Federal Civilian Service, BRAC Analyst for the Air Force, 2006, "Protecting Critical Rail Infrastructure," Maxwell AFB)
A major attack on the freight system would have local and regional  impacts but would be unlikely to have a significant economic impact on a  national level.  The resiliency of the freight rail system was best shown  after the 1993 Midwest flood and 2005 Hurricane Katrina.  These catastrophic events covered several states but the railroads were able to  reroute shipments through other nodes.  According to the Association of  American Railroads, “Katrina’s  damage to rail infrastructure affected six of the seven major railroads and  Amtrak.  The railroads diverted freight to other routes, going through a  number of other gateways, including Memphis, Nashville, Montgomery,  St. Louis and Chicago.” 61   The worst damage was along the 100-mile line  between Pascagoula, Mississippi, and New Orleans, Louisiana. 62   Michael  Ward, chairman, president and chief executive officer of CSXT said, “The  physical impact to our rail infrastructure, while significant, is confined to a  relatively small segment of our 22,000 mile network.” 63   Another example  is the Howard Street Tunnel derailment in the center of Baltimore.  The  derailment blocked CSX’s only direct route from Florida to New York.   The company placed low priority shipments on hold and worked with  Norfolk Southern to reroute time sensitive shipments through Harrisburg,  Pennsylvania.  However, this added up to an extra 36 hours per shipment. 

Miniscule risk of terror – especially CBRW

Friedman (Research Fellow for Defense and Homeland Security at the Cato Institute) 5
(Benjamin H., November, “The Hidden Cost of Homeland Defense,” http://web.mit.edu/cis/pdf/Audit_11_05_Friedman.pdf)
There are several reasons why terrorism is harder than we generally hear. First, terrorists  have to get here. There isn’t a militant Islamic population in the United States, as there is  in Spain or England, nor evidence of sleeper cells.3  A successful terrorist plot in the United  States would probably require terrorists to fly overseas and cross several borders. That  entails reliable men with names off the watch-lists that airline security run, or hard-to-find  forged documents, and border agents who are not suspicious. If the plot requires several people, as most do, a core part of the group must accomplish these tasks. Then they must  execute the plot without raising suspicion.  All of these steps are doable, especially for a professional terrorist organization, as Al Qaeda  proved. But conventional analysis of terrorism ignores the second reason terrorism is not  so easy: today’s terrorist organizations are not as capable as Al Qaeda once was, especially  when it comes to operating overseas. One possible exception, Lebanon’s Hezbollah, no  longer attacks American targets. The war in Afghanistan and worldwide policing against  Al Qaeda shattered the main terror network that menaced the United States. In its place  are disaggregated set of extremist Sunni groups who share little more than Al Qaeda’s  ideology, and pockets of unaffiliated fellow travelers.4  This network is linked by people,  websites, and sometimes financing, but these groups do not cooperate much, and lack the  training and experience the core of Al Qaeda had. They will struggle to train operatives, get  false documents, and coordinate men and material abroad. This weakness is demonstrated  by the terror attacks that recently struck London, Madrid, Jakarta, Bali, Riyadh, Sharm-elSheik, Istanbul, Casablanca, Manila, and especially Iraq. The impetus of these attacks came  from local groups, which bodes well for nations like ours, with less dangerous locals. Terrorism with unconventional weapons—often prophesied—is far from easy.5  Terrorist  attempts to use chemical and biological weapons have failed to cause mass casualties.  Manufacturing, controlling, and dispersing biological agents is probably too difficult for  today’s terrorist groups. The anthrax attack in 2001 killed five people. Making chemical  weapons is dangerous and requires sophisticated chemical laboratories. Using them to great  effect is difficult. The 1995 sarin attack in Tokyo’s subway system killed only 11 people.  
Terrorist attacks on railroads fail

Moore (Correspondent for Miller-McCune Magazine, Contributor, Financial Times, currently being held by Somalian pirates) 11
(Michael Scott, May 11, http://www.psmag.com/politics/terrorist-threat-of-wrecking-the-railroad-really-hard-31033/)
A Polish 14-year-old caused a lot of damage in downtown Lodz three years ago by rigging a TV remote control that let him switch track points on the city’s tram system. He derailed four trains and injured dozens of people. “He treated it like any other schoolboy might a giant train set,” Miroslaw Micor, a police spokesman in Lodz, said at the time. “But it was lucky nobody was killed.” Since the raid on Osama bin Laden’s house in Pakistan uncovered some notes about a future vision of derailed American trains, it’s worth remembering that the idea isn’t terribly new. America’s huge rail network — never mind the ambitious high-speed lines yet to be built — would be vulnerable for obvious reasons, and some critics have complained for months that Obama’s expensive high-speed rail dreams would be wide-open targets for al-Qaeda. But news outlets and politicians have overreacted, and a report from last year by the Mineta Transportation Institute gives a number of good reasons why derailment disasters are so rare. The main reason is that blowing up a track is tougher than it sounds. “Getting a bomb to go off at the right time is difficult,” write the Mineta study authors. “Timers are unreliable if the trains do not run precisely on time, and pressure triggers do not always work.” Sabotaging the switching points — the Polish kid’s method — would be more reliable, but it takes more cleverness. Mechanical sabotage of all kinds (high- and low-tech) derailed trains with 76 percent success rate in the Mineta report’s samples — but it was much more rare than setting bombs. Only 25 out of the sample of 181 derailment attempts were acts of mechanical sabotage. In 1995, an Algerian terrorist group called the Groupe Islamique Armé tried to bomb a line of the TGV, France’s high-speed rail, near Lyon. It was an attack with al-Qaeda-like aspirations. “The psychological effect of an explosion on the train would have been enormous,” the Mineta study points out. “France’s TGV was the first high-speed rail system in Europe and today remains a source of national pride.” The bomb misfired, and the suspect eventually died in a shootout with police. French officials knew the GIA wanted to cause mayhem any way it could — including hijacking an airliner meant to smash into the Eiffel Tower a few months before. But officials resisted the urge to post metal detectors at all French train stations and force millions of passengers to take off belts and shoes. Instead, they doubled the number of inspectors sweeping the rails every morning for bombs. 

On the economy scenario, they (a) have no brink evidence and (b) no real internal link evidence – their third piece of HITRAC evidence just says that railways are good for the economy, not that an attack would destroy the entire system or even that railroads are integral to growth.

Nuclear Power

Status quo solves reactor safety, and they don’t solve the actual threats

Koebler 12 (Jason Koebler, 3/30/2012, US News, http://www.usnews.com/news/articles/2012/03/30/expert-nuclear-power-is-on-its-deathbed)
Although several reports by nonpartisan groups have reinforced the perception that America's nuclear reactors aren't in danger of a meltdown, the public is wary. Earlier this month, an analysis of Fukushima by the American Nuclear Society blamed Japan's regulatory oversight and reaction to the meltdown for magnitude of the disaster. According to Michael Corradini, a co-author of that report, "things are acceptable going forward in the States."  "I don't think anything coming out of Fukushima would imply we aren't prepared," Corradini says.  Steven Kerekes, a spokesperson for the Nuclear Energy Institute, says that new safety measures are being placed in a new reactor set to go online in Georgia in 2017.  "There's some safety enhancements they're undertaking, despite the fact they're already safe," Kerkes says. "These enhancements will increase the margin of safety by another order of magnitude."  [Experts on Fukushima: It Can't Happen Here]  But according to a report by the Union of Concerned Scientists, 80 percent of America's nuclear reactors are vulnerable to at least one of the factors involved in the Fukushima disaster, including vulnerability to earthquakes, fire hazard and elevated spent fuel. 

No short-term nuclear power

Kanter (Staff correspondent for the International Herald Tribune, winner of the Reporting Europe prize) 9
(James, May 29, http://green.blogs.nytimes.com/2009/05/29/is-the-nuclear-renaissance-fizzling/)
And even if stars do align for nuclear, it still could take some time for it to play a significant role in lowering greenhouse gas levels, according to Paul L. Joskow, a professor or economics and management at M.I.T. and the president of the Alfred P. Sloan Foundation, a philanthropic organization supporting science and technology. In 2003, Mr. Joskow co-wrote an influential report on the future of nuclear power. “If nuclear is going to be a large wedge in the overall portfolio of technologies cutting greenhouse gases, then it’s going to be a post-2025 wedge,” Mr. Joskow said in a telephone interview last week. “In the near term, we are going to be using more energy efficiency measures, renewable sources and even cleaner burning natural gas to meet our climate goals,” he said. 

Nuclear power causes massive emissions and is less effective than a myriad of other sources

Kleiner (Correspondent for New Scientist, former professor of non-fiction writing at Johns Hopkins University) 8
(Kurt, “Nuclear Energy: Assessing the Emissions,” September 24, http://www.nature.com/climate/2008/0810/pdf/climate.2008.99.pdf)
The large variation in emissions estimated from the collection of studies  arises from the different methodologies  used — those on the low end, says  Sovacool, tended to leave parts of the  lifecycle out of their analyses, while those  on the high end often made unrealistic  assumptions about the amount of energy  used in some parts of the lifecycle. The  largest source of carbon emissions,  accounting for 38 per cent of the average  total, is the “frontend” of the fuel cycle,  which includes mining and milling  uranium ore, and the relatively energyintensive conversion and enrichment  process, which boosts the level of  uranium-235 in the fuel to useable  levels. Construction (12 per cent),  operation (17 per cent largely because  of backup generators using fossil fuels  during downtime), fuel processing  and waste disposal (14 per cent) and  decommissioning (18 per cent) make up  the total mean emissions. According to Sovacool’s analysis,  nuclear power, at 66 gCO2 e/kWh  emissions is well below scrubbed  coal-fired plants, which emit  960 gCO2 e/kWh, and natural gas-fired  plants, at 443 gCO2 e/kWh. However,  nuclear emits twice as much carbon as  solar photovoltaic, at 32 gCO2 e/kWh, and  six times as much as onshore wind farms,  at 10 gCO2 e/kWh. “A number in the 60s  Kurt Kleiner reports on whether nuclear power deserves its reputation as a low-carbon  energy source. Estimates of the emissions associated with producing  nuclear energy vary widely. Benjamin Sovacool puts it well below natural gas, oil, coal  and even clean-coal technologies. On the  other hand, things like energy efficiency,  and some of the cheaper renewables are  a factor of six better. So for every dollar  you spend on nuclear, you could have  saved five or six times as much carbon  with efficiency, or wind farms,” Sovacool  says. Add to that the high costs and long  lead times for building a nuclear plant  about $3 billion for a 1,000 megawatt  plant, with planning, licensing and  construction times of about 10 years and  nuclear power is even less appealing. 

Nuclear power still involves emissions and devastates aquatic life

EPA 12

(Environmental Protection Agency, February 29, http://www.epa.gov/cleanenergy/energy-and-you/affect/nuclear.html)
Nuclear power plants do not emit carbon dioxide, sulfur dioxide, or nitrogen oxides as part of the power generation process. However, fossil fuel emissions are associated with the uranium mining and uranium enrichment process as well as the transport of the uranium fuel to and from the nuclear plant.  Water Resource Use Nuclear power plants use large quantities of water for steam production and for cooling. Some nuclear power plants remove large quantities of water from a lake or river, which could affect fish and other aquatic life.  Water Discharges Heavy metals and salts build up in the water used in all power plant systems, including nuclear ones. These water pollutants, as well as the higher temperature of the water discharged from the power plant, can negatively affect water quality and aquatic life. Nuclear power plants sometimes discharge small amounts of tritium and other radioactive elements as allowed by their individual wastewater permits.  Waste generated from uranium mining operations and rainwater runoff can contaminate groundwater and surface water resources with heavy metals and traces of radioactive uranium.  Spent Fuel Every 18 to 24 months, nuclear power plants must shut down to remove and replace the "spent" uranium fuel.2 This spent fuel has released most of its energy as a result of the fission process and has become radioactive waste.  Currently, the spent fuel is stored at the nuclear plants at which it is generated, either in steel-lined, concrete vaults filled with water or in above-ground steel or steel-reinforced concrete containers with steel inner canisters. In 2012, the President’s Blue Ribbon Commission on America’s Nuclear Future issued a report (PDF) (180 pp., 4.3M, About PDF) recommending the timely development of one or more permanent deep geological facilities for the safe disposal of spent fuel.  Radioactive Waste Generation Enrichment of uranium ore into fuel and the operation of nuclear power plants generate wastes that contain low-levels of radioactivity. These wastes are shipped to a few specially designed and licensed disposal sites.  When a nuclear power plant is closed, some equipment and structural materials become radioactive wastes. This type of radioactive waste is currently being stored at the closed plants until and appropriate disposal site is opened.  Management, packaging, transport, and disposal of waste are strictly regulated and carefully controlled by the U.S. Nuclear Regulatory Commission and the U.S. Department of Transportation. 

Continued nuclear power reliance is costly and risks meltdown  

Riccio (Nuclear Policy Analyst for Greenpeace) 12
(John, February 3, http://www.usnews.com/debate-club/should-nuclear-power-be-expanded/us-should-bring-an-end-to-the-nuclear-era)

Before the meltdowns and explosions at Fukushima spewed radiation into the air and ocean, again reminding the world of the inherent dangers of nuclear power, the so-called nuclear renaissance was already dead upon arrival in the U.S. But it wasn't the risk of a nuclear accident, the threat of nuclear weapons proliferation, or the intractable problem of radioactive waste that doomed the plans of the nuclear industry; it was the atomic economics. [Check out the U.S. News Energy Intelligence blog.] Nuclear power is prohibitively expensive, and the fiasco at Fukushima will only make it more so. When Progress Energy first proposed a new nuclear plant in Florida, the price tag was $2.5 billion to $3.5 billion dollars. The cost has since ballooned to as much as $22.5 billion, and Progress just negotiated a settlement that would allow it to kill the construction contract. Several other corporations that applied for new reactors have already asked government regulators to suspend their reviews. When Warren Buffett's corporation MidAmerican looked into building a new nuclear reactor, it determined that it did not make "economic sense." Rather than risk billions of dollars on a new nuclear reactor, Buffett's corporation just made headlines by investing in renewable energy. Americans, President Obama, and the Congress have a choice. We can heed the caution of the "world's greatest investor" or we can we pursue new nuclear plants that Wall Street has called a "bet the farm" risk. [See a collection of political cartoons on energy policy.] Rather than expand the use of this dangerous and stupidly expensive technology, our government should stop subsidizing nuclear corporations' bad investments and instead develop plans to phase out nuclear power and better secure the deadly radioactive wastes. As former Japanese Prime Minister Naoto Kansaid at the World Economic Forum in Davos, "We should aim for a society that can function without nuclear energy." Successfully phasing out nuclear power in the U.S. and securing the deadly radioactive wastes while avoiding another catastrophic accident will be a daunting challenge. Nearly a third of U.S. reactors are of the same vulnerable design as Fukushima and just as dangerous. The Fukushima fiasco has already propelled several governments to phase out nuclear power and expand renewable energy and efficiency programs. The Obama administration should follow their lead. It shouldn't take a catastrophic meltdown on American soil to prod our government into action. Rather than build more nuclear reactors and produce even more radioactive waste, the U.S. should bring an end to the nuclear era. 

Nuclear power is expensive, destroys the environment, ensures accidents, and pales in comparison to alternatives
Marriote (Executive Director and Chief Spokesperson for the Nuclear Information and Resource Service) 12
(Michael, February 3, http://www.usnews.com/debate-club/should-nuclear-power-be-expanded/inherently-dangerous-technology-cannot-be-made-inherently-safe)
At its inception, the nuclear power industry and its government backers promised affordable, clean, and safe electricity. Those promises have not been met. Affordable: No energy source could have met the "electricity too cheap to meter" PR nuclear received early on, but nuclear power has never come close. Reactors coming online in the 1980s caused coinage of a very different phrase, "rate shock," as electricity bills soared to pay for hugely expensive reactors. In 2012, the economics of nuclear power are even worse. With construction cost estimates soaring into the 11-figure range (yes, 11 figures), Wall Street refuses to finance new reactors unless taxpayers pick up the tab when utilities default. [Check out the U.S. News Energy Intelligence blog.] Clean: Nuclear reactors don't emit much carbon, which has sparked some to describe them as "clean." But an authoritative 2008 study found that when the entire nuclear fuel cycle is examined, from uranium mining to radioactive waste disposal, nuclear's carbon emissions are two to six times greater than those of its renewable energy competition. Moreover, carbon is not the only pollutant of concern. Every nuclear reactor releases toxic radiation into the air and water during routine operation. Unique to nuclear power is its generation of lethal radioactive waste; no nation has yet found a means for its necessary permanent isolation from the environment. Safe: When three nuclear reactors in Japan literally exploded across our TV screens in March 2011, it forever put to rest the lie that nuclear power is safe. No government had ever contemplated such a scenario. But unlike the 1986 Chernobyl disaster, which the U.S. nuclear industry successfully laid at the feet of an inept Soviet nuclear program, there was no such alibi at Fukushima. There are 23 reactors in the U.S. virtually identical to those that exploded at Fukushima. While new reactor designs are purportedly better (although none yet has been tested in real-life situations), the reality is that these new designs are better in the same way that a 2012 Ford is safer than a 1972 Ford. Car accidents still happen. So will nuclear accidents. It is not possible to make an inherently dangerous technology inherently safe. [U.S. News Debate Club: Should the Government Invest in Green Energy?] None of nuclear power's drawbacks would matter if other energy sources weren't ready to provide electricity for America's future. Forty years ago, when nuclear power was at its peak, clean alternatives weren't ready. Now they are. Solar and wind power and other renewables have matured. Wind is the fastest-growing electricity source in the U.S., costs of solar have plunged to be competitive with nuclear in most states. Combined with aggressive clean building and energy efficiency programs (which remain the "low-hanging fruit" of our energy future), distributed energy systems, and smart electrical grids, these alternatives are no longer theoretical—they are at hand. An expansion of nuclear power in the U.S. is unwarranted and unnecessary—and would only inhibit the implementation of the genuinely safe, clean, and affordable energy technologies that inevitably will power our future. 

Chemical Industry

Status quo solves railroad hazmat safety

Association of American Railroads 11
(March, “Hazmat Transportation by Rail: An Unfair Liability,” http://www.aar.org/~/media/aar/Background-Papers/Haznat-by-Rail.ashx)
Safety is the top priority for railroads no matter what they are transporting. Steps railroads are taking to help keep TIH and other hazmat transport safe include: • Transporting TIH materials on routes that pose the least overall safety and security risk. Railroads conduct ongoing, comprehensive risk analyses of their primary TIH routes and any practical alternative routes over which they have authority to operate. These analyses must consider 27 different factors, including hazmat volume, trip length, population density of nearby communities, and emergency response capability along the route. The safest routes based on these analyses are the routes railroads must use. • Developing and implementing technological innovations such as improved track and freight car defect detection systems and stronger, more durable steel for tank cars. • Training emergency responders to help ensure that, if an accident occurs, emergency personnel will know what to do to minimize damage to people and property. • Working with local authorities to help ensure effective safety planning, including by providing local authorities upon request with lists of hazardous materials transported through their communities. 
An attack wouldn’t work, and the status quo solves

HITRAC 6 (Homeland Infrastructure Threat & Risk Analysis Center (HITRAC), Office of Intelligence and Analysis / Directorate for Preparedness, Strategic Sector Assessment, “(U//FOUO) The Terrorist Threat to the U.S. Commercial Passenger and Freight Rail System”, Ohttp://www.nefafoundation.org/file/FeaturedDocs/HITRAC_PassengerFreightRail.pdf, May 24, 2006,)
U.S. freight trains carry more than 1 million tons of hazardous chemicals daily, 50  percent of the nation’s total.  The vast majority of these chemicals, if released, will not cause  mass casualties.  A number of chemicals, however, can be fatal if inhaled.  Nonetheless, an  attack to release hazardous material (HAZMAT) as a weapon would be difficult for terrorists to  execute and probably would not produce the desired effect, given the number of variables such  as wind speed and direction, train timetables, and the capability of railroad HAZMAT teams to  control and contain the effects of a release rapidly. 
Plan is insufficient – chemical industry needs additional security measures

Branscomb et al. (Professor Emeritus at Harvard University and Adjunct Professor at University of San Diego) 10
(Lewis M., Rail “Transportation  of Toxic Inhalation  Hazards: Policy  Responses to the Safety  and Security Externality,” http://belfercenter.ksg.harvard.edu/files/Rail-Transportation-of-Toxic-Inhalation-Hazards-Final.pdf)

Policy solutions should be guided by clearly stated principles to ensure that they are effective, cost-efficient, and acceptable. The guiding principles we propose are:   • Policy solutions should recognize the risk of TIH carriage as an externality, and  should aim to incorporate external costs into the cost of TIH products and their  transportation.  • There is no single solution; instead, a menu of policies aimed at reducing risk and  consequences should be adopted, such as:   product substitution by chemical users,   o relocation of production, to reduce the need for transportation and  resulting exposure, improvements in rail safety, such as better tank car design, and   o operational changes in TIH transport, including routing and timing of  shipments and other security measures. 
Chemical plants are the problem – plan can’t regulate

Ward (Chairman of the Society of Environmental Journalists First Amendment Task Force, staff reporter for the Charleston Gazette) 11
(Ken, “A Decade After 9/11, are Chemical Plants Still Vulnerable?” September 11, http://wvgazette.com/News/201109110210?page=2&build=cache)
After the terrorist attacks on New York City and Washington, D.C., a decade ago, the Kanawha Valley's chemical industry went on high alert. Security guards made additional sweeps around plant fence-lines. Inspections of delivery trucks increased. Emergency boats patrolled the Kanawha River. Chemical company officials warned that huge stockpiles of toxic chemicals were a likely target for further terror attacks. Federal and state government officials responded by making information about such facilities -- what kinds of materials they store and in what quantities -- more difficult for the public to obtain. Secrecy was needed, industry and regulators agreed, to avoid giving terrorists roadmaps to attractive targets. But 10 years later, the nation has yet to adopt a comprehensive anti-terrorism program for chemical plants, despite strong backing from environmental groups and labor organizations. So far, Congress has passed only temporary legislation that leaves out what many plant safety advocates say is the most important piece of the puzzle: Forcing companies to use less-toxic materials that would not only be less appealing to terrorists but also be generally safer for workers, plant neighbors and the environment. "Legislation must be passed to improve chemical industry workplace safety and security," James Frederick, assistant safety director for the United Steelworkers union, told Congress in March. "We believe that this is absolutely necessary to properly protect communities. Long before the twin towers fell on 9/11, Kanawha Valley chemical plants worried about terrorist attacks. A decade earlier, plants remained security conscious for months, fearing attacks in response to U.S. military involvement in the Persian Gulf War. In 1994, some plants went on alert because they feared a publicity stunt or vandalism by environmental groups to commemorate the 10-year anniversary of the disaster at Union Carbide's plant that killed thousands of people in Bhopal, India. At the time, the valley's emergency response plan blamed potential terrorism on "members of politically motivated organizations, but also ... former or present disgruntled employees ... or some organizations expressing concerns about the environment." 
Plants are way more vulnerable – more likely target

Boris et al. (Scientist at the US Naval Research Laboratory) 4
(Jay, “Chemicals Unsecured: Chemical Plants Dangerously Vulnerable to Terrorism,” http://www.citizen.org/documents/Chemical.pdf)
There is ample and disturbing evidence that chemical plants and storage facilities are among the most vulnerable high-impact targets that terrorists could exploit. A former head of security for Georgia-Pacific has said, “Security at a 7-Eleven after midnight is  better than that at a plant with a 90-ton vessel of chlorine.” 16 That lack of security was demonstrated in February 2003 when an intruder broke through a fence at a chemical plant in Gulfport, Mississippi, seeking to steal anhydrous ammonia, apparently to make illegal crystal methamphetamine.  The break-in resulted in an ammonia leak that shut down the Biloxi airport and several miles of interstate highway for 10 hours and prompted the evacuation of nearby hotels. 17   If a common criminal can defeat plant security measures today, it seems clear that terrorist groups can do the same. Investigations by the Pittsburgh Tribune-Review, CBS’s 60 Minutes and others  have highlighted lax or nonexistent security at chemical plants. The Tribune Review found that “anyone has unfettered access to more than two dozen potentially dangerous plants in [Western Pennsylvania]. … The security was so lax at 30 sites that in broad daylight a Trib[une] reporter – wearing a press  pass and carrying a camera – could walk or drive up to tanks, pipes and control  rooms considered key targets for terrorists.” 18 x After subsequent investigations in the Baltimore, Chicago and Houston areas, the Tribune Review reporter, Carl Prine, concluded that security was low at some of  the “potentially deadliest plants” and that plant personnel “not only let a stranger  walk through warehouses, factories, tank houses and rail depots, but also gave  directions to the most sensitive valves and control rooms.” 19   Prine later said, “I  found almost non-existent security in a lot of places.  I walked right up to the  tanks.  There was one plant in Chicago, I simply sat on top of the tank and waved,  ‘Hello, I’m on your tank.’” 20 x 60 Minutes found that its crew was able to gain ready access to a number of  plants; they saw “gates unlocked or wide open, dilapidated fences, and  unprotected tanks filled with deadly chemicals.” 21
Solvency

Can’t solve terror – technical barriers

Peckenpaugh (Staff writer at Government Executive) 1
(Jason, December 13, http://www.govexec.com/management/2001/12/stopping-terrorism-not-a-top-goal-of-rail-security-official-says/10675/)
Preventing terrorist attacks on the nation's subways and railroads is not the government's top goal as it works to secure mass transit systems, the Bush administration's chief transit official told members of Congress on Thursday. Because transit systems have numerous entry points and are often linked to other bus and rail networks, completely preventing terrorist attacks on public transportation systems is an unrealistic goal, Jennifer Dorn, administrator of the Federal Transit Administration, said at a Senate Governmental Affairs Committee hearing. Instead, government and industry should strive to minimize threats to the transit system, she said. "Given the inherently open nature of our transit system, it is more important to concentrate on mitigation than prevention, frankly," said Dorn. "You can't put a scanner at every subway stop." Dorn's comments highlight the difference between the government's approach to airport security and transit security after the terrorist attacks of Sept. 11. While federal officials will soon aim to check every bag stowed on a plane for explosives, transit officials have said it is simply not possible to screen all carry-on luggage on Amtrak or on the nation's transit systems. If officials installed screening points at New York's Penn Station, for example, they would have to cope with 30,000 Amtrak customers, 300,000 riders from the Long Island railroad and New Jersey transit system, and thousands more customers from the New York City subway system each day. "As a practical matter, the abilities to gate and screen and metal-detect or technologically screen every package and every suitcase and every briefcase, and every piece of luggage in an open facility like [Penn Station],…as a practical matter, it doesn't exist," said Amtrak President George Warrington at an Oct. 6 hearing of the Surface Transportation and Merchant Marine Subcommittee of the Senate Commerce Committee.

Plan fails – federal programs are useless and security hamstrings economic utility

Adams (Editor of the Sigma Iota Rho Journal of International Relations, James R. Soles Fellow at iWatchNews) 11
(Laurel, June 15, http://www.iwatchnews.org/2011/06/15/4914/rail-systems-complain-about-lack-access-tsa-anti-terrorism-information)
The Transportation Security Administration oversees rail security but the agency has struggled to meet security guidelines required by the 9/11 Commission Act of 2007. The Government Accountability Office found that some rail stakeholders do not receive security information from TSA and that less than half of public transit agencies, 34, had access to the Homeland Security Information Network (HISN). TSA relies on HISN to share security-related information with transportation officials. Nineteen transit agencies did not have HSIN access, 12 had never heard of it, and an additional 11 agencies did not know whether they had access to HSIN. Rail security stakeholders from three of the seven Class I railroads—freight carriers with operating revenues of over $359 million—said information provided by TSA does not offer details that could help them develop or adjust their current counter-terrorism measures. Officials said they often receive the same information that TSA provides from the media or other sources before it is actually distributed from TSA.  “Opportunities exist to streamline security information for transit agencies, and preliminary results of ongoing work indicate that some freight rail agencies do not receive actionable information from TSA,” the GAO said. Securing rail systems presents a number of challenges. The open architecture of rail systems makes it vulnerable to attack and multiple access points are difficult to secure. The high concentration of riders, costly infrastructure, economic and symbolic importance in major cities and tourist locations make trains an attractive target for terrorists. Security cameras, handheld explosive trace detection systems and X-ray imaging offer potential security measures rail systems could employ. However, technologies are at varying levels of maturity and sometimes compromise mobility and privacy. Advanced Imaging Technologies (AIT) has the ability to detect hidden objects but they would require rail passengers to walk through the equipment, limiting ridership and increasing lines. AIT technologies also raise privacy concerns because they create images of individuals underneath their clothing. 

Security officials are incompetent and measures wouldn’t work – volume of passengers defies security

Patterson (Staff Writer at CNN) 12
(Thom, January 28, http://www.cnn.com/2012/01/28/travel/tsa-vipr-passenger-train-searches/index.html)
New Jersey Transit Police Chief Christopher Trucillo, who works regularly with VIPR teams, acknowledged that the search system isn't perfect. Potential attackers carrying explosives who refuse searches are free to simply drive to the next station on the line and board there. "Because of the sheer number of passengers, there's nothing that would prevent you from doing that," Trucillo said. But there also are "things behind the scenes that are not visible to the traveling public that we employ to keep our system safe." The administrative search does not require probable cause. Kimberley Thompson, Transportation Security Administration This isn't security, Christopher Calabrese of the American Civil Liberties Union says. It's "security theater." Such searches offer no protection to society at the cost of passengers' civil liberties and convenience, he says. "We're very troubled by the VIPR program." A high-profile example of VIPR's growing pains, transit officials say, is a VIPR-assisted passenger screening a year ago at Amtrak's station in Savannah, Georgia. Instead of screening passengers as they boarded trains -- which is standard security procedure -- officers were screening passengers as they were getting off trains. Security experts know that makes no sense, because potential terrorists probably would be interested in bringing explosives onto trains, not taking them off. When Amtrak's police chief, John O'Connor, got wind of it, he "was very clearly angry," said Trains Magazine reporter Don Phillips, who spoke to O'Connor at the time. O'Connor and TSA officials then hammered out an agreement on how future VIPR/Amtrak operations would be conducted. The chief now says the Savannah operation simply "didn't make a whole lot of sense, and VIPR has since realized their misunderstanding and have corrected what they do." 

Plan requires individual scanning – that kills the industry

Stoller (Staff writer at USA Today) 10
(Gary, December 27, “Can trains, subways be protected from terrorists?” http://travel.usatoday.com/news/2010-12-27-railsecurity27_CV_N.htm)
Perhaps the only way to make subway and rail cars secure is to screen every passenger similar to what the TSA and its 50,000 screeners and some private contractors do at airports. And some passengers, such as Carl Woodin of Maple Glen, Pa., say they wouldn't mind it. He says security was poor during the 24 trips he took this year on subway, Amtrak and other trains. "I always thought that a terrorist could very easily board a New Jersey Transit or Amtrak train on the Northeast Corridor and demolish New York's Penn Station and Madison Square Garden," says Woodin, president of a multimedia company. But security analysts say screening all subway and rail passengers is impractical and too costly. And the TSA "is not considering" requiring it, the agency said in a written response to USA TODAY questions. "Mass transit systems in the U.S. are vast, a literal black hole," says James Carafano, a homeland security expert at The Heritage Foundation, a conservative Washington think tank. "They would consume every cent we spend on homeland security, and there still would be vast vulnerabilities." Brian Jenkins, security research director for the Mineta Transportation Institute, which is funded by Congress and researches transportation policy issues, estimates that it costs $8 to $10 to screen a single passenger. "If you add that cost to a subway fare, it would destroy public transportation," Jenkins says. Screening all passengers could also slow mass transit to a crawl because most subway and rail riders travel en masse during weekday rush hours, security experts say. Many riders with a 20-minute or less commute would not accept a 20-minute or so security-screening delay and would opt for another means of transportation, Jenkins says. "One hundred percent screening of rail passengers is not realistic," he says. "You might need hundreds of thousands of screeners." 

States Solvency

Plan is too expensive – states key

Peckenpaugh (Staff writer at Government Executive) 1
(Jason, December 13, http://www.govexec.com/management/2001/12/stopping-terrorism-not-a-top-goal-of-rail-security-official-says/10675/)
Amtrak has spent $12 million to shore-up security since the Sept. 11 attacks. Rail and port security legislation championed by Sen. Ernest Hollings, D-S.C., would give Amtrak $3.2 billion for security upgrades, but some Senate Republicans object to funding the rail corporation at such a high level. By law, Amtrak must be financially self-sufficient by next year, putting further limits on the funds it can devote to security upgrades. "It's particularly difficult when you put security on top of self-sufficiency," said Ernest Fraizer, Amtrak's chief of police. Committee chairman Sen. Joseph Lieberman, D-Conn., and Sen. Richard Durbin, D-Ill., said they would push for full funding of Amtrak security improvements. In other testimony, Dorn told Sen. George Voinovich, R-Ohio, that the Federal Transit Administration would be the lead federal agency on transit security until the new Transportation Security Administration (TSA) is up and running. She said the TSA plans to absorb security duties for all modes of transportation by June 2002. "When TSA is ready to take over, we expect it will be a seamless transition," she said. Dorn said the federal government should be "very cautious" about expanding its role in transit security. "Generally, the [current] federal role has worked pretty darn well," she said. "The states and localities really need to decide how transit systems will work."

Airline Trade-off Link?
Diverting resources to rail protection sacrifices airlines, which are bigger, deadlier targets

Stoller (Staff writer at USA Today) 10
(Gary, December 27, “Can trains, subways be protected from terrorists?” http://travel.usatoday.com/news/2010-12-27-railsecurity27_CV_N.htm)
Other holes in rail security exist, security analysts say. An explosive device could be placed in subway or rail cars when they're out of service in a train yard. They can be attacked traveling between stations. Or, the rails, bridges and tunnels they ride on or pass through could be sabotaged. Amtrak says its trains operate on more than 21,000 miles of track. Still, there's a difference in what a terrorist can do to a train vs. a plane, says Ron Heil, a security consultant for transportation industry firm TranSystems. "The airplane can be used as a weapon of mass destruction, such as in the 9/11 attacks, and there is no recovering from even a small blast at 40,000 feet," Heil says. "Trains must travel on rails, making them hard to steer into other targets but easy to attack externally on their routes." And despite rail's vulnerability, several security experts say securing subways and trains shouldn't come at the expense of secure skies. "Terrorists have been trying relentlessly to attack aviation since 9/11," says Carafano of The Heritage Foundation. "Only an idiot would divert resources from aviation security to rail." Ultimately, analysts say, the key to thwarting terrorism on the nation's rails is intelligence to prevent an attack — which has worked. "The government must use intelligence and surveillance procedures to see to it that no terrorist has a chance to attack," says Walid Phares of the Foundation for Defense of Democracies, a Washington, D.C.-based policy institute focusing on terrorism. 

Politics Link
Railroad security is unpopular – rail lobbies

FairWarning (a nonprofit, online investigative news organization focused on public health and safety issues) 12
(January 19, http://openchannel.msnbc.msn.com/_news/2012/01/19/10186068-railroad-companies-fight-safety-rules-with-help-from-gop-and-obama?lite)
Less than four years after a California train disaster spurred passage of major safety legislation, railroad companies are pushing hard to relax the law’s chief provision. They have won over key Republicans, and extracted a major concession from the Obama administration, in their bid to scale back and delay a system to prevent crashes such as the head-on collision that caused 25 deaths and 135 injuries in Chatsworth, Calif.  The Rail Safety Improvement Act, passed in late 2008 soon after the Chatsworth disaster, mandated the $13 billion project and stuck railroad companies with nearly all of the cost. The law calls for installation of a technology known as Positive Train Control, or PTC, that automatically puts the brakes on trains about to collide or derail. Advertise | AdChoices   Railroads are required to install PTC by the end of 2015 on an estimated 70,000 miles of track used by trains carrying passengers or extremely hazardous materials such as chlorine. The technology’s champions include the National Transportation Safety Board, an independent advisory and investigative agency. It has advocated PTC for more than two decades to prevent accidents resulting from human error, the main cause of rail crashes. Investigators with the agency have identified 21 train wrecks since late 2001 that, they say, would have been averted by PTC. In all, the accidents caused 53 deaths and nearly 1,000 injuries.  “PTC can prevent these human errors from causing collisions, hazmat releases, passengers killed and injured, and train crews being killed,” said Steven Ditmeyer, a former rail industry executive and federal official who now teaches in Michigan State University’s railway management program. Serious train crashes, he said, “are very rare events, but they still occur.” PTC supporters such as Paul Hedlund, a lawyer for many families of Chatsworth victims, say they are appalled by efforts to relax the mandate. It’s a “scary step backwards,” Hedlund said, calling existing protections “horribly archaic.” Since 2008, he added, “We haven’t had another crash of the magnitude of Chatsworth that would be affected by this but we are going to.”  But the railroad industry and its allies, arguing that the project is unaffordable, have put up stiff resistance. They also maintain that the technology still needs to be refined, even though Amtrak already operates a similar system from Boston to Washington, D.C. PTC critics have argued for delaying the installation deadline by three years, exempting as much as 20 percent of the track and allowing railroads to use other safety systems that might be cheaper, but also less effective. The industry is bolstered by a political climate that is hostile to federal dictates, a factor behind the executive order President Obama issued early last year to streamline regulations. They have extra leverage because federal agencies are divided on the merits of the PTC mandate. PTC opponents also are drawing ammunition from a 2010 report by the Government Accountability Office. The GAO assessment didn’t address PTC’s effectiveness but said technological hurdles could delay completion of the project beyond the 2015 deadline. “What you hear from all the railroad companies is that everyone supports PTC in theory, but the realities of how difficult it is financially and technologically to install [mean] it can’t happen by 2015,” said Matt Ginsberg, director of operations for the National Railroad Construction and Maintenance Association, which includes contractors that work on PTC installation.   The industry’s strategy, he added, is that “instead of an outright repeal, they will slowly chip away at it, making small little tweaks that will make a big change overall in the effect of the rule.” Leading the resistance are the Association of American Railroads, which represents freight haulers and Amtrak, along with the American Public Transportation Association, which represents commuter rail systems. They have called PTC the biggest federal mandate the industry has faced in more than a century, and say they anticipated that the government would step up its financial support. To deliver their message on PTC and other issues, railroad interests spend heavily on lobbying. According to the watchdog group Citizens for Responsibility and Ethics in Washington, the railroad industry poured $73.4 million into lobbying in 2009 and 2010, and another $8.75 million in the first quarter of 2011. The industry also has retained dozens of lobbyists, including the firm of former Senate powerhouses John Breaux, D-La., and Trent Lott, R.-Miss. Meanwhile, as political currents have shifted and PTC has fallen out of the spotlight, the technology has fewer forceful advocates. Former U.S. Rep. James L. Oberstar, a Minnesota Democrat who led the push for PTC in the House and who argued for it since the 1990s, was voted out of office in 2010, when Republicans took control of the lower chamber. The Democrat who perhaps was most pivotal in getting the rail safety act through Congress and signed into law was Sen. Dianne Feinstein of California. Days after the Chatsworth crash in September 2008, she said the failure to install PTC would amount to “criminal negligence.” Today, she still favors PTC but no longer is a leader on the issue and is not a member of the panel with jurisdiction over railroads, the Commerce Committee.  Feinstein’s office quoted the senator as saying that she has urged colleagues to maintain the current deadline. PTC systems include GPS and wireless communications technology and central control centers. They can monitor trains and stop them if they enter the wrong track or are about to run a red light. According to the National Transportation Safety Board, one of the accidents that PTC would have prevented was the freight train-commuter train collision in Chatsworth. The NTSB investigation blamed the accident on an engineer on the commuter train who ran a red light while text-messaging on a cellphone. (Metrolink, the rail system that operates the Chatsworth commuter line, hopes to finish installing its PTC system by mid-2013.) The NTSB said the January 2005 rail crash in Graniteville, S.C., that killed nine people and injured 554 also would have been prevented by PTC. The crash punctured a chlorine tank car, releasing a toxic, greenish cloud that led to the evacuation of about 5,400 residents.    However, the agency responsible for enforcing the deadline has expressed ambivalence about PTC. The Transportation Department’s Federal Railroad Administration concedes that PTC increases safety. But the agency says PTC would save only about four or five lives a year, not nearly enough to justify the  cost – though the agency analysis was completed in 2005, before the Chatsworth disaster. PTC advocates say the agency’s analysis ignores the enormous business benefits that the technology could provide by, not only preventing accidents, but also by coordinating train traffic more efficiently and cutting shipping times. Still, after the Transportation Department spelled out its rules for enforcing the PTC law, it was sued in November 2010 by the Association of American Railroads. The industry group accused the agency of issuing “a regulation that imposes a staggering and unjustified burden” that went beyond the intent of Congress. Among other grievances, the industry said federal officials wrongly required railroads to put PTC on track that by 2015 will no longer be used to haul chlorine or other extremely hazardous materials. The Transportation Department, to settle the litigation, offered to reduce the amount of track required to have PTC. The proposal, expected to be adopted in some form this spring, would remove 7,000 to 14,000 miles of track from the mandate, a cut of about 10 percent to 20 percent. In an Aug. 23 announcement, Transportation Secretary Ray LaHood characterized the move as being in line with the Obama administration’s initiative to streamline regulation. NTSB officials, however, say the proposal also could have a pernicious effect. They say it could crimp regulators’ flexibility to require PTC on troublesome track not specifically designated by the statute. For instance, regulators can insist on PTC when they are concerned about the safety of track where freight trains haul, say, ethanol – a dangerous material, but not one of the extreme hazards specified in the law. But the head of the NTSB, Deborah Hersman, said her agency is concerned that the “ability to identify other high-risk corridors will be hampered” because, under the proposed change, the railroads no longer would have to provide the government with as much risk data. Separately, House Republicans have advocated relaxing the PTC requirements. One of the leaders is U.S. Rep. John Mica of Florida, chairman of the House Transportation Committee.  According to Citizens for Responsibility and Ethics in Washington, Mica is one of the biggest recipients of railroad industry campaign contributions, with $182,298 since 2008. He is working on a long-term surface transportation authorization bill that is regarded as a likely legislative vehicle for key breaks sought by the railroads. Lawmakers are expected to resume working in earnest on the authorization bill by the beginning of February. Mica has voiced support for extending the PTC deadline by three years and allowing trains to use so-called non-technological safety systems.  Such systems, unlike PTC, can’t automatically counter human error, which the Transportation Department says causes 40 percent of train accidents. Mica has described his goal as to “protect against overly-burdensome regulations and red tape.”   Another vocal critic of PTC is U.S. Rep. Bill Shuster, R-Pa., chairman of the railroads subcommittee. According to The Center for Responsive Politics, railroads were the top-contributing industry to his 2008 and 2010 election campaigns. Shuster has received $165,800 in campaign contributions from railroad interests since 2008. He has criticized the PTC mandate ever since it was adopted. At a March hearing,  Shuster advocated extending the deadline beyond 2015 and reducing the amount of track covered, while calling the existing requirements “regulatory overreach.” 
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