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Contention 1- U.S. Space Dominance

Currently, the U.S. has leveraged military and civilian advantages in space- cross domain superiority in defense prove 

Zhang 11 [Baohui,  Associate Professor of Political Science and Director of the Center for Asia Pacific Studies at Lingnan University, Hong Kong, The Security Dilemma in the U.S.-China Military Space Relationship Author(s): Baohui Zhang Source: Asian Survey, Vol. 51, No. 2 (March/April 2011), pp. 311-332 Published by: University of California Press Stable URL: http://www.jstor.org/stable/10.1525/AS.2011.51.2.311]

The U.S. is the leader in the militarization of space. It was the first country that established a dedicated command, the U.S. Space Command, to unify military operations in space. In fact, as its Vision for 2020 proclaims, the Space Command seeks to achieve “full spectrum dominance” in space.13 Furthermore, it envisions permanent dominance in the military dimension of space operations: “Today, the U.S. is the preeminent military space power. Our vision is one of maintaining that preeminence—providing a solid foundation for our national security.”14  General Lance W. Lord, former commander, Air Force Space Command, points out the importance of space dominance: “Space superiority is the future of warfare. We cannot win a war without controlling the high ground, and the high ground is space.”15 In December 2007, the U.S. Air Force released a White Paper called The Nation’s Guardians: America’s 21st Century Air Force, in which General T. Michael Moseley made a similar statement: “No future war will be won without air, space and cyberspace superiority”; thus, “the Air Force must attain cross-domain dominance. Cross-domain dominance is the freedom to attack and the freedom from attack in and through the atmosphere, space and electromagnetic spectrum.”16 This strategy of space dominance, however, generates the classic security dilemma between the U.S. and other countries. Although the U.S. may be motivated by defensive purposes, such as shielding the American population from nuclear weapons and other threats, other countries have to assume the worst in an anarchic world. As observed by Joan Johnson-Freese, “I would argue that the rest of the world accepts U.S. space supremacy. What the Bush Administration claims is space dominance, and that’s what the rest of the world won’t accept.”17 

Space parity is increasing- competitors acquiring ASAT capabilities 

Krepon 3 [Space Assurance or Space Dominance?, The Case Against Weaponizing Space, Michael Krepon with Christopher Clary Copyright © 2003 The Henry L. Stimson Center ]
A quarter-century ago, work on kinetic energy ASATs was largely confined to the United States and the Soviet Union. The proliferation of ballistic missile technology, wider availability of space launch capabilities, the growing list of owners and operators of satellites, and the dispersion of telemetry, tracking, and control capabilities, raise the number of states that could develop and operate ASATs. In addition to some member states of the European Space Agency, China, India, Israel and Japan have the infrastructure and capabilities to pursue ASATs. Of these states, China has the strongest incentive to develop kinetic energy ASATs as a hedge against U.S. space warfare programs and as a means to complicate attacks on its deterrent.47 India and Israel could also take interest in ASATs if regional antagonists develop, acquire, or deploy space assets. Japan could also take an interest in ASATs in the context of a marked deterioration in its regional security environment. 
1) China

China is militarizing in the status quo- ASAT tests and PLA defense trajectory - militarization is occurring to counter U.S. space assets 

Zhang 11 [Baohui,  Associate Professor of Political Science and Director of the Center for Asia Pacific Studies at Lingnan University, Hong Kong, The Security Dilemma in the U.S.-China Military Space Relationship Author(s): Baohui Zhang Source: Asian Survey, Vol. 51, No. 2 (March/April 2011), pp. 311-332 Published by: University of California Press Stable URL: http://www.jstor.org/stable/10.1525/AS.2011.51.2.311 .] 

China’s military space program and its strategies for space warfare have caused rising concerns in the United States. In fact, China’s military intentions in outer space have emerged as one of the central security issues between the two countries. In November 2009, after the commander of the Chinese Air Force called the militarization of space “a historical inevitability,” General Kevin Chilton, head of the U.S. Strategic Command, urged China to explain the objectives of its rapidly advancing military space program.1 Indeed, in the wake of China’s January 2007 anti-satellite (ASAT) test, many U.S. experts have attempted to identify China’s motives. One driver of China’s military space program is its perception of a forthcoming revolution.  in military affairs. The People’s Liberation Army (PLA) sees space as a new and critical dimension of future warfare. The comment by the commander of the Chinese Air Force captures this perception of the PLA.2 In addition, China’s military space program is seen as part of a broad asymmetric strategy designed to offset conventional U.S. military advantages. For example, as observed by Ashley J. Tellis in 2007, “China’s pursuit of counterspace capabilities is not driven fundamentally by a desire to protest American space policies, and those of the George W. Bush administration in particular, but is part of a considered strategy designed to counter the overall military capabilities of the United States.”3 Richard J. Adams and Martin E. France, U.S. Air Force officers, contend that “Chinese interests in space weapons do not hinge on winning a potential U.S.-Chinese ASAT battle or participating in a space arms race.” Instead, they argue, China’s military space program is driven by a desire to “counter the space-enabled advantage of U.S. conventional forces.”4 This perspective implies that given the predicted U.S. superiority in conventional warfare, China feels compelled to continue its offensive military space program. Inevitably, this perspective sees China as the main instigator of a possible space arms race, whether implicitly or explicitly.  China’s interpretation of the revolution in military affairs and its quest for asymmetric warfare capabilities are important for understanding the 2007 ASAT test. This article suggests that the Chinese military space program is also influenced by the security dilemma in international relations. Due to the anarchic nature of the world order, “the search for security on the part of state A leads to insecurity for state B which therefore takes steps to increase its security leading in its turn to increased insecurity for state A and so on.”5 The military space relationship between China and the U.S. clearly embodies the tragedy of a security dilemma. In many ways, the current Chinese thinking on space warfare reflects China’s response to the perceived U.S. threat to its national security. This response, in turn, has triggered American suspicion about China’s military intentions in outer space. Thus, the security dilemma  in the U.S.-China space relationship has inevitably led to measures and countermeasures. As Joan Johnson-Freese, a scholar at the Naval War College, observed after the January 2007 ASAT test, China and the U.S. “have been engaged in a dangerous spiral of action-reaction space planning and/or activity.”6 

Absent strong SSA deterrence will fail- Recognizing capabilities deters and ‘closes the loop’ on vulnerabilities

Adams and France ’05 – *Major, Air Force Space Command and **Colonel, Air Force Space Command (Richard J and Martin E, “The Chinese Threat to US Space Superiority,” Winter, The High Frontier Journal, Vol. 1, Num. 3, http://www.afspc.af.mil/shared/media/document/AFD-070622-057.pdf, RBW)

If the US wishes to enjoy the advantages of space-enabled communications, navigation, precision timing, weather, missile warning, and ISR in any potential conflict with China, the National Security Space community should aggressively pursue methods to defend its systems from attack. First and foremost, the Air Force – as Defense Department executive agent for space – must develop better Space Situation Awareness (SSA), both in breadth and depth. In breadth, the Air Force should build and maintain an improved catalog of objects from lowEarth to geosynchronous orbits. The catalog must not only be complete, capturing increasingly smaller objects; it needs also to be timely to ensure maneuvering vehicles are discovered in time to permit defensive action. In depth, America should develop the capacity to better characterize the nature and capabilities of known satellites. The US must improve its ability to identify the existence, origin, and nature of attacks on its space assets—differentiating these attacks from system or environmental anomalies. The need for depth and breadth in SSA extends to ground-based counterspace systems that might be employed against friendly forces. Passive and active defensive systems should follow and leverage SSA improvements to “close the loop” on American vulnerabilities. America stands a better chance of deterring aggression against its critical onorbit assets if it possesses the capability to recognize emerging threats, capture timely indications and warnings, and respond (defensively or offensively) when attacked. To do otherwise presents an inviting vulnerability to an adversary seeking unconventional means to neutralize or defeat a stronger foe.
Space situational awareness deters current Chinese modernization efforts- absent prevention military escalation will increase 

Blair and Yali 6 [China Security Published by the World Security Institute and produced jointly with the Chen Shi China Research Group Bruce G. Blair is the President of the World Security Institute.  Chen Yali is the editor-in-chief of Washington Observer] http://www.wsichina.org/attach/china_security2.pdfhn

Greater situational awareness through enhanced monitoring and surveillance in space is also crucial to this idea of defense in space. One of the driving forces behind China’s efforts to research space debris identification and tracking is to also improve China’s ability to monitor military assets.68 The ability to identify and discriminate objects in space is crucial to evaluating threats from non-threats in space. The above constitute ‘comprehensive defensive actions,’ centered on capabilities to enhance survivability of China’s satellite networks, and ensure China’s access to space that is considered indispensable for future ‘informationalized warfare.’69 At the heart of this defensive strategy is the need to protect against an adversary’s ability to prevent or restrict China from using space to its economic and national security advantage; that is, the ability to ‘deny the denial.’ It is the dual-use nature of China’s satellite program that will provide the means to achieve that comprehensive defense in space. For example, China’s plan to increase indigenous development and production capacity of durable and miniaturized satellites for missions of data transmission and Earth remote sensing is aimed primarily at civilian and commercial purposes. However, such technologies offer lower cost access to space with greater maneuverability and thus would have a direct impact on military space capability. China also intends to increase its capacity to launch on demand and achieve launch redundancy,70 which also could markedly enhance its military space potential. Chinese slogans such as ‘applying military to civilian,’ and ‘integrating military and civilian’ are used in official discussions to stress the integration and embedding of military with civilian technology development and production.71 Since the early 1990s, the revolution in military affairs has been the central theme for China’s military modernization program, of which space is an indispensable part.72 Such notions indicate the importance of a dual-use strategy. As for existent capabilities in space, although there is no official admission, China does have satellites for navigation, remote sensing, reconnaissance and communication that have military uses.73 These are mainly for ‘power enhancement and support’ capabilities. However, as others have noted, they remain vastly insufficient for gaining any real advantage vis-à-vis U.S. dominance in space74. Nevertheless, it is reasonable to assume that the number of these assets would Eric Hagt ~95~ grow substantially under the planned satellite development program and thus rapidly improve China’s force enabling capacity.
Escalation causes extinction- results in resource depletion, economic collapse, and destruction of MAD 

Bhagwat 10 [Admiral Vishnu Bhagwat, former Chief of the Naval Staff, India “The Weaponization of Space: Corporate Driven Military Unleashes Pre-emptive Wars”  October 17, 2010 http://www.globalresearch.ca/index.php?context=va&aid=21432] 

As early as 1996, General Joseph Ashy , CinC US Space Command told ‘Aviation Week & Space Technology’ …. “Its politically sensitive …but its going to happen …some people do not want to hear this , but absolutely we are going to fight in Space , we’re getting to fight from space and we’re going to fight into space.” One analysis rightly concludes “that the US ( TCC ) is gearing up for the unilateral (military ) control of Space which over arches Planet Earth , all occupants and its entire contents --- with that vantage position it could overpower every opponent .” In chasing profits they boast of ‘blowing up the world,’ if necessary . However, there is many a slip, as the saying goes, between the cup and the slip . Post 2007 with the gathering financial implosion and indebtedness and loss of manufacturing capacity of the US system gathering visible momentum , the end game may turn out differently! According to some think tanks , only a few years ago , they declared that …. “Other nations lack the money and / or technology to compete with the US in the developing of space age weapons , Friedman is quoted for instance ,…..that China and Russia were passing blips.” In fact China, and to a lesser extent Russia , are the bankrupt US Treasury’s creditors ….China has been indirectly financing the Corporate wars in Afghanistan and Iraq…the US global military presence and the US Space Command’s growing dreams . But illusions can be dangerous by sparking off an uncontrolled arms Race in Space with its attendant risks and unexpected consequences that may blow up planet earth, notwithstanding the fact that the US economy is in terminal decline while its corporate warriors of the Transnational capitalist class profit and retain their wealth and riches in diverse financial securities , albeit toxic ones like Derivatives , CDOs and CDSs and other commercial paper in a huge ponzi web of deceit. We are indeed as the Chinese say living in interesting times. As US Space Command’s drives ahead with building Space WMD systems and synergizing with Ballistic Missile Defense , National Missile Defense and Anti-Satellite ( ASAT ) weapon sysytems , China and Russia will enter with defensively oriented systems and if China does , India will follow and Pakistan too . The whole game is counter –productive and result in more ‘Mutually Assured Destruction’ ( MAD ) as with nuclear weapons ….but not in the minds of the Transnational capitalist class which loves the Midas touch . The ‘Outer Space Treaty 1967 , was signed and sealed by the US , Soviet Union , China and India among others . The Outer Space treaty is a legally binding instrument . however it has a caveat ,which by omission permits the ‘passive military use of space .’ The Prime Ministers of Canada and Russia at the Millenium Summit in September 2000 and again in a meeting in December 2000 promised to work in close cooperation to prevent an arms race in Space. In a well reasoned paper presented to a Conference on Disarmament in Space , held in Moscow in 2001 , Dr Rebecca Johnson , Executive Director of the Acronym Institute for Disarmament Diplomacy called for a step by step ‘Ottawa Process’ and referred to a constructive working paper tabled by France at the Conference on Disarmament ( CD ) in Geneva. Dr Rebecca Johnson also suggested that a number of American companies with interests in Telecom , Navigation and Entertainment industries have a stake in keeping Space peaceful . She made another relevant observation that ‘Demilitarisation of Space is linked to ‘Demilitarisation of International Relations.’ Recalling Srilanka’s contribution to a proposed moratorium on testing ASAT weapons and for a discussion on a ‘Rules of the Road’ for Space in an attempt to pre-empt weaponisation of Space; the Srilankan ambassador to the CD , Geneva , Jayantha Dhanapala , as early as 1985, emphasized with rare foresight that “preventing an arms race in outer space is an easier task than attempting to control and decelerate such a race after it has begun... therefore, the urgency, to prohibit through multi-lateral negotiations the stationing of weapons in space designed to damage , destroy or interfere with any country’s space craft.” It would be ideal if the BMD and NMD projects are also halted , if not on the realization of their practical futility , then simply because the coming ‘Greatest Depression’ must lead to a major review and recall on grounds of financial non-feasibility alone. An eminent thinker and analyst in the global network for preservation of the space sanctuary has spoken thus : “ It wont do much good to anti-war people to demand an end to the war in Iraq, Afghanistan , nuclear war , weaponisation of Space ….unless they ( we ) mobilize the millions to demand the end of the underlying system , profit is all the human being nothing, that has now produced quasi-permanent war , conflict, violence, tension and sectarian strife (death squads and PMC personnel masquerading as Special Operation Groups with remote control drone bombers outside the control of any democratic institution of the State system / apparatus .)” We are threatened with the destruction and decimation of peoples and nations the world over , including the destruction of the life-sustaining resources of mother earth . 

2) 1ST Strike Credibility

Rapid space weaponization is occurring in the status quo- threatens U.S. primacy due to a lack of strong SSA capability

Defense News 11[ “Experts: Deterrence Won't Protect U.S. Satellites - Defense News” By william matthews Published: 13 Nov 17] http://www.defensenews.com/story.php?i=3820260&c=AME&s=AIR

In the past two years, two satellites have been shot down - one by China, another by the U.S. - and at least one U.S. satellite has been dazzled by a Chinese laser. Yet the U.S. military has taken few steps to shield its satellites from disruption or destruction, said John Sheldon, a professor at the U.S. Air Force's School of Advanced Air and Space Studies.  Rather than physical protection, Pentagon policymakers are hoping deterrence will safeguard their satellites, said Robert Butterworth, president of Aries Analytics, a space research firm.  The problem is, for space systems, deterrence might not work.  To deter attacks, the U.S. must be able to make credible threats of retaliation. But in space, U.S. options are limited, Butterworth said.  For instance, the U.S. gains little leverage if it threatens to retaliate in kind - that is, to shoot down an enemy's satellite if the enemy shoots down an American spacecraft.  Threatening to do so "would give the advantage to the attacker," Butterworth said. Since the U.S. is much more reliant on space than any of its adversaries, shooting down a U.S. satellite would do far greater damage to the U.S. than shooting down an enemy satellite would do to the enemy, he said.  Deterrence is made more difficult because it can be hard to tell who is responsible for some kinds of attacks on satellites, such as electronic jamming, Butterworth said. If there is trouble with a satellite, U.S. operators may not be able to tell whether it was caused by Venezuela, Indonesia or China, he said. It may even be difficult to tell whether a satellite has been attacked or has failed for other reasons.  Threatening to strike "counter-value targets" could have some deterrent value, Sheldon said. To do that, the U.S. would have to identify targets that each adversary values and determine how to attack them should that adversary attack U.S. satellites.  But it would be better for the U.S. to actively defend its satellites than to count on deterrence to protect them, the pair said during an address sponsored by the Marshall Institute in Washington.  Satellites should be hardened to protect against electromagnetic pulses and be made more resistant to jamming, Sheldon said.  The U.S. military also should speed up efforts such as the Operationally Responsive Space program to develop the ability to quickly launch satellites to replace those that have been lost. In addition to developing new launch systems, the military should build a supply of spare satellites to be launched when needed, he said.  Space situational awareness programs should be made a higher priority. It is "severely lacking today," Sheldon said. Better situational awareness would tell commanders whether a satellite has been attacked or struck by space junk. And it could help determine the origin of attacks.  Integrating U.S. satellite capabilities with those of allies such as Germany, Italy and Britain is one way to increase redundancy and reduce the damage that could be done by attacking a U.S. satellite. But close cooperation with allies in space "would require a substantial change in the secretive culture of the U.S. national security space community," Sheldon said.  There is likely to be an even more daunting problem: cost.  New, hardened satellites and new launch systems will cost tens of billions of dollars. But in the current financial crisis, "protection of U.S. satellite systems may fall victim" to budget cuts, Sheldon warned. 

SSA key- deterrence against potential aggressors heightens 1st strike credibility

Morgan 10 [Forrest E. Morgan Senior political scientist at the RAND Corporation, Deterrence and First-Strike Stability in Space A Preliminary Assessment,Prepared for the United States Air Force 2010]

While many options exist for punishing space aggressors and reducing the benefits of their attacks, nearly all of them depend to some degree on improvements in SSA. Poor SSA undermines the credibility of threats of punishment in some scenarios, as the attacker may expect to have a reasonable chance of striking anonymously. Conversely, good SSA has intrinsic deterrent value, because any prospective aggressor, knowing that culpability for an attack might be quickly determined and exposed to the world, would have to weigh the long-term costs of angering the United States and international community, even if no immediate capability existed to inflict punishment. All active defenses require better SSA than what current capabilities provide, and many passive defenses could also be improved with better SSA. Lack of effective SSA could both inhibit the United States from taking reprisals against covert space aggressors and create risks that unjustified reprisals may be taken in response to natural satellite failures occurring during a crisis. Better SSA will improve diagnostic capabilities, helping operators to distinguish satellite malfunction from attack more quickly and reliably, thereby enhancing first-strike stability in space. Improving SSA should be one of the United States’ top priorities in its efforts to develop the capabilities needed for an effective space deterrence regime. 

U.S. first strike credibility checks every global conflict  

Lieber & Press 9 [The Nukes We Need. By: Lieber, Keir A., Press,  Associate Professor in the Security Studies Program at Georgetown University Daryl G.,  Associate Professor of Government at Dartmouth College and Coordinator of the War and Peace Studies Program, Foreign Affairs, 00157120, Nov/Dec2009, Vol. 88, Issue 6]

THE PRIMARY purpose of U.S. nuclear forces is to deter nuclear attacks on the United States and its allies. During peacetime, this is not a demanding mission. The chance that leaders in Beijing, Moscow, or even Pyongyang will launch a surprise nuclear attack tomorrow is vanishingly small. But peacetime deterrence is not the proper yardstick for measuring the adequacy of U.S. nuclear forces. Rather, the United States' arsenal should be designed to provide robust deterrence in the most difficult of plausible circumstances: during a conventional war against a nuclear-armed adversary. In the coming decades, the United States may find itself facing nuclear-armed states on the battlefield. U.S. alliances span the globe, and the United States is frequently drawn into regional conflicts. Washington has launched six major military operations since the fall of the Berlin Wall: in Panama, Somalia, Kosovo, Afghanistan, and twice in Iraq. Furthermore, most of the United States' potential adversaries have developed--or seem to be developing--nuclear weapons. Aside from terrorism, the threats that dominate U.S. military planning come from China, North Korea, and Iran: two members of the nuclear club, and one intent on joining it. The central problem for U.S. deterrence in the future is that even rational adversaries will have powerful incentives to introduce nuclear weapons--that is, threaten to use them, put them on alert, test them, or even use them--during a conventional war against the United States. If U.S. military forces begin to prevail on the battlefield, U.S. adversaries may use nuclear threats to compel a cease-fire or deny the United States access to allied military bases. Such threats might succeed in pressuring the United States to settle the conflict short of a decisive victory. Such escalatory strategies are rational. Losing a conventional war to the United States would be a disastrous outcome for any leader, and it would be worth taking great risks to force a cease-fire and avert total defeat. The fate of recent U.S. adversaries is revealing. The ex-dictator of Panama, Manuel Noriega, remains in a Miami prison. The former Bosnian Serb leader, Radovan Karadzic, awaits trial in The Hague, where Yugoslav President Slobodan Milosevic died in detention three years ago. Saddam Husseins punishment for losing the 2003 war was total: his government was toppled, his sons were killed, and he was hanged on a dimly lit gallows, surrounded by enemies. Even those leaders who have eluded the United States--such as the Somali warlord Muhammad Farah Aidid and Osama bin Laden--have done so despite intense U.S. efforts to capture or kill them. The United States' overseas conflicts are limited wars only from the U.S. perspective; to adversaries, they are existential. It should not be surprising if they use every weapon at their disposal to stave off total defeat. Coercive nuclear escalation may sound like a far-fetched strategy, but it was NATO'S policy during much of the Cold War. The Western allies felt that they were hopelessly outgunned in Europe at the conventional level by the Warsaw Pact. Even though NATO harbored little hope of prevailing in a nuclear war, it planned to initiate a series of escalating nuclear operations at the outbreak of war--alerts, tactical nuclear strikes, and wider nuclear attacks--to force the Soviets to accept a cease-fire. The United States' future adversaries face the same basic problem today: vast conventional military inferiority. They may adopt the same solution. Leaders in Beijing may choose gradual, coercive escalation if they face imminent military defeat in the Taiwan Strait--a loss that could weaken the Chinese Communist Party's grip on power. And if U.S. military forces were advancing toward Pyongyang, there is no reason to expect that North Korean leaders would keep their nuclear weapons on the sidelines. Layered on top of these challenges are two additional ones. First, U.S. conventional military doctrine is inherently escalatory. The new American way of war involves launching simultaneous air and ground attacks throughout the theater to blind, confuse, and overwhelm the enemy. Even if the United States decided to leave the adversary's leaders in power (stopping short of regime change so as to prevent the confrontation from escalating), how would Washington credibly convey the assurance that it was not seeking regime change once its adversary was blinded by attacks on its radar and communication systems and command bunkers? A central strategic puzzle of modern war is that the tactics best suited to dominating the conventional battlefield are the same ones most likely to trigger nuclear escalation. Furthermore, managing complex military operations to prevent escalation is always difficult. In 1991, in the lead-up to the Persian Gulf War, U.S. Secretary of State James Baker assured Iraq's foreign minister, Tariq Aziz, that the United States would leave Saddam's regime in power as long as Iraq did not use its chemical or biological weapons. But despite Baker's assurance, the U.S. military unleashed a major bombing campaign targeting Iraq's leaders, which on at least one occasion nearly killed Saddam. The political intent to control escalation was not reflected in the military operations, which nearly achieved a regime change. In future confrontations with nuclear-armed adversaries, the United States will undoubtedly want to prevent nuclear escalation. But the leaders of U.S. adversaries will face life-and-death incentives to use their nuclear arsenals to force a cease-fire and remain in power. 

SSA is critical to the overall defense posture- lack of knowledge and awareness heightens vulnerabilities of key space assets. 

Lord ’05 – General, Commander, Air Force Space Command (Lance W, “Space Superiority,” Winter, The High Frontier Journal, Vol. 1, Num. 3, http://www.afspc.af.mil/shared/media/document/AFD-070622-057.pdf, RBW)

The foundation of Space Superiority is Space Situation Awareness, which means having a complete understanding of what is happening in space. To that end, we must have continuous situation awareness of both environmental effects and the actions of all nations that operate in space. The means for gaining that complete awareness is our Space Surveillance Network. The Space Surveillance Network is comprised of 30 different sensors spread around the world, providing us a comprehensive picture of what is happening in space. While our surveillance network provides the most accurate and complete Space Situation Awareness in the world, it only provides a very small piece of the information we need. It is no longer sufficient to simply know where a satellite is in space. We must also know what the satellite is capable of doing, what it is being used for and what it may be used for in the future. Once we know this vital information concerning each satellite, we must fully integrate this information to understand how everything is working together and what the “trickle down” effect of our actions would be.   In addition to man-made objects in space, we must also understand what is happening in the space environment. We must be able to predict solar flares, electromagnetic storms and much more, and then use that information to protect our assets against the environment. The information gained through Space Situation Awareness allows us to better plan our use and defense of space rather than simply reacting to events. If we find ourselves spending most of our time reacting to the actions of others, it probably means we are losing our advantage. It is imperative to remain ahead of the rest of the world in space, which means being proactive and forcing our potential adversaries into a reactive posture.  

Contention 2- Miscalculation

Miscalculation is inevitable in the status quo- data sharing exists, however opacity will overwhelm accuracy – systems are vulnerable to 

NSTAC 09 (The President’s National Aecurity Telecommunications Advisory Committee, “NSTAC Report to the President on Commercial Satellite Communications Misson Assurance,” November 2009, http://www.ncs.gov/nstac/reports/2009/NSTAC%20STF%20Report%20FINAL%2011302009.pdf)

Operators continuously and accurately track the locations of their own satellites and rely on in-house close-approach monitoring systems to ensure the safety of their fleets. Most operators also incorporate information from the U.S. Joint Space Operations Center (JSpOC) when analyzing potential close approaches between satellites or between satellites and trackable debris. The basic information (referred to as Two-Line Element [TLE] data) used in this process is available to authorized users of the U.S. Government’s “Spacetrack.org” website. Operators routinely screen satellites using TLE data, and also exchange data with other operators with near or adjacent satellites during special activities such as satellite relocations and transfer orbit missions. The data exchange usually consists of the latest location information, near-term maneuver plans, transmission frequencies, and contact information for further discussion. There are drawbacks to the current close-approach monitoring process. In addition to a lack of standards for TLE modeling, TLE data does not have the required accuracy for credible collision detection. An operator that relies on TLE data must increase the calculated collision margin to avoid potential close approaches, therefore increasing the number of maneuvers. Maneuvers based on inaccurate data can waste fuel, shorten the life of satellites, and in some cases can introduce uncertainties that decrease the safety of space operations. In most cases, threats identified using basic TLE data are downgraded after coordination with other operators or further evaluation with more precise orbital data. TLE data also lacks reliable planned maneuver information, which limits the usefulness of data for longer-term predictions since future maneuver information is necessary to properly predict the orbital location of active satellites. Today, operators relying on chemical propulsion systems maneuver about once every two weeks to maintain their orbital position. Accurately predicting the orbital location of a satellite will become more challenging with satellites that employ ionic propulsion systems40 and are in essence constantly maneuvering. Adding complexity to this problem is the fact that there is no single standard for representing the position of an object in space. Operators characterize the orbital position of their satellites differently depending on the software used for flight operations. In addition, there is no single agreed-upon protocol for sharing information, and coordinating operators must be prepared to accommodate the practices of other operators. To do this, operators must maintain redundant file transfer protocols and tools to convert and reformat information so that it is consistent with other software systems for computing close approaches. Some operators write their own software tools for monitoring and predicting the close approach of other spacecraft while others contract with third parties for this service. Therefore, separate tools for each operator are necessary to exchange data. The magnitude of the effort to maintain space situational awareness grows quickly as the number of coordinating operators increases. Further, not all satellite companies participate in close-approach monitoring due to lack of financial resources or appropriately skilled technicians.

Specifically, Chinese defense planners are uncertain of U.S. military capabilities- and will act on misperceptions

Blair and Yali 6 [China Security Published by the World Security Institute and produced jointly with the Chen Shi China Research Group Bruce G. Blair is the President of the World Security Institute.  Chen Yali is the editor-in-chief of Washington Observer] http://www.wsichina.org/attach/china_security2.pdf
In the pioneering space war games played in recent years by American military strategists at U.S. space control headquarters in Colorado, the United States and China occupied center stage in hypothetical confrontations that put them on a collision course in the exosphere. These games play on the fault lines that underlie their space relations in the real world, the key features of which include: the massive dependency of the U.S. military on space assets, both military and commercial; the globalization of commercial space services by multinational corporations operating partially outside the jurisdiction of sovereign nations; the recognition by Chinese strategists that space dependency is a potential Achilles heel of an otherwise overpowering U.S. military juggernaut; the resurgence of extreme worst-case threat estimation in U.S. intelligence assessments; the emergence of China as the leading candidate to replace Russia as the next designated super-rival of the United States; and flash points prone to spark military hostilities over competing vital interests. The volatility of this mixture produces unstable results in war games. In these mental exercises, events tend to rush headlong into conflict. In one exercise, a confrontation over an unnamed island state in the Pacific, obviously a notional proxy for Taiwan, rapidly escalated from diplomatic crisis to limited strikes against space assets to nuclear war. Other forms of instability lurking in this brew simply shut down another exercise – as happened when the players managing a large-scale U.S. military intervention to defend Taiwan discovered that their forces’ burgeoning appetite for commercial bandwidth for wartime military communications and reconnaissance operations vastly exceeded the available bandwidth. In this case, the notional adversary state, obviously representing China, managed to buy up long-term contracts with the multinational suppliers for the lion’s share of their  surplus commercial capacity, leaving only bandwidth crumbs for foraging U.S. forces. This deficit of cyberspace brought the U.S. military goliath’s operations to a virtual standstill. These war games point to latent tensions existing in the real world. Although that world today appears placid on the surface, the appearance is deceiving. Far from a vast expanse of tranquility, space is host to an expanding array of military operations and is becoming an arena of tension that mirrors earthly tensions among key nations. To avert the collision that this growing tension portends, the main interested parties – notably, China and the United States must squarely confront the adverse trends and devise new instruments of dialogue and cooperation. 

Enhanced SSA solves miscalculation- tracking abilities creates distinctions between threats and non-threats

MacDonald ’08 – former assistant director for national security at the White House Office of Science and Technology Policy as well as senior director for science and technology on the National Security Council staff (Bruce W, “China, Space Weapons, and U.S. Security,” i.cfr.org/content/publications/attachments/China_Space_CSR38.pdf, RBW)

 SSA is the ability to track and understand what objects are in orbit and what their capabilities are. By providing real-time or near real-time location and status information on spacecraft, SSA enables better management and operation of these assets and provides warnings of potential hazards—natural or manmade, intentional or unintentional— to allow preventive or mitigating steps to be taken. In addition, accurate SSA is needed to know for certain if a satellite’s operations have been intentionally affected by an adversary. The United States currently maintains a public information data network that provides important orbital and related information on over twelve thousand detectable orbiting objects, data that it makes freely available on the Internet. Yet many experts agree that the United States “needs significant improvements in space situational awareness, such as the development of the ability to attribute in real time all activity in circumterrestrial space … including birth to death tracking and assessment of all threats capable of affecting [U.S.] space systems,” similar to the role civilian authorities play in air travel.16 Whether one wants to pursue a purely defensive space policy or a mixture of offense and defense, improved SSA is imperative. Air Force Space Command has called for much better capabilities to identify what is already in space, understand orbiting objects’ mission, and, ultimately, determine intent. The U.S. Army has placed improved SSA near the top of its list of needs. Improved SSA has broad support among both supporters and opponents of offensive counterspace. The United States would be well served by going beyond SSA and enhancing space intelligence that better understands the purpose and motivation behind the space objects being identified and tracked.17 Otherwise, understandable worst-case planning could lead to just the kind of escalation in a crisis that all parties seek to avoid. In addition, satellites themselves need to be alert to their surroundings and sense when they are threatened or under attack. Furthermore, the United States must be able to attribute an attack to a particular country, a prerequisite to any effective retaliation or deterrence strategy. 
Additionally, space debris is increasing- ASAT tests and lack of infrastructure 

David ’09 – SPACE.com (Leonard, “Orbital Debris Cleanup Takes Center Stage,” October 7, http://www.space.com/7377-orbital-debris-cleanup-takes-center-stage.html)

Active discussion is underway as to when the point will be reached when there are so many collisions between space junk that it grows exponentially. That debate is going on right now, said chair of the session, Joseph Rouge, Director of the Pentagon’s National Security Space Office, Washington, D.C. Some in my office say that crossing point was 10 years ago others say it’s 20 years away, Rouge said. I think the real key is we need to do something about it or we’re going to be in trouble. Collisional cascading will start in low Earth orbit within a few decades, explained Heiner Klinkrad, head of the European Space Agency/European Space Operations Center’s Space Debris Office in Darmstadt, Germany. When we do long-term projections of the space debris environment, it turns out that space debris mitigation measures will delay, but not prevent, collisional cascading from happening in the low Earth orbit regime, Klinkrad advised. This is even so if we stop all launching activities right now, he added, and once that [cascading] process has started there is no way of controlling it again. Klinkrad said that the application of mitigation measures is a necessary but insufficient step to control the space debris environment. Additionally, space debris remediation will be a technically demanding and expensive undertaking, he said, but such costs must be viewed in relation to the value of space assets. 
Russian early warning satellites are susceptible to miscalculation- recent tests prove

Lewis ’04 – postdoctoral fellow in the Advanced Methods of Cooperative Security Program, funded by the John D. and Catherine T. MacArthur Foundation, at the Center for International and Security Studies at the University of Maryland School of Public Policy (Jeffrey, “What if Space Were Weaponized? Possible Consequences for Crisis Scenarios,” July, Center for Defense Information, http://www.cdi.org/PDFs/scenarios.pdf)

What would happen if a piece of space debris were to disable a Russian early-warning satellite under these conditions? Could the Russian military distinguish between an accident in space and the ﬁrst phase of a U.S. attack? Most Russian early-warning satellites are in elliptical Molniya orbits (a few are in GEO) and thus difﬁcult to attack from the ground or air. At a minimum, Moscow would probably have some tactical warning of such a suspicious launch, but given the sorry state of Russia’s warning, optical imaging and signals intelligence satellites there is reason to ask the question. Further, the advent of U.S. on-orbit ASATs, as now envisioned 50 could make both the more difﬁcult orbital plane and any warning systems moot. 

The unpleasant truth is that the Russians likely would have to make a judgment call.

No state has the ability to deﬁnitively determine the cause of the satellite’s failure. Even the United States does not maintain (nor is it likely to have in place by 2010) a sophisticated space surveillance system that would allow it to distinguish between a satellite malfunction, a debris strike or a deliberate attack – and Russian space surveillance capabilities are much more limited by comparison. Even the risk assessments for collision with debris are speculative, particularly for the unique orbits in which Russian early-warning satellites operate.

Miscalculation in space escalates to nuclear and biological warfare
Mitchell 1 [Gordon R., Member of the Center for Strategic and International Studies Working Group on Theater Missile Defenses in the Asia-Pacific Region., Winter “Japan-U.S. Missile Defense Collaboration: Rhetorically Delicious, Deceptively Dangerous”, **http://www.pitt.edu/~gordonm/JPubs/JapanTMD.pdf**]

Any clear-cut distinction between offensive and defense in the TMD context is hopelessly muddied when one realizes that plans for the NTW system include a substantial space component. An elaborate network of space satellites (as well as spaceborne forces to protect them) would be essential features of any robust NTW system, providing early warning data of enemy missile launches, as well as tracking information designed to guide SM-3 interceptors to their targets in mid-flight. It is instructive to note that politically powerful missile defense proponents such as U.S. Senator Bob “Spaceman” Smith (R-NH) envision NTW integrated into an overall space force that would pursue both defensive and offensive military missions.49 We need to incorporate forward-deployed capabilities like the Navy Theater Wide program and the Air Force Airborne Laser as space-based missile defense programs to ensure [that] we can stop missiles in their boost phase, dropping the debris fallout over our adversary’s homes, not ours…[S]pace offers us…the prospect of inflicting violence—all with great precision and nearly instantaneously, and often more cheaply. With credible offensive and defensive space control, we will deter our adversaries, reassure our allies, and guard our nation’s growing reliance on global commerce.50 This full-throated call for a robust blend of offensive and defensive space weaponry reflects a strategic principle elucidated by Frank Barnaby: when it comes to arming the heavens, “anti-ballistic missiles and anti-satellite warfare technologies go hand-in-hand.”51 The interlocking nature of offense and defense in military space technology stems from the inherent “dual capability” of spaceborne weapon components. To the extent that ballistic missile interceptors based in space can knock out enemy missiles in mid-flight, such interceptors can also be used as orbiting “death stars,” capable of sending munitions hurtling through the earth’s atmosphere at dizzying velocities.52 As Marc Vidricaire, a member of the Canadian Delegation to the U.N. Conference on Disarmament, explains: “If you want to intercept something in space, you could use the same capability to target something on land.”53 Furthermore, spaceborne BMD components can be used for offensive attacks in outer space itself, where orbiting space assets belonging to adversaries could be targeted for destruction. According to defense analyst James E. Oberg, “…the benign, defensive nature of a ballistic missile killer is not the only facet of such a system—it also has inherent offensive capability against satellites.”54 This dual capability of BMD systems provides one rationale for why space weapons advocates such as Senator Smith propose to make offensive attack weapons part of missile defense. In a world where deployment of purely offensive space weaponry might be difficult to justify as a stand-alone military initiative, Oberg speculates, “the means by which the placement of space-based weapons will likely occur is under a second U.S. space policy directive—that of ballistic missile defense.”55 Although these “death star” scenarios might seem like they come straight out of Hollywood special effects studios, it is worth noting that the U.S. Space Command is on record endorsing military strategy that favors weaponization of space as a force multiplier for offensive attack missions. An official planning document entitled “Vision for 2020” foresees “space-based strike weapons” as part of “global engagement capabilities” designed to enable “application of precision force from, through, and to space.”56 Aggressive pursuit of these “strike weapons” is imperative, according to Space Command officials, because “space superiority is emerging as an essential element of battlefield success and future warfare.”57 Arguing that “it is inevitable that mankind will weaponize space,” Air Force Lt. Col. Thomas D. Bell claims in a 1999 paper that, “The U.S. ability to conduct combat operations in this environment will provide the technical asymmetry that the U.S. will need to win the next war, just as it used strategic bombers and the atomic bomb to win World War II and stealth technology and precision guided munitions to win the Gulf War.”58 These plans recently received concrete expression in comments from Gen. Ralph E. Eberhart, Air Force Space Command Commander. While addressing a group at the Joint Tactical Ground Station in South Korea, Eberhart declared that “[s]pace is the ultimate high ground…Not only do we have to use it, we have to be able to defend it and deny our enemy the use of space if we are at war…we have to ensure space superiority for our commanders and men and women who rely on it during the fight.”59 Although missile defense advocates frequently trumpet the “purely defensive” nature of BMD, such systems exist in a strategic framework that ineluctably includes offensive space weaponry. “The PR spin is that the U.S. military push into space is about missile defense or defense of U.S. space satellites. But the volumes of material coming out of the military are concerned mainly with offense— with using space to establish military domination over the world below,” notes professor Karl Grossman.60 Such a suggestion carries particular significance for Japan, since as Frank Umbach, Senior Research Fellow at the German Society of Foreign Affairs, explains, “a possible Japanese TMD deployment may require an integration of the anti-missile defense command and control (C-2) systems of Japan and the U.S., which could have far-reaching implications for both sides.”61 Eventual deployment of a joint Japan-U.S. TMD system could saddle Japanese officials with the sober responsibility of making command decisions regarding use of spaceborne weapons for offensive military missions. It is tempting to take comfort in the idea that JDA leaders would not permit a joint missile defense system such as NTW to evolve into a platform for offensive space power, especially since such a development would flout Japanese legal and constitutional prohibitions against such military adventures. However, in a joint command situation, it is not clear that such constraints would hold up, especially in light of intimidating comments by space power enthusiasts such as Senator Smith, who vows to use his position on Capitol Hill to ram space weaponry down the throats of opponents, regardless of how vocal they are: “If the Air Force cannot or will not embrace spacepower, we in Congress will have to drag them there, kicking and screaming if necessary.”62 Another possibility is that Japanese objections against incorporation of offensive space power into a joint missile defense program could be rendered moot by strategic deception. Part II of this essay explored cases where U.S. missile defense advocates deployed subterfuge to camouflage the actual purpose of BMD programs, in order to insulate the program from political criticism. A similar approach would seem politically attractive for public affairs officers dealing with the sensitive issue of a Japanese TMD’s offensive military capabilities. Since such capabilities would clearly prove to be public relations liabilities for missile defense advocates attempting to justify TMD to Asian publics, there could be great institutional inertia to pursue a Pentagon-style public relations strategy of hiding such capabilities behind layers of secrecy, classification, and obfuscation, then dominating public debate with talk of “purely defensive” BMD systems. However, back door deployment of offensive space weapons would pose grave security risks, given the potentially disastrous consequences of an unconstrained arms race in space. Lt. Col. Bell provides a glimpse of some of the varieties of space weapons that might be produced in such a scenario: “A mix of space weapons will offer the capability to destroy various types of surface and sub-surface targets with three types of weapons: continuous lasers that use heat to melt structures and destroy them; pulsed lasers that vaporize material and penetrate the structure; and kinetic energy weapons that provide the capability to attack targets hundreds of feet under the surface of the earth.”63 According to Senator Charles S. Robb (D-VA), space weaponization could transform Reagan’s hopeful Star Wars vision into an ominous “death star” future. During the Reagan years, advocates of the Strategic Defense Initiative ran an effective television spot featuring children being saved from nuclear attack by a shield represented by a rainbow. If we weaponize space, we will face a very different image—the image of hundreds of weapons-laden satellites orbiting directly over our homes and our families 24 hours a day, ready to fire within seconds. If fired, they would destroy thousands of ground, air, and space targets within minutes, before there is even a chance of knowing what has happened, or why. This would be a dark future, a future we should avoid at all costs.64 A buildup of space weapons with capability to execute offensive missions might begin with noble intentions of “peace through strength” deterrence, but this rationale glosses over the tendency that “…the presence of space weapons…will result in the increased likelihood of their use.”65 Military commanders desiring to harness the precision strike capability afforded by spacebased “smart” weapons might order deliberate attacks on enemy ground targets in a crisis. The dizzying speed of space warfare would introduce intense “use or lose” pressure into strategic calculations, with the specter of split-second laser attacks creating incentives to rig orbiting death stars with automated “hair trigger” devices. In theory, this automation would enhance survivability of vulnerable space weapon platforms. However, by taking the decision to commit violence out of human hands and endowing computers with authority to make war, military planners could sow insidious seeds of accidental conflict. Yale sociologist Charles Perrow has analyzed “complexly interactive, tightly coupled” industrial systems, which have many sophisticated components that all depend on each other’s flawless performance. According to Perrow, this interlocking complexity makes it impossible to foresee all the different ways such systems could fail. He further explains, “[t]he odd term ‘normal accident’ is meant to signal that, given the system characteristics, multiple and unexpected interactions of failures are inevitable.”66 Deployment of space weapons with pre-delegated authority to fire death rays or unleash killer projectiles would likely make war itself inevitable, given the susceptibility of such systems to “normal accidents.” It is chilling to contemplate the possible effects of a space war. According to Bowman, “even a tiny projectile reentering from space strikes the earth with such high velocity that it can do enormous damage—even more than would be done by a nuclear weapon of the same size!”67 In the same laser technology touted by President Reagan as the quintessential tool of peace, David Langford sees one of the most wicked offensive weapons ever conceived: “One imagines dead cities of microwave-grilled people.”68 Given this unique potential for destruction, it is not hard to imagine that any nation subjected to a space weapon attack would escalate by retaliating with maximum force, including use of nuclear, biological, and/or chemical weapons. An accidental war sparked by a computer glitch in space could plunge the world into the most destructive military conflict ever seen.

Contention 3- Solvency

Current SSA infrastructure is lacking- bad command and control and lack of integration

Turnbull 08 (Wallace R. III, Major and aeronautical engineer, “Beyond Awareness: Moving Towards Comprehensive Space Situational Knowledge”)  
In order to forecast what technologies the United States will need to possess to provide comprehensive space knowledge in 2030, one must first understand the capabilities and limitations of both current and planned SSA systems. The current SSA system is a confederation of systems collectively referred to as the Space Surveillance Network.100 The SSN is comprised of a network of 28 ground-based radar and optical sensors and one space-based sensor (reference Appendix B).101 The SSN sensors observe man-made objects as they traverse through space and collect data that is then used to triangulate each object’s orbital path, allowing the object’s future position to be predicted.102 This process is called space surveillance, the end result of which is a database of tracked objects known as the space catalog. According to US Strategic Command (USSTRATCOM), the current space catalog tracks about 17,000 man-made objects 10 cm diameter or larger.103 Because of sensor limitations, objects are not continuously observed. Instead, the SSN uses the computed orbit to predict an object’s future position then periodically spot checks it.104 Due to sensor availability, high interest objects such as active spacecraft are spot checked more frequently than lower interest objects such as debris.105 This means that an object that unexpectedly moves between spot checks, and is thus no longer where it was predicted to be, might be lost by the SSN. This behavior could be exploited for counterspace purposes; for example, by an ASAT that masqueraded as space debris before moving into position. This operations concept is consistent with the SSN’s historical space surveillance role of monitoring space debris for collision avoidance but it may have grave consequences in a contested space environment. In addition to the constraints created by the spot check operational concept, the SSN is also constrained by the size of object it can detect. Current estimates are that the SSN tracks most objects larger than 5 cm diameter in low Earth orbit and about 1 m diameter in geosynchronous orbit, though, under certain conditions, some systems can track smaller objects.106 Objects in LEO are usually tracked by radar systems, some of which are able to detect objects less than 1 cm diameter at low altitudes though most objects this size are not tracked.107 For a number of reasons, such as range and Doppler effects, objects in GEO are usually tracked by optical sensors, though some radars have GEO tracking capability.108 Some optical systems have demonstrated the ability to track objects as small as 10 cm in GEO, though in order to track GEO objects, ground-based telescopes must operate at night and are obviously limited by weather, placing further constraints on SSN capabilities.109 Many of the picosats in development today are 10 cm or less in diameter and under normal conditions would probably be undetectable by the current SSN when operating in geosynchronous orbits.110 Proposed femtosat designs would be undetectable at much lower altitudes and might be able to operate undetected in the LEO regime.

The plan solves existing flaws while ensuring future effectiveness

GAO 2011 (United States Government Accountability Office, May 2011. SPACE ACQUISITIONS Development and Oversight Challenges in Delivering Improved Space Situational Awareness Capabilities http://www.gao.gov/new.items/d11545.pdf) 

DOD has significantly increased its investment and planned investment in SSA acquisition efforts in recent years to address growing SSA capability shortfalls. Most efforts designed to meet these shortfalls have struggled with cost, schedule, and performance challenges and are rooted in systemic problems that most space acquisition programs have encountered over the past decade. Consequently, in the past 5 fiscal years, DOD has not delivered significant new SSA capabilities as originally expected. To its credit, the Air Force recently launched a space-based sensor that is expected to appreciably enhance SSA. However, two critical acquisition efforts that are scheduled to begin development within the next 2 years—Space Fence and the Joint Space Operations Center Mission System (JMS)—face development challenges and risks, such as the use of immature technologies and planning to deliver all capabilities in a single, large increment, versus smaller and more manageable increments. It is essential that these acquisitions are placed on a solid footing at the start of development to help ensure their capabilities are delivered to the war fighter as and when promised. GAO has consistently recommended that reliable acquisition business cases be established, such as maturing technologies prior to development start, utilizing evolutionary development, and stabilizing requirements in order to reduce program risks. For efforts that move forward with less mature technologies, assessments of the cost, schedule, and performance implications of utilizing backup technologies, if they exist, could provide the knowledge needed to determine whether the efforts are worth pursuing or the investment trade-offs that may need to be made.

A credible SSA system strengthens both military and civilian components of space- ensures communication and integration  

Brown ’08 – Major, USAF Space Protection Program (Integration) (Patrick A, “Promoting the Safe and Responsible Use of Space: Toward a 21st Century Transparency Framework,” November, The High Frontier Journal, Vol. 5, Num. 1, http://www.afspc.af.mil/shared/media/document/AFD-081117-032.pdf, RBW) 

Past proposals for international confidence building space activities include more stringent debris mitigation, collision, and explosion avoidance measures, the development of safer traffic management practices, improved information exchanges, and notification measures related to space safety. In this regard, SSA is foundational. SSA is “the requisite current and predictive knowledge of the space environment upon which space operations depend—including physical, virtual, and human domains—as well as factors, activities, and events of friendly and adversary space forces across the spectrum of conflict.” 4 Simply, shared SSA is the ability to discern the true nature of an event in space and take positive, full spectrum actions from notification, maneuver, and demarche to last resort military action to prevent a disruption to space services. The Department of Defense’s June 2008 National Defense Strategy tempers this best: The best way to achieve security is to prevent war when possible and to encourage peaceful change within the international system. Our strategy emphasizes building the capacities of a broad spectrum of partners as the basis for long-term security. We must also seek to strengthen the resiliency of the international system to deal with conflict when it occurs. We must be prepared to deal with sudden disruptions, to help prevent them from escalating or endangering international security, and to find ways to bring them swiftly to a conclusion. 5 For the US, SSA enables command and control of space resources to ensure timely and accurate decision making for both military and non-military space operators and users. It enables decision makers the ability to fully leverage and protect American and allied space capabilities. SSA is developed by integrating, fusing, exploiting, analyzing, and displaying traditional and non-traditional space surveillance, reconnaissance, intelligence, and environmental sensor information and data sources along with system health and status information provided by space system operators. 6 Finally, SSA promotes open communications and understanding providing a mechanism for escalation control and exclusion of misunderstandings. The challenges and opportunities of shared SSA can be illustrated by the pilot program, Commercial and Foreign Entities (CFE). Approved by the Office of the Secretary of Defense in October 2004, CFE provides two-line element sets, decay predications, launch support conjunction assessment and reentry support and anomaly resolution to qualified customers. However, balancing national security requirements of the US, allies and friends against the desire for transparency has resulted in less than complete information sharing. A renewed effort toward CFE would continue to function as a baseline to greater cooperation and collaboration on space surveillance data. The US should seek out and engage in mutually beneficial space partnerships and space engagement activities in order to promote sustainable space safety. Collaborative programs with allies, friends, and other states will be used to promote continuity of service, interoperability, and development of collaborative space systems, including grounds segments, when possible. These are important ways to share the cost of space capabilities, lower tensions, promote economic development through the use of commercial space activities and foster transparency. These actions will increase the use and value of space for the international community and assist in achieving key US assurance, dissuasion, and deterrence objectives. And with multinational cooperation to SSA, the value of shared SSA will increase exponentially. All space users have a vested interest in space, and unlike any other domain, we must continue to educate them on the cataclysmic effects of irresponsible use of space. Unlike a massive oil spill along a coastal plain or effects of irresponsible manufacturing plant runoff into rivers that Mother Nature can correct over time, effects in space are mostly permanent. In fact, a collision or massive explosion of large satellites at geosynchronous orbit has the potential to “pollute” the belt with debris for certainly our lifetime or longer without human intervention to “reclaim” the use of space orbits. Shared SSA, consistent with the earlier attempts of defining transparency, will increase predictability in space, allow for timely maneuvering decisions on fuel and longevity concerns, and reduce uncertainty and misunderstanding for any purposeful interference conditions should they occur, and they will. Shared SSA, if successful as a transparency and confidence building measure, also reinforces other sharing efforts in Earth and space science, human space flight and space exploration. Again, the value and benefits are exponential. 

***Topicality***

Development- W/M

We meet

GAO 2011 (United States Government Accountability Office, May 2011. SPACE ACQUISITIONS Development and Oversight Challenges in Delivering Improved Space Situational Awareness Capabilities http://www.gao.gov/new.items/d11545.pdf) 
SSA is fundamental to conducting space operations and forms the foundation for accomplishing space control, which DOD defines as operations to ensure freedom of action in space for the United States and its allies, and when directed, denying an adversary freedom of action in space.

A2: Military not Development

No clear delineation between “peaceful” and “non-peaceful”

Galloway 1989 [Eilene, Book Review: The Legality of Space Militarization. By Bruce A. Hurwitz, International Institute of Space Law of the International Astronautical Federation 83 A.J.I.L. 431, LEXIS]

Hurwitz reveals the difficulty of defining "peaceful purposes"; the U.S. view is that it means "non-aggressive," while the Soviet Union prefers "non-military." Another view is that what is not prohibited by Article IV of  [*433]  the OST is permitted, and the Treaty clearly does not prohibit all military activities. In the final analysis, the author concludes that military activities are legal when "peaceful," by which is meant "non-aggressive and beneficial" (p. 69). The settlement of disputes on the legality of space activities can be achieved through the practice of states, and rules for the use of spacecraft can be formulated by using criteria developed for aircraft.

***Advantages***

Adversaries/Hard Power

**Space Mil

Challengers inevitable- SSA allows transition to globalized space
The Economist 2011 Economist, 2/12/2011, Vol. 398 Issue 8720, p87-88 “The Cluttered Frontier” EBSCO 
Such competition is inevitable, as space technology spreads and other countries are no longer forced to rely on America's good offices for things like satellite-based global positioning systems. But a more direct threat to America's position comes from the testing of anti-satellite weapons. In 2007 the Chinese used one of their ageing weather satellites as target practice for a ground-based missile. The test was successful, in that the satellite was destroyed, and America had a minor "Sputnik moment" of realisation of the true capabilities of its rival. But the test also had the consequence of creating thousands of pieces of debris that now pose a hazard for other satellites, including Chinese ones. The new strategy document suggests that, rather than trying to negotiate treaties that outlaw such behaviour, America should lead by example. To an extent, it already has. A year after the Chinese test, America followed suit. It destroyed an errant spy satellite that still had a full load of a toxic propellant called hydrazine, and was in danger of spilling it over an inhabited area when it re-entered the atmosphere. Unlike the Chinese test, though, the American target was in such a low orbit that any debris would quickly have fallen into the air and burned up. There were claims at the time that this test was intended mainly as a demonstration to the Chinese. If it was, they may have learned a lesson in good neighbourliness, at least. According to Brian Weeden, of a think-tank called the Secure World Foundation, China conducted another anti-satellite test in 2010, and that passed without criticism. The crucial difference was that, like America's test, the second Chinese one did not create any mess. The strategy document also talks of improving "space situational awareness" which, translated into English, means that America should be willing to share intelligence, if that will help the rest of the world avoid collisions. Along with improvements to the country's system of sensors for detecting objects in orbit, this intelligence might also come from data-sharing agreements with commercial satellite operators and other governments. According to Mr Weeden, such discussions are already happening. That is a significant change of attitude. In the past, information about orbits was a closely guarded secret. Now, a degree of pragmatism is needed. There is little point in retaining a superior awareness of what is going on in space if this means watching debris build up to the point where your own satellites become unusable. Another area of politically sensitive change described by the document is export control. It makes sense, of course, not to give your best secrets to your enemies. But it also makes sense not to have controls so onerous that your own companies cannot compete with foreign rivals. Not only does that reduce revenue, it also weakens the incentive to improve technology and lets those foreigners get ahead. And that is what has happened to America in recent years, as its satellite industry has been entangled in Gordian knots of red tape. Change, though, is afoot--as the strategy document confirms. Peter Marquez, vice-president of strategy at Orbital Sciences Corporation, a private space-launch company, was once the National Security Council's director for space policy. He says both the DOD strategy document and America's broader space policy admit that the country has "a serious problem" with its space industry. Action needs to be taken, he says, to help aerospace companies succeed, both at home and abroad. That sounds suspiciously like industrial policy. But when the government is an industry's biggest consumer, it is unavoidable. Change is clearly needed, because government procurement practices have turned out to be harmful. As Mr Marquez puts it, "the government typically buys large, expensive space capabilities, which cost a great deal and take a long time to build. Long timelines lead to gaps in coverage, decreased abilities to insert new technologies, attrition in the workforce and a dwindling supply chain." In other words, a vicious circle. The new strategy seeks to replace this with a virtuous circle, buying more specialised spacecraft on a reliable schedule. But America will also have to recognise it no longer rules the roost. Mr Marquez reckons that American firms will increasingly have to work with foreigners. A new and modest view of space, indeed, from the country that brought you the Apollo programme. Globalisation, it seems, is now extraterrestrial, as well.  
Inevitable- China

China weaponizing space in the status quo- recent tests prove challenging to u.s. space dominance 
Wall 5/12/11 – SPACE Senior Writer (Mike, “Washington Worries China Will Challenge U.S. Dominance in Space,” http://www.space.com/11646-china-space-policy-united-states.html)

 U.S. power brokers aren't sure how to handle China's rapidly expanding space capabilities, according to testimony at a congressional hearing yesterday (May 11). China recently demonstrated the ability to destroy satellites on orbit, and it's ramping up plans for a space station and a possible manned lunar landing in the next decade or so. At a hearing on "The Implications of China's Military and Civil Space Programs," a range of experts discussed what these developments might mean for the United States. While opinions and viewpoints varied, a few key themes emerged, including the need to engage with China to better understand just what the nation hopes to achieve in space. "There's still a lack of clear understanding of what Beijing's goals are, and how we interact with those," Ben Baseley-Walker of the Secure World Foundation, a non-profit organization committed to space sustainability, told SPACE.com. Baseley-Walker attended the hearing, which took place at the Capitol in Washington, D.C. China's space capabilities ramping up In 2007, China destroyed one of its own satellites on orbit during an anti-satellite test, showcasing an ability that makes the United States and other nations nervous. Since then, the country has conducted other tests advancing its military space capabilities, including a 2010 missile-interception demonstration. Beijing is also ramping up its human spaceflight program. In 2003, China became the third nation to launch a person into space, and it has flown several manned missions since. The country also hopes to build a large space station between 2015 and 2022, according to hearing panelist Alanna Krolikowski, a visiting scholar at George Washington University's Space Policy Institute. And, beyond that, China appears to be gearing up for a manned lunar landing. The nation's human spaceflight program aims to complete an in-depth concept study on the subject by about 2020, Krolikowski said at the hearing. These developments have some politicians and policy experts worried. They think China may be positioning itself to challenge outright the United States' dominance in space, which currently gives America a huge advantage on the battlefield. “What concerns me most about the Chinese space program is that, unlike the U.S., it is being led by the People’s Liberation Army (PLA)," Congressman Frank Wolf (R-VA) testified at the hearing. "There is no reason to believe that the PLA’s space program will be any more benign than the PLA’s recent military posture."
China’s constraining US defense capabilities

Krepon 08 (Michael, director of the South Asia and Space Security programs, “Opening Pandora’s box” http://www.carnegieendowment.org/files/SurvivalTellis.pdf) 
In this context, let me also reaffirm that I do not believe, as Krepon phrased it, that ‘Chinese space diplomacy serves entirely as a ruse to protect the PLA’s ASAT programmes’. China’s space diplomacy, like that of any other great power, has multiple objectives. One certainly is to protect Beijing’s space warfare capabilities. Another more important goal consists of constraining America’s emerging military advantages in strategic arenas such as missile defence. The support offered by China to Russian treaty drafts circulated in connection with the Prevention of an Arms Race in Outer Space (PAROS) negotiations in the Conference of Disarmament underscores this point. While I therefore wish the Stimson Center every success in its efforts to garner support for a code of conduct relating to space, it is worth noting that China has repeatedly rejected all US overtures to discuss space ‘rules of the road’ because the goal of constraining US missile-defence capabilities through the PAROS process has been far more important to Beijing than either protecting the peaceful uses of space for all or abjuring the employment of its own kinetic-energy counterspace systems.

Inevitable- China (Nuke War Impact)

US Space dependency leads to China nuke war

Blair and Yali 6 [China Security Published by the World Security Institute and produced jointly with the Chen Shi China Research Group Bruce G. Blair is the President of the World Security Institute.  Chen Yali is the editor-in-chief of Washington Observer] http://www.wsichina.org/attach/china_security2.pdfhn
In the pioneering space war games played in recent years by American military strategists at U.S. space control headquarters in Colorado, the United States and China occupied center stage in hypothetical confrontations that put them on a collision course in the exosphere. These games play on the fault lines that underlie their space relations in the real world, the key features of which include: the massive dependency of the U.S. military on space assets, both military and commercial; the globalization of commercial space services by multinational corporations operating partially outside the jurisdiction of sovereign nations; the recognition by Chinese strategists that space dependency is a potential Achilles heel of an otherwise overpowering U.S. military juggernaut; the resurgence of extreme worst-case threat estimation in U.S. intelligence assessments; the emergence of China as the leading candidate to replace Russia as the next designated super-rival of the United States; and flash points prone to spark military hostilities over competing vital interests. The volatility of this mixture produces unstable results in war games. In these mental exercises, events tend to rush headlong into conflict. In one exercise, a confrontation over an unnamed island state in the Pacific, obviously a notional proxy for Taiwan, rapidly escalated from diplomatic crisis to limited strikes against space assets to nuclear war. Other forms of instability lurking in this brew simply shut down another exercise – as happened when the players managing a large-scale U.S. military intervention to defend Taiwan discovered that their forces’ burgeoning appetite for commercial bandwidth for wartime military communications and reconnaissance operations vastly exceeded the available bandwidth. In this case, the notional adversary state, obviously representing China, managed to buy up long-term contracts with the multinational suppliers for the lion’s share of their  surplus commercial capacity, leaving only bandwidth crumbs for foraging U.S. forces. This deficit of cyberspace brought the U.S. military goliath’s operations to a virtual standstill. These war games point to latent tensions existing in the real world. Although that world today appears placid on the surface, the appearance is deceiving. Far from a vast expanse of tranquility, space is host to an expanding array of military operations and is becoming an arena of tension that mirrors earthly tensions among key nations. To avert the collision that this growing tension portends, the main interested parties – notably, China and the United States must squarely confront the adverse trends and devise new instruments of dialogue and cooperation. 

Inevitable- U.S./China Space Race

China rising in space inevitable

Zhang 11 [Baohui,  Associate Professor of Political Science and Director of the Center for Asia Pacific Studies at Lingnan University, Hong Kong, The Security Dilemma in the U.S.-China Military Space Relationship Author(s): Baohui Zhang Source: Asian Survey, Vol. 51, No. 2 (March/April 2011), pp. 311-332 Published by: University of California Press Stable URL: http://www.jstor.org/stable/10.1525/AS.2011.51.2.311 .] hn

China’s military space program and its strategies for space warfare have caused rising concerns in the United States. In fact, China’s military intentions in outer space have emerged as one of the central security issues between the two countries. In November 2009, after the commander of the Chinese Air Force called the militarization of space “a historical inevitability,” General Kevin Chilton, head of the U.S. Strategic Command, urged China to explain the objectives of its rapidly advancing military space program.1 Indeed, in the wake of China’s January 2007 anti-satellite (ASAT) test, many U.S. experts have attempted to identify China’s motives. One driver of China’s military space program is its perception of a forthcoming revolution.  in military affairs. The People’s Liberation Army (PLA) sees space as a new and critical dimension of future warfare. The comment by the commander of the Chinese Air Force captures this perception of the PLA.2 In addition, China’s military space program is seen as part of a broad asymmetric strategy designed to offset conventional U.S. military advantages. For example, as observed by Ashley J. Tellis in 2007, “China’s pursuit of counterspace capabilities is not driven fundamentally by a desire to protest American space policies, and those of the George W. Bush administration in particular, but is part of a considered strategy designed to counter the overall military capabilities of the United States.”3 Richard J. Adams and Martin E. France, U.S. Air Force officers, contend that “Chinese interests in space weapons do not hinge on winning a potential U.S.-Chinese ASAT battle or participating in a space arms race.” Instead, they argue, China’s military space program is driven by a desire to “counter the space-enabled advantage of U.S. conventional forces.”4 This perspective implies that given the predicted U.S. superiority in conventional warfare, China feels compelled to continue its offensive military space program. Inevitably, this perspective sees China as the main instigator of a possible space arms race, whether implicitly or explicitly.  China’s interpretation of the revolution in military affairs and its quest for asymmetric warfare capabilities are important for understanding the 2007 ASAT test. This article suggests that the Chinese military space program is also influenced by the security dilemma in international relations. Due to the anarchic nature of the world order, “the search for security on the part of state A leads to insecurity for state B which therefore takes steps to increase its security leading in its turn to increased insecurity for state A and so on.”5 The military space relationship between China and the U.S. clearly embodies the tragedy of a security dilemma. In many ways, the current Chinese thinking on space warfare reflects China’s response to the perceived U.S. threat to its national security. This response, in turn, has triggered American suspicion about China’s military intentions in outer space. Thus, the security dilemma  in the U.S.-China space relationship has inevitably led to measures and countermeasures. As Joan Johnson-Freese, a scholar at the Naval War College, observed after the January 2007 ASAT test, China and the U.S. “have been engaged in a dangerous spiral of action-reaction space planning and/or activity.”6 

Inevitable- Iran 

Iran’s space program is militaristic- modernization is directed against U.S. space dominance 
Oberg 01 (James, NBC Space consultant, space engineer, “Space Power Theory,” Maxwell AFB, USAF Air University) 
A nation does not need to be a space-faring nation to have anti-space capabilities. Space assets include the ground segment, the space segment, and most importantly the link segment. A state-actor or a non-state actor (such as demonstrated by Falun Gong's hijacking of a PRC communicatons satellite) can attack a nation's space assets by attacking any or all of these segments. In Iran's case, they possess missiles. They possess warheads. And they may soon possess a nuclear device. Together these can be used in a SCUD-derived launch vehicle or a more sophisticated launch vehicle to attack satellites in low earth orbit. These attacks can be directed at specific satellites or all satellites depending on whether high-explosives or nuclear devices are used - the satellite can be taken down by a direct hit or by the explosion and debris from the explosion; a satellite can be taken down by a nuclear device either through the direct explosion or through total dose and dose-rate radiation effects; debris and radiation effects will affect not only the targeted satellite but satellites in a whole band of orbits - radiation effects could also affect satellites in higher orbits and disrupt space and terrestrial communications through scintilation and distortion of the ionosphere. Iran, any other terrorist-sponsoring nation, or terrorist group could also attack ground-based space assets and disrupt command and control of our space assets; jam communications links, or take command and control of satellites. Iran has demonstrated the ability to jam satellite communications. Iran has the growing capability to and the demonstrated intention of disrupting US utlization of space, hence they are a threat. 
**Deterrence

Deterrence- SSA Solves- Information

SSA Deterrence depends on information sharing 

Harrison et al 9 [“Space and Defense Scholarly Journal of the United States Air Force Academy Eisenhower Center for Space and Defense Studies”  Volume Three ▪ Number One ▪ Summer 2009  Eisenhower Center for Space and Defense Studies G. Harrison, Deron R. Jackson, and Collins G. Shackelford] http://web.mac.com/rharrison5/Eisenhower_Center_for_Space_and_Defense_Studies/Space_Deterrence_files/Space_and_Defense_3_1%20Space%20Deterrence.pdf
Deterrence depends upon accurate information, especially in discriminating between intentional and unintentional/natural interference, in assessing the operation of rules of the road, in verification of any future arms control agreements, and in enhanced warning – all elements of an effective deterrence posture. Aside from its role in deterrence, improved SSA is necessary to allow more efficient use of orbital space, for space traffic management and for tracking and mitigation of space debris. The U.S. recognized the importance of SSA by assigning responsibility for this issue to Strategic Command in the Unified Command Plan. This will promote a joint approach to the issue, with the Air Force and sister services providing the capabilities required. Beyond this, however, the United States should: • Invest in better sensors, more satellites, and improved ground equipment, and communication/synergize existing data to create a more effective database and make better use of the information we have. • Undertake a thoroughgoing review of data in the public domain to determine the scope of information that can be exchanged with other spacefaring states without compromising security interests. • Reach agreements with commercial operators to upgrade future satellites to include SSA sensors, either integral to satellite design or as hosted payloads. • Seek agreement with coalition of allies and other spacefaring states on the scope of information exchange with commercial operators. • Establish a clearing house for exchange of SSA information in the form of a limited access “blog” or website on which both governments and private operators can post whatever information they choose; as confidence in such a system builds, better and more complete information will appear, inaccurate information can be identified/isolated, and a broader database will be created. • Encourage rather than discourage likeminded spacefaring states to improve their SSA capabilities. 

Better action understanding solves deterrence

Lord ’05 – General, Commander, Air Force Space Command (Lance W, “Space Superiority,” Winter, The High Frontier Journal, Vol. 1, Num. 3, http://www.afspc.af.mil/shared/media/document/AFD-070622-057.pdf, RBW)
The foundation of Space Superiority is Space Situation Awareness, which means having a complete understanding of what is happening in space. To that end, we must have continuous situation awareness of both environmental effects and the actions of all nations that operate in space. The means for gaining that complete awareness is our Space Surveillance Network. The Space Surveillance Network is comprised of 30 different sensors spread around the world, providing us a comprehensive picture of what is happening in space. While our surveillance network provides the most accurate and complete Space Situation Awareness in the world, it only provides a very small piece of the information we need. It is no longer sufficient to simply know where a satellite is in space. We must also know what the satellite is capable of doing, what it is being used for and what it may be used for in the future. Once we know this vital information concerning each satellite, we must fully integrate this information to understand how everything is working together and what the “trickle down” effect of our actions would be.   In addition to man-made objects in space, we must also understand what is happening in the space environment. We must be able to predict solar flares, electromagnetic storms and much more, and then use that information to protect our assets against the environment. The information gained through Space Situation Awareness allows us to better plan our use and defense of space rather than simply reacting to events. If we find ourselves spending most of our time reacting to the actions of others, it probably means we are losing our advantage. It is imperative to remain ahead of the rest of the world in space, which means being proactive and forcing our potential adversaries into a reactive posture.  

Effective SSA deters other nations from conflict 

Turnbull 08 (Wallace R. III, Major and aeronautical engineer, “Beyond Awareness: Moving Towards Comprehensive Space Situational Knowledge”)  
The US National Space Policy states that the “United States will: preserve its...freedom of action in space; dissuade or deter others from either impeding those rights...[and] take those actions necessary to protect its space capabilities.”122 In order for this policy of deterrence to succeed, would-be attackers must believe that their actions will be detected and accurately attributed, for without such knowledge, the United States cannot project a credible deterrent threat. However, in a future environment where an adversary can field ASAT space systems that are undetectable, this deterrent power is negated allowing the adversary to act with impunity. As Mark Berkowitz, former Assistant Deputy Under Secretary of Defense for Space Policy has noted, this SSA capability gap constrains both “policy and operational responses.”
Effective warfare depends on good space accessibility 

Harter 2k[Air Command and Staff College Air University Rapid Dominance Integrating Space into Today’s Air Operations Center Marke. Harter Major, Usaf]

With it a campaign is successful; without it failure is almost certain, and JAOC planners must understand this. Joint force commanders (JFC) strive to achieve information superiority—“the ability to collect, control, exploit, and defend information while denying the enemy the same.”21 Information operations (IO) is integral to the joint force air component commander (JFACC) aerospace planning process, consisting of information in warfare and IW. The JFC must quickly gain and exploit information in warfare (ISR, communications, precision navigation missile warning, etc.) for battle space situational awareness and rapid, solid decision making. Timely, accurate information is equally as important (arguably, even more important) as firepower; and combining information and firepower is lethal (e.g., PGMs). Some go so far to say that the ultimate precision-guided weapon is the electron, delivering or denying critical military information. 22 Warfare in the information age is highly dependent on global space forces, which allow forces to achieve dominant battle space awareness and decrease the “fog of war,” providing the war fighter a clearer picture of the battle space. Space-based information is key for US forces to exploit battle space information for sensor-to-shooter operations (fig. 3). Real-time-in-the-cockpit (RTIC) and real-time-out-of-the-cockpit (RTOC) information is emerging in exercises and deployments.23 Theater commanders employ elements of IW to defend friendly IO and attack enemy IO, both relying on space systems. 

SSA necessary for effective space policy 

IFPA 9[The Institute for Foreign Policy Analysis, Inc. (IFPA) Space and U.S. Security a Net Assessment January 2009] http://www.ifpa.org/pdf/Space_and_U_S_Security_Net_Assessment_Final_Dec15_08.pdf
Protecting U.S. interests in space depends initially on the ability to monitor the space environment to gain space situational awareness. For this purpose, the U.S. maintains a database that identifies the more than over 10,000 mostly man-made objects now orbiting the Earth. Air Force Space Command tracks these objects in order to prevent collisions between spacecraft and to highlight any that could pose a threat.52 However, U.S. SSA capabilities are insufficient for the current threat environment. Currently, the Air Force tracks space objects by means of ground based telescopes and radars comprising the Ground-based Electro-Optical Deep Space Surveillance (GEODSS) system. However, these sensors are inadequate at best. While offering good resolution on objects in low-Earth orbit, the system is far less useful for imaging objects in geosynchronous orbit. It is also limited by weather conditions.53 In particular, airmen on the ground can only collect data on satellites using the GEODSS at night when the sun is reflecting on the targeted satellite.54 The implications of poor SSA are widespread. This is primarily due to the fact that situational awareness forms the foundation of offensive and defensive counterspace measures. Indeed, without the ability to effectively monitor activity in the space environment, there is little hope of protecting vital national space assets from attack. 
SSA resolves unstable space deterrence—attribution key to the deterrence strategy

Gallagher ’09 –  Associate Director for Research at the Center for International and Security Studies at Maryland (CISSM) and a Senior Research Scholar at the University of Maryland's School of Public Policy (Nancy, “A REASSURANCE-BASED APPROACH TO SPACE SECURITY,” http://www.cissm.umd.edu/papers/files/a_reassurance_based_approach_to_space_security.pdf, RBW)
The central problem with nuclear deterrence holds true with space deterrence, too. How does a country convince a potential adversary that it has sufficient invulnerable military capabilities (in space or in other environments) to ensure that any benefits that the potential adversary might expect to gain by attacking would be outweighed by the costs of the response, without the first country building up its offensive capabilities to the point where they make the relationship more adversarial than it already is, provoke a pre-emptive response, cause another type of inadvertent deterrence failure, or generate a wasteful arms race? Proponents of space deterrence are primarily concerned with the first half of that problem, but the second half is equally important and equally challenging. 9Satellites would be more vulnerable and ASAT attacks would be less directly destructive than nuclear weapons, so the prospects for both deliberate and inadvertent space deterrence failure would probably be higher than for nuclear deterrence. And since deterrence stability depends on credible commitments to attack if, and only if, the other side attacks first, the difficulties of reliable attribution in space would introduce additional complications. Without much more comprehensive space situational awareness than is currently available, it can be very difficult for a satellite operator to determine whether a malfunction was caused by an equipment or software failure, a natural space hazard, an inadvertent form of interference, or an ASAT attack, let alone to identify the alleged attacker and the place from which the alleged attack originated.36
Deterrence- SSA Solves- Cooperation

SSA Cooperation stabilizes space race-alliances deter aggression.

Schulte Gregory L., 2-9, The Final Frontier, Foreign Policy Magazine, Gregory L. Schulte, who recently served as the U.S. ambassador to the United Nations in Vienna, is currently deputy assistant secretary of defense for space policy. 2010
As a first step in developing rules, we are working closely with the State Department to evaluate the European Union's proposed code of conduct for the use of space and are encouraging other space-faring countries, including Russia, China, and India, to do the same. We are considering what further measures of transparency, verification, and confidence-building can enhance the stability of space. And we are working with the State Department to establish and conduct bilateral and multilateral space security dialogues with existing and emerging space-faring nations to encourage increased transparency and confidence building measures. Rules of the road need to be accompanied by practical measures to support implementation and monitor compliance. U.S. Strategic Command (USSTRATCOM), the military combatant command with responsibility for space, is already doing important work to help other countries avoid collisions by providing Space Situational Awareness (SSA) services. Just as the Air Force through USSTRATCOM is the world's premier provider of global positioning data, USSTRATCOM is becoming the world's premier provider of collision warning. Fostering broader sharing of space situational awareness information to avoid collisions is a first step toward shared responsibility for the safety, stability, and security of the space domain. In the past, space was a domain in which we operated largely alone or only with a few very close allies. But for U.S. space policy to be successful in the 21st century, we increasingly need to think about it as a domain where we operate in coalition. Coalition operations are already a routine for U.S. forces serving in the air, on land, and at sea. Our airmen, soldiers, and sailors regularly operate with the armed forces of allies and partner nations, whether patrolling for pirates off the coast of Somalia or countering insurgents in Afghanistan. We need to do the same for space. More of our allies and partners are developing space capabilities, and all of our armed forces are increasingly reliant on assets in space, whether to track adversary forces or to strike them with precision. We need to ensure that, in future coalition operations, we have effective mechanisms to task and utilize the space assets of the countries involved. Importantly, NATO's new Strategic Concept recognizes space as a domain that merits alliance attention. We also need to do more to leverage the emerging capabilities of our allies and partners. Incorporating foreign capabilities into our architectures for critical missions like space-based communications, surveillance, or missile warning can augment national capabilities and strengthen our overall space posture. Expanding the constellation of space capabilities by incorporating information and services from allied space capabilities can add resilience to our overall architecture and ensure the delivery of space services and information in times of crisis. Such international partnerships also mean that attacks on these systems would be an attack not only on U.S. interests, but on the interests of all partnered countries, which can encourage potential adversaries to exercise restraint. 

Deterrence- SSA Solves- “Congestion”

SSA solves LEO&GEO congestion 

Harrison et al  [“Space and Defense Scholarly Journal of the United States Air Force Academy Eisenhower Center for Space and Defense Studies”  Volume Three ▪ Number One ▪ Summer 2009  Eisenhower Center for Space and Defense Studies G. Harrison, Deron R. Jackson, and Collins G. Shackelford] http://web.mac.com/rharrison5/Eisenhower_Center_for_Space_and_Defense_Studies/Space_Deterrence_files/Space_and_Defense_3_1%20Space%20Deterrence.pdf
We are entangled with others in space physically as well as an economically, a fact highlighted by the recent conjunction of a Iridium and Cosmos satellite over Siberia which created a still expanding cloud of space debris. Other near misses in both LEO and GEO during the first months of 2009 further underlined the space debris issue, which was one of the reasons the U.S. backed away from KE counter satellite technology – and why the Chinese KE test of January 2007 was viewed with such alarm. No one knows how frequent 34 35 Then Colonel, now Lieutenant General Frank Klotz wrote in 1999 “The health and safety of some civilian satellites may become just as important to the outcome of an armed conflict as those of dedicated military satellites.” See Space Commerce, and National Security, Council on Foreign Relations, 1999, p. 10. conjunctions will be in the future. That will depend, in part, on improvements in space situational awareness and in the systems by which information is shared between operators. All agree that each conjunction increases the chances of more, and the eventual possibility of a cascade of conjunctions that will make low earth orbit and the more popular orbits in GEO - more dangerous, increasing the costs of operating there and bringing further into question the comparative advantage space offers commercial operators. Any large ASAT exchange in space would scatter debris precisely in those orbits most useful for ISR and communication of the combatants, and would raise the danger of making space unavailable for military and commercial users alike for as long as the resulting debris remained in orbit. As noted above, however, sovereign governments have the power, at least in the short term, to ignore or sacrifice their economic interests – and those of succeeding generations - to immediate strategic gains. Deterrence by entanglement is therefore one, but certainly not the only, component of a deterrence strategy. 

Deterrence- SSA Solves- (Generic)

Credible SSA threats solves deterrence 

Defense News 8 [ “Experts: Deterrence Won't Protect U.S. Satellites - Defense News” By william matthews Published: 13 Nov 17] http://www.defensenews.com/story.php?i=3820260&c=AME&s=AIR
In the past two years, two satellites have been shot down - one by China, another by the U.S. - and at least one U.S. satellite has been dazzled by a Chinese laser. Yet the U.S. military has taken few steps to shield its satellites from disruption or destruction, said John Sheldon, a professor at the U.S. Air Force's School of Advanced Air and Space Studies.  Rather than physical protection, Pentagon policymakers are hoping deterrence will safeguard their satellites, said Robert Butterworth, president of Aries Analytics, a space research firm.  The problem is, for space systems, deterrence might not work.  To deter attacks, the U.S. must be able to make credible threats of retaliation. But in space, U.S. options are limited, Butterworth said.  For instance, the U.S. gains little leverage if it threatens to retaliate in kind - that is, to shoot down an enemy's satellite if the enemy shoots down an American spacecraft.  Threatening to do so "would give the advantage to the attacker," Butterworth said. Since the U.S. is much more reliant on space than any of its adversaries, shooting down a U.S. satellite would do far greater damage to the U.S. than shooting down an enemy satellite would do to the enemy, he said.  Deterrence is made more difficult because it can be hard to tell who is responsible for some kinds of attacks on satellites, such as electronic jamming, Butterworth said. If there is trouble with a satellite, U.S. operators may not be able to tell whether it was caused by Venezuela, Indonesia or China, he said. It may even be difficult to tell whether a satellite has been attacked or has failed for other reasons.  Threatening to strike "counter-value targets" could have some deterrent value, Sheldon said. To do that, the U.S. would have to identify targets that each adversary values and determine how to attack them should that adversary attack U.S. satellites.  But it would be better for the U.S. to actively defend its satellites than to count on deterrence to protect them, the pair said during an address sponsored by the Marshall Institute in Washington.  Satellites should be hardened to protect against electromagnetic pulses and be made more resistant to jamming, Sheldon said.  The U.S. military also should speed up efforts such as the Operationally Responsive Space program to develop the ability to quickly launch satellites to replace those that have been lost. In addition to developing new launch systems, the military should build a supply of spare satellites to be launched when needed, he said.  Space situational awareness programs should be made a higher priority. It is "severely lacking today," Sheldon said. Better situational awareness would tell commanders whether a satellite has been attacked or struck by space junk. And it could help determine the origin of attacks.  Integrating U.S. satellite capabilities with those of allies such as Germany, Italy and Britain is one way to increase redundancy and reduce the damage that could be done by attacking a U.S. satellite. But close cooperation with allies in space "would require a substantial change in the secretive culture of the U.S. national security space community," Sheldon said.  There is likely to be an even more daunting problem: cost.  New, hardened satellites and new launch systems will cost tens of billions of dollars. But in the current financial crisis, "protection of U.S. satellite systems may fall victim" to budget cuts, Sheldon warned. 
SSA resolves unstable space deterrence—attribution key to the deterrence strategy

Gallagher ’09 –  Associate Director for Research at the Center for International and Security Studies at Maryland (CISSM) and a Senior Research Scholar at the University of Maryland's School of Public Policy (Nancy, “A REASSURANCE-BASED APPROACH TO SPACE SECURITY,” http://www.cissm.umd.edu/papers/files/a_reassurance_based_approach_to_space_security.pdf, RBW)

The central problem with nuclear deterrence holds true with space deterrence, too. How does a country convince a potential adversary that it has sufficient invulnerable military capabilities (in space or in other environments) to ensure that any benefits that the potential adversary might expect to gain by attacking would be outweighed by the costs of the response, without the first country building up its offensive capabilities to the point where they make the relationship more adversarial than it already is, provoke a pre-emptive response, cause another type of inadvertent deterrence failure, or generate a wasteful arms race? Proponents of space deterrence are primarily concerned with the first half of that problem, but the second half is equally important and equally challenging. Satellites would be more vulnerable and ASAT attacks would be less directly destructive than nuclear weapons, so the prospects for both deliberate and inadvertent space deterrence failure would probably be higher than for nuclear deterrence. And since deterrence stability depends on credible commitments to attack if, and only if, the other side attacks first, the difficulties of reliable attribution in space would introduce additional complications. Without much more comprehensive space situational awareness than is currently available, it can be very difficult for a satellite operator to determine whether a malfunction was caused by an equipment or software failure, a natural space hazard, an inadvertent form of interference, or an ASAT attack, let alone to identify the alleged attacker and the place from which the alleged attack originated.36

Attribution through SSA deters threats

Turnbull 08 (Wallace R. III, Major and aeronautical engineer, “Beyond Awareness: Moving Towards Comprehensive Space Situational Knowledge”)  
 One way to address the need for deterrence is to build a space knowledge architecture that enables attribution. By being able to answer the questions “What happened?” and “Who did it?” an attribution architecture lifts constraints and provides national leaders with the option to respond.124 As Gen Kevin Chilton, then Commander, AFSPC, emphasized in a 2007 speech, “None of the things we’ve been able to do as a nation...could be brought to bear without attribution, and attribution is absolutely key.”125 A second benefit of an attribution architecture is that it provides options to US leaders concerning the need to weaponize space. As Theresa Hitchens at the Center for Defense Information has said, “the American body politic is deeply divided over the wisdom of making space warfare a part of the national military strategy.”126 By enabling deterrence, an attribution architecture provides time to continue the debate.
SSA is a prerequisite for any counter space mission.

Chilton 2006 Aviation Week and Space Technology, quoting Chilton, Air Force Space Command General/Commander, What’s Up There?, EBSCO
Space situational awareness (SSA) is an essential prerequisite for carrying out the Air Force Space Command (AFSPC) "counterspace" mission, which calls for protecting and exploiting one's own orbital assets, while negating an enemy's ability to do the same. For decades, SSA has relied on ground-based radar and electro-optical systems to detect, identify and track objects in orbit. The resulting data are compiled in a "space catalog" used by NASA, the Defense Dept. and commercial companies for myriad purposes, such as avoiding collisions between operational vehicles and space debris. "In the past, we've been really good at counting what's up there and keeping track" of objects in space, says Gen. Kevin P. Chilton, AFSPC commander. "I maintain it's time to move beyond cataloging--to identify what's up there, understand its mission and, ultimately, determine its intent. I'm particularly focused on developing our [SSA]," so combatant commanders can act on space-derived knowledge. For example, knowing when an enemy's communications and intelligence-gathering satellites are overhead would have a significant impact on a theater commander's combat-operations planning. 

Space Militarization exists- SSA key response 

Kyl 7 [“China’s Anti-Satellite Weapons and American National Security” Heritage Foundation, January 29, 2007 Jon,  member of the U.S. Senate] 

They distinguish between weapons guided by satellites and those released from satellites. In war, satellites can identify a target through overhead imagery, process communications about that target between military decision makers, and then guide a bomb precisely enough to destroy the target with one shot. Would it really be that big a step if the projectile itself were also launched from space? There is no practical difference, and I’d venture to say that the person on the receiving end wouldn’t see a distinction either. They distinguish between offensive and defensive ASAT technology. Programs like Space Situational Awareness and so-called Defensive Counterspace often receive less criticism because they are not “weaponizing” space, but situational awareness of what is in space is crucial both for avoiding attacks and for launching them. Likewise, other than simply “hardening” a satellite, other “defensive” measures can also provide some offensive ASAT capability: for example, giving it an electronic jamming capability, or making it more mobile, or giving it a small projectile gun that can destroy an enemy’s satellite that gets too close. The distinctions made by the opponents of space security are simply untenable. We live in a world where space is already militarized, and it is impossible to prevent weapons from access to space. 

Knowledge of space capabilities deters attacks

Sheldon ’08 – Marshall Institute Fellow and a visiting professor at the School of Advanced Air and Space Studies, Air University, Maxwell AFB, Alabama. At SAASS he teaches and directs the Space and National Security and the Information, Cyber, and Intelligence Power courses (John, “Deterrence in Space: Responding to Challenges to the U.S. in Outer Space,” The George C. Marshall Institute: Washington Roundtable on Science & Public Policy, November 13, http://www.marshall.org/pdf/materials/622.pdf, RBW)
 I suggest that we prioritize space situational awareness programs in order to build as quickly as possible a comprehensive picture of the space environment, something that we are severely lacking today. If pol0icy makers and commanders possess the ability to differentiate between purposeful attacks and the hazards of the natural space environment, then the potential for misperception and miscalculation is dramatically reduced. Furthermore, effective deterrence is strengthened by the fact that space situational awareness could potentially indicate the nature and origins of any attempted attack on a satellite, something that would be very challenging given that there are many ways in which one can attack a satellite, including cyber.

SSA key to deterrent coordination 

Sandlin 6 [Air Command and Staff College Air University Toward Better Space Superiority Doctrine by Brian S. Sandlin, Major, U.S. Air Force 11 April 2006]
The next disconnect between service and joint doctrine relates to the influence of SSA. Apparently, joint doctrine does not identify the same potential found in AF doctrine. Solid SSA, together with diplomacy and informational instruments of power, could deter an adversary. Not only could SSA deter attacks against friendly space assets, but SSA could deter other terrestrial aggression. This is an aspect of deterrence that neither joint, nor service, doctrine explores to any great extent. SSA is not only a precursor to other space control actions, it is a precursor to the other instruments of power. “Achieving SSA supports all levels of planners, decision makers, and operators across the spectrum of terrestrial and space operations.”18

Exploring this concept further, imagine those who wish to negate US space superiority are divided into two camps: those who will conduct operations covertly (trying to get away with it), and those who do not care and will conduct operations openly. The latter may include those seeking an asymmetric attack (e.g. terrorists using a high altitude nuclear detonation). Undeniably, SSA will provide a strong deterrent against the former, the surreptitious enemy. This enemy may not want to be caught violating the sanctity of space and the sovereignty of a foreign government’s space assets. Against the latter, the overt enemy, strong SSA eliminates the element of surprise and can drastically reduce the effectiveness of such an attack, again providing a strong deterrent. Either kind of enemy attack will be rendered useless when up against robust SSA bolstered by the C2 capability to ini tiate the appropriate defensive, diplomatic, informational, or economic measures.
SSA key to deterrence- Intelligence key to forecasting space conditions 

Sandlin 6 [Air Command and Staff College Air University Toward Better Space Superiority Doctrine by Brian S. Sandlin, Major, U.S. Air Force 11 April 2006]
Another serious disconnect between joint and AF doctrine has to do with the importance and role of monitoring and reporting on the space environment. JP 3-14 includes an appendix—more 8 like an encyclopedic tutorial—about the space environment.19 To a small degree, joint doctrine recognizes the importance of this kind of SSA information. “Observation of the space environment is crucial to specifying and forecasting conditions in space and contributes directly to battlespace awareness. This provides an additional degree of space superiority by enabling US military joint forces to determine the impact of environmental factors on both adversary and friendly space and weapons systems. Like terrestrial weather forecasting and analysis, this capability ‘reduces the fog’ about when US systems may be affected. Consequently they may be degraded for friendly use and the situation exploited by an adversary.”20 More effectively than in joint doctrine, AFDD 2-2.1 weaves the benefits of space environmental monitoring into the doctrine,21 but without an overwhelming amount of detail. Hand and France augment the doctrinal introduction with a more exhaustive definition of the products and effects produced by the environmental monitoring portion of SSA. For better joint doctrine, JP 3-14 should incorporate these concepts and processes. 

Credible SSA threat necessary for deterrence

Turnbull 08 (Wallace R. III, Major and aeronautical engineer, “Beyond Awareness: Moving Towards Comprehensive Space Situational Knowledge”)  
The US National Space Policy states that the “United States will: preserve its...freedom of action in space; dissuade or deter others from either impeding those rights...[and] take those actions necessary to protect its space capabilities.”122 In order for this policy of deterrence to succeed, would-be attackers must believe that their actions will be detected and accurately attributed, for without such knowledge, the United States cannot project a credible deterrent threat. However, in a future environment where an adversary can field ASAT space systems that are undetectable, this deterrent power is negated allowing the adversary to act with impunity. As Mark Berkowitz, former Assistant Deputy Under Secretary of Defense for Space Policy has noted, this SSA capability gap constrains both “policy and operational responses.”
Enhanced SSA attribution solves deterrence 

Turnbull 08 (Wallace R. III, Major and aeronautical engineer, “Beyond Awareness: Moving Towards Comprehensive Space Situational Knowledge”)  

 One way to address the need for deterrence is to build a space knowledge architecture that enables attribution. By being able to answer the questions “What happened?” and “Who did it?” an attribution architecture lifts constraints and provides national leaders with the option to respond.124 As Gen Kevin Chilton, then Commander, AFSPC, emphasized in a 2007 speech, “None of the things we’ve been able to do as a nation...could be brought to bear without attribution, and attribution is absolutely key.”125 A second benefit of an attribution architecture is that it provides options to US leaders concerning the need to weaponize space. As Theresa Hitchens at the Center for Defense Information has said, “the American body politic is deeply divided over the wisdom of making space warfare a part of the national military strategy.”126 By enabling deterrence, an attribution architecture provides time to continue the debate.
SSA tracks enemy assets –Solves deterrence 

Kyl 7 [“China’s Anti-Satellite Weapons and American National Security” Heritage Foundation, January 29, 2007 Jon,  member of the U.S. Senate] 
So my fourth point, instead of talking about illusory arms control arrangements, is that we need to get serious about space security. The recently revised National Space Policy is a step in the right direction. Every Administration since the Eisenhower Administration has had a national space policy to establish overarching national policy that governs the conduct of U.S. space activities. The Bush Administration national space policy was released in October as a Presidential Decision Directive replacing the last version, issued by Bill Clinton in 1996. 
Consistent with previous iterations, the current policy reaffirms space as a vital national interest and opposes “development of new legal regimes or other restrictions that seek to prohibit or limit U.S. access to or use of space.”10 It also restates U.S. commitment to “[d]evelop capabilities, plans, and options to ensure freedom of action in space, and, if directed, deny such freedom of action to adversaries.” This statement means we reserve the right to develop offensive and defensive ASAT capabilities, as well as robust missile defenses. We also have an Air Force Counterspace Operations Doctrine, which properly recognizes the imperative to control the “ultimate high ground” by building three capability areas: • Space Situational Awareness (SSA) forms the foundation for all space activities by “characterizing, as completely as possible, the space capabilities operating within the terrestrial and space environments.”11 Using sensors and telescopes based both on the ground and in space, SSA allows warfighters to know where the adversary’s space assets are and what they are doing. • Defensive Counterspace is defined as “protecting, preserving, recovering, and reconstituting friendly space-related capabilities before, during, and after an adversary attack.” This could include everything from hardening satellites against laser attacks to launching an air strike against an enemy’s GPS jamming facility to quickly launching replacements that are destroyed initially. • Offensive Counterspace denies the adversary the use of space assets through reversible or permanent means. It encompasses everything from jamming or blinding to destroying enemy satellites. 

SSA Solves deterrence- source determination 

Rupanovic 6 [PROVIDING NEAR-TERM, COMBAT EFFECTIVE SPACE SITUATIONAL AWARENESS by Richard A. Rupanovic, Maj, USAF  April 2006]
US space assets from these threats. Space Situation Awareness (SSA) is the critical enabler for executing this mission. The military can not act to counter a threat unless decision makers are aware of what is happening, and any threat of retaliation for an attack is not credible unless we can determine the source. Military leadership is aware of this – US Strategic Command (STRATCOM) and Air Force Space Command (AFSPC) are currently working on a roadmap to improve SSA capabilities.10 Congressional leadership is aware of this issue as well. Both the House and the Senate passed bills in 2005 requiring the military to devote more resources to SSA.11,12 Certainly the interest and attention to SSA is there. The main question is how to most effectively invest in the current fiscal environment, 2 particularly in the near term. Finding capability gaps based on an analysis of doctrine and current capabilities will highlight opportunities for the most cost effective, near term improvements to SSA. 

SSA Solves Deterrence- tracking 

Jones 6 [Carl M. Jones, Major, USAF Air Command and Staff College Air University, the Space Triad Organizing for an Effective Milspace Deterrent Strategy, Maxwell Air Force Base, Alabama April 2006 ]
The first step in denying advantage to an enemy is being able to see what they are doing and how they operate, space is no different. Space Situational Awareness (SSA) provides the joint warfighter insight into our own space capabilities and more importantly the adversary’s. SSA provides the ability to maintain and track status of space objects and the solar and terrestrial environment. The SSN is the network that allows the military the ability to monitor, report, and assess significant space events. SSA is a mission area primarily operated by the Air Force, although all branches of the armed services benefit from it. SSA products are generated and compiled by the Space Superiority Team (SST) in the Combat Operations Division of the Joint Space Operations Center (JSpOC).22 The SST consists of an Air Force space operator with background and expertise from the Space Control Center or from a Space Surveillance Network sensor site, an assigned intelligence analyst and a weather analyst. The team’s functions include maintaining and tracking status of space surveillance network systems, space objects, and the solar environment, 9 AU/ACSC/4209/AY2006 monitoring, reporting and assessing significant space events, and maintaining awareness of blue, red, gray space forces.23 
SSA solves deterrence- decreases asset vulnerability 

Maxwell AFB 2007 [Blue Horizons 2007, Air University for Strategy and Technology, http://www.au.af.mil/au/awc/awcgate/cst/h21_exec_summary.pdf]
U.S. dependence on space brings with it an inherent vulnerability and a compelling need for robust Space Situational Awareness (SSA). Over the next 20 years, nanotechnologies will enable a shift toward distributed networks of very small satellites to maintain continual cognizance of the space environment. The Distributed Real-time Awareness Global Network in Space (DRAGNETS) concept leverages this trend using constellations of thousands of sugar cube-sized “femtosats” instead of the current paradigm of large, specialized, one- or few-of-a-kind systems. The recent explosions in nanotechnology research and projections for even greater future growth have laid the foundation for the substantial miniaturization that will be required. Advances in sensors, propulsion, processing, power, and other key satellite subsystems will enable the Air Force to package SSA capabilities on the femtosats, allowing DRAGNETS to perform the mission globally on a continuous basis.
SSA solves deterrence- increases airpower effectiveness 

Hiss 6 [ACHIEVING AIR SUPERIORITY WITHOUT SPACE SUPERIORITY: Not in a Timely Manner! By Steven T. Hiss, Lt Col, USAF Maxwell Air Force Base, Alabama

17 February 2006]

Today’s concepts of situational awareness and reachback are also not possible without space superiority. Decreased situational awareness would inevitably lead to increased fratricide—of both ground forces and aircraft—and an overall decrease in airpower’s effectiveness. Although land lines could potentially pick up some traffic to support the reachback mission, there is no way to use land lines to connect widely dispersed sites (many of them expeditionary sites located at bare bases). With limited reachback capability, the USAF would be forced to deploy more personnel into the theater, and the CAOC would lose vital connectivity to non-deployable centers of excellence.
SSA solves deterrence- enhances space power projection 

Oberg 2003 [Jim, American space journalist and historian, A Theory of Space Power: The Influence of Space Power upon the History of the Future  ]
Situational awareness in space is a key to successful application of space power. This means knowing not just where everything is in space and where they are going, but also knowing where they could go if desired, what they are doing, what they are seeing, and what they are relaying to their operators. The United States should enhance its own level of space situational awareness, while taking measures to reduce the situational awareness of potential adversaries so that the United States can exploit that uncertainty and ignorance. The latter principle involves both keeping accurate information away from those who might use it against us, but also camouflaging and masquerading information. To the extent that the level of detailed technical and operational knowledge of the public is degraded by this policy, this may be regrettable but culturally it has proven acceptable.  Control of space is the linchpin upon which a nation’s space power depends. As the portion of space containing useful earth orbits becomes predominantly populated with commercial space assets, the country with the largest capital base for such commercial endeavors will, by default, assume a proportionally dominant share of the power accrued from such enterprises. In the near-term, the only individual nation with such an extensive capital base will continue to be the United States. Assured access to space, space-based services, and spacederived products will become of critical import to the US public and policy makers. Control of space and access to space, as a result, will be a non-negotiable issue.   

Solves deterrence- allows operational transition 

Brown 6 [Space Power Integration Perspectives from Space Weapons Officers Edited by Kendall K. Brown Lieutenant Colonel, USAFR, PhD Air University Press Maxwell Air Force Base, Alabama December 2006] http://www.au.af.mil/au/awc/awcgate/au/brown_space_power.pdf
The strategic environment has fundamentally changed. Consequently, the US government (specifically the DOD) is in the midst of a transformation. The DOD is transforming the geographic COCOMs and major commands to maintain day-today wartime readiness by continual situational awareness of activities within their AOR. This continual situational awareness and wartime readiness allows for a more rapid transition to full-spectrum operations. Theater space operations imperatives must be addressed within a WFHQ to ensure these operations effectively integrate with other operations. For theater  space operations to react rapidly and provide a critical contribution to full-spectrum operations, positions such as an identified DIRSPACEFOR per AOR, processes such as space operations personnel on WFHQ OPTs, and products such as a normalized SCP, ITO, and RSTA Annex are essential. 
Solves deterrence- increases adversary knowledge  

Bennet 2k [Knowing:  The Art of War 2000  by Alex Bennet, Department of the Navy Deputy Chief Information Officer for Enterprise Integration ]

After understanding ourselves and working to understand the enemy, the third critical area is that of “knowing” the situation in as objective and realistic manner as possible, understanding the situation in context.  The current dynamics of our environment, the multiple forces involved, the complexity of relationships, the many aspects of events that are governed by human emotion, and the unprecedented amount of available data and information make situational awareness a challenging but essential phenomenon. The U.S. Army Research Institute for the Behavioral and Social Sciences held a Situational Awareness Workshop in 1998 that addressed the possibility of making Situational Awareness (SA) a “basic” or habitual way of processing and thinking about sensory inputs.  SA applied to the Army is defined as knowledge of a specific situation that enables a commander to place current battlefield events into context; to readily share a portrayal of the situation with staff and subordinates; and to predict, expect and prepare for future states and actions.  SA focuses on the mental or intellectual processes, and results from the ability to drive expected outcomes from conscious and automatic processes, for example, intuition.  During the 1998 Workshop, the Army Research Institute explored the following questions:  Do high SA individuals have better spatial ability or different spatial abilities?  Are they better at attention sharing or pattern matching?  Do they have mental models or schemas that allow them to be more aware?  Do they have the ability to discern patterns that others find difficult?  While conclusions were not reached, the rich thinking coming out of this workshop included a proposal to design SA exercises to train leaders to adapt to various unpredicted actions on the part of the enemy, i.e., unknown unknowns, and to train them to examine their own plans from the adversary’s perspective.  Sun Tzu agrees that if we know the enemy and understand the situation, we are in the position of maximizing our probability of success even within a dynamic, fast-moving warfare scenario.  In review, knowing ourselves, knowing the enemy, and knowing the situation, lay the framework and foundation for making effective decisions and taking the right actions, providing of course that we have built an effective warfighting capability to respond with agility and flexibility to surprise situations.   Traditional warfare based on command and control utilizes trained-in reactions to pre-determined warfare scenarios.  This approach offers quick response without much flexibility.  The new knowledge warfare based on empowerment is a learned ability, developed by leaders over a period of time.  The warfighting space where empowerment overlaps traditional warfare translates into agility and flexibility at the point of action without losing quick response.  The knowledge and judgment capabilities of individuals at the front lines translates directly into warfighting success.

Solves deterrence- enhances space operations

Mcchrystal 9 [Stanley a. Mcchrystal Lieutenant General, Usa Director, Joint Staff, Space Operations Chairman of the Joint Chiefs of Staff. ] http://www.dtic.mil/doctrine/new_pubs/jp3_14.pdf]
SSA is fundamental to conducting space operations. It is a key component for space control because it is the enabler, or foundation, for accomplishing all other space control tasks. SSA involves characterizing, as completely as necessary, the space capabilities operating within the terrestrial environment and the space domain. It includes components of ISR; environmental monitoring, analysis, and reporting; and warning functions. SSA leverages space surveillance, collection, and processing of space intelligence data; synthesis of the status of US and cooperative satellite systems; collection of US, allied, and coalition space readiness; and analysis of the space domain. It also incorporates the use of intelligence sources to provide insight into adversary use of space capabilities and their threats to our space capabilities while in turn contributing to the JFC’s ability to understand enemy intent. b. SSA supports the following key objectives: (1) Ensure space operations and spaceflight safety. SSA provides the infrastructure that ensures that US space operators understand the conditions that could adversely impact successful space operations and spaceflight safety (i.e., collision avoidance). (2) Implement international treaties and agreements. SSA is a means by which compliance, via attribution, can be verified and by which violations can be detected. (3) Protect space capabilities. The ability of the US to monitor all space activity enables protection of space capabilities, helps deter others from initiating attacks against space and terrestrial capabilities, and assures allies of continuing US support during times of peace, crisis, and conflict. (4) Protect military operations and national interests. SSA supports and enhances military operations. 
Solves deterrence- intelligence awareness

James 9 [NOVEMBER/DECEMBER 2009 Military Space & Missile Forum VOLUME 2 • ISSUE 6 Lieutenant General Larry D. James Commander 14th Air Force (Air Forces Strategic), Air Force Space Command Commander Joint Functional Component Command for Space, U.S. Strategic Command http://www.kmimediagroup.com/files/MSMF%202-6%20FINAL.pdf]
Highlighted by recent satellite collisions and China’s demonstration of offensive capabilities, it has become increasingly evident that defense of the nation and its interests depend upon solid awareness of the ever-changing environment, number of objects, activities and threats in space. Charged with acquiring the Air Force’s Space Situational Awareness (SSA) systems, the SSA squadron ensures the USAF’s superiority in this realm. The Space Based Space Surveillance (SBSS) program will revolutionize SSA by providing the first operational around-the-clock, all-weather, space-based sensor capable of searching, detecting, identifying and tracking man-made space objects. The team is delivering a spacecraft and an operational ground segment to integrate into the existing Space Surveillance Network architecture. The Self-Awareness Space Situational Awareness (SASSA) effort is working to deliver the nation’s first ever standardized, on-board threat warning solution in fiscal year 2010. These efforts include laying the framework for moving data from the sensors to the Command Authorities. They provide a bridge from our current SSA capabilities to those we are investing for future development/deployment. 

Solves deterrence-Accurate attribution deters space attacks

Morgan ’10 – senior political scientist at the RAND Corporation (Forrest E, “Deterrence and First-Strike Stability in Space: A Preliminary Assessment,” RAND Corporation, http://www.rand.org/pubs/monographs/2010/RAND_MG916.pdf, RBW)
First-strike instability is made worse by limitations in space situational awareness (SSA). While the United States enjoys better SSA than any other spacefaring nation, it is still dangerously limited. Not all satellites are monitored constantly, and only limited diagnostic and environmental monitoring capabilities exist even for those that are, making it difficult to diagnose causes of sudden satellite failure. Knowing this, adversaries might be tempted to attack satellites covertly, believing that uncertainty regarding the causes of failure would impede retribution, or perhaps even that attacks would be misdiagnosed as naturally occurring failures. Alternatively, a natural failure that occurs during a confrontation or conflict could lead operators or policymakers to assume that the satellite was attacked, prompting unjustified retribution and subsequent escalation of the crisis.
This dangerous combination of continued vulnerability, growing dependence, and limited SSA indicate that first-strike stability in space has diminished, and further indications suggest that the rate of erosion is accelerating. While the difficulty of attacking orbital assets remains a stabilizing factor, that factor is shrinking as an increasing number of states acquire capabilities to interrupt space services. Several states are now attempting to develop directed-energy weapons. One of them, Russia, also retains the co-orbital ASAT capability that the Soviet Union developed during the Cold War and has since sold GPS jammers to anyone with the funds to purchase them. As has been the case since the dawn of the space age, any state with ballistic missiles and nuclear weapons has the basic components to field a crude but highly destructive ASAT weapon. 16 The proliferation of such threats is troubling, and anxieties have become more acute now that China has begun experimenting with directed-energy weapons and has demonstrated a capability to destroy satellites in low earth orbit (LEO) with a direct-ascent kinetic ASAT weapon. 17 Unfortunately, the infrastructure, policies, and attitudes that both enable and constrain U.S. space operations in the current environment are, in many ways, unchanged from when they were developed during the MAD-induced stability of the Cold War. This leaves the United States exposed to the risk of a surprise attack in space unless a deterrence regime can be developed to restore first-strike stability in that domain. 18

Non-credible SSA emboldens adversaries in space

Morgan ’10 – senior political scientist at the RAND Corporation (Forrest E, “Deterrence and First-Strike Stability in Space: A Preliminary Assessment,” RAND Corporation, http://www.rand.org/pubs/monographs/2010/RAND_MG916.pdf, RBW)

While many options exist for punishing space aggressors and reducing the benefits of their attacks, nearly all of them depend to some degree on improvements in SSA. Poor SSA undermines the credibility of threats of punishment in some scenarios, as the attacker may expect to have a reasonable chance of striking anonymously. Conversely, good SSA has intrinsic deterrent value, because any prospective aggressor, knowing that culpability for an attack might be quickly determined and exposed to the world, would have to weigh the long-term costs of angering the United States and international community, even if no immediate capability existed to inflict punishment. All active defenses require better SSA than what current capabilities provide, and many passive defenses could also be improved with better SSA. Lack of effective SSA could both inhibit the United States from taking reprisals against covert space aggressors and create risks that unjustified reprisals may be taken in response to natural satellite failures occurring during a crisis. Better SSA will improve diagnostic capabilities, helping operators to distinguish satellite malfunction from attack more quickly and reliably, thereby enhancing first-strike stability in space. Improving SSA should be one of the United States’ top priorities in its efforts to develop the capabilities needed for an effective space deterrence regime
Deterrence- SSA Solves- China- Satellites

U.S. satellites vulnerable to Chinese attack- ssa ensures protection 

Hitchens 7 [Theresa. "U.S.-Sino Relations in Space: From "War of Words" to Cold War in Space." China Security. (Winter 2007): 12-30.]
The Chinese test has raised the question of U.S. space security to a new level of political concern, with a fever pitch of activity gripping Washington policy-making circles and Congress. The vulnerability of U.S. satellites has been starkly highlighted and the need to seriously address those vulnerabilities is now being recognized. “This is a wake-up call,” said Robert Joseph, the undersecretary of state for arms control and international security. “A small number of states are pursuing capabilities to exploit our vulnerabilities,”14 he said. If the ASAT test was a display of PLA sword rattling intended to drive home U.S. vulnerability in space, it has been successful. Indeed, the Chinese action has spurred the already growing consensus around improving space-situational awareness (the ability to “see” and understand what is going on in space), ensuring that satellite systems have passive protections to the extent feasible, and building redundant capabilities – both in space and in other mediums – to guarantee back-up in case of loss.15 While the U.S. Air Force has long been advocating such activities, investment has not been in line with the rhetoric – something that may well change when Bush’s fiscal year 2008 budget begins to be debated in Congress this spring, according to congressional aides from both Republican and Democratic offices. However, if the intent of the Chinese test was to deter the United States from building space-based missile defenses, it may well backfire. Advocates of space-based missile defenses have leaped upon the Chinese ASAT test as proof of the urgent need for such a system to counter the Chinese threat. An email press release by the Missile Defense Advocacy Alliance, a pro-missile defense lobby group funded by a number of U.S. defense companies, stated: “China has proven, especially to Iran and North Korea that ballistic missile capability represents power, self defense and an ability to deter. This model of international behavior will only encourage proliferators to develop their ballistic missile capability. … The vulnerability of space assets to Chinese ballistic missile attacks or threats of that capability now exists and has been demonstrated.”16 

Deterrence- SSA Solves- China- ASATs

China increasing ASAT capabilities- SSA deters  

Hitchens 7 [Theresa. "U.S.-Sino Relations in Space: From "War of Words" to Cold War in Space." China Security. (Winter 2007): 12-30.]

At the same time, it is unclear that the up-tick in U.S.-Sino tensions spurred by the test will result in an all-out U.S. drive for an arsenal of offensive counter- space weapons – including similarly destructive ASATs. As most space experts recognize, ASATs cannot protect U.S. space assets because there are U.S.-Sino Relations in Space: From “War of Words” to Cold War in Space? 20 China Security Winter 2007 myriad terrestrially-based ways to threaten space systems including satellites. It is also highly unclear that ASATs would serve to deter potential adversaries from seeking to target U.S. space assets, as most other nations (including China) are not as dependent on space. Certainly, the China test has raised questions about whether U.S. policy to keep its options open regarding space weapons, and to “dissuade or deter others from either impeding [U.S.] rights or developing capabilities intended to do so,”26 has already failed. On the other hand, U.S. National Space Policy also states that the United States will take action to “deny, if necessary, adversaries the use of space capabilities hostile to U.S. national interests”27 – and the Chinese ASAT test seems to be a sign that Beijing intends to do just that, raising the issue of how the United States might opt to implement, and possibly use, counter-space capabilities. The problem for the U.S. Air Force, which is the “keeper of the keys” on this “space control” policy, is that a build up of counter-space weapons will require major investment (not to mention time to develop technology) at a time when the Pentagon budget is under severe pressure from the ongoing costs of the wars in Iraq and Afghanistan. And as noted above, the first priorities for space are programs to improve space situational awareness and to protect U.S. satellites, commercial and military, from attack. These two factors suggest that funding for development of a counter-space arsenal may be difficult to garner, at least in the short-term. 

Solves deterrence- ASATs  

Turnbull 08 (Wallace R. III, Major and aeronautical engineer, “Beyond Awareness: Moving Towards Comprehensive Space Situational Knowledge”)  
The United States is awakening from its complacency about space superiority and is beginning to realize the need for comprehensive space situational knowledge. The decision to weaponize space is not the sole prerogative of the United States. That decision may be made by others, who have demonstrated both the will and the technical means. In the space environment of 2030, many space actors will possess ASAT technology capable of challenging US systems. The Air Force must make the decision now to lay a technological foundation upon which it can build an attribution architecture capable of providing comprehensive space situational knowledge. As Gen Lance Lord, former Commander, AFSPC said, “Space superiority is not our birthright, so we’ve got to work to make it our destiny.”
Deterrence- SSA Solves- China- 1st Strike

Minimizes Chinese first strike likelihood 

Tellis 8 [China’s Space Capabilities and U.S. Security Interests, Ashley J. Tellis Quaderni di Relazioni Internazionali, October 2008 senior associate at the Carnegie Endowment for International Peace] http://www.carnegieendowment.org/publications/?fa=view&id=22595

Fourth, China’s evolving space and counterspace capabilities promise to expand the dimensions of the battlespace – virtually and physically – in the context of any future Sino-American conflict. Because space-supported conventional operations will become critical for victory for both sides; because the space component of military actions – that is, the space, ground, and link segments in their totality – is conspicuous, highly valuable, vulnerable, and contains relatively few nodes; because defensive and offensive counterspace operations may be hard to distinguish especially in the early phases of a conflict; because both sides will seek to competitively use space to expand their situational awareness while denying the same advantage to the adversary; and, because Chinese operational planning, given its overall conventional weakness, calls for counterspace operations as an integrated element of its military response, it is likely that a future Sino-American conflict, even if intended to be limited in a political sense, will be unable to either bound its offensive operations to the local battlefield alone or resist the temptation to launch crippling attacks first. The demands of victory, even in limited wars, will thus require that the force applied – in both material and virtual senses – range far beyond the physical battlefront to the “rear”: in the adversary’s homeland, possibly in territories of third-parties, and certainly in the realms of space, electronic combat, and computer network operations. Moreover, it may create strong incentives for “first strikes” because of the perceived benefits to conventional operations arising from being able to blind an adversary decisively, even if only for a short time. In such circumstances, ensuring that a future limited war between China and the United States stays restricted will itself become a significant challenge
Deterrence- SSA Solves- China

Recognizing capabilities ‘closes the loop’ on vulnerabilities

Adams and France ’05 – *Major, Air Force Space Command and **Colonel, Air Force Space Command (Richard J and Martin E, “The Chinese Threat to US Space Superiority,” Winter, The High Frontier Journal, Vol. 1, Num. 3, http://www.afspc.af.mil/shared/media/document/AFD-070622-057.pdf, RBW)

If the US wishes to enjoy the advantages of space-enabled communications, navigation, precision timing, weather, missile warning, and ISR in any potential conflict with China, the National Security Space community should aggressively pursue methods to defend its systems from attack. First and foremost, the Air Force – as Defense Department executive agent for space – must develop better Space Situation Awareness (SSA), both in breadth and depth. In breadth, the Air Force should build and maintain an improved catalog of objects from lowEarth to geosynchronous orbits. The catalog must not only be complete, capturing increasingly smaller objects; it needs also to be timely to ensure maneuvering vehicles are discovered in time to permit defensive action. In depth, America should develop the capacity to better characterize the nature and capabilities of known satellites. The US must improve its ability to identify the existence, origin, and nature of attacks on its space assets—differentiating these attacks from system or environmental anomalies. The need for depth and breadth in SSA extends to ground-based counterspace systems that might be employed against friendly forces. Passive and active defensive systems should follow and leverage SSA improvements to “close the loop” on American vulnerabilities. America stands a better chance of deterring aggression against its critical onorbit assets if it possesses the capability to recognize emerging threats, capture timely indications and warnings, and respond (defensively or offensively) when attacked. To do otherwise presents an inviting vulnerability to an adversary seeking unconventional means to neutralize or defeat a stronger foe.

Improved capabilities ensures deterrence 

Schulte 5/11[Gregory L.,  Deputy Assistant Secretary of Defense for Space Policy, Testimony Before the U.S.-China Security and Economic Review Commission Hearing on the Implications of China’s Military and Civil Space Programs, http://www.defense.gov/home/features/2011/0111_nsss/docs/Schulte_USCC_Final.pdf hn]
The new strategy also reflects a new, comprehensive approach to deterring attack on our space systems. This is important as we monitor countries like China developing a wide range of counterspace capabilities. But our concern is not focused on only one country. The increasingly contested nature of space is most readily seen today in the jamming of commercial communications satellites by several foreign countries. These satellites carry content that is critical for commerce, democracy, and U.S. and allied military communications. The new strategy’s approach to deterrence has four layers: • The first layer of deterrence is the establishment of norms of responsible behavior, as I have described. This helps separate responsible space-faring countries from those who act otherwise. • The second layer of deterrence is the establishment of international partnerships. This forces an adversary to contemplate attacking the capabilities of many countries, not just one. • The third layer of deterrence is increasing our resilience and capacity to operate in a degraded environment. This reduces the incentive to attack our space capabilities. 4 • The fourth layer of deterrence is a readiness and capability to respond in self-defense, and not necessarily in space. This complicates the calculus of a government considering an attack on our space assets. Foundational to all of these layers is improved space situational awareness and an improved intelligence posture to better monitor and attribute activities in the space domain. We should not think only about deterrence in space, but also about space in deterrence, including how a robust space posture can help deter terrestrial conflict, and how vulnerabilities in space can cause instability in a terrestrial crisis. 

Poor SSA opens us up to unexpected threat 

NDIA 7 [Murky Picture of What’s Happening in Space Worries Air Force Officials   December 2007    By Stew Magnuson ] http://www.nationaldefensemagazine.org/archive/2007/December/Pages/Murky2405.aspx

One year ago, the esoteric subject of “space situational awareness” was the fifth or sixth bullet on Air Force PowerPoint charts listing needs for the military’s spacecraft fleets.  The ability to know what is happening in the environment surrounding the nation’s vital spy and military satellites was mentioned on conference podiums, but little progress was made.  Then came Jan. 11, when the Chinese military launched a missile at one of its own aging weather satellites to demonstrate its ability to knock spacecraft flying over its territory out of the sky.  Now improving space situational awareness is at the top of an Air Force wish list that has grown significantly since the anti-satellite test.  “We’ve got to get much better at our space surveillance capability,” said Air Force Maj. Gen. William Shelton, commander of the 14th Air Force Wing.  The nation’s commercial, military and spy agency satellites can peer down on earth and take clear pictures of objects of at least one meter in length, and less. Legions of analysts, and now automated computer programs, are trained to pour over these images. However, when it comes to aiming sensors upwards at what has been called the “ultimate high ground,” the Defense Department has shortcomings in both the technology, and the personnel who can interpret data.  Officials said there are currently four serious gaps in the U.S. military’s ability to know what is happening beyond Earth’s atmosphere: the ability to track foreign satellites, predicting the effects of space weather, keeping tabs on orbital debris and reconstituting a corps of space intelligence analysts.  All these shortcomings add up to a murky picture of what is happening from low-earth orbit to just beyond geosynchronous heights 22,000 miles above earth. 
SSA Deters China- SSA key to deterrent value of assets 

NDIA 7 [Murky Picture of What’s Happening in Space Worries Air Force Officials   December 2007    By Stew Magnuson ] http://www.nationaldefensemagazine.org/archive/2007/December/Pages/Murky2405.aspx
“Space situational awareness is key to ensuring our freedom of action in space, and securing our space assets. If you don’t know what’s up there, you can’t protect yourself,” he said.  The U.S. military relies heavily on its space-based systems. They have been called the nation’s Achilles’ heel.  Global Positioning System signals can be jammed from below, anti-satellite missiles can be launched to take out critical communications satellites. Spy satellites can be blinded. China on two occasions has aimed lasers at U.S. military satellites above its territory.  Nano-, micro- and pico-satellites are also proliferating, Payton noted. This raises the specter of so-called killer spacecraft.  The personnel who are tasked with figuring out what is happening in space are also in short supply, Shelton said. That goes for gathering intelligence from potential adversaries on what they are launching. About 45 nations now have assets in orbit, Wilson noted.  “As a nation, we are almost at a nadir point for our space intelligence capability,” Shelton lamented. When the “wall came down” the nation let many of the experts in the field go. They either retired or moved on to other professions.  Space Command wants as much information as it can gather on a spacecraft before it goes into orbit “so I can back my timeline to the left.” Intelligence gathered on the ground can help Space Command track a satellite through its lifetime.  Intelligence agencies are making a concerted effort to boost the numbers of space analysts, Shelton said. Most will serve at the National Air and Space Intelligence Center at Wright-Patterson Air Force Base, Ohio, which is tasked with interpreting the data gathered.  The center is hiring, but recruits have to undergo years of development, Shelton said. “It’s a little bit of an arcane area,” he added.  Ideally, space surveillance, weather data and intelligence will be fused together into a comprehensive picture available to anyone in the community who needs it, he said.  Army Lt. Gen. Kevin T. Campbell, commander of the Army’s Space and Missile Defense Command, said much of the data that can give Space Command a better operating picture already exists. “This is squarely in the art of the possible,” he said.  “Nothing has to be invented,” he added. However, there must be some policy changes and software upgrades to deliver the data to desktop monitors in a timely manner.  Wilson said Space Command is taking a clean sheet approach and undertaking a study that will determine exactly what kind of new ground- and space-based sensors are needed, where they should be located and how they will fit in with the legacy systems.  Shelton said there is a deterrent value to space situational awareness that doesn’t grab the attention it should. “If our adversaries know that we know what’s going on in orbit, then they’re going to be constrained.” 

Deterrence- China War Impact

Solves China conflict- allows for a distinction between threats and non-threats

Blair and Yali 6 [China Security Published by the World Security Institute and produced jointly with the Chen Shi China Research Group Bruce G. Blair is the President of the World Security Institute.  Chen Yali is the editor-in-chief of Washington Observer] http://www.wsichina.org/attach/china_security2.pdfhn
Greater situational awareness through enhanced monitoring and surveillance in space is also crucial to this idea of defense in space. One of the driving forces behind China’s efforts to research space debris identification and tracking is to also improve China’s ability to monitor military assets.68 The ability to identify and discriminate objects in space is crucial to evaluating threats from non-threats in space. The above constitute ‘comprehensive defensive actions,’ centered on capabilities to enhance survivability of China’s satellite networks, and ensure China’s access to space that is considered indispensable for future ‘informationalized warfare.’69 At the heart of this defensive strategy is the need to protect against an adversary’s ability to prevent or restrict China from using space to its economic and national security advantage; that is, the ability to ‘deny the denial.’ It is the dual-use nature of China’s satellite program that will provide the means to achieve that comprehensive defense in space. For example, China’s plan to increase indigenous development and production capacity of durable and miniaturized satellites for missions of data transmission and Earth remote sensing is aimed primarily at civilian and commercial purposes. However, such technologies offer lower cost access to space with greater maneuverability and thus would have a direct impact on military space capability. China also intends to increase its capacity to launch on demand and achieve launch redundancy,70 which also could markedly enhance its military space potential. Chinese slogans such as ‘applying military to civilian,’ and ‘integrating military and civilian’ are used in official discussions to stress the integration and embedding of military with civilian technology development and production.71 Since the early 1990s, the revolution in military affairs has been the central theme for China’s military modernization program, of which space is an indispensable part.72 Such notions indicate the importance of a dual-use strategy. As for existent capabilities in space, although there is no official admission, China does have satellites for navigation, remote sensing, reconnaissance and communication that have military uses.73 These are mainly for ‘power enhancement and support’ capabilities. However, as others have noted, they remain vastly insufficient for gaining any real advantage vis-à-vis U.S. dominance in space74. Nevertheless, it is reasonable to assume that the number of these assets would Eric Hagt ~95~ grow substantially under the planned satellite development program and thus rapidly improve China’s force enabling capacity.
Deterrence- Nuke War Impact

Militarization occurring- unchecked weaponization causes war and resource depletion

Bhagwat 10 [Admiral Vishnu Bhagwat, former Chief of the Naval Staff, India “The Weaponization of Space: Corporate Driven Military Unleashes Pre-emptive Wars”  October 17, 2010 http://www.globalresearch.ca/index.php?context=va&aid=21432] 

As early as 1996, General Joseph Ashy , CinC US Space Command told ‘Aviation Week & Space Technology’ …. “Its politically sensitive …but its going to happen …some people do not want to hear this , but absolutely we are going to fight in Space , we’re getting to fight from space and we’re going to fight into space.” One analysis rightly concludes “that the US ( TCC ) is gearing up for the unilateral (military ) control of Space which over arches Planet Earth , all occupants and its entire contents --- with that vantage position it could overpower every opponent .” In chasing profits they boast of ‘blowing up the world,’ if necessary . However, there is many a slip, as the saying goes, between the cup and the slip . Post 2007 with the gathering financial implosion and indebtedness and loss of manufacturing capacity of the US system gathering visible momentum , the end game may turn out differently! According to some think tanks , only a few years ago , they declared that …. “Other nations lack the money and / or technology to compete with the US in the developing of space age weapons , Friedman is quoted for instance ,…..that China and Russia were passing blips.” In fact China, and to a lesser extent Russia , are the bankrupt US Treasury’s creditors ….China has been indirectly financing the Corporate wars in Afghanistan and Iraq…the US global military presence and the US Space Command’s growing dreams . But illusions can be dangerous by sparking off an uncontrolled arms Race in Space with its attendant risks and unexpected consequences that may blow up planet earth, notwithstanding the fact that the US economy is in terminal decline while its corporate warriors of the Transnational capitalist class profit and retain their wealth and riches in diverse financial securities , albeit toxic ones like Derivatives , CDOs and CDSs and other commercial paper in a huge ponzi web of deceit. We are indeed as the Chinese say living in interesting times. As US Space Command’s drives ahead with building Space WMD systems and synergizing with Ballistic Missile Defense , National Missile Defense and Anti-Satellite ( ASAT ) weapon sysytems , China and Russia will enter with defensively oriented systems and if China does , India will follow and Pakistan too . The whole game is counter –productive and result in more ‘Mutually Assured Destruction’ ( MAD ) as with nuclear weapons ….but not in the minds of the Transnational capitalist class which loves the Midas touch . The ‘Outer Space Treaty 1967 , was signed and sealed by the US , Soviet Union , China and India among others . The Outer Space treaty is a legally binding instrument . however it has a caveat ,which by omission permits the ‘passive military use of space .’ The Prime Ministers of Canada and Russia at the Millenium Summit in September 2000 and again in a meeting in December 2000 promised to work in close cooperation to prevent an arms race in Space. In a well reasoned paper presented to a Conference on Disarmament in Space , held in Moscow in 2001 , Dr Rebecca Johnson , Executive Director of the Acronym Institute for Disarmament Diplomacy called for a step by step ‘Ottawa Process’ and referred to a constructive working paper tabled by France at the Conference on Disarmament ( CD ) in Geneva. Dr Rebecca Johnson also suggested that a number of American companies with interests in Telecom , Navigation and Entertainment industries have a stake in keeping Space peaceful . She made another relevant observation that ‘Demilitarisation of Space is linked to ‘Demilitarisation of International Relations.’ Recalling Srilanka’s contribution to a proposed moratorium on testing ASAT weapons and for a discussion on a ‘Rules of the Road’ for Space in an attempt to pre-empt weaponisation of Space; the Srilankan ambassador to the CD , Geneva , Jayantha Dhanapala , as early as 1985, emphasized with rare foresight that “preventing an arms race in outer space is an easier task than attempting to control and decelerate such a race after it has begun... therefore, the urgency, to prohibit through multi-lateral negotiations the stationing of weapons in space designed to damage , destroy or interfere with any country’s space craft.” It would be ideal if the BMD and NMD projects are also halted , if not on the realization of their practical futility , then simply because the coming ‘Greatest Depression’ must lead to a major review and recall on grounds of financial non-feasibility alone. An eminent thinker and analyst in the global network for preservation of the space sanctuary has spoken thus : “ It wont do much good to anti-war people to demand an end to the war in Iraq, Afghanistan , nuclear war , weaponisation of Space ….unless they ( we ) mobilize the millions to demand the end of the underlying system , profit is all the human being nothing, that has now produced quasi-permanent war , conflict, violence, tension and sectarian strife (death squads and PMC personnel masquerading as Special Operation Groups with remote control drone bombers outside the control of any democratic institution of the State system / apparatus .)” We are threatened with the destruction and decimation of peoples and nations the world over , including the destruction of the life-sustaining resources of mother earth .
***Space Dominance
U.S. Space Dominance Now

US Supremacy now- challengers rising and space is integral to the defense posture

Zhang 11 [Baohui,  Associate Professor of Political Science and Director of the Center for Asia Pacific Studies at Lingnan University, Hong Kong, The Security Dilemma in the U.S.-China Military Space Relationship Author(s): Baohui Zhang Source: Asian Survey, Vol. 51, No. 2 (March/April 2011), pp. 311-332 Published by: University of California Press Stable URL: http://www.jstor.org/stable/10.1525/AS.2011.51.2.311]

The U.S. is the leader in the militarization of space. It was the first country that established a dedicated command, the U.S. Space Command, to unify military operations in space. In fact, as its Vision for 2020 proclaims, the Space Command seeks to achieve “full spectrum dominance” in space.13 Furthermore, it envisions permanent dominance in the military dimension of space operations: “Today, the U.S. is the preeminent military space power. Our vision is one of maintaining that preeminence—providing a solid foundation for our national security.”14  General Lance W. Lord, former commander, Air Force Space Command, points out the importance of space dominance: “Space superiority is the future of warfare. We cannot win a war without controlling the high ground, and the high ground is space.”15 In December 2007, the U.S. Air Force released a White Paper called The Nation’s Guardians: America’s 21st Century Air Force, in which General T. Michael Moseley made a similar statement: “No future war will be won without air, space and cyberspace superiority”; thus, “the Air Force must attain cross-domain dominance. Cross-domain dominance is the freedom to attack and the freedom from attack in and through the atmosphere, space and electromagnetic spectrum.”16 This strategy of space dominance, however, generates the classic security dilemma between the U.S. and other countries. Although the U.S. may be motivated by defensive purposes, such as shielding the American population from nuclear weapons and other threats, other countries have to assume the worst in an anarchic world. As observed by Joan Johnson-Freese, “I would argue that the rest of the world accepts U.S. space supremacy. What the Bush Administration claims is space dominance, and that’s what the rest of the world won’t accept.”17 

U.S. Space Dominance Key 

Space dominance key 

Harter 2k[Air Command and Staff College Air University Rapid Dominance Integrating Space into Today’s Air Operations Center Marke. Harter Major, Usaf]

Space forces provide military leaders, operators, and planners with enormous force enhancement products and services that are essential in achieving rapid dominance of the battle space. Today’s space systems provide key information via global communications, navigation, weather, warning, and ISR to achieve full spectrum dominance across the range of military operations (table 3).19 These same space forces allow the USAF to execute the core competencies of Global Engagement.20 Military space applications are growing at an increasing rate delivering products and services to military leaders, planners, and operators better, faster, and cheaper than many conventional terrestrial systems. Today, the primary military contribution from space is information. With it a campaign is successful; without it failure is almost certain, and JAOC planners must understand this. Joint force commanders (JFC) strive to achieve information superiority—“the ability to collect, control, exploit, and defend information while denying the enemy the same.”21 Information operations (IO) is integral to the joint force air component commander (JFACC) aerospace planning process, consisting of information in warfare and IW. The JFC must quickly gain and exploit information in warfare (ISR, communications, precision navigation missile warning, etc.) for battle space situational awareness and rapid, solid decision making. Timely, accurate information is equally as important (arguably, even more important) as firepower; and combining information and firepower is lethal (e.g., PGMs). Some go so far to say that the ultimate precision-guided weapon is the electron, delivering or denying critical military information. 22 Warfare in the information age is highly dependent on global space forces, which allow forces to achieve dominant battle space awareness and decrease the “fog of war,” providing the war fighter a clearer picture of the battle space. Space-based information is key for US forces to exploit battle space information for sensor-to-shooter operations (fig. 3). Real-time-in-the-cockpit (RTIC) and real-time-out-of-the-cockpit (RTOC) information is emerging in exercises and deployments.23 Theater commanders employ elements of IW to defend friendly IO and attack enemy IO, both relying on space systems. 

SSA Solves- U.S. Space Dominance

Protecting from space attacks key to space leadership

Coffelt ’05 – Colonel, vice commander of the 91st Missile Wing, Minot Air Force Base (Christopher A, “THE BEST DEFENSE: CHARTING THE FUTURE OF US SPACE STRATEGY AND POLICY,” June, www.hsdl.org/?view&doc=111160&coll=limited, RBW)

Facilitating the proliferation of these systems is the fact that they are relatively inexpensive. Whereas deploying and employing these denial, anti-satellite systems gives the US a great capability, it also comes with a serious price tag that needs to be fully considered and understood before prematurely committing to a course of action that may yield terribly negative, destabilizing strategic consequences. The US may be giving away its asymmetric advantage in space by deploying and employing such systems. In the past, the US has maintained its asymmetric advantage in space because the entry barriers in terms of technology and cost were so high that they precluded all but great powers from threatening us space systems. Setting the precedent for interference with sovereign national spacecraft without first ensuring the requisite protection of one’s own systems from such attacks is strategically questionable, at best. If the capability is so important, one would think the requisite preparations would be made to protect the US’s own spacecraft against the effects of these types of weapons before lifting the veil of secrecy that the US does, in fact, have them and what they do. 

Improved SSA key to execute US space superiority strategy

Bowlds ’07 – Maj Gen, Commander, Air Force Research Laboratory (Ted F, “Striking a Balance Between Risk and Innovation,” March, The High Frontier Journal, Vol. 3, Num. 2, http://www.afspc.af.mil/shared/media/document/AFD-070322-103.pdf)

Space Situational Awareness (SSA)—AFRL has initiated our Rapid Reaction Process in response to a warfighter’s urgent need in the Joint Space Operations Center. The AFSPC/SMC Commander and the Commander, Joint Functional Component Command—Space identified the current challenges to plan, direct and execute space superiority at the operational level of war. Underpinning these challenges is the need for SSA that is persistent, provides real-time status, dynamically changes detection and identifies intent. They stressed we ought to link together and utilize our current sensors more effectively before adding more sensors, underscoring the use of existing tools, capability, phenomenology, and so forth to make the most of our existing data to provide a more comprehensive picture of the status of objects in space. AFRL assembled a team of technologists, users, and acquisition experts to tackle this problem by applying emerging, near term technology to deliver a functional, field-testable prototype. There are a total of four spirals planned to gradually add functions and upgrades, in a process of continuous improvement.

SSA Key to overcoming barriers to space dominance
GAO 2011 (United States Government Accountability Office, May 2011. SPACE ACQUISITIONS Development and Oversight Challenges in Delivering Improved Space Situational Awareness Capabilities http://www.gao.gov/new.items/d11545.pdf) 
According to DOD and the Office of the Director of National Intelligence (ODNI),4 the space domain is becoming increasingly congested, contested, and complex. Consequently, space systems are increasingly vulnerable to a variety of intentional and unintentional threats, such as radio frequency interference (including space jamming); laser dazzling and blinding; kinetic intercept vehicles; ground system attacks; an increase in the number of orbiting space objects (including active and inactive satellites, spent rocket bodies, and other fragments and debris); and space weather environmental effects. The government’s SSA efforts are designed to mitigate these threats via a variety of space- and ground-based sensors and systems that detect, track, and characterize space objects and space- related events and forecast which assets may be at risk. Recent events, such as the January 2007 Chinese antisatellite weapon test—when China used a missile to destroy one of its old weather satellites—and the February 2009 collision between an operational Iridium commercial communications satellite and a nonfunctioning Russian communications satellite, have created thousands of additional debris objects and called attention to the need for better SSA capabilities. SSA is fundamental to conducting space operations and forms the foundation for accomplishing space control, which DOD defines as operations to ensure freedom of action in space for the United States and its allies, and when directed, denying an adversary freedom of action in space.
SSA is a measure of US spacepower

Krepon et al ’07 – co-founder of Stimson, and director of the South Asia and Space Security programs (Michael, Theresa Hitchens is Director of the Center for Defense Information, and leads its Space Security Project, in cooperation with the Secure World Foundation, Michael Katz-Hyman is research associate for the Space Security Project of the Henry L Stimson Center, “Preserving Freedom of Action in Space: Realizing the Potential and Limits of US Spacepower,” June 21, http://www.stimson.org/images/uploads/research-pdfs/Preserving_Freedom_of_Action_in_Space.pdf, RBW)

Space situational awareness (SSA) – the ability to monitor and understand the constantly changing environment in space – is one of the most important factors in ensuring the safety and security of operational all satellites and spacecraft. SSA provides individual actors with the ability to monitor the health of their own assets, as well as an awareness of the actions of others in space. Transparency measures can be particularly helpful in providing early warning of troubling developments and in dampening threat perceptions. One measure of US spacepower and space prowess is America’s unparalleled space situational awareness capabilities. Thus, the United States is in a position to become a leader in building space transparency, which is the foundation stone of norm setting and rules of the road in space.

Improved SSA ensures continue space dominance

Jones 7 [ “Recommendations for Improved Monitoring of the Near-Earth Electromagnetic Space Environment”  JAMES C. JONES, MAJOR, USAF A Research Report Submitted to the Faculty In Partial Fulfillment of the Graduation Requirements  Maxwell Air Force Base, Alabama April 2007 ]

As the world’s leading space power, the United States has enjoyed unchallenged exploitation of the ultimate high-ground. Its civil, commercial and military space programs have led to improvements in its military and economic power as well as safety and security in the daily lives of its people. As the United States becomes more dependent on its space assets, it is creating its own vulnerability. To maintain its place as the leading space power, the United States must constantly be aware of the situation in space in much the same manner as any terrestrial or aeronautical battlefield. This “space situational awareness” includes all human activities in space as well as the natural environment. The United States has a fairly robust architecture to monitor human activities in space; however, the capability to fully monitor and exploit the natural environment is deficient leaving combatant commanders with an incomplete picture of the entire battlespace. The current sensing capability is limited due to the limited number of orbits in which the sensors fly and the limited number of observations in those orbits. The future capability of space weather sensing appears to be in decline due to the merging of military and civil programs and lack of additional planned sensing programs. The United States must improve its situational awareness of the near-Earth natural environment by expanding its access to additional space environmental data. With some foresight, the DOD as lead agency for space situational awareness can take advantage of existing or future programs to improve its capability. Potential solutions include: additional sensors on military and civil spacecraft, designing a constellation of microsatellites, or leveraging commercial solutions. Following through on some or all of these recommendations 

Poor SSA capabilities kill our space dominance 
MacDonald 9 (Bruce W. “Testimony of Bruce W. MacDonald before the Strategic Forces Subcommittee, House Armed Services Committee.” 111th congress, 1st session)   

Our space assets are exposed and fragile. They can’t run, they can’t hide, and today they can’t defend themselves. One small object traveling at orbital speeds can destroy them. Unless we take proactive measures, all these threats will grow, and we must bear in mind that the U.S. depends more on space than our potential adversaries. If we are not careful, the way we are currently thinking, planning, and investing, our space capabilities may only be available in peacetime, or against non-peer adversaries. We could lose them just when we need them most. At a minimum, we need far greater space situational awareness and space intelligence (SSA/SI) capabilities than today. Responsible officials have been saying this for years, but SSA/SI has never received the priority it deserves. If this fails to change, we can expect more frequent space collisions and growing instability in space.
Ineffective SSA makes the US vulnerable to a space Pearl Harbor

Hill ’06 – Senior Vice President, Business Development & Strategy, The Boeing Company (Shephard W, “A Legacy of Support to the Warﬁghter,” August, The High Frontier Journal, Vol. 2, Num. 3, http://www.afspc.af.mil/shared/media/document/AFD-060524-003.pdf)

With the great importance of space assets to the warﬁghter as a primary concern, in January 2001, the Rumsfeld Space Commission voiced great concern regarding the vulnerability of US space-based assets, and that a very real threat to these assets would eventually arise. The warning concluded with the ﬁnding that the US was an attractive candidate for a potential “space Pearl Harbor.” 7 Commenting during the AFA National Symposium in November 2003, General Lance W. Lord, then Commander of Air Force Space Command (AFSPC), pointed out, “Space is the center of gravity now. We must not let it become a vulnerability. Our future adversaries understand that we have this advantage, and I think they are trying to develop capabilities right now to thwart that.” 8

Today, AFSPC operates a worldwide Space Surveillance Network tasked to detect, track, identify, and catalog all space objects to ensure space operations are conducted without interference. The AFSPC Space Control Center in Cheyenne Mountain provides warning to US space system operators to protect their satellites from potentially hostile situations or dangerous natural events.

Excellent ground-based space object detection systems are currently in operation and provide the bulk of the deep space object tracking today. However, their contribution is limited by being ﬁxed on Earth and an inability to operate during daylight and adverse weather. These facilities do not have the ability to “timely” detect small objects in deep space, nor the resolution required for detailed observation of objects in GEO. As we approach the next decade, leaving the limitations of Earth and utilizing the ﬂexibility of space is the next logical step.

During a recent interview Maj Gen James Armor, Director, US DoD National Security Space Ofﬁce, described Space Situation Awareness (SSA) as a critical item. “We are working on an architecture for SSA that is still being generated, but itʼs a vital part of the national security space policy—ensuring space sovereignty for our systems. We donʼt know what to do if we donʼt know whatʼs going on in space, and right now, our capabilities are frankly rudimentary.”

Adversaries pose significant threat to space capabilities

Deblois 3 (Bruce, Consultant at US Secret Service, “The Advent of Space Weapons” Astropolitics, Vol 1. No 1) 
All modern states must assume that potential adversaries have studied the allied use of space-based resources in the Gulf War and the war on terrorism, and will seek to counter these military information resources by any means necessary. The allies could -- and, some would argue, already do -- face a symmetric threat to space resources from the global proliferation of space-based ISR, communications and navigation systems. The allies might also face a range of asymmetric attacks on space-related resources: physical and electronic attacks on space resources, lines of communication or ground segments; denial of services through electronic jamming; or deception by camouflage, spoofing or decoys. The space-based segments of military information assets are particularly vulnerable to attack by a range of weapons, including space-to-space and earth-to-space anti-satellite weapons. For example, a nuclear detonation in space and the subsequent ionization of Earth's Van Allen belts would devastate space-based military and civil resources, and greatly diminish the value of their replenishment for months or years thereafter.

SSA is the foundation for space superiority

Caudill et al ’07 – Chief, Arabian Programs Division, Air Force Security Assistance Center (Tom, B. K.  “Babu” Singaraju and Nathan Dalrymple, Space Demonstrations Division, Space Vehicles Directorate, Air Force Research Laboratory, “Space Superiority – Enabled by High Risk High Payoff Technologies,” The High Frontier Journal, March, Vol. 3, Num. 3, http://www.afspc.af.mil/shared/media/document/AFD-070524-021.pdf)
The first requirement to maintain space superiority is SSA. SSA forms the foundation for all space operations. The overarching goal of SSA is to provide the nation with the ability to find, track, identify, and characterize all space objects. Another aspect is to specify the space environment, forecast upsets and damage to space systems, and differentiate between environmental damage from those due to attack. 
At a time when the number of objects in space is increasing, advanced technology enables the size of spacecraft to get smaller which is creating challenges for current tracking systems designed during the Cold War. In addition, we only have a minimal characterization capability at present. This means that there are more objects, dimmer objects, more maneuverable objects, satellites with a wider range or capabilities, as well as a requirement for space weather prediction which drive the need for improved SSA capabilities. These new capabilities drive the technological challenges for SSA to provide more sensitive sensors with wider fields of view, to explore the use of our own small/nano-satellites, and to develop a more robust space environment forecast capability. 

Dominance isn’t guaranteed—SSA key to warfighting

Campbell ’07 – LTG, Commanding General, SMDC/ARSTRAT, Commander, JFCC-IMD (Kevin T, “The Army’s Space Cadre,” The High Frontier Journal, Vol. 4, Num. 1, http://www.afspc.af.mil/shared/media/document/AFD-071119-017.pdf)
Although the US currently possesses overwhelming space  capabilities, its dominance in space is not guaranteed.  Our  space-based systems, communication links, and ground stations potentially present attractive targets to an adversary  seeking to level the battlefield.  Preserving and protecting US  military space-enabled capabilities requires space situational  awareness.  Just as situational awareness in the terrestrial sense  provides joint warfighters with tactical awareness, space situational awareness enables commanders to understand the factors  that could impact their space information superiority.  Investments in space situational awareness capability represent the  most fundamental step in preserving our space advantage.

**First Strike Credibility

1ST Strike- SSA Solves

SSA key to 1st strike primacy

Morgan 10 [Forrest E. Morgan Senior political scientist at the RAND Corporation, Deterrence and First-Strike Stability in Space A Preliminary Assessment,Prepared for the United States Air Force 2010]

While many options exist for punishing space aggressors and reducing the benefits of their attacks, nearly all of them depend to some degree on improvements in SSA. Poor SSA undermines the credibility of threats of punishment in some scenarios, as the attacker may expect to have a reasonable chance of striking anonymously. Conversely, good SSA has intrinsic deterrent value, because any prospective aggressor, knowing that culpability for an attack might be quickly determined and exposed to the world, would have to weigh the long-term costs of angering the United States and international community, even if no immediate capability existed to inflict punishment. All active defenses require better SSA than what current capabilities provide, and many passive defenses could also be improved with better SSA. Lack of effective SSA could both inhibit the United States from taking reprisals against covert space aggressors and create risks that unjustified reprisals may be taken in response to natural satellite failures occurring during a crisis. Better SSA will improve diagnostic capabilities, helping operators to distinguish satellite malfunction from attack more quickly and reliably, thereby enhancing first-strike stability in space. Improving SSA should be one of the United States’ top priorities in its efforts to develop the capabilities needed for an effective space deterrence regime. 

Not knowing about China ASATs=first strike

Lewis 2004 Jeffrey, What if Space Were Weaponized?, Center for Defense Information July 2004, postdoctoral fellow in the Advanced Methods of Cooperative Security
Program, http://www.cdi.org/PDFs/scenarios.pdf
It is important to note that the Chinese don’t even have to actually acquire ASATs for this nightmare scenario to happen. The Pentagon’s assessments of Chinese ASATs are based largely on circumstantial evidence – a Hong Kong newspaper report here; a commercial purchase by a Chinese company there. In fact, the Pentagon admits that “specific Chinese programs for a laser ASAT system have not been identified” and that press reports of a so-called “parasitic” microsatellite “cannot be confirmed.”28 Such gaps in U.S. knowledge are dangerous, given the natural tendency of defense planners to assume the worst. Although Blue claimed that it had acted on “unambiguous warning” of a threat to space assets, the mere fact that the Chinese might already have such system – or could improvise a crude ASAT in a pinch – would create a strong incentive to use U.S. space systems before they were lost. It is not too far fetched to imagine the president, faced with a crisis over Taiwan, deciding – as he did with Iraq – that “we cannot wait for the final proof – the smoking gun – that could come in the form of a mushroom cloud.”29 
W/o knowing other’s capabilities, we will first strike

Ruhm 2003 Brian C., USAF Major, FINDING THE MIDDLE GROUND: THE U.S. AIR FORCE, SPACE WEAPONIZATION, AND ARMS CONTROL, April 2003, https://research.maxwell.af.mil/papers/ay2003/acsc/03-1394.pdf
Other characteristics of the space environment reinforce space weapon’s destabilizing tendencies. The first is anonymity. Especially with respect to ASAT weapons, space may provide a degree of plausible deniability that would encourage attacks on space assets. The vastness of space and its isolation from population centers may also contribute to a perceived lack of collateral damage. An adversary could launch an attack on space assets with little or no risk of directly harming any human population. A related consideration for the US is that it may be hard pressed to justify responding to such a non-lethal attack, in terms of human lives, even if it vaporized billions of dollars in assets and undermined valuable earth services. These considerations could all reinforce an adversary’s inclination to preemptively attack in space.14 Short of achieving absolute space supremacy, there is little that the US could do to avert this situation. James Oberg comes to a similar conclusion near the end of his book Space Power Theory, which was commissioned by then Commander in Chief of US Space Command General Howell M. Estes III. Oberg writes that “the possibility of a preemptive strike in space will become all too likely. The strategic military gain, system vulnerability, and detachment from an earthbound public’s concerns will combine to render space a target much too tempting to pass over.”15 
1ST Strike- Nuke War Impact

**Friends/Soft Power
Soft Power- SSA Solves- Information Sharing

SSA distinguishes friends from enemies

Hamre 2010 John, President/CEO of CSIS, 2010 GLOBAL SECURITY FORUM: HOW TO STIGMATIZE THE USE OF CYBER AND ANTI-SATELLITE ATTACK? http://csis.org/files/attachments/100517_gsf_cyber.pdf
It’s important because without attribution, the senior command officials or the national command authorities will be very reluctant to act. The first question is, how do you know it was XYZ who did it? And this is in an environment in which decisions cannot be made in days if you’re talking about doing things to protect assets, et cetera, and so attribution is very important. 
And along with that is the potential – and Gen. Cartwright alluded to this somewhat – that we are actually being anesthetized over time by disruptions and anomalies that are being introduced by potential adversaries, et cetera. Fourth item: Allies must be a part of the solution. And this is not just something that we picked up on as we look at this evolving national space policy that says there are so many people involved now that we cannot do this unilaterally. Even if we could afford it, we couldn’t do it unilaterally. But it does introduce a whole range of issues. 
How do you define who an ally is in space? How do we want to define that? I think it’s wide open. And we may not want to be as exclusionary as we have been in the past. Security issues and sharing of information becomes a real challenge. And then as you move towards this national space policy that includes allies – commercial and others – is how dependent can we afford to become? 
Information sharing key to soft power

Owens and Nye 1996 William A. and Joseph S., America’s Information Age, Foreign Affairs Vol. 75 Issue 2, p20-36 Joe Nye is a professor at Harvard
The core of these capabilities--dominant situational knowledge--is fungible and divisible. The United States can share all or part of its knowledge with whomever it chooses. Sharing would empower recipients to make better decisions in a less-than-benign world, and should they decide to fight, they could achieve the same kind of military dominance as the United States. 
These capabilities point to what might be called an information umbrella. Like extended nuclear deterrence, they could form the foundation for a mutually beneficial relationship. The United States would provide situational awareness, particularly regarding military matters of interest to other nations. Other nations, because they could share this information about an event or crisis, would be more inclined to work with the United States. 
The beginnings of such a relationship already exist. They were born in the Falklands conflict and are being developed today in the Balkans. At present, the United States provides the bulk of the situational awareness available to the Implementation Force, the U.N. Protection Force, NATO members, and other nations involved in or concerned with the conflict there. It is possible to envision a similar central information role for the United States in other crises or potential military confrontations, from clarifying developments in the Spratly Islands to cutting through the ambiguity and confusion surrounding humanitarian operations in Cambodia and Rwanda. Accurate, real-time, situational awareness is the key to reaching agreement within coalitions on what to do and is essential to the effective use of military forces, whatever their roles and missions. As its capacity to provide this kind of information increases, America will increasingly be viewed as the natural coalition leader, not just because it happens to be the strongest but because it can provide the most important input for good decisions and effective action for other coalition members. Just as nuclear dominance was the key to coalition leadership in the old era, information dominance will be the key in the information age. 
All this implies selectively sharing U.S. dominant battlespace knowledge, advanced C4I, and precision force. Old-era thinking might recoil from such a prospect, and it would have to overcome long-established prejudices against being open and generous with what might broadly be called intelligence. In the past, two presumptions supported this reluctance: first, that providing too much of the best information risked disclosing and perhaps even losing the sources and methods used in obtaining it, and second, that sharing information would disclose what the United States did not know and reduce its status as a superpower. 
These assumptions are now even more questionable than before. The United States is no longer in a zero-sum game that makes any disclosure of capabilities a potential loss for itself and a gain for an implacable opponent. The character of this growing prowess is different. For one thing, the disparity between the United States and other nations is quite marked. U.S. investment in ISR--particularly the high-leverage space-based aspects of this set of systems exceeds that of all other nations combined, and America leads by a considerable margin in C4I and precision force as well. It has already begun, systematically, to assemble the new system of systems and is well down the revolutionary path, while most nations have not yet even realized a revolution in military affairs is under way. 
Some other nations could match what the United States will achieve, albeit not as early. The revolution is driven by technologies available worldwide. Digitization, computer processing, precise global positioning, and systems integration the technological bases on which the rest of the new capabilities depend are available to any nation with the money and the will to use them systematically to improve military capabilities. Exploiting these technologies can be expensive. But more important, there is no particular incentive for those nations to seek the system of systems the United States is building--so long as they believe they are not threatened by it. This is the emerging symbiosis among nations, for whether another nation decides to make a race out of the information revolution depends on how the United States uses its lead. If America does not share its knowledge, it will add incentives to match it. Selectively sharing these abilities is therefore not only the route of coalition leadership but the key to maintaining U.S. military superiority. 
Soft Power- SSA Solves- Transparency

Transparency ensures our viable space program 

Garretson 2009

Peter, Elements of a 21st Century Space Policy, August 3, http://www.thespacereview.com/article/1433/1 Peter Garretson is a Transformational Air and Space Power Strategist currently on an International Fellowship with the Council on Foreign Relations (CFR). This paper reflects the opinion of the author only, and not that of any branch of the US government.
Fundamentally, the policy must recognize that the winds are changing, and demand a new conception and strategy for international security. We cannot prevent the expansion of actors into space nor the expansion of knowledge about ourselves through satellite-based observation. We can either fight the wave of this new transparency or surf it, recognizing the benefits to global stability and security it provides. In such a climate, we may have more to gain from sharing our imagery and space situational awareness, and encouraging the same from others than hoarding it. If we “crowd source” this vast open-source intelligence analysis problem to the billions of eyes and thousands of “little brother(s)” out there watching Google Earth and Microsoft Virtual Earth, we might be impressed with the positive effect that such transparency might provide.  A space policy for the 21st century must not be about grudgingly protecting our limited advantage today, but rather aggressively go after the substantial gains of emerging new industries and endeavors that will be America and the world’s spacefaring future; not just giving lip service to space as the final frontier, but developing it. A space policy that finally looked beyond just discovery science and exploration and gave sufficient emphasis to nurturing the sprouts of the industry and infrastructure that put us on the path toward true spacefaring, survival, security, space development, and frontier opening, however less glamorous than a big rocket program, would be quite a legacy indeed.
SSA enforces space code of conduct 

Schulte 11/30/10 – Ambassador, Deputy Assistant Secretary of Defense (acting) for Space Policy (Gregory L, “ NDU Conference on “Securing Space Assets for Peace and Future Conflict”” http://www.defense.gov/home/features/2011/0111_nsss/docs/20101130%20DASD%20Remarks%20on%20Securing%20Space%20Assets%20at%20NDU.pdf, RBW)

Rules of the road need to be accompanied by practical measures to implement them and monitor compliance. STRATCOM is already doing important work to help other countries avoid collisions by providing Space Situational Awareness services. Just as the Air Force through STRATCOM is the world’s premier provider of global positioning data, STRATCOM is becoming the world’s premier provider of collision warning. Strengthening our capabilities for Space Situational Awareness and further developing our mechanisms to share it will reinforce our efforts to establish international rules of the road. 

Soft Power- SSA Solves- Verification 

Data gaps crush US Space Credibility 

Chow 2010 Tiffany, SSA Sharing Program: SWF Issue Brief, SWF Research Assistant, http://swfound.org/media/6572/swf%20issue%20brief%20-%20ssa%20sharing%20program%20with%20execsum%20-%20final.pdf
Because the SSA Sharing Program is administered by the U.S. military, it comes with an assortment of limitations and restrictions. The limited information provided through the program can be untimely and inaccurate.53 The only positional information currently available on Space Track, in the form of TLE sets, is imprecise and unsuitable for CA and COLA. For example, on the day of the Iridium‐Cosmos collision, analysis using the TLE sets predicted a 600 meter miss, and the conjunction was not even on CelesTrak’s top ten closest conjunctions for the day.54 JSpOC does not rely on the TLEs because of this potential for inaccuracy and instead uses the High Accuracy Catalog for its own analysis. Unless the USG releases more precise data, satellite owner‐operators will not be able to reliably conduct their own CA and COLA and must continue to depend on JSpOC to protect their space assets. Moreover, when TLEs and other program data were shared through NASA’s OIG, there were no redistribution restrictions. Under the CFE Pilot Program, and now the SSA Sharing Program, users are not allowed to redistribute SSA data without explicit approval from the U.S. Department of Defense.55 The U.S. military also reserves the right to terminate user accounts, and thus deny access to SSA data and information, without prior notice or explanation.56 In addition to these issues of limitation and restriction, some users express concern about relying on a program run by a national military. They contend that such an arrangement can lead to conflicts of interest for foreign nationals, governments, and commercial entities. Furthermore, current legislation regarding the program shields the United States from any liability associated with the information it shars.57 The USG does not want to assume any responsibility for providing, or failing to provide, it. This affiliation with the U.S. military and lack of accountability casts some doubt on the credibility and reliability of the information provided through the SSA Sharing Program. 
SSA is an effective verification method

Lewis ’11 – Senior Fellow and Director, Technology and Public Policy Program, Center for Strategic and International Studies (James A, “Engagement and Sustainability in the 2010 National Space Policy,” February, Vol. 7, Num. 2, http://www.afspc.af.mil/shared/media/document/AFD-110224-052.pdf, RBW)

Increased space situational awareness will be an important component of being able to verify (to some degree) compliance with any norms or codes of conduct. Since most antisatellite programs are classified, they are likely to continue in some form or another with or without norms (e.g., there will be a strong temptation to “cheat”), but this is not a new problem in arms control. The current policy that anti-satellite research is allowable, but testing is not, may be the best starting point for any effort to constrain opponents, and situational awareness, by increasing the chances that a test would be detected, could reinforce norms.  

**International Cooperation

International Cooperation- SSA Solves- Integration 

SSA solves collaboration throughout different sectors

Rose 2010 Frank A., Deputy Assistant Secretary Bureau of Arms Control, Verification and Compliance U.S. Department of State National Defense University’s Conference on Securing Space Assets for Peace and Future Conflict Fort McNair, Washington, DC, 11-30-10, http://www.ndu.edu/CTNSP/docUploaded/TFX_Space%20Security%20Conference%20Summary_Nov2010.pdf
International cooperation is also necessary to ensure that we have robust situational awareness of the space environment. No one nation has the resources or geography necessary to precisely track every space object. The National Space Policy implicitly recognizes this fact and thus directs us to collaborate with other nations, the private sector, and intergovernmental organizations to improve our space situational awareness – specifically, to improve our shared ability to rapidly detect, warn of, characterize, and attribute natural and man-made disturbances to space systems. An example of our efforts to cooperate in the area of space situational awareness is our collaboration with Europe as they develop their own space situational awareness, or SSA system. The State Department, in collaboration with Department of Defense, is currently engaged in technical exchanges with experts from the European Space Agency, European Union, and individual ESA and EU Member States to ensure interoperability between our two SSA systems. Looking ahead, State and DoD also see opportunities for cooperation on SSA with our allies and partners in the Asia-Pacific and other regions. 
Integration key to coalition space ops

Single 2011 Tom, Lt Col USAF space command, Improving Space Support to ISAF http://www.japcc.de/fileadmin/user_upload/journal/Edition_13/20110414_-_Journal_Ed_13.pdf
Coalition space operations require an international effort of sharing, cooperation and partnership. Space is a critical joint enabler and supports all of the components and mission areas. Space support to NATO operations, and in particular ISAF, can be greatly im​proved. Space systems enable decision making, C2, support to the warfighter, and are vital to international stability. Satellites are ’global assets’, as they travel through areas of interest over many nations. They can be used during all phases of a crisis. No one nation can provide all of the required capabilities; therefore, it will require a coalition of the willing to provide the desired effects. Many space systems are dual-use, meaning they can be used for civil as well as military applications. Another large set of space assets providing military utility are operated by international consortiums, primarily for economic reasons. These attributes mean space requires a comprehensive approach. Commanders must be prepared to compete with multiple nations and organisations to get the services they require. The bottom line is that space is complex, coali​tion operations are complex and there are no easy solutions. A culture of mutual understanding and co-operation to address space issues must be developed.There are some areas NATO and ISAF should address today. There isn’t a common operating picture for space assets, nor is there adequate oversight of the mission area. Senior leaders must become better in​formed on key space security issues. Lessons from ISAF operations need to be captured and fed back into training and education. NATO and the Nations need to develop a small cadre of personnel that can integrate space capabilities. Integrating space personnel into exercises is an important step to providing trained personnel for combat operations. There are existing processes in place; but space must be included and not just talked about.
Are coalition space operations possible? Yes. It’s not a technical issue or lack of available capabilities. There are significant space capabilities available to ISAF from the nations and from the commercial marketplace. The challenge is to integrate these capabilities. The lack of a NATO Space Policy and Space Strategy will continue to hamper progress to better use space and integrate it into ISAF operations. NATO has not yet realised the full implications of space and until the Nations accept that they must discuss these challenges, ISAF will continue to operate at risk and deny our commanders and warfighters the space capabilities they need. 
International Cooperation- SSA Solves- Generic 

SSA cooperation makes exploration and development sustainable.

Rose 11 Frank A., Deputy Assistant Secretary Bureau of Arms Control, Verification and Compliance U.S. Department of State http://london.usembassy.gov/eande092.html
Conclusion Space situational awareness is essential to ensure stability in space and sustainability of our space activities. To this end, the United States is striving to improve our ability to monitor, track, and provide notifications regarding space objects. However, our picture of the space environment is greatly enhanced through international cooperation. Examples of this cooperation include sharing SSA information as well as pursuing initiatives such as the EU’s proposal for an international Code of Conduct and the COPUOS Agenda Item on Long-Term Sustainability of Space Activities. Such cooperation with established and emerging members of the space-faring community and with the private sector will help to preserve the space environment for the benefit of all nations and future generations.
SSA is the only arena for cooperation in space. EU proves.

Taverna and Wall 2009 Michael A. and Robert, Allied Awareness, Aviation Week & Space Technology, 00052175, 12/21/2009, Vol. 171, Issue 23, EBSCO
Space situational awareness (SSA) is fast emerging as one of the few military space arenas where governments believe they can create real cross-border cooperative ties. Like other areas in the defense realm, milspace is widely viewed as too strategically important to be shared with other nations. Even within Europe, which has pushed the limits of sovereignty, collaboration has proven frustratingly difficult (AW&ST Dec. 7, p. 44). However, because of the shared threat, driven home by several recent high-profile events such as the Iridium collision early this year, the protection of space assets may prove an exception to the rule, defense leaders told a recent symposium here organized by 3AF, the French aeronautics and astronautics association. European nations are emerging as standard bearers for the new trend, exploring the exchange of radar data and preparing to set up an SSA system under the leadership of the European Space Agency. The Lisbon Treaty's adoption on Dec. 1 should provide further opportunities for collaboration, says Adam Sowa, deputy head of the European Defense Agency (EDA). It will force European nations to think harder about "pooling and sharing" resources, he asserts. Antoine Saliceto, deputy CEO of Telespazio, notes the treaty will give Europe a chance to wield "space diplomacy." The European Union has already taken a step in this direction, remarks Gerard Brachet, president of the French Air and Space Academy. For example, the EU has initiated a draft code of conduct of outer space activities that, among other things, would prohibit the militarization of space. "Up until now, the EU has had a low profile in [international space treaty talks] in Vienna and Geneva," says Brachet. "Now the union will have a real space identity," allowing it to play a substantive role. But military leaders note that the big space powers, which have been reluctant to pursue milspace collaboration, also see space situational awareness as an area where collaborative frameworks may be possible. The U.S., which was perceived initially as hostile to Europe's SSA ambitions, has since displayed a growing interest in such cooperation (AW&ST Aug. 3, p. 28). Even China, which so blatantly flouted accepted international practice with its antisatellite test, appears to be more open to cooperation, says Brachet. "The test embarrassed some of China's friends, and the implications of Asat are now understood," he says. "Today they probably wouldn't take such a step." 
US partnerships are key to SSA success

Schulte 2011 Gregory L., A New Strategy for New Challenges in Space Remarks to the National Space Symposium, Ambassador Gregory L. Schulte Deputy Assistant Secretary of Defense for Space Policy http://www.defense.gov/home/features/2011/0111_nsss/docs/Ambassador%20Gregory%20Schulte%20Speech%20at%20the%2027th%20National%20Space%20Symposium.pdf
Promoting the responsible, peaceful, and safe use of space is one of the new strategy’s key approaches. A more cooperative, predictable environment enhances our national security and discourages destabilizing behavior. The United States is leading by example. We will soon begin to provide pre-launch notification of our space launches, just as we have notified ballistic missile launches in the past. And, already, STRATCOM, a command first established for the sole purpose of delivering nuclear weapons, is now delivering warnings of potential collisions in space. It has signed agreements with some twenty satellite operators across the world to share space data and conjunction analysis. 
The United States is also looking to promote international transparency and confidence building measures for space. With that in mind, we are currently evaluating the European Union’s proposed international Code of Conduct for Outer Space Activities. We are also using our dialogues with countries like Russia, China, and India to urge them to consider such rules of the road. The Administration has not made a final determination on EU proposal, and the Department is assessing its operational impact. However our preliminary assessment finds it a positive approach to promoting responsible behavior in space, enhancing our national security in the process. Partnering with Other Countries 
Partnering with other countries is another key approach of the new strategy. Partnerships allow us to benefit from the growing space capabilities of allies and others, to make our space capabilities more diverse and resilient, and to improve our ability to operate in coalition. We routinely operate in coalition in conducting air, maritime, and ground operations. Space is a domain where we have tended to operate on our own, in part because few allies had capabilities to offer. As more of our allies deploy space capabilities, and as coalition operations in other domains become increasingly dependent on space, we must bring a coalition approach to space operations. As an important step in that process, we are looking at transitioning STRATCOM’s Joint Space Operations Center to a Combined Space Operations Center. This will require us to engage in the “unprecedented level of sharing” mentioned yesterday by General Kehler. It will also require our allies to join us in committing space capabilities to a coalition approach. 
Improved space situational awareness is one of several mission areas that can benefit from international cooperation. Secretary Gates recently signed statements of principles on sharing space situational awareness with his counterparts from Australia, Canada, and France. These are allies whose capabilities and geography can contribute importantly to tracking and characterizing the many objects in space. Another good example of partnership is Wideband Global SATCOM, or WGS. Australia has bought into the constellation, and the Air Force is negotiating with other allies to become part of this partnership. International participation increases the number of satellites, adds coverage and resiliency, and shares the cost, a welcome benefit at a time of budget constraints. 
International Cooperation- SSA Solves- Code of Conduct

SSA solves treaty-verification

Baines and Cote 2009Phillip J. and Adam, Promising confidence- and security-building measures for space security http://www.unidir.org/pdf/articles/pdf-art2906.pdf Philip J. Baines is Deputy Director of the Non-proliferation and Disarmament Division at the Department of Foreign Affairs and International Trade Canada. Adam Côté is a researcher in the same division and an MA candidate at the Norman Paterson School of International Affairs at Carleton University.

Verification and governance are crucial to the success of any space security treaty. A violation of its provisions could undermine the purposes of the agreement. In the context of outer space, there are two types of verification: adequate and effective. Although the differences between the two are not spelled out, it is generally understood that effective verification entails stricter requirements and more rigorous inspections.35 Adequate, however, is a verification standard consistent with the standard needed to wage war in outer space.36 Essentially, in order to conduct physical conflict in space, one would need to be able to discern between military and civilian targets (as required by the Geneva Conventions).37 Moreover, in the absence of a ban on space weapons, militaries would be required to have robust space situational awareness in order to maintain a targeting list of possible threats. This ability to discriminate between military and civilian targets, or to establish an order of priority for targets based on their ability to harm other objects, can also be used as a verification standard for ensuring that space-based weapons are never deployed. The first step toward a robust verification and governance system is a collection of robust SSA systems. As discussed above, it is important to know what functions objects perform in outer space, who is in control of them, what orbits they occupy and how they behave in these orbits. This knowledge will not only act as a deterrent to the weaponization of space, but also reduce the risk of accidental collisions or interference.38 The independent SSA systems of China, the Russian Federation and the United States could become the basis for Regional Space Operation Centres (RSpOCs) that would each maintain extensive knowledge of what activities are taking place in outer space on a real-time basis. These RSpOCs could serve as a form of clearing house, in which sufficient space information would be made available to other states in a format that is consistent with the national security and foreign policy interests of these three major space powers. As every state will have a significant relationship with at least one of these powers, every spacefaring state could gain access to the necessary and sufficient information for its safe and sustainable use of outer space. This would be particularly true were both China and the Russian Federation to make similar data available to third parties as the United States currently does under its Commercial and Foreign Entities project.39 Looking forward, these RSpOCs, enhanced by Joint Data Exchange Centres established among them, could serve as the foundation for the multilateral verification of a space security treaty.40 The second step toward a robust verification and governance system for space security is an executive council established under a space security treaty designed to report to the UN Security Council on compliance matters relating to the treaty. This executive council could serve as a basis for consultations concerning both compliance and whether or not a given satellite qualifies as a weapon based on its design and behaviour. This sort of governance system would be much more mutually beneficial and adhere to the spirit of Article IX of the OST, in contrast to a system of deterrence and tit-for-tat reprisals which may, in turn, lead to an arms race in outer space. 
 
Code of conduct inevitable, plan forces compliance.

Kueter 2007Jeff, China’s Space Ambitions-And Ours, The New Atlantis Spring 2007, President of the George C. Marshall Institute, Masters in PoliSci and Security Policy/Science and Technology Studies, http://www.thenewatlantis.com/publications/chinas-space-ambitions-and-ours

Another diplomatic tack contemplated by those opposed to “weaponizing space” is the adoption of multilateral codes of conduct. To a certain extent, such norms will develop organically on their own, as the growing interdependence between economic and security interests forces government and commercial satellite operators to cooperate, and as Washington increasingly coordinates its space activities with military and civil space authorities in allied and friendly nations. Over time, new norms for shared space situational awareness, debris mitigation, and orbital traffic management may emerge among responsible space-faring nations.
But such norms make no sense if the parties have not first built up trust. And if such norms are externally imposed, they will be nothing more than unverifiable arms control agreements in camouflage. Absent the ability to ascertain or enforce compliance, a code-of-conduct rule regime will be weak and, more likely than not, ineffectual. A rules system for space between potential adversaries that relies on voluntary compliance and lacks viable punitive measures will be a hollow one. (Nor, for that matter, would an international treaty “banning” anti-satellite testing be enforceable or verifiable; the ignominious record of enforcing and verifying treaties prohibiting activities on Earth should be proof enough of that.)
**Space Debris/Collision

Uniqueness- Debris Now

Space debris interference now 

Katz-Hyman and Krepon ’05 – *research associate for the Space Security at the Henry L. Stimson Center and **co-founder of Stimson, and director of the South Asia and Space Security programs (Michael and Michael, “Viewpoint: Space Weapons and Proliferation,” July, Non Proliferation Review, Vol. 12, No. 2)
Now there is far greater recognition that space debris is an indiscriminate killer. It remains the biggest threat to satellites, the space shuttle, and the International Space Station. The National Aeronautics and Space Administration (NASA) has preliminarily reported that if another catastrophic accident occurs to the space shuttle, there is a 50-percent chance that it would be the result of space debris. Space shuttle windows have needed to be replaced 55 times between 1981 and 1996 due to pits caused by tiny pieces of debris. Even in the absence of ASAT tests over the past two decades, the amount of orbital debris has doubled. In a typical year, 150 metric tons of debris, including paint flecks, pieces of rocket boosters, and stray nuts and bolts enter into orbit. More than 13,000 objects greater than 10 centimeters in diameter are now tracked by U.S. Air Force Space Command.

New space debris causes many collisions

Collard-Wexler and Graham et al ’06 – *senior research officer in the Non-Proliferation, Arms Control, and Disarmament division at Foreign Affairs Canada and **

President of the Lawyers Alliance for World Security (LAWS) (Simon and Thomas, “Space Security,” July, http://www.spacesecurity.org/SSI2006.pdf)

Media reports about a forthcoming NASA study reveal that the risk posed by orbital debris to spacecraft may be higher than previously thought. Leaked information from the study suggests that shuttles now face a 1-in-54 to 1-in-113 chance of being destroyed by space debris. This is much greater than the stated NASA program goals of a 1-in-200 chance. In addition, NASA found that space debris accounts for half of the risk associated with spaceflights and collisions with space debris account for 11 of the 20 problems that could be most fatal to a shuttle and its crew. Because there is disagreement within NASA as to the likelihood of a fatal collision between space debris and the shuttle, NASA officials plan to conduct further study to provide more clarity.

China’s ASAT test increases the risk of space debris

Broad ’07 – New York Times (William J, “Orbiting Junk, Once a Nuisance, Is Now a Threat,” February 6, http://www.nytimes.com/2007/02/06/science/space/06orbi.html)
For decades, space experts have worried that a speeding bit of orbital debris might one day smash a large spacecraft into hundreds of pieces and start a chain reaction, a slow cascade of collisions that would expand for centuries, spreading chaos through the heavens.
In the last decade or so, as scientists came to agree that the number of objects in orbit had surpassed a critical mass — or, in their terms, the critical spatial density, the point at which a chain reaction becomes inevitable — they grew more anxious.
Early this year, after a half-century of growth, the federal list of detectable objects (four inches wide or larger) reached 10,000, including dead satellites, spent rocket stages, a camera, a hand tool and junkyards of whirling debris left over from chance explosions and destructive tests.Now, experts say, China’s test on Jan. 11 of an antisatellite rocket that shattered an old satellite into hundreds of large fragments means the chain reaction will most likely start sooner. If their predictions are right, the cascade could put billions of dollars’ worth of advanced satellites at risk and eventually threaten to limit humanity’s reach for the stars.

Space debris devastates space assets—will increase in the future

Scheetz ’06 – J.D. Candidate, Georgetown University Law Center (Lori, “Infusing Environmental Ethics into the Space Weapons Dialouge,” May, 19 Geo. Int'l Envtl. L. Rev. 57)
It is important to note that debris orbiting approximately 800 kilometers above Earth resulting from testing, deployment, and use of space weapons will reside there for decades. After debris settles into orbit at more than 1,500 kilometers above Earth's surface, it will remain there indefinitely. Collisions involving debris exceeding just one centimeter can be disastrous. In LEO, a marble-sized debris fragment can collide with satellites "with about the same energy as a one ton safe dropped from the top of a five story building." When these fragments collide, the quantity of debris increases. This prospect is compounded if each nation, in the long-term future, rationally takes advantage of the space commons and introduces its own weapons systems.

Space debris self-sustaining—debris collisions cause more debris

Graham and Marshall et al ’07 – *President of the Lawyers Alliance for World Security (LAWS) and **Director of the Space Generation Foundation's Space Security Project and a Fellow at the Belfer Centre for Science and International Affairs at Harvard University (Thomas and William, “Space Security,” August, http://www.spacesecurity.org/SSI2007.pdf
Two key factors affecting the amount of space debris are the number of objects in orbit and the number of debris-creating launches each year. Growth in the debris population increases the probability of inter-debris collisions that have the potential to create even more debris. A recent study by NASA has shown that, in LEO, debris-debris collisions will become the dominant source of debris production within the next 50 years.5 As debris collides and multiplies, it will eventually create a “cascade of collisions” that will spread debris to levels threatening sustainable space access.6 As of 2003 it was estimated that 43 percent of tracked debris resulted mostly from explosions and collisions.7 Additional space debris in LEO could be created by ground- and space-based midcourse missile defense systems currently under development or other weapons testing in space.8

Space debris is a major threat to sustainability 
Krepon ’09 – co-founder of Stimson, and director of the South Asia and Space Security programs (Michael, “THE SPACE NUCLEAR NEXUS,” April 7, CARNEGIE INTERNATIONAL NONPROLIFERATION CONFERENCE, http://www.carnegieendowment.org/files/npc_space_nuclear1.pdf)
There’s a climate change analogy here, if you will, with respect to space debris. Three worst man-made debris-causing events have occurred in the last three years. And more can come. You recall that people had to scramble out of the international space station into an escape module last month to avoid a five-inch piece of debris from a 1993 GPS launch. And this is not going to be an isolated incident. Manned space operations in low Earth orbit are in jeopardy now, not just U.S. operations, not just the shuttle, not just the international space station. The Chinese manned space operations will also be jeopardized for a long time to come because of the debris population up there. Debris does not recognize U.S. preeminence in space. Debris represents a clear and present danger to all space operations now in low Earth orbit.
Collisional cascading now 

David ’09 – SPACE.com (Leonard, “Orbital Debris Cleanup Takes Center Stage,” October 7, http://www.space.com/7377-orbital-debris-cleanup-takes-center-stage.html)
Active discussion is underway as to when the point will be reached when there are so many collisions between space junk that it grows exponentially.
That debate is going on right now, said chair of the session, Joseph Rouge, Director of the Pentagon’s National Security Space Office, Washington, D.C.
Some in my office say that crossing point was 10 years ago others say it’s 20 years away, Rouge said. I think the real key is we need to do something about it or we’re going to be in trouble.Collisional cascading will start in low Earth orbit within a few decades, explained Heiner Klinkrad, head of the European Space Agency/European Space Operations Center’s Space Debris Office in Darmstadt, Germany.When we do long-term projections of the space debris environment, it turns out that space debris mitigation measures will delay, but not prevent, collisional cascading from happening in the low Earth orbit regime, Klinkrad advised. This is even so if we stop all launching activities right now, he added, and once that [cascading] process has started there is no way of controlling it again.Klinkrad said that the application of mitigation measures is a necessary but insufficient step to control the space debris environment. Additionally, space debris remediation will be a technically demanding and expensive undertaking, he said, but such costs must be viewed in relation to the value of space assets.

SSA Solves- Debris/Collision

International SSA solves debris collisions

SWF 2009 Secure World Foundation, space policy think tank based out of George Washington University, Feb 17, Satellite Collisions: What Can Be Done To Prevent Them In The Future? http://www.sciencedaily.com/releases/2009/02/090213102047.htm
“This collision underscores in a dramatic way the importance of instituting an international civil space situational awareness (SSA) system as soon as possible,” said Dr. Ray Williamson Executive Director of Secure World Foundation. Williamson said that such a civil SSA system could have been used to warn the Iridium operations managers of the danger of collision and allow them to take evasive action. “In the absence of reliable ways to clear debris from orbit, it will be increasingly important to follow all active satellites to prevent future preventable collisions,” he added. Williamson said that the satellite collision has been spotlighted in a statement of the United States, delivered during the 46th Session of the Scientific and Technical Subcommittee of the United Nations Committee on the Peaceful Uses of Outer Space (COPUOS) being held in Vienna. That COPUOS statement explains: “Since space is becoming an increasingly congested environment, heightened space situational awareness as well as international cooperation between governments and industry is critical in the future.”
**Miscalculation

Uniqueness- Miscalc Now

Lack of info ensures miscalc in the squo

Larrimore ’07 – Colonel (Scott, “International Space Launch Notification and Data Exchange,” August, Vol. 23)
The increase in the number of spacefaring states and launch sites raises security issues for many states. Several countries seeking indigenous launch capabilities are doing so in the context of regional arms races. The problem is that space technologies, and rocket technology in particular, are inherently dual purpose. Technology used to develop a space launch vehicle could be directly applied to ballistic missiles. Technology used for meteorology or land development could be used for reconnaissance. While there is by necessity a good deal of transparency in commercial space launches, this launch segment's market share remains about half that of the combined national civil and military sectors. When one state launches a ballistic missile or spacecraft, another state may not know whether a potential adversary is launching a satellite, a destructive ballistic warhead, or some other weapon of war.

Space congestion makes nations prone to miscalc 

Larrimore ’07 – Colonel (Scott, “International Space Launch Notification and Data Exchange,” August, Vol. 23)
As space launch and ballistic missile technologies proliferate, countries around the world need to be increasingly vigilant to potential attack. Correspondingly, the opportunities for misunderstandings and false alarms increase as well. The strategic consequences of a ballistic missile attack magnify the necessity to minimize these potential errors, to increase launch transparency, and to establish other confidence-building measures. Early warning false alarms by countries holding the world's foremost nuclear arsenals underscore this imperative. Leaders of the USA, the former Soviet Union, and later Russia, have had to consider their nuclear attack options at least four times in the past as a result of technical problems, administrative errors or system false alarms.

Uniqueness- China Miscalc Now

U.S. and China staging hypothetical scenarios for conflict

Blair and Yali 6 [China Security Published by the World Security Institute and produced jointly with the Chen Shi China Research Group Bruce G. Blair is the President of the World Security Institute.  Chen Yali is the editor-in-chief of Washington Observer] http://www.wsichina.org/attach/china_security2.pdfhn

In the pioneering space war games played in recent years by American military strategists at U.S. space control headquarters in Colorado, the United States and China occupied center stage in hypothetical confrontations that put them on a collision course in the exosphere. These games play on the fault lines that underlie their space relations in the real world, the key features of which include: the massive dependency of the U.S. military on space assets, both military and commercial; the globalization of commercial space services by multinational corporations operating partially outside the jurisdiction of sovereign nations; the recognition by Chinese strategists that space dependency is a potential Achilles heel of an otherwise overpowering U.S. military juggernaut; the resurgence of extreme worst-case threat estimation in U.S. intelligence assessments; the emergence of China as the leading candidate to replace Russia as the next designated super-rival of the United States; and flash points prone to spark military hostilities over competing vital interests. The volatility of this mixture produces unstable results in war games. In these mental exercises, events tend to rush headlong into conflict. In one exercise, a confrontation over an unnamed island state in the Pacific, obviously a notional proxy for Taiwan, rapidly escalated from diplomatic crisis to limited strikes against space assets to nuclear war. Other forms of instability lurking in this brew simply shut down another exercise – as happened when the players managing a large-scale U.S. military intervention to defend Taiwan discovered that their forces’ burgeoning appetite for commercial bandwidth for wartime military communications and reconnaissance operations vastly exceeded the available bandwidth. In this case, the notional adversary state, obviously representing China, managed to buy up long-term contracts with the multinational suppliers for the lion’s share of their  surplus commercial capacity, leaving only bandwidth crumbs for foraging U.S. forces. This deficit of cyberspace brought the U.S. military goliath’s operations to a virtual standstill. These war games point to latent tensions existing in the real world. Although that world today appears placid on the surface, the appearance is deceiving. Far from a vast expanse of tranquility, space is host to an expanding array of military operations and is becoming an arena of tension that mirrors earthly tensions among key nations. To avert the collision that this growing tension portends, the main interested parties – notably, China and the United States must squarely confront the adverse trends and devise new instruments of dialogue and cooperation. 

China perceives a space war

Zhang 11 [Baohui,  Associate Professor of Political Science and Director of the Center for Asia Pacific Studies at Lingnan University, Hong Kong, The Security Dilemma in the U.S.-China Military Space Relationship Author(s): Baohui Zhang Source: Asian Survey, Vol. 51, No. 2 (March/April 2011), pp. 311-332 Published by: University of California Press Stable URL: http://www.jstor.org/stable/10.1525/AS.2011.51.2.311 .] hn

Li Daguang, one of the most influential PLA experts on space war, also alleges that the U.S. has initiated “a new space war” to maintain its status as “the overlord of space.” He claims that the ultimate goal of the U.S. space program is to “build a powerful military empire in outer space that attempts to include any space between earth and moon under American jurisdiction.” Under this empire, “without U.S. permission, any country, including even its allies, will not be able to use outer space for military or other purposes.”20 One particular concern for the Chinese military is that the U.S. may no longer be content with merely militarizing space, which involves extensive use of satellites for military operations. Instead, weaponization of space is on the agenda. The PLA now believes that the U.S. is on the verge of important breakthroughs in the development of weapons for space war. As one study claims: “Currently, the U.S. military already possesses or will soon possess ASAT technologies with real combat capabilities, such as aircraft-launched ASAT missiles, land-based laser ASAT weapons, and space-based energy ASAT weapons.”21 Moreover, the PLA suggests that the U.S. is trying to acquire space-based weapons to attack targets on earth: The U.S. military is developing orbital bombers, which fly on low altitude orbits, and when given combat orders, will re-enter the atmosphere and attack ground targets. This kind of weapon has high accuracy and stealth capability, and is able to launch sudden strikes. These capabilities make it impossible for enemies to defend against. Orbital bombers thus can strike at any target anywhere on the planet. It is the major means for the U.S. military to perform global combat in the 21st century.22 This perception of the American lead in space militarization and attempts for its weaponization is a major motive for the Chinese military to develop similar projects and thus avoid U.S. domination in future wars. The PLA believes that control of the commanding heights will decide the outcome of future wars, and China cannot afford to cede that control to the U.S. As a result, space war is a key component of the PLA Air Force’s (PLAAF) new doctrines. In 2006 the PLAAF released a comprehensive study called Military Doctrines for Air Force, which makes the following statement: In future wars, merely possessing air superiority will no longer be sufficient for seizing the initiative of battles. In significant ways, only obtaining space superiority could ensure controlling the initiative of war. The contest in outer space has become the contest for the new commanding heights. Seizing control of space will mean control of the global commanding heights, which will in turn enable dominance in air, land, and sea battles. Thus, it is impossible to achieve national security without obtaining space security.23 

China opacity exists- dual use nature of space tech increases miscalc 

Blair and Yali 6 [China Security Published by the World Security Institute and produced jointly with the Chen Shi China Research Group Bruce G. Blair is the President of the World Security Institute.  Chen Yali is the editor-in-chief of Washington Observer] http://www.wsichina.org/attach/china_security2.pdf ] hn

Part of the difficulty with assessing China is that it is largely a country opaque to outsiders, and deliberately so. Cultural proclivities toward opaqueness, related to Asian concerns about ‘saving face’ and public pride, predate a military ‘abhorrence’5 of transparency traced back to Sun Tzu. These cultural proclivities are exacerbated by China’s closed political system, and even further intensified in space-related areas by often excessive security concerns common to authoritarian states.6 But in the end, it is the inherently dual-use nature of space technology itself that multiplies the already difficult aspects of analyzing Chinese intentions in space. A submarine has few uses outside the military sector. The same is not true regarding a satellite. An estimated 95 percent of space technology has both civil and military applications and hence is considered ‘dual-use,’ increasing the complexities of determining ‘intent’ exponentially. Additionally, military space technology suitable for defensive purposes often is also suitable for offensive purposes. Cultural proclivities, dual-use technology and a multitude of peripheral issues make determining the intended use of Chinese space technology a 10,000 piece puzzle. Especially without dialogue, deciphering Chinese intent regarding space becomes considerably more difficult than surveying known capabilities. Analysis must be based on information from a variety of official and unofficial sources, with interpretations falling along a spectrum. Underestimating capabilities and best-case intent evaluations risks being unprepared to deal with the threats posed; overestimating capabilities and worst-case intent evaluations can lead to actions which produce unintended negative consequences that ultimately can increase wider range of “tolerable” opinions are appearing within academia and in the media. There are now both “official” publications, which are vetted by the gov~ 40~ the potential threat to U.S. capabilities. The United States currently leans heavily toward the latter. 

DOD reports prove uncertainty in Chinese capabilities 

Blair and Yali 6 [China Security Published by the World Security Institute and produced jointly with the Chen Shi China Research Group Bruce G. Blair is the President of the World Security Institute.  Chen Yali is the editor-in-chief of Washington Observer] http://www.wsichina.org/attach/china_security2.pdf ] hn

Both the fiscal year 2003 (FY 03) and FY 04 Department of Defense (DOD) Annual Report on the Military Power of the People’s Republic of China contained references to Chinese “parasite” satellites for potential use as ASATs. In the FY 04 report, it was further stated that the claim was still being investigated. That turned out not really to be the case, at least by the U.S. government. According to Union of Concerned Scientist researchers Gregory Kulacki and David Wright, however, a relatively easy Internet search in China places the origin of the story about those satellites with a self-proclaimed “military enthusiast” named Hong Chaofei from a small town in Anhui. Multiple iterations and citations of his story have resulted since it first appeared on the Internet in October 2000. Hong’s website also contains scores of stories on ‘secret’ Chinese weapons to defeat America in a war over Taiwan. China is working on small satellites, but Strategic Communication ~42~ the parasite satellite appears more one-man’s fiction than fact. There are other instances of misinterpretation as well. highlighted quotes suggesting that China will “threaten on-orbit assets” by Liying Zhan of the Langfang Army Missile Academy. Kulacki and Wright again tracked down the quotes and the source, and again found several key errors; fully documented in a published Union of Concerned Scientists research paper on Chinese military space capabilities.12 Key words were omitted from the actual Chinese quote and there were misinterpretations of what was included. For example, “should” (indicating a recommendation about a decision not yet made) was misinterpreted as “will,” (indicating what China intends to do or is doing). Further, the author was found to be a junior faculty member at a facility primarily responsible for live-fire and simulated training for junior artillery officers, where ASAT research was likely not even going on, and which subsequently has been shut down. Not exactly an authoritative source for U.S. government planning purposes

Uniqueness- Russia Miscalc Now

Space debris causes Russian miscalc 

Lewis ’04 – postdoctoral fellow in the Advanced Methods of Cooperative Security Program, funded by the John D. and Catherine T. MacArthur Foundation, at the Center for International and Security Studies at the University of Maryland School of Public Policy (Jeffrey, “What if Space Were Weaponized? Possible Consequences for Crisis Scenarios,” July, Center for Defense Information, http://www.cdi.org/PDFs/scenarios.pdf)

What would happen if a piece of space debris were to disable a Russian early-warning satellite under these conditions? Could the Russian military distinguish between an accident in space and the ﬁrst phase of a U.S. attack? Most Russian early-warning satellites are in elliptical Molniya orbits (a few are in GEO) and thus difﬁcult to attack from the ground or air. At a minimum, Moscow would probably have some tactical warning of such a suspicious launch, but given the sorry state of Russia’s warning, optical imaging and signals intelligence satellites there is reason to ask the question. Further, the advent of U.S. on-orbit ASATs, as now envisioned 50 could make both the more difﬁcult orbital plane and any warning systems moot. 

The unpleasant truth is that the Russians likely would have to make a judgment call.

No state has the ability to deﬁnitively determine the cause of the satellite’s failure. Even the United States does not maintain (nor is it likely to have in place by 2010) a sophisticated space surveillance system that would allow it to distinguish between a satellite malfunction, a debris strike or a deliberate attack – and Russian space surveillance capabilities are much more limited by comparison. Even the risk assessments for collision with debris are speculative, particularly for the unique orbits in which Russian early-warning satellites operate.

Uniqueness- Exporting Opactiy

Current SSA exporting uncertainty

O’Hara 2009 Edward, Space Situational Awareness, http://www.assembly-weu.org/en/documents/sessions_ordinaires/rpt/2009/2035.php#P137_12587 Member of the British Parliament
The United States, by far the leader in this field, disseminates free of charge, through the internet, the orbital parameters and identities of most orbiting satellites. The information is provided by the US Space Command in charge of managing the Space Surveillance Network (SSN). The disseminated data are regularly updated, at least once a day for satellites in low earth orbit (a little over 9 000 objects). ·  The resulting catalogue is used operationally to monitor collision risks between satellites and debris. It should be noted that the survey radar can track debris down to 10 cm, but with low or medium accuracy as regards the orbital parameters. This does not generally allow an avoidance manoeuvre to be decided with a sufficient degree of confidence. ·  Currently this programme provides Europe with a wealth of information. Yet that information is still not sufficient for a perfect apprehension and control of the space environment. ·  It is therefore important, notwithstanding the comprehensive and precise nature of those data, that Europe should not relinquish its sovereignty in this sector or delegate such a key strategic task to others.·  Russia and China also possess optical radar and telescopes but unlike the United States do not share the information. Currently the most extensive assets in this area remain by far those deployed by the Americans.
US exports inaccurate information

Kelso 2007 TS, Senior Research Astrodynamicist, Center for Space Standards and In-novation (CSSI), Forum on National Security Space Examining Codes and Rules for Space, June 2007, http://www.marshall.org/pdf/materials/554.pdf
The problem, of course, has more to do with data and data availability. As we just noted, there are thousands of objects which are tracked but for which no data is available to the public to perform the necessary analysis. The data that is available is of low accuracy, with positional uncertainties of hundreds or thousands of meters and the actual uncertainty is unknown. Higher accuracy data, along with the calculated uncer-tainty, is available within the U.S. government, but is not shared with satellite operators or the public. With access to the observations used to generate this data, current state-of-the-art orbit determination techniques could be used, in lieu of the decades-old leg-acy techniques from the 1970s and 1980s, to provide even more accurate orbital in-formation. It is likely that this information is also available from the space surveillance programs of other countries, as well. Instead, the U.S. government continues the prac-tice of withholding data for hundreds of satellites deemed important to U.S. national security, despite knowing for decades that amateur observers routinely generate their own data on these satellites as a hobby. The French have just reaffirmed this result in recent weeks, reporting that they are tracking classified U.S. satellites and asking the U.S. to withhold data on classified French satellites. The U.S. action of withholding data on its classified satellites is also encouraging other countries, such as Japan, to fol-low suit. Japan, a signatory to the UN Convention on Registration of Objects Launched into Outer Space, which requires the registration of all space objects, has openly flouted their obligation for doing so for their own IGS satellites. 
Current SSA sends faulty info- tech failures

NSTAC 09 (The President’s National Aecurity Telecommunications Advisory Committee, “NSTAC Report to the President on Commercial Satellite Communications Misson Assurance,” November 2009, http://www.ncs.gov/nstac/reports/2009/NSTAC%20STF%20Report%20FINAL%2011302009.pdf)
Operators continuously and accurately track the locations of their own satellites and rely on in-house close-approach monitoring systems to ensure the safety of their fleets. Most operators also incorporate information from the U.S. Joint Space Operations Center (JSpOC) when analyzing potential close approaches between satellites or between satellites and trackable debris. The basic information (referred to as Two-Line Element [TLE] data) used in this process is available to authorized users of the U.S. Government’s “Spacetrack.org” website. Operators routinely screen satellites using TLE data, and also exchange data with other operators with near or adjacent satellites during special activities such as satellite relocations and transfer orbit missions. The data exchange usually consists of the latest location information, near-term maneuver plans, transmission frequencies, and contact information for further discussion.
There are drawbacks to the current close-approach monitoring process. In addition to a lack of standards for TLE modeling, TLE data does not have the required accuracy for credible collision detection. An operator that relies on TLE data must increase the calculated collision margin to avoid potential close approaches, therefore increasing the number of maneuvers. Maneuvers based on inaccurate data can waste fuel, shorten the life of satellites, and in some cases can introduce uncertainties that decrease the safety of space operations. In most cases, threats identified using basic TLE data are downgraded after coordination with other operators or further evaluation with more precise orbital data. TLE data also lacks reliable planned maneuver information, which limits the usefulness of data for longer-term predictions since future maneuver information is necessary to properly predict the orbital location of active satellites. Today, operators relying on chemical propulsion systems maneuver about once every two weeks to maintain their orbital position. Accurately predicting the orbital location of a satellite will become more challenging with satellites that employ ionic propulsion systems40 and are in essence constantly maneuvering.
Adding complexity to this problem is the fact that there is no single standard for representing the position of an object in space. Operators characterize the orbital position of their satellites differently depending on the software used for flight operations. In addition, there is no single agreed-upon protocol for sharing information, and coordinating operators must be prepared to accommodate the practices of other operators. To do this, operators must maintain redundant file transfer protocols and tools to convert and reformat information so that it is consistent with other software systems for computing close approaches. Some operators write their own software tools for monitoring and predicting the close approach of other spacecraft while others contract with third parties for this service. Therefore, separate tools for each operator are necessary to exchange data. The magnitude of the effort to maintain space situational awareness grows quickly as the number of coordinating operators increases. Further, not all satellite companies participate in close-approach monitoring due to lack of financial resources or appropriately skilled technicians.
SSA Solves- (Generic)

Quick determination of malfunctions key to prevent miscalc

Grego and Wright ’10 – a senior scientist in the Global Security Program of the Union of Concerned Scientist and **a senior scientist and co-director of the Union of Concerned Scientis Global Security Program (Laura and David, “Securing the Skies: Ten Steps the United States Should take to improve the Security and Sustainability of Space,” November, Union of Concerned Scientists, http://www.ucsusa.org/assets/documents/nwgs/securing-the-skies-full-report-1.pdf, RBW)

Moreover, if ASAT weapons are being developed and tested, the loss of an important satellite during a time of political tension could be interpreted—rightly or wrongly—as an attack. Quickly determining the reason for the satellite’s disruption might be difficult or impossible, and this incomplete information together with the absence of reliable channels for communication between countries that are not close allies could exacerbate the crisis even further, possibly leading to its escalation. Recent “war game” conflict simulations confirm that such a satellite loss could have very serious consequences. 6 

Lack of intel leads to miscalc—accurate attribution key

Coffelt ’05 – Colonel, vice commander of the 91st Missile Wing, Minot Air Force Base (Christopher A, “THE BEST DEFENSE: CHARTING THE FUTURE OF US SPACE STRATEGY AND POLICY,” June, www.hsdl.org/?view&doc=111160&coll=limited, RBW)

Those that operate satellite systems and are familiar with space operations know the difficulties in determining the exact cause of many satellite malfunctions or “anomalies.” It is oftentimes difficult if not impossible to determine if satellite failures or problems are due to an everyday system anomaly, a natural event caused by the harsh space environment, the result of unintentional interference, or due to a malicious attack. If the us fields weapons that can interfere with spacecraft, failures on adversary spacecraft may be attributed as a us attack even when no such attack occurred. This would obviously heighten tensions which could escalate into larger conflict, and be quite destabilizing. Moreover, this is already beginning to occur. According to a GOA report, in 1997 “Indonesia intentionally interfered with and denied the services of a commercial satellite belonging to the south pacific island kingdom of Tonga because of a satellite orbital slot dispute.”305 attribution of this attack was easy because Indonesia admitted to the attack, but is not likely to be so easy for most cases. Accurate attribution may, however, be irrelevant in future cases where country A merely perceives that a satellite failure or denial is the result of an attack by rival country B. Whether or not an attack actually occurred, the result will be the same as if it had. Increased tensions between the two countries will result, and country A is likely to act/respond, causing a counter reaction by country B and so on. In the end, there will be no proof that the failure was simply a system anomaly, an actual attack by country B, or possibly even an attack by a third party, country C, to instigate a conflict between A and B for their own purposes. Once measures are employed against these spacecraft, it also sets an international precedent for the use of such systems as an accepted, legal form of warfare. One can only expect proliferation of these systems and their use to become more common, as seen in the Indonesian case and others that have occurred since that time. Most importantly, the mere development and deployment of these systems starts the US down the slippery slope of offensive space strategy that may have serious, negative, unintended consequences that make it harder for the us to protect its own systems and access to space. 

Attribution’s key to prevent miscalc

Sheldon ’08 – Marshall Institute Fellow and a visiting professor at the School of Advanced Air and Space Studies, Air University, Maxwell AFB, Alabama. At SAASS he teaches and directs the Space and National Security and the Information, Cyber, and Intelligence Power courses (John, “Deterrence in Space: Responding to Challenges to the U.S. in Outer Space,” The George C. Marshall Institute: Washington Roundtable on Science & Public Policy, November 13, http://www.marshall.org/pdf/materials/622.pdf, RBW)

 I suggest that we prioritize space situational awareness programs in order to build as quickly as possible a comprehensive picture of the space environment, something that we are severely lacking today. If policy makers and commanders possess the ability to differentiate between purposeful attacks and the hazards of the natural space environment, then the potential for misperception and miscalculation is dramatically reduced. Furthermore, effective deterrence is strengthened by the fact that space situational awareness could potentially indicate the nature and origins of any attempted attack on a satellite, something that would be very challenging given that there are many ways in which one can attack a satellite, including cyber.

Knowledge of natural failures prevents miscalc

Morgan ’10 – senior political scientist at the RAND Corporation (Forrest E, “Deterrence and First-Strike Stability in Space: A Preliminary Assessment,” RAND Corporation, http://www.rand.org/pubs/monographs/2010/RAND_MG916.pdf, RBW)

First-strike instability is made worse by limitations in space situational awareness (SSA). While the United States enjoys better SSA than any other spacefaring nation, it is still dangerously limited. Not all satellites are monitored constantly, and only limited diagnostic and environmental monitoring capabilities exist even for those that are, making it difficult to diagnose causes of sudden satellite failure. Knowing this, adversaries might be tempted to attack satellites covertly, believing that uncertainty regarding the causes of failure would impede retribution, or perhaps even that attacks would be misdiagnosed as naturally occurring failures. Alternatively, a natural failure that occurs during a confrontation or conflict could lead operators or policymakers to assume that the satellite was attacked, prompting unjustified retribution and subsequent escalation of the crisis.

SSA solves collisions and instability

MacDonald ’09 – former assistant director for national security at the White House Office of Science and Technology Policy as well as senior director for science and technology on the National Security Council staff (Bruce W, “Testimony of Bruce W. MacDonald before the Strategic Forces Subcommittee, House Armed Services Committee,” March 18, i.cfr.org/content/publications/.../MacDonald_Testimony_031809.pdf, RBW)

Our space assets are exposed and fragile. They can’t run, they can’t hide, and today they can’t defend themselves. One small object traveling at orbital speeds can destroy them. Unless we take proactive measures, all these threats will grow, and we must bear in mind that the U.S. depends more on space than our potential adversaries. If we are not careful, the way we are currently thinking, planning, and investing, our space capabilities may only be available in peacetime, or against non-peer adversaries. We could lose them just when we need them most. At a minimum, we need far greater space situational awareness and space intelligence (SSA/SI) capabilities than today. Responsible officials have been saying this for years, but SSA/SI has never received the priority it deserves. If this fails to change, we can expect more frequent space collisions and growing instability in space. 

SSA transparency allows better threat calculation

Rendlemen and Ryals ’11 –  *Colonel, USAF, retired, Space Law, Policy, and Strategy Contributor and **Colonel, USAF, retired, President and Chief Executive Officer, Point B Defense Associates (James D and Robert E, “The New National Space Policy: More is Needed,” February, Vol. 7, Num. 2, http://www.afspc.af.mil/shared/media/document/AFD-110224-052.pdf, RBW)

 A space assurance strategy depends on four mutually supportive elements, or pillars: (1) deterrence and defense; (2) global engagement to include bi-lateral and multilateral TCBMs; (3) situational awareness; and (4) responsive infrastructure. 17 Employing these four pillars should enable US and friendly space-faring nations to continue to perform their missions for the short-term and long-term. The yin and yang of space deterrence and protection will always be an important pillar of space assurance. 18 Global engagement leverages long-standing approaches to secure and protect the space domain through recognized international law, policy, and diplomacy. Situational awareness employs the monitoring of environmental and intelligence factors, and prediction of threats essential to decision making to assure mission success. It enhances global engagement by enhancing transparency. This allows a policy maker or commander to differentiate between purposeful attacks and natural environmental hazards; to anticipate space events and clarify intentions; to reduce the potential for misperception or miscalculation; and to enhance opportunities to avoid disruptive or destructive events. A robust infrastructure enables agile responses to changes in the space environment, to threats, and to assure viability of its systems. 

SSA key to prevent worse-case planning/escalation

MacDonald ’08 – former assistant director for national security at the White House Office of Science and Technology Policy as well as senior director for science and technology on the National Security Council staff (Bruce W, “China, Space Weapons, and U.S. Security,” i.cfr.org/content/publications/attachments/China_Space_CSR38.pdf, RBW)

 SSA is the ability to track and understand what objects are in orbit and what their capabilities are. By providing real-time or near real-time location and status information on spacecraft, SSA enables better management and operation of these assets and provides warnings of potential hazards—natural or manmade, intentional or unintentional— to allow preventive or mitigating steps to be taken. In addition, accurate SSA is needed to know for certain if a satellite’s operations have been intentionally affected by an adversary. The United States currently maintains a public information data network that provides important orbital and related information on over twelve thousand detectable orbiting objects, data that it makes freely available on the Internet. Yet many experts agree that the United States “needs significant improvements in space situational awareness, such as the development of the ability to attribute in real time all activity in circumterrestrial space … including birth to death tracking and assessment of all threats capable of affecting [U.S.] space systems,” similar to the role civilian authorities play in air travel.16 Whether one wants to pursue a purely defensive space policy or a mixture of offense and defense, improved SSA is imperative. Air Force Space Command has called for much better capabilities to identify what is already in space, understand orbiting objects’ mission, and, ultimately, determine intent. The U.S. Army has placed improved SSA near the top of its list of needs. Improved SSA has broad support among both supporters and opponents of offensive counterspace. 

The United States would be well served by going beyond SSA and enhancing space intelligence that better understands the purpose and motivation behind the space objects being identified and tracked.17 Otherwise, understandable worst-case planning could lead to just the kind of escalation in a crisis that all parties seek to avoid. In addition, satellites themselves need to be alert to their surroundings and sense when they are threatened or under attack. Furthermore, the United States must be able to attribute an attack to a particular country, a prerequisite to any effective retaliation or deterrence strategy.
SSA key to effective decision making

Berkowitz ’07 – Former Assistant Deputy Under Secretary of Defense for Space Policy (Marc J, “Protecting America’s Freedom of Action in Space,” March, The High Frontier Journal, Vol. 3, Num. 2, http://www.afspc.af.mil/shared/media/document/AFD-070322-103.pdf)

Policy-makers will want answers to a series of questions in order to help comprehend the situation and authorize responses to an attack on a US space asset. Military commanders and defense planners should expect, among other things, to be asked: Who committed the hostile act or demonstrated hostile intent? What is the nature of the attack? What are the consequences? When will we recover disrupted or lost capability? Where did the attack originate? How conclusive is the evidence of an attack? Why did the attack happen—what is the purpose of the attack?  

The ability to make a determination of hostile act or intent and answer such questions, of course, will depend upon US intelligence, surveillance, and reconnaissance (ISR) capabilities for space situational awareness (SSA). The transition from space surveillance to a more capable SSA should lead the intelligence community and force providers to deliver enhanced capabilities for indications and warning (I&W), attack reporting, ISR and targeting support for space operations, and space environmental monitoring. Improved ISR is, of course, fundamental to strengthening our SSA capabilities, enhancing I&W, and being able to attribute the source of an attack. The lack of improved SSA for characterization and attribution will constrain policy and operational responses. 

SSA key to accurate attribution

Smith ’10 – Col, USAF, Staff Judge Advocate, Air Force Space Command (Greg A, “Legal Considerations of International Space Operations,” February, The High Frontier Journal, Vol. 6, Num. 2, http://www.afspc.af.mil/shared/media/document/AFD-100226-085.pdf)
Potential legal remedies and other state response options are theoretical without the capability to identify the cause of a space event (interference with, degradation, or destruction of a space object).  How important is the capability to attribute an event to someone or something?  [Space situational awareness] SSA is crucial to accurate determination of the space system failure, whether from environmental effects, unintentional interference, or an adversary attack, allowing decision makers to determine the appropriate response [emphasis added]. 12

Before we can talk about providing space protection, we need to understand what is going on up there.  We need to have the tools in place to establish what is being launched, what the capabilities are, the intent, and ultimately attribution.  Once we have attribution, we can determine the options the US government has to deter, dissuade or stop someone if they have started doing these types of things.  As a result of the Chinese antisatellite testing, and since we were able to attribute (the launch) to them, China is receiving diplomatic pressure from around the world.  “There are tools available outside the military, such as diplomatic pressure, that are available for our country to use; but without attribution, you can’t use a single one of them” [emphasis added].

SSA key to effective decision-making in space

Shelton ’07 – Maj Gen, Commander, Joint Functional Component Command for Space, United States Strategic Command and Commander, 14th Air Force (William L, “Realizing the Unthinkable: AFSPC Influence Yesterday, Today, and Tomorrow,” The High Frontier Journal, Vol. 3, Num. 4, http://www.afspc.af.mil/shared/media/document/AFD-070814-023.pdf)
In the 2007 AFSPC Strategic Intent document, General  Kevin P. Chilton, AFSPC commander, stated, “We must—and  we will—be prepared to deter, dissuade, and if necessary, defeat  any adversary that seeks to deny us the ultimate high ground of  space.” 3   Part of being prepared is understanding the environment in which we operate to include understanding the intent  of others in this same environment, our own resource limitations, and the natural environment in which we operate.  As we  migrate from a space surveillance mindset to a space situational  awareness mindset, we realize understanding the location of a  space object is just the beginning—we must also now strive to  understand the purpose of that object, its capabilities, and the  intent of its owner.  This knowledge, in the hands of a decision  maker, enables the rapid selection of effective courses of action to mitigate that object’s effects on our capabilities.  Space  situational awareness is the foundation upon which successful  space control actions can achieve the desired space superiority  to enable joint operations.  Collecting and sharing this SSA in a  net-centric, collaborative C2 environment is essential to the delivery of timely decision-quality information and knowledge. 

SSA solves attribution

Black ’08 – Research Associate, The Henry L. Stimson Center (Samuel, “Components of a Space Assurance Strategy,” November, The High Frontier Journal, Vol. 5, Num. 1, http://www.afspc.af.mil/shared/media/document/AFD-081117-032.pdf)
Enhancing SSA is also related to reducing the likelihood and effectiveness of attacks against US satellites.  That the US must  improve its SSA is accepted as fact by nearly all policymakers,  practitioners, and commentators.  If SSA is good enough, it can  provide enough information about attacks to attribute them to an  adversary, mitigate their effects, or avoid them altogether.
SSA Solves- China Miscalc

Lack of transparency from China means SSA is key to prevent miscalc

Bruno ’07 – Deputy Managing Editor for Defense & Space at Aviation Week (Michael, “Chinese ASAT Prompts Space Awareness Push,” May 24, Aerospace Daily and Defense Report, http://www.aviationweek.com/aw/generic/story_channel.jsp?channel=defense&id=news/ASAT052407.xml, RBW)

 "The contradictions between China's statements and its actions raise legitimate questions about the credibility of their declaratory policies, statements and security commitments," said Air Force Maj. Gen. James Armor Jr., director of the National Security Space Office. Mahley and Armor told lawmakers that U.S. officials believe China is pursuing a wide range of high-technology, asymmetric capabilities that affect space-based assets, including counterspace operations. In the end, the chance of a miscalculation over Chinese intent is "most troubling," Armor said. Chilton voiced support for the Space Tracking and Surveillance System, a planned constellation of satellites for tracking missiles and re-entry vehicles through the boost, midcourse and terminal phases of flight that was formerly known as the Space Based Infrared System-Low. The system could provide better space situational awareness, he stressed to the congressional crowd. He said U.S. efforts should concentrate primarily on boosting situational awareness because officials need to be able to know what is happening to U.S. satellites. Before officials can discern that one has been attacked, they need to rule out several other possible scenarios and even then they must be able to accurately identify who attacked the satellite, the four-star general said. 

China perceives transparency as essential for policy calculation 

Michael 4/25 [Michael, Associate Research Professor and Director of the Mahan Scholars Program at the United States Naval War College in Newport, Rhode Island Defense and Deterrence in China’s Military Space Strategy Publication: China Brief Volume: 11 Issue: 5 March 25, 2011 01:22 AM Age: 90 days By: Michael S. Chase] http://www.jamestown.org/programs/chinabrief/single/?tx_ttnews[tt_news]=37699&tx_ttnews[backPid]=25&cHash=e3f0fcd233f563e2364ad7bc49425244

Because satellites are so essential to military operations, Chinese writers see an intensifying competition between ASAT technology and satellite defense. Consequently, Chinese authors write that to be prepared for space conflicts, besides having the ability to strike the enemy’s satellites, it is also necessary to improve the survivability of one’s own satellites. Against this background, Chinese writers discussed a wide variety of measures to enhance satellite survivability. Defensive measures mentioned in Chinese articles include signature reduction, hardening and other protective measures, electromagnetic protection, satellite mobility, improving space situational awareness, and renting foreign space systems. Chinese journal articles indicate that one way of defending space systems is employing signature reduction techniques, which makes it more difficult for the adversary to find and attack the spacecraft [15]. According to one Chinese analyst, concealment measures can include covering the satellite with special materials to reduce its visibility to enemy radar and reducing other signatures [16]. Some Chinese writers also suggest hardening or increasing protection for key components, such as the electro-optical sensors on imaging satellites. Another defensive measure that is emphasized is the enhancement of protection against electromagnetic interference. Still others include increasing satellite mobility, discharging bait and false targets, and using distributed small satellites. In addition, Chinese analysts underscore the importance of enhancing space situational awareness to observe enemy activities in space and provide warning of any attack. Spacecraft themselves are not the only assets that need to be defended. The protection of information links and ground stations is seen as equally essential. Chinese authors address defending information links by employing measures such as encryption and various types of anti-jamming technology. Chinese authors write that encryption makes it more difficult for the other side to collect intelligence while direct-sequence spread spectrum (DSSS), frequency hopping and related measures enhance the satellite link’s anti-jamming capabilities. They also assert that to deal with computer network threats, it is very important to ensure the secrecy, validity, and integrity of one’s own information systems. Defending ground support systems is also seen as vital. Measures for protecting ground elements evaluated in Chinese articles include camouflage and concealment, mobility, and redundancy. Camouflage and concealment reduces the probability that an enemy will be able to detect and target a facility. Mobile ground support systems make it harder to find and strike Chinese assets. Redundancy enhances survivability of the system in the face of enemy attacks. Finally, one Chinese author suggests that using leased foreign space systems poses a diplomatic and political dilemma for the enemy who would otherwise want to try to attack China’s space information systems. Leasing foreign space information systems "increases the attacking side’s decision-making burden" because they must contemplate attacking a satellite that is owned by a third party [17]. 

SSA forces Chinese transparency, allows cooperation.

Delgado 2010

Laura M., September 12, International Cooperation is Good, But China Presents Challenges, Conference Participants Conclude, http://www.spacepolicyonline.com/pages/index.php?option=com_content&view=article&id=1099:international-cooperation-is-good-but-china-presents-challenges-conference-participants-conclude&catid=99:news&Itemid=92
Bruce MacDonald, who served as Senior Director of the Congressional Commission on Strategic Posture of the United States, agreed that SSA is a viable area of cooperation. MacDonald, who lauded the inclusion of arms control in the National Space Policy as a "good change," linked SSA with deterrence, which is, in his view, the appropriate goal of the United States in space: "the more countries know they are [being] observed, the more cautious they'll be."  Plunkett added that the accountability derived from attribution for anti-satellite (ASAT) attacks or other debris-causing behavior "may impact what people do in space." Dean Cheng, Research Fellow at the Asian Studies Center of the Heritage Foundation, described that assumption as "interesting," and cautioned that increased SSA or cooperation in that area may not be so easy with actors like China and may not aid deterrence.  What were the lessons for China after the 2007 ASAT test, he asked rhetorically. Instead of suffering from this incident, Cheng explained, China learned that there are no consequences to conducting such tests.  When considering China, which he described as "a genuine space power", he asked if knowing more about the behavior of other actors in space would be deterrence or, considering the "asymmetry of interests" between China and the United States, might serve the opposite role. With major challenges in U.S.-China relations, space cooperation with China - which was not ruled out as a possibility in the new policy - still may be some time off. When asked about cooperating with China in human spaceflight missions, the Deputy Administrator of NASA, Lori Garver, who delivered the afternoon's keynote speech, joked "I'm so sorry, that's all the time we have." She could only add that just like the inclusion of Russia in the International Space Station, "human spaceflight cooperation will not be a NASA decision." Her response echoed Cheng's earlier comments that "whether we can cooperate in space [with China] depends on whether we can cooperate on the ground" and that "cooperation needs to start with baby steps." The first challenge may prove to be the United States' own understanding of Chinese activities and motivations, what Cheng described as its "opacity." Looking to "problems on the horizon," MacDonald agreed with this description and said that "China is our biggest concern in space...that China will continue to be opaque."  The hope is, he argued, that by showing China that such a stance is counterproductive, it will become "less opaque, more transparent...at least translucent."
Micscalc- Impacts

Accidental war escalates to extinction

Mitchell ’01 – Assistant Professor of Communication and Director of Debate at the University of Pittsburgh and is a member of the Center for Strategic and International Studies Working Group on Theater Missile Defenses in the Asia-Pacific Region. He is the author of Strategic

Deception: Rhetoric, Science, and Politics in Missile Defense Advocacy (Gordon R, “Japan-U.S. Missile Defense Collaboration: Rhetorically Delicious, Deceptively Dangerous,” Winter, The Fletcher Forum of World Affairs, Vol. 25, No. 1, http://www.pitt.edu/~gordonm/JPubs/JapanTMD.pdf)
Any clear-cut distinction between offensive and defense in the TMD context is hopelessly muddied when one realizes that plans for the NTW system include a substantial space component. An elaborate network of space satellites (as well as spaceborne forces to protect them) would be essential features of any robust NTW system, providing early warning data of enemy missile launches, as well as tracking information designed to guide SM-3 interceptors to their targets in mid-flight. It is instructive to note that politically powerful missile defense proponents such as U.S. Senator Bob “Spaceman” Smith (R-NH) envision NTW integrated into an overall space force that would pursue both defensive and offensive military missions.49 We need to incorporate forward-deployed capabilities like the Navy Theater Wide program and the Air Force Airborne Laser as space-based missile defense programs to ensure [that] we can stop missiles in their boost phase, dropping the debris fallout over our adversary’s homes, not ours…[S]pace offers us…the prospect of inflicting violence—all with great precision and nearly instantaneously, and often more cheaply. With credible offensive and defensive space control, we will deter our adversaries, reassure our allies, and guard our nation’s growing reliance on global commerce.50 This full-throated call for a robust blend of offensive and defensive space weaponry reflects a strategic principle elucidated by Frank Barnaby: when it comes to arming the heavens, “anti-ballistic missiles and anti-satellite warfare technologies go hand-in-hand.”51 The interlocking nature of offense and defense in military space technology stems from the inherent “dual capability” of spaceborne weapon components. To the extent that ballistic missile interceptors based in space can knock out enemy missiles in mid-flight, such interceptors can also be used as orbiting “death stars,” capable of sending munitions hurtling through the earth’s atmosphere at dizzying velocities.52 As Marc Vidricaire, a member of the Canadian Delegation to the U.N. Conference on Disarmament, explains: “If you want to intercept something in space, you could use the same capability to target something on land.”53 Furthermore, spaceborne BMD components can be used for offensive attacks in outer space itself, where orbiting space assets belonging to adversaries could be targeted for destruction. According to defense analyst James E. Oberg, “…the benign, defensive nature of a ballistic missile killer is not the only facet of such a system—it also has inherent offensive capability against satellites.”54 This dual capability of BMD systems provides one rationale for why space weapons advocates such as Senator Smith propose to make offensive attack weapons part of missile defense. In a world where deployment of purely offensive space weaponry might be difficult to justify as a stand-alone military initiative, Oberg speculates, “the means by which the placement of space-based weapons will likely occur is under a second U.S. space policy directive—that of ballistic missile defense.”55 Although these “death star” scenarios might seem like they come straight out of Hollywood special effects studios, it is worth noting that the U.S. Space Command is on record endorsing military strategy that favors weaponization of space as a force multiplier for offensive attack missions. An official planning document entitled “Vision for 2020” foresees “space-based strike weapons” as part of “global engagement capabilities” designed to enable “application of precision force from, through, and to space.”56 Aggressive pursuit of these “strike weapons” is imperative, according to Space Command officials, because “space superiority is emerging as an essential element of battlefield success and future warfare.”57 Arguing that “it is inevitable that mankind will weaponize space,” Air Force Lt. Col. Thomas D. Bell claims in a 1999 paper that, “The U.S. ability to conduct combat operations in this environment will provide the technical asymmetry that the U.S. will need to win the next war, just as it used strategic bombers and the atomic bomb to win World War II and stealth technology and precision guided munitions to win the Gulf War.”58 These plans recently received concrete expression in comments from Gen. Ralph E. Eberhart, Air Force Space Command Commander. While addressing a group at the Joint Tactical Ground Station in South Korea, Eberhart declared that “[s]pace is the ultimate high ground…Not only do we have to use it, we have to be able to defend it and deny our enemy the use of space if we are at war…we have to ensure space superiority for our commanders and men and women who rely on it during the fight.”59 Although missile defense advocates frequently trumpet the “purely defensive” nature of BMD, such systems exist in a strategic framework that ineluctably includes offensive space weaponry. “The PR spin is that the U.S. military push into space is about missile defense or defense of U.S. space satellites. But the volumes of material coming out of the military are concerned mainly with offense— with using space to establish military domination over the world below,” notes professor Karl Grossman.60 Such a suggestion carries particular significance for Japan, since as Frank Umbach, Senior Research Fellow at the German Society of Foreign Affairs, explains, “a possible Japanese TMD deployment may require an integration of the anti-missile defense command and control (C-2) systems of Japan and the U.S., which could have far-reaching implications for both sides.”61 Eventual deployment of a joint Japan-U.S. TMD system could saddle Japanese officials with the sober responsibility of making command decisions regarding use of spaceborne weapons for offensive military missions. It is tempting to take comfort in the idea that JDA leaders would not permit a joint missile defense system such as NTW to evolve into a platform for offensive space power, especially since such a development would flout Japanese legal and constitutional prohibitions against such military adventures. However, in a joint command situation, it is not clear that such constraints would hold up, especially in light of intimidating comments by space power enthusiasts such as Senator Smith, who vows to use his position on Capitol Hill to ram space weaponry down the throats of opponents, regardless of how vocal they are: “If the Air Force cannot or will not embrace spacepower, we in Congress will have to drag them there, kicking and screaming if necessary.”62 Another possibility is that Japanese objections against incorporation of offensive space power into a joint missile defense program could be rendered moot by strategic deception. Part II of this essay explored cases where U.S. missile defense advocates deployed subterfuge to camouflage the actual purpose of BMD programs, in order to insulate the program from political criticism. A similar approach would seem politically attractive for public affairs officers dealing with the sensitive issue of a Japanese TMD’s offensive military capabilities. Since such capabilities would clearly prove to be public relations liabilities for missile defense advocates attempting to justify TMD to Asian publics, there could be great institutional inertia to pursue a Pentagon-style public relations strategy of hiding such capabilities behind layers of secrecy, classification, and obfuscation, then dominating public debate with talk of “purely defensive” BMD systems. However, back door deployment of offensive space weapons would pose grave security risks, given the potentially disastrous consequences of an unconstrained arms race in space. Lt. Col. Bell provides a glimpse of some of the varieties of space weapons that might be produced in such a scenario: “A mix of space weapons will offer the capability to destroy various types of surface and sub-surface targets with three types of weapons: continuous lasers that use heat to melt structures and destroy them; pulsed lasers that vaporize material and penetrate the structure; and kinetic energy weapons that provide the capability to attack targets hundreds of feet under the surface of the earth.”63 According to Senator Charles S. Robb (D-VA), space weaponization could transform Reagan’s hopeful Star Wars vision into an ominous “death star” future. During the Reagan years, advocates of the Strategic Defense Initiative ran an effective television spot featuring children being saved from nuclear attack by a shield represented by a rainbow. If we weaponize space, we will face a very different image—the image of hundreds of weapons-laden satellites orbiting directly over our homes and our families 24 hours a day, ready to fire within seconds. If fired, they would destroy thousands of ground, air, and space targets within minutes, before there is even a chance of knowing what has happened, or why. This would be a dark future, a future we should avoid at all costs.64 A buildup of space weapons with capability to execute offensive missions might begin with noble intentions of “peace through strength” deterrence, but this rationale glosses over the tendency that “…the presence of space weapons…will result in the increased likelihood of their use.”65 Military commanders desiring to harness the precision strike capability afforded by spacebased “smart” weapons might order deliberate attacks on enemy ground targets in a crisis. The dizzying speed of space warfare would introduce intense “use or lose” pressure into strategic calculations, with the specter of split-second laser attacks creating incentives to rig orbiting death stars with automated “hair trigger” devices. In theory, this automation would enhance survivability of vulnerable space weapon platforms. However, by taking the decision to commit violence out of human hands and endowing computers with authority to make war, military planners could sow insidious seeds of accidental conflict. Yale sociologist Charles Perrow has analyzed “complexly interactive, tightly coupled” industrial systems, which have many sophisticated components that all depend on each other’s flawless performance. According to Perrow, this interlocking complexity makes it impossible to foresee all the different ways such systems could fail. He further explains, “[t]he odd term ‘normal accident’ is meant to signal that, given the system characteristics, multiple and unexpected interactions of failures are inevitable.”66 Deployment of space weapons with pre-delegated authority to fire death rays or unleash killer projectiles would likely make war itself inevitable, given the susceptibility of such systems to “normal accidents.” It is chilling to contemplate the possible effects of a space war. According to Bowman, “even a tiny projectile reentering from space strikes the earth with such high velocity that it can do enormous damage—even more than would be done by a nuclear weapon of the same size!”67 In the same laser technology touted by President Reagan as the quintessential tool of peace, David Langford sees one of the most wicked offensive weapons ever conceived: “One imagines dead cities of microwave-grilled people.”68 Given this unique potential for destruction, it is not hard to imagine that any nation subjected to a space weapon attack would escalate by retaliating with maximum force, including use of nuclear, biological, and/or chemical weapons. An accidental war sparked by a computer glitch in space could plunge the world into the most destructive military conflict ever seen.

Miscalc inevitable and leads to conflict escalation

Lambakis ’01 – senior defense analyst at the National Institute for Public Policy and the author of On the Edge of Earth: The Future of American Spacepower (Steven, “Space Weapons: Refuting the Critics,” February 1, Policy Review, http://www.hoover.org/publications/policy-review/article/6612)
In this view, the military use of space has both stabilizing and destabilizing potential. Satellites perform nonthreatening, largely benign, and stabilizing military functions that contribute to nuclear deterrence and transparency. But weapons in space, especially antisatellite weapons, would risk impairing the very instruments and sensors we deploy in orbit to monitor potential enemies and maintain reliable communications. Reconnaissance satellites observe arms control compliance and provide strategic warning of an impending crisis. Infrared sensors on early warning satellites detect ballistic missile launches and, together with observation spacecraft, remain central pillars of peace and stability in the international system. A sudden attack against such spacecraft, in this view, would lead at once to heightened alert status and would aggravate instability in command structures. In today’s Russia, the situation may be even more dangerous, given the deterioration of command and control capabilities since the fall of the Soviet Union in 1991.
Misperceptions falling out of cloaked activities in space could lead to war and prime a conflict for escalation to higher levels of destruction, in this reasoning. Indeed, one may draw parallels with the famous gunfight at the OK Corral. When the first shot rang out in Tombstone, Ariz., the reflexive response of all was to shoot wildly at anything that moved. Assuming the proliferation of space weapons and a similar instance of provocation, combatants would be tempted to respond in a similar fashion. Each side would have very little time to assess the threat and select an appropriate response.

**Solvency

Solvency

SSA Key
SSA Key to overcoming barriers to space dominance
GAO 2011 (United States Government Accountability Office, May 2011. SPACE ACQUISITIONS Development and Oversight Challenges in Delivering Improved Space Situational Awareness Capabilities http://www.gao.gov/new.items/d11545.pdf) 

According to DOD and the Office of the Director of National Intelligence (ODNI),4 the space domain is becoming increasingly congested, contested, and complex. Consequently, space systems are increasingly vulnerable to a variety of intentional and unintentional threats, such as radio frequency interference (including space jamming); laser dazzling and blinding; kinetic intercept vehicles; ground system attacks; an increase in the number of orbiting space objects (including active and inactive satellites, spent rocket bodies, and other fragments and debris); and space weather environmental effects. The government’s SSA efforts are designed to mitigate these threats via a variety of space- and ground-based sensors and systems that detect, track, and characterize space objects and space- related events and forecast which assets may be at risk. Recent events, such as the January 2007 Chinese antisatellite weapon test—when China used a missile to destroy one of its old weather satellites—and the February 2009 collision between an operational Iridium commercial communications satellite and a nonfunctioning Russian communications satellite, have created thousands of additional debris objects and called attention to the need for better SSA capabilities. SSA is fundamental to conducting space operations and forms the foundation for accomplishing space control, which DOD defines as operations to ensure freedom of action in space for the United States and its allies, and when directed, denying an adversary freedom of action in space.
SSA paves the way to being a superpower
Krepon et al ’07 – co-founder of Stimson, and director of the South Asia and Space Security programs (Michael, Theresa Hitchens is Director of the Center for Defense Information, and leads its Space Security Project, in cooperation with the Secure World Foundation, Michael Katz-Hyman is research associate for the Space Security Project of the Henry L Stimson Center, “Preserving Freedom of Action in Space: Realizing the Potential and Limits of US Spacepower,” June 21, http://www.stimson.org/images/uploads/research-pdfs/Preserving_Freedom_of_Action_in_Space.pdf, RBW)

Space situational awareness (SSA) – the ability to monitor and understand the constantly changing environment in space – is one of the most important factors in ensuring the safety and security of operational all satellites and spacecraft. SSA provides individual actors with the ability to monitor the health of their own assets, as well as an awareness of the actions of others in space. Transparency measures can be particularly helpful in providing early warning of troubling developments and in dampening threat perceptions. One measure of US spacepower and space prowess is America’s unparalleled space situational awareness capabilities. Thus, the United States is in a position to become a leader in building space transparency, which is the foundation stone of norm setting and rules of the road in space.
Poor SSA capabilities kill our space dominance 
MacDonald 9 (Bruce W. “Testimony of Bruce W. MacDonald before the Strategic Forces Subcommittee, House Armed Services Committee.” 111th congress, 1st session) 
Our space assets are exposed and fragile. They can’t run, they can’t hide, and today they can’t defend themselves. One small object traveling at orbital speeds can destroy them. Unless we take proactive measures, all these threats will grow, and we must bear in mind that the U.S. depends more on space than our potential adversaries. If we are not careful, the way we are currently thinking, planning, and investing, our space capabilities may only be available in peacetime, or against non-peer adversaries. We could lose them just when we need them most. At a minimum, we need far greater space situational awareness and space intelligence (SSA/SI) capabilities than today. Responsible officials have been saying this for years, but SSA/SI has never received the priority it deserves. If this fails to change, we can expect more frequent space collisions and growing instability in space.
SSA Key to deterring ASAT attacks 

Turnbull 08 (Wallace R. III, Major and aeronautical engineer, “Beyond Awareness: Moving Towards Comprehensive Space Situational Knowledge”)  
The United States is awakening from its complacency about space superiority and is beginning to realize the need for comprehensive space situational knowledge. The decision to weaponize space is not the sole prerogative of the United States. That decision may be made by others, who have demonstrated both the will and the technical means. In the space environment of 2030, many space actors will possess ASAT technology capable of challenging US systems. The Air Force must make the decision now to lay a technological foundation upon which it can build an attribution architecture capable of providing comprehensive space situational knowledge. As Gen Lance Lord, former Commander, AFSPC said, “Space superiority is not our birthright, so we’ve got to work to make it our destiny.”
SSA Inevitable

SSA now, limitations 

Space Security 10 [Space Security Magazine http://www.scribd.com/doc/52672724/SS2010]

The US continues to lead the world in space situational awareness capabilities with the SpaceSurveillance Network. Despite having the most advanced SSA capabilities, however, eventssuch as the February 2009 collision between a US and a Russian satellite (Iridium 33 and Cosmos 2251, respectively) underscore the necessity to further improve both the accuracy of the information collected and the way in which it is managed. Funding increases for SSA programs for FY2010, as well as the partnerships between the US Air Force and contractors such as Lockheed Martin, Raytheon, and Northrop Grumman, reflect a growing desire to improve existing SSA capabilities. 2009Development: Continued US focus on improving space situational awareness capabilities begins to overcome bureaucratic inertia and produce results In previous years there had been little real progress in enhancing US SSA capabilities, despite the gradual transition of SSA from a relatively low priority budget line into a vital too lfor the tracking and protection of space assets. Prompted by the abovementioned satellite collision, in 2009 the US made the first real moves beyond rhetoric to spending political and monetary capital on this issue, a telling sign of the growing importance of SSA in overall US space operations. This is a major positive step for space security, and could become even more beneficial insofar as the US and other space actors embrace a more cooperative and collaborative approach to SSA 
Space contenders developing to counter US sovereignty

Turnbull 08 (Wallace R. III, Major and aeronautical engineer, “Beyond Awareness: Moving Towards Comprehensive Space Situational Knowledge”)  

Though the space club is expanding its membership, new members cannot fully utilize space without a supporting SSA capability. This is particularly true for those wishing to employ satellites as ASAT weapons; in order to accurately target an ASAT weapon, one must first be able to accurately know and predict the location of both the target spacecraft and the ASAT spacecraft. This becomes more challenging when either spacecraft is very small because they are more difficult to track with radar and optical systems.

This need for organic SSA capability has not gone unnoticed by non-US space actors. For example, Space Security 2007 reports a trend in which other nations, such as China, are increasing their SSA capabilities. Disturbingly, this comes at the same time that cuts and delays to US programs are having a negative impact on American SSA capabilities. For example, the report highlights the cancellation of the US Orbital Deep Space Imager (ODSI) program that would have improved SSA of objects in the geostationary belt.32 In addition to China, the European Union, concerned about its dependence on the United States for SSA data, is also rapidly expanding its indigenous SSA capability.33 A report by the Space Assets Group of the European Capability Action Plan, for example, states “The lack of a European Space Surveillance Capability is identified as a serious capability gap that must be one of the priorities for the future European Space Program.”
These two trends of increasing non-US access to ASAT technology, combined with a corresponding increase in SSA capability, are illuminating when viewed through the lens of the previously mentioned scenario studies and help bring the future space threat into focus. A logical synthesis of the future threat finds that advances in microminiaturization and proliferation of space technology provide a variety of space actors access to very small anti-satellite systems while geopolitical drivers provide the motivation for countering US sovereignty in space.
Future initiatives on their way- only a question of if plan reforms make them successful

GAO 2011 (United States Government Accountability Office, May 2011. SPACE ACQUISITIONS Development and Oversight Challenges in Delivering Improved Space Situational Awareness Capabilities http://www.gao.gov/new.items/d11545.pdf) 

DOD has significantly increased its investment and planned investment in SSA acquisition efforts in recent years to address growing SSA capability shortfalls. Most efforts designed to meet these shortfalls have struggled with cost, schedule, and performance challenges and are rooted in systemic problems that most space acquisition programs have encountered over the past decade. Consequently, in the past 5 fiscal years, DOD has not delivered significant new SSA capabilities as originally expected. To its credit, the Air Force recently launched a space-based sensor that is expected to appreciably enhance SSA. However, two critical acquisition efforts that are scheduled to begin development within the next 2 years—Space Fence and the Joint Space Operations Center Mission System (JMS)—face development challenges and risks, such as the use of immature technologies and planning to deliver all capabilities in a single, large increment, versus smaller and more manageable increments. It is essential that these acquisitions are placed on a solid footing at the start of development to help ensure their capabilities are delivered to the war fighter as and when promised. GAO has consistently recommended that reliable acquisition business cases be established, such as maturing technologies prior to development start, utilizing evolutionary development, and stabilizing requirements in order to reduce program risks. For efforts that move forward with less mature technologies, assessments of the cost, schedule, and performance implications of utilizing backup technologies, if they exist, could provide the knowledge needed to determine whether the efforts are worth pursuing or the investment trade-offs that may need to be made.

Status Quo DOD modifications exist but are failing

GAO 2011 (United States Government Accountability Office, May 2011. SPACE ACQUISITIONS Development and Oversight Challenges in Delivering Improved Space Situational Awareness Capabilities http://www.gao.gov/new.items/d11545.pdf) 

Despite recent investments, existing SSA capabilities continue to fall short of operational needs and space policy objectives. In the past 5 fiscal years, while DOD continued its investments in SSA, it has not delivered significant new SSA capabilities to the warfighter as originally expected. Capabilities that were delivered served to sustain or modernize existing systems versus closing gaps. For example, DOD has extended the service lives of some sensors supporting SSA capabilities and has added additional processors and servers to the SSA’s command and control system’s computer, as well as adding analysts and operational personnel. However, Joint Functional Component Command for Space officials did not characterize these efforts as delivering significant increases in capability.
SSA capabilities are easily obtained by foreign powers.
Wilson 2001 Tom, Threat to US Space Capabilities, Space Commission staff member, http://www.globalsecurity.org/space/library/report/2001/nssmo/article05.html

Foreign knowledge of U.S. space operations is a necessary precursor to the successful conduct of counterspace operations or camouflage, concealment, and deception (CC&D) activities. Potential adversaries and competitors can learn about U.S. space systems and operations using standard HUMINT, SIGINT or IMINT(4) intelligence collection techniques, as well as through dedicated space object surveillance and identification (SOSI) systems.(5) More recently, with the advent of amateur satellite observers posting data on the Internet, the availability of intelligence regarding U.S. space system capabilities and orbital locations is increasing available to U.S. adversaries. Satellite situational awareness databases are maintained by organized clubs and organizations, which readily publish their information on Internet web pages such as those of the Federation of American Scientists and several Universities. 

In addition, knowledge of a satellite's position and velocity can now be obtained with relatively unsophisticated optical, radar, and signal tracking systems. Advances in focal plane and other technologies have enabled ground based optical space object tracking systems smaller than a meter in aperture to acquire, track, and, in some cases, image objects out to geosynchronous orbits (GEO) and beyond. As an example, using a 35mm camera, an amateur satellite observer can capture an image of a satellites track in low Earth orbit (LEO). 

The proliferation of air and theater missile defense radars, such as those associated with the SA-10, have enabled many countries, such as China (who purchase these radars from Russia), to field space-based tracking systems capable of accurately locating objects in LEO. These mobile radars were originally designed to track reentry vehicles but, due to their low-cost and mobility, are attractive as space-based object trackers as well. 

The increasing dispersion of satellite communications terminals has increased our adversaries' capability to target our space systems by locking onto the satellite's transmit and receive signals. Geosynchronous satellites, by virtue of their typically 'fixed' position, are particularly vulnerable to this type of acquisition and tracking. 

Many countries also have the capability to deploy sophisticated networks of space object surveillance and identification (SOSI) sensors to observe the satellites of concern. Countries that have been unable to develop such sensors indigenously can acquire them commercially. Suitable sensors include radars, optical telescopes, passive radio frequency (RF) and in some cases satellite signals intelligence (SIGINT) receivers. 

Space involvement inevitable- nations are using smaller technology 

Turnbull 08 (Wallace R. III, Major and aeronautical engineer, “Beyond Awareness: Moving Towards Comprehensive Space Situational Knowledge”)  

While the prospects for future nanosat missions are certainly very good, technology advances have enabled even smaller 1 kg class picosatellites. In January, 2000, Stanford University deployed six picosat “daughter ships” from a demonstration satellite.48 Since then, there have been 20 picosat missions with masses of 1 kg or less. Many of these were based on the CubeSat picosat design standard created by Stanford University and California Polytechnic Institute to reduce the cost and complexity of building small satellites.49 These picosat missions, flown by a number of nations, included a wide range of payloads such as cameras, intersatellite communication, precision attitude control, high-bandwidth communication, and scientific instruments. There are at least 24 picosats in development, six of which are to launch in 2008.50

The increasing number of small satellite missions shows that technology is enabling smaller spacecraft at the same time that interest in these systems is growing. Table 2 shows the results of a literature search for the terms microsatellite, nanosatellite, picosatellite, and femtosatellite in the academic literature. Interest in small satellite technology clearly continues to expand with at least a dozen nations either conducting or planning nanosat or picosat missions.51

SSA exists in the Squo but can only track certain satellites
Holtkamp 10 (Gerald Holtkamp, “Space Situational Awareness” http://www.scilogs.eu/en/blog/spacetimedreamer/2010-10-15/space-situational-awareness)  
Half a century into the Space Age, satellites have become an integral part of our lives. Navigation, communication, global surveillance and other activities would be unthinkable in their present form without the reliable operation of satellites. 

But those satellites have to work in a hostile environment. They are subject to the strong radiation from the Sun in what has become known as Space Weather. Atomic Oxygen in the upper atmosphere can corrode their surfaces and they might get hit by micro-meteoroids at any moment.

In addition to these natural causes man has created another problem: Space debris. Of the roughly 15000 objects currently tracked individually active satellites account for only about 900. The rest are inactive satellites, upper stages used to launch these payloads and debris from breakups and collisions of rocket stages and satellites. 

Yet this is just the tip of the iceberg. Only objects larger than 10 cm can be tracked regularly (and even this is only for low Earth orbits - further out into the geostationary belt it's something like 1 meter). There are vastly more objects smaller than that. The kinetic energy of an object of 1 gram hitting a satellite with a speed of 12 km/sec (a typical relative speed between two objects in near Earth space) would be similar to throwing a washing machine off the roof of a 100 m tall building (make sure nobody is standing downstairs if you try this experiment!).  To ensure the safety of their satellites now and in the future space agencies around the world are engaged in programs of what has become known as Space Situational Awareness (SSA). These activities range from setting up a space surveillance system to keep track on what's up there to issuing guidelines of how to prevent space debris and also theoretic modeling to get a better understanding of the situation.

SSA- Mechanisms 

Mature technology critical to success of future initiatives 

GAO 2011 (United States Government Accountability Office, May 2011. SPACE ACQUISITIONS Development and Oversight Challenges in Delivering Improved Space Situational Awareness Capabilities http://www.gao.gov/new.items/d11545.pdf) 

DOD has significantly increased its investment and planned investment in SSA acquisition efforts in recent years to address growing SSA capability shortfalls. Most efforts designed to meet these shortfalls have struggled with cost, schedule, and performance challenges and are rooted in systemic problems that most space acquisition programs have encountered over the past decade. Consequently, in the past 5 fiscal years, DOD has not delivered significant new SSA capabilities as originally expected. To its credit, the Air Force recently launched a space-based sensor that is expected to appreciably enhance SSA. However, two critical acquisition efforts that are scheduled to begin development within the next 2 years—Space Fence and the Joint Space Operations Center Mission System (JMS)—face development challenges and risks, such as the use of immature technologies and planning to deliver all capabilities in a single, large increment, versus smaller and more manageable increments. It is essential that these acquisitions are placed on a solid footing at the start of development to help ensure their capabilities are delivered to the war fighter as and when promised. GAO has consistently recommended that reliable acquisition business cases be established, such as maturing technologies prior to development start, utilizing evolutionary development, and stabilizing requirements in order to reduce program risks. For efforts that move forward with less mature technologies, assessments of the cost, schedule, and performance implications of utilizing backup technologies, if they exist, could provide the knowledge needed to determine whether the efforts are worth pursuing or the investment trade-offs that may need to be made.

Attribution key to space detternce

Turnbull 08 (Wallace R. III, Major and aeronautical engineer, “Beyond Awareness: Moving Towards Comprehensive Space Situational Knowledge”)  

One way to address the need for deterrence is to build a space knowledge architecture that enables attribution. By being able to answer the questions “What happened?” and “Who did it?” an attribution architecture lifts constraints and provides national leaders with the option to respond.124 As Gen Kevin Chilton, then Commander, AFSPC, emphasized in a 2007 speech, “None of the things we’ve been able to do as a nation...could be brought to bear without attribution, and attribution is absolutely key.”125 A second benefit of an attribution architecture is that it provides options to US leaders concerning the need to weaponize space. As Theresa Hitchens at the Center for Defense Information has said, “the American body politic is deeply divided over the wisdom of making space warfare a part of the national military strategy.”126 By enabling deterrence, an attribution architecture provides time to continue the debate.
Improved sensors and optics overcomes current challenges to SSA

Turnbull 08 (Wallace R. III, Major and aeronautical engineer, “Beyond Awareness: Moving Towards Comprehensive Space Situational Knowledge”)  

One of the most obvious challenges facing SSA systems is that space is big; the search volume from LEO to GEO is very large, and many of the objects of interest are far away. Surveillance technologies such as radars and telescopes are advancing and detection of smaller objects is improving. However, as discussed, SSA involves more than surveillance—it is necessary to know what the object is and what it can do. This often means taking an image of the object. To accomplish this, sensors can be made more capable; for example, radars can use more power and telescopes can use better optics. Another alternative is to move the sensor closer to the object of interest. This is the approach taken by space-based sensors such as SBV and SBSS.

This approach can be taken even further by moving the sensors onto the object of interest. For US systems, one option is to put SSA sensors onto all new spacecraft prior to launch. For existing systems, or for performing SSA of so-called non-cooperative systems, small inspector spacecraft would enable the sensors to perch near the object of interest.
Mature technology is critical for upcoming programs 

Air force Magazine 5/31/11 (GAO: Space Situational Awareness Modernization Risky, http://www.airforce-magazine.com/DRArchive/Pages/2011/May%202011/May%2031%202011/GAOSpaceSituationalAwarenessModernizationRisky.aspx) 
Government Accountability Office auditors warned last week that the Defense Department may be poised to move forward with immature technology and overly ambitious goals in the development of the Space Fence and the Joint Space Operations Center Mission System. These two programs are among the Defense Department's major acquisition efforts to bolster the nation's ability to monitor activities in space. "It is essential that these acquisitions are placed on a solid footing at the start of development to help ensure their capabilities are delivered to the warfighter as and when promised," they state in GAO's new report. The auditors are concerned that DOD is not fully maturing all critical technologies before launching the formal development phases of these two programs. "If these efforts do not progress as planned, risk of continuing or worsening [space situational awareness] capability gaps will result," they state. 

Effective SSA is key to ensure continued US leadership in space—competitors catching up now

Bowen and Spier ’08 – *Director Surveillance and Intelligence Systems at Lockheed Martin Space Systems Company and **Director Strategic C4ISR Capabilities Unit Lockheed Martin Information Systems and Global Services (Phillip D and Clifton, “Space Situational Awareness Architecture Assessment,” November, The High Frontier Journal, Vol. 5, Num. 1, http://www.afspc.af.mil/shared/media/document/AFD-081117-032.pdf, RBW)

The United States holds an asymmetric advantage in space that is essential to supporting our national security as well as civil and commercial objectives. The US National Security Space strategy supports a growing range of missions across the intelligence community and Department of Defense (DoD) including intelligence, surveillance, and reconnaissance (ISR), precision navigation, secure communications, missile warning, and environmental monitoring. Many countries are rapidly moving forward with space capabilities challenging advantages the US currently enjoys. These nations are pursuing the space frontier to gain the status associated with being a space faring nation, and ultimately to further their economic development and enhance their military power. The pace of advancement in space systems is accelerating and maturing to be on par with the US potentially within the next 10 years. Nations or non-state players will have the means necessary to threaten US space systems and consequently national security. As stated in Executive Order 12333, “Timely, accurate, and insightful information about the activities, capabilities, plans, and intentions of foreign powers, organizations, and persons, and their agents, is essential to the national security of the United States.” The capabilities provided by our space systems are fundamental to enabling the Executive Order as well as our warfighter operations and must be protected in a similar manner as the military’s ground, maritime, and air operations. The US has the world’s most advanced space surveillance capabilities, but does not have the persistent, predictive, realtime space situational awareness (SSA) necessary to advance and protect US interests in the future. There is a critical need to protect America’s space assets, and the protection mission must emphasize an all-encompassing approach to SSA, in order to assure freedom of access to space. SSA has become much more than the historical metric track-object cataloging functions performed by the existing space surveillance network (SSN). SSA requires not only the ability to locate objects in space to maintain the catalog, but must also include a cradle to grave function from moment of launch for all orbiting objects to determine their capabilities, intent and threat potential. The impending micro/nano-satellite era highlights the need for SSA systems to have greater sensitivity and capability for near real time surveillance and characterization of smaller objects to provide information rapidly to military and civil decision-makers. 

Other nations are moving towards small satellites 
Turnbull 08 (Wallace R. III, Major and aeronautical engineer, “Beyond Awareness: Moving Towards Comprehensive Space Situational Knowledge”)  
While the prospects for future nanosat missions are certainly very good, technology advances have enabled even smaller 1 kg class picosatellites. In January, 2000, Stanford University deployed six picosat “daughter ships” from a demonstration satellite.48 Since then, there have been 20 picosat missions with masses of 1 kg or less. Many of these were based on the CubeSat picosat design standard created by Stanford University and California Polytechnic Institute to reduce the cost and complexity of building small satellites.49 These picosat missions, flown by a number of nations, included a wide range of payloads such as cameras, intersatellite communication, precision attitude control, high-bandwidth communication, and scientific instruments. There are at least 24 picosats in development, six of which are to launch in 2008.50

The increasing number of small satellite missions shows that technology is enabling smaller spacecraft at the same time that interest in these systems is growing. Table 2 shows the results of a literature search for the terms microsatellite, nanosatellite, picosatellite, and femtosatellite in the academic literature. Interest in small satellite technology clearly continues to expand with at least a dozen nations either conducting or planning nanosat or picosat missions.51

Jones 7 [ “Recommendations for Improved Monitoring of the Near-Earth Electromagnetic Space Environment”  JAMES C. JONES, MAJOR, USAF A Research Report Submitted to the Faculty In Partial Fulfillment of the Graduation Requirements  Maxwell Air Force Base, Alabama April 2007 ]

As the world’s leading space power, the United States has enjoyed unchallenged exploitation of the ultimate high-ground. Its civil, commercial and military space programs have led to improvements in its military and economic power as well as safety and security in the daily lives of its people. As the United States becomes more dependent on its space assets, it is creating its own vulnerability. To maintain its place as the leading space power, the United States must constantly be aware of the situation in space in much the same manner as any terrestrial or aeronautical battlefield. This “space situational awareness” includes all human activities in space as well as the natural environment. The United States has a fairly robust architecture to monitor human activities in space; however, the capability to fully monitor and exploit the natural environment is deficient leaving combatant commanders with an incomplete picture of the entire battlespace. The current sensing capability is limited due to the limited number of orbits in which the sensors fly and the limited number of observations in those orbits. The future capability of space weather sensing appears to be in decline due to the merging of military and civil programs and lack of additional planned sensing programs. The United States must improve its situational awareness of the near-Earth natural environment by expanding its access to additional space environmental data. With some foresight, the DOD as lead agency for space situational awareness can take advantage of existing or future programs to improve its capability. Potential solutions include: additional sensors on military and civil spacecraft, designing a constellation of microsatellites, or leveraging commercial solutions. Following through on some or all of these recommendations will greatly enhance the DOD’s ability to have complete situational awareness of the battlefield in space. 

Jones 7 [ “Recommendations for Improved Monitoring of the Near-Earth Electromagnetic Space Environment”  JAMES C. JONES, MAJOR, USAF A Research Report Submitted to the Faculty In Partial Fulfillment of the Graduation Requirements  Maxwell Air Force Base, Alabama April 2007 ]

Historically, the ability to monitor the space environment has been a military mission. Even though the military is charged with space situational awareness, many of the sensors for the space environment are placed on platforms whose orbital parameters are designed and optimized for other missions such as terrestrial weather observing. The current sensing capability is limited due to the limited number of orbits in which the sensors fly and the limited number of observations in those orbits. The future capability of space weather sensing appears to be in decline due to the merging of military and civil programs and lack of additional planned sensing programs. With some foresight, the DOD, as lead agency for space situational awareness, can take advantage of additional sensors on orbit. Methods to do this include: a potential mandate for space environment sensors on all spacecraft launched from the United States, by strong advocacy for space environmental sensors on additional military and civil satellites, by launching a fleet of microsatellites, or by leveraging the commercial space industry. Additional sensors available to space environment operational centers will greatly enhance the DOD’s ability to have complete situation awareness of the battlefield in space. 

integration

Sharing SSA amongst all sectors results in better capabilities 

Rose 2010


Frank A., Deputy Assistant Secretary Bureau of Arms Control, Verification and Compliance U.S. Department of State National Defense University’s Conference on Securing Space Assets for Peace and Future Conflict Fort McNair, Washington, DC, 11-30-10, http://www.ndu.edu/CTNSP/docUploaded/TFX_Space%20Security%20Conference%20Summary_Nov2010.pdf

International cooperation is also necessary to ensure that we have robust situational awareness of the space environment. No one nation has the resources or geography necessary to precisely track every space object. The National Space Policy implicitly recognizes this fact and thus directs us to collaborate with other nations, the private sector, and intergovernmental organizations to improve our space situational awareness – specifically, to improve our shared ability to rapidly detect, warn of, characterize, and attribute natural and man-made disturbances to space systems. An example of our efforts to cooperate in the area of space situational awareness is our collaboration with Europe as they develop their own space situational awareness, or SSA system. The State Department, in collaboration with Department of Defense, is currently engaged in technical exchanges with experts from the European Space Agency, European Union, and individual ESA and EU Member States to ensure interoperability between our two SSA systems. Looking ahead, State and DoD also see opportunities for cooperation on SSA with our allies and partners in the Asia-Pacific and other regions. 

Better technology communication is necessary- currently using MS Office tools 

Chai ’06 – Lt Col, USAF, Chief, CCIC2S Branch, Directorate of Requirements (Walter S, “Building a Better Space Picture,” August, The High Frontier Journal, Vol. 2, Num. 3, http://www.afspc.af.mil/shared/media/document/AFD-060524-003.pdf)

Today there is no single comprehensive and consistent view of the space situation. A variety of SSA data exists, but it is often at multiple security levels and is hard to ﬁnd, access, and/ or search. Multiple applications exist at various locations like USSTRATCOMʼs Global Operations Center (GOC), JSpOC, Space Control Center (SCC), Global SATCOM Support Center (GSSC), and Air and Space Operations Centers (AOC) to assemble a space picture. The rudimentary space picture of today is assembled manually by the JSpOC using MS Ofﬁce tools; the effort is very labor-intensive and results in a static product. Dissimilar applications can provide contradictory results or show inconsistent aspects of the situation. Furthermore, information rarely is available in real-time to support time sensitive events. SSA information systems are mostly stove-piped with information stored on disparate and segregated systems. Even applications on a single system are typically not integrated, often containing duplicate or even contradictory information. These limitations obstruct the ability to construct relevant comprehensive situation awareness and knowledge that commanders, operators, planners, and warﬁghters need to perform their missions effectively.

Improvements necessary

Better technology communication is necessary- currently using MS Office tools 

Chai ’06 – Lt Col, USAF, Chief, CCIC2S Branch, Directorate of Requirements (Walter S, “Building a Better Space Picture,” August, The High Frontier Journal, Vol. 2, Num. 3, http://www.afspc.af.mil/shared/media/document/AFD-060524-003.pdf)

Today there is no single comprehensive and consistent view of the space situation. A variety of SSA data exists, but it is often at multiple security levels and is hard to ﬁnd, access, and/ or search. Multiple applications exist at various locations like USSTRATCOMʼs Global Operations Center (GOC), JSpOC, Space Control Center (SCC), Global SATCOM Support Center (GSSC), and Air and Space Operations Centers (AOC) to assemble a space picture. The rudimentary space picture of today is assembled manually by the JSpOC using MS Ofﬁce tools; the effort is very labor-intensive and results in a static product. Dissimilar applications can provide contradictory results or show inconsistent aspects of the situation. Furthermore, information rarely is available in real-time to support time sensitive events. SSA information systems are mostly stove-piped with information stored on disparate and segregated systems. Even applications on a single system are typically not integrated, often containing duplicate or even contradictory information. These limitations obstruct the ability to construct relevant comprehensive situation awareness and knowledge that commanders, operators, planners, and warﬁghters need to perform their missions effectively.
Current Data System is unreliable- means we give faulty satellite information 
NSTAC 09 (The President’s National Aecurity Telecommunications Advisory Committee, “NSTAC Report to the President on Commercial Satellite Communications Misson Assurance,” November 2009, http://www.ncs.gov/nstac/reports/2009/NSTAC%20STF%20Report%20FINAL%2011302009.pdf)
Operators continuously and accurately track the locations of their own satellites and rely on in-house close-approach monitoring systems to ensure the safety of their fleets. Most operators also incorporate information from the U.S. Joint Space Operations Center (JSpOC) when analyzing potential close approaches between satellites or between satellites and trackable debris. The basic information (referred to as Two-Line Element [TLE] data) used in this process is available to authorized users of the U.S. Government’s “Spacetrack.org” website. Operators routinely screen satellites using TLE data, and also exchange data with other operators with near or adjacent satellites during special activities such as satellite relocations and transfer orbit missions. The data exchange usually consists of the latest location information, near-term maneuver plans, transmission frequencies, and contact information for further discussion.

There are drawbacks to the current close-approach monitoring process. In addition to a lack of standards for TLE modeling, TLE data does not have the required accuracy for credible collision detection. An operator that relies on TLE data must increase the calculated collision margin to avoid potential close approaches, therefore increasing the number of maneuvers. Maneuvers based on inaccurate data can waste fuel, shorten the life of satellites, and in some cases can introduce uncertainties that decrease the safety of space operations. In most cases, threats identified using basic TLE data are downgraded after coordination with other operators or further evaluation with more precise orbital data. TLE data also lacks reliable planned maneuver information, which limits the usefulness of data for longer-term predictions since future maneuver information is necessary to properly predict the orbital location of active satellites. Today, operators relying on chemical propulsion systems maneuver about once every two weeks to maintain their orbital position. Accurately predicting the orbital location of a satellite will become more challenging with satellites that employ ionic propulsion systems40 and are in essence constantly maneuvering.

Adding complexity to this problem is the fact that there is no single standard for representing the position of an object in space. Operators characterize the orbital position of their satellites differently depending on the software used for flight operations. In addition, there is no single agreed-upon protocol for sharing information, and coordinating operators must be prepared to accommodate the practices of other operators. To do this, operators must maintain redundant file transfer protocols and tools to convert and reformat information so that it is consistent with other software systems for computing close approaches. Some operators write their own software tools for monitoring and predicting the close approach of other spacecraft while others contract with third parties for this service. Therefore, separate tools for each operator are necessary to exchange data. The magnitude of the effort to maintain space situational awareness grows quickly as the number of coordinating operators increases. Further, not all satellite companies participate in close-approach monitoring due to lack of financial resources or appropriately skilled technicians.
Improved SSA key to overcome congested, contested, and complex space
GAO 2011 (United States Government Accountability Office, May 2011. SPACE ACQUISITIONS Development and Oversight Challenges in Delivering Improved Space Situational Awareness Capabilities http://www.gao.gov/new.items/d11545.pdf) 

According to DOD and the Office of the Director of National Intelligence (ODNI),4 the space domain is becoming increasingly congested, contested, and complex. Consequently, space systems are increasingly vulnerable to a variety of intentional and unintentional threats, such as radio frequency interference (including space jamming); laser dazzling and blinding; kinetic intercept vehicles; ground system attacks; an increase in the number of orbiting space objects (including active and inactive satellites, spent rocket bodies, and other fragments and debris); and space weather environmental effects. The government’s SSA efforts are designed to mitigate these threats via a variety of space- and ground-based sensors and systems that detect, track, and characterize space objects and space- related events and forecast which assets may be at risk. Recent events, such as the January 2007 Chinese antisatellite weapon test—when China used a missile to destroy one of its old weather satellites—and the February 2009 collision between an operational Iridium commercial communications satellite and a nonfunctioning Russian communications satellite, have created thousands of additional debris objects and called attention to the need for better SSA capabilities. SSA is fundamental to conducting space operations and forms the foundation for accomplishing space control, which DOD defines as operations to ensure freedom of action in space for the United States and its allies, and when directed, denying an adversary freedom of action in space.

Satellite improvement is essential to space domination 
MacDonald 9 (Bruce W. “Testimony of Bruce W. MacDonald before the Strategic Forces Subcommittee, House Armed Services Committee.” 111th congress, 1st session) 
Our space assets are exposed and fragile. They can’t run, they can’t hide, and today they can’t defend themselves. One small object traveling at orbital speeds can destroy them. Unless we take proactive measures, all these threats will grow, and we must bear in mind that the U.S. depends more on space than our potential adversaries. If we are not careful, the way we are currently thinking, planning, and investing, our space capabilities may only be available in peacetime, or against non-peer adversaries. We could lose them just when we need them most. At a minimum, we need far greater space situational awareness and space intelligence (SSA/SI) capabilities than today. Responsible officials have been saying this for years, but SSA/SI has never received the priority it deserves. If this fails to change, we can expect more frequent space collisions and growing instability in space.

Improvements/International collaboration necessary
Rose 11 (Frank A., Deputy Assistant Secretary, Bureau of Arms Control, Verification and Compliance, “Panel on Space Situational Awareness” http://rescommunis.wordpress.com/2011/04/18/panel-on-space-situational-awareness/) 

Bringing in high-accuracy data from the SSN would also be a big step forward, particularly for LEO operations, in provid- ing better SSA for the large amounts of orbital debris there. But the space surveillance networks of other major space play- ers—most notably Europe, Russia, and China—would further enhance SSA. And there is potential to bring in research net- works—such as the International Scientific Observing Net- work—which are using very capable systems to study the or- bital debris population. In order to perform their research to detect hard-to-track objects, they must also maintain catalogs of other objects—all data which could be used by satellite op- erators to avoid conjunctions.

Of course, NASA and European Space Agency studies showing very large numbers of objects smaller than can be cur- rently tracked by current space surveillance systems point out the need for even more capable sensors and more effective cor- relation techniques to match observations with objects. Here again, international collaboration could help ensure funding and a robust global view of the near-Earth space environment.

SSA limitations challenge future space hegemony

Turnbull 08 (Wallace R. III, Major and aeronautical engineer, “Beyond Awareness: Moving Towards Comprehensive Space Situational Knowledge”)  

In order to maintain freedom of action in space, the United States must move beyond the present paradigm of awareness and towards one of comprehensive space situational knowledge. In a future where US space hegemony may be contested, it will not be enough to simply know where an object is. The United States will need to know what the object is, whose it is, what it can do, and even its intentions. Imagine if an Army commander’s intelligence officer gave him a map of the battlefield showing the location of everything that looked like a vehicle but the map didn’t distinguish between trucks and tanks, moving and stationary, or friendly and enemy vehicles. Such a map would be virtually useless to the commander. Yet, in many ways, that is what the US provides to its military commanders vis-à-vis the space battlefield.

The inability of the United States to provide comprehensive knowledge of the space environment to its military commanders provides freedom of action to those who would challenge US space superiority. This situation will continue to worsen as the rapid miniaturization of space systems exposes the vulnerabilities of US SSA capabilities. A survey of Air Force strategic planning documents reveals that this future threat environment is not well defined, which has led to inadequate planning and a resultant capability gap.13 The remainder of this paper provides a framework for addressing this SSA capability gap by examining the counterspace environment in 2030 and likely future threats to US space systems.

Current SSA tech prevents proper tracking 

Turnbull 08 (Wallace R. III, Major and aeronautical engineer, “Beyond Awareness: Moving Towards Comprehensive Space Situational Knowledge”)  

In order to forecast what technologies the United States will need to possess to provide comprehensive space knowledge in 2030, one must first understand the capabilities and limitations of both current and planned SSA systems. The current SSA system is a confederation of systems collectively referred to as the Space Surveillance Network.100 The SSN is comprised of a network of 28 ground-based radar and optical sensors and one space-based sensor (reference Appendix B).101 The SSN sensors observe man-made objects as they traverse through space and collect data that is then used to triangulate each object’s orbital path, allowing the object’s future position to be predicted.102 This process is called space surveillance, the end result of which is a database of tracked objects known as the space catalog.

According to US Strategic Command (USSTRATCOM), the current space catalog tracks about 17,000 man-made objects 10 cm diameter or larger.103 Because of sensor limitations, objects are not continuously observed. Instead, the SSN uses the computed orbit to predict an object’s future position then periodically spot checks it.104 Due to sensor availability, high interest objects such as active spacecraft are spot checked more frequently than lower interest objects such as debris.105 This means that an object that unexpectedly moves between spot checks, and is thus no longer where it was predicted to be, might be lost by the SSN. This behavior could be exploited for counterspace purposes; for example, by an ASAT that masqueraded as space debris before moving into position. This operations concept is consistent with the SSN’s historical space surveillance role of monitoring space debris for collision avoidance but it may have grave consequences in a contested space environment.

In addition to the constraints created by the spot check operational concept, the SSN is also constrained by the size of object it can detect. Current estimates are that the SSN tracks most objects larger than 5 cm diameter in low Earth orbit and about 1 m diameter in geosynchronous orbit, though, under certain conditions, some systems can track smaller objects.106 Objects in LEO are usually tracked by radar systems, some of which are able to detect objects less than 1 cm diameter at low altitudes though most objects this size are not tracked.107 For a number of reasons, such as range and Doppler effects, objects in GEO are usually tracked by optical sensors, though some radars have GEO tracking capability.108 Some optical systems have demonstrated the ability to track objects as small as 10 cm in GEO, though in order to track GEO objects, ground-based telescopes must operate at night and are obviously limited by weather, placing further constraints on SSN capabilities.109 Many of the picosats in development today are 10 cm or less in diameter and under normal conditions would probably be undetectable by the current SSN when operating in geosynchronous orbits.110 Proposed femtosat designs would be undetectable at much lower altitudes and might be able to operate undetected in the LEO regime.

Current SSA faces challenges

Turnbull 08 (Wallace R. III, Major and aeronautical engineer, “Beyond Awareness: Moving Towards Comprehensive Space Situational Knowledge”)  

While current picosat designs and proposed femtosat designs would stress the detection capabilities of the SSN, spacecraft builders could decrease the chances of detection even further by taking active steps to reduce the radar and optical reflectivity of their spacecraft to create stealth satellites. The United States researched this concept in the 1970s and the project reports are now declassified.111 In 1994, the US Patent Office issued a patent for a similar concept called Satellite Signature Suppression Shield.112 More recently, Dr. Stuart Eves of the University of Surrey discussed means for detection avoidance, which included use of picosats.113

In addition to hiding the spacecraft, adversaries might also attempt to hide the launch, a process that is easier with smaller spacecraft. A cancelled DARPA program would have investigated the possibility of using modified air-to-air missiles to covertly launch nanosats on- demand.114 Very small satellites combined with signature suppression and possible covert launch would seriously challenge US SSA capabilities.

Current SSA faces challenges from ASATS 
Turnbull 08 (Wallace R. III, Major and aeronautical engineer, “Beyond Awareness: Moving Towards Comprehensive Space Situational Knowledge”)  

For the foreseeable future, would-be ASAT builders will have an advantage over surveillance and awareness systems. As discussed, satellite builders have or will have the technological means to rapidly develop increasingly small satellites at decreasing costs. Space surveillance and awareness systems, on the other hand, have long multi-year development timelines and high price tags, which means they cannot be recapitalized as often. The probable result is a gap in SSA capability that exposes US space systems to covert ASAT threats.

Because of the vulnerability of US space systems to ASAT attack, there has recently been a renewed emphasis on defensive counterspace (DCS) capabilities. The Air Force Research Laboratory (AFRL), for example, has proposed concepts such as bodyguard satellites to safeguard key systems by intercepting would-be attackers.120 Such concepts are limited, however, by the challenging physics of an attack in space. It might be possible for the defender to intercept an ASAT but, in order to do this, the defender must know that the ASAT is there in time to respond to it. This could be done if the ASAT approached slowly, perhaps to inspect the target, but would be very difficult for an attacker that approached from a crossing orbit.121

Given these challenges, it is unlikely that the United States can achieve more than a modicum of defensive capability by 2030. While new satellites could be designed with defensive systems, satellites currently in development or already in orbit lack this capability. Guardian satellites may provide a limited measure of defense and are worth pursuing, but the attacker will always have the advantage. In the absence of a robust defensive capability, the United States must continue to depend, as it always has, on deterrence to protect its freedom of action in space.

Credible threat necessary for deterrence

Turnbull 08 (Wallace R. III, Major and aeronautical engineer, “Beyond Awareness: Moving Towards Comprehensive Space Situational Knowledge”)  

The US National Space Policy states that the “United States will: preserve its...freedom of action in space; dissuade or deter others from either impeding those rights...[and] take those actions necessary to protect its space capabilities.”122 In order for this policy of deterrence to succeed, would-be attackers must believe that their actions will be detected and accurately attributed, for without such knowledge, the United States cannot project a credible deterrent threat. However, in a future environment where an adversary can field ASAT space systems that are undetectable, this deterrent power is negated allowing the adversary to act with impunity. As Mark Berkowitz, former Assistant Deputy Under Secretary of Defense for Space Policy has noted, this SSA capability gap constrains both “policy and operational responses.”

Enhanced SSA key to space deterrence

Turnbull 08 (Wallace R. III, Major and aeronautical engineer, “Beyond Awareness: Moving Towards Comprehensive Space Situational Knowledge”)  

One way to address the need for deterrence is to build a space knowledge architecture that enables attribution. By being able to answer the questions “What happened?” and “Who did it?” an attribution architecture lifts constraints and provides national leaders with the option to respond.124 As Gen Kevin Chilton, then Commander, AFSPC, emphasized in a 2007 speech, “None of the things we’ve been able to do as a nation...could be brought to bear without attribution, and attribution is absolutely key.”125 A second benefit of an attribution architecture is that it provides options to US leaders concerning the need to weaponize space. As Theresa Hitchens at the Center for Defense Information has said, “the American body politic is deeply divided over the wisdom of making space warfare a part of the national military strategy.”126 By enabling deterrence, an attribution architecture provides time to continue the debate.

International collaboration 

Sharing SSA amongst all sectors results in better capabilities 

Rose 2010


Frank A., Deputy Assistant Secretary Bureau of Arms Control, Verification and Compliance U.S. Department of State National Defense University’s Conference on Securing Space Assets for Peace and Future Conflict Fort McNair, Washington, DC, 11-30-10, http://www.ndu.edu/CTNSP/docUploaded/TFX_Space%20Security%20Conference%20Summary_Nov2010.pdf

International cooperation is also necessary to ensure that we have robust situational awareness of the space environment. No one nation has the resources or geography necessary to precisely track every space object. The National Space Policy implicitly recognizes this fact and thus directs us to collaborate with other nations, the private sector, and intergovernmental organizations to improve our space situational awareness – specifically, to improve our shared ability to rapidly detect, warn of, characterize, and attribute natural and man-made disturbances to space systems. An example of our efforts to cooperate in the area of space situational awareness is our collaboration with Europe as they develop their own space situational awareness, or SSA system. The State Department, in collaboration with Department of Defense, is currently engaged in technical exchanges with experts from the European Space Agency, European Union, and individual ESA and EU Member States to ensure interoperability between our two SSA systems. Looking ahead, State and DoD also see opportunities for cooperation on SSA with our allies and partners in the Asia-Pacific and other regions. 

Improvements/International collaboration necessary
Rose 11 (Frank A., Deputy Assistant Secretary, Bureau of Arms Control, Verification and Compliance, “Panel on Space Situational Awareness” http://rescommunis.wordpress.com/2011/04/18/panel-on-space-situational-awareness/) 

Bringing in high-accuracy data from the SSN would also be a big step forward, particularly for LEO operations, in provid- ing better SSA for the large amounts of orbital debris there. But the space surveillance networks of other major space play- ers—most notably Europe, Russia, and China—would further enhance SSA. And there is potential to bring in research net- works—such as the International Scientific Observing Net- work—which are using very capable systems to study the or- bital debris population. In order to perform their research to detect hard-to-track objects, they must also maintain catalogs of other objects—all data which could be used by satellite op- erators to avoid conjunctions.

Of course, NASA and European Space Agency studies showing very large numbers of objects smaller than can be cur- rently tracked by current space surveillance systems point out the need for even more capable sensors and more effective cor- relation techniques to match observations with objects. Here again, international collaboration could help ensure funding and a robust global view of the near-Earth space environment.
International Cooperation key- commander of U.S. Strategic Command's Joint Functional Component Command for Space
Shafra 11 (Maj. Stacie, 14th Air Force Public Affairs, “JFCC-Space commander highlights need for improved space situational awareness,” http://www.stratcom.mil/news/2011/221/JFCC-Space_commander_highlights_need_for_improved_space_situational_awareness/) 

VANDENBERG AIR FORCE BASE, Calif. -- Lt. Gen. Susan Helms, commander of U.S. Strategic Command's Joint Functional Component Command for Space, returned Feb. 1, from a two-day trip to Tel-Aviv, Israel, that included a keynote speech and meetings with Israeli military leaders.

Delivering a speech at the Sixth Annual Ilan Ramon International Space Conference, held at the Fisher Institute for Air and Space Strategic Studies, General Helms emphasized the need for partnerships that improve space situational awareness capabilities. This conference brought the space community together to discuss technologies, programs and strategies with representatives from around the world.

As the commander of JFCC-Space, General Helms is responsible for executing continuous, integrated space operations to deliver theater and global effects in support of national and combatant commander objectives.

Maintaining effective space situational awareness, or SSA, is vital to U.S. national interest.

A segment of SSA is tracking, cataloging and screening objects in space, which helps prevent collisions or debris-caused damage. However, with more than 60 nations operating in space, it has become a congested, contested and competitive domain.

The Joint Space Operations Center, located here, is one of JFCC-Space's operations centers. The JSpOC provides operational employment of worldwide joint space forces and enables the JFCC-Space commander to integrate space power into global military operations. On a daily basis it also performs satellite screenings on approximately 1,100 active satellites to mitigate the danger of these satellites colliding with the more than 22,000 trackable objects currently orbiting in space.

The framework to strengthen SSA, said General Helms, is found in the new National Space Policy, released by President Barack Obama last summer. A key element to the policy is international cooperation.

"We must partner with other nations and enterprises to achieve mutually beneficial goals and at the top of our priorities is the development of comprehensive SSA," she said. "The National Space Policy encourages international cooperation and in pursuit of this goal we will surely break new ground."

Among the reasons why this is important, explained General Helms, is that better SSA allows those who operate in space to make more fully informed and therefore safer decisions, while also removing the mistrust and misperceptions that can lead to mishaps and misunderstandings.

The National Space Policy acknowledges that no single nation has the resources or geography to precisely track every object in space.

"It directs us to collaborate with other nations, the private sector and intergovernmental organizations to improve our space situational awareness - specifically to enhance our shared ability to rapidly detect, warn of, characterize and attribute natural and man-made disturbances to space systems," said General Helms. "There are many technical and operational details that have to be worked out before we at JFCC-Space could begin incorporating data from allies and partners, but we are definitely moving in that direction."

A2: Squo Solves

Kelso 10 (Dr. T.S., Senior Research Astrodynamicist Center for Space Standards and Innovation Colorado Springs, Colorado, “How International Collaboration Is Improving Space Situational Awareness, http://www.agi.com/downloads/resources/user-resources/space-data-center/how-international-collaboration-is-improving-space-situtional-awareness.pdf) 
The establishment of the international data center in such a short period of time is a great step forward in developing a global network of satellite operators working together to reduce the risk of on-orbit collisions. But much work remains to be done to bring in other satellite operators into the system. After all, the more operators that participate in such a system, the more benefit will be seen by all.
Bringing in high-accuracy data from the SSN would also be a big step forward, particularly for LEO operations, in provid- ing better SSA for the large amounts of orbital debris there. But the space surveillance networks of other major space play- ers—most notably Europe, Russia, and China—would further enhance SSA. And there is potential to bring in research net- works—such as the International Scientific Observing Net- work—which are using very capable systems to study the or- bital debris population. In order to perform their research to detect hard-to-track objects, they must also maintain catalogs of other objects—all data which could be used by satellite op- erators to avoid conjunctions.

A2: Won’t Share

Data sharing good/plausible 
Kelso 10 (Dr. T.S., Senior Research Astrodynamicist Center for Space Standards and Innovation Colorado Springs, Colorado, “How International Collaboration Is Improving Space Situational Awareness, http://www.agi.com/downloads/resources/user-resources/space-data-center/how-international-collaboration-is-improving-space-situtional-awareness.pdf) 
Not only does this approach provide improved SSA for sat- ellite operators and support more efficient decision making, it could be used by the Joint Space Operations Center (JSpOC) at Vandenberg AFB, California to improve their SSA, too. Instead of having to dedicate additional resources to closely tracking and recovering maneuvering satellites, the JSpOC could simply use the SSN to verify reported orbits periodically, freeing up SSN resources for tracking noncooperative objects. If prob- lems were detected during verification of certain satellite orbits, the JSpOC would simply fall back to the standard noncoopera- tive tracking approach.
Of course, to encourage maximum participation by satel- lite operators in such a data sharing arrangement, the US must be willing to reciprocate by sharing the best available orbital data they have on as many objects as possible. That means US data policy should be changed to support the release of high-accuracy orbital data. Given that over 95 percent of the 20,000 objects currently tracked by the SSN are dead satellites or debris and less than one percent are operational US Depart- ment of Defense or intelligence satellites, why would the US not want to share this data if it meant helping to avoid a repeat of the Iridium 33 collision with Cosmos 2251—a dead Russian communications satellite. Sharing this data with the satellite operators would also allow the operators to perform their own conjunction screenings, reducing the need for the JSpOC to take on that task for them. Having more accurate orbital data would significantly re- duce the number of false alarms, which currently undermine operator confidence in conjunction assessments. An order of magnitude improvement in accuracy reduces the threat volume by a factor of 1,000 and makes the collision avoidance problem far more manageable. Even if there were a problem with releasing the entire high- accuracy catalog to the public, allowing it to be used by the international data center for screening close approaches—and only releasing orbital data to satellite operators for individual conjunction events involving their satellites—would go a long way toward reducing the risk of another collision in orbit.

**DAs

Politics

2AC- Link turn 

Link turn

Clark 11 (Colin, editor of defense issues for AOL news, “C.A> ‘Dutch’ Ruppersberger Pushes For Billion-Dollar Missile Defense Satellite,” http://www.huffingtonpost.com/2011/05/04/dutch-ruppersberger-billion-dollar-missile-defense-satellite_n_857740.html) 

A powerful House Democrat announced Wednesday that he will fight for a billion dollar-plus space tracking system for missile defense, despite the fact that Republican lawmakers have dropped funding for the system from the defense policy bill. Rep. C. A. "Dutch" Ruppersberger (D-Md.), the top Democrat on the House Permanent Select Intelligence Committee who also sits on the House Armed Services Subcommittee on Strategic Forces, said he will push for an additional $168 million in the defense policy bill to cover costs of the Precision Tracking and Surveillance Satellites (PTSS). During a House Armed Services strategic forces subcommittee hearing today, Ruppersberger told his colleagues they were pursuing the "wrong course of action," pointing to China's strong support for space exploration and technologies as one reason to fund the satellite program.The other reason the U.S. needs the satellites, he argued, is that the country must improve its knowledge of space objects and their locations, or "space situational awareness." After the Chinese used a missile to destroy one of their satellites in January 2007, President Bush made space situational awareness a top administration space priority.

Space Mil

2AC- Space Mi DA

Ground-based dominance should’ve triggered the link

Lambakis ’02 – senior defense analyst at the National Institute for Public Policy and the author of On the Edge of Earth: The Future of American Spacepower (Steven, “Putting Military Uses of Space in Context,” Future Security in Space: Commercial, Military, and Arms Control Trade-Offs, Center for Nonproliferation Studies, kms1.isn.ethz.ch/serviceengine/Files/ISN/38949/.../06_Lambakis.pdf)

States, of course, have many incentives to start a weapons program, (not just reacting to what Washington does). So we can't ignore unique national security requirements. I would also observe that there is no evidence that unique capabilities residing in U.S. stealth bombers and fighters, its aircraft carriers, advanced satellites, and superior land power forces have sparked in-kind arms racing, although governments do seek ways to counter U.S. superiority in less direct, unconventional ways. The rise of American aircraft carriers did not spark hell-bent arms racing for carriers. The appearance of U.S. stealth planes, and specialized advanced satellites, did not turn the world upside down, with adversaries focused single-mindedly on matching the United States in these areas. Why do we presume that other states will not jump to space simply to counter the operational advantages the United States currently enjoys there? History tells us that this is what will happen. States will not need the incentive of an American ASAT program to do so.

No impact—countries won’t perceive the US as being offensive

Dolman ’05 – Associate Professor of Comparative Military Studies at the U.S. Air Force's School of Advanced Air and Space Studies (SAASS) (Everett C, “US Military Transformation and Weapons in Space,” September 14, E-Parliament Conference on Space Security. Washington, D.C., http://www.e-parl.net/pages/space_hearing_images/ConfPaper%20Dolman%20US%20Military%20Transform%20%26%20Space.pdf)

Hence, the argument that the unilateral deployment of space weapons will precipitate a disastrous arms race is misplaced. To be sure, space weapons are offensive by their very nature. They deter violence by the omnipresent threat of precise, measured, and unstoppable retaliation. They offer no advantage if the target set considered is not global. But they also offer no advantage in the mission of territorial occupation. As such, they are far less threatening to the international environment than any combination of weapons employed in their stead. A state employing offensive deterrence through space-weapons can punish a transgressor state, but is in a poor position to challenge its sovereignty. The transgressor state is less likely to succumb to the security dilemma if it perceives its national survival is not at risk. Moreover, the tremendous expense of space weapons inhibits their indiscriminate use. Over time, the world of sovereign states will recognize that the US does not threaten self-determination internally, though it challenges any attempts to intervene militarily in the politics of others, and has severely restricted its own capacity to do so.

The US lead ensures it prevents any arms races

Dolman ’05 – Associate Professor of Comparative Military Studies at the U.S. Air Force's School of Advanced Air and Space Studies (SAASS) (Everett C, “US Military Transformation and Weapons in Space,” September 14, E-Parliament Conference on Space Security. Washington, D.C., http://www.e-parl.net/pages/space_hearing_images/ConfPaper%20Dolman%20US%20Military%20Transform%20%26%20Space.pdf)
And America would respond -- finally. But would another state? If America were to weaponize space today, it is unlikely that any other state or group of states would find it rational to counter in kind. The entry cost to provide the infrastructure necessary is too high; hundreds of billions of dollars, at minimum. The years of investment it would take to achieve a minimal counter-force capability -- essentially from scratch -- would provide more than ample time for the US to entrench itself in space, and readily counter preliminary efforts to displace it. The tremendous effort in time and resources would be worse than wasted. Most states, if not all, would opt not to counter US deployments in kind. They might oppose US interests with asymmetric balancing, depending on how aggressively America uses its new power, but the likelihood of a hemorrhaging arms race in space should the US deploy weapons there -- at least for the next few years -- is extremely remote.

US lead prevents an arms race

Dolman ’05 – Associate Professor of Comparative Military Studies at the U.S. Air Force's School of Advanced Air and Space Studies (SAASS) (Everett C, “Strategy Lost: Taking the Middle Road to Nowhere,” Winter, The High Frontier, Vol. 3, No. 1, http://www.afspc.af.mil/shared/media/document/AFD-061128-043.pdf)

Common to all hedging strategy proponents is the fear that placing weapons in space will spur a new arms race. Unfortunately, such a strategy increases the likelihood of a space arms race if and when space weapons are ultimately deployed, as the only plausible response by the US would be to at least match the opposing capabilities. This dithering approach blatantly ignores the current real world situation. At present, the US has no peer competitors in space. For the US to refrain from weaponizing until another state proves the capacity to challenge it allows for potential enemies to catch up to American capabilities. At a minimum, there is no risk for potential peer competitors to try. On the other hand, should the US reject the hedging strategy and unilaterally deploy weapons in space, other states may rationally decide not to compete. The cost of entry will simply be too great; the probability of failure palpable. In other words, the fear of an arms race in space, the most powerful argument in favor of the hedging plan, is most likely if the US follows its counsel.

LEO dominance checks arms races

Dolman ’06 – Associate Professor of Comparative Military Studies at the U.S. Air Force's School of Advanced Air and Space Studies (SAASS) (Everett C, “U.S. Military Transformation and Weapons in Space,” Winter-Spring, SAIS Review, XXVI, No. 1, muse.jhu.edu/journals/sais_review/v026/26.1dolman.pdf)
Seizing the initiative and securing low-Earth orbit now, while the United States is unchallenged in space, would do much to stabilize the international system and prevent an arms race in space. The enhanced ability to deny any attempt by another nation to place military assets in space and to readily engage and destroy terrestrial anti-satellite capacity would make the possibility of large-scale space war or military space races less likely, not more. Why would a state expend the effort to compete in space with a superpower that has the extraordinary advantage of holding securely the highest ground at the top of the gravity well? So long as the controlling state demonstrates a capacity and a will to use force to defend its position, in effect expending a small amount of violence as needed to prevent a greater conflagration in the future, the likelihood of a future war in space is remote.

US dominance makes it less attractive to engage in an arms race

Institute for Foreign Policy Analysis ’06 (“Independent Working Group on Missile Defense, the Space Relationship, and the Twenty-First Century, 2007 Report,” August 28, http://www.ifpa.org/pdf/IWG2009.pdf)

Indeed, far from producing a costly and deadly arms race, the deployment of a robust, global, space-based missile defense is likely to make it more expensive, and therefore less attractive, for other states to build missiles or to engage in regional arms races based on the deployment of missiles. There is no empirical or historical basis for the contention that such an effort will lead other states to step up their missile-related programs, leading to an escalating race to deploy missiles designed to overcome whatever missile defense is deployed by the United States. In fact, following the ABM Treaty in the 1970s, the Soviet Union nevertheless deployed large numbers of advanced missile systems, negating the logic that the ABM Treaty reduced the incentive or need to deploy new generations of missiles designed to defeat deployed missile defenses. The ABM Treaty codified a strategic relationship of mutual vulnerability in which the Soviet Union nevertheless built large numbers of additional intercontinental ballistic missiles and nuclear warheads whose purpose was to increase U.S., not mutual, vulnerability – and to assure that, in the event of nuclear war, the Soviet Union would have had strategic superiority.

Spending

Multiple random defensive arguments.

AWTS 2006

Aviation Week and Space Technology, quoting Chilton, Air Force Space Command General/Commander, What’s Up There?, EBSCO

"It really doesn't take a lot of money," though, Chilton says. "I think we [can] make focused investments in technology, [by] taking a look at what we have out there today, and how we can use the available information better. We'll work hard to make sure we adjust fire on our investments" in hardware, communication networks and SSA-skilled people. The nascent Space-Based Space Surveillance (SBSS) system will gather valuable information about objects in geostationary orbit, when it's available, he notes. A critical design review for the SBSS Pathfinder satellite is scheduled for sometime in November, and all flight hardware is now under contract or being fabricated, according to Lt. Col. Steven W. Nessmiller, the command's SBSS program manager. Pathfinder is scheduled to launch in 2008, with an initial operational capability to follow 60 days later. Protecting a still-vulnerable military, civil and commercial space infrastructure has been a chronic, growing concern of USAF's space leaders for decades. Chilton is no different from his predecessors on this score, but he feels the nation is now at a "tipping point," where the SSA foundation of his counterspace mission can wait no longer. "The technology and capabilities required to [rendezvous with] another satellite and do something to it exists in multiple countries [worldwide]," he observes. "[My main] focus is: You can't do anything until you have [space] situational awareness of what's going on. That's step one." Only then can space troops consider their options for responding. 

Turn- SSA is pivotal to the economy

a. GPS and Communication satellites

Rupanovic 06 (Richard A, Major, USAF, “Providing Near-Term, Combat Effective Space Situational Awareness)


Space is not only critical to successful military operations, but to the health of the US economy as well. Few people in the public have an appreciation of the extent to which they depend on space capabilities. Communications satellites form the backbone of the current global information age. GPS timing signals ensure synchronization of everything from cell phone calls to credit card purchases.5Weather data provides storm warnings, allowing us to minimize damage, and environmental observations enable efficient use of our natural resources. Space capabilities have become, to borrow a phrase from BGen Worden and Lt Col France, an “economic pivot point,” vital to the security of our country.6
b. Private and public investors

CPI 2010 (Computational Physics Inc., “Space Situational Awareness,” Last updated in 2010, http://www.cpi.com/capabilities/ssa.html) 

The overall objective of space situational awareness (SSA) is to know the location of every object orbiting the Earth, to know why it is there, what it is doing now, and predict what it will be doing in the future. It is the ability to track and understand what exactly is in orbit from either space or from the ground. This capability is needed to protect the extensive U.S. investment in space assets for weather, reconnaissance, navigation, and communications. These systems represent hundreds of billions of dollars worth of public and private investment and play a key role in the national economy, U.S. prosperity, and wealth creation

***Counterplans

A/T-reimburse

Chow 2010

Tiffany, SSA Sharing Program: SWF Issue Brief, SWF Research Assistant, http://swfound.org/media/6572/swf%20issue%20brief%20-%20ssa%20sharing%20program%20with%20execsum%20-%20final.pdf

Additionally, the SSA Sharing Program, which is currently provided free‐of‐charge to users, comes at a price to the United States, albeit fairly small given the benefit. Given current budget pressures, some wonder if this unilateral initiative is cost‐effective and/or worthwhile. According to legislation, the United States could charge for these SSA services to replenish the same DoD accounts that support the program,58 but it has not yet chosen to do so. If a fee was instituted as a means of financing the program, it could dis‐incentivize users from relying on it, especially if the fee was assessed on U.S.‐based users whose taxes currently finance the program. They may prefer to use an alternative source of SSA information instead. Since SSA Sharing Program partners provide data on their space assets to the United States as part of the agreement, their defection from the program could harm the quantity and quality of data available to the United States.

ADV. CPs

Arms Control Treaty (China Mil)

Kyl 7 [“China’s Anti-Satellite Weapons and American National Security” Heritage Foundation, January 29, 2007 Jon,  member of the U.S. Senate] hn

But even if arms control advocates are correct that the Chinese earnestly want to negotiate an arms control treaty for space, we should be highly skeptical of an arms control–first approach. As I already noted, space has long been militarized. Nations will neither un-invent capabilities nor be able to stop future technology. Attempts to “rebottle the genie” through treaties have a dismal history. The 1899 Hague Convention, for example, tried to keep the air free from weapons by banning the “launching of projectiles and explosives from balloons.”7 That effort failed because the strategic advantages of operating in the air overwhelmed the moral arguments against doing so. In 1928, the world even tried to ban war altogether under the Kellogg–Briand Pact, as you might recall. The pact’s signatories included every major belligerent of the Second World War, which began 11 years later. Even the Nuclear Non-Proliferation Treaty, or NPT, has proven incapable of preventing nations such as Iraq, Iran, and North Korea of walking up to, and over, the nuclear brink. If anything, the treaty has encouraged responsible nations to sit by complacently while their more ambitious or ruthless neighbors go nuclear. A space weapons ban would likely have the same effect. Another important argument here is that arms control would itself be dangerous. During negotiations, advocates would argue that we can’t take any steps to defend ourselves. All the while, China will continue to develop its programs. This is a paradox that I will discuss in more detail later. Once signed, the treaty could lull us into a false sense of security. Like so many other similar treaties, you don’t need it for the countries who would comply, and it will be of no use for those who will cheat. Perhaps most important, a ban on anti-satellite weapons would be unverifiable. There has been quite a bit of work done on this. The recent Chinese test illustrates the point. Are we going to propose a ban on medium-range ballistic missiles like the one that carried China’s interceptor? Will we require comprehensive inspection of every payload prior to launch? These are clearly nonstarters. Even intrusive, comprehensive inspections of payloads would fail to address concerns over ground-based lasers, signal jammers, and other anti-satellite capabilities that never have to be launched at all. The Chinese are interesting in their discussion of their own program. They continually emphasize the deception that would continue to be a problem. To quote just one of them, Colonel Jia Junming, in the 2005 book On Space Operations, urges: “[Our future space weapons program] should be low profile and intense internally but relaxed in external appearance to maintain our good international image and position.”8 Finally, assuaging Chinese insecurities would require putting either our missile defenses or our conventional military superiority on the table for negotiation. Some might consider this an acceptable price to pay, but I would argue it is far too much to give for an agreement of inherently dubious value. 

***Negative***

**Europe DA

Europe DA 1NC

a) EU pursuing independent space policy now

Stone 11

Christopher, Collective assurance vs. independence in national space policies, May 16 2011, Space Review, Space policy analyst and strategist, http://www.thespacereview.com/article/1843/1

Rather than using language like “collective assurance”, “collective self-defense”, and “interdependence”, and emphasizing a policy of reliance of foreign space capabilities, Europe is pursuing a course of “independence” and “increased European capability” to achieve excellence and increased status for the advancement of European space efforts. In addition, unlike US policy, the European policy omits arms control and “risk sharing among… international partnerships.” This poses some concern for many US space policy makers and influencers. It demonstrates that despite all the writings about how Europe decided on this course because of the 2006 policy, there really is no reason for the EU to pursue a counter to the United States’ vision for collective assurance in space, unless the Europeans wanted to pursue this policy of independence of their own free will. In fact, it seems the Europeans have written a policy similar to the 2006 US policy they rejected internationally, not the 2010 exposition they supported with equal vigor.

As the US current space policy notes, every nation has the right to access and use space. Each nation has the right to develop its own nationally-focused “unilateral” space policies that serve to advance their vital interests in security, prestige, and wealth as the baseline for any international cooperation they choose to support. Failure to invest in bold, ambitious space efforts with a national tone (in all sectors) in space will not only hurt the US space industry, but will harm our nation’s ability to advance its global interests in space, impact our traditional vital interests of independence and achievement, and threaten the very preeminence that we have labored so hard to achieve over the past fifty years. If our goal is the advancement of a global exploration program in space, then fine, but the US needs to observe that other nations and partnerships such as the EU and Russia appear to be taking an alternate path toward increased domestic space capabilities and expanded infrastructure for national interests. They are pressing ahead with their goals to step into the vacuum of leadership that the US is allowing through the shutdown of US programs, abandoning capabilities, and allowing the loss of large numbers of skilled space workers. Our next space policy and strategy, while including international efforts of mutual benefit, should focus on advancing American capability and enable a long range strategy for exploration and enhanced military capabilities in space, just as our friends the Europeans are pursuing.

b) Poor US cooperation key to independent EU SSA

Armor 2008

James B., The Air Force’s Other Blind Spot, The Space Review, September 15th 2008, James B. Armor, Jr., retired as a major general from the US Air Force in January 2008, where his last position was as Director of the National Security Space Office (NSSO) in the Office of the Under Secretary of the Air Force, Washington, DC. His 34-year Air Force space career included assignments as Director, Signals Intelligence (SIGINT) Systems Acquisition and Operations at the National Reconnaissance Office (NRO); Vice Commander of the Warner Robins Air Logistics Center at Robins AFB, Georgia; and Program Director of the NAVSTAR Global Positioning System (GPS) at Los Angeles Air Force Base, California. He was qualified as a DoD Space Shuttle payload specialist. He is currently Owner and CEO of the Armor Group, LLC of Virginia, an aerospace consultancy specializing in space systems, and serves on several boards including Integral Systems, Inc. of Maryland and NAVSYS Corporation of Colorado. He is also Senior Advisor to the Space Business Area of JHU/Applied Physics Laboratory, and Visiting Scientist to CMU/Software Engineering Institute. http://www.thespacereview.com/article/1213/1

But all that said, and despite Air Force protestations that air and space are a seamless “aerospace” medium, USAF priorities for space are clearly lower than for air superiority. Getting past the shortfall in overall Air Force resources, the space doctrine of the USAF has been primarily to support terrestrial operations, precision strike in particular. There is nothing inherently wrong with space support to terrestrial operations—in fact, it’s a clear asymmetric advantage—but it has had the effect of neglecting the space superiority mission. Although the Air Force has some extraordinary localized space surveillance capabilities, global space situational awareness (SSA) is barely rudimentary compared with that for the air domain. It can take weeks to find a satellite that changes its orbit, something that is especially important if you are trying to avoid conjunctions (collisions) in the increasingly crowded space domain. Lack of timely characterization of space debris, space weather, and capabilities of foreign satellites and anti-satellite systems is disconcerting at best. Lack of ability to promptly attribute the cause of an incident in space—a satellite that ceases to function, for example—is an invitation to bad behavior by those who know they can’t be traced. Piracy and jamming of commercial satellite communications is already becoming commonplace. Keep in mind 80% of military satellite communication is over commercial satellites.

Also, space operational command and control (C2) is severely outmoded. It has been especially difficult to extricate the space C2 capabilities out of the nuclear C2 system in Cheyenne Mountain for budgetary reasons and Congressional concerns (BRAC related). Fortunately, US Strategic Command’s (STRATCOM’s) Joint Space Operations Center (JSpOC) under 14th Air Force leadership appears to have turned the corner. Furthermore, the JSpOC has made excellent progress in collaborating with the NRO Operations Center (NROC).

Just as troubling given the shortfall in resources for US military space is the lack of initiative in military-to-military relationships with spacefaring friends and allies including NATO, and with commercial interests. Congress had to order the Air Force to share space surveillance data with commercial and foreign entities (CFE), which the USAF does now with considerable reluctance. The failure to engage with European allies to encourage them to make their Galileo system more fully compatible with GPS is infamous. (This was consistent with White House policy at the time, so the Air Force can to some extent be legitimately excused.) Now, in their newly released defense policy, Europeans contemplate the development of their own space surveillance network since, again in part, they cannot rely on SSA support from the US. They also envision enhanced space support capabilities and an independent European space C2 infrastructure.

c) EU dependence kills econ-market share

Skaar 2007

Rolf, STIMULATING AND SUSTAINING TECHNOLOGY INNOVATION IN THE SPACE SECTOR, Report 9 December 2007 http://www.espi.or.at/images/stories/dokumente/studies/innovation.pdf Permanent Resident of the Founders at ESPI - the European Space Policy Institute (ESPI), Vienna, Austria, Former head of Norwegian space program

European space industry, for all its most successful space businesses like the Ariane 5 launcher and the communication satellites from Thales Alenia Space and EADS Astrium, are dependent on the use of components only manufactured in the United States, even Galileo depends on the use of U.S. made components. (It needs to be mentioned that Thales Alenia Space has recently put on the market an “International Traffic in Arms Regulations (ITAR) free” communication satellite which is not dependent on any U.S. components. The May 2007 European Space Policy stresses the need for non-dependence from the U.S. for selected critical components. Such non-dependence is deemed essential for the European space programme to be elaborated in full European autonomy, in particular with regard to strategic decisions and systems and with regard to international cooperation. Furthermore European industry will gain better global market penetration with reduced dependence from controlled export components and equipment. It must however be remembered that the best components and technologies are not always for sale. Therefore when discussing stimulating technology innovation for the space sector in Europe, this must support the gradual improvement in non-dependence of critical space components.3 

d) Space key to EU recovery-spin off industry

AYET PUIGARNAU 2011

Jordi, TOWARDS A SPACE STRATEGY FOR THE EUROPEAN UNION THAT BENEFITS ITS CITIZENS, Director of the European Commission April 5 2011 http://register.consilium.europa.eu/pdf/en/11/st08/st08693-ad01.en11.pdf

It is a well documented fact that space exploration generates innovation63. In particular, human exploration is one of the most technologically complex activities and requires innovative solutions to the challenges it poses. Space exploration requires the development of new technologies and products that stimulate industrial innovation; the complexity of space exploration requires pooling of resources and capacities, which in turn generate new forms of economic cooperation and activities that create new jobs. The innovation generated by space exploration activities can be used to address societal challenges and result in spin offs in fields such as intelligent energy, waste and water recycling, health prevention and monitoring, and environmental control. All of this is of critical importance during these times of economic crisis. By not engaging in space exploration, the EU will deprive itself of an important tool to stimulate short term economic recovery and to build a more robust industrial development in the long term. The EU will forgo a key instrument to improve Europe’s global economic competitive position. 

e) EU recovery solves protectionism

Das 2011

Satyajit, The European Debt Crisis Part 3, international expert in financial derivatives with 25 years experience in the markets. He has worked on both the sell and buy sides of the derivatives business: for banks such as Citicorp Investment Bank and Merrill Lynch; and for clients, as Treasurer of the TNT Group. He now consults with banks and corporations and presents seminars on derivatives worldwide. His highly-regarded financial reference books include Swaps and Financial Derivatives, 3e, Structured Products and Hybrid Securities, 2e; and Credit Derivatives, CDOs and Structured Credit Products. He is also co-author of In Search of the Pangolin: The Accidental Eco-Tourist http://www.eurointelligence.com/article/article/the-european-debt-crisis-part-3.html?L=0&tx_ttnews[backPid]=556&cHash=2ec31f161f5ed358d10dfc0b81e4da0a

A continuation of the European debt problems, especially restructuring or default of sovereign debt, would severely disrupt financial markets. Losses would create concerns about the solvency of banks, in particular European banks. In a repeat of the events of September 2008 (when Lehman Brothers filed for bankruptcy protection and AIG almost collapsed) and April/ May 2010 (prior to the bailout of Greece), money markets could seize up, as trust about the ability of parties to perform contracts evaporated. In turn, this volatility would feed through into the real economy, undermining the weak recovery. 

Unless resolved, the European debt problems will affect currency markets and through that channel the global economy. Any breakdown in the Euro, such as the withdrawal of defaulting countries or change in the mechanism, would result in a sharp fall in the new currencies. In turn, this would, in the first instance, result in large losses to holders of debt of those countries from the devaluation. 

Depending on the new arrangements, the US dollar would appreciate abbreviating the nascent American recovery. This may compound existing global imbalances and trigger further American action to weaken the dollar. Further rounds of quantitative easing are possible, setting off inflation and de-stabilising, large scale capital flows into emerging markets. In turn, the risk of protectionism, full-scale currency and trade wars would increase. A breakup of the Euro would adversely affect Germany, which has been growing strongly. A return to the Deutschemark or, more realistically, an Euro without the peripheral countries may result in a sharp appreciation of the currency, reducing German export competitiveness. 

f) Protectionism causes escalatory war at all major flashpoints

Patrick 2009

Stewart, Protecting Free Trade, 3-13-2009, The National Interest, senior fellow and director of the Program on International Institutions and Global Governance at the Council on Foreign Relations, http://nationalinterest.org/article/protecting-free-trade-3060?page=1


Open economic warfare poisoned the diplomatic climate and exacerbated great power rivalries, raising, in Hull's view, "constant temptation to use force, or threat of force, to obtain what could have been got through normal processes of trade." Assistant Secretary William Clayton agreed: "Nations which act as enemies in the marketplace cannot long be friends at the council table."

This is what makes growing protectionism and discrimination among the world's major trading powers today so alarming. In 2008 world trade declined for the first time since 1982. And despite their pledges, seventeen G-20 members have adopted significant trade restrictions. "Buy American" provisions in the U.S. stimulus package have been matched by similar measures elsewhere, with the EU ambassador to Washington declaring that "Nobody will take this lying down." Brussels has resumed export subsidies to EU dairy farmers and restricted imports from the United States and China. Meanwhile, India is threatening new tariffs on steel imports and cars; Russia has enacted some thirty new tariffs and export subsidies. In a sign of the global mood, WTO antidumping cases are up 40 percent since last year. Even less blatant forms of economic nationalism, such as banks restricting lending to "safer" domestic companies, risk shutting down global capital flows and exacerbating the current crisis.

If unchecked, such economic nationalism could raise diplomatic tensions among the world's major powers. At particular risk are U.S. relations with China, Washington's most important bilateral interlocutor in the twenty-first century. China has called the "Buy American" provisions "poison"-not exactly how the Obama administration wants to start off the relationship. U.S. Treasury Secretary Timothy Geithner's ill-timed comments about China's currency "manipulation" and his promise of an "aggressive" U.S. response were not especially helpful either, nor is Congress' preoccupation with "unfair" Chinese trade and currency practices. For its part, Beijing has responded to the global slump by rolling back some of the liberalizing reforms introduced over the past thirty years. Such practices, including state subsidies, collide with the spirit and sometimes the law of open trade.

The Obama administration must find common ground with Beijing on a coordinated response, or risk retaliatory protectionism that could severely damage both economies and escalate into political confrontation. A trade war is the last thing the United States needs, given that China holds $1 trillion of our debt and will be critical to solving flashpoints ranging from Iran to North Korea.

In the 1930s, authoritarian great-power governments responded to the global downturn by adopting more nationalistic and aggressive policies. Today, the economic crisis may well fuel rising nationalism and regional assertiveness in emerging countries. Russia is a case in point. Although some predict that the economic crisis will temper Moscow's international ambitions, evidence for such geopolitical modesty is slim to date. Neither the collapse of its stock market nor the decline in oil prices has kept Russia from flexing its muscles from Ukraine to Kyrgyzstan. While some expect the economic crisis to challenge Putin's grip on power, there is no guarantee that Washington will find any successor regime less nationalistic and aggressive.

Europe DA-Econ i/l

EU economy key globally-interconnected banks.

Lomardi 2010

Domenico, What is the next sick economy of Europe?, interviewed by Jason M. Breslow, Lombardi is a senior fellow at Brookings and an expert on the European economy, http://www.pbs.org/newshour/rundown/2010/05/who-is-the-next-sick-economy-of-europe.html

Where might the next major crisis be -- the next 'Greece', if you will?

DOMENICO LOMBARDI: At this moment, the crisis has already become European in full respect. The euro is a global currency. It's the second largest currency in the world after the dollar so whatever happens to the euro has repercussions for all the other economies in the world. 

We see that even in Beijing they are following the European crisis with increasing concern because they have seen their own currency, the renminbi, has been appreciating vis-a-vis the euro in a non-negligible way over the last few weeks. If the European economy does badly, they will be exporting less to Europe, which is really their most important trading partner. Therefore, they might feel less inclined to appreciate their own exchange rate vis-a-vis the dollar, as the Americans have requested several times, not least in the context of the recent high-level meetings they held in Beijing in the beginning of this week. 

What does all this mean for the U.S. and global economy? 

DOMENICO LOMBARDI: This crisis clearly at this stage has spillover effects not just in the euro area but also vis-a-vis third countries, including the U.S. And there are at least a couple of channels through which the U.S. economy may be affected. 

First, there may be a chilling effect in its own banking sector. Americans banks are not directly exposed to Greece. However, they are exposed to other European banks which in turn are exposed to Greece. In the absence of enough information, this may generate a chilling effect and therefore break down transactions in the financial markets even if it's on the other side of the ocean. 

There is also another effect, and that is because the euro is going to stay weak in the near future, European manufacturers will increase their competitiveness in selling their goods abroad and therefore they will be slightly better off than U.S. manufacturers. Clearly this may be a problem for an economy like the U.S., which needs to export more in order to create more jobs. And indeed, President Obama has made increasing exports really one of the goals of his own economic strategy. So all in all, we have seen that by not containing the crisis early enough, the crisis has now spread to the euro area and is threatening the stability of the global economy. 

Europe DA-competititveness i/l

EU funding is key to competitiveness

a) Cross fertilization

AYET PUIGARNAU 2011

Jordi, TOWARDS A SPACE STRATEGY FOR THE EUROPEAN UNION THAT BENEFITS ITS CITIZENS, Director of the European Commission April 5 2011 http://register.consilium.europa.eu/pdf/en/11/st08/st08693-ad01.en11.pdf

There is an added value in terms of innovation and competitiveness for the European economy that space exploration could bring about beyond the space sector itself and which does not fully materialise given the fragmentation of space exploration activities and their isolation from non-space sectors. The EU can help unleash the innovative potential of the European space sector towards other, non-space areas by promoting cross-sectoral fertilisation and synergies and in this way providing a strong multiplier for the investments made. Space exploration touches on many key space technologies of interest to other space subsectors such as launchers, propulsion, remote sensing, telecommunication or navigation systems. If EU does not participate in space exploration, the European industry will fail to maintain and further expand its capabilities in developing technologies that are essential to space and partly also to non-space sectors. Not taking part in large global exploration programmes will impair the competitive positions of the European space industry in the world48. 

b) Aerospace industry

AYET PUIGARNAU 2011

Jordi, TOWARDS A SPACE STRATEGY FOR THE EUROPEAN UNION THAT BENEFITS ITS CITIZENS, Director of the European Commission April 5 2011 http://register.consilium.europa.eu/pdf/en/11/st08/st08693-ad01.en11.pdf

The EU involvement would not only be necessary to aggregate the investment required to fund certain space projects. Above all it would be necessary to aggregate demand for operational systems and space applications that meets public sector needs and ensure the longterm availability of these applications at EU level. An EU involvement would help materialise the full benefits that Space Situational Awareness and space exploration can bring about as a tool contributing to other EU policies (such as innovation and competitiveness, health or environment), in a way that Member States or ESA alone cannot achieve. The EU involvement would be necessary to federate interests and demand of users in different Member States, including where appropriate, to represent them in negotiations at international level.  

c) Brain drain and lab leadership

ASD Eurospace 2009

Space Exploration Research Paper, Committee of Eurospace, the professional organization for the European space industry, http://eurospace.pagesperso-orange.fr/Eurospace%20Position%20Paper%20on%20Space%20Exploration%20Oct_09.pdf

If Europe remains outside a worldwide trend towards large space exploration programmes, it will  naturally not reap any benefits but will even be adversely affected. Probably the European laboratories  could still be involved in scientific experimentations – to a lesser extend and with less influence on the  orientations – but European industries and scientific organisations would definitely be set aside the  large world-coordinated network which will emerge from the international exploration ventures. Such  networking being the basis for endeavours in new fields (energy, environment), our industries and  scientific bodies could be out of the game for such new activities.   It must also be stressed that the international cooperation which is taking shape in the framework of  space exploration will have structuring effects on space industries all around the world. As a matter of  fact, it will provide unique long term perspectives and will stimulate the development of innovative  solutions and technologies to overcome this unprecedented challenge. The European space industry  not being able to take part to this ambitious endeavour would result in a severe competitive  disadvantage. Thus, the participation of Europe to the space exploration initiative is necessary to  ensure its industry a level the playing field with its competitors.  Also, being excluded from an international space exploration programme will have consequences on  European brain drain to other countries. Key to this is the fact that other nations are going forward with  their exploration activities; developing technologies and capabilities essential to non space sectors as  well, which European industry and citizens will be forced to acquire or outsource.

Europe DA-EU Leadership i/l

European SSA solves leadership

a) Space leadership

Rathgeber 2008

Wolfgang, Space Situational Awareness (SSA) for Europe A First Important Step, Research fellow at ESPI, http://www.espi.or.at/images/stories/dokumente/Perspectives/espi%20perspective%2016.pdf

Moreover, a European SSA capability will put Europe in a position to foster international cooperation and to negotiate with other space actors on equal grounds. It will also enable Europe to facilitate the peaceful uses of outer space by independent monitoring of compliance with relevant treaties or agreements. Last but not least, a European SSA system is a precondition for a comprehensive Space Traffic Management (STM) system.2 Right from the beginning, the European SSA system was envisaged as user-driven. This translated into involving different user communities, such as civilian, military, public, private, commercial and scientific ones. The issues of governance and data policy have been considered crucial as well, the latter understood as comprising the rules and procedures for handling and distributing information collected by sensors and manipulated or refined in subsequent system stages, as well as mechanisms to control and enforce compliance with these rules and procedures. Setting up a suitable governance and data policy for the SSA system is a tradeoff process, accounting for different political, economical, security and legal considerations. 

b) Global information infrastructure

Robinson 2011

Jana, Enabling Europe’s key foreign policy objectives via space, ESPI report 30, Resident fellow-European space policy institute

Space systems and services constitute a criti-cal element of the global information infra-structure. Space-based civil, commercial, and military systems help provide communication, environmental, image, position, location, timing, and other important data and services to users. European space capabilities are often of a “dual-use” nature, with defence-related as well as civilian applications. Europe has been increasingly emphasising the use of space systems to enhance security. Security in this context covers not only the military uses of space, but space-based systems for environmental, energy security, crisis man-agement, peacekeeping, civil protection, and other areas.  European space activities are conducted at national, supranational, and multilateral lev-els and the MS are the dominant stake-holders in defence matters. The EU envisions  moving toward more interoperable, coordi-nated space defence capabilities among the relevant entities as envisioned in the Euro-pean Space Policy (ESP). The ESP, described in Chapter 2, recognises space as a strategic asset “contributing to the independence, se-curity and prosperity of Europe and its role in the world”.84  

Europe DA-EU Leadership MPX

Impact list

Robinson 2011

Jana, Enabling Europe’s key foreign policy objectives via space, ESPI report 30, Resident fellow-European space policy institute

A number of objectives identified in table 1 above fall into the category of the EU Internal Security Strategy (ISS) of February 2010.  These include countering terrorism, securing critical infrastructure, reducing cross-border crime, illegal immigration and bolstering bor-der security, fighting organised criminal ac-tivities, and managing humanitarian relief in case of natural disasters93. Current efforts to counterterrorism, for example, are impeded by a number of issues, including sovereignty over territory and airspace, and insufficient sharing of intelligence information. Although the SPASEC report already recognised space as an important element in the fight against terrorism, space applications have not, as yet, been a major contributor to resolving issues related to Europe’s internal security.94

Space-based Earth observation (EO) enables unrestricted observation of areas difficult to access due to political or military factors and can provide evidence of illicit activities. Such images can be analysed by the European Union Satellite Centre (EUSC). EO can offer important intelligence for the European Mari-time Safety Agency (EMSA), the European Agency for the Management of Operational Cooperation at the External Borders (FRONTEX), the European Defence Agency (EDA), and the Situation Centre (SitCen) of the Council Secretariat. This, in turn, trans-lates into support for the EU’s planning and decision-making. Besides the EU agencies, a number of EC Directorates (DGs) are en-gaged in matters related to internal security (e.g. DG for Justice, Freedom and Security, DG for Transport and Energy, DG for Enter-prise and Industry, DG for Maritime Affairs and Fisheries, the Humanitarian Aid Office, the Joint Research Centre, the Civil Protection Unit of the DG Environment and the EC Mari-time Affairs Task Force). 

Europe DA-Brain Drain i/l

EU funding solves brain drain

a) Students come back

Bildt and Dillon 2009

Carl and Mike, Europe’s Final Frontier, Last modified 3-31-2009, http://www.cer.org.uk/pdf/p572_space_pol_eu.pdf Carl Bildt was Prime Minister of Sweden from 1991 to 1994. During 1995-97 he was the EU Special Representative to the Former Yugoslavia, and the first EU High Representative in Bosnia. He also served as Special Envoy of the UN Secretary-General to the Balkans between 1999 and 2001. He headed the 2000 Wise Men’s Group of the European Space Agency, and was a member of the 2003 Group of Personalities reporting to the European Commission on research for security. He is also a member of the CER’s advisory board. Mike Dillon is the chief executive officer of ESYS plc, a business and technology consulting company in the European space and defence sector. He has over 30 years of industrial experience in high technology business environments, spanning the space, defence, telecommunications, education and research markets. He established and chaired the security and defence working group for the UK Industrial Space Committee, and is the rapporteur for the EU space and security panel of experts. 

The key to Europe’s future in space will be adequate funding for new programmes. Governments should assess the question of funding in the wider context of their need to boost spending on high-technology research and development (R&D). EU governments agreed at the Barcelona summit in March 2001 that European R&D spending should rise from the present level of almost two per cent of GDP to three per cent by 2010. This is an important objective, not only for developing high technology, but also for halting the scientific ‘braindrain’ from Europe to well-resourced American laboratories. Between 1991 and 2000, two-thirds of the 15,600 EU-born doctorate recipients in the US studied science or engineering, and 70 per cent of the Europeans with American PhDs planned to stay in the US.5  Europe’s long-term competitiveness will depend on greater spending on high-technology R&D. Intense manufacturing competition from China and elsewhere in the Far East, combined with more outsourcing of services to countries such as India, are compelling European governments to focus more on creating new types of industrial and service jobs. Space programmes that bring together many of today’s advanced technologies can help to ensure that European high-tech industry remains competitive. As a start, EU governments should agree to increase their space spending by 50 per cent over the coming years (an extra S2.5 billion a year). If they did so, a substantial part of the increase should go to the ESA budget while the rest should go to Commission-run space research programmes. In particular, governments should fund new programmes that would help them fulfil their EU policy objectives. 

b) Job opportunities

AYET PUIGARNAU 2011

Jordi, TOWARDS A SPACE STRATEGY FOR THE EUROPEAN UNION THAT BENEFITS ITS CITIZENS, Director of the European Commission April 5 2011 http://register.consilium.europa.eu/pdf/en/11/st08/st08693-ad01.en11.pdf

An EU intervention in space exploration is expected to lead to social impact in terms of employment, labour market structure and education, and health. In the US one study reported that the Apollo budget had an employment spin-off effect of 10 (industry and university workers) to 1 NASA worker79. An investigation by The Space Division of Rockwell International on the relationship between NASA's Space Shuttle program and employment in the state of California estimated that the Space Shuttle program generated an employment multiplier of 2.8; that is, direct Shuttle employment of 95,300 manyears in California produced an increase of 266,000 man-years in total employment. The space industry employs a highly qualified workforce. In the European space industry 75 percent of the employees have university level of education (53 percent 4 years and more and 22 percent up to three years) and 21 percent have vocational education. Consequently, additional spending on space exploration will have a positive impact on the demand for highly qualified workers. An inspiring endeavour like space exploration may stimulate young people’s interest in science, technology, engineering and mathematics (STEM) and motivate students to engage in science and technology careers80. For example, it has been found that space is the second most popular factor motivating choice of physics as a degree81. 

c) Makes space more attractive

AYET PUIGARNAU 2011

Jordi, TOWARDS A SPACE STRATEGY FOR THE EUROPEAN UNION THAT BENEFITS ITS CITIZENS, Director of the European Commission April 5 2011 http://register.consilium.europa.eu/pdf/en/11/st08/st08693-ad01.en11.pdf

As recognised in recent consultations49 the absence of a long term vision and of a strategy for securing a European role in space exploration at international level could have negative repercussions on:

– the scientific community: the potential for research that exploration could offer is not fully exploited; furthermore, there could be a significant “brain drain” of European scientists working abroad and contributing to foreign successes50;

– industrial competitiveness: European space industry will be confronted with less critical and less innovative tasks, while at the same time becoming more dependent on commercial markets, relative to international competitors; the competitiveness of European industry would decrease compared to other space-faring nations who engage in the challenges of space exploration;

– trans-sectoral innovation: exploration needs and non-space related needs that space exploration could bring together are disconnected and therefore opportunities for transsectoral innovations are lost;

– education and inspiration: the absence of significant exploration challenges deprives the EU of a powerful tool that can be used to stimulate a whole new generation to embrace science and engineering careers, thus contributing to alleviate the current negative trends of students swaying away from science51;

– European integration: EU participation in international exploration programmes could have a strong impact on a common European identity and the appreciation of EU citizens of what it means to be European.

d) Interesting projects

Dinerman 2008

Taylor, Europe’s Space Ambitions in Context, The Space Review, Respected writer on space and military issues http://www.thespacereview.com/article/1178/1

Aside from the military strategy involved in the new EU space policy (which has already been covered) the reasoning behind the ever-increasing European space effort is worth looking at from the angle of their long-term political goals. One of the most important reasons for the EU’s existence is the desire to get beyond the nation state, the existence of which is blamed for the disastrous wars of the 20th century, as if the pre-national feudal era was a time of perfect peace. Breaking down the barriers between nations both in the name of free trade and in the name of postnationalist or transnationalist ideology is at the core of the EU’s “project”. Science is by its nature non-nationalist. The EU’s desire to fund as much “science” as is politically feasible fits neatly into its larger political strategy.

There is also the continuing “brain drain” problem. Europe’s best scientists are still tempted to travel across the Atlantic to work for America’s well-endowed and independent universities. This sometimes gives them the chance to get involved in some of the highly-profitable startup firms that tend to spring up around these institutions. To keep these men and women contented and busy inside European research centers, generous funding for interesting projects is needed.
**Europe CP

Europe CP-1NC

EU SSA key to negotiations-non military

Pannu 2011

Aman, Space Security and European Union -Leader, Decision Maker or Enabler?, Last date modified June 1 2011, Aerospace & Defence Consulting Analyst, Frost & Sullivan

Attaining full operational capability (FOC) will give Europe a sound platform to conduct technical exchanges with the likes of the US, aiming at improving the overall performance of the system. Moreover, it is estimated that the European SSA system would reduce the quantifiable estimated loss for European assets due to collision with debris and space weather (circa €332million on a yearly basis on average, not taking into account the collateral damage due to loss of services for critical satellite applications)8. An advanced fully operational SSA system can then be leveraged to enhance data sharing amongst international and national stakeholders enabling better tracking and monitoring of orbital debris, Space objects and any potentially threatening outer Space activities. The potential success of the European SSA system could then be applied to the formulation of broader international regulations and framework for areas such as debris mitigation procedures and spectrum management. Largely due to Europe’s balanced approach to security (without an intensive focus on military), and its collaborative rather than legally binding proposals, it is strategically positioned to align and collaborate with international stakeholders in reaching agreements on collective rules of the road and responsible behaviours within Space. However, before contemplating the success of such a system it is important to address some outstanding issues such as dual nature of end-user requirements for both civil and military, the rules of the road for data acquisition and sharing, categorisation / classification of assets as national or shared, and the potential access of the assets for the European SSA system. Initiatives / Programmes such as the Space Data Acquisition (SDA), which is mainly collecting data and processing it in order to avoid accidents and/or determine responsibilities if they take place, are enabling tools of this system. Frost & Sullivan suggests Europe should approach these issues in a consultative approach with an aim to define activities and expectations for each stakeholder. While undergoing the consultations with the European stakeholders it will be important to consider the impact of emerging rules of the road in relation to its implementation in the broader international framework in the future. 

Europe CP-Solvency

ESA is civilian, more trusted

Pannu 2011


Aman, Space Security and European Union -Leader, Decision Maker or Enabler?, Last date modified June 1 2011, Aerospace & Defence Consulting Analyst, Frost & Sullivan

Europe is challenged by this unique model where there is a strong role of Member states in most decision making with an emphasis on intra-European cooperation, in an environment of relatively low budgets, multiple institutions and independent national level programmes. In 1975 the merger of two institutions European Space Research Organisation and European Launch Development Organisation led to the formation of the ESA. The ESA has established Europe as a leading stakeholder in the space industry, and is highly acknowledged for the technical (R&D) capabilities, fair and competitive markets, dual-use policies and a global outlook. It is important to note that ESA’s role is mainly to do with technical and operational aspects of space, and has little or no political mandates. However, it works closely with the political institutions within Europe. Since the inception of the Space Council in 2004, Europe has taken a somewhat bolder stance to space policies and matters such as Space security. However, Europe’s Space programme is primarily designed to operate within a non-military realm. Although on one hand this is an attraction for many Space fairing nations to be on the negotiating table, this has limited Europe’s influence on enabling security issues at a global level with Space participants such as the US, Russia and China. This is changing, as past activities, mostly at national level, have gathered pace and are leveraged under Europe’s C3 approach to include security as a generic scope for European Space programmes (this is fundamentally different to the US approach where security is primarily defined from a military aspect). Europe’s security focus in Space is driven by the objective of developing technical capabilities and competence by leveraging national level programmes in a system of systems architecture to serve for the larger benefit of the European states and its allies. 


Europe needs independent space industry-status quo is dependence

Skaar 2007

Rolf, STIMULATING AND SUSTAINING TECHNOLOGY INNOVATION IN THE SPACE SECTOR, Report 9 December 2007 http://www.espi.or.at/images/stories/dokumente/studies/innovation.pdf Permanent Resident of the Founders at ESPI - the European Space Policy Institute (ESPI), Vienna, Austria, Former head of Norwegian space program

European space industry, for all its most successful space businesses like the Ariane 5 launcher and the communication satellites from Thales Alenia Space and EADS Astrium, are dependent on the use of components only manufactured in the United States, even Galileo depends on the use of U.S. made components. (It needs to be mentioned that Thales Alenia Space has recently put on the market an “International Traffic in Arms Regulations (ITAR) free” communication satellite which is not dependent on any U.S. components. The May 2007 European Space Policy stresses the need for non-dependence from the U.S. for selected critical components. Such non-dependence is deemed essential for the European space programme to be elaborated in full European autonomy, in particular with regard to strategic decisions and systems and with regard to international cooperation. Furthermore European industry will gain better global market penetration with reduced dependence from controlled export components and equipment. It must however be remembered that the best components and technologies are not always for sale. Therefore when discussing stimulating technology innovation for the space sector in Europe, this must support the gradual improvement in non-dependence of critical space components.3 

Europe CP-US Not Trusted

US SSA isn’t trusted-even if it’s accurate

Weeden and Baseley-Walker 2010

Verification in Space: theories, realities, and possibilities

Ben Baseley-Walker is Legal and Policy Advisor at the Secure World Foundation, based in Superior, Colorado, United States. He is currently working on the disarmament aspects of space security. Brian Weeden is Technical Advisor at the Secure World Foundation. and currently focuses on global space situational awareness, space traffic management, protection of space assets and preventing conflict in space. http://www.unidir.org/pdf/articles/pdf-art3001.pdf

Similar concerns have also been raised in the civil arena with respect to sharing SSA data and confidence in its reliability. As mentioned above, the United States is currently the pre-eminent provider of such data to the international community. It does not share all its data, however. China, the Russian Federation and various other states also have some SSA capacity, but none matches the US system. In the case of the Iridium–Cosmos satellite collision that occurred in February 2009, the United States military was the world’s primary source of data analysing the origins of the satellites’ break-ups. Further, it was the United States, and not other states, that declared that the French satellite Cerise was struck by debris from an Ariane space rocket in 1996. Although the international community did not dispute the United States’ findings in either event, the international community’s confidence in the impartiality of the United States’ analysis may not have been as strong if the systems concerned had involved a state that was not a US friend or ally, or the incidents had been more controversial in nature. 

US gives inaccurate information

Kelso 2007

TS, Senior Research Astrodynamicist, Center for Space Standards and In-novation (CSSI), Forum on National Security Space Examining Codes and Rules for Space, June 2007, http://www.marshall.org/pdf/materials/554.pdf

The problem, of course, has more to do with data and data availability. As we just noted, there are thousands of objects which are tracked but for which no data is available to the public to perform the necessary analysis. The data that is available is of low accuracy, with positional uncertainties of hundreds or thousands of meters and the actual uncertainty is unknown. Higher accuracy data, along with the calculated uncer-tainty, is available within the U.S. government, but is not shared with satellite operators or the public. With access to the observations used to generate this data, current state-of-the-art orbit determination techniques could be used, in lieu of the decades-old leg-acy techniques from the 1970s and 1980s, to provide even more accurate orbital in-formation. It is likely that this information is also available from the space surveillance programs of other countries, as well. Instead, the U.S. government continues the prac-tice of withholding data for hundreds of satellites deemed important to U.S. national security, despite knowing for decades that amateur observers routinely generate their own data on these satellites as a hobby. The French have just reaffirmed this result in recent weeks, reporting that they are tracking classified U.S. satellites and asking the U.S. to withhold data on classified French satellites. The U.S. action of withholding data on its classified satellites is also encouraging other countries, such as Japan, to fol-low suit. Japan, a signatory to the UN Convention on Registration of Objects Launched into Outer Space, which requires the registration of all space objects, has openly flouted their obligation for doing so for their own IGS satellites. 

Only perception matters

Roberts 2005

Tommy, Space Situation Awareness: How Much Should the US Share?, Maj Tommy A. Roberts Space and Missile Force Programmer, Directorate of Plans and Programs, HQ Air Force, High Frontier Journal http://www.afspc.af.mil/shared/media/document/AFD-070622-057.pdf

The European Geostationary Navigation Overlay Service (EGNOS) is another deliberate attempt to counter the GPS monopoly. This system is comprised of three transponders on three separate geostationary satellites, along with 34 groundbased positioning stations and four control stations, and is scheduled to be operational in 2005.9 EGNOS will transmit an integrity signal giving real-time information on the health of the GPS constellation, and correction data intended to improve the accuracy of the GPS service.10 Essentially, the system is designed to test the signal of GPS so users know the accuracy and reliability of the service they are receiving.11 It is all part of an ESA effort to discredit the credibility of GPS by questioning the trustworthiness of the signal. In fact, Laurent Gauthier, the EGNOS project manager states, “When you get a GPS navigation signal, how do you know you can trust it? EGNOS will tell you whether you can trust the signal.”12 What then are the GPS lessons that can be used in development of an SSA policy? First, and most obvious, foreign and commercial entities will resist what they perceive to be a monopoly. In the case of GPS, it is clear the Europeans feel they must come up with their own navigation alternative. Second, perceptions of a monopoly are compounded when there is an accompanying perception of no control. The ESA repeatedly points out they do not like the US military control of GPS, nor do they like the fact the US can single-handedly deny service. In the end, US military control of GPS, as well as the perceived US monopoly on space navigation, have prevented the US from driving foreign and commercial dependence and have actually generated competition. One final lesson from GPS is that it does not matter if the US thinks it is fully sharing its space systems and capabilities. It only matters what the rest of the world perceives. Limited resources are going to be an issue for any country, especially in the high-cost business of space. If the US can persuade others they will reliably and responsibly provide certain space services; like navigation and SSA, others will spend their limited space resources in areas more beneficial to the US (e.g. international space station support). While the opportunity to prevent competitors to GPS is probably gone, the US can still use these key lessons to improve their SSA policy. 

Europe CP-Verification Solvency

EU solves verification-independent verification

Bobrinsky 2008

Nicolas, SSA: 5 Questions with ESA’s Nicolas Bobrinsky, Head of ESA’s Ground Station Systems Division, Interview, http://www.esa.int/SPECIALS/SSA/SEMFSG6EJLF_0_iv.html
ESA: Is SSA worth the cost?
Nicolas Bobrinsky: Absolutely, yes - it is a very wise investment. The SSA Preparatory Programme to be proposed at the November 2008 ESA Ministerial Council represents an overall investment of €620 million over 10 years, with the initial three-year phase accounting for €55 million. 

SSA will dramatically increase our knowledge and understanding of the global situation in space. SSA makes Europe better prepared to react to any risk represented by the loss of a satellite or related services, or by a collision with an asteroid or a comet. Against a relatively modest investment, Europe will be able to actively cooperate with major space partners, such as the US; right now, we have little to offer. 

An autonomous SSA capability will also enable Europe to play a fundamental role in support of the peaceful uses of outer space by providing the international community with independent options to verify compliance with international treaties and codes of conduct. 

**ADV F/Ls

1NC-Hard Power Advantage 

1) Tech lead empirically unsustainable-nukes prove

Zhong ’03 – Major, fellow at the National Defense University, People's Liberation Army (PLA) (Jing, “Seeking a Better Approach to Space Security,” Summer, Non Proliferation Review, Vol. 10, No. 2, http://cns.miis.edu/npr/pdfs/102jing.pdf)

Secondly, it is impossible for the United States to monopolize technological superiority forever, particularly in the information age. History is rich in examples of short-lived technological monopolies. At the initial stage of the Cold War, Washington desperately tried to monopolize nuclear technology. However, the U.S. nuclear monopoly lasted only a few years, and was then followed by a fierce nuclear arms race, which produced thousands upon thousands of nuclear warheads, well beyond the requirements of a ration defense needs. U.S. actions in space are not likely to escape from such a pattern. Technological diffusion makes it very unlikely that the United States would be able to monopolize the military use of space for anything more than a short period.

2) Space parity inevitable-diminishing returns

Steinbruner and Gallagher ’08 – *Professor of Public Policy at the School of Public Policy at the University of Maryland and Director of the Center for International and Security Studies at Maryland (CISSM) and **Associate Director for Research at the Center for International and Security Studies at Maryland (CISSM) and a Senior Research Scholar at the University of Maryland's School of Public Policy (John D and Nancy, “Reconsidering the Rules for Space Security,” http://www.amacad.org/publications/space_security.pdf) 

The longer the United States rebuffs international pressure to restore strategic restraint, the further other countries are likely to go in their efforts to emulate or offset U.S. military space activities, making space a much more expensive and dangerous place to operate than it currently is. The United States could probably sustain its technological lead and budgetary advantage for decades, but the U.S. military space acquisition program appears to have passed the point of diminishing returns, whereas other countries could still make significant advances in their military space capabilities for some fraction of what the United States is spending. The number of satellites needing protection keeps increasing, but offensive and dual-use space technologies are advancing and spreading faster than purely defensive ones are. Thus, if U.S. space dominance is defined in relative rather than absolute terms and likely counterreactions are considered, even the less ambitious form of the SPACECOM vision appears increasingly unattractive.

3) Space dominance kills cooperation-exceptionalism

Steinbruner and Gallagher ’08 – *Professor of Public Policy at the School of Public Policy at the University of Maryland and Director of the Center for International and Security Studies at Maryland (CISSM) and **Associate Director for Research at the Center for International and Security Studies at Maryland (CISSM) and a Senior Research Scholar at the University of Maryland's School of Public Policy (John D and Nancy, “Reconsidering the Rules for Space Security,” http://www.amacad.org/publications/space_security.pdf) 

Ineffectual pursuit of military space dominance carries high opportunity costs. At the most basic level, the U.S. attitude has hindered efforts to develop strong international rules to minimize space debris, manage space traffic, and allocate orbital slots in GEO. The U.S. attitude has been a major obstacle to the most efficient and equitable approach to space-based navigation services—a single system operated as a global public utility with decision- making control shared among international partners. The U.S. position currently also precludes any realistic strategy for truly transformational uses of space. A system of remote sensing satellites that could provide comprehensive, detailed, and continuous coverage of the Earth could be immensely valuable for information-based strategies to address emerging global security problems, including the possibility of catastrophic climate disruption. Owens and Nye observed a decade ago that the uncontested acquisition of this type of capability required a strategic purpose with widespread legitimacy. Given a better understanding that the number and cost of the necessary satellites are beyond the reach of even the richest individual country and that the global commercial space industry will not spontaneously produce this type of capability any time soon, the only way to achieve a qualitative change in space-based information will be through close and committed cooperation with other space-faring countries.

4) Dominance is destabilizing-provocative

MacDonald ’09 – former assistant director for national security at the White House Office of Science and Technology Policy as well as senior director for science and technology on the National Security Council staff (Bruce W, “Steps to Strategic Security and Stability in Space,” Winter, Disarmament Forum, No. 4, http://www.unidir.org/pdf/articles/pdf-art2907.pdf)

It would be unwise for any country to seek space dominance, for quite practical and strategic reasons. There are many ways to attack space assets, and it is easier and cheaper to attack than to defend them, which would likely frustrate any sustained attempt at dominance and leave every country worse off. In trying to maintain dominance, any country would be at the mercy of unpredictably advancing space technologies that could favour another country. In the face of likely resistance to such a provocative and hegemonic posture, any country seeking to dominate in space would constantly be trying to stay ahead technologically to maintain this dominance, demanding large expenditures that would be a growing burden on other national security and economic needs. Such a situation would also be very unstable, especially if another country achieved a technological breakthrough that threatened to upset the previously dominant country’s hegemony. A crisis occurring in this context could provide a compelling incentive to the about-to-be-dethroned country to pre-empt before its space dominance slipped away.

2NC-Hard Power Advantage: Tech

Tech lead is unsustainable-

a) Triggers imitation

Baines and McDougall ’02 – Department of Foreign Affairs and Trade, Canada (Phillip and Robert, “Military Approaches To Space Vulnerability: Seven Questions,” Future Security in Space: Commercial, Military, and Arms Control Trade-Offs, CA: Center for Nonproliferation Studies, se2.isn.ch/serviceengine/Files/.../38953/.../04_McDougall.pdf)

Strategic advantage based on technological superiority has in any event often proven ephemeral in the past. Historically, the first use of new strategic technology has simultaneously provided three things: incentive for others to acquire either the same capabilities or an adequate asymmetrical response; a clear demonstration of what is technologically possible, obviating generations of R&D; and a licit (defense-shared or commercial) or illicit (espionage-mediated) source of that technology. Examples over the past half-century or so have included nuclear and thermonuclear weapons, long-range missiles of all types, and generations of spy satellites.
b) Tech transfer

Elhefnawy ’03 – graduate of Florida International University and a doctoral student at the University of Miami, has previously written for several other military journals, including Armor and Proceedings (Nader, “Four Myths about Space Power,” Spring, http://www.carlisle.army.mil/USAWC/parameters/Articles/03spring/elhefnaw.pdf)

Moreover, America's technical lead could be rendered less important even where it does not shrink. America's advantage over Iraq and Yugoslavia was that it was an information-age power fighting an industrial-age power, and the disparity between two information-age powers is likely to be less significant than that. The theft or import of technology may be no substitute for homegrown research and development, but a cheap knock-off may in some cases be good enough to get the job done. This is especially so if the knock-off can be produced in large numbers. The dual-use character of so much space technology and the fact that others are likely to be able to imaginatively combine various technologies, improvise, adapt, and even innovate mean it can not be assumed that other states will always field inferior systems.

c) China balances

Shixiu 7 [Deterrence Revisited: Outer Space*  Bao Shixiu, senior fellow of military theory studies and international relations at the Institute for Military Thought Studies  China Security, Winter 2007, pp.2 - 11 ©2007 World Security Institute http://www.wsichina.org/%5Ccs5_1.pdf]

China cannot accept the monopolization of outer space by another country. For that reason, the U.S. administration’s penchant for “exceptionalism” in space policy poses a serious threat to China both in terms of jeopardizing its national defense as well as obstructing its justified right to exploit space for civilian and commercial purposes. The U.S. position makes another faulty assumption that national space programs and space assets can be effectively dissected into commercial and civilian uses versus military uses and capabilities. This is out of tune with technological developments and military inevitabilities. China’s space program Under American strategic dominance, a deterrent in space will decrease the possibility of the United States attacking Chinese space assets. Bao Shixiu China Security Winter 2007 is not transparent in many respects, but neither is that of the United States. The reality is that many space technologies are inherently dual-use and it is therefore very difficult to distinguish sufficiently and effectively the intentions and capabilities in space. Without some kind of mutual understanding on controlling arms in space, suspicion will dominate relations between China and the United States. U.S. actions seem to support the notion that China’s space program is a threat even if China only develops commercial space assets. On the one hand, the United States has rejected Russian and Chinese proposals to negotiate a treaty banning space weapons and their testing.5 According to official U.S. statements, such a treaty is not necessary as there is no military race in space. In reality, the United States rejects such proposals because it would constrain its freedom of action in space. In effect, this provides the United States with the opportunity to weaponize space at a time of its choosing or at a time of its perceived need. Coupled with the fact that a series of American space reports in recent years have argued vehemently for the development of military capabilities to control and dominate space, from a Chinese perspective it appears that the United States aims to deploy space weapons regardless of China’s developments and intentions in space.6 In this context, the only conclusion that can be drawn is that the United States unilaterally seeks to monopolize the military use of space in order to gain strategic advantage over others and afford it the ability to protect U.S. interests. While China is committed to upholding international treaties and norms, it also has its own national interests and cannot subsume them to the interests of another country. China may consider the security problems of the United States, but cannot change  its national security considerations at their whim. Hence, China must be prepared to avoid being at the mercy of others in space. China must seek countermeasures to deal with this problem accordingly. 

2NC-Hard Power Advantage: Parity

Space dominance impossible—rivals will inevitably arise

Moltz ’07 – Associate Director and Research Professor at the Center for Nonproliferation Studies (CNS), Monterey Institute of International Studies, where he also directs the Newly Independent States Nonproliferation Program (James Clay, “Protecting Safe Access to Space: Lessons from the First 50 Years of Space Security,” November, Space Policy, Vol. 23, http://cns.miis.edu/npr/pdfs/93moltz.pdf)

Similarly, supporters of the deployment of space defenses have often been guilty of engaging in the "fallacy of the last move." In other words, analysts have frequently assumed that deployment of space weapons will create conditions of dominance over all other states, cowing them into submission. But this was unlikely during the Cold War and remains unlikely today. China's ASAT test set out a marker that an expected era of US "space control" was not going to go unchallenged. For this reason, decision makers in any country must factor into any plan to deploy space weapons the knowledge that their actions will be challenged by other states. This factor makes notions of "space dominance" spoken about freely before 2007 highly implausible.

2NC-Hard Power Advantage: Backlash

There will be backlash

a) China ASATs

Examiner 11 [Is China committed to the prevention of an arms race in outer space? April 2, 2011 8:08 am ET Michael Listner, Space Policy Examiner, http://www.examiner.com/space-policy-in-national/is-china-committed-to-the-prevention-of-an-arms-race-outer-space]

In a report to Congress dated April 27, 2007 addressing the January 11, 2007 ASAT test by China, the State Department quoted Chairman of the Joint Chiefs of Staff, General Peter Pace, at a March 7, 2007 news conference saying in regards to China's ASAT test that: "Various comments by PLA officers and PRC civilian analysts have justified the ASAT test as needed to counter perceived U.S. “hegemony” in space and target the vulnerability of U.S. dependence on satellites." The report further elaborates that General Pace noted that: "A PLA Air Force colonel wrote in late 2006 that U.S. military power, including long-range strikes, have relied on superiority in space and that leveraging space technology can allow a rising power to close the gap with advanced countries more rapidly than trying to catch up." These two statement indicate that China understands that the United States' space systems are critical to its military operations and suggests that the best way to counter the United States' militarily is to deny it the use of its space systems. Continue reading on Examiner.com Is China committed to the prevention of an arms race in outer space? 

b) US hypocrisy

Freese 6 [Strategic Communication with China: What message about space?,  China Security. Vol. 1, No. 2 (2006): 37-57 ,Joan Johnson-Freese,  chair of the Department of National Security Studies at the Naval War College since August 2002, http://www.wsichina.org/space/attach/CS2_4.pdf]

The United States says it is interested in working with China “as a global partner.” Yet actions don’t match words when in functional areas such as space, it maintains a strategy that the United States might characterize as hedging, but many see as containment,38 trying to ignore the Chinese regarding cooperation in space while the other nations of the world are falling all over themselves to engage China. China, on the other hand, is making it clear it is open to cooperation. In fact, at the first International Association for the Advancement of Space Joan Johnson-Freese ~53~ Safety (IAASS) conference, held in Nice, France, in October 2005, an official from the government-run China Aerospace & Science Corporation (CASC) offered an open invitation to international cooperation on Chinese programs during a presentation. So, while engaging in a dialogue of ideas between people and institutions is one of the four fundamental premises of strategic communication, the United States has summarily rejected that premise regarding China and space. The message from the United States is clear in that regard. Whether it is the right message, however, is increasingly doubtful. In other areas, regarding U.S. intentions in space and the U.S. view of Chinese space activities, the message is less clear. The United States seems to be almost schizophrenic in denying any intentions regarding space weapons on one hand and having Air Force officials boast of their accomplishments and gee-whiz programs in that area, based on no apparent requirement, on the other. Further, holding and widely publicizing a space war game with China as the obvious ‘enemy’ could be interpreted as indicating U.S. plans. Was that the intent? Moreover, the United States makes arguments that come across as hypocritical. When the United States pursues certain technologies, remote sensing and communications, for example, it is for connectivity in a global world. When China pursues similar technology, nefarious intent is assumed because of its Communist government. In the area of smallsat and microsat technology, the pursuance of programs like the XSS is presented in the United States as defensive, while China’s small satellite program is viewed as an obvious step to developing an offensive ASAT capability. Even Chinese manned space activities are viewed by conservative analysts in the United States as inherently for military gain, though the United States was unable to capitalize on a manned program for military gain except indirectly and NASA has not been immune to the Pentagon imposing itself on its programs. Finally, the United States has made it clear that it is not interested in space arms control – while China and Russia have led the world in obtaining a majority vote at the United Nations – where the United States once again comes across as holding a position diametrically opposed to world opinion, and once again appears to focus on military answers to all questions of international relations. Consequently, it seems that China may currently hold a global advantage over the United States regarding strategic communications on space. Although U.S. policymakers may presume that as a democracy, U.S. intentions are inherently viewed as benign, opinion polls show this is a false presumption. While the United States may see itself as Han Solo or Obi-Wan Kenobi, much of the rest of the world, including China, hears the eerie voice of Darth Vader when the United States speaks of its plans in space.39 

1NC-Hard Power Advantage: Russia Won’t Challenge

Russia isn’t a threat

a) Systems aren’t operational

Podvig and Zhang ’08 – **affiliate and former research associate at the Center for International Security and Cooperation at Stanford University and **Senior Research Associate at the Project on Managing the Atom in the Belfer Center for Science and International Affairs at Harvard University's John F. Kennedy School of Government (Pavel and Hui, “Russian and Chinese Responses to U.S. Military Plans in Space,” Cambridge, MA: American Academy of Arts and Sciences, http://www.amacad.org/publications/militarySpace.pdf)

First, Russia’s ability to deploy a range of space-based military systems that would support the operations of the Russian armed forces—optical reconnaissance, navigation, and signal intelligence systems—is an essential component of competition in space. Russia does operate a number of systems of this kind, but, as discussed, none of them operates at full capacity. In addition, most of these systems were developed in the 1980s and have not been modernized for a substantial period of time, which hardly makes them suitable for support of modern military operations.

In many cases, Russia has to deal with the low reliability of satellites developed in the Soviet Union. This was not a serious problem when the military had access to a virtually unlimited launch capacity. It is a problem for Russia now, however, as a large number of launches are required just to maintain constellations in a very limited configuration.

There is another problem, potentially more serious, with the current Russian military space program. Realizing the full potential of space requires a significant investment in the creation of an infrastructure that would allow troops to use information and capabilities provided by the space-based components of the system. Although Russia has been improving its capability to launch satellites and to maintain and operate satellite constellations, the development of infrastructure on the ground remains the weakest link, limiting much of the effort to broaden the use of space systems.

b) Cold war technology

Podvig ’04 – affiliate and former research associate at the Center for International Security and Cooperation at Stanford University (Pavel, “Russian Military Space Capabilities,” September, Ensuring America’s Space Security, http://www.fas.org/pubs/_docs/10072004164624.pdf)

As we can see, although Russia continues to support its military space program, the scale of that effort is just enough to maintain the programs that are most important. In addition to the systems described above, Russia invests significant effort into its early-warning and military communication satellites. Neither of these systems, however, is related to space-based weapons or anti-satellite capability. Russia does seem to preserve the basic industrial infrastructure that theoretically would allow it to develop and eventually deploy these kind of weapons, but that infrastructure has been steadily deteriorating in the recent years and it is extremely unlikely that Russia will be able to undertake any serious development effort in the area of space weapons or ASAT. As for other space-based military capabilities-imagery, signal intelligence, navigation-that might potentially play important role in a military conflict, the existing systems do not seem to provide Russia with capabilities that would significantly improve performance of its military. Besides, Russia has yet to demonstrate its ability to integrate space-based systems into military operations. Another problem that Russia is facing is that the existing industrial and organizational infrastructure that supported development of space systems was formed in the Soviet Union. It is being adapted to the new economic realities, but this process is going rather slowly and it is yet unclear if this adaptation will be successful and Russia will be able to undertake large-scale research and development projects.

c) No ASAT capability

Podvig ’04 – affiliate and former research associate at the Center for International Security and Cooperation at Stanford University (Pavel, “Russian Military Space Capabilities,” September, Ensuring America’s Space Security, http://www.fas.org/pubs/_docs/10072004164624.pdf)

The ability of the Russian space industry to embark on a serious ASAT development effort seems highly questionable. First of all, Russia has lost both the military and industrial organizational infrastructure that was responsible for research and development in the area of anti-satellite or space-based weapons.

On the military side, the anti-satellite research and development programs were managed by the Air Defense Forces, which used to be a separate service in the Soviet armed forces. This service, however, was disbanded during the military reform of 1997.  The units that supported operations of missile defense and antisatellite systems, space surveillance and early warning networks were subordinated to the Strategic Rocket Forces.  In 2000, however, these systems were removed from the Strategic Rocket Forces and brought under command of a new branch of armed forces-Space Forces. The status of this new branch within the armed forces, however, makes it difficult for it to initiate any major research and development effort.

The changes in the defense industry have been much more serious. While Russia has managed to keep most of its space industry intact, this does not apply to the companies that were involved in the development of anti-satellite systems. In the Soviet Union, that development was managed by the Ministry of Radio Industry, not by the Ministry of General Machine Building, which was responsible for the space program. In the early 1990s, as old Soviet defense ministries were being abolished, the key space industry enterprises were transferred to the Russian Space Agency (now Russian Aviation and Space Agency, Rosaviakosmos), which helped them maintain their viability.  The Ministry of Radio Industry enterprises and design bureaus were moved to the Ministry of Economics together with other defense companies and have been largely neglected. As a result of these transformations, Russia now does not have an agency that would be capable of supporting development program in the area of anti-satellite systems or spacebased weapons.
d) No integration

Podvig and Zhang ’08 – *affiliate and former research associate at the Center for International Security and Cooperation at Stanford University and **Senior Research Associate at the Project on Managing the Atom in the Belfer Center for Science and International Affairs at Harvard University's John F. Kennedy School of Government (Pavel and Hui, “Russian and Chinese Responses to U.S. Military Plans in Space,” Cambridge, MA: American Academy of Arts and Sciences, http://www.amacad.org/publications/militarySpace.pdf)

Most of the same problems are common to photoreconnaissance and signal intelligence systems. Although Russia has the capability to collect imaging information and to monitor communications, these capabilities are not integrated into the command structure of the armed forces to the extent that would make these systems directly usable in military operations. The launch schedule of the satellites that provide these capabilities confirm this lack of integration—for example, there have been no serious efforts to constantly maintain the presence of imaging satellites in orbit. The same is true of signal intelligence satellites— Russia does not maintain fully operational constellations. Although this may be explained in part by a lack of sufficient funding, success with other systems, namely communication satellites, shows that funding was probably not the only, or even the main, factor. As the recent history of communication-satellite launches demonstrates, Russia has been investing considerable effort into its space-based communication network. This was due partly to the dual-use nature of the satellites, which are used for both military and civilian communications; however, military systems like the Strela system have been maintained at close to full capacity.

1NC-Hard Power Advantage: China Won’t Challenge

Chinese will never seek hegemony

Global Policy Forum 2011 [White paper on national Chinese defense: China will resolutely follow the way of peaceful development 31/03/2011 17:09] http://en.gpf-yaroslavl.ru/news/White-paper-on-national-Chinese-defense-China-will-resolutely-follow-the-way-of-peaceful-development

Press-office of China’s National Council issued a white paper, titled 'China's National Defense in 2010,' emphasizing that the country will resolutely follow the way of peaceful development, stick to independent and peaceful foreign policy. The aim of the country is to reach the balance of rich country and strong army while building middle-prosperous society. The document, the seventh of its kind the Chinese government has issued since 1998, says China will never seek hegemony, nor will it adopt the approach of military expansion now or in the future, no matter how its economy develops, the report added. The document was issued in eight languages – Chinese, English, French, Spanish, German, Russian, Japanese, and Arab, according to Xinhua News Agency. According to the white paper, the ways of development, foreign policy and cultural and historical traditions of China - all these factors predetermine the importance to follow the policy of defence. China adheres to the concepts of openness, pragmatism and cooperation, expands its participation in international security cooperation, strengthens strategic coordination and consultation with major powers and neighboring countries, enhances military exchanges and cooperation with developing countries, and takes part in UN peace-keeping operations, maritime escort, international counter-terrorism cooperation, and disaster relief operations. Chinese government is committed to the idea of peaceful use of space, and opposes the idea of space militarization and arms-race in this sphere. The text of the white paper contains a notion that in February 2008 at the UN Conference on disarmament China together with Russia initiated the draft treaty on counter-weaponization of space. In August 2009, both countries presented their working papers on the draft. “China is hoping to start the talks on this issue aimed at consensus,” the document says. China has adhered to the policy of “no-first-use of nuclear weapons at any time and in any circumstances,” says a white paper. The paper says China has always stood for the complete prohibition and thorough destruction of nuclear weapons. China maintains that countries possessing the largest nuclear arsenals bear special and primary responsibility for nuclear disarmament, it says. "They should further drastically reduce their nuclear arsenals in a verifiable, irreversible and legally-binding manner, so as to create the necessary conditions for the complete elimination of nuclear weapons." When conditions are appropriate, other nuclear-weapon states should also join in multilateral negotiations on nuclear disarmament, it says. To attain the ultimate goal of complete and thorough nuclear disarmament, the international community should develop, at an appropriate time, "a viable, long-term plan with different phases," including the conclusion of a convention on the "complete prohibition of nuclear weapons," it says. China holds that, before the complete prohibition and thorough destruction of nuclear weapons, all nuclear-weapon states should abandon any nuclear deterrence policy based on first use of nuclear weapons, make an unequivocal commitment that under no circumstances will they use or threaten to use nuclear weapons against non-nuclear-weapon states or nuclear-weapon-free zones, and negotiate an international legal instrument in this regard. In the meantime, nuclear-weapon states should negotiate and conclude a treaty on no-first-use of nuclear weapons against each other, the paper says. China has played a constructive role in the review process of the Treaty on the Non-Proliferation of Nuclear Weapons (NPT). 

1NC-Miscalc/Accidents Advantage

No miscalc

a) US is rational-empirics prove

Lambakis ’01 – senior defense analyst at the National Institute for Public Policy and the author of On the Edge of Earth: The Future of American Spacepower (Steven, “Space Weapons: Refuting the Critics,” February 1, Policy Review, http://www.hoover.org/publications/policy-review/article/6612)

Those who believe we run extraordinary risks stemming from clouded perceptions and misunderstandings in an age of computerized space warfare might want to take a look at some real-world situations of high volatility in which potentially provocative actions took place. Take, for example, the tragedies involving the USS Stark and USS Vincennes. In May 1987, an Iraqi F-1 Mirage jet fighter attacked the Stark on patrol to protect neutral shipping in the Persian Gulf, killing 37 sailors. Iraq, a "near-ally" of the United States at the time, had never before attacked a U.S. ship. Analysts concluded that misperception and faulty assumptions led to Iraq’s errant attack.

The memory of the USS Stark no doubt preoccupied the crew of the USS Vincennes, which little over a year later, in July 1988, was also on patrol in hostile Persian Gulf waters. The Vincennes crew was involved in a "half war" against Iran, and at the time was fending off surface attacks from small Iranian gunboats. Operating sophisticated technical systems under high stress and rules of engagement that allowed for anticipatory self-defense, the advanced Aegis cruiser fired anti-aircraft missiles at what it believed to be an Iranian military aircraft set on an attack course. The aircraft turned out to be a commercial Iran Air flight, and 290 people perished owing to mistakes in identification and communications. To these examples we may add a long list of tactical blunders growing out of ambiguous circumstances and faulty intelligence, including the U.S. bombing in 1999 of the Chinese Embassy in Belgrade during Kosovo operations. Yet though these tragic actions occurred in near-war or tinderbox situations, they did not escalate or exacerbate local instability. The world also survived U.S.-Soviet "near encounters" during the 1948 Berlin crisis, the 1961 Cuban missile crisis, and the 1967 and 1973 Arab-Israeli wars. Guarded diplomacy won the day in all cases. Why would disputes affecting space be any different?
In other words, it is not at all self-evident that a sudden loss of a communications satellite, for example, would precipitate a wider-scale war or make warfare termination impossible. In the context of U.S.-Russian relations, communications systems to command authorities and forces are redundant. Urgent communications may be routed through land lines or the airwaves. Other means are also available to perform special reconnaissance missions for monitoring a crisis or compliance with an armistice. While improvements are needed, our ability to know what transpires in space is growing — so we are not always in the dark.

The burden is on the critics, therefore, to present convincing analogical evidence to support the notion that, in wartime or peacetime, attempts by the United States to control space or exploit orbits for defensive or offensive purposes would increase significantly the chances for crisis instability or nuclear war. In Washington and other capitals, the historical pattern is to use every available means to clarify perceptions and to consider decisions that might lead to war or escalation with care, not dispatch.

b) International norms check

IFPA ’09 – Institute for Foreign Policy Analysis (“Missile Defense, the Space Relationship,& the Twenty-First Century,” http://www.ifpa.org/pdf/IWG2009.pdf)

Further, even if a BP “got away” to “run wild,” it would quickly burn up in the atmosphere. And in the case of an accidental shoot-down involving the mistaken identity of someone’s “innocent” missile (such as one carrying a communications satellite), Brilliant Pebbles and other SBIs would fall under the same protocols and international notification procedures that have long governed an unwarranted response by offensive nuclear weapons against another nation: when a country plans to launch a nonthreatening rocket – such as for a weather or communications satellite or to ferry astronauts and supplies to the international space station or the moon or to send robots to Mars or to orbit telescopes – those powers possessing offensive nuclear weapons are notified well in advance, so as to avoid a terrible misunderstanding that could trigger a massive retaliatory nuclear strike against the country of origin. Brilliant Pebbles and other SBIs would fall under the same protocol of advance notification and, of course, their automated systems would be switched off, even as offensive nuclear weapons would be taken off hair-trigger alert and ordered to “stand down.”
And no first strike

Lambakis ’01 – senior defense analyst at the National Institute for Public Policy and the author of On the Edge of Earth: The Future of American Spacepower (Steven, “On the Edge of Earth: The Future of American Space Power,” Lexington, KY: University Press of Kentucky, pg. 259)

Even if a spacecraft were shot down by accident, the implications would not be so grave when compared, for example, to an accidental launch of a nuclear tipped missile. So, asked Walter McDougall, "why is it more important to protect pristine space, where nothing lives, than the crowded earth?" This is a good question. It is a question that has never been addressed fully by the space sanctuary enthusiasts (apart from making the apolitical, astrategic point that attacking unmanned targets in space makes wars "more likely" or is escalatory), who tend to use only one "strategic" framework for assessing the implications of space weapons: the framework of apocalypse. Any use of weapons in or from space will briAng doom to "our planet." Arms races will drain the life blood out of that national budget. Interception of nuclear-tipped ICBMs in space is a precursor to a treacherous instability, that kind that could lead to nuclear holocaust. A decision by the United States to use the space environment for protection will bring the acrimony of the entire world against Washington, asphyxiating U.S. national and economic security. This is not strategic though -- this is the worst case, even unimaginable-case scenario played to the hilt.
1NC-Solvency: Squo solves

a. Status Quo solves- funding

Houghton 10 (Carl, Vice President Strategic Planning at Intelligent Software Solutions, “ISS Awarded Space Situational Awareness Research and Development Contract,” http://www.prweb.com/releases/air_force/ssa_iss/prweb3918484.htm) 

Intelligent Software Solutions has been awarded an Air Force contract to improve predictive conjunction analysis in the space situational awareness (SSA) domain. The research and development effort will provide a reduction in processing time providing space operators with more timely alerts about possible future satellite collisions.
The SSA provided by Continuous Anomalous Orbital Situation Discriminator or CAOS-D program will focus on adapting existing algorithms for use on a modern parallel architecture in order to reduce the time required for space operators to receive reports about possible future collisions.

ISS will be joined in this research effort by partners Data Fusion and Neural Networks (DF&NN). The effort will leverage DF&NN's subject matter expertise in astrodynamics.

Dr. Dave Rodvold, ISS Director of Space Programs observed, "Now more than ever, augmenting our nation's SSA through improved predictive conjunction analysis is critical to our country's continued space superiority. This award will allow the Air Force to acquire critical new capabilities that will advance their ability to meet requirements for improved SSA." 

b. Just need to fully utilize tech 

Spekta 10 (Scott, Ph.D., Professor, Computer Science at UCLA, FAWKES Information Management for Space Situational Awareness, http://www.dtic.mil/cgi-bin/GetTRDoc?Location=U2&doc=GetTRDoc.pdf&AD=ADA531866) 
Current space situational awareness assets can be fully utilized by managing their inputs and outputs in real time. Ideally, sensors are tasked to perform specific functions to maximize their effectiveness. Many sensors are capable of collecting more data than is needed for a particular purpose, leading to the potential to enhance a sensor’s utilization by allowing it to be re-tasked in real time when it is determined that sufficient data has been acquired to meet the first task’s requirements. In addition, understanding a situation involving fast-traveling objects in space may require inputs from more than one sensor, leading to a need for information sharing in real time. Observations that are not processed in real time may be archived to support forensic analysis for accidents and for long-term studies. Space Situational Awareness (SSA) requires an extremely robust distributed software platform to appropriately manage the collection and distribution for both real-time decision-making as well as for analysis.

FAWKES is being developed as a Joint Space Operations Center (JSPOC) Mission System (JMS) compliant implementation of the AFRL Phoenix information management architecture. It implements a pub/sub/archive/query (PSAQ) approach to communications designed for high performance applications. FAWKES provides an easy to use, reliable interface for structuring parallel processing, and is particularly well suited to the requirements of SSA. In addition to supporting point-to-point communications, it offers an elegant and robust implementation of collective communications, to scatter, gather and reduce values. A query capability is also supported that enhances reliability. Archived messages can be queried to re-create a computation or to selectively retrieve previous publications. PSAQ processes express their role in a computation by subscribing to their inputs and by publishing their results. Sensors on the edge can subscribe to inputs by appropriately authorized users, allowing dynamic tasking capabilities.

c. Current tech solves 

CPI 10 (CPI, Computational Physics Inc. “Space Situational Awareness” http://www.cpi.com/capabilities/ssa.html)
The USAF currently tracks objects in space using a collection of ground-based telescopes and radars, one space-based sensor, and a control center in the Space Surveillance Network (SSN) that is maintained by U.S. Space Command. In general, ground-based radar is used to search and detect space objects because of their ability to perform a wide-area search over a large field of view with a single beam. Ground-based telescopes are used for space object characterization because objects beyond LEO are almost always illuminated by the sun and can be observed as long as the telescope is in the dark. The existing GEO search capability is provided by three Ground-Based-Optical Deep Space Surveillance (GEODSS) Systems. One drawback of telescopes is they are limited by the weather. Another drawback for both ground-based radar and telescopes is they lose track of objects that move temporarily out view, resulting in information voids that must be filled.

These limitations motivate the development of space-based observing systems for the more timely detection and characterization of smaller space objects. Until recently, the Space-Based Visible (SBV) sensor on the Midcourse Space Experiment (MSX) was a space-based asset that was used to detect RSOs. The success of the SBV sensor led to the development and planned deployment in 2010 of the Space Based Space Surveillance (SBSS) Pathfinder satellite, which also employs a visible band sensor for passive observation of RSOs. Success of such systems relies on their ability to detect, resolve, identify, and monitor dim RSOs for all possible threat scenarios. Space sensing, detection, and characterization of small space objects from space-based platforms, such as the SBSS satellite, may be enhanced by exploiting the natural illumination of space objects.

Solar illumination is a major source of natural illumination that contributes to the RSO signature, as it affects both the thermal signature through the heating of the object and the reflected signature. Other sources of natural light include thermal emissions from the Earth and clouds, emissions from the OH airglow layer, direct illumination from the sun, moon, planets, and stars, reflections of sun and moonlight from the Earth and clouds (Earthshine), and scattered atmospheric light. To a lesser extent, skyshine, the electromagnetic (EM) radiation emanating from celestial point sources (e.g., moon, planets, stars) other than the sun and diffuse sources (e.g., zodiacal light, mean stellar radiance, galactic radiance, extra-galactic radiance), also plays a role in the object signature.

To support the space-based space surveillance component of the SSA mission, CPI has developed a natural illumination model of the Earthshine and skyshine incident on RSOs to determine the extent to which natural sources illuminate the RSOs in the ultraviolet (UV), visible, and infrared (IR) regions of the EM spectrum. This provides the capability to predict the illumination of dim RSOs in non-sunlit scenarios such as when a satellite is in the Earth's shadow. This capability allows for the design of planned future sensor systems through modeling and simulation, enabling the more accurate assessment of sensorrequirements for space-to-space and Earth-to-space sensing of dimly lit RSOs, as well as anticipated sensor detection thresholds.
CPI has developed first-principles physics models to extend the applicability of the data to different wavebands, viewing geometries, and solar illumination conditions, where needed. Readily available real-world data from operational space-based sensors are used to generate realistic illumination conditions for specific viewing geometries. This illumination model is embedded into CPI's Shine architecture to facilitate the incorporation of fast running algorithms developed within the computer graphics community, and to take advantage of massively parallel computing hardware. The result is a high performance computational tool that can be incorporated into SSA simulations.

d. Data sharing in the squo solves 

Kelso 10 (Dr. T.S., Senior Research Astrodynamicist Center for Space Standards and Innovation Colorado Springs, Colorado, “How International Collaboration Is Improving Space Situational Awareness, http://www.agi.com/downloads/resources/user-resources/space-data-center/how-international-collaboration-is-improving-space-situtional-awareness.pdf) 
We can begin by turning one of the primary limitations of the current SSN into an advantage by realizing that while each ma- neuvering satellite can be difficult to track using noncoopera- tive tracking, that each of these satellites is operational—which means that there is an operator responsible for maintaining its orbit. Satellite operators must maintain accurate orbits for their satellites in order to be able to plan state-of-health contacts and support anomaly resolution, thermal and power management, attitude maintenance, and periodic orbit adjustments. In most cases, today’s satellite operators use active ranging or onboard global positioning system to provide orbits which have been shown to be an order of magnitude better than noncooperative tracking can produce and which ensure the proper identification (correlation) of the observations. And, of course, the satellite operator knows when maneuvers are planned to be conducted and what the post-maneuver nominal orbit should be. In fact, this realization was the basis for establishing the cur- rent international data center, operated by the Center for Space Standards and Innovation (CSSI) on behalf of its members. The data center supports 18 satellite operators from at least 11 countries, as seen in table 1. CSSI screens over 260 of their sat- ellites—in both LEO and GEO—which represents one-quarter of all operational satellites in Earth orbit. These conjunction screenings are automatically performed twice each day, using the best orbital data available, and take just over 20 minutes on a standard desktop computer. Each operator provides their own orbital data—including planned maneuvers—to CSSI for these conjunction assessments. CSSI ensures that all data is correctly transformed to standard orbital data formats for subsequent use. When combined with SSN data for non-member satellites and debris, it provides the best overall SSA for screening close ap- proaches available today. Operators are able to specify threshold conditions and val- ues to be used in providing automated warnings (e.g., any ob- ject coming within five kilometers of any of their satellites). Operators have full access to the conjunction analysis in a se- cure online system, which includes the orbital data used for the conjunction assessments, so that they can quickly and reliably perform additional analysis to determine whether they wish to perform a collision avoidance maneuver and what the most efficient maneuver would be, based upon their mission requirements.

1NC-Cooperation Advantage

International collaboration exists in squo

Kelso 10 (Dr. T.S., Senior Research Astrodynamicist Center for Space Standards and Innovation Colorado Springs, Colorado, “How International Collaboration Is Improving Space Situational Awareness, http://www.agi.com/downloads/resources/user-resources/space-data-center/how-international-collaboration-is-improving-space-situtional-awareness.pdf) 
In fact, the debris from these two events have already con- siderably complicated operations for satellite operators in low Earth orbit (LEO)—operating constellations such as the Iridi- um, Orbcomm, and Globalstar communications networks and many Earth resources satellites. For Iridium and Orbcomm alone, these debris now account for 50 to 60 percent of all pre- dicted close approaches, or conjunctions, within five kilometers of their satellites—or more than double the number from be- fore 2007. Obviously, the space operations community needs to work together now to reduce the likelihood of similar events happening again.

To further complicate the problem, the SSN was specifically designed to use noncooperative tracking—that is, tracking each space object without any type of active cooperation from the object itself. In order to provide tracking on as many objects as possible, the SSN obviously cannot rely on cooperative track- ing from debris or satellites whose operators may not wish to cooperate. Noncooperative tracking works reasonably well for debris objects, but presents significant limitations when track- ing operational spacecraft, since this method must detect and process maneuvers after the fact—resulting in delays in provid- ing updated orbits. And detecting maneuvers on GEO satel- lites can be even more challenging since current ground-based optical systems are not capable of day-night, all-weather op- erations—potentially delaying the acquisition of observations immediately following a maneuver. Under such conditions, satellite orbit estimates can degrade, resulting in the SSN being unable to associate new observations with the correct satellite (cross-tagging) or even ‘losing’ the satellite. As a result, even the objects that can be tracked by the SSN may not be tracked accurately enough to provide satellite operators confidence in their conjunction predictions.

Given the current state of affairs, it would seem that there is little that satellite operators can do to protect their satellites. Yet, we will see that a more thorough review of existing com- plementary capabilities suggests that parts of the problem can

The good news is that the international community has al- ready been working together since early 2008 to share orbital data with the goal of mitigating the risk of additional on-orbit collisions. In order to understand the benefits of this collabo- ration and see how to improve its effectiveness, we will need to first understand the limitations of today’s space surveillance systems that help avoid conjunctions and how data sharing can overcome some of those limitations.
1NC-Plan unpopular

Congress is divided- Republican subcommittee wants more funding, democrats are opposed to it

DiMascio 5/5/11 (Jen, staff writer, specialized in defense, “Fights Ahead Over Strategic Forces Budget,” http://www.aviationweek.com/aw/generic/story_generic.jsp?channel=aerospacedaily&id=news/asd/2011/05/05/01.xml) 

Congressional fights are ahead over how the House Armed Services Committee panel that deals with strategic forces has chosen to fund U.S. missile defense and space efforts in fiscal 2012.

The subcommittee added $100 million for the Ground-based Midcourse Defense system run by Boeing in a move that would protect the program from failures in the testing process, according to subcommittee chairman Rep. Michael Turner (R-Ohio.)

“We need to put more funding in this,” Turner said. “These test failures require that A, the source of the problem be identified, and B, that it be rectified, and C, that we continue to accelerate this program.”

But the addition of that money is meeting resistance with Democrats who are supporting the administration’s move toward the Aegis-based Phased Adaptive Approach, led by Lockheed Martin, and its greater focus on theater-based missile defenses.

Republicans don’t want to fund SSA

Clark 11

Colin 5/4 C. A. 'Dutch' Ruppersberger Pushes For Billion-Dollar Missile Defense Satellite http://www.huffingtonpost.com/2011/05/04/dutch-ruppersberger-billion-dollar-missile-defense-satellite_n_857740.html

The other reason the U.S. needs the satellites, he argued, is that the country must improve its knowledge of space objects and their locations, or "space situational awareness." After the Chinese used a missile to destroy one of their satellites in January 2007, President Bush made space situational awareness a top administration space priority.

The Missile Defense Agency aims to spend $1.34 billion on the Precision Tracking Space System between 2012 and 2016 and plans to build up to a dozen of the satellites. The knowledge Ruppersberger has gained on the intelligence committee drove him to support funding for the system, the congressman told AOL Defense after the hearing. He would not be more specific. 

But Ruppersberger will likely face determined opposition from the subcommittee's leaders, who have already dropped the funding from their draft of the defense policy bill. The PTSS satellites, an aide said, will probably be much more expensive than planned. The system might easily cost $500 million for each satellite, and should the missile agency buy a dozen over time, that cost could rise to more than $6 billion.
1NC-Plan expensive

SSA Costs a lot and is ineffective 

Chaplain 5/27/11 (Christina, Director Acquisition and Sourcing Management for GAO, United States Government Accountability Office, May 2011. SPACE ACQUISITIONS Development and Oversight Challenges in Delivering Improved Space Situational Awareness Capabilities)

DOD plans to deliver new technologies in the upcoming years, but it is too early to determine if these additions will address shortfalls. A number of challenges present roadblocks: immature technologies, program staffing and skill shortages, complex integration tasks, coordinating data from numerous sources and overloading DOD’s current space object tracking system with data from new sensor systems could threaten success of the current development. 

DOD says it plans to spend a total of $5.3 billion on space awareness projects from 2006 through 2015, but it has already spent almost $2 billion and plans to spend an additional $3.3 billion. The majority of investments will fund new sensors and a new command and control system. 
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