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The United States federal government should defensively harden satellites used by our military.
1ac – Heg
Space weaponization and conflict is inevitable
Kitfield 10-Senior Correspondent @ The National Journal, writer for Air Force Magazine, B.A. Journalism, University of Georgia, distinguished writer on defense, national security, and foreign policy, author of two books on national security, [James, Air Force Magazine, “Crowded Congested Space” August 2010, http://www.airforce-magazine.com/MagazineArchive/Pages/2010/August%202010/0810space.aspx]

In the “commons” above Earth, US military forces must deal with junk and potential predators. Last year, an Iridium communications satellite unexpectedly went dead. US military space analysts soon discovered it had smashed into a defunct Russian Cosmos satellite, a collision that destroyed both spacecraft and created a large and dangerous debris field in space. That incident followed another worrisome event. In January 2007, China successfully tested an anti-satellite missile against one of its own defunct satellites. That attack, a direct hit, created 150,000 pieces of space clutter—not all of it even visible to US space operators. Both events reveal that the global commons of space—which the United States has long dominated and has increasingly used as leverage to achieve a decisive military edge—is increasingly crowded and contested. There have been years of warnings that US space dominance is in peril. It is now safe to assume that, in a future war, the military will not have unhindered access to the space-based capabilities that create numerous US combat advantages. Potential adversaries aren’t just aware of how heavily the US relies on space. They already have the means to compete and to challenge US operations there. Today, many commanders view space dominance as vital to warfare in the Information Age. "Certainly in the air world, in the ISR [intelligence-surveillance-reconnaissance] world, and most especially in the space world, [there is] competition out there, [and the] competition is getting better," said Lt. Gen. Larry D. James, commander of 14th Air Force at Vandenberg AFB, Calif. "Multiple nation-states now have space launch capability, have ISR capability, [and] have intelligence capability from space, so we’ve got to continue to raise our game to make sure we are still the best." As a recent report by the Center for a New American Security (CNAS) noted, it is increasingly clear that a military able to effectively use space has tremendous advantages through rapid globe-spanning communications, broad and sophisticated surveillance and intelligence-gathering capability, and accurate force positioning, operations timing, and precision targeting abilities. "Put in military terms, the space commons offers distinct and significant advantages in command, control, communications, intelligence, surveillance, and reconnaissance (C3ISR), maneuverability, and firepower," noted report author Eric Sterner. "As the United States has been the world’s leading innovator in the use of space for military purposes, this development is largely a story of American innovation." Given the game-changing advantages that the United States reaps from its dominance of space, it was inevitable that other countries would also seek to exploit space for their own uses, both military and commercial. Today, nine countries, plus the European Space Agency member states, have the ability to independently place satellites into orbit, and virtually any country or nonstate actor can access satellite technology by buying time on commercial satellites. As the US military’s dependence on space systems has grown exponentially in recent years, however, so has a growing sense of unease among military commanders concerned about the vulnerability of those assets. In 2001, the Commission to Assess United States National Security Space Management and Organization released a report that predicted that future warfare in space was a "virtual certainty," and it proposed that the United States [should] begin to develop the means both to deter and defend against attacks on its space assets, and to mount offensive operations to deny the use of space to potential adversaries. To do otherwise, the commission warned, would invite a "space Pearl Harbor." US officials confirmed in 2006 that China had successfully "painted" a US satellite with a laser. China’s January 2007 test of the direct-ascent, anti-satellite SC-19 missile greatly heightened those concerns. And a recent Pentagon report on China’s military modernization revealed that China is developing other anti-satellite systems, to include ground-based lasers designed to blind sensitive satellite optics. China is also reportedly developing microsatellites crafted to act as "space mines," which could loiter in space until given the signal to destroy other satellites. At present, US officials say they are uncertain whether China has already launched such "parasite" satellites. "In today’s world, ... there are a lot of folks launching a lot of satellites, some of them very small," and we have a lot of work to do in terms of knowing "what their mission is, ... what the intent of the owner is," and whether they represent a threat, said James. That really gets into the intelligence world more than the tracking world, but, "frankly, we have a long way to go" in achieving that space situational awareness. According to the CNAS report, China has identified American dependence on space as an asymmetric vulnerability to exploit. "China is developing robust capabilities to operate in space and deny its adversaries the use of space during a time of crisis or conflict," the report concluded.
The brink is now—US satellites are at risk of ASAT attacks and assets have no defensive capabilites  

Schendzielos, 8 – major in the USAF, School of Advanced Military Studies (April 30, 2008, Major Kurt Schendzielos, “Protection in Space: A Self-Defense Acquisition Priority for U.S. Satellites”, http://www.dtic.mil/cgi-bin/GetTRDoc?Location=U2&doc=GetTRDoc.pdf&AD=ADA485553)
On balance, the need to develop satellite self-defense capabilities is clear. Two adversarial nations have demonstrated a direct-ascent kinetic-kill ASAT capability. Several more have ground-based laser ASAT technology capable of dazzling, blinding, and even potentially destroying U.S. satellites. China has shown an inclination toward developing a wide array of ASAT technologies to disrupt U.S. space capability on a variety of fronts. China has also taken fairly provocative steps in their march toward testing their emerging ASAT programs: “amid concerns from military analysts wondering why Chinese spacecraft are in orbits that bring them within close proximity of key U.S. satellites, according to Air Force Times, February 2, 2007. The Chinese spacecraft do not appear to be conducting any particular mission and that has analysts worried. The satellites could be identifying the capabilities and mission of American space platforms, attempting to intercept their communications with ground-based receiver stations, or placed in position to explode or impact a U.S. satellite in times of war. “There is a menu of missions that could be performed that we are not yet clear about,” one unidentified source told the industry magazine. “These things aren’t being sent up there to be space rocks,” the source cautioned.”168 Unfortunately, as Secretary of the Air Force Wynne laments, “Currently all U.S. satellites reside ‘in peaceful mode’ on orbit, meaning they are not ‘well defended”169 The U.S. has been able to rest comfortably with the knowledge that space represented a relative sanctuary. “The U.S. strategy for space control over the past decade has relied largely on non-destructive measures and the capability for terrestrial systems to disable ground based command and control stations or launch facilities. These measures have sufficed until now because of the relatively primitive state of potential U.S. adversaries’ systems and the paucity of their command and control links.”170 That situation is quickly changing. Provocative acts have already been taken and unambiguous moves are being taken by adversaries today. The only prospect facing the U.S. is that more ASAT technology will proliferate to adversary nations as time marches on. The time to provide widespread defense to all critical U.S. security related satellites (both civil and military) is now. The acquisition timelines associated with major program improvements range from approximately two years for Commercial Off-the-Shelf or Rapid Fielding Initiative programs to ten to fifteen years for major force programs like the F-22 or Future Combat Systems. If the U.S. is to respond to threats against U.S. space presence in the near future, efforts must be made now. Budgets must increase, priorities set, and resources allocated to reflect the renewed efforts to develop an adequate defense in time to protect against ASAT attacks. Another reality is that program costs generally increase as time goes on. While any one single technology will become cheaper over time as it becomes more widely available and easier to manufacture, program development continues to become more expensive because of the pace of technological advances that have to be included in order to remain relevant. Inflation also plays a role in making programs more costly over time, thusly using more national resources in order to achieve a similar effect. Waiting one or several years to decide if developing satellite defense is a high enough priority to warrant additional resources will cause more resources to have to be spent in the long run. All in all, the time to act is now. 59 

And, the U.S. is heavily dependent on its vulnerable space assets which make them an attractive target for attack

Wilson 1 -  Vice President and General Manager of Spacecraft Systems and Services (Tom, January, “Threats to United States Space Capabilities”, http://www.fas.org/spp/eprint/article05.html WSX)

I. Introduction The employment of space systems increases the effectiveness of terrestrial warfighters by performing as a force multiplier. In peace, space systems are a key element of deterrence. In crisis, they provide a wide spectrum of options to the National Command Authorities and Commanders in Chief while providing confidence to our allies. In war, space systems enhance combat effectiveness, reduce casualties and minimize equipment loss. At the same time, the United States' (U.S.) increasing economic and military dependence on space creates a vulnerability that is an attractive target for our foreign adversaries. If adversaries are able to employ offensive counterspace operations--operations which are intended to deceive, disrupt, deny, degrade, or destroy U.S. space systems--the force multiplication effect they provide would be reduced or eliminated. This could lead to more expensive victories or even to defeat.(1) Current trends such as technology proliferation, accessibility to space, globalization of space programs and industries, commercialization of space systems and services, and foreign knowledge about U.S. space systems increases the likelihood that the U.S. will experience a "Space Pearl Harbor." For example, in July 2000, the Xinhua news agency reported that China's military is developing methods and strategies for defeating the U.S. military in a high-tech and space-based future war. It noted, "For countries that could never win a war by using the method of tanks and planes, attacking the U.S. space system may be an irresistible and most tempting choice..."(2) These reports illustrate an unpleasant but little noticed view of the future. The ability to restrict or deny freedom of access to and operations in space is no longer limited to global military powers. The reality is that there are many extant capabilities to deny, disrupt or physically destroy space systems and the ground facilities that command and control them. Knowledge of U.S. space systems functions, locations and physical characteristics, as well as the means to conduct counterspace operations, is increasingly available on the international market. Nations or groups hostile to the U.S. possess or can acquire the means to disrupt or destroy U.S. space systems by attacking the satellites in space, their communications nodes on the ground and in space, or ground nodes that command the satellites. Offensive counterspace operation technology is spreading throughout the world. Even so, some types of antisatellite (ASAT) weapons are obviously more complex to design, build and test than others. Kinetic and chemical interceptors, conventional guns, and low power lasers are the least sophisticated. Nuclear weapons and radio frequency weapons are more complex. High-energy lasers and particle beam weapons are the most sophisticated. Note that this rating should not be considered by itself, as the use of a complex weapon could make other aspects of the overall system simpler. For example, using a nuclear weapon on an interceptor makes virtually every other aspect of system development less complicated since its lethal radius is large.(3) The U.S. reliance on space, coupled with the growing amount of information available about our space systems, increases the likelihood that our adversaries will employ counterspace weapons technologies. Of concern is the likelihood that today, the U.S. has neither the doctrine nor the means to respond to potential counterspace threat situations. 

The plan’s defensive capabilities key to stopping space race, increasing diplomacy, and space leadership

Schendzielos, 8 – major in the USAF, School of Advanced Military Studies (April 30, 2008, Major Kurt Schendzielos, “Protection in Space: A Self-Defense Acquisition Priority for U.S. Satellites”, http://www.dtic.mil/cgi-bin/GetTRDoc?Location=U2&doc=GetTRDoc.pdf&AD=ADA485553)

The first and most obvious advantage of developing timely and responsive satellite defenses is that America’s critical space capability would be preserved. Some of the technologies like increasing redundancy or whipple bumpers and nanotechnology can provide additional protection not only against ASATs but against a whole host of natural electromagnetic and projectile events that occur every day. Since nature can sometimes represent the biggest threat to the largest number of U.S. satellites, the additional protection ensures the availability of space exploitation when needed. The expeditionary nature of the American military depends greatly upon space for command and control, and modern military battlefields almost require precision weapons, many of which are also dependent upon space assets. Unfettered space support is necessary for the U.S. military to continue to function as it has over the past decade and predicted to do so in the future. Many of the technologies presented as possible near-term candidates have been developed for terrestrial application. Just as the technology transfer can go from air assets to space assets, so can the applications of some of the technologies developed for protecting satellites. The miniaturization and autonomous processing that will inevitably precipitate from micro- and nano-satellite development can greatly aid unmanned aircraft development in addition to other air, sea, and ground platforms.163 Aircraft could be made lighter and more capable. Ships could conserve space for additional supplies and ground vehicles could be made more reliable and have more room to carry additional equipment or supplies. Nanotechnology shielding could produce new means of concealing military vehicles from a vast array of sensors including from electronic sniffers.164 Just as the space race of the 1960s produced a great deal of spin off technologies, not just for NASA, but for the U.S. military and for the civilian population as well. Similar spin offs can be reasonably expected from developing effective satellite ASAT defense. Lastly, building an overwhelming defense may actually discourage adversary nations from pursuing offensive capabilities against the U.S.165 “If a weapon is vulnerable, yet capable of dramatically affecting the outcome of a conflict, the state that possesses it has an even more powerful incentive to employ the weapon early on in a conflict”166 Conversely, if a weapon is vulnerable and not capable of affecting the outcome of a conflict, which satellite self-defense would achieve against current generation ASATS, then there would be little motivation to resort to ASATs. It has been noted that often treaties designed to limit the research, development or production of an offensive space capability are simply a means to try to balance the overwhelming advantage of one nation over another. Much of the motivation for treaty proposals concerning banning ASATs and space weaponization are presented by nations who do not have a large stake in space, but would like to curb the disparate advantage enjoyed by the major space powers. Producing an overwhelming space defense may actually cause the Chinese and other space adversaries to negotiate and seriously abide by effective and lasting prohibitions against ASATs and space weapons.
Hardening space assets makes our satellites less vulnerable to attack and can maintain our military dominance

Haddick 11 Robert, Managing Editor of Small Wars Journal, “Lost In Space” http://www.foreignpolicy.com/articles/2011/02/11/this_week_at_war_lost_in_space?page=0,1

The U.S. Department of Defense released its first-ever National Security Space Strategy (NSSS), on Feb. 4. The document "seeks to maintain and enhance the national security benefits" the United States derives from its activities and capabilities in space. This week, Gregory Schulte, deputy assistant secretary of defense for space policy, explained the new policy in an essay for Foreign Policy. Schulte described the benefits the United States receives from a wide variety of surveillance, communications, and navigation satellites. He also noted the increasing competition among a growing number of players who are seeking their own advantageous positions in orbit. Schulte explained some clever diplomatic and soft-power strategies that U.S. officials hope will protect the country's space interests, along with some hedges in case the soft-power strategies fail. However, growing those hedges could get very expensive for the Pentagon. Of greatest worry to the Pentagon is the vulnerability of its satellites to attack. In 2007, China shot down one of its old weather satellites with a direct-ascent missile, demonstrating its ability to threaten the space systems on which U.S. military forces depend. In addition to missile attack, many commercial and Defense Department satellites are also vulnerable to directed energy (laser) attack and to electronic jamming. U.S. adversaries may view attacks on U.S. satellites as a high-payoff/low-risk strategy. By attacking U.S. satellites, an adversary could hobble U.S. military forces without the usual indications of warfare, at least in the public's perception. For example, without any images of explosions, burning buildings, or wounded civilians, U.S. policymakers might find it difficult to generate political and diplomatic support for a military response. As Schulte explained, U.S. officials hope to use diplomacy and soft-power tools to deter attacks on satellite networks. The first such hoped-for line of deterrence is to establish a code of conduct and international norms against attacks on space infrastructure. A second strategy is for the United States to share some its defense-related space platforms with other countries. In this case, an adversary with designs on U.S. space assets would be forced to attack a shared platform, and thus attack an alliance of countries and not just the United States. U.S. officials hope that such a complication would deter such an attack in the first place. Such soft-power methods might not be effective against determined adversaries who may already be isolated from the international system and thus have little more to lose from violating international norms or alliances. The NSSS hedges against the failure of the soft-power approaches. Proposed hedges include hardening satellites against kinetic and electronic attack and keeping redundant satellites standing by in launch position to rapidly replace those destroyed. Another hedge is to vastly increase the number of reconnaissance aircraft and terrestrial communication platforms as substitutes for space-based systems. Finally, the Air Force -- operator of the global positioning navigation satellite system and thus the service most familiar with that system's vulnerabilities -- is seeking in its technology roadmap to devise a new system of precise navigation that won't rely on satellites. Hedging against the vulnerability of space-based systems will not be cheap. And if soft-power strategies and redundant hedges fail, the Pentagon reserves the right, as Schulte explained at a Pentagon briefing "to respond in self-defense to attacks on space. And the response may not be in space either." With much more to lose in space than any other adversary, an escalating war in space is the last thing the Pentagon would like to see. Thus the threat to shift the mode of retaliation to terrain an adversary may value most. Although the U.S. government's diplomatic and soft-power tactics to defend its interests in space are clever, they may not be enough against rogue state or non-state actors with few of their own assets at risk. In this case, the Pentagon will need to harden and diversify its space assets or develop terrestrial work-arounds that avoid its vulnerabilities in space. Those costly solutions could not come at a worse time for the Pentagon's budget masters.
It also maintains our war fighting capabilities which sustain our hegemony 
Ahearn 6 Dave "U.S. Military, Commercial Space Assets Vulnerable To Attack: Experts". Defense Daily. FindArticles.com. 29 Jun, 2011. http://findarticles.com/p/articles/mi_6712/is_58_230/ai_n29277012/ 

*Cites Michael Ohanlon who is a senior fellow at The Brookings Institution, specializing in defense and foreign policy issues
U.S. military and commercial satellites, long seen as above the fray and out of harm's way, are vulnerable to multiple types of attack, an assault that a determined enemy someday will attempt. So said military, government, industry and think tank experts testifying yesterday before the House Armed Services Committee strategic forces subcommittee. Defending against such an attack in the long-peaceful realm of space can be accomplished, but at a price: military, government and commercial satellite owners would have to provide more money to companies making the satellites, according to testimony. They include Boeing [BA] and Lockheed Martin [LMT], but scores of companies, both U.S.-based and others, provide space wares. Especially in the military area, however, it is certain that in a conflict with American forces, any enemy would like to destroy or disable U.S. satellites, so as to deny those forces one of the greatest advantages they enjoy today against other military groups. "It would be imprudent for us to not assume that a determined adversary would try to eliminate what is one of our greatest warfighting advantages," said one subcommittee witness, Air Force Lt. Gen. C. Robert Kehler, deputy commander of the U.S. Strategic Command. He spoke with defense journalists after the hearing. During the session, Michael O'Hanlon, senior fellow with the Brookings Institution, a moderate Washington think tank, said potential adversary nations currently don't have the ability to launch a major attack on U.S. space assets, but some day they may. Then, there could come a major attack with effects "close to catastrophic" in harming U.S. military capabilities, such as communications networking, weapons guidance and much more, or some lesser but still significant degradation of American military capabilities. Space assets are critical, because they "enable the American way of war," Kehler said. There already is enemy action to jam American GPS capabilities, he noted. O'Hanlon set forth how, for a price, satellites may be protected from, or made less vulnerable to, attack: * Redundancy. Instead of placing just one satellite in orbit that can handle certain missions, say, have two or three birds in space. * Have an ability to replace damaged satellites, rapidly. That might mean buying spare satellites from the manufacturer, even if those satellites aren't launched immediately. * Harden satellites. For example, hardening satellites from radiation such as a nuclear blast might create is possible, although such assets might be more expensive than unprotected space gear. Since the end of the Cold War, use of hardening may have lessened, and "that is probably a mistake," according to O'Hanlon. * Non-space redundancy can be provided. For example, airborne platforms can be used in addition to satellite networks. Or fiber optic land lines can provide a backup to communications satellites. * Endow satellites with the capability to sense danger. Satellites can be equipped with sensors on board that could, say, spot an approaching enemy micro- satellite. Witnesses said an enemy lacking the advanced sophistication of the U.S. space program nonetheless could loft micro-satellites, each equipped with an explosive charge, and then maneuver close to a U.S. satellite before detonating the charge. * The United States should avoid a problem that would arise if it were to assume that potential enemies are ignorant about U.S. space matters. O'Hanlon also said some smart moves might include minimizing U.S. use of space bandwidth capacity in event a satellite or other asset is lost, such as jettisoning use of video in videoconferences and retaining only the audio transmission. Examples of attacks that might conceivably occur would include North Korea firing a missile tipped with a nuclear weapon and detonating it in space to knock out satellite capabilities. Or China could detonate a nuclear weapon well east of Taiwan and harm electronic networking capabilities of U.S. aircraft carriers in that region, or facilities on Taiwan. Kehler agreed with O'Hanlon's call for redundancy in satellite systems, the ability to quickly replenish damaged satellites, and the need for hardening space assets. O'Hanlon said that if a terrorist group such as al Qaeda were to obtain a long-range missile with a nuclear weapon payload, the group would do far more damage by sending the missile to destroy a Western target on land, rather than using it to destroy satellites. As far as the greater expense of satellite makers hardening the satellites they manufacture, "if our customers ask for that and are willing to pay for it, we can do that [at] substantial additional cost," said David Cavossa, executive director of the Satellite Industries Association. In military space assets, "some of our systems [already] are very well protected, and have been since the Cold War," Kehler said. But satellites must be equipped with systems able to comprehend an emergent threat, and to understand which nations are at what locations in space, and to what ends, he said.
US leadership’s essential to global stability --- solves numerous nuclear conflicts

Kagan, 7 (Robert, senior fellow at the Carnegie Endowment for International Peace, Policy Review, August/Sept, “End of Dreams, Return of History”)
If the world is marked by the persistence of unipolarity, it is nevertheless also being shaped by the reemergence of competitive national ambitions of the kind that have shaped human affairs from time immemorial. During the Cold War, this historical tendency of great powers to jostle with one another for status and influence as well as for wealth and power was largely suppressed by the two superpowers and their rigid bipolar order. Since the end of the Cold War, the United States has not been powerful enough, and probably could never be powerful enough, to suppress by itself the normal ambitions of nations. This does not mean the world has returned to multipolarity, since none of the large powers is in range of competing with the superpower for global influence. Nevertheless, several large powers are now competing for regional predominance, both with the United States and with each other. [..[.  The jostling for status and influence among these ambitious nations and would-be nations is a second defining feature of the new post-Cold War international system. Nationalism in all its forms is back, if it ever went away, and so is international competition for power, influence, honor, and status. American predominance prevents these rivalries from intensifying —  its regional as well as its global predominance. Were the United States to diminish its influence in the regions where it is currently the strongest power, the other nations would settle disputes as great and lesser powers have done in the past: sometimes through diplomacy and accommodation but often through confrontation and wars of varying scope, intensity, and destructiveness. One novel aspect of such a multipolar world is that most of these powers would possess nuclear weapons. That could make wars between them less likely, or it could simply make them more catastrophic.  It is easy but also dangerous to underestimate the role the United States plays in providing a measure of stability in the world even as it also disrupts stability. For instance, the United States is the dominant naval power everywhere, such that other nations cannot compete with it even in their home waters. They either happily or grudgingly allow the United States Navy to be the guarantor of international waterways and trade routes, of international access to markets and raw materials such as oil. Even when the United States engages in a war, it is able to play its role as guardian of the waterways. In a more genuinely multipolar world, however, it would not. Nations would compete for naval dominance at least in their own regions and possibly beyond. Conflict between nations would involve struggles on the oceans as well as on land. Armed embargos, of the kind used in World War i and other major conflicts, would disrupt trade flows in a way that is now impossible. Such order as exists in the world rests not merely on the goodwill of peoples but on a foundation provided by American power. Even the European Union, that great geopolitical miracle, owes its founding to American power, for without it the European nations after World War ii would never have felt secure enough to reintegrate Germany. Most Europeans recoil at the thought, but even today Europe ’s stability depends on the guarantee, however distant and one hopes unnecessary, that the United States could step in to check any dangerous development on the continent. In a genuinely multipolar world, that would not be possible without renewing the danger of world war. People who believe greater equality among nations would be preferable to the present American predominance often succumb to a basic logical fallacy. They believe the order the world enjoys today exists independently of American power. They imagine that in a world where American power was diminished, the aspects of international order that they like would remain in place. But that ’s not the way it works. International order does not rest on ideas and institutions. It is shaped by configurations of power. The international order we know today reflects the distribution of power in the world since World War ii, and especially since the end of the Cold War. A different configuration of power, a multipolar world in which the poles were Russia, China, the United States, India, and Europe, would produce its own kind of order, with different rules and norms reflecting the interests of the powerful states that would have a hand in shaping it. Would that international order be an improvement? Perhaps for Beijing and Moscow it would. But it is doubtful that it would suit the tastes of enlightenment liberals in the United States and Europe. The current order, of course, is not only far from perfect but also offers no guarantee against major conflict among the world ’s great powers. Even under the umbrella of unipolarity, regional conflicts involving the large powers may erupt. War could erupt between China and Taiwan and draw in both the United States and Japan. War could erupt between Russia and Georgia, forcing the United States and its European allies to decide whether to intervene or suffer the consequences of a Russian victory. Conflict between India and Pakistan remains possible, as does conflict between Iran and Israel or other Middle Eastern states. These, too, could draw in other great powers, including the United States. Such conflicts may be unavoidable no matter what policies the United States pursues. But they are more likely to erupt if the United States weakens or withdraws from its positions of regional dominance. This is especially true in East Asia, where most nations agree that a reliable American power has a stabilizing and pacific effect on the region. That is certainly the view of most of China ’s neighbors. But even China, which seeks gradually to supplant the United States as the dominant power in the region, faces the dilemma that an American withdrawal could unleash an ambitious, independent, nationalist Japan. In Europe, too, the departure of the United States from the scene — even if it remained the world’s most powerful nation — could be destabilizing. It could tempt Russia to an even more overbearing and potentially forceful approach to unruly nations on its periphery. Although some realist theorists seem to imagine that the disappearance of the Soviet Union put an end to the possibility of confrontation between Russia and the West, and therefore  to the need for a permanent American role in Europe, history suggests that conflicts in Europe involving Russia are possible even without Soviet communism. If the United States withdrew from Europe — if it adopted what some call a strategy of “offshore balancing” — this could in time increase the likelihood of conflict involving Russia and its near neighbors, which could in turn draw the United States back in under unfavorable circumstances. It is also optimistic to imagine that a retrenchment of the American position in the Middle East and the assumption of a more passive, “offshore” role would lead to greater stability there. The vital interest the United States has in access to oil and the role it plays in keeping access open to other nations in Europe and Asia make it unlikely that American leaders could or would stand back and hope for the best while the powers in the region battle it out. Nor would a more “even-handed” policy toward Israel, which some see as the magic key to unlocking peace, stability, and comity in the Middle East, obviate the need to come to Israel ’s aid if its security became threatened. That commitment, paired with the American commitment to protect strategic oil supplies for most of the world, practically ensures a heavy American military presence in the region, both on the seas and on the ground. The subtraction of American power from any region would not end conflict but would simply change the equation. In the Middle East, competition for influence among powers both inside and outside the region has raged for at least two centuries. The rise of Islamic fundamentalism doesn ’t change this. It only adds a new and more threatening dimension to the competition, which neither a sudden end to the conflict between Israel and the Palestinians nor an immediate American withdrawal from Iraq would change. The alternative to American predominance in the region is not balance and peace. It is further competition. The region and the states within it remain relatively weak. A diminution of American influence would not be followed by a diminution of other external influences. One could expect deeper involvement by both China and Russia, if only to secure their interests. 18 And one could also expect the more powerful states of the region, particularly Iran, to expand and fill the vacuum. It is doubtful that any American administration would voluntarily take actions that could shift the balance of power in the Middle East further toward Russia, China, or Iran. The world hasn ’t changed that much. An American withdrawal from Iraq will not return things to “normal” or to a new kind of stability in the region. It will produce a new instability, one likely to draw the United States back in again. The alternative to American regional predominance in the Middle East and elsewhere is not a new regional stability. In an era of burgeoning nationalism, the future is likely to be one of intensified competition among nations and nationalist movements. Difficult as it may be to extend American predominance into the future, no one should imagine that a reduction of American power or a retraction of American influence and global involvement will provide an easier path.
1ac – China

China’s weaponizing space now
Adams 10 (Jonathan, China Specialist at CSM, “China is on path to 'militarization of space',” October 28, http://www.csmonitor.com/World/Asia-South-Central/2010/1028/China-is-on-path-to-militarization-of-space, EMM)
China looks set to pull ahead in the Asian space race to the moon, putting a spacecraft into lunar orbit Oct. 6 in a preparatory mission for an unmanned moon landing in two or three years.  Chinese engineers will maneuver the craft into an extremely low orbit, 9.5 miles above the moon's surface, so it can take high-resolution photos of a possible landing site.  Basically, China is looking for a good "parking space" for a moon lander, in a less-known area of the moon known as the Bay of Rainbows.  The mission, called Chang'e 2 after a heroine from Chinese folklore who goes to the moon with a rabbit, highlights China's rapidly growing technological prowess, as well as its keen desire for prestige on the world stage. If successful, it will put China a nose ahead of its Asian rivals with similar lunar ambitions – India and Japan – and signal a challenge to the American post-cold-war domination in space.  The Asian space race  Compared with the American and Soviet mad dashes into space in the late 1950s and '60s, Asia is taking its time – running a marathon, not a sprint. "All of these countries witnessed the cold war, and what led to the destruction of the USSR," says Ajey Lele, an expert on Asian space programs at the Institute for Defense Studies and Analysis in New Delhi, referring to the military and space spending that helped hasten the decline of the Soviet regime. "They understand the value of money and investment, and they are going as per the pace which they can go." But he acknowledged China's edge over India. "They started earlier, and they're ahead of us at this time," he says.  India put the Chandrayaan 1 spacecraft into lunar orbit in 2008, a mission with a NASA payload that helped confirm the presence of water on the moon. It plans a moon landing in a few years' time, and a manned mission as early as 2020 – roughly the same timetable as China.  Japan is also mulling a moonshot, and has branched out into other space exploration, such as the recent Hayabusa mission to an asteroid. Its last lunar orbiter shared the moon with China's first in 2007.  Both Japan's and India's recent missions have been plagued by glitches and technical problems, however, while China's have gone relatively smoothly.  Mr. Lele said the most significant aspect of the Chang'e 2 mission was the attempt at a 9.5-mile-high orbit, a difficult feat. India's own lunar orbiter descended to about 60 miles in 2008, he said, but was forced to return to a more stable, 125-mile-high orbit.  A low orbit will allow for better scouting of future landing sites, said Lele. "They [the Chinese] will require huge amounts of data on landing grounds," said Lele. "A moon landing hasn't been attempted since the cold war."  During the famed 1969 Apollo 11 manned mission to the moon, astronaut Neil Armstrong had to take control of the lander in the last moments of descent to avoid large moon boulders strewn around the landing site. China hopes to avoid any such last-minute surprises with better reconnaissance photos, which would allow them to see moon features such as rocks as small as one-meter across, according to Chinese media.  Is China's space exploration a military strategy?  Meanwhile, some have pointed out that China's moonshot, like all space programs, has valuable potential military offshoots. China's space program is controlled by the People's Liberation Army (PLA), which is steadily gaining experience in remote communication and measurement, missile technology, and antisatellite warfare through missions like Chang'e 2.  The security implications of China's space program are not lost on India, Japan, or the United States.  The Pentagon notes that China, through its space program, is exploring ways to exploit the US military's dependence on space in a conflict scenario – for example, knocking out US satellites in the opening hours of a crisis over Taiwan.  "China is developing the ability to attack an adversary's space assets, accelerating the militarization of space," the Pentagon said in its latest annual report to Congress on China's military power. "PLA writings emphasize the necessity of 'destroying, damaging, and interfering with the enemy's reconnaissance ... and communications satellites.' "  More broadly, some in the US see China's moon program as evidence that it has a long-range strategic view that's lacking in Washington. The US has a reconnaissance satellite in lunar orbit now, but President Obama appears to have put off the notion of a manned return to the moon.  With China slowly but surely laying the groundwork for a long-term lunar presence, some fear the US may one day find itself lapped –"like the tale of the tortoise and the hare," says Dean Cheng, an expert on China's space program at the Heritage Foundation in Washington. "I have to wonder whether the United States, concerned with far more terrestrial issues, and with its budget constraints, is going to decide to make similarly persistent investments to sustain its lead in space." 
China would use high altitude nuclear explosives in an all out war and resulting radiation would destroy unhardened satellites 
Putman, 9 – major in the USAF and candidate for Master of Military Studies (March 25, Major Christopher Putman, “COUNTERING THE CHINESE THREAT TO LOW EARTH ORBIT SATELLITES: BUILDING A DEFENSIVE SPACE STRATEGY”, http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA510842&Location=U2&doc=GetTRDoc.pdf)

By virtue of its nuclear and ballistic missile programs, China has the inherent capability to detonate a nuclear weapon in LEO as an attack mechanism. China's use ofa high altitude nuclear explosion (HANE) is less likely than the previously mentioned anti-satellite weapons. However, China may consider its use in a full-scale war. In addition to the immediate electromagnetic pulse, the detonation would create a belt of persistent radiation trapped by the Earth's magnetic field causing early failure of electronics as satellites pass through the nuclear debris.21" A 2007 Defense Threat Reduction Agency briefing stated that a single HANE "could disable - in weeks to months - all [low earth orbit] satellites not specifically hardened to withstand radiation generated by that explosion.,,22 While this course of action would certainly inhibit US military capabilities, it would also create significant collateral damage by affecting all 7 countries with interests in low earth orbit. "The extent to which China's leaders have thought through the consequences of nuclear use in outer space...is unclear.'.23 While the use of nuclear weapons as an anti-satellite weapon is unlikely, it is a possibility that should be planned for. 

The U.S. must respond to developing Chinese space presence by hardening its assets

Bolt and Gray 7 - *Professor of Political Science at the Air Force Academy [Paul and Adam, “China’s National Security Strategy” http://www.dtic.mil/cgi-bin/GetTRDoc?Location=U2&doc=GetTRDoc.pdf&AD=ADA539976 WSX]

Second, the United States government and military must take undertake appropriate long-term strategic planning to counter growing Chinese power. The United States Army is being worn down by the War on Terror, and has focused its attention and funding on missions in Iraq and Afghanistan. Recently, funding of Lockheed Martin’s F-22 stealth fighter was seen as an egregious waste of defense resources by many critics, who claim that weapons such as the F-22 have little place in fighting the smaller, urban counterinsurgencies that have characterized the War on Terror. Congress and the DoD must retain the foresight to continue to fund advanced weapons systems in order to retain a favorable long-term balance of power with China. The Chinese government has continually increased its funding, targeting capabilities and weapon systems that are specifically designed to counter the United States’ strategic advantage. The U.S. must not allow its advantage to lapse. In the space community in particular, the United States has done woefully little to counter the growing Chinese space presence. Official U.S. space policy seeks to establish “unfettered U.S. access to a global commons.” At the same time, the U.S. promotes “space dominance” while refusing to enter into any treaty limiting space-based weapons. While China clamors for U.S. diplomatic involvement while simultaneously conducting satellite weapons tests, the U.S. struggles with its own rhetoric as it fails to devise an appropriate policy response to the threat. The United States must give high priority to efforts to harden space based assets and make it clear that attacks on such assets will result in a firm response. 

The U.S. must take the initiative to deal with China threat – strategic dialogue and hardening solve 

Griffin 8 – Research Fellow at the American Enterprise Institute (Christopher, April 7, “China’s Space Ambitions,” http://www.aei.org/article/27772 WSX)

After a decade of fighting the tide, it appears that American attempts to frustrate China's growing military space capabilities have reached a critical point of failure. This dilemma has no easy solution. A combination of European arms manufacturers and aerospace firms appear to have decided to provide China with arms and dual-use technology so long as they can avoid providing Beijing with the lethal tip of its military hardware. Faced with this defeat, the U.S. must retake the initiative in its dealings with both the Chinese and the Europeans in this critical matter.

In its relationship with China, the U.S. must recognize that the militarization of space inspires the most revisionist elements of Chinese strategy. Beijing appears to have made the long-term decision that it is in a struggle with the U.S. over a variety of security issues in East Asia and that preparing for potential military conflict will require the ability to cripple the U.S. military satellite system.

There should be opportunities to engage China on military space issues, even if it has already made this fundamental calculation. It would be worthwhile to develop a Sino-American strategic dialogue on space in which the U.S. could explain its self-imposed restrictions on the militarization of space, and how more provocative steps by China may result in the erosion of those restrictions. Such a dialogue would also provide the U.S. with the opportunity to present nonsensitive areas for cooperation, such as the standardization of spacecraft docking hatches, a move that helped to decrease tensions during the Cold War. Likewise, as China's military lawyers analyze the terms under which the PLA could conduct ASAT and other space operations against the U.S., Washington should demarcate some red lines for Chinese behavior.

Further, recognizing the potential for long-term competition with China over the future control of space, the U.S. must take steps to mitigate its potential losses and guarantee that it retains escalation superiority in any future conflict. Investing in a hardened, robust satellite system is the obvious first step in any such effort. Developing redundancy through additional layers or C4ISR capabilities is another necessary step in this regard. Rapid improvements in unmanned aerial vehicles promise to facilitate such an effort, and would push the Sino-American competition to a cutting-edge field in which the U.S. retains a clear technological lead. 

Risk of a space pearl harbor is high - China will attack while we’re perceived as weak

Choong 9- Senior Writer @ The Strait Times, articles appear in The International Institute of Strategic Studies, [William, The Strait Times, “Reading too much into the stars?,” May 12, 2009, LexisNexis, DavidK]

LAST month, China lofted a navigational satellite into the heavens. The Compass satellite will be part of the Beidou Navigation System of up to 30 'birds' that China will put into orbit by 2015. The launch highlights the massive strides that China has made since the early 1990s, when it witnessed how United States-led forces leveraged on space- based C4ISR (command, control, communications, computers, intelligence, surveillance and reconnaissance) capabilities during the first Gulf War. But it was only in recent years that China's space-based programme has really taken off. China's first manned space flight in 2003 carried just one astronaut; the second in 2005 bore two. Last year, it staged its first space walk. The most worrying aspect of China's space programme, however, is the anti-satellite (Asat) exercise it conducted in 2007, when it destroyed a defunct weather satellite with a missile. Analysts noted that China used the 'hit to kill' method - a technology that involves 'stopping a bullet with a bullet'. This meant that China's Asat capability had surpassed that of the former Soviet Union. Since then, there has been much talk - most of it American - of how China could raise the costs of American intervention in a conflict, say, over the Taiwan Strait. Earlier this year, for example, the Pentagon wrote in its annual report on the Chinese military that Beijing was developing capabilities to attack space assets of potential adversaries in a bid to 'blind and deafen the enemy'. According to Richard Fisher, the author of China's Military Modernization: Building For Regional And Global Reach, China has more than 1,500 ballistic and cruise missiles aimed at Taiwan. The newer missiles are more precise than the older ones, thanks to navigation satellite ('navsat') guidance. Dr Ashley Tellis, a China expert, goes further. China's pursuit of counter- space capabilities is part of a 'considered strategy designed to counter the overall military capability of the US'. China's space programme is an asymmetric strategy aimed at America's 'soft ribs' in space. In other words, China could carry out a 'space Pearl Harbour'. Many of these 'China threat' arguments can be supported empirically. Mao Zedong used asymmetrical warfare to overwhelm stronger opponents. And China's much-vaunted strategy of 'active defence', argue some, is actually an insidious strategy of using offence in the name of defence. Think of China's wars with India and the former Soviet Union in 1962 and 1969 respectively.

Defensive counterspace operations solve China war

Tellis, 7 – a senior associate at the Carnegie Endowment for International Peace (2007, Ashley, “Punching the U.S. Military’s “Soft Ribs”: China’s Antisatellite Weapon Test in Strategic Perspective”, http://www.carnegieendowment.org/files/pb_51_tellis_final.pdf)
Second, the successful Chinese ASAT test ought to serve as a stark reminder that the United States’ dominance of space—which is often taken for granted and which underwrites both its civilian and military advantages—is at risk. This is so because the wide-ranging U.S. dependence on space is more intense than ever and because Chinese space-denial programs today exceed those pursued by the Soviet Union at the height of the Cold War in their diversity, depth, and prospects of success. These unnerving realities have led some observers to conclude that the solution to redressing emerging American space vulnerabilities lies in developing offensive counterspace capabilities. Though such elements will be required, what is more important in the near term is to accelerate investments in the mitigating solutions. The United States must improve its ability to comprehensively identify and assess all orbiting objects as well as to better anticipate the sources and capacity for counterspace attacks. A program to enhance the survivability of American space platforms though hardening, increased maneuverability, and possibly onboard active defenses is long overdue. And finally, the United States must increase its capacity to recover from space attacks by investing in reserve satellites either on-orbit or on the ground; in rapid spacelaunch capabilities; and in redundant, preferably mobile, control stations capable of seamlessly managing space operations in case of damage to primary control centers.  Third, the growing Chinese capability for space warfare implies that a major conflict in the Taiwan Strait would entail serious deterrence and crisis instabilities. If such a clash were to compel Beijing to attack U.S. space systems—primarily intelligence, surveillance and reconnaissance, military communications, navigation and guidance, and meteorology assets—right at the beginning of a war to increase China’s chances of achieving its objectives, the very prospect of such a “Space Pearl Harbor” could, in turn, provoke the United States to contemplate preemptive attacks or horizontal escalation on the Chinese mainland, particularly if such a conflict were to occur before Washington had the opportunity to fully invest in survivable space capabilities. Already, U.S. Strategic Command officials have publicly signaled that conventionally-armed Trident submarine-launched ballistic missiles would be appropriate weapons for executing the prompt strikes that might be necessary in such a contingency. These types of attacks on space launch sites, sensor nodes, and command-and-control installations on the Chinese mainland could well be perceived as precursors to an all-out war. This indicates how difficult it would be for all sides to limit the intensification of such a conflict, even if one discounts the complications of accidents and misperception. 
Extinction

Cheong, Senior Writer @ the Strait Times, 2k (Ching, Senior Writer at the Strait Times, “No one gains in a war over Taiwan,” June 25th, Lexis)
THE high-intensity scenario postulates a cross-strait war escalating into a full-scale war between the US and China. If Washington were to conclude that splitting China would better serve its national interests, then a full-scale war becomes unavoidable. Conflict on such a scale would embroil other countries far and near and -horror of horrors -raise the possibility of a nuclear war. Beijing has already told the US and Japan privately that it considers any country providing bases and logistics support to any US forces attacking China as belligerent parties open to its retaliation. In the region, this means South Korea, Japan, the Philippines and, to a lesser extent, Singapore. If China were to retaliate, east Asia will be set on fire. And the conflagration may not end there as opportunistic powers elsewhere may try to overturn the existing world order. With the US distracted, Russia may seek to redefine Europe's political landscape. The balance of power in the Middle East may be similarly upset by the likes of Iraq. In south Asia, hostilities between India and Pakistan, each armed with its own nuclear arsenal, could enter a new and dangerous phase. Will a full-scale Sino-US war lead to a nuclear war? According to General Matthew Ridgeway, commander of the US Eighth Army which fought against the Chinese in the Korean War, the US had at the time thought of using nuclear weapons against China to save the US from military defeat. In his book The Korean War, a personal account of the military and political aspects of the conflict and its implications on future US foreign policy, Gen Ridgeway said that US was confronted with two choices in Korea -truce or a broadened war, which could have led to the use of nuclear weapons. If the US had to resort to nuclear weaponry to defeat China long before the latter acquired a similar capability, there is little hope of winning a war against China, 50 years later, short of using nuclear weapons. The US estimates that China possesses about 20 nuclear warheads that can destroy major American cities. Beijing also seems prepared to go for the nuclear option. A Chinese military officer disclosed recently that Beijing was considering a review of its "non first use" principle regarding nuclear weapons. Major-General Pan Zhangqiang, president of the military-funded Institute for Strategic Studies, told a gathering at the Woodrow Wilson International Centre for Scholars in Washington that although the government still abided by that principle, there were strong pressures from the military to drop it. He said military leaders considered the use of nuclear weapons mandatory if the country risked dismemberment as a result of foreign intervention. Gen Ridgeway said that should that come to pass, we would see the destruction of civilization.
Space dominance fails – defensive capabilities ensure deterrence and stabilizes China 
Clark 9 – M.A. in Diplomacy and Military Studies (Dereck, September 18, “The Great Leap Upward: Implications of China’s Rise as the Third Player in the Fourth Battlefield for U.S. Security”, http://www.hpu.edu/CHSS/History/Graduate%20Degree/MADMS%20Theses/files/2/Dereck_A_The_Great_Leap_Upward_HPU_Masters_Thesis.pdf WSX)
Still, while diplomatic initiatives and the engagement of China are necessary, China’s ever-budding military space power means that the U.S. must reevaluate its current space policy. The new strategic landscape in space that China’s recent actions and developments have brought into full view highlight real inadequacies in the current U.S. space policy that could lead, if the U.S. fails to act quickly, to an action/reaction spiral of instability in space. If the U.S. desires unequivocal space dominance, this is an unnecessary and provocative strategy doomed to failure. Space systems are much more difficult and costly to protect then they are to target and destroy. From an economic (and military) perspective, the U.S. would be foolish to attempt sustained dominance in space given the unpredictability of advancing space technologies that could favor China or others in the future. Moreover, China’s economy continues to grow at a rate on par with the U.S. and as China’s ambitions in space grow, it becomes increasingly clear that the U.S.’ once monopolized position on space power is ever-dwindling. Given this, when considering the issue of what type of space regime the U.S, should seek that best serves its interests, space preeminence, in the context of deterrence, is a much more viable and sustainable objective. How best to achieve this fine balance of deterrence vs. dominance to maintain preeminence is difficult, but possible and should be the end game for the U.S. in space.
If preeminence should be the long-term objective of the U.S. in space, what is the best way to deter China from challenging this stance? To achieve successful deterrence, some, such as Ashley Tellis, have claimed that it is necessary for the U.S. to develop more advanced offensive counter-space capabilities. These, Tellis argues “will almost certainly be required, if for no other reason than to deter Beijing’s use of anti-space weaponry [and that] offensive American counter-space instruments serve the limited but critical purpose of raising the costs of China’s evolving space-denial strategy, increasing the probability that Beijing will desist from asymmetric attacks on U.S. space assets.”252

While on one hand these are solid points, on the other hand, is it not also true that by lofting offensive capabilities in space, the U.S. could drive China to further develop their own similar capabilities thereby creating a self-fulfilling prophecy? Wouldn’t the U.S. strategy of developing and fielding offensive counter-space weapons be extremely costly to the U.S. as well? There is a better, more economical and logical approach. The space technology of the U.S. should no longer drive its policy. In fact, the U.S. should opt for the inverse of this approach and learn from the lessons of the current strategic nuclear environment between the two counties where the U.S. is preeminent but China still maintains sufficient deterrent capabilities.

If the U.S. were to utilize a non-threatening or confrontational posture to establish itself as the world’s unambiguous leader in the space domain, rather than a narcissistic space overlord that desires freedom of its own uses of space but reserves the right to deny that freedom to others, the U.S. would reap great benefit both militarily and economically. Of course, in order to achieve this preeminent position, the U.S. would have to engage in dialogue with the Chinese as already suggested, and more transparency on both sides would be required. In the end, however, the U.S. must also consider and plan for the possibility that a strategy of preeminence in space even in the context of deterrence may not succeed. As such, the U.S. must continue to invest and advance in the areas of defensive counter-space technologies. These initiatives are undeniably costly, but they are also necessary if the U.S. is to maintain its desired position in space into the future.

As already mentioned, the U.S. requires a better understanding of Chinese intentions, doctrine, and capabilities concerning space. While the U.S. and China may differ in their views regarding space issues, especially those with military application, progress should be possible given the shared interests of both parties. Using a combination of strategic communication, increased transparency, military programs, and other diplomatic initiatives, the U.S.’s most central concern with respect to its security should be deterring China and others from attacking U.S. space assets. If deterrence fails (and even if it doesn’t), the U.S. requires a number of space system and defense improvements. For instance, the U.S. must improve its space situational awareness, its ability to identify and monitor objects in space—especially those that could potentially attack its own systems. Defensive methods to protect U.S. satellites such as hardening, camouflage, stealth, and maneuverability are also critical for U.S. security. In addition, the U.S. requires a rapid-launch capability where in critical moments during attack, it would be able to create a redundancy of satellite coverage that rendered attacks by an adversary ineffective.

Until the Chinese remove the shroud of secrecy that surround their space programs and their overall intentions in space to a level of transparency deemed adequate by Washington, the U.S. is forced to continually plan for worst-case scenarios and shape their space policy that reflects this reality. While the current U.S. space policy requires much improvement in terms of content (it lacks any real discussion of deterrence) and overall posture (it comes off as threatening), it is reflective of a strategic logic that Chinese decisions and actions regarding space have helped create. In any case, China’s proven ASAT capability and their actionableasserted intentions highlight the need for a long-term and fundamental change in the way the U.S. approaches space.

In acknowledging that the U.S. no longer enjoys a monopoly of power in space and that this domain will never be the peaceful sanctuary that space arms control advocates desire, the U.S. must diversify how it garners and distributes space information and seek more effective ways to limit U.S. space vulnerabilities. A shift towards smaller, more mobile, and flexible distributed capabilities, increased redundancy of satellites with a rapid-launch capacity, and a layered suite of integrated defensive techniques into fielded space assets would reduce incentives for adversarial attacks on U.S. space systems and their ability to target those systems. Investments such as these would potentially offer the most benefit to the U.S., even when compared to offensive capabilities which China perceives as inherently threatening.

In the end, to say that it is difficult to accurately assess China’s intentions in space would be a vast understatement. Given the inconsistency in China’s message, and of our own regarding objectives in space, it is clear that there is a need for more strategic communication that is focused on transparency, deterrence, and stability on both sides. The creation of a stable space regime should be the fundamental objective of the U.S. and it is up to the U.S. to respond in a responsible manner to the challenges that China’s growing ambitions and capabilities in space pose. Still, the U.S. cannot directly control how China acts or reacts in this arena, it can only seek to influence in a way that is to the advantage of themselves without appearing to the detriment of Beijing. While China’s intentions are not entirely clear, what is clear is that they are not comfortable with or likely to allow Washington being a hegemon in space. Furthermore, China’s pursuit of a multi-dimensional counter-space capability is deeply rooted in their requirement to be able to deter or defeat the U.S. in a regional conflict in the face of their conventional inferiority. If the current overall goal for the Chinese in space is to seek asymmetric advantage, the U.S. must alter its thinking to meet this challenge and do so in a more active, yet stabilizing way.

1ac – Solvency 

Hardening would solve satellite sustainability 

Baines 03 – senior policy advisor for science and technology in the Non-Proliferation, Arms Control and Disarmament Division of the Department of Foreign Affairs and International Trade in Canada (Phillip J., “Prospects for ‘Non-Offensive’ Defenses in Space,” Center for Nonproliferation Studies Occasional Paper No. 12, July 2003, http://cns.miis.edu/opapers/op12/op12.pdf)

Hardening and Shielding 

For each type of ASAT weapon

n, There exist defensive hardening techniques that can reduce the range at which the weapon is effective. Hardening of a space system’s elements is the single most effective action that can be taken to improve its survivability.27 The aim of nuclear hardening is to prevent harm from a distance so that an opponent must get close to each satellite in order to destroy it. The Milstar and DSCS III communications satellites, the GPS navigation satellites, and the Defense Support Program (DSP) early warning satellites are all examples of U.S. satellites that are hardened to withstand nuclear attacks. Satellites may be hardened to withstand the effects of nuclear weapons by avoiding reliance on photovoltaic cells for power (solar cells are vulnerable to X-rays and the enhanced radiation produced by high-altitude nuclear weapon detonations) or by covering more radiation resistant solar cell types with fused silica. Selecting radiation hardened components to build fault-tolerant designs and shielding them against electrons and protons are effective hardening means that must be carried out to some extent in any event, given the natural radiation environment. Gamma radiation is particularly penetrating but constitutes little of the total energy of a nuclear explosion in outer space. X-ray hardening is therefore performed on many existing military satellites, to the degree sufficient to reduce the prompt radiation dose to levels approximately equal that of the gamma radiation. To prevent damage from high-altitude EMP effects, metal shields can keep the radiation from entering the satellite cavities. Good external grounding, interconnection of all conducting parts and surfaces, surge arresters, and the elimination of sensitive components are typical hardening techniques. System-generated EMP (SGEMP) effects can also be quite harmful to unhardened spacecraft. Faraday, magnetic and electro-optic shielding, and fault-tolerant electronic designs are possible hardening measures against such effects. Internal surfaces may also be coated with low atomic number paints to reduce internal electron emission into cavities. Input and output circuits and terminals can be protected with various devices such as zener diodes, lowpass filters, and bandpass filters to limit current or clamp voltages caused by SGEMP. Circumvention is also an important hardening strategy for high-altitude nuclear weapon detonations. Circumvention consists of partitioning the satellite design into those functions that must operate during a transient nuclear weapon effect from those functions that do not need to operate throughout that event. When the prompt nuclear event is detected by onboard sensors, protection circuits for non-essential functions can be “switched in” for the subsequent secondary effects of a nuclear detonation in outer space. When the prompt nuclear event has transpired, these protection circuits can be “switched out” as appropriate to return to normal operation. Component hardening and fault-tolerant designs are then used for all those functions that must survive the initial high dose rate event of a nuclear weapon explosion. This hardening strategy can be less expensive than hardening all of the satellite to operate throughout the full effects of a highaltitude nuclear weapon explosion. Directed radio-frequency (RF) weapons generate a beam of RF energy intense enough to damage or interfere with satellite electronics. A satellite’s antenna tuned to receive a frequency the weapon radiates will amplify the received radiation to the sensitive electronics in the satellite’s interior. It can thus damage unprotected amplifiers or downconverters in the front end of a receiver. Antenna-nulling techniques, over-voltage, and over-current protection circuits harden satellites against high-power microwave threats. Switching incoming signals to a dissipating load instead of an active receiver can protect the satellite at the cost of a temporary service interruption. Planar array antennas are more adept at antenna-nulling than horn and reflector antennas, but this ability comes at the expense of increased cost and mass. The DSCS III satellite, for example, uses a planar array antenna system. The aforementioned techniques for hardening satellites against nuclear weapon effects, such as EMP, can also harden a satellite against high-power microwave weapons. Autonomous satellite operations will meanwhile increase the survivability of satellites in the event a ground control station or the control signal uplinks to a satellite are interfered with for extended periods. Mobile ground stations are also survivability features for space systems.28 

Hardening against laser weapons could become more important as this emerging threat evolves. Survivability methods can include optical shutters or special filters to protect sensitive imaging sensors from intense laser illumination produced by terrestrial facilities. The use of multiple frequencies is another hardening technique. The sensors on the early-warning DSP satellites, for example, use two thermal bands to detect missile launches in the presence of a laser threat capable of jamming only one of the two bands.29 

Off-nadir viewing capabilities for imaging satellites means an adversary on the ground illuminating a satellite from directly below will not necessarily affect the data collection by an overhead satellite. Illumination warning sensors on satellites could also geo-locate the source of illumination and relay these co-ordinates for a terrestrial counterforce response. A satellite may also use GPS signals or additional light-baffled star trackers to ascertain its attitude in addition to its normal reliance on the Earth and sun sensors of its attitude control subsystem. In the future, satellites may incorporate ablative coatings and mount structurally isolated or dampened shields exterior to the main spacecraft body, as well as utilize spin stabilization to protect these satellites from HEL effects. These are similar to the countermeasures that ballistic missiles might employ in a threat environment containing boost phase air- or space-based laser BMD systems.30 

Defensive space policy best—ensures stability, self-defense, and recovery from an attack

Putman, 9 – major in the USAF and candidate for Master of Military Studies (March 25, Major Christopher Putman, “COUNTERING THE CHINESE THREAT TO LOW EARTH ORBIT SATELLITES: BUILDING A DEFENSIVE SPACE STRATEGY”, http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA510842&Location=U2&doc=GetTRDoc.pdf)

The September 2008 Council on Foreign Relations Report China, Space Weapons, and US Security argues that US policy does not provide a framework to address counterspace matters. The high cost of maintaining space dominance compared to the relatively low cost to attack that dominance favors a deterrence-based strategy.29 The Council endorses a comprehensive approach to dealing with the Chinese counter space threat: policies that focus on stability, deterrence, escalation control; an in-depth layer approach; reduce incentives to and capability of adversary to attach space systems; and increased warning time to enable defensive actions. 30 In developing capabilities, the United States should consider their contribution to stability and deterrence while incorporating a wide spectrum of defensive capabilities. Commander John Klein proposes that the United States develop a comprehensive defensive strategy to ensure access to "celestial lines of communication."3 I He argues that past space strategies were overly focused on the offensive due to the influence of strategists like Mahan, Douhet, and Mitchell. 32 Recognizing that defensive measures assure access to and use of space, the United States through policy and action must focus on defensive strategies. Properly developed space strategies should provide "a measure of self-defense against a surprise attack, control over the escalation of a conflict, and minimize the most devastating enemy 9 counterattacks.,,33 The aforementioned reasons support a focused defensive strategy that will deter a Chinese attack and recover capability if deterrence fails. Joint Publication (JP) 3-14, Space Operations, highlights the increasing dependence by the military on space: "Space capabilities are essential to overall military mission accomplishment, provide the advantages needed for success in all joint operations, and support the principles ofwar.,,34 The publication also states that reliance on space creates vulnerabilities that can be exploited by adversaries. To prevent exploitation, the United States must ensure current military capabilities "remain protected and must constantly watch for the next space threat to ensure US military dominance in space utility.

Radiation hardening would only take 2-3 years 

Wall 2 Robert “Satellite Self Protection Gains Attention” ELECTRONIC WARFARE; Vol. 157, No. 18; Pg. 68 http://www.lexisnexis.com.proxy.lib.umich.edu/lnacui2api/results/docview/docview.do?docLinkInd=true&risb=21_T12260231559&format=GNBFI&sort=RELEVANCE&startDocNo=26&resultsUrlKey=29_T12260231562&cisb=22_T12260231561&treeMax=true&treeWidth=0&csi=6931&docNo=37
After years of studying whether to equip satellites with self-protection equipment, the Pentagon is putting money and technology into proliferating such equipment beyond the most crucial systems that already feature a rudimentary electronic warfare suite. 

Electronic countermeasures for spacecraft are expected to be a major growth area in the coming years, although the military's uncertainty regarding its needs continues to be an impediment. Critical questions such as identifying a threat and defining the area a satellite must monitor to be effective remain unanswered.

Interest in improving the survivability of military space systems is growing in parallel with the perceived threat. Taiwanese military observers contend China will be able to field, by 2005, a micro-satellite capable of disrupting GPS signals or attacking a spacecraft. Furthermore, the Pentagon said ''Beijing may have acquired high-energy laser equipment that could be used in the development of ground-based anti-satellite (ASAT) weapons.''
A confluence of events has sparked the surge in interest. The first was the completion of the Space Commission report that warned of a ''Space Pearl Harbor'' and called on the military to protect its assets. Second, the establishment of Air Force Space Command out of U.S. Space Command -- a result of Commission recommendations -- created an advocacy group for the emerging requirement. Last, observers believe the Sept. 11, 2001, terror attacks also served as a catalyst, forcing Pentagon planners to recognize they can't always predict a threat; even if an attack on satellites is deemed unlikely, military officials now acknowledge it represents a vulnerability that might be exploited. 

Air Force Space Command recently created a Space Situational Awareness Initiatives Office that is supposed to expand the command's mission beyond simply tracking objects in space, according to Gen. Lance Lord, who heads the command. Lord notes the Air Force has been studying for years the need to improve electronic warfare in space, but adds that it is getting emphasis now. Satellites such as the ballistic-missile-launch-warning Defense Support Program and National Reconnaissance Office imaging satellites already have limited attack warning devices.

Industry officials think spacecraft could benefit both from adapting ECM gear developed for aircraft and from technology developed specifically with space needs in mind.

With an eye on the potential growth market for space-based EW components, BAE Systems earlier this year created a space division that made the ''space-control'' mission -- a euphemism for protecting one's spacecraft while being able to attack an adversary's -- a core element of its business plan. The organization wants to take the company's vast electronic warfare expertise gained on aircraft and ground systems and apply it to space, says H. Marshall Ward, who runs the business.

One early effort will be improving situational awareness of events in space. For instance, if a satellite is lost or damaged, military operators need to know whether it was attacked or merely suffered a hardware failure.

Air Force Space Command has supported several research efforts to advance situational awareness technologies for spacecraft, and is now preparing to move more quickly. Under a new project called Rapid Attack Identification, Detection and Reporting Systems (Raidrs), USAF is looking for sensors that could tell satellite operators or military commanders in near-real time the type and source of an attack. The goal is to be able to start buying equipment as early as Fiscal '04.

Ward thinks that, not unlike the airborne self-protection mission, spacecraft operating at various altitudes will require different electronic countermeasures gear. Satellites in low-Earth orbit that quickly traverse a spot probably would be susceptible to other threats than spacecraft in geosynchronous orbit would encounter.

Traditional EW methods may apply to protecting spacecraft, but the environmental conditions in space will prompt different design implementations. For instance, Ward noted that use of radiofrequency decoys, not unlike towed decoys on aircraft, is appealing. But in the case of a satellite, a decoy could be dispensed to trail the spacecraft without a towline since there is no atmospheric drag.

One technology with great potential is the use of microsatellites to protect larger spacecraft. They could monitor the area around a high-value vehicle and warn of an impending attack or even intercept an object. Using microsats also would remove the burden from the protected spacecraft to host EW sensors and countermeasures.

Another benefit of microsatellites is their responsiveness to changes in threat. Since satellites can't be upgraded the way an aircraft's self-protection equipment often is, being able to launch relatively cheap microsats upgraded to counter the latest threat is a possible solution, Ward indicated.

A cheaper and perhaps faster way to provide at least rudimentary electronic warfare equipment for satellites would be to adapt devices designed for airborne applications such as radar warning receivers and similar sensors to the space environment. Ward argues this could be done relatively quickly. It would take 2-3 years to miniaturize the hardware and harden it to withstand radiation in space.

This is the defining point of US satellite capabilities until 2040 – the next generation will be deployed in 2014

Harrison et al. 09 – director of the Eisenhower Center for Space and Defense Studies (Roger, Collins G. Shackelford, and Deron R. Jackson, “Space Deterrence:  The Delicate Balance of Risk,” Space and Defense, a scholarly journal of the US Air Force Academy for the Eisenhower Center for Space and Defense Studies, Summer 2009, http://web.mac.com/rharrison5/Eisenhower_Center_for_Space_and_Defense_Studies/Space_Deterrence_files/Space_and_Defense_3_1%20Space%20Deterrence.pdf)

The next generation of GPS satellites will begin deploying in 2014. Both GPS and other systems currently in production are expected to have a service life of several decades, which means that U.S. strategic defenses will depend on large, single point of failure systems at least until 2040, and potentially well beyond. These systems cannot be retrofitted in orbit to increase their self-defense capabilities – even if practical measures were available to do so. Moreover, the cost of completing programs already approved as centerpieces of U.S. strategic space are such as to make the simultaneous development of alternative technologies problematic, at least without devoting considerable, additional resources to military space. There are circumstances in which this sort of budget commitment might be made; but that is hardly a desirable alternative from the point of view of the United States. Once the next generation of systems is on line, U.S. ground, sea and air forces will become even more dependent on space assets, and therefore more vulnerable to interruption of the information they provide.

*Solvency Ext*

Solvency 

Satellites are at risk of nuclear, electromagnetic, or natural radiation that would render them unusable—new hardening guidelines are key to solve

Fulghum, 7 – military technology writer and military analyst (May 28, David A, Defense, Vol. 166 No. 20, “Hostile Atmosphere; Radiation hardening of microelectronics emerging as must-have protection”, lexis)

Miniaturized electronics using increasingly smaller voltages are key to packing more capability into advanced aircraft, sensors and communications networks--but they're on a collision course with nature. In addition to solar flares and radiation belts in space, these advanced devices are threatened by new electronic pulse weapons, bursts of microwaves from powerful new radars and proliferation of small nuclear weapons. A blast of radiation could "turn on every transistor" in a target area, says George Nossaman, director of advanced digital systems at BAE Systems. And if every transistor in a 40-million-circuit electronic package were turned on, it would demand "so much power that it burns out little pieces of the circuit that supplies power." The effect is called "rail span collapse" or latching. There also can be temporary effects such as destroying pieces of computer memory even while processing continues. Beyond military concerns, researchers contend that as commercial aircraft electronics moves toward 90-, 65- or even 45-nanometer electronic components, systems operating above 30,000 ft. will begin to experience problems from transients and upsets caused by natural radiation. "Someone's going to have to address [microtechnologies] that go into future airliners," says Ian McDonald, program director for advanced digital systems at BAE Systems' Manassas facility. "They're going to have to find ways to mitigate radiation effects and enhance redundancy because natural radiation will start impacting aircraft and even the laptops you put on your desk at sea level." TECHNIQUES FOR ECONOMICAL solutions are beginning to trickle out of the esoteric, classified and very expensive world of reconnaissance and intelligence-gathering satellites, however. Researchers at a Virginia-based BAE Systems semiconductor chip foundry believe that technology developed to harden components for space can make a relatively cheap transition to Earth's atmosphere. If they can be used for terrestrial missions, and if they can be built in the hundreds of thousands instead of a few thousand, cost would plummet. BAE Systems analysts contend that if hardened components are planned into new systems from the start, it should increase total cost by less than 5%. "What if the North Koreans took their only nuclear bomb and blew it up in space over their own territory?" Nossaman says. Even if satellites aren't affected immediately, the resulting effect "pumps the radiation belts up, and if you haven't built a satellite that can handle the exposure, its lifetime goes to maybe four or five months with economic consequences we don't want." It's not just satellites that are in jeopardy. There's a whole new class of vulnerable systems including air and missile defenses, classified communications that make network-centric operations possible, sensitive intelligence-gathering systems and the small computers used by special operations forces. The threat to next-generation electronics is even more insidious, organic and inevitable. The reduction in the size of electronic equipment and components means that some circuitry is becoming microscopic and requires only minute amounts of power to function. As a result, even a relatively small spike of errant energy could cause an upset in vital equipment. Researchers also realize they have reached the point in electrical component miniaturization that electromagnetic energy--produced naturally by the Sun--could create the same destructive effect in microelectronics that high-power microwaves (HPM) create in today's less vulnerable, higher-voltage circuitry. Virtually every key electronic system--including aircraft flight controls and sensor packages--will soon need some level of radiation hardening, researchers say. A rough rule of thumb among industry specialists is that the generation of electronics in the F-22 Raptor stealth fighter will not be affected. However, designs being readied for future aircraft and unmanned combat aircraft could require redesign and modifications to compensate for their sensitivity to high-power emissions. "If you plan on putting an unmanned combat aircraft up at 60,000 ft., you may have concerns," says Nossaman. "Embedded electrical components in the skin--spread out over the surface of an airship or aircraft wings--wouldn't have any natural shielding. It has to be a consideration." There's also the issue of proliferation of nuclear weapons. A nuclear explosion produces electromagnetic effects across the spectrum from light to gamma rays. What's called a "prompt dose arrives all at once at the speed of light," Nossaman says. "Electromagnetic pulse (EMP) is a subset of radiation effects that include gamma rays, visible light, X-rays and infrared that all have different effects. The electromagnetic waves induce voltages on wires with what's called system-generated EMP. The immediate voltage effect is followed by a lot of debris--parts of atoms, protons, ions, electronics and heavy nuclei--that can burrow into your electronics." In the last 20 years, the area of a typical transistor has dropped a factor of 100. Radiation effects, as a result, have alarmingly scaled upward. "While a proton hitting a transistor was once like putting a pea in a barrel, the pea is now striking a grain of sand," Nossaman says. "To maintain the integrity of your circuits and to operate through natural and nuclear effects is remarkably difficult. We've had to redesign transistors and circuits and the unique, underlying processes that counter radiation effects." For example, circuits can be designed so that when a spike of voltage reaches a predetermined level, it is shunted aside to devices that can absorb more of the current. Shielding and filtering also help protect power lines from surges. But the last level of defense is electronics designed to continue functioning despite the radiation effects of a bomb or solar flare. Systems will need to be designed to turn the power off and back on without having to reboot. That way, a missile tracker could remember where it was and resume following a target after the wave of energy passes. "We are talking about our products becoming more practicable for air-breathing platforms," Nossaman says. "We think in the future that new radiation-hardening requirements for aircraft will be specified." Moreover, the Missile Defense Agency already has specifications for the entire missile defense complex, including missiles and ground-based radars. Another emerging problem is anticipating the destructive effects of HPM weapons--enemy or friendly--that may be in combat within a few years. For example, active electronically scanned array (AESA) radars can be used as directed energy weapons. They are already being installed in the Pentagon's most advanced, long-range surveillance and fighter aircraft. Foes of the U.S. also will have access to some of these new HPM technologies. Business competitors such as Russia, Sweden, Italy, China, France, the U.K. and Germany have AESA radars and HPM weapons under development or in some cases on sale in the world market. Russia is developing an AESA radar for its new MiG-35 (variant of the MiG-29), and the Tor-M1 air defense system newly delivered to Iran has a passive ESA. Thales has completed flight-testing of an AESA radar antenna intended for its Rafale fighter. 

Hardening is the best way to ensure satellite survivability 
Wilson 1 Tom, Space Commission Staff Member “Threats to United States Space Capabilities” http://www.fas.org/spp/eprint/article05.html#27

Hardening of a space system's elements is the single most effective survivability measure.(86) The technologies to harden against damage from nuclear-weapons effects exist today. However, this level of hardening is reserved for a few, special mission military satellites, such as MILSTAR. Most of the hardening programs underway today are focused on providing electronic component hardening to protect satellites from natural environment effects. However, concepts such as reflective surfaces, shutters and non-absorbing materials have been proposed as a means of hardening against an attack by lasers. In the future, the U.S. must advance the state-of-the-art in hardening technology to include limiters, filters, Faraday cages, surge arrestors, waveguide cutoffs, as well as expand the use of fiber optic components to increase survivability against nuclear, high-power microwave and neutral particle beam weapons.(87) Analysts estimate that satellite hardening would increase the total system cost by between two and five percent of the total satellite cost.(88) 
Hardening solves vulnerability 

O’Hanlon 3 – senior fellow in Foreign Policy at the Brookings Institution (Michael, October, “Preserving U.S. Dominance While Slowing The Weaponization of Space” http://www.gwu.edu/~spi/assets/docs/Security_Space_Volume.Final.pdf WSX)

Several types of defensive responses can be imagined to counter a growing vulnerability of American satellites. At the simplest level, greater monitoring of space activities may be desirable so that the United States will know more confidently if and when its satellites are being threatened. Greater hardening and other passive defenses—against nuclear effects, against lasers and artificial heating, against homing microsatellites—is next on the list of increasingly assertive and active measures. Then some simple satellite defenses, such as greater fuel for maneuvering and possible means of attacking homing microsatellites, could be envisioned. Finally, if and when it is determined that all of the above cannot reliably defend U.S. space assets, alternatives may be needed—ranging from the capacity for rapid launching of replacement satellites to ground-based substitutes for satellites.

The specific recommendations that emerge from this analysis are straightforward. First, military satellites should continue to be hardened against nuclear effects, and to the extent possible should also employ radio transmission frequencies and signal strengths capable of penetrating a nuclear-disturbed atmosphere. These recommendations should be straightforward to implement; indeed, they already have been for some systems such as MILSTAR. Second, low-Earth orbit (LEO) satellites should have sensors capable of detecting laser illumination and possibly other attack mechanisms as well, together with the means to protect themselves temporarily against such harassment or attacks via shutter controls for protection of their optics. (Someday, they may also need means of cooling themselves against prolonged exposure from highenergy lasers.) Third, despite such measures, it should be assumed that most types of military satellites may not be available in future war, and alternatives thus maintained. This is particularly true for lower-altitude assets. Fourth, plans should be made in the event that commercial communications satellites, which probably cannot be hardened in any practical way, prove unavailable for purposes of warfighting. That assumption should lead the U.S. military to devise means for making do with much-reduced bandwidth in combat; it should also buttress efforts to develop more dependable means of communications such as laser satellite constellations. 
US space assets at risk of first strike--offers a belligerent state a low costs option, but space situational awareness solves
Morgan, 1o – senior political scientist at the RAND Corporation (2010, Forrest E., RAND Corporation, “Deterrence and First-Strike Stability in Space”, http://www.rand.org/pubs/monographs/2010/RAND_MG916.pdf)

The orbital infrastructure is a different story, however. Satellites are fragile pieces of equipment that move in predictable paths devoid of geographical cover, so they are vulnerable to attack and difficult to defend. They are very limited in their ability to maneuver and extremely susceptible to kinetic impact of any kind, even from objects of very small mass. Satellites can also be attacked by directed-energy weapons, their sensors can be obscured, and their links can be jammed. International norms condemning attacks on satellites emerged over the course of the Cold War, and kinetic attacks in space create debris that endangers every spacefaring nation’s assets in similar orbits. These factors suggest that attacking satellites would result in the aggressor facing some degree of international censure, but analysts who argue that this imposes stability on the strategic environment may be overestimating the deterrent leverage of such prospective costs. Attacking uninhabited satellites does not harm people directly, and a state facing the prospect of taking very real human casualties and sacrificing important national interests at the hands of a space-empowered opponent may not be discouraged from attempting to avoid or reduce those losses by the prospect of international criticism. While some capabilities exist to defend against certain kinds of attacks on satellites and their communication links, all are limited against determined attackers and all entail additional expense, discouraging commercial and some military satellite owners from investing in them. Consequently, since space systems are so difficult to defend, an offensive advantage exists for states willing and able to attack them, and first-strike stability is at risk in any confrontation with such an adversary. First-strike instability is made worse by limitations in space situational awareness (SSA). While the United States enjoys better SSA than any other spacefaring nation, it is still dangerously limited. Not all satellites are monitored constantly, and only limited diagnostic and environmental monitoring capabilities exist even for those that are, making it difficult to diagnose causes of sudden satellite failure. Knowing this, adversaries might be tempted to attack satellites covertly, believing that uncertainty regarding the causes of failure would impede retribution, or perhaps even that attacks would be misdiagnosed as naturally occurring failures. Alternatively, a natural failure that occurs during a confrontation or conflict could lead operators or policymakers to assume that the satellite was attacked, prompting unjustified retribution and subsequent escalation of the crisis. This dangerous combination of continued vulnerability, growing dependence, and limited SSA indicate that first-strike stability in space has diminished, and further indications suggest that the rate of erosion is accelerating. While the difficulty of attacking orbital assets remains a stabilizing factor, that factor is shrinking as an increasing number of states acquire capabilities to interrupt space services. Several states are now attempting to develop directed-energy weapons. One of them, Russia, also retains the co-orbital ASAT capability that the Soviet Union developed during the Cold War and has since sold GPS jammers to anyone with the funds to purchase them. As has been the case since the dawn of the space age, any state with ballistic missiles and nuclear weapons has the basic components to field a crude but highly destructive ASAT weapon.16 The proliferation of such threats is troubling, and anxieties have become more acute now that China has begun experimenting with directed-energy weapons and has demonstrated a capability to destroy satellites in low earth orbit (LEO) with a direct-ascent kinetic ASAT weapon.17 Unfortunately, the infrastructure, policies, and attitudes that both enable and constrain U.S. space operations in the current environment are, in many ways, unchanged from when they were developed during the MAD-induced stability of the Cold War. This leaves the United States exposed to the risk of a surprise attack in space unless a deterrence regime can be developed to restore first-strike stability in that domain.18 
AT: Nuclear Beam Weapons
Hardening our assets protects them from debris, radioactivity and even nuclear beam weapons 
Armstrong 10 Mekesha Major IDE student Air Force Fellows “Strategic implications of satellite Constellation size and mission set” pdf

Another danger to our spacecraft is the by-product of a high altitude nuclear burst (above 100 km altitude). Large quantities of highly radioactive debris, in the form of expanding plasma that strongly interacts with the Earth's magnetic field, can interfere and degrade our space capabilities. Considering the risk of this threat, hardening of a space system is the single most effective survivability measure.32 The technologies to harden against damage from nuclear-weapons effects exists, however, this complex level of hardening is only used for a few large military satellites, such as MILSTAR. Most of the hardening programs are focused on electronic component hardening to protect satellites from natural environment effects. However, advanced concepts have been proposed for protection against an attack by lasers. If the satellite could be a single point of failure for the mission, the US must advance hardening technology to increase satellite survivability against nuclear, high-power microwave, and neutral particle beam weapons. 

Satellites are also vulnerable to radiation that is naturally present in the Earth‟s Van Allen radiation belts. Satellite designers must consider radiation hardness of electronic components in the design of satellites so the vehicles can pass through these radiation belts with little to no degradation. The radiation dose a satellite receives is dependent on its altitude.33 Electronic devices must be radiation-hardened to sustain the hostile environment of space. Once the hardware has been tested successfully, it is considered “space-qualified” and may be used on a military satellite. Radiation hardening is a cost driver as well as a performance killer, since newer Commercial Off-The-Shelf (COTS) products, that are not space-qualified, provide much better processing power than the much older, yet space-qualified, products.34

A high altitude nuclear detonation would destroy all non-hardened LEO satellites – hardening can prevent this
Hays 2 – Lieutenant Colonel of the Air Force (Peter, “United States Military Space: Into the Twenty-First Century”, http://www.dtic.mil/cgi-bin/GetTRDoc?Location=U2&doc=GetTRDoc.pdf wx)

The threat caused by HAND is sufficiently different and potentially damaging that it warrants discussion and analysis separate from the broad space weaponization issues raised above. Just one such detonation holds the potential to disable all non-hardened Low-Earth Orbit (LEO) satellites. Today, these assets are worth tens of billions of dollars; this class of assets is very likely to be worth far more by 2015; and this threat poses daunting detection, deterrence, and defense challenges—not least of which is the fact that such an attack would take place outside the sovereign jurisdiction of any state and not directly kill a single person.210 As such, HAND is a unique asymmetric threat that is the single “most potentially disruptive and dangerous possibility.”211 This section first briefly examines the nature of the threat and then discusses potential technical and political responses.

HAND can destroy or disrupt LEO satellites in two primary ways. First, prompt X-rays can upset or burnout the electronics for the five to ten percent of each LEO constellation within line of sight of the explosion.212 Second, in weeks to months, potentially all non-hardened LEO satellites can fail due to the cumulative effects of phenomena such as transient-radiation effects on electronics (TREE) and system generated electromagnetic pulse (SGEMP) as the satellites operate in the greatly increased radiation belts the explosions cause in LEO orbits.213 One of the largest problems, however, in assessing the specific level of threat posed by HAND is a lack of experimental data on the effects of HAND on satellites (especially on modern satellite systems) and this contributes to a range of assessments concerning the severity of the threat.214 The United States conducted two high-altitude nuclear test series before such testing was banned by the LTBT; the tests were conducted in August and September of 1958 and again during the Summer and Fall of 1962.215 The ARGUS series was designed to test and did confirm the theory of Nicholas Christofilos of the University of California’s Radiation Laboratory that the high-energy electrons produced in a high-altitude explosion would become trapped in the Earth’s magnetic field.216 As predicted, these trapped particles do “pump” up the radiation belts through which LEO satellites pass during each orbit and slowly build a potentially fatal radiation dose for the satellite’s electronics. The good news is that satellites can be hardened against nuclear effects including TREE and SGEMP. According to the HALEOS study: “sufficient hardening to survive HAND-induced total radiation dose could add 2-3 percent to satellite costs beyond what is required to harden against the natural environment.”217 

What are the best technical and political options for the United States to mitigate the risks associated with HAND? Watts is surely correct is his assessment that “for the next 15-20 years, the most sensible stratagem for preventing an exo-atmospheric nuclear detonation is a combination of deterrence and hardening the satellites themselves.”218 These two best options are emphasized below. However, as with the other most difficult security challenges such as counterproliferation or the other most challenging space cases discussed below, a comprehensive, layered, and synergistic approach to this threat would seem to offer the best prospects for success. For these cases, the United States should pursue a range of policies designed to move up the escalatory ladder from denial, to reassurance and dissuasion, cooperative and involuntary reversal, deterrence, passive and active defenses, through counterforce operations including preemptive strikes.219 For HAND more specifically, the United States should begin by continuing its arms control efforts such as the Non-Proliferation Treaty (NPT) and Missile Technology Control Regime (MTCR) designed to deny potential adversaries the tools necessary to carry out a HAND. It should reassure and dissuade these actors by attempting to imbed them in the global information infrastructure by sharing the fruits of LEO architectures (perhaps by crosssubsidies, as required) and by positive and negative security assurances.220

Non-hardened space assets would be disabled by HAND 
Hays, Dolman, and Mueller 06 –* senior policy analyst with the Science Applications International Corporation, **Professor of Comparative Military Studies at Sass, *** political scientist with the RAND Corporation [Peter, Everett, Karl, March, “Toward a U.S. Grand Strategy in Space” http://www.marshall.org/pdf/materials/408.pdf wx]

HIGH-ALTITUDE NUCLEAR DETONATION • Potential to Disable all Nonhardened LEO Satellites • Prompt Kill for LOS; Effect falls within 1/R2 • Gradual Fatal Does in Weeks to Months • Potential for $50B+ in Damage • Starfish Test July 1962; 1.4 MT • Hardening Possible for 2-3% System Costs Some people question how likely a threat this presents. I am not necessarily saying that it is right around the bend or that we have to devote the national treasure to solving this problem. But I do want to highlight that if a nuclear weapon goes off at a high alti-tude or in space, it has a lot of very deleterious effects on low-earth-orbit (LEO) satellites, to wit, it will kill them. It doesn’t happen immediately. If you are in the line of sight or close by, you will be toast. If you are not close, say, on the other side of the earth, you will orbit through these pumped-up radiation belts so that your satellite, if it is using cur-rent designs (and none of them are hardened against this kind of effect), will fail in weeks to months. How do we know this? That is a good question; I am glad you asked. The United States conducted some high-altitude nuclear testing before the Limited Test Ban Treaty of 1963. The most notorious of those tests was called Starfish Prime, back in Au-gust 1962, a 1.4 megaton blast about 248 miles above Johnson Island in the South Pa-cific. That detonation eventually took out all seven low-earth-orbit satellites then in opera-tion, again in that weeks-to-months period. It also set off some burglar alarms and caused electrical problems in Honolulu, which was seven hundred miles away from Johnson Is-land. I am not talking about the electro-magnetic pulse (EMP) effects of these detonations; as you know there is a Congressional Commission on that, but I am trying to focus in on the space dimension. The good news is that, according to a Defense Threat Reduction Agency (DTRA) study done back in 2001, for only about two to three percent over the normal cost for hardening space systems, the residual radiation dose effects can be hardened against. Now, that is a significant amount of money. As I will touch on later, most space pro-grams are very broken in terms of their budget right now. But that is something that the United States needs to think about, in particular for satellites that we might rely on to de-liver transformational or revolutionary military effects. If they are going to be taken out by a parting shot from one of our friends like Kim Jung Il, that might not be the best thing. 
These are all the different hardening techniques the plan would implement

Baines 03 – senior policy advisor for science and technology in the Non-Proliferation, Arms Control and Disarmament Division of the Department of Foreign Affairs and International Trade in Canada (Phillip J., “Prospects for ‘Non-Offensive’ Defenses in Space,” Center for Nonproliferation Studies Occasional Paper No. 12, July 2003, http://cns.miis.edu/opapers/op12/op12.pdf)

Hardening and Shielding 

For each type of ASAT weapon

n, There exist defensive hardening techniques that can reduce the range at which the weapon is effective. Hardening of a space system’s elements is the single most effective action that can be taken to improve its survivability.27 The aim of nuclear hardening is to prevent harm from a distance so that an opponent must get close to each satellite in order to destroy it. The Milstar and DSCS III communications satellites, the GPS navigation satellites, and the Defense Support Program (DSP) early warning satellites are all examples of U.S. satellites that are hardened to withstand nuclear attacks. Satellites may be hardened to withstand the effects of nuclear weapons by avoiding reliance on photovoltaic cells for power (solar cells are vulnerable to X-rays and the enhanced radiation produced by high-altitude nuclear weapon detonations) or by covering more radiation resistant solar cell types with fused silica. Selecting radiation hardened components to build fault-tolerant designs and shielding them against electrons and protons are effective hardening means that must be carried out to some extent in any event, given the natural radiation environment. Gamma radiation is particularly penetrating but constitutes little of the total energy of a nuclear explosion in outer space. X-ray hardening is therefore performed on many existing military satellites, to the degree sufficient to reduce the prompt radiation dose to levels approximately equal that of the gamma radiation. To prevent damage from high-altitude EMP effects, metal shields can keep the radiation from entering the satellite cavities. Good external grounding, interconnection of all conducting parts and surfaces, surge arresters, and the elimination of sensitive components are typical hardening techniques. System-generated EMP (SGEMP) effects can also be quite harmful to unhardened spacecraft. Faraday, magnetic and electro-optic shielding, and fault-tolerant electronic designs are possible hardening measures against such effects. Internal surfaces may also be coated with low atomic number paints to reduce internal electron emission into cavities. Input and output circuits and terminals can be protected with various devices such as zener diodes, lowpass filters, and bandpass filters to limit current or clamp voltages caused by SGEMP. Circumvention is also an important hardening strategy for high-altitude nuclear weapon detonations. Circumvention consists of partitioning the satellite design into those functions that must operate during a transient nuclear weapon effect from those functions that do not need to operate throughout that event. When the prompt nuclear event is detected by onboard sensors, protection circuits for non-essential functions can be “switched in” for the subsequent secondary effects of a nuclear detonation in outer space. When the prompt nuclear event has transpired, these protection circuits can be “switched out” as appropriate to return to normal operation. Component hardening and fault-tolerant designs are then used for all those functions that must survive the initial high dose rate event of a nuclear weapon explosion. This hardening strategy can be less expensive than hardening all of the satellite to operate throughout the full effects of a highaltitude nuclear weapon explosion. Directed radio-frequency (RF) weapons generate a beam of RF energy intense enough to damage or interfere with satellite electronics. A satellite’s antenna tuned to receive a frequency the weapon radiates will amplify the received radiation to the sensitive electronics in the satellite’s interior. It can thus damage unprotected amplifiers or downconverters in the front end of a receiver. Antenna-nulling techniques, over-voltage, and over-current protection circuits harden satellites against high-power microwave threats. Switching incoming signals to a dissipating load instead of an active receiver can protect the satellite at the cost of a temporary service interruption. Planar array antennas are more adept at antenna-nulling than horn and reflector antennas, but this ability comes at the expense of increased cost and mass. The DSCS III satellite, for example, uses a planar array antenna system. The aforementioned techniques for hardening satellites against nuclear weapon effects, such as EMP, can also harden a satellite against high-power microwave weapons. Autonomous satellite operations will meanwhile increase the survivability of satellites in the event a ground control station or the control signal uplinks to a satellite are interfered with for extended periods. Mobile ground stations are also survivability features for space systems.28 

Hardening against laser weapons could become more important as this emerging threat evolves. Survivability methods can include optical shutters or special filters to protect sensitive imaging sensors from intense laser illumination produced by terrestrial facilities. The use of multiple frequencies is another hardening technique. The sensors on the early-warning DSP satellites, for example, use two thermal bands to detect missile launches in the presence of a laser threat capable of jamming only one of the two bands.29 

Off-nadir viewing capabilities for imaging satellites means an adversary on the ground illuminating a satellite from directly below will not necessarily affect the data collection by an overhead satellite. Illumination warning sensors on satellites could also geo-locate the source of illumination and relay these co-ordinates for a terrestrial counterforce response. A satellite may also use GPS signals or additional light-baffled star trackers to ascertain its attitude in addition to its normal reliance on the Earth and sun sensors of its attitude control subsystem. In the future, satellites may incorporate ablative coatings and mount structurally isolated or dampened shields exterior to the main spacecraft body, as well as utilize spin stabilization to protect these satellites from HEL effects. These are similar to the countermeasures that ballistic missiles might employ in a threat environment containing boost phase air- or space-based laser BMD systems.30 

AT: Debris
Space debris or natural meteoroids can seriously damage a satellite even at low velocities – extra protection is needed
Kuiper et al.  09 – associated professor in the Department of Marketing & Consumer Behavior at the Wageningen University, The

Netherlands. (W., G. Drolshagen, R. Noomen, “Micro-meteoroids and space debris impact risk assessment for the ConeXpress satellite using ESABASE2/Debris,” Advances in Space Research:  Volume 45, Issue 5, 10/31/09, science direct)

1. Introduction 

Every spacecraft in Earth orbit is exposed to hypervelocity impacts from natural meteoroids and man-made space debris. The impact flux increases rapidly with decreasing particle size. Even sub-millimetre sized particles can lead to serious impact damage for exposed sensitive equipment like pressure vessels or sensors. Quantitative impact studies can be performed with advanced micro-meteoroid and space debris risk assessment tools, such as ESABASE2/Debris (eta_max Space, 2006). In this way spacecraft designs can be evaluated in detail and if required be modified to survive the hostile micro-particle space environment. In the past, impact risk assessments for unmanned spacecraft were not performed on a regular basis. Recent break-up events which created a large amount of debris like the Fengyun1C destruction in January 2007 (Liou and Johnson, 2009) and the collision between a COSMOS 2251 and operational Iridium 33 satellite (Anonymous, 2009) have increased the awareness of the space debris problematic. In addition, optical observations (Schildknecht, 2008) have identified numerous previously unknown debris objects in or near the Geostationary Earth orbit (GEO). The smallest sizes detectable by present optical surveys are in the order of 15 cm diameter but it can be assumed that many more smaller debris objects exist as well near GEO. 

The GEO is a very special orbit where most commercial telecommunication spacecraft are located. Debris objects of mm to cm size can seriously damage a satellite even with their relatively low impact velocities (which reach up to 800 m/s for objects drifting around GEO and 3–5 km/s for objects in geostationary transfer orbits). The actual debris population near GEO has large uncertainties which could well exceed the factor ±3 mentioned for the debris population in general in the ECSS Space Environment Standard (ECSS, 2008). The debris population in GEO will continue to grow as no natural removal mechanism exists (except for objects with a large area-tomass ratio). In addition, natural meteoroids are always present and their impact velocities are even higher than for debris. Near GEO most meteoroids have velocities between 15 km/s and 25 km/s but the full range is 4– 70 km/s. To protect the assets in GEO it is import to perform reliable impact risk assessment and to implement extra impact protection if required. That is more and more realized and related measures are now taken more regularly for new S/C under development.
AT: Attack Destroys Satellites

An attack would inflict considerably less damage on a hardened satellite
NewsScientist 6 “Space Attack on Satellites could be devastating” http://www.newscientist.com/article/dn9393-space-attack-on-satellites-could-be-devastating.html

If the US does not protect its Earth-orbiting satellites, the equivalent of a car bomb in space could take the economy back to the 1950s, according to witnesses testifying in Washington DC earlier this week.

"We are at an unusually good moment for the US in space, and it won't last," Brookings Institution fellow Michael O'Hanlon told the US House armed services subcommittee on Tuesday. "It can't last."

US Global Positioning System satellites and commercial telecommunications satellites already face jamming from low-tech weapons on the ground. But a looming threat, said witnesses, is a weapon launched into space to directly attack a satellite or to detonate a nuclear device that could fry the electronics of many satellites at once

Such an attack could cripple US military capability and also affect day-to-day civilian life. For example, credit card transactions are authorised through satellite communications links, and most cable channels are beamed down to Earth through satellites. "We don't worry as much about nuclear attacks on our satellites as we used to, and I think that's a mistake," O'Hanlon says.

Radiation belts

The Outer Space Treaty of 1967 bans nuclear weapons in space. But in a wartime situation, a country might put a bomb into low Earth orbit and detonate it with a timer or remote control. Any satellite within tens of kilometres would probably be destroyed and any unprotected satellites within hundreds of kilometres would risk being damaged or disabled. 

Over time, the blast would feed additional charged particles into the Van Allen radiation belts that surround Earth, ruining the operation of most satellites in low Earth orbit within a month, O'Hanlon argues in written testimony.

"I think most countries could pull off an anti-satellite strike on the first try," O'Hanlon says. "You don't have to get that close to destroy something." But it would be considerably more difficult to explode a nuclear weapon in the higher geosynchronous orbit, where many communications and military satellites orbit.

Another potential threat is small satellites that could ram into larger satellites or carry conventional explosives. "Some countries have had anti-satellite weapons in the past," said air force lieutenant-general Robert Kehler. "We're watching that today."

Hardened satellites

A potential response to the threat of attack is to "harden" satellites to make their electronics less vulnerable. The US military already hardens some of its satellites.
AT: Ground Support

Conventional wars would not threaten ground support—costs too high

Morgan, 1o – senior political scientist at the RAND Corporation (2010, Forrest E., RAND Corporation, “Deterrence and First-Strike Stability in Space”, http://www.rand.org/pubs/monographs/2010/RAND_MG916.pdf) 

While such dramatic increases in capability have pleased U.S. leaders, they have also called attention to how much U.S. military forces have come to depend on space support. Many strategic thinkers have questioned whether, in any serious confrontation, an adversary capable of attacking U.S. space systems would refrain from doing so and thereby allow the United States to retain its conventional warfighting advantage unchallenged. Some have pointed to vulnerabilities on the ground. Indeed, satellite ground stations and other portions of the space-support ground infrastructure have long been susceptible to attack, but the degree of threat they face in limited conventional conflict is probably not very great.15 There is relatively little payoff in attacking most elements of the ground infrastructure because multiple satellite control stations and ground processors provide redundant capabilities for commanding satellites and receiving and processing critical data streams. Moreover, most satellite constellations could operate for days or even for weeks without any ground support, although mission effectiveness and satellite state-of-health would degrade over time. Finally, most satellite ground stations will always be outside the contested area in any particular crisis or limited war. Attacking them would violate U.S. sovereignty or the sovereignty of friendly states, thereby incurring risks of escalation. All things considered, ground infrastructure attacks present immediate risks to the perpetrator while offering little probability of significant near-term impacts on U.S. space capability, so satellite ground stations would probably not be attractive targets in limited conventional conflicts. 

AT: Satellites will recover
It would take months to replace satellites which are not hardened 
Putman 9 Christopher, Major USAF, “Countering the Chinese Threat to low Earth Orbit Satellites” http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA510842&Location=U2&doc=GetTRDoc.pdf

Although the possibility ofa HANE may be remote, defense against the long term radiation effects must focus on hardening all future satellites against nuclear explosions. Without hardening, depending on the size of the constellation, satellite replenishment could take months and quickly exhaust satellite spares even with rapid reaction launch capabilities. Building satellites to withstand the nuclear weapon radiation effects beyond that required against the natural environment would add only 2 to 3 percent to total satellite cost. Consideration may be given to forgoing hardening for satellites designed for a short (days to weeks) lifetime; one should consider the radiation from a nuclear explosion may remain for up to two years, precluding the launch of non-hardened satellites into the affected orbital regime. While some government low-earth orbit satellites are already hardened, the United States should harden all future satellites.
AT: Tech Not feasible

Hardening satellites is technologically feasible and sufficient to protect our assets from attacks
Hui 6 Zhang, Research Associate at the Project on Managing the Atom of the Belfer Center at Harvard “ Space Weaponization And Space Security: A Chinese Perspective ” http://www.wsichina.org/attach/CS2_3.pdf
As discussed above, the cumulative effect of space weaponization by the United States would undermine global security and the peaceful use of outer space by all nations. If Washington wants to reduce the potential vulnerability of its space assets, there are a number of ways to improve space security. Weaponizing space can only erode this security. As Ambassador Hu recently emphasized, "for ensuring security in outer space, political and legal approaches are more be effective, while resorting to force and the development of space weapons will only be counter-productive."20 There are technical approaches, which, if implemented unilaterally, could improve the survivability of space systems. The United States and others could, for example, harden or shield the most vulnerable parts of their satellites (such as the solar cells and the focal planes) against nuclear, laser, or other conventional attacks. In some cases (e.g. nuclear explosion), hardening satellites would be difficult but technically feasible. To avoid paralysis of a whole system, redundant capabilities could be made available for rapid replacement of satellites in orbit. Increased maneuverability, enhanced situational awareness, and improved stealth capability, would also make it easier to evade a hostile attack.21 

Electronic hardening is practical and should be done to prevent future microwave attacks

O’Hanlon 3 – senior fellow in Foreign Policy at the Brookings Institution (Michael, October, “Preserving U.S. Dominance While Slowing The Weaponization of Space” http://www.gwu.edu/~spi/assets/docs/Security_Space_Volume.Final.pdf WSX)

Satellites can be hardened against the electronic interferences created by nuclear detonations. The concept of a Faraday cage is well known and practical. Costs may grow by a few percent, up to perhaps 10 percent, as a result, but for military satellites in particular, the costs are hardly onerous. If there has been any letup in such hardening since the Cold War ended, it should be rectified; it is hardly beyond the realm of the conceivable that an enemy would attack U.S. satellites with nuclear weapons.

It is dubious that such hardening will ever occur for most commercial satellites, however, again underscoring the importance of not depending on such capabilities for wartime purposes indefinitely. Even if the government were prepared to subsidize such hardening, the satellites would remain vulnerable to jamming and to direct attack, calling into question the value of the effort.

For military systems, however, hardening should be de rigeur. It is important for low-Earth orbit systems. 9 It is also desirable at higher altitudes. Satellites in MEO are often already hardened, since normal Van Allen radiation is greater at such altitudes, necessitating protective measures. But standards may not be not sufficiently demanding for all altitudes, from what can be deduced through unclassified sources. If true, that situation should be remedied.

There is yet another reason for radiation hardening, apart from nuclear threats. Within perhaps 15 years, countries such as China could have the capacity to attack a variety of satellites using highpowered microwaves. The basic physics of radio frequency weapons and high-powered microwave weapons is not particularly complicated. The engineering challenges associated with building devices that can emit very short pulses of radio energy, lasting perhaps just billionths of a second but reaching billions of watts in power, are considerable, but far from insurmountable.10 So as satellites are designed and produced in the coming years, such possible enemy capabilities should form part of the assumed future threat environment.11 

Solvency – Commercial Satellites 

The government can harden commercial satellites that it uses. 
Putman 09 – submitted in partial fulfillment of the requirements for the degree of master of military studies (Christopher, “Countering the Chinese Threat to Low Earth Orbit Satellites,” United States Marine Corps, Command and Staff College, 2009, http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA510842&Location=U2&doc=GetTRDoc.pdf)

Finally, the United States must not stop at applying these recommendations merely to military satellites. While government satellites are critical in a conflict, commercial satellites in all orbital regimes have become an integral part of military operations to include weather, imaging, and communications. Although tightly tied to the world economy, China could decide to expand its anti-satellite program to attack the economic interests of the United States. While commercial satellites companies typically incorporate protective measures against natural threats, the United States government should share best practices and provide incentives to commercial entities to protect themselves against human threats. The government could do this through requirements to obtain licensing or guaranteed government contracts to companies that comply.

The plan solves for a wide range of satellites because most military communications are carried by commercial satellites that are covered by the plan.
Federation of American Scientists 04 – report of the Panel on Weapons in Space (Panel includes Leonard Weiss, Chair

Phillip E. Coyle III, Charles A. Fowler, Robert A. Frosch, Ivan Kaminow, C.Kumar, N. Patel, John L. Remo, Ian Roxborough

Lawrence Scheinman, Ray Williamson, Jill Wittels, “Ensuring America’s Space Security,” August 2004, http://www.fas.org/resource/07222004172049.pdf)

With the revolution in computers and telecommunications, a new element entered the space arena: commercial utilization. The growth in this sector has been dramatic in the last two decades. Highly capable military satellites are expensive, but commercial satellites can be built for much less. Miniaturization of electronics, efficient power sources, and growth in computing power made smaller satellites possible and thus affordable also to many countries of the world. While the commercial satellite market is dominated by telecommunications, other applications, such as telemedicine and earth imagery, are beginning to take hold. The demand for broadband services, although slower than earlier projected, is expected to grow. Another aspect of the present satellite market is the growth of dual-use systems in which military and commercial users share the services offered by a single satellite. In fact, the bulk of U.S. military communications is now carried by commercial satellites. 

Solvency – ORS
The ORS is at the forefront of hardening satellites and establishing contingency plans
Sayers and Dressler 09 – national security research assistant at the Heritage Foundation, intern at the Heritage Foundation (Eric and Jeffrey, “Opportunities exist to work with President Obama on space security,” The Weekly Standard, 1/29/09, http://www.weeklystandard.com/Content/Public/Articles/000/000/016/076oeyqy.asp?page=1)

While these unfortunate policy prescriptions are a cause for concern, hope may lie in the possible defensive space measures that President Obama seems poised to embrace. His campaign website and new White House website encouragingly discuss "accelerating programs to harden U.S. satellites against attack" and "establishing contingency plans to ensure that U.S. forces can maintain or duplicate access to information from space assets." One of the most promising initiatives for achieving these duel objectives is Operationally Responsive Space (ORS). ORS seeks to rapidly deliver short-term capabilities to the warfighter that serve to augment space-based national security assets through the use of low-cost Tactical Satellites. The ORS Office, stood up in 2007 at the Kirtland Air Force Base in New Mexico, now stands at the forefront of an effort to revolutionize the way the U.S. builds and deploys satellites. 

Funding the ORS is crucial to develop an array of defensive systems to dissuade and deter ASAT technologies

Sayers and Dressler 09 – national security research assistant at the Heritage Foundation, intern at the Heritage Foundation (Eric and Jeffrey, “Opportunities exist to work with President Obama on space security,” The Weekly Standard, 1/29/09, http://www.weeklystandard.com/Content/Public/Articles/000/000/016/076oeyqy.asp?page=1)

The standard process by which the military continues to construct satellites emphasizes large, time-consuming programs that maintain a slow generational turnover of 15 to 20 years, preventing an important military asset like space to be exploited at the operational level. Alternatively, miniaturized satellites enjoy both nimble and adaptive qualities. Compared to traditional stand-alone satellite, micro satellites can continuously be outfitted with the latest technological upgrades and be sent to replace their outdated counterparts. More importantly, they can be used to help increase capabilities to meet the demands of combatant commanders. Indeed, the ORS Office is working right now on an ambitious 24 month timetable to supply U.S. Central Command with a satellite to meet an identified gap in intelligence, surveillance, and reconnaissance (ISR) assets. Should this effort succeed, it will be a telling example of what the future holds for operationalizing the power of space.

Perhaps the greatest advantage of ORS is the capacity it offers to reconstitute satellites quickly and cheaply. If the administration remains reluctant to pursue active mechanisms for ensuring deterrence in space, ORS could be employed as part of an array of defensive systems to help guarantee U.S. access to space by dissuading and deterring the development and use of Chinese ASAT technologies. If the United States retains the ability to replenish satellite constellations on an as-needed basis, the benefits provided by costly ASAT weapons would be greatly diminished for the PLA.

Of course, this may have the unintended consequence of compelling PLA planners to devote resources to denial-of-service weapons or acquire even more direct-attack weapons in an effort to overwhelm America's reconstitution capabilities. Thus, it will be necessary to develop a multifaceted defensive regime to build reserve micro satellites and stockpile cheap launch vehicles like the Minotaur, harden existing and future satellites against electromagnetic pulse and jamming, and further integrate satellite capabilities with allies.

Considering the benefits of ORS, reports that the budget for the ORS Office may be slashed between fiscal year 2011 and 2014, are highly discouraging. More recent reports now have funding being restored in 2012, but with a likely tightening of defense budgets in the years ahead, the outlook for a program already being targeted to pay Department of Defense's bills is bleak.

Solvency – Reconstitution

A reconstitution strategy solves better than current DoD plans

Putman, 9 – major in the USAF and candidate for Master of Military Studies (March 25, Major Christopher Putman, “COUNTERING THE CHINESE THREAT TO LOW EARTH ORBIT SATELLITES: BUILDING A DEFENSIVE SPACE STRATEGY”, http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA510842&Location=U2&doc=GetTRDoc.pdf)

The publication fails to adequately address a key piece of a potential defensive strategy: space support. "Space support includes space lift operations, satellites operations, and reconstitution of space forces. ,,37 At first glance, these tasks may not be considered as defensive in nature, but they should form a key piece of a comprehensive space deterrence strategy. Even with the best defensive efforts, defending all space assets against direct-ascent and co-orbital weapons would be difficult, making an emphasis on reconstitution a necessity. Although JP 3-14 10 advocates developing "ability," it seems to shy away from a comprehensive approach involving space support as demonstrated with its statement that "development and deployment of replacement capabilities could take a year or more." 38 However, a defensive strategy that combines existing technologies with updated policies and procedures can be implemented faster than current Department of Defense (DoD) plans and programs. 
*Heg Ext*

Satellites Vulnerable Now
Our satellite making process makes our asset extremely vulnerable

Denmark and Mulvenon 10 *Fellow at Center for New American Security **Vice-President of Defense Group Inc.’s Intelligence Division and Director of DGI’s Center for Intelligence Research and Analysis “The Future of American Power in a Multipolar World” http://www.cnas.org/files/documents/publications/CNAS%20Contested%20Commons_1.pdf

Space systems are extraordinarily fragile. Satellites are vulnerable to kinetic and directed energy attacks. Even modest damage to subsystems, such as optics or solar arrays, may be function-ally catastrophic to an entire satellite. In general, physical damage to space elements cannot be repaired and usually proves fatal, while even software failures can quickly become terminal because the margins for error aboard a spacecraft are so small. Communications links and ground based command and control elements are also vulnerable and may be easier targets for a potential adversary. While it is possible to attack each space system, or its elements, individually, their loca-tion in orbit may also make them vulnerable as a class to a single strike that degrades or destroys multiple platforms. The Commission to Assess the Threat to the United States from Electromagnetic Pulse (EMP) Attack noted that satellites in Low Earth Orbit might be particularly susceptible to a nuclear-weapons-generated EMP attack that sig-nificantly increases radiation levels in the Earth’s natural radiation belts. 34 To make matters worse, the infrastructure that develops, launches, maintains, and operates spacecraft is similarly fragile and has multiple chokepoints. The United States possesses four launch sites, but only two are meant to handle large launch vehicles. Each has a limited number of launch pads and both are situated along coastlines that could be difficult to protect against a capable and well-resourced adversary. Some functions depend on civilian infrastructure which may itself be vulnerable to attacks, such as an effort to cripple power or transportation networks through cyberspace. In addition, the United States does not stockpile launch vehicles or significant numbers of spare satellites, nor does it develop systems with an eye towards surging new space assets in times of crisis. 35 Consequently, once degraded, American space capabilities would likely undergo a long and torturous reconstitution process that could prove impossible in the midst of an ongoing conflict in space with an adversary that had successfully seized the “high ground.” Taken together, these vulnerabilities make space an Achilles’ heel for the United States and the inter-national community. By successfully attacking and degrading U.S. space capabilities, an adversary could quickly eliminate the force-multiplying effects that boost the U.S. military, as well as threaten those critical infrastructures that rely upon space to function, presumably with highly adverse economic consequences. 36
ASAT tests, space traffic, and debris threaten vulnerable space assets – proactive steps to mitigate problems are needed

MacDonald 9 – Former Navy Vice Admiral (Bruce, March 18, “Testimony to Strategic Forces Subcommittee House Armed Services Committee”, http://i.cfr.org/content/publications/attachments/_Testimony_031809.pdf WSX)

The Strategic Problem

Our overall goal should be to shape the space domain to the advantage of the United States, and to do so in ways that are stabilizing and enhance U.S. security. The U.S. has an overriding interest in maintaining the safety, survival, and function of its space assets so that the profound military, civilian, and commercial benefits they enable can continue to be available to the United States and its allies.

These vital space assets face three forms of threats, all of them worrisome and growing:

1) With the proliferation of space and other technologies, and specifically with the anti-satellite (ASAT) capability China demonstrated two years ago, there is a risk that China or another adversary could exploit this fast-growing U.S. dependence on space in a war to greatly weaken U.S. military and economic power. China could do so and thus pose a serious threat to U.S. space assets within a decade if it chose to do so. China is also pursuing other programs that have important ASAT implications, and other nations are interested in ASAT as well. The 2008 U.S. shoot-down of an errant satellite demonstrated the ASAT capability inherent to missile defense systems, ours and others. Last week Russia indicated renewed interest in ASAT weapons when their deputy defense minister, General Valentin Popovkin, stated that Russia is working on ASAT.

2) Space “traffic” is heavier than it has ever been and getting worse, both in terms of physical vehicles and communications. Yet there is no “FAA for space” and even just the monitoring, much less the management, of space objects is widely seen as far less than needed. There is a great need for space traffic management capabilities, including enforceable rules of the road, codes of conduct, and space situational awareness that would inform a “space FAA” management capability.

3) Space debris poses an insidious and growing threat to all space assets. Debris in space does not quickly fall to the ground, as on earth; at all but the lowest orbits, debris can stay aloft for centuries and more. In addition to the 17,000 orbiting objects the Air Force can track, there are hundreds of thousands of potentially lethal objects in orbit, and millions of smaller objects that pose at least some risk. The recent collision between a U.S. Iridium satellite and an old Russian Cosmos dramatically illustrated the problem.

Our space assets are exposed and fragile. They can’t run, they can’t hide, and today they can’t defend themselves. One small object traveling at orbital speeds can destroy them. Unless we take proactive measures, all these threats will grow, and we must bear in mind that the U.S. depends more on space than our potential adversaries. If we are not careful, the way we are currently thinking, planning, and investing, our space capabilities may only be available in peacetime, or against non-peer adversaries. We could lose them just when we need them most. At a minimum, we need far greater space situational awareness and space intelligence (SSA/SI) capabilities than today. Responsible officials have been saying this for years, but SSA/SI has never received the priority it deserves. If this fails to change, we can expect more frequent space collisions and growing instability in space.

I will focus on the hostile threat dimensions of our overall military space challenges, though orbital debris and space traffic management also deserve priority attention.

Current satellites’ orbits, designs, and electronics make them vulnerable – enemies can use natural phenomena to deny DEW attacks

Huntington 7 – Lt. Colonel USAF (Joseph, February 23, “Improving Satellite Protection with Nanotechnology,” https://www.afresearch.org/skins/rims/q_mod_be0e99f3-fc56-4ccb-8dfe-670c0822a153/q_act_downloadpaper/q_obj_72d8441a-30dd-41a3-b538-dabcdc5c314b/display.aspx?rs=enginespage WSX)

Satellites are vulnerable to attack. However, the signs of vulnerability are not always clear and therefore not always recognized. Hostile actions against space systems can reasonably be confused with natural phenomena and can be explained as computer hardware or software failure, even though it might actually result from a malicious act.20 The question with regard to directed energy weapons then is, what about a satellite contributes to its vulnerability? Three things make a satellite vulnerable--its orbit, its design, and its electronics.

Satellites orbit the earth in a predictable fashion, due largely to their speed and altitude above the earth’s surface. Depending on the mission, a satellite will generally be placed in one of three types of orbits--Low Earth Orbit (LEO), Medium Earth Orbit (MEO), or Geosynchronous Earth Orbit (GEO).

Satellites in LEO orbit at altitudes between 200-500 miles. This orbit is closest to the earth’s surface, but satellites in LEO travel faster than in other orbits, relative to a point on the earth’s surface, with speeds in excess of 17,000 miles per hour. A majority of earth sensing satellites (i.e., weather, imagery) are in this orbit because it allows them to be closer to the things  they are sensing, making them more efficient. Compared to other orbits, satellites in LEO are more vulnerable due to altitude and less vulnerable due to speed. This makes them more difficult to find and track, but more susceptible to damage or destruction from directed energy weapons.

Satellites in MEO orbit at altitudes between 1,000-12,000 miles. This orbit is farther from the earth’s surface, providing satellites with a larger field of view of the earth than a LEO satellite. In MEO at 12,000 miles above the earth, satellites travel at approximately 8,000 miles per hour relative to a point on the earth’s surface. Currently, the United States uses this type of orbit for navigation systems (i.e., Global Positioning System).

Satellites in GEO orbit at 22,300 miles above the earth’s surface. In this orbit, a satellite appears to remain positioned over a single point on the earth’s surface. For this reason, GEO is widely used for communications satellites. Relative to other orbits, satellites in GEO are less vulnerable due to altitude and more vulnerable due to speed. Their slow speed relative to a point on the earth’s surface makes them easier to find and track, but their distance from the earth makes them more difficult for directed energy weapons to damage or destroy.

Given relatively predictable orbits, satellites are vulnerable to physical destruction by directed energy weapons. However, destroying the satellite itself, as the January 2007 Chinese ASAT demonstration showed, isn’t necessary. Damaging or destroying any of satellite’s major systems would render it ineffective. Areas of vulnerability include solar panels, which provide a large surface area that is easily targetable; optical sensors, which are susceptible to “blinding;” and thermal control of the satellite and its components.

“The power system is the most critical system on any spacecraft because nearly every other subsystem requires power.”21 Solar panels, which usually consist of solar photovoltaic cells,  convert solar energy into electrical energy. As a matter of design and physics, they present a large area relative to the rest of the satellite in order to collect as much solar energy as possible. As a result, their large surface area provides an equally large target for a directed energy weapon. It is possible that a laser could heat a satellite’s solar cells so much that they lose all efficiency to conduct sunlight into electricity.”22 Worst-case, if all the energy were absorbed by the solar cells, the result could be permanent damage to and loss of the solar cells. As a result, the satellite’s power budget might be strained to the point that the batteries could not continue to support the satellite systems. It is also possible that the effect could be less dramatic, the result being a temporary power interruption during the attack but no permanent impact to the power system.23 Such a capability, in effect, could allow an adversary to turn a satellite “off” without destroying it or causing permanent damage.

Sensing equipment (i.e., weather, imagery) is susceptible to damage from directed energy weapons, usually by being overwhelmed by the incident energy. Lasers can damage or destroy optical instruments, such as charged coupled devices used to record imagery, which has the immediate effect of rendering the satellite incapable of accomplishing its mission.24 Losing space-based imagery or weather data would have a serious effect on military campaigns.

Because satellites operate in the austere environment of space, thermal control is critical. There are several different sources of thermal energy acting on a satellite--solar radiation, albedo, earth-emitted infrared, and heat generated by onboard equipment. In general, there are two types of thermal control systems, passive and active. A passive system relies on conductive and radiative heat paths and has no moving parts or electrical power input. An active system is used in addition to the passive system when passive system is not adequate, for example, on manned missions. Active systems rely on pumps, thermostats, and heaters, use moving parts,  and require electrical power.25 The thermal control systems are designed to keep sensitive components within very tight temperature tolerances, even as the space environment inflicts significant temperature fluctuations. A directed energy weapon used to illuminate a satellite could impede or destroy the thermal control system, making it difficult or impossible for the satellite to protect its critical components.

Satellite electronics are vital for satellite operation and mission accomplishment, but are susceptible to damage due to radiation effects of the space environment. This damage can present itself in one of two ways--soft errors or hard errors. Soft errors occur when a transient pulse or “latchup” in the device memory that causes a detectable error.26 Latchup occurs when an ionizing trail generates a temporary electrical short circuit by creating a path between a current source and a current sink. The effects are usually reversible and temporary and can be cleared by removing and reapplying power to the affected circuit.27 Hard errors may be physically destructive to the memory device and the effects tend to be permanent.28 An example of a hard error would be a permanently destroyed microprocessor or memory device. The difficulty, however, would be determining whether the cause of the problem was due to something man-made or the result of continuous exposure to the space environment.

This vulnerability to space radiation makes satellite electronics equally vulnerable to man-made radiation sources, such as high-powered microwaves. The symptoms would be similar, making it difficult to discern, immediately, whether the satellite had been attacked. In effect, an adversary could damage the system while maintaining plausible deniability. As the USAF looks for ways to protect its satellites from ground-based directed energy weapons, it should know that possible solutions could also enhance day-to-day protection from the harsh environment of space. 
Satellites are uniquely vulnerable to both unintentional threats and attacks
Kehler 06 – USAF, US Strategic Command, Senate subcommittee, chaired y representative Terry Everett, Witnesses:  Lieutenant General C. Robert Kehler, USAF, US Strategic Command; Ed Morris, Director of the Office of Space Commercialization; David Cavossa, Executive Director of the Satellite Industries Association; Dr. Michael O’Hanlan, Senior Fellow at the Brookings Institution (“ Hearing of the Strategic Forces Subcommittee of the House Armed Services Committee,” Federal News Service, 2006, Proquest)


Yet our ability to continue benefiting from space assets is not assured. Space is not your traditional battlefield. We need to understand the shape of this terrain, potential threats to our space assets and actions that we have or could take to counter the threats before a crisis exists. Satellites are vulnerable to unintentional threats, including solar flares and collisions with space debris. They are also vulnerable to a wide variety of intentional actions, including direct attack, nuclear weapons EMP radiation, jamming of communications links, damaging ground stations, and cyber-intrusion.

US Satellites are currently vulnerable to other country’s weapons – any ICBM or micro-satellite has ASAT capabilities
O’Hanlan 06 – Senior Fellow at the Brookings Institution, Senate committee chaired by representative Terry Everett, Witnesses:  Lieutenant General C. Robert Kehler, USAF, US Strategic Command; Ed Morris, Director of the Office of Space Commercialization; David Cavossa, Executive Director of the Satellite Industries Association; (“ Hearing of the Strategic Forces Subcommittee of the House Armed Services Committee,” 2006, Proquest)

One, of course, we already are vulnerable in space and everybody else is too, because any country that has an ICBM with a nuclear weapon on top already has an anti-satellite weapon. I'd be curious if General Kehler would agree with this comment -- if he chooses to comment on it later. But basically, I think most countries could probably pull off an anti-satellite strike on the first try, never having tested a weapon in that capacity, because you don't have to get that close with a nuclear weapon, even in space where you lose the shockwave of the detonation. You don't have to get that close to destroy something. And people are pretty good at knowing the trajectory of their ballistic missiles, at least to within a few miles, and being able to get something into a rough location. And they're pretty good at knowing the locations of our satellites within a few miles, at least the low earth orbit satellites. I'm not talking so much about GPS or geosynchronous space at this moment. So we already have that reality. We already have mutual vulnerability, in one sense, even though no one's going to lightly detonate a weapon in space. But they, you know -- on the other hand, you could do that and not kill a lot of people. And so it may be a more plausible use of a nuclear warhead than most of the plausible uses we could imagine. Secondly, again as people on this committee well know, micro- satellites are becoming much more common, much more widely used, and they are latent anti-satellite weapons, because the same micro- satellite of 100 kilograms that could carry a sensor or a probe could also have 10 kilograms of explosive on board, and you would never know. And somebody could test their micro-sat capability with scientific probes and figure out how to maneuver and track their own objects in space very well, and then, all of a sudden, without you knowing it, the next one they put could, in reality, be targeted on your KH-12 imaging satellite. And so, in this sense, we have to recognize that micro-satellite development is going to mean that people get the potential for weapons, even if they don't say to, even if they don't intend to. They will, just as we are getting the capability for anti-satellite weaponry, without intending to, with our ballistic missile defense programs. And the same systems that we're talking about potentially being about to shoot down a North Korean ballistic missile this week, could also target a lower orbit satellite. Anyway, we all realize the physics here are such that you can't easily distinguish an anti-satellite weapon from a ballistic missile defense weapon. You can't easily distinguish and anti-satellite weapon from a scientific probe. And so space is going to have this inherent dual track capability.

Any moderate-sized explosion in space could destroy most satellites in low Earth orbit crushing both the economy and US military capability

Young 06 – News Editor at Physician’s First Watch at Massachusetts Medical Society, MS in Science Journalism at Boston University and BA in History at Stanford University (“Space Attack on Satellites Could be Devastating,” New Scientist, June 2006,  http://www.newscientist.com/article/dn9393-space-attack-on-satellites-could-be-devastating.html)

If the US does not protect its Earth-orbiting satellites, the equivalent of a car bomb in space could take the economy back to the 1950s, according to witnesses testifying in Washington DC earlier this week. "We are at an unusually good moment for the US in space, and it won't last," Brookings Institution fellow Michael O'Hanlon told the US House armed services subcommittee on Tuesday. "It can't last." US Global Positioning System satellites and commercial telecommunications satellites already face jamming from low-tech weapons on the ground. But a looming threat, said witnesses, is a weapon launched into space to directly attack a satellite or to detonate a nuclear device that could fry the electronics of many satellites at once Such an attack could cripple US military capability and also affect day-to-day civilian life. For example, credit card transactions are authorised through satellite communications links, and most cable channels are beamed down to Earth through satellites. "We don't worry as much about nuclear attacks on our satellites as we used to, and I think that's a mistake," O'Hanlon says. Radiation belts The Outer Space Treaty of 1967 bans nuclear weapons in space. But in a wartime situation, a country might put a bomb into low Earth orbit and detonate it with a timer or remote control. Any satellite within tens of kilometres would probably be destroyed and any unprotected satellites within hundreds of kilometres would risk being damaged or disabled. Over time, the blast would feed additional charged particles into the Van Allen radiation belts that surround Earth, ruining the operation of most satellites in low Earth orbit within a month, O'Hanlon argues in written testimony. "I think most countries could pull off an anti-satellite strike on the first try," O'Hanlon says. "You don't have to get that close to destroy something." But it would be considerably more difficult to explode a nuclear weapon in the higher geosynchronous orbit, where many communications and military satellites orbit. Another potential threat is small satellites that could ram into larger satellites or carry conventional explosives. "Some countries have had anti-satellite weapons in the past," said air force lieutenant-general Robert Kehler. "We're watching that today."

Although satellite vulnerabilities have remained the same – the increase in dependency pushes other countries to develop asymmetric capabilities

Krepon and Clary 3 – *director of the South Asia and Space Security programs and **director for South Asian affairs in the Office of the Secretary of Defense (Michael and Christopher, 2003, Stimson Center: “Space Assurance or Space Dominance? The Case Against Weaponizing Space” http://www.isn.ethz.ch/isn/Digital-Library/Publications/Detail/?ots591=0c54e3b3-1e9c-be1e-2c24-a6a8c7060233&lng=en&id=105601 WSX)

Unlike Cold War arguments over ASATs, which were fueled by concerns over satellite vulnerability, a new debate will be shaped by satellite dependency, and how best to derive the benefits of unparalleled U.S. military superiority. U.S. satellites have been vulnerable for many decades against countries possessing nuclear weapons, long-range ballistic missiles, space launch, and jamming capabilities. Satellites in low earth orbit have been particularly vulnerable to a wide range of threats. While satellite vulnerability is not a new phenomenon, it is now discussed in the context of asymmetric warfare. Within this context, non-state actors as well as states could resort to cyber warfare to disrupt information and transmission networks that rely heavily on satellites. Additionally, new states have acquired medium-range ballistic missiles and are seeking to acquire nuclear weapons. These capabilities could be employed in space as well as in terrestrial warfare. While satellite vulnerability has remained fairly constant (albeit with the variations described above), the growth in U.S. dependency on satellites for the conduct of military operations and for global commerce has been quite dramatic. The Department of Defense regularly utilizes commercial satellite systems for 60 percent of its spaceborne communication. During crisis or conflict, the need for surge capacity can drive this percentage higher, approaching 80 percent during the Kosovo campaign.3 In 1998, the failure of just one satellite—the Galaxy IV—disrupted 80 to 90 percent of 45 million pagers in the United States and blocked credit card authorization at some gas pumps.4

Satellite vulnerabilities incentivize development of asymmetrical weapons to neutralize space advantages

Krepon and Clary 3 – *director of the South Asia and Space Security programs and **director for South Asian affairs in the Office of the Secretary of Defense (Michael and Christopher, 2003, Stimson Center: “Space Assurance or Space Dominance? The Case Against Weaponizing Space” http://www.isn.ethz.ch/isn/Digital-Library/Publications/Detail/?ots591=0c54e3b3-1e9c-be1e-2c24-a6a8c7060233&lng=en&id=105601 WSX)

In the future, satellites could become vulnerable to a wider variety of threats, including space mines, interceptors derived from long-range ballistic missiles and missile defense programs, or directed energy weapons, such as ground-based lasers. Rudimentary ASAT capabilities, such as those tested by the United States and the Soviet Union during the Cold War, might also reappear. These techniques are replicable, and others are achievable by a growing number of countries. For example, it is not technically challenging for many states to develop crude space mines that could lurk nearby high-value U.S. satellites. ASAT capabilities were not tested frequently during the Cold War, perhaps owing to the critical roles satellites played as linchpins of strategic nuclear stability between the superpowers, providing hotline links for crisis diplomacy, early-warning systems of nuclear attack, and military communications central to deterrence. Attacks on these satellites would presumably be linked to an attack on deployed nuclear forces—the “bolt out of the blue” that so preoccupied U.S. strategic planners. Consequently, space was widely viewed as an environment exempt from the testing of war-fighting capabilities. Treaty provisions were negotiated seeking to affirm the maintenance of space as a global commons for the peaceful use of all nations. The uses of space, both military and commercial, have changed dramatically since the end of the Cold War. These changes raise the possibility that the utility of space warfare might be reconsidered anew, not just by powerful states, but also by weaker states that resort to asymmetric warfare against far more powerful adversaries. Satellites are now increasingly important to global commerce and to tactical military operations. For now, these applications primarily benefit the United States and its closest allies. U.S. space assets providing reconnaissance, information processing, and communication activities are central to what has been called a “revolution in military affairs.”1 For example, during the 1991 military campaign against Saddam Hussein, none of the U.S. air-delivered munitions were guided to their target by satellites. By the time of U.S. operations in Kosovo, they constituted 3 percent of all such munitions. That figure jumped to 32 percent by the time of operations against the Taliban and al Qaeda in Afghanistan.2 As time progresses, other nations, including potential adversaries of the United States, will increasingly be able to enhance military effectiveness on the ground through information gathered or denied from space. States able to reap these benefits will enjoy appreciable growth in military capabilities and war-fighting options. Analysts talk of “information dominance,” “dominant battle space knowledge,” and lifting the fog of war through use of such information networks. While this particular revolution in military affairs was underway during the 1990s, U.S. military space policy continued along well-worn paths, reflecting a curious duality marked by a political reluctance to pursue avidly space weaponization alongside a more forward-leaning military space doctrine. Doctrine has endorsed offensive capabilities, but practice has been conservative. As the utility of satellites for conventional war-fighting purposes are repeatedly demonstrated and as the implications of this revolution in military affairs become increasingly apparent, U.S. military doctrine could begin to shift practice toward space dominance. One driver for this shift could be demonstrated or presumed efforts by weaker states to neutralize U.S. advantages in space. The second driver could be U.S. ambitions in space, freed from Cold War-era risks and constraints. For these and other reasons, a serious debate over ASAT weapons is likely to resurface for the first time since the 1980s. 

Nuclear weapons threatens space systems – current hardened satellites are vulnerable

Baines 03 - senior policy adviser (Science and Technology) at Foreign Affairs Canada (July, Phillip J., “Prospects for ‘Non-Offensive’ Defenses in Space,” http://www.isn.ethz.ch/isn/Digital-Library/Publications/Detail/?ots591=cab359a3-9328-19cc-a1d2-8023e646b22c&lng=en&id=14393 wx)

Nuclear weapons pose a severe threat to space systems. Aside from the targeting of the ground segments or launch infrastructure by the current inventory of intercontinental ballistic missiles, direct-ascent nuclear anti-satellite weapons could constitute a formidable threat to artificial satellites. Such systems owe their development to early nuclear test experiments conducted prior to the 1963 Limited Test Ban Treaty prohibiting all nuclear test explosions in outer space. The Starfish Prime nuclear test of July 9, 1962, by the United States illustrated the vulnerability of unhardened satellites. That test, a 1.4 megaton device exploded at a 400-km altitude above Johnston Island in the Pacific Ocean, caused the failure of six or seven satellites within seven months when electrons became trapped in the Earth’s geomagnetic field.5 The yield and the accuracy of a nuclear weapon detonated in space will determine the lethality of the weapon’s explosion. Subsequent U.S. Squanto Terror or Project 437 ASAT tests using Thor intermediate-range ballistic missiles armed with simulated nuclear weapons were considered a success if they passed within 9 km (5 nautical miles) of their intended satellite targets. By 1965, some shots of this test series approached the targets as close as 1.6 km.6 Approximately 80 percent of all the energy from a nuclear weapon detonated in outer space appears in the form of X-rays. Other important effects include small amounts of gamma radiation and neutrons, as well as small fractions in residual radioactivity and in the kinetic energy of bomb debris. In addition to these primary effects, an electromagnetic pulse (EMP) is also caused by nuclear weapon detonations in space. Here X-rays and gamma rays impinge on the upper atmosphere of the Earth creating an electron flux that re-radiates its energy in the radio frequency (RF) portion of the electromagnetic spectrum. As this RF energy arrives at the system, it induces currents and voltages that may damage or destroy electronic systems not hardened against these effects. System-generated electromagnetic pulse is an additional phenomenon caused when X-rays and gamma-rays hit a satellite or an internal component, thereby creating an internal flux of electrons whose interactions can create large currents and voltages that may damage sensitive components inside the satellite.7 Long after the detonation of a nuclear weapon in outer space, electrons created by the weapon would join the naturally occurring radiation in the Van Allen belts. The electron flux may increase by many orders of magnitude for a significant length of time, thus increasing the absorbed dose in unshielded materials as the satellite repeatedly traverses the Van Allen belts. Satellites not specifically designed for operations after detonation of a nuclear weapon may fail quickly in this enhanced radiation environment due to a rapid accumulation of total ionizing dose on the critical electronic parts of a satellite. According to one prominent report, satellites hardened to twice the natural radiation environment in LEO would fail within two to four months of the detonation of a 10kiloton nuclear weapon over Japan at a 150-km altitude.8 Replacement satellites hardened to just 7 kilorads and destined for lower (800 km) orbits would fail rapidly if launched less than a year from the nuclear event. Replacements launched 18 months after the fact would enjoy nearnormal lifetimes. The Globalstar constellation of 48 satellites plus four in-orbit spare satellites (assumed to be radiation hardened to 65 kilorads, or two times the natural radiation of a 1,400-km orbit), could be reconstituted six months after a nuclear event and enjoy a near-normal lifespan.9 Geostationary satellites, in contrast, are typically hardened to 200 kilorads of natural radiation accumulated over their design life.

Electronic attack and jamming has been tested and the U.S. is vulnerable
Wilson 1 -  Vice President and General Manager of Spacecraft Systems and Services (Tom, January, “Threats to United States Space Capabilities”, http://www.fas.org/spp/eprint/article05.html WSX)

F. Electronic Attack on Communications, Data, and Command Links Electronic attack is defined as any action involving the use of electromagnetic energy and directed energy to control the electromagnetic spectrum or to attack an adversary. The most likely targets for offensive counterspace attacks are communications satellites and other satellite's communications, data and command links. All military and commercial satellite communications systems are susceptible to uplink and downlink jamming or spoofing. In either case, the jammer must operate in the same radio band as the system being jammed. Uplink jammers on the ground must be roughly as powerful as the ground-based emitter associated with the link being jammed. However, ground-based downlink jammers can often be much less powerful and still be effective.(78) Commercial satellite ground communications equipment has electronic jamming capabilities that can easily be used to disrupt the functions of some satellites. Many countries, including Russia and China as well as Iran, Cuba, Iraq and North Korea, also have military jamming capabilities. Most U.S. commercial and civil satellites lack built-in protection measures and are vulnerable to such attacks. Some recent examples of satellite jamming or interference include: (79) In April 1986, "Captain Midnight" used commercially available SATCOM equipment to overpower the uplink transmissions from HBO Corporation. The act was a response to HBO's encrypting their signal and demanding that satellite dish operators pay a decoder fee. Captain Midnight's protest message was received by all HBO customers. In 1994, the Hong Kong-based Chinese firm Asia Pacific Telecommunications (APT) placed its Apstar-1 satellite at the 131 degree east geosynchronous orbit slot without approval of the International Telecommunications Union (ITU). There was significant concern that the move would result in interference on adjacent satellite communication systems already in place. In early 1997, the South Pacific island nation of Tonga accused Indonesia of deliberately jamming APT's Apstar-1A, which had been moved to the 134-degree east orbital slot. (APT leased the slot from Tonga.) Publicly, Indonesia denied the charges. However, Tongan officials claim that Indonesia boasted about the jamming during talks to resolve the dispute in March. Recently, Japan lodged a complaint with the ITU accusing Indonesia and the Philippines of operating the Agila 2 geosynchronous orbit communication satellite in violation of ITU rules. Agila 2 and Japan's Superbird C communication satellite were both operating at the 144-degree east orbital slot. Agila 2 was supposed to operate in G band, to avoid interference with Superbird C's J band operations. However, Agila 2 was operated at J band, apparently causing interference on Superbird C. As a temporary fix, the Philippine government moved Agila 2 to 146 degrees east. More sophisticated technologies for jamming satellite signals are emerging. For example, Russia is marketing a handheld GPS jamming system. A one-watt version of that system, the size of a cigarette pack, can deny access to GPS out to 50 miles; a slightly larger version can jam up to 120 miles.(80) Both are compact and powerful enough to jam an aircraft's GPS receiver signal, which could disrupt military missions or create havoc at a civilian airport. Military communications sent via commercial communications satellites (COMSATs) are particularly susceptible to jamming. This is largely due to the fact that off-the-shelf satellite communication (SATCOM) equipment can and has been used to easily jam commercial COMSAT links. The problem is that most commercial satellite communications equipment currently operates in a very few internationally mandated frequency bands, primarily the G and J bands. According to an open source report, 90% of all communications between the U.S. and the Gulf during Desert Shield/Desert Storm went through communications satellites--roughly half of these went via commercial systems. The percentage of inter- and intra-theater communications conducted via commercial satellite communications services will increase, as will the counterspace electronic attack threat, as U.S. military use of commercial communications satellites increases.(81) 

The U.S. would get dominated by an attack on our space capabilities
Wilson 1 -  Vice President and General Manager of Spacecraft Systems and Services (Tom, January, “Threats to United States Space Capabilities”, http://www.fas.org/spp/eprint/article05.html WSX)

V. Impact of Counterspace Operations The employment of space systems increases the effectiveness of terrestrial warfighters by acting as a force multiplier. Space-based systems provide imagery of targets on earth and in space, accurate timing and navigational data, critical weather information and command and control capabilities. If an adversary is able to employ offensive counterspace operations to deceive, disrupt, deny, degrade, or destroy U.S. space systems, the force multiplication effect would be reduced or eliminated. This could lead to more expensive victories or even to defeat.(82) The U.S.' reliance on space, coupled with the growing amount of information available about our space systems, increases the likelihood that our adversaries will employ counterspace weapons technologies. As harmful as the loss of commercial satellites or damage to civil assets would be, an attack on intelligence and military satellites would be even more serious for the nation in time of crisis or conflict. Some examples of the potential impact of deception, disruption, denial, degradation, or destruction of specific space systems by foreign offensive counterspace operations include:(83) Impairment or elimination of reconnaissance satellites that would reduce situational awareness and could lead to military surprise, underestimation of enemy strength and capabilities, less effective planning, and less accurate targeting and battle damage assessments. Impairment or elimination of missile launch detection satellites that would degrade the US's ability to perform missile launch warning, missile defense, and would increase the psychological impact of the adversary's ballistic missiles. Impairment or elimination of satellite communications systems that would disrupt troop command and control problems at all force levels. Impairment or elimination of navigation satellites that would make troop movements more difficult, aircraft and ship piloting problematic, and could render many precision-guided weapon systems ineffective or useless. Impairment or elimination of Earth resource and weather satellites that would make it more difficult to plan effective military operations. Threatening or attacking the space capabilities of the U.S. would have domestic, economic and political consequences and could provoke international disputes about the origin and intent of an attack. Such ambiguity and uncertainty could lead to excessive forbearance when action is needed or to hasty action when more or better information would have given rise to a broader and more effective set of response options. There are a number of possible crises or conflicts in which the potential vulnerability of national security space systems would be especially worrisome. During these situations, the President, his senior advisors and military commanders would be dependent on information from U.S. satellite systems to help manage the crisis, conduct military operations or bring about a resolution to the conflict. If the performance of U.S. systems were reduced, the diplomatic and military leverage of the U.S. could decrease, the position of an adversary could be improved, and the cost and risks associated with achieving U.S. objectives would increase. 

Space attack is likely if assets are vulnerable
Wilson 1 -  Vice President and General Manager of Spacecraft Systems and Services (Tom, January, “Threats to United States Space Capabilities”, http://www.fas.org/spp/eprint/article05.html WSX)

VII. Conclusion As history has shown--whether at Pearl Harbor, in the killing of 241 U.S. Marines in their barracks in Lebanon, or in the attack on the USS Cole in Yemen--if the U.S. offers an inviting target, it may well pay the price of attack. With the growing commercial and national security use of space, U.S. assets in space and on the ground, offer just such targets. Widely dispersed counterspace threat capabilities coupled with space situational awareness platforms threaten the U.S. ability to freely operate in space. We can no longer look at traditional adversaries as the only threat as there will likely be various space threats from several nations. History is replete with instances in which warning signs were ignored and change resisted until an external, "improbable" event forced resistant bureaucracies to take action. The question is whether the U.S. will be wise enough to act responsibly and soon enough to reduce U.S. space vulnerability. Or whether, as in the past, a disabling attack against the country and its people--a "Space Pearl Harbor"--will be the only event able to galvanize the nation and cause the U.S. Government to act. 

Hardening Solves Military
The lack of hardening on our military assets in space is a vulnerability that China or North Korea could exploit in a war by detonating a nuclear weapon in space
O’Hanlan 06 – Senior Fellow at the Brookings Institution, Senate committee chaired by representative Terry Everett, Witnesses:  Lieutenant General C. Robert Kehler, USAF, US Strategic Command; Ed Morris, Director of the Office of Space Commercialization; David Cavossa, Executive Director of the Satellite Industries Association; (“ Hearing of the Strategic Forces Subcommittee of the House Armed Services Committee,” 2006, Proquest)

I am going to ask all members to hold their questioning to five minutes and we'll do as many rounds as we need to for the panel. Dr. O'Hanlon, you said something of interest to me. You mentioned that you thought, perhaps, we should pay more attention to the possible use of nuclear weapons in space. Despite the fact that most nations are signatories to a treaty that says that they will not use nuclear weapons in space and also the fact that, if they use a nuclear weapon, especially in LEO, that they're going to destroy everything up there, including their own stuff. MR. O'HANLON: Right. REP. EVERETT: What's your line of thinking on that, then? MR. O'HANLON: I'll give you two scenarios, Mr. Chairman. I agree with you. Nobody would do this lightly, but other countries know that our military assets depend on sensitive electronics and that we probably have spent less effort hardening those electronics in the last 15 years than we did during the Cold War. So they might hope this could be their one trump card. If you're North Korea -- I don't suggest North Korea's going to detonate a nuclear weapon in space this week. But if you're in a war against the United States -- heaven forbid -- and you are trying to think of one way to reduce the U.S. capacity to conduct high-technology precision strike operations, detonating a nuclear weapon in space is, frankly, not a bad Hail Mary, given your other options, because there's actually a chance -- now I think North Korea -- let me be clear: it would be foolish to do this, because we would make sure that we won, and all they could do would be to slow us down. But in their frame of thinking, it could seem like one of the few ways they could mitigate this high-technology advantage we have. And if it doesn't really kill anybody directly, or only killing people indirectly because a few planes fall out of the sky as their electronics are fried, North Korea might feel it was a relatively benign thing to have done, given the alternatives and given the stakes of a shooting war. One more scenario: heaven forbid if we fight China over Taiwan some day. REP. EVERETT: That was my next question. MR. O'HANLON: Yeah. Well, I think the chances of that are less than they used to be, but they're still non-zero. And for China to say, why don't we detonate a nuclear weapon high in the atmosphere well east of Taiwan, try to create an EMP pulse that would fry electronics and not kill anybody directly -- if they chose the location just right, they could be -- they would probably hurt some of their own stuff on the mainland a bit. They could especially hurt our electronics on carriers in the Pacific Ocean east of Taiwan and possibly assets on Taiwan itself. It's a tough calculation to pull off and get the EMP detonation at just the right location. But again, we have built up a dependence on high-tech electronics and I'm not sure our hardening is good enough to preclude these sorts of vulnerabilities.

Hegemony Solves Deterrence
The threat of US military strength deters hostile states from waging offensive operations against satellites – interfering with launch and control operations would disrupt any attacks

Baines 03 – senior policy advisor for science and technology in the Non-Proliferation, Arms Control and Disarmament Division of the Department of Foreign Affairs and International Trade in Canada (Phillip J., “Prospects for ‘Non-Offensive’ Defenses in Space,” Center for Nonproliferation Studies Occasional Paper No. 12, July 2003, http://cns.miis.edu/opapers/op12/op12.pdf)

Protection of space systems must not only examine space segments but also the threats to ground segments and the links between them. Improved launch infrastructure, terrestrial space surveillance, and command and control nodes all need to be examined—lest any single link become the weakest. At the same time, the vulnerability of the ground segments of space systems and the infrastructure necessary to support these ventures will present opportunities to disrupt attacks on space assets by interfering with the ground launch and control operations of hostile space-faring nations. The threat of such military operations against the terrestrial infrastructure needed to wage offensive operations in outer space using existing terrestrial military assets may in fact be sufficient to deter hostile actions taken against satellites. Clearly, the assured use of outer space is best managed in the absence of space-based threats. If a mix of offense and defense is prudent, terrestrial military means are available for counterforce missions without fielding the instruments of war in outer space. One last non-offensive defensive means to ensure space security may therefore be to negotiate, sign, and ratify a verifiable multilateral treaty banning the deployment of weapons in outer space. The consequence of such deployment may be more crucial than a silenced pager resulting from a single point failure in a non-redundant node of a communications network

Satellites Key to Economy/Heg
US space assets are key to military operations and the economy
Ackerman, 8 – editor in chief of SIGNAL Magazine (January, Robert K, “Operations Boost Importance of Space Assets”,  Signal, Vol. 62, Iss. 5, Proquest)

Protecting space-based assets is now the top priority for the U.S. Air Force Space Command, according to its commander. With the military's reliance on network centricity well established, communications and situational awareness satellites have increased in significance to military operations -and to potential adversaries seeking to counter Western goals without confronting superior allied forces directly. And, the private sector is equally dependent on the many capabilities inherent in orbital platforms. The United States has more than $50 billion of space assets that must be protected from hazards ranging from about 17,000 pieces of orbital debris to hostile actions from states and even terrorist organizations. Last year's test of an orbital antisatellite (ASAT) device by China added more space debris and increased the perceived threat to orbital systems. Ensuring space asset protection has become more essential as space systems have increased in importance in everyday military and commercial operations. "It is the national policy of the United States of America to promote the free use of space by all, and we're doing just that," declares Gen. C. Robert Kehler, USAF, the new commander of the Air Force Space Command (SPACECOM). "We intend to remain vigilant, and we'll see where any potential threat might take us in the future." China's ASAT test has placed space protection high on many agendas, as many countries have the capability to launch ASAT craft at low-earth-orbit satellites. But terrorism also threatens space-based capabilities. Terrorists can disrupt many satellite systems by neutralizing their groundstations or by jamming satellite signals. "There is as great a threat to our space assets from terrorism as there is to any part of our critical infrastructure," Gen. Kehler says. "In fact, space is a part of this nation's critical infrastructure. "We shouldn't just look at the military applications of space," the general continues. "Space is an enormously important factor in our economy -in fact, it's enormously important in the global economy. I think that anywhere terrorists might decide that they could attack us in order to make the point they're trying to make, we need to be vigilant about [it]." Space system vulnerabilities vary. Ironically, many legacy systems may be more secure than their more modern counterparts. Some satellites designed during the Cold War already possess a degree of protection against potential threats, Gen. Kehler points out. These legacy systems can operate in a hostile or contested environment, but others were not designed with that kind of operation in mind. Gen. Kehler emphasizes that the command must examine space asset vulnerabilities and address them where possible. Vulnerabilities that cannot be addressed in a complementary fashion, such as from the air, must be dealt with through protective measures. Many of these vulnerability issues affect links with satellites, he continues. A host of adversaries, both state and non-state, want to jam global positioning system (GPS) signals. Other elements are vulnerable as well. The general notes a proliferation of jamming, as well as threats to ground segments. Protection of ground assets has been improved to counter increased threats. "We think we've closed our vulnerabilities in a lot of those places," he says. "Physical security has improved at our ground sites, just as it has at our bases in general and across the country where we have critical infrastructure." 

US satellites in space are key to hard power and the economy

Schendzielos, 8 – major in the USAF, School of Advanced Military Studies (April 30, 2008, Major Kurt Schendzielos, “Protection in Space: A Self-Defense Acquisition Priority for U.S. Satellites”, http://www.dtic.mil/cgi-bin/GetTRDoc?Location=U2&doc=GetTRDoc.pdf&AD=ADA485553)

Modern life is critically dependent upon civil and military exploitation of space.22 Instantaneous global communications are routine. The world relies upon the GPS constellation for international and domestic travel and for the timing of global financial transactions. Farmers, travelers, soldiers, and scientists rely heavily upon space imagery and sensors to predict weather and detect climate patterns. Modern militaries utilize space technologies for intelligence gathering, warning, communications, positioning and attack precision. There are vast arrays of uses that are taken for granted concerning the GPS constellation alone.23 America, in particular, is inextricably reliant upon space capabilities in order to maintain its dominance as a world superpower. CAUSNSSMO, an organization appointed by Congress with the charter of examining space activities in support of national security, concluded that “the security and well being of the United States, its allies and friends depends on the nation’s ability to operate in space.”24 USAF Colonel David Ziegler, commander of the 460th Space Wing, which is charged with global surveillance and worldwide missile warning, observed: The United States is a space faring nation—it operates some 200 military and civilian satellites with a combined value of $100 billion. As impressive as these statistics appear, they do not reflect the additional billions of dollars and millions of American lives influenced every day by space communications, navigation, weather, environmental, and national security satellites. Space is big business and is inseparable from U.S. economic strength. It attracts international attention and therefore diplomatic power. It is absolutely crucial to military operations.25 The Department of State International Security Advisory Board echoed the concern about threats to U.S. satellite dominance when it reported: “Many of our space-based assets serve both civilian and military users. Their destruction, or even the threat of their destruction, would have devastating economic and military implications. Threats, disruption, or damage to commercial satellite systems would wreak havoc on the U.S. and global economy.”26 Modern trade and commerce, in addition to military capability are no longer heavily but have become critically reliant upon utilization of space assets. Space exploitation is what allows America to gain and maintain control of “the commons,” areas identified by MIT political science professor Barry Posen that belong to no one but are shared by state and non-state actors. The commons include sea and space and certain portions of airspace. Posen explains, Command of the commons is the key military enabler of the U.S. global power position. It allows the United States to exploit more fully other sources of power, including its own economic and military might as well as the economic and military might of its allies. The US would cease to be a superpower if it did not have the ability to project power enabled by commanding the commons. The consequences of losing space dominance cannot be underestimated for U.S. military forces. Retired General Barry McCaffrey remarked in no uncertain terms about the need for dominance in the space arena after a visit to Nellis AFB. “Our global communications, ISR, and missile defense capabilities cannot operate without secure, robust, and modernized space platforms. We will drop back to WWII era capabilities if we suddenly lose our space advantage. Space is an under-resourced and inadequately defended vital U.S. technical capability.”28 U.S. satellites are already under capitalized, therefore replacing them is problematic should an adversary begin to permanently disable them. McCaffrey’s remarks also implies a desire to avoid redundancy of space capabilities while balancing the need for more secure and modernized space platforms, based upon the absolute reliance of the military upon space capability. Clearly, there is a lot at stake for America if it does not enjoy space dominance. 

Satellites Key to Military
Satellites are crucial to military capability – they’re fully integrated with operations, intelligence, and weapons systems
Kehler 06 – USAF, US Strategic Command, Senate subcommittee chaired by representative Terry Everett, Witnesses:  Lieutenant General C. Robert Kehler, USAF, US Strategic Command; Ed Morris, Director of the Office of Space Commercialization; David Cavossa, Executive Director of the Satellite Industries Association; Dr. Michael O’Hanlan, Senior Fellow at the Brookings Institution (“ Hearing of the Strategic Forces Subcommittee of the House Armed Services Committee,” Federal News Service, 2006, Proquest)


It is hard to over-state the importance systems to our troops on the ground or, for that matter, to each one of us in our everyday activities. Space systems afford extraordinary benefits to our troops in combat, and are increasingly integrated into the fabric of our weapons system and military operational strategies. We have all seen pictures of precision-guided munitions directed by GPS navigation satellites, most recently in the attack on al Qaeda leader, Abu Musab al-Zarqawi. Yet GPS systems also guide our troops on the battlefield and keep track of their position to avoid potential friendly fire incidents. Satellites are increasingly used to plan and execute military operations, as well as for traditional roles such as intelligence gathering and treaty verification. Dr. O'Hanlon estimates that the average amount of data per service member transmitted by satellite jumped by over 50 times from Operation Desert Storm in 1991 and Operation Iraqi Freedom today. And more importantly, the military's reliance on commercial satellites has increased dramatically. Over 80 percent of the satellite bandwidth supporting military operations in Iraq and Afghanistan today is provided by commercial systems, up from only 20 percent during Desert Storm. 


Loss of space assets destroys our hard power advantage - we would have to fight large casualty wars like Korea and Vietnam

Kehler 06 – USAF, US Strategic Command, Senate subcommittee, chaired y representative Terry Everett, Witnesses:  Lieutenant General C. Robert Kehler, USAF, US Strategic Command; Ed Morris, Director of the Office of Space Commercialization; David Cavossa, Executive Director of the Satellite Industries Association; Dr. Michael O’Hanlan, Senior Fellow at the Brookings Institution (“ Hearing of the Strategic Forces Subcommittee of the House Armed Services Committee,” Federal News Service, 2006, Proquest)

GEN. C. ROBERT KEHLER: Thank you, sir. And good morning Mr. Chairman, Mr. Reyes, members of the subcommittee. As you've heard, I am Lieutenant General Bob Kehler, the deputy commander of the United States Strategic Command in Omaha, Nebraska. On behalf of General James Cartwright, our commander, I am pleased to be with you this morning. I'll say at the outset, sir, that my remarks come from a perspective of a combatant command that's charged with operational responsibility for the Department of Defense's space systems. Space capabilities are critical to national defense, and have proven to be an asymmetric advantage for U.S. forces. Space systems have revolutionized the way America fights today, by providing unprecedented battlespace situational awareness, targeting, environmental understanding, precision strike, Blue Force tracking, and the ability to control and synchronize military operations on a global scale at the speed of the information age. Space systems are especially crucial to access remote or denied areas and to respond to events that can unfold at literally any point on the surface of the earth with little or no warning. Space capabilities are inherently global capabilities. Space assets contribute across the military operational spectrum, from the global war on terror to operations in support of homeland security to operations in support of disaster response. In fact, no other military in the world uses space systems the way we do -- a fact that has been noted by friend and potential foe alike. In my prepared remarks, I offer a number of examples from Operations Enduring Freedom and Iraqi Freedom in which space capabilities, when properly integrated with air, sea and land-based capabilities, made missions successful at the place where it mattered most -- and that, if course, is with the soldiers, sailors, airmen and marines who are at the tip of the sphere. And when the capabilities of our commercial space partners are included, the situation gets even better. But space is not a sanctuary for the United States. During the Cold War, we noted capability and intent by the Soviet Union to challenge some of our on-orbit assets. Today, we note significant advances in space capabilities demonstrated by others, as well as the wide availability of terrestrial jamming and interference capabilities. We see a clear imperative to protect our space assets and our freedom of action in space. As a result, we are taking prudent steps to identify our vulnerabilities, improve space situational awareness and protection, and to ensure unfettered and reliable access to space. Improving space situational awareness is the keystone to our protection efforts. Improving these capabilities will help us determine if a satellite problem was due to natural causes, as you mentioned, sir, such as a strike by a micrometeorite or damage from solar radiation, collision with a small man-made object, technical outages, or potentially hostile acts. We're also working to improve protection for our ground stations and communications links and are looking at better designs for future systems. Further, we have improved our ability to access space and are pursuing even more responsive alternatives to get there, to deploy capability there, and to operate there. Finally, we're looking at our tactics, techniques and procedures, with an eye toward improving our defensive posture. It goes without saying that a significant loss of space capability would force the military to step back in time and fight largely as we did in Vietnam or Korea, potentially placing larger numbers of Americans in harm's way, increasing casualties, increasing the risk of collateral damage, and slowing our situational understanding and response from the command center level all the way down to the troops in the field. Space provides a decisive advantage for our military -- an advantage we have come to depend on. Our space assets keep watch over global threats and provide the U.S. the ability to see, hear, communicate and act anywhere in the world with speed and precision. Prudence demands that we detect and carefully assess possible challenges to these critical space capabilities, and that we take measured steps to truly stay at least one generation ahead. Mr. Chairman, we thank you and the committee for your concern for the importance of space to national defense and I look forward to the comments of my fellow panel members and to your questions.


Satellites are key to every aspect of the military 

Denmark and Mulvenon 10 *Fellow at Center for New American Security **Vice-President of Defense Group Inc.’s Intelligence Division and Director of DGI’s Center for Intelligence Research and Analysis “The Future of American Power in a Multipolar World” http://www.cnas.org/files/documents/publications/CNAS%20Contested%20Commons_1.pdf

As a global common, space is a medium used by states for military activities and is a tremen-dous force multiplier. The U.S. Joint Chiefs of Staff define “space power” as “the total strength of a nation’s capabilities to conduct and influ-ence activities to, in, through, and from space to achieve its objectives.” 13 Such a comprehensive definition includes physical assets (e.g., launch facilities, launch vehicles, satellites, command and control nodes, and communications links) as well as unquantifiable attributes, such as strong institu-tions and organizations, well-trained personnel, doctrine, knowledge, and experience. Militarily, space provides the “strategic high ground” from which global communications and remote sensing can be quickly transmitted to militaries around the world. A military that can effectively use space has a tremendous advantage in terms of speed of communications, breadth of surveillance and intelligence, and accuracy of posi-tioning and timing. Put in military terms, the space commons offers distinct and significant advantages in command, control, communications, intelli-gence, surveillance, and reconnaissance (C3ISR), maneuverability, and firepower. As the United States has been the world’s leading innovator in the use of space for military purposes, this development is largely a story of American innovation. C3IsR Space had an early impact on C3ISR capabili-ties, where its potential was first and most fully realized. The Cold War forced the American and Soviet militaries to develop the ability to support forces that may be operating around the globe. Line-of-sight communications limited the ability of national command authorities to control their military forces using terrestrial links. Space offered a natural solution: the higher the elevation, the broader the field of view. Thus, space became the new “high ground.” Today, advanced militaries are largely dependent on satellites for long-distance communications. Satellites offer reasonably reliable wireless con-nectivity and long-range mobile links that can be established in remote areas more quickly than terrestrial wire can be strung. One U.S. Army officer noted that 500,000 troops were able to com-municate at a rate of 100 Megabytes per second (MBps) in 1990-1991 during Operation Desert Storm/Shield, compared to the smaller force of 235,000 troops connected at 2,400 MBps in the early days of Operation Iraqi Freedom in 2003. 14 This advance in technology is likely to continue. One Air Force officer predicts that the Defense Department’s demand for worldwide satellite communications will jump from 13.6 Gigabytes per second (GBps) in 2006 to 160 Gbps by 2015, considerably more than existing military satellite communications systems can provide. 15 The story is much the same in intelligence, sur-veillance and reconnaissance (ISR). Spacecraft watch the planet for a variety of national security purposes, ranging from detailed intelligence col-lection to detection of ballistic missile launches to real-time support of war operations. The United States regularly uses space ISR assets for target-ing and battle-damage assessment. In Operation Iraqi Freedom, the American military has deployed space professionals at the Corps and Division levels to help integrate space capabilities with daily operations, giving forces on the ground the abil-ity to more rapidly and fully exploit national space assets at the operational and tactical levels of war. 16 MA eUveR Space assets help military commanders plan for operations and maneuvers to a far greater degree of specificity and confidence. In Operation Desert Storm (1991), for example, remote sensing space-craft aided coalition forces in developing useful maps and assessing desert terrain well west of the Saudi Arabian-Kuwaiti border, helping to determine whether conditions would support the movement of heavy armor and support vehicles. By creating maps, aiding navigation, and enhancing communications over vast territory, space played a significant part in moving the famous “left hook” from concept to reality. 17 Today, GPS signals offer military command-ers and war fighters an unprecedented level of accurate information on the location of friendly and hostile forces. In Operation Iraqi Freedom, space systems were integrated with maneuver ele-ments in a system known as Blue Force Tracker, which vastly improved a commander’s situational awareness about his own forces, enabling more rapid maneuvers. fIR ePoweR Space assets are critical to the increased precision that has created a veritable revolution in firepower. Accurate knowledge of one’s location — and, pref-erably, that of the target — has long been critical to a weapon’s lethality. Following Operation Desert Storm, the Department of Defense developed low cost kits for turning “dumb” bombs into “smart” bombs by equipping them with GPS capabilities to engage targets more precisely. Strike platforms became increasingly able to attack multiple tar-gets in missions that had once taken multiple platforms and/or sorties. Former Secretary of the Air Force Michael Wynne explained, “In World War II, it took 1,500 B-17s dropping 9,000 bombs to destroy a given target. Today, on B-2 can strike and destroy 80 different targets on a single mission using weapons guided by space-based USAF global positioning system (GPS) signals.” 18 THe DIsTRI bUTI oN of MIlITARY sPAC e PoweR It is useful to summarize the capabilities of the major powers in space: the United States, China, Europe, Japan and India. Each has systems and interests that affect their positions in the global space commons. The United States possesses advanced space capa-bilities far beyond those of other states and has integrated them into its war fighting capabilities more thoroughly and successfully than any other country. Space systems serve as a global infra-structure upon which deployed American military forces rely for critical functions. Unlike compa-rable terrestrial capabilities, space does not add significantly to the logistics trail of the deployed force, nor does it require foreign basing support, access agreements or overflight rights. The United States possesses four space launch facilities on the coasts (Cape Canaveral and Wallops Island in the east and Vandenberg and Kodiak Island in the west). It boasts the Atlas and Delta families of large launch vehicles, plus vehicles capable of launching smaller spacecraft (Minotaur, Pegasus and Taurus). The United States also hosts innovative private-sector developments, most notably Space Exploration Technologies Corp.’s Falcon family of launch vehicles and Scaled Composites’ ongoing work in suborbital spacecraft. The U.S. government operates several constella-tions of satellites, creating a robust global network of communications, remote sensing, positioning, navigation and timing capabilities, all of which are augmented by a comparably robust commercial sector possessing its own capabilities in commu-nications and remote sensing. The U.S. Air Force and NASA both routinely conduct operations in space and manage contractors capable of design-ing, developing, and deploying space systems. The government space edifice is 
*China Ext*

Risk high
Lack of civil military communication makes risk of Chinese attack high even if government doesn’t authorize one

Putman, 9 – major in the USAF and candidate for Master of Military Studies (March 25, Major Christopher Putman, “COUNTERING THE CHINESE THREAT TO LOW EARTH ORBIT SATELLITES: BUILDING A DEFENSIVE SPACE STRATEGY”, http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA510842&Location=U2&doc=GetTRDoc.pdf)

Analysis of US military operations since the Persian Gulf War in 1991 identified the high reliance of US forces on satellite systems. China believes that it can deter US participation in a conflict by preemptively attacking satellites, thus denying services essential to US force projection. If deterrence fails, these attacks would then significantly diminish military capabilities to the point that conventional Chinese forces would then be on an equal footing with US forces. 4 Additionally, China believes that anti-satellite capabilities provide national prestige and demonstrate the attributes of world powers. Despite the worldwide acknowledgement of China's recent tests, China's anti-satellite program can be characterized by a lack of transparency and conflicting public messages. In the immediate aftermath of the January 2007 test, Chinese officials provided a mixed public response that was several weeks late, indicating a lack of coordination between the civilian government and the People's Liberation Army who controls the anti-satellite program. While the civilian government likely approved the program, they probably did not fully understand the international implications of the test. Further, the aggressive anti-satellite program counters China's public calls for a global ban on space weapons.6 2 The threshold for Chinese use of anti-satellite weapons is hard to determine with certainty, although several Chinese military writers advocate using anti-satellite weapons preemptively to prevent the United States from entering a conflict. Colonel Li Daguang in 2001 's Space War states that "the offensive capability in space should, if necessary, be capable of destroying or temporarily incapacitating all enemy space vehicles that fly above our sovereign territory."? This view directly threatens LEO satellites that periodically pass over China and contradicts international law which permits ''unimpeded satellite over flight of other nations through space.,,8 Colonel Li Daguang further postulates that development of anti-satellites must be conducted covertly: "construction of such a unit [space force] should be carried out secretly by keeping a low profile. Colonel Yuan Zelu argues in 2005's Space War Campaigns that an early use of anti-satellite weapons may preclude United States action: "[the] goal of a space' shock and awe strike is [deter] the enemy, not to provoke the enemy into combat. For this reason, the objectives selected for strike must be few and precise."10 If Chinese anti-satellite weapons are not used at the outset ofa conflict, they can be quickly negated by US precision strikes against launch sites and command and control centers. Based on the intended use of anti-satellite weapons, the lack of transparency, and Chinese writings, the United States must assume a Chinese anti-satellite strike at the outset of conventional hostilities, rather than being withheld until later, and thus must build an effective defensive capability to deter and recover. 

Deterrence Solves China
A defensive counterspace policy avoids significantly increasing debris or starting an arms race – it deters and prevents escalation of space conflict
Putman 09 – submitted in partial fulfillment of the requirements for the degree of master of military studies (Christopher, “Countering the Chinese Threat to Low Earth Orbit Satellites,” United States Marine Corps, Command and Staff College, 2009, http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA510842&Location=U2&doc=GetTRDoc.pdf)
UNITED STATES DEFENSIVE MEASURES In response to the credible and expanding Chinese anti-satellite threat, the United States must adopt a defensive space strategy that can deter Chinese actions and then also recover from an attack. Some within the United States government, notably Senator Jon Kyl, have advocated an offensive deterrence strategy to counter the Chinese anti-satellite threat, creating weapons that would not only attack Chinese satellites but also anti-satellite systems.25 This policy, however, would in effect start a space arms race, a costly proposition with many high dollar systems competing for the defense budget. Offensive kinetic anti-satellite weapons, whether directascent or co-orbital, can create a significant debris field that could indiscriminately damage friendly satellites and ultimately hurt the United States more than China. The United States abandoned its Cold War kinetic anti-satellite program after a test where an F-15-launched missile destroyed a satellite and created a LEO debris field that took over 20 years to decay.26 However, the United States demonstrated its ability to rapidly reconstitute its direct ascent anti-satellite capability when it launched a modified Standard Missile-3 from the USS Lake Erie and destroyed a malfunctioning satellite before it could reenter and possibly impact a populated 8 area. 27 Although the United States engaged the satellite at the lower portion of the LEO regime to minimize orbital debris and provided timely notification to the international community, China criticized the operation as threatening to space security.28 This reaction supports the idea that pursuing an offensive anti-satellite program could drive a space arms race. Finally, in an anti-satellite exchange, China currently has much less to lose. China would be much less reliant on space systems to operate in a conflict. The September 2008 Council on Foreign Relations Report China, Space Weapons, and Us. Security argues that US policy does not provide a framework to address counterspace matters. The high cost of maintaining space dominance compared to the relatively low cost to attack that dominance favors a deterrence-based strategy.29 The Council endorses a comprehensive approach to dealing with the Chinese counter space threat: policies that focus on stability, deterrence, escalation control; an in-depth layer approach; reduce incentives to and capability of adversary to attack space systems; and increase warning time to enable defensive actions.30 In developing capabilities, the United States should consider their contribution to stability and deterrence while incorporating a wide spectrum of defensive capabilities. Commander John Klein proposes that the United States develop a comprehensive defensive strategy to ensure access to "celestial lines of communication."3I He argues that past space strategies were overly focused on the offensive due to the influence ofstrategists like Mahan, Douhet, and Mitchell.32 Recognizing that defensive measures assure access to and use of space, the United States through policy and action must focus on defensive strategies. Properly developed space strategies should provide "a measure of self-defense against a surprise attack, control over the escalation of a conflict, and minimize the most devastating enemy 9 counterattacks.,,33 The aforementioned reasons support a focused defensive strategy that will deter a Chinese attack and recover capability if deterrence fails. Joint Publication (JP) 3-14, Space Operations, highlights the increasing dependence by the military on space: "Space capabilities are essential to overall military mission accomplishment, provide the advantages needed for success in all joint operations, and support the principles ofwar.,,34 
Hardening Solves China
Building defensive weapons under a deterrence based doctrine will prevent a conflict with China. This prevents a destabilizing arms race with China. 
MacDonald 8 – Council on Foreign Relations Bruce, Council Special Report No. 38 September China, Space Weapons, http://www.cfr.org/china/china-space-weapons-us-security/p16707 

The United States faces challenging choices in responding to this new space environment and must respond wisely as well as vigorously to protect the security interests of itself and its allies. Imprudent choices could create a self-fulfilling prophecy, spurring China, for reasons of security or national pride—or both—to accelerate its counterspace efforts in such a way that both the United States and China would be worse off. With so many different ways to attack space assets, it is much easier and less costly to attack spacecraft than defend them. Thus, a U.S. or Chinese doctrine of space dominance seems likely to fail. Provocative military postures can result in more adversarial efforts than nonprovocative postures. The United States would never accept Chinese hegemony in space, and as their ASAT test strongly implies, China seems unlikely to accept U.S. hegemony or dominance. Developing defensive and offensive capabilities to defend U.S. space assets from attack is a legitimate act of self-defense, though it will be best accomplished at reasonable cost if integrated into an overall doctrine of space deterrence. Current U.S. space policy contains a potential problem when it states that the United States will “deny, if necessary, adversaries the use of space capabilities hostile to U.S. national interests.” This creates a possible conflict with the same policy’s statement that U.S. space capabilities are “vital to its national interests,” given that U.S. attacks on the space capabilities of others run a high risk of sparking counterattacks, and the costs of hardening U.S. systems against similar attacks are so high. This tension has remained largely unaddressed for nearly two years. Washington needs to consider the costs and benefits of such attacks and address them in policy and force doctrines. The implication of current policy is that others, not the United States, must make trade-offs in space, yet it is highly unlikely that China and other spacefaring nations will accept substantially subordinate status, or that the United States would make the substantial investments required to enforce such a dominant position. If the United States can resist the urge to overreach, it may be able to achieve a more stable, less costly military space posture and doctrine that could maintain a measure of U.S. space superiority, based on the strategic nuclear balance precedent. The United States could preserve space superiority relative to China, deriving more benefit from space than China does and retaining more offensive capability, though China would still keep its ability to deter the United States from attacking China’s growing space capability. Such a capability appears well within China’s reach, in spite of Washington’s wishes otherwise. Over the long term, deterrence-based superiority would be grounded in the reality of the difficulty of maintaining dominance in space, and the fundamental vulnerability of space-based weapons both to other space-based weapons as well as to ground-based counterspace weapons, especially directed-energy weapons. Deterrence-based superiority would be less costly to maintain than dominance and could be substantially more stable under the proper conditions, though neither achievement nor maintenance would be simple. At a minimum, it will require the anchoring of offensive counterspace capabilities within deterrence doctrine, healthy U.S.-China relations that avoid provocative rhetoric, continued dialogue, and confidence-building measures (CBM). Such a deterrence posture would also require the weapons systems to support it. Their precise characteristics are beyond the scope of this paper, but they should embody the criteria listed on page twenty. Jammers, lasers, and other forms of reversible electronic and electrooptical offense should be considered. Given the demonstrated counterspace capability of minimally modified missile-defense interceptors, some inherent kinetic energy antisatellite (KE-ASAT) capability is inevitable; however, bans on testing against satellites could limit its effect. A vigorous, defensive counterspace program should accompany these steps.


Hardening can protect US satellites in a conflict with China, despite Chinese ASATs
Devan 2007 Janadas,Senior writer, The Straits Times HOW impressive was the Chinese Asat weapon? February 2; Lexis
If the Chinese were to develop their Asat capacity, would the US military, heavily dependent on space, be severely crippled in the event of a US-China conflict? Not necessarily, say the experts. Firstly, the US can protect its satellites either by hardening them or by improving their manoeuvrability. But these steps would add considerably to their weight. Secondly, the US could surround its crucial satellites with 'bodyguards', as it were, to absorb the impact of an Asat weapon. But the debris from the exploding 'bodyguards' would pose a problem. A more workable solution would be for the US to accept the vulnerability of individual satellites and devise alternatives, say the experts. For example, in the event of a conflict, it could launch satellites in temporary near-space orbit - from 75km to 200km - to aid navigation and communications over specific battlefields (such as the Taiwan Strait). Or it could use high-altitude aircraft or balloons to relay communication s and to conduct surveillance. Given these possibilities, Dr Wright said he did not think the Chinese strategists thought Asat weapons would be militarily decisive. At best, the weapons can make 'nuisance attacks, buy time, cause confusion, but not that much more'. The Chinese missile test signals to the US that 'it is not going to get a free ride in space, but nobody in China thinks Asat weapons can dramatically change a military situation', said Dr Wright.

Robust U.S. response to ASAT tests can undercut China’s response – hardening, flexible infrastructure, ORS, and alternative technologies solve

Lewis 7 –   Senior Fellow and Director, Technology and Public Policy Program at CSIS (James, March 30, “CHINA’S MILITARY MODERNIZATION AND ITS IMPACT ON THE UNITED STATES AND ASIA PACIFIC REGION”, http://csis.org/files/media/csis/congress/ts070330lewis.pdf WSX) 
Asymmetric Warfare

China is not at all likely to stop its pursuit of capabilities that counter U.S. strengths. China’s military is not a peer to the U.S., but it is a challenger. The challenge comes from a combination of increased conventional capabilities and from the pursuit of asymmetric advantage – using new weapons and tactics to attack an opponent in areas where it is weak or vulnerable. Seeking asymmetric advantage is not new, nor is China the only country to seek it. What is new is the means that U.S. opponents like China and others plan to use to gain asymmetric advantage. One part of the modernization effort looks for ways to counter U.S. force projection capabilities. Other modernization efforts look for ways to erode the U.S. military advantage by attacking information and communications assets, including satellites and networks.

China’s military is developing weapons and tactics to produce this erosion. The most dangerous of these programs are those aimed against U.S. carriers. China has acquired many of the technologies developed by the Soviet Union to attack U.S. carriers, and it is refining these technologies and the tactics needed to use them. Another set of programs is developing anti-satellite capabilities, and a third involves information operations. While China has expended considerable effort on anti-satellite weapons and information operations, neither activity poses much risk to U.S. military superiority.

Anti-Satellite Weapons

China’s January 2007 anti-satellite test has received much attention. The test should not have been a surprise. The Chinese have been working on anti-satellite weapons for at least a decade, despite their denials. The particular weapon used in the test – a kinetic intercept of a low earth orbit satellite – is the least sophisticated mode of anti-satellite attack and something that the Soviets and the U.S. developed, tested, and abandoned decades ago.

China is working on other anti-satellite weapons, and public reports speculate that these include ground-based lasers and, perhaps, attack satellites. It also includes cyber attacks against the ground facilities and networks that control U.S. space assets. Since it is clear to most militaries that a good portion of the U.S. advantage in combat comes from satellite data, potential opponents like China are searching for ways to interfere with these services from space and the networks that support them.

As with many of China’s military modernization programs, a robust U.S. response can undercut China’s efforts. In anti-satellite weapons, the U.S. can reinforce its advantage in space by continuing to harden its satellites, by moving to a more flexible military space architecture, by accelerating its Operationally Responsive Space programs, and by developing alternative technologies such as high-altitude UAVs and mini-satellites. These alternative technologies could provide “space-like” services that would render attacks on satellites useless. Since the U.S. is already pursuing many of these programs, and given the robustness of its satellite fleet, if the Chinese were to use anti-satellite weapons in a clash, they would gain no advantage. It is in the U.S. interest to ensure that this continues to be the case.

Hardening satellites can serve as a response to ASATS

NYT 7 – [January 22, by David Sanger and Joseph Kahn, New York Times: “U.S. Tries to Interpret China’s Silence Over Test,” http://www.nytimes.com/2007/01/22/world/asia/22missile.html wx]

The threat to United States interests is clear: the test demonstrated that China could destroy American spy satellites in low-earth orbit (the very satellites that picked up the destruction of the Chinese weather satellite). Chinese military officials have extensively studied how the United States has used satellite imagery in the Persian Gulf war, the wars in Iraq and Afghanistan, and in tracking North Korea’s nuclear weapons program — an area in which there has been some limited intelligence-sharing between Chinese and American officials. Several senior administration officials said such studies had included extensive analysis of how satellite surveillance could be used by the United States in case of a crisis over Taiwan. “This is a wake-up call,” said Robert Joseph, the under secretary of state for arms control and international security. “A small number of states are pursuing capabilities to exploit our vulnerabilities.” As a result, officials said, the Chinese test is likely to prompt an urgent new effort inside the Bush administration to find ways to counter China’s antisatellite technology. Among the options are efforts to “harden” vulnerable satellites, improve their maneuverability so that they can evade crude kinetic weapons like the one that destroyed the Chinese satellite and develop a backup system of replacement satellites that could be launched immediately if one in orbit is destroyed. 

Without US dissuasion and deterrence in space – China would be emboldened to start a high-intensity war
Sayers and Dressler 09 – national security research assistant at the Heritage Foundation, intern at the Heritage Foundation (Eric and Jeffrey, “Opportunities exist to work with President Obama on space security,” The Weekly Standard, 1/29/09, http://www.weeklystandard.com/Content/Public/Articles/000/000/016/076oeyqy.asp?page=1)

Both the 2008 Annual Report to Congress on the Military Power of the People's Republic of China and the recently-released report of the U.S.-China Economic and Security Review Commission cite how the People's Liberation Army (PLA) views America's dependence on space assets as its "soft ribs," a strategic weakness to be exploited in an effort to undermine the foundations of American military strength. The U.S.-China Commission determined that the extent of China's anti-satellite capabilities are "significant," to include not just direct-ascent weapons like that used in China's ASAT test of January 2007, but also the development of co-orbital direct attack weapons, directed energy lasers, and various technologies designed for electronic "denial-of-service" attacks.

Preserving America's military advantages, therefore, requires ensuring unfettered access to space. If China continues to develop asymmetric capabilities to target U.S. space assets, without the United States taking the necessary steps to dissuade and deter these actions, it will only increase China's likelihood of prevailing in a short-duration, high-intensity war. Such an outcome would be disadvantageous for the U.S.-Taiwan security relationship, specifically if the United States develops a sense of hesitancy that jeopardizes the credibility of cross-Straits deterrence. Additionally, a more capable PLA will enhance the confidence of Chinese leadership, increasing the chance of a political-military miscalculation by China in the Straits. 

*Add-On’s*

Terror Add – On

Defense measures deter terrorists terrorists

Putman 09 – submitted in partial fulfillment of the requirements for the degree of master of military studies (Christopher, “Countering the Chinese Threat to Low Earth Orbit Satellites,” United States Marine Corps, Command and Staff College, 2009, http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA510842&Location=U2&doc=GetTRDoc.pdf)

ADDITIONAL RECOMMENDATIONS While this paper focuses on LEO satellites, the same rigor must also be applied to medium Earth orbit (MEO), highly elliptical orbit (REO), and geosynchronous (GEO) orbit satellites. Although current direct ascent anti-satellite capability can only reach LEO, China's ballistic missile and space launch vehicles could reach higher orbits. Additionally, China has orbited GEO satellites which could already be carrying co-orbital anti-satellite weapons. China has expressed interest in combating the MEO GPS system through both kinetic and non-kinetic attacks. 52 China is also actively developing jamming capabilities to combat United States military communications satellites found predominately in GEO. Additionally, the proposed defensive measures will do more than support deterrence against China. Numerous nations will seek to emulate Chinese actions with kinetic and nonkinetic options. In response to the recent anti-satellite activity of China and the United States, 18 Russia announced the resumption of its anti-satellite weapons program.53 Ground-based actions such as jamming are within the realm of many nations and individuals. One only need look at the hijacking of the HBO satellite signal by "Capt Midnight" as an example of a single individual being able to steal a satellite transponder, in effect jamming the intended signal. 54 Further, proliferation of nuclear weapon and ballistic missile technology make the use of a HANE attractive to a rogue nation or terrorist nation that has little reliance on space capabilities. The Defense Threat Reduction Agency suggests this scenario as a possible last act of defiance by North Korean forces facing defeat,55 Lastly, these measures can be used to combat natural phenomena, such as a meteor shower or solar storms that ~an damage satellite systems. "A strategy that ensures access to and use of space is useful in times of peace just as in times of war, since space systems that provide critical services may fail or become inoperative in the absence of hostile action
Causes nuclear retaliation and arms races

Rhodes, 9 (Richard, affiliate of the Center for International Security and Cooperation at Stanford University, Former visiting scholar at Harvard and MIT, and author of “The Making of the Atomic Bomb” which won the Pulitzer Prize in Nonfiction, National Book Award, and National Book Critics Circle Award, 12/14, “Reducing the nuclear threat: The argument for public safety” http://www.thebulletin.org/web-edition/op-eds/reducing-the-nuclear-threat-the-argument-public-safety)
The response was very different among nuclear and national security experts when Indiana Republican Sen. Richard Lugar surveyed PDF them in 2005. This group of 85 experts judged that the possibility of a WMD attack against a city or other target somewhere in the world is real and increasing over time. The median estimate of the risk of a nuclear attack somewhere in the world by 2010 was 10 percent. The risk of an attack by 2015 doubled to 20 percent median. There was strong, though not universal, agreement that a nuclear attack is more likely to be carried out by a terrorist organization than by a government. The group was split 45 to 55 percent on whether terrorists were more likely to obtain an intact working nuclear weapon or manufacture one after obtaining weapon-grade nuclear material. “The proliferation of weapons of mass destruction is not just a security problem,” Lugar wrote in the report’s introduction. “It is the economic dilemma and the moral challenge of the current age. On September 11, 2001, the world witnessed the destructive potential of international terrorism. But the September 11 attacks do not come close to approximating the destruction that would be unleashed by a nuclear weapon. Weapons of mass destruction have made it possible for a small nation, or even a sub-national group, to kill as many innocent people in a day as national armies killed in months of fighting during World War II. “The bottom line is this,” Lugar concluded: “For the foreseeable future, the United States and other nations will face an existential threat from the intersection of terrorism and weapons of mass destruction.” It’s paradoxical that a diminished threat of a superpower nuclear exchange should somehow have resulted in a world where the danger of at least a single nuclear explosion in a major city has increased (and that city is as likely, or likelier, to be Moscow as it is to be Washington or New York). We tend to think that a terrorist nuclear attack would lead us to drive for the elimination of nuclear weapons. I think the opposite case is at least equally likely: A terrorist nuclear attack would almost certainly be followed by a retaliatory nuclear strike on whatever country we believed to be sheltering the perpetrators. That response would surely initiate a new round of nuclear armament and rearmament in the name of deterrence, however illogical. Think of how much 9/11 frightened us; think of how desperate our leaders were to prevent any further such attacks; think of the fact that we invaded and occupied a country, Iraq, that had nothing to do with those attacks in the name of sending a message.
Escalates to global nuclear war

Moore, 7 (Carol, chair of the Los Angeles party and Secretary and Treasurer of the Libertarian Party in D.C. and New York, political science degree from Wayne state, political activist, speaker and writer for well over 30 years, “Six Escalation Scenarios,” November, http://www.carolmoore.net/nuclearwar/alternatescenarios.html#scenario2)
Terrorists or some unknown nation explodes one or two nuclear weapons in Russia, Israel, or U.S., possibly delivered via surreptitious means.  Russia and the U.S. blame each other escalating to mutual "retaliatory" attacks, including on Europe. If Russia attacks Israel, Israel immediately initiates revenge attacks against Arab and Muslim capitols, and possibly "anti-semitic" Europe and Russia.   Russia and U.S. preemptively attack China, and India and Pakistan pre-emptively attack each other, to destroy nuclear and military capabilities. 

NK Add – On

Hardening would provide a short-term North Korean nuclear weapon strike in space
Federation of American Scientists 04 – report of the Panel on Weapons in Space (Panel includes Leonard Weiss, Chair

Phillip E. Coyle III, Charles A. Fowler, Robert A. Frosch, Ivan Kaminow, C.Kumar, N. Patel, John L. Remo, Ian Roxborough

Lawrence Scheinman, Ray Williamson, Jill Wittels, “Ensuring America’s Space Security,” August 2004, http://www.fas.org/resource/07222004172049.pdf)

The Panel concludes that the best way to counter the near-term threat posed by a rogue state such as North Korea detonating a nuclear weapon in space is not to deploy space-based missile defenses, but rather to ensure that critical space satellites in LEO are radiation hardened to appropriate levels, to destroy missile launch sites in the event of war, and, if proven effective, to deploy ground- and sea-based missile defenses.

Regardless of what causes the war, the result is extinction

Hayes & Hamel-Green, 10 – *Executive Director of the Nautilus Institute for Security and Sustainable Development, AND ** Executive Dean of the Faculty of Arts, Education and Human Development act Victoria University (1/5/10, Executive Dean at Victoria, “The Path Not Taken, the Way Still Open: Denuclearizing the Korean Peninsula and Northeast Asia,” http://www.nautilus.org/fora/security/10001HayesHamalGreen.pdf)

The international community is increasingly aware that cooperative diplomacy is the most productive way to tackle the multiple, interconnected global challenges facing humanity, not least of which is the increasing proliferation of nuclear and other weapons of mass destruction. Korea and Northeast Asia are instances where risks of nuclear proliferation and actual nuclear use arguably have increased in recent years. This negative trend is a product of continued US nuclear threat projection against the DPRK as part of a general program of coercive diplomacy in this region, North Korea’s nuclear weapons programme, the breakdown in the Chinese-hosted Six Party Talks towards the end of the Bush Administration, regional concerns over China’s increasing military power, and concerns within some quarters in regional states (Japan, South Korea, Taiwan) about whether US extended deterrence (“nuclear umbrella”) afforded under bilateral security treaties can be relied upon for protection. The consequences of failing to address the proliferation threat posed by the North Korea developments, and related political and economic issues, are serious, not only for the Northeast Asian region but for the whole international community. At worst, there is the possibility of nuclear attack1, whether by intention, miscalculation, or merely accident, leading to the resumption of Korean War hostilities. On the Korean Peninsula itself, key population centres are well within short or medium range missiles. The whole of Japan is likely to come within North Korean missile range. Pyongyang has a population of over 2 million, Seoul (close to the North Korean border) 11 million, and Tokyo over 20 million. Even a limited nuclear exchange would result in a holocaust of unprecedented proportions. But the catastrophe within the region would not be the only outcome. New research indicates that even a limited nuclear war in the region would rearrange our global climate far more quickly than global warming. Westberg draws attention to new studies modelling the effects of even a limited nuclear exchange involving approximately 100 Hiroshima-sized 15 kt bombs2 (by comparison it should be noted that the United States currently deploys warheads in the range 100 to 477 kt, that is, individual warheads equivalent in yield to a range of 6 to 32 Hiroshimas).The studies indicate that the soot from the fires produced would lead to a decrease in global temperature by 1.25 degrees Celsius for a period of 6-8 years.3 In Westberg’s view:  That is not global winter, but the nuclear darkness will cause a deeper drop in temperature than at any time during the last 1000 years. The temperature over the continents would decrease substantially more than the global average. A decrease in rainfall over the continents would also follow…The period of nuclear darkness will cause much greater decrease in grain production than 5% and it will continue for many years...hundreds of millions of people will die from hunger…To make matters even worse, such amounts of smoke injected into the stratosphere would cause a huge reduction in the Earth’s protective ozone.4 These, of course, are not the only consequences. Reactors might also be targeted, causing further mayhem and downwind radiation effects, superimposed on a smoking, radiating ruin left by nuclear next-use. Millions of refugees would flee the affected regions. The direct impacts, and the follow-on impacts on the global economy via ecological and food insecurity, could make the present global financial crisis pale by comparison. How the great powers, especially the nuclear weapons states respond to such a crisis, and in particular, whether nuclear weapons are used in response to nuclear first-use, could make or break the global non proliferation and disarmament regimes. There could be many unanticipated impacts on regional and global security relationships5, with subsequent nuclear breakout and geopolitical turbulence, including possible loss-of-control over fissile material or warheads in the chaos of nuclear war, and aftermath chain-reaction affects involving other potential proliferant states. The Korean nuclear proliferation issue is not just a regional threat but a global one that warrants priority consideration from the international community. 

Satellites solve EMP
Satellites can be hardened against EMP’s and radiation from nuclear detonations

Krepon and Clary 3 – *director of the South Asia and Space Security programs and **director for South Asian affairs in the Office of the Secretary of Defense (Michael and Christopher, 2003, Stimson Center: “Space Assurance or Space Dominance? The Case Against Weaponizing Space” http://www.isn.ethz.ch/isn/Digital-Library/Publications/Detail/?ots591=0c54e3b3-1e9c-be1e-2c24-a6a8c7060233&lng=en&id=105601 WSX)

Hardening against electromagnetic pulse Satellites can be hardened by factors of about ten against externally generated electronic pulses created by nuclear detonations. Satellite construction costs may grow by up to perhaps 10 percent as a result, but for military satellites in particular, the added costs are hardly onerous.24 It is more difficult to harden equipment against system-generated electromagnetic pulse phenomena, which is likely to be a dubious financial proposition for commercial satellites. Hardening against electromagnetic pulse for satellites in MEO and GEO might be less of an imperative, since distances between satellites are greater at those altitudes. On-orbit spares or replacements on the ground can substitute for those satellites rendered inoperable. Hardening against radiation Satellites can be hardened somewhat against electrons and other radiation generated by nuclear explosions. This is an imperative for satellites in LEO, since radiation generated from nuclear bursts can be trapped in these orbits, destroying all non-hardened satellites over a period of weeks or months. The resulting radiation would slowly dissipate, requiring perhaps 18 months of waiting before non-hardened replacements would experience near-normal lifespans.25 Hardening against radiation would add perhaps 2-5 percent to total system cost.26 It seems unlikely that the space industry would harden its satellites without significant prompting and subsidization from government entities.27 An additional effect from radiation in space is “transient radiation effects on electronics,” or TREE. Ionizing radiation, particularly high-energy electrons, passing through electronic equipment can cause currents to flow where they should not, short-circuiting or burning out microcircuitry. TREE can also cause highly integrated chips to fail because the charge state of the microscopic transistors in those chips is changed by the passage of a charged particle. The smaller the chip, the more transistors packed into it, the greater is the probability of such an “upset” failure. While the upset might heal, it is possible that the equipment will be out of commission for some period. If the upset is so great as to require a reboot of the software, the time lost could become extremely significant.
Radiation hardening makes satellites impervious to EMP and nuclear explosions

SSI, 10 – Space Security Index published by a group of aerospace experts at spacesecurity.org  (August 2010, Governance Group and Advisory Group, “Space Security 2010”, spacesecurity.org, http://www.spacesecurity.org/space.security.2010.reduced.pdf)  

Electronics are the foundation of satellite communications networks, and the threat of an Electromagnetic Pulse (EMP) attack through a nuclear explosion or focused microwaves is a concern for nations with space assets, as such an attack would involve an “instantaneous, intense energy field that can overload or disrupt at a distance numerous electrical systems and high technology microcircuits, which are especially sensitive to power surges.” 43 Protection from a High Altitude EMP (HEMP) event involves hardening those electronics that provide essential services, in conjunction with surge protectors, which may provide an ability to withstand a HEMP blast. 44 When combined with redundancy of critical components, however, this type of protection is expensive and not practical for any but the most sensitive of military satellites. Early space protection efforts undertaken by the US and the USSR during the Cold War were aimed at increasing the survivability of strategically important satellites in the face of nuclear attack. US systems such as the Defense Support Program (DSP) early warning satellites, Defense Satellite Communications System communications, and GPS navigation satellites were all hardened against the radiation and EMP effects of nuclear weapon detonations, as are all current generation military satellites of advanced space actors. Robust production lines, the use of satellite constellations, and responsive launch readiness contributed to the survivability of the USSR’s space capabilities from nuclear attack. Radiation hardening enables satellites to withstand the effects of nuclear weapons through the use of radiation-tolerant components and automatic sensors designed to switch off nonessential circuits during a nuclear detonation. Photovoltaic or solar cells, employed as power sources in many satellites and particularly vulnerable to radiation effects, can be replaced by nuclear reactors, thermal-isotopic generators, or fused silica-covered radiation-resistant solar cell models built with gallium arsenide.

EMP Risk High

The threat of an EMP attack from multiple countries is high – recent congressional commission proves
Pry 3/17/10 - served on the staffs of the Commission to Assess the Threat to the United States from Electromagnetic Pulse Attack, the U.S. House Armed Services Committee, and the Central Intelligence Agency. He currently is director of the U.S. Nuclear Strategy Forum and president of EMPACT America (Peter Vincent, “What America Needs to Know About EMPs,” Foreign Policy, http://www.foreignpolicy.com/articles/2010/03/17/the_truth_about_emps?page=0,2)

The threat of an electromagnetic attack is real, but preparing for one shouldn't be too difficult. 

In her article "The Boogeyman Bomb," Sharon Weinberger makes several allegations about the threat of electromagnetic pulse (EMP) weapons, and a congressional commission set up to investigate it, that require correction. 

By way of background, a nuclear weapon detonated at high altitude will produce an electromagnetic pulse that can damage and destroy electronic systems over vast regions of the Earth's surface. A single nuclear weapon detonated at an altitude of 400 kilometers over the United States would project an EMP field over the entire country, as well as parts of Canada and Mexico. Mother Nature can also pose an EMP threat by means of a solar flare that causes a geomagnetic storm. 

EMP is not just a threat to computers and electronic gadgets, but to all the critical infrastructures that depend on electronics and electricity -- communications, transportation, banking and finance, food and water -- and that sustain modern civilization and the lives of the American people. 

In 2008, the congressionally mandated Commission to Assess the Threat to the United States from Electromagnetic Pulse Attack delivered its final report to Congress, the Defense Department, and the Department of Homeland Security. The commission concluded that terrorist groups, rogue states, China, and Russia are theoretically capable of launching a catastrophic EMP attack against the United States and either had contingency plans to do so or were actively pursuing the ability. Iran, North Korea, China, and Russia have scientific and military research programs dedicated to or supportive of EMP capability, and their military doctrinal writings explicitly describe EMP attacks against the United States. 

A EMP detonation in space would destroy all critical infrastructure in the US

Pry 3/17/10 - served on the staffs of the Commission to Assess the Threat to the United States from Electromagnetic Pulse Attack, the U.S. House Armed Services Committee, and the Central Intelligence Agency. He currently is director of the U.S. Nuclear Strategy Forum and president of EMPACT America (Peter Vincent, “What America Needs to Know About EMPs,” Foreign Policy, http://www.foreignpolicy.com/articles/2010/03/17/the_truth_about_emps?page=0,2)

The threat of an electromagnetic attack is real, but preparing for one shouldn't be too difficult. 

In her article "The Boogeyman Bomb," Sharon Weinberger makes several allegations about the threat of electromagnetic pulse (EMP) weapons, and a congressional commission set up to investigate it, that require correction. 

By way of background, a nuclear weapon detonated at high altitude will produce an electromagnetic pulse that can damage and destroy electronic systems over vast regions of the Earth's surface. A single nuclear weapon detonated at an altitude of 400 kilometers over the United States would project an EMP field over the entire country, as well as parts of Canada and Mexico. Mother Nature can also pose an EMP threat by means of a solar flare that causes a geomagnetic storm. 

EMP is not just a threat to computers and electronic gadgets, but to all the critical infrastructures that depend on electronics and electricity -- communications, transportation, banking and finance, food and water.
Overwhelming evidence proves a low-yield nuclear weapon could pose a catastrophic EMP threat – specifically Iran military strategists have written on the topic
Pry 3/17/10 - served on the staffs of the Commission to Assess the Threat to the United States from Electromagnetic Pulse Attack, the U.S. House Armed Services Committee, and the Central Intelligence Agency. He currently is director of the U.S. Nuclear Strategy Forum and president of EMPACT America (Peter Vincent, “What America Needs to Know About EMPs,” Foreign Policy, http://www.foreignpolicy.com/articles/2010/03/17/the_truth_about_emps?page=0,2)

Based on eight years of research and analysis, 50 years of data from nuclear tests and EMP simulators, and never-before-attempted EMP tests, the commission found that any nuclear weapon, even a low-yield one, could potentially pose a catastrophic EMP threat to the United States, mainly because of the great fragility of the electric grid. One scenario of particular concern is a nuclear-armed Iran transferring a short- or medium-range nuclear missile to terrorist groups that could perform a ship-launched "anonymous" EMP attack against the United States. Iranian military strategists have written about EMP attacks against the United States, and Iran has successfully practiced launching a ballistic missile off a ship and flight-tested its Shahab-3 medium-range missile to detonate at high altitude, as if practicing an EMP attack.

Russia has a super-EMP capability – the idea of an attack has been brought up in the past

Pry 3/17/10 - served on the staffs of the Commission to Assess the Threat to the United States from Electromagnetic Pulse Attack, the U.S. House Armed Services Committee, and the Central Intelligence Agency. He currently is director of the U.S. Nuclear Strategy Forum and president of EMPACT America (Peter Vincent, “What America Needs to Know About EMPs,” Foreign Policy, http://www.foreignpolicy.com/articles/2010/03/17/the_truth_about_emps?page=0,2)

The commission also noted credible Russian claims that they had developed what the Russians call "super-EMP" weapons -- low-yield nuclear weapons specially designed to generate extraordinarily powerful EMP fields -- and that the Russian Duma had raised the prospect of a disabling EMP attack against the United States during NATO's bombing of Serbia in May 1999. 

The EMP Commission is backed up by other congressional commissions and the National Academy of Science
Pry 3/17/10 - served on the staffs of the Commission to Assess the Threat to the United States from Electromagnetic Pulse Attack, the U.S. House Armed Services Committee, and the Central Intelligence Agency. He currently is director of the U.S. Nuclear Strategy Forum and president of EMPACT America (Peter Vincent, “What America Needs to Know About EMPs,” Foreign Policy, http://www.foreignpolicy.com/articles/2010/03/17/the_truth_about_emps?page=0,2)

The EMP Commission's conclusions were also backed up by the findings of another congressional commission, this one chaired by former Defense Secretary William Perry. Their 2009 report independently concluded that terrorists, rogue states, China, and Russia could pose an EMP threat to the United States and advocated immediate implementation of the EMP Commission's recommendations. The National Academy of Sciences has also urged implementation of the EMP Commission's recommendations. 

*AT: CPs*

DOD = Normal Means

Plan would go through DoD

Fernandez 4 – Lieutenant Colonel (Adolfo J., April, “MILITARY SPACE CONTROL: AN INTUITIVE ANALYSIS”, http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA434364 WSX)

U.S. Strategic Command (USSTRATCOM)

USSTRATCOM is responsible for military space control operations. It is one of nine U.S. Unified Commands under the Department of Defense. On October 1, 2002, USSTRATCOM merged two previous unified commands: U.S. Space Command, which oversaw DOD space and information operations, and the former USSTRATCOM, which was responsible for the command and control of U.S. strategic forces. USSTRATCOM operates military space forces through its service component commands—Army Space and Missile Defense Command (SMDC), Naval Network and Space Operations Command (NNSOC) and Space Air Forces (SPACEAF). 

The plan would go through the Secretary of the Air Force

Fernandez 4 – Lieutenant Colonel (Adolfo J., April, “MILITARY SPACE CONTROL: AN INTUITIVE ANALYSIS”, http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA434364 WSX)

DOD Executive Agent for Space

DOD Directive 5101.2, entitled “DOD Executive Agent for Space,” regulates the management of space systems within the Department of Defense. It establishes policy for the planning, programming, and the acquisition of space systems. It also designates the Secretary of the Air Force as the Executive Agent for Space. The responsibilities of the Executive Agent include eliminating duplication of effort in the planning, programming, R&D, and acquisition of DOD space resources. The SECAF delegates the authority of Executive Agent of Space to the “double-duty” position of the Under Secretary of the Air Force/Director of the National Reconnaissance Office (USECAF/DNRO). 
The USECAF/DNRO serves as the Department of Defense executive agent for space and as the director of the National Reconnaissance Office. This position is the Air Force acquisition executive for space, has authority over all Defense Department and NRO space programs, and oversees and directs the National Security Space Architect.11 The USECAF/DNRO reviews and assesses space programs in the Program Objective Memoranda (POM), a series of financial documents reflecting DOD program budgets over a six-year span. He reports his appraisal in the National Security Space Program Assessment (NSSPA), which evaluates the consistency of defense and intelligence space programs with policy, strategy, financial guidance, and space security architectural decisions.12

Defensive space capability improvements would most likely be implemented by the DoD
Putman 09 – submitted in partial fulfillment of the requirements for the degree of master of military studies (Christopher, “Countering the Chinese Threat to Low Earth Orbit Satellites,” United States Marine Corps, Command and Staff College, 2009, http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA510842&Location=U2&doc=GetTRDoc.pdf)

OPERATIONALLY RESPONSIVE SPACE

The United States has taken some initial steps to improve its defensive capabilities. The DoD stood up the joint Operationally Responsive Space (ORS) Office on May 21, 2007 at Kirtland Air Force Base, New Mexico. The ORS effort seeks to meet emerging warfighter needs with new space capabilities. Ron Sega, DoD executive agent for space, stated that efforts will focus on the "ability to launch, activate and employ low-cost military-useful satellites, provide, search capability, reconstitute and augment existing capability, while providing timely availabilities of tailor-made, unique capabilities.,,39 

Further, the DoD's Plan for Operationally Responsive Space highlighted the need to increase "situational awareness and adaptability to the threat, as well as an ability to evolve the total suite of space capabilities to address emerging threats in new ways.,,40 

AT: Code of Conduct

China only proposed the COC because they know the U.S. would be disadvantaged – the treaty wouldn’t be verifiable and couldn’t address all methods of satellite attack 
Lewis 7 –   Senior Fellow and Director, Technology and Public Policy Program at CSIS (James, March 30, “CHINA’S MILITARY MODERNIZATION AND ITS IMPACT ON THE UNITED STATES AND ASIA PACIFIC REGION”, http://csis.org/files/media/csis/congress/ts070330lewis.pdf WSX) 
Prior to the test, many nations, including China, castigated the U.S. for its plans for future military activities in space. The U.S. ignored them, and this has proven to be the right decision. Space arms control efforts would not help the U.S. retain its military advantage, nor would they make a positive contribution to national security. A UN treaty banning weapons in space would harm U.S. national security. We would observe it; others would not. One reason China has been an advocate of a treaty is because it calculates that an agreement would put the U.S. at a disadvantage.

A ban would be unverifiable, even if there were an inspection regime put in place. There are many ways to attack satellites and the services they provide, and the kinetic weapon China used is the most primitive and most detectable means of attack. No treaty could credibly address all of them. It is difficult to negotiate seriously with a partner who has little experience of arms control and whose credibility, after years of denying that it had antisatellite programs and asserting that its intentions in space are entirely peaceful, is badly tattered. Space is an area of U.S. military advantage – asymmetric advantage in that no other nation can match it. One way to counter China’s military modernization is to continue to aggressively pursue the U.S. asymmetric military advantage in space.

Code Perm Ev

Permutation – do both: arms control treaties aren’t exclusive with military programs
MacDonald 9 – Former Navy Vice Admiral (Bruce, March 18, “Testimony to Strategic Forces Subcommittee House Armed Services Committee”, http://i.cfr.org/content/publications/attachments/_Testimony_031809.pdf WSX)

Diplomacy and Arms Control

One important drawback of current U.S. space policy is its explicit rejection of space arms control. The U.S. literally was alone in the UN and elsewhere on space arms control issues, which eroded our international leadership in this area with our allies and allowed Russia and China to credibly mischaracterize our stance as provocative and hostile. The Bush administration was interested in voluntary steps on code of conduct, rules of road, and especially space debris, which was commendable but needed more emphasis than it received. My colleague Michael Krepon has done fine work on the code of conduct issue over the years; I highly recommend it to this Subcommittee and believe it offers a good early opportunity for U.S. diplomatic leadership in space.

The space dependence of our military power suggests we could gain from diplomatic attempts to limit space threats, yet we have done little. The choice was never arms control vs. unilateral programmatic and other steps to protect our space assets: we need both approaches, and more. Recall that the Reagan Administration was quite successful in its dual track strategy of combining military programs with arms control, and there is no reason to think such a strategy would not continue to be a useful guide to policy today. While diplomacy and arms control cannot by themselves solve our space security problems, they can help mitigate our risks. Our space arms control allergy should end, and U.S. diplomacy should have a stronger role in the future. 1996 U.S. space policy set two requirements for space arms control agreements that remain relevant today:

• They should promote U.S. security interests, and

• They should be verifiable

Interagency review of space diplomacy and arms control should be a priority of the Obama Administration. One option deserving special attention is a ban on any space testing that creates significant debris, explicitly including kinetic energy ASAT (KE-ASAT) weapons. A logical extension of concerns over space debris, this option would seek to discourage the development of KE-ASAT weapons by banning testing against orbiting objects. Carefully crafted language need not constrain missile defense testing.

Clearly more review of space arms control options is needed, but there is ample room to move forward, with broad civilian and commercial backing, in the areas of space traffic management and space debris. Such steps would be an affirmative U.S. response to China’s and Russia’s largely unrealistic space arms control proposals at the UN and would position us to take the lead in shaping a more responsible space regime. Further, by making realistic space arms control proposals, the U.S. would remove one of China’s arguments they have used in the past to deflect action on a fissile materials cut-off treaty, which the U.S. has long supported but China opposes. 

AT: Generic Treaties CP

Treaties fail – no enforcement and allow other countries to gain an advantage secretively

Oberg 7 – 22-year veteran of NASA mission control, writer and consultant in Houston (James, March 12, “The dozen space weapons myths”, http://www.thespacereview.com/article/826/1 WSX)

9. The Outer Space Treaty (1967) prevented the development of orbital nuclear weapons and this success is an example for new treaties to do the same for anti-satellite weapons.

This treaty is widely touted as having outlawed the placing of nuclear weapons in orbit. The USSR went and built and tested and deployed a system to do exactly that: to place warheads in low atmosphere-skimming orbits that could approach their targets “below the horizon” of defense radars (or approach them from unexpected directions), paving the way for a thermonuclear first strike. The weapons were not explicitly forbidden by the treaty, so building them was not illegal, and using them in wartime would have entirely mooted the question of “legality”. The treaty allowed Western specialists to convince themselves they had kept the genie in the bottle, but the Soviets had their fingers on the cork.

10. Without new treaties there is no legal protection for US military space assets.

Proponents of an anti-weapons treaty are essentially saying that the rest of the world is dying to formally agree to leave the United States in possession of an overwhelming military advantage based on space-based assets, and to willingly submit to any future utilization of those capabilities. If the military forces of at least half a dozen other nations are not at this time working out ways to neutralize the US space-based military advantage, they should be court-martialed for incompetence and lack of imaginative planning. And if they are making such plans, the efforts become even more potentially effective if the US can be persuaded that they are not making such preparations. Experience has shown that paper makes a very poor shield against potential attack, and parties that thought so have almost always been eventually faced with unpleasant and costly surprises.

11. Rules and treaties can be helpful, even if they “leak”, because anyone breaking them can be identified and punished by the international community.

This rationalization of the tacit confession that treaties can be disregarded, with the claim that it doesn’t really matter, ignores the one-time criticality and “single-use-sensitivity” of a reliable space weapons treaty. An enemy really only needs to break it once to gain enormous temporary military advantage, and after having done so, and exploited that advantage, who will be around to “punish” them? It’s not like a fine for littering, as some arms control advocates have analogized: it’s like hoping some all-powerful referee will declare a “do-over” after Pearl Harbor. Prime example: the Soviet Union’s orbital nuclear weapon, built and tested and deployed while the 1967 Outer Space Treaty expressly forbade its use—and once used, it would render the legal proscription obsolete. Yet this 1967 treaty is widely held up as a “model” for broader space treaties to emulate.

AT: Privatization

Government and industry cooperation through Working Groups allows better protection and integration of satellites

Morris 06 – Director of the office of Space Commercialization  – Senate committee chaired by representative Terry Everett, Witnesses:  Lieutenant General C. Robert Kehler, USAF, US Strategic Command; Ed Morris, Director of the Office of Space Commercialization; David Cavossa, Executive Director of the Satellite Industries Association; Dr. Michael O’Hanlan, Senior Fellow at the Brookings Institution (“ Hearing of the Strategic Forces Subcommittee of the House Armed Services Committee,” Federal News Service, 2006, Proquest)

Given this reliance on commercial satellite communications, during the last five years, the satellite industry has spent thousands of hours and millions of dollars working with the federal government to ensure the security and reliability of the commercial satellite infrastructure.
In 2003, the National Security Telecommunications Advisory Committee, or NSTAC, established the Satellite Task Force to review the infrastructure protection measures for commercial satellite networks. 
Through its satellite infrastructure vulnerability analysis that took place, the Satellite Task Force found that, just as with all other telecommunications services, commercial satellite systems are also susceptible to intentional and unintentional threats, to varying degree.
Intentional threats include jamming of the uplink and downlink signals. Satellites are also vulnerable to natural phenomena in space, for example, solar flares and solar mass ejections, as well as physical collision with space debris. However, the Satellite Task Force report and the DOD have found that the satellite industry is taking the steps necessary to mitigate these potential vulnerabilities.
For the last three years, the satellite industry has also been working with the DOD leadership on mission assurance issues for the Department. Recently, the DOD created the Mission Assurance Working Group and invited industry to participate. Ongoing activities within that working group include: information sharing and analysis of potential threats to the commercial satellite infrastructure; jamming and purposeful interference to commercial satellite communications; development of a common operating picture with respect to close approaches between DOD and commercial satellites in space; and also integration of the commercial satellite industry into DOD training exercises and war-gaming.
As a result of these working groups and meetings, the DOD has asked industry to modify its facilities, operations and hardware, both in space and on the ground, to achieve overall security. Industry is willing to comply with these new requirements, and we are complying with these new requirements, and in return, the industry expects DOD to adopt some of the commercial best practices, such as long-term leasing and incorporating commercial satellites into their long-term planning and transformational communications architectures, or TCA.
In closing, as we have discussed, commercial satellite systems play a critical role in the economy, in national security, and the disaster response capabilities of our nation. The commercial satellite industry is fully focused on eliminating potential vulnerabilities to our systems.
We therefore recommend that the U.S. government develop a national commercial satellite communications policy that: one, relies, to the maximum practical extent, on commercial satellite systems to meet the unclassified communications needs of the U.S. government; and two, maintains robust satellite technology development programs; three, improves current U.S. export control laws for satellites; four, preserves and protects satellite spectrum from harmful interference; and finally, five, supports the development and deployment of innovative satellite technologies and services.
Improving the partnership between the U.S. government and industry will help lower cost, guarantee better services, and increase security. Such a partnership is in the long-term interests of our military, our first responders, and our citizens.

The private sector can’t implement hardening – no incentive and substantial costs

Cavossa 06 – Executive Director of the Satellite Industries Association, hearing chaired by representative Terry Everett, Witnesses:  Lieutenant General C. Robert Kehler, USAF, US Strategic Command; Ed Morris, Director of the Office of Space Commercialization; Dr. Michael O’Hanlan, Senior Fellow at the Brookings Institution (“ Hearing of the Strategic Forces Subcommittee of the House Armed Services Committee,” 2006, Proquest)


I am going to ask all members to hold their questioning to five minutes and we'll do as many rounds as we need to for the panel.

REP. EVERETT: Mr. Cavossa, Dr. O'Hanlon has raised the idea of hardening, and you mentioned hardening a little bit earlier in your testimony. Is it true that you're hardening less today than you were -- on commercial satellites than you were in the past? And is that because of expense?
MR. CAVOSSA: Sir, the commercial satellite industry doesn't do much hardening to its systems. It's more for the military side of the aisle. Now, again, we're providing a commercial service to our customers throughout the globe and they don't really require that additional hardening to our systems.
And I think it's also important to note that, as Dr. O'Hanlon mentioned, a nuclear blast would cause a problem in low earth orbit, but a great -- vast -- majority of what the Department of Defense uses in the applications I've talked about today are used from geostationary -- from geosynchronous -- orbit over 23,000 miles away. And to get a nuclear weapon up there is a much greater feat.
So it's not something the commercial satellite industry worries about today -- is a nuclear weapon in space. There's nothing really we could do about it. And to increase our costs substantially to put hardening on board -- again, if our customers asked us to do that, and were willing to pay for it, I'm sure the industry would be interested and would look into that. But we're talking about substantial costs.

Government action key – not relevant to commercial sector, high risk, and reliability

Huntington 7 – Lt. Colonel USAF (Joseph, February 23, “Improving Satellite Protection with Nanotechnology,” https://www.afresearch.org/skins/rims/q_mod_be0e99f3-fc56-4ccb-8dfe-670c0822a153/q_act_downloadpaper/q_obj_72d8441a-30dd-41a3-b538-dabcdc5c314b/display.aspx?rs=enginespage WSX)

Most, if not all, of nanotechnology research will be more relevant for the United States government than for the commercial sector. As with all research, some of the efforts will pay off and some won’t, but it’s too early to know which areas will have success. Therefore, USAF must make continued research and development into nanotechnology for satellite applications an investment priority and must pay equal attention to all of these areas. The USAF will need to guide the research effort to ensure work is done to meet its stated needs and requirements. Undoubtedly, breakthroughs will happen, but not necessarily in areas where the USAF is invested or currently knows much about. This will require the USAF to stay current with nanotechnology research and development efforts around the world, in the academic, commercial, and governmental arenas, and be prepared to adapt the results to pursue applications critical for the nation’s space systems. This means a long and expensive commitment, but one that’s necessary if the USAF and the nation are to maintain space supremacy. Failure to do so will leave the nation in a position from which it will be difficult, if not impossible, to recover. 31

AT: Maneuverability CP

Maneuvering propulsion fails—physics, costs, and ASATs will still be accurate
Morgan, 1o – senior political scientist at the RAND Corporation (2010, Forrest E., RAND Corporation, “Deterrence and First-Strike Stability in Space”, http://www.rand.org/pubs/monographs/2010/RAND_MG916.pdf)

One option is to explore the extent to which the United States can develop more active ways to defend satellites via such capabilities as enhanced maneuverability or onboard active defenses. Enhancing satellite maneuverability for defensive purposes would require improving propulsion systems on satellites so that they could evade vehicles that attempt to intercept and destroy them. However, the extent to which enhanced maneuverability is possible is constrained by the “tyranny of orbital mechanics.” It takes a great deal of energy to make any substantial change in the direction of movement of an object following Kepler’s laws of motion at orbital speeds (approximately 17,000 mi/h, or 7,600 m/s, in LEO). Today’s satellites, once separated from the rocket boosters used to place them on station, can do little more than effect marginal changes in velocity (delta-V), because their maneuvering thrusters are designed only for orbit maintenance and attitude control. 12 Improvements to this capability for most satellites will probably be limited to increases to the rate of delta-V, versus substantial changes in altitude or orbital plane. Doing anything more would require adding a more powerful propulsion system to the orbital platform or keeping a rocket booster attached to it during the operational mission. Both of those approaches present technical challenges and would add mass and, therefore, cost to the satellite. Satellite owners would have to weigh these costs against the limited benefits that capabilities for defensive maneuver might offer. It would be difficult for even a maneuverable satellite to evade a direct-ascent ASAT system, given short warning, and co-orbital ASAT systems can be made smaller, less massive, and therefore more maneuverable with less fuel expenditure than most of the satellites they would be designed to target.13 

AT: Microsats

Microsats fail—explosion would still damage the key satellite

Schendzielos, 8 – major in the USAF, School of Advanced Military Studies (April 30, 2008, Major Kurt Schendzielos, “Protection in Space: A Self-Defense Acquisition Priority for U.S. Satellites”, http://www.dtic.mil/cgi-bin/GetTRDoc?Location=U2&doc=GetTRDoc.pdf&AD=ADA485553)

One critical downside to the use of micosats as bodyguards is the geometry of an intercept. “A collision with a multi-kilogram incoming satellite or projectile weapon traveling at 10 kilometers per second would have the equivalent destructive power of ten times that amount of TNT; a close-in intercept may deal a fatal collateral blow to the satellite intended to be protected.”133 The destructive kinetic power or debris from a successful block could still damage or potentially destroy the satellite trying to be protected. The kinetic kill vehicle would have the vast majority of its velocity vector aimed at the target satellite. A bodyguard microsatellite would be attempting to place its velocity vector against the kinetic interceptor in such a manner so as to divert the interceptor velocity vector (and all associated debris) away from the parent protected satellite. At the speeds involved, that is extremely difficult to accomplish. There are ways to make bodyguards more successful in protecting the targeted satellite by accomplishing the bodyguard intercept farther away from the protected satellite and placing the velocity vector in such a manner so as to slow down the interceptor and debris velocity in order to place them in a lower and decaying orbit, which would protect the original target satellite.134 Unfortunately, the secondary issue that is already associated with kinetic kill ASATs now comes into play and that is the unpredictable nature of the debris path and what unintended consequences may result from even a successful defeat of the original intercept. 

*AT: Das*

AT: Education Trade Off DA

Aff trades off with DOD – not education

Hays, Dolman, and Mueller 06 –* senior policy analyst with the Science Applications International Corporation, **Professor of Comparative Military Studies at Sass, *** political scientist with the RAND Corporation [Peter, Everett, Karl, March, “Toward a U.S. Grand Strategy in Space” http://www.marshall.org/pdf/materials/408.pdf WSX]

What we have to think about then is what would a space-weapons-heavy American military force structure look like? And here we get a number of issues. It would be very, very expensive. I would like to leave you with one thought here: what are the opportunity costs forgone? The money that will have to go into space is not going to come from school budgets or from transportation budgets; it is going to come from the DOD. It is going to be at the cost of other military things. It has been pointed out that space weaponization and military space operations are not going to do anything new. These things could be done by other cheaper and possibly less incendiary means. The billions it would cost for a proper recapitalization of all of the aging space support systems that we have and for potentially using space as an integral part of our ability to project violence abroad, which we will be doing – we are not going to give up the right to do that – means that we will have to atrophy some of our existing capabilities to go into other countries and stay there for a long time. 

AT: Launches 

New hardening methods will decrease spacecraft costs

Georgia Tech 9 “Space Proofing” http://gtresearchnews.gatech.edu/space-proofing/

Silicon-germanium holds major promise for this application, he adds. SiGe alloys combine silicon, the most common microchip material, with germanium, at nanoscale dimensions. The result is a material that offers important gains in toughness, speed and flexibility.

Any space vehicle, from NASA spacecraft and military vehicles to communications and global positioning system (GPS) satellites, must contend with two principal types of cosmic radiation.

Ionizing radiation includes ubiquitous particles such as electrons and protons that are relatively high in energy but not deeply penetrating. A moderate amount of metal shielding can reduce their destructive effect, but such protection increases a space vehicle’s launch weight.

Galactic cosmic rays include heavy ions and other extremely high-energy particles. It is virtually impossible to protect against these dangers.

Faced with damaging radiation, engineers have for decades augmented shielding with a circuit-design technique called “triple modular redundancy.” This approach utilizes three copies of each circuit, all tied into logic circuitry at one end. If one copy of the circuit is corrupted by cosmic radiation and begins producing bad data, the logic circuit opts for the matching data produced by the other two circuits.

John Cressler holds a silicon-germanium integrated circuit wafer populated with nano-engineered SiGe circuits designed for a space environment. Behind him is a high-frequency test system used to measure the devices. (Click image for high-resolution version. Credit: Gary Meek)

“The problem with this approach is that it requires three times the overhead in power, real-estate and cost,” Cressler said.

Other traditional circuit-protecting techniques have included the hardening-by-process method. In this approach, integrated circuits are produced using special processes that harden the chips against radiation damage. The problem is this processing generally increases chip costs by 10 to 50 times.

As a result, the space community is eager to find ways to produce space-hardened microelectronic devices using only everyday commercial chip-making technologies, Cressler says. The savings in cost, size and weight could be very significant.

Silicon-germanium is a top candidate for this application because it has intrinsic immunity to many types of radiation. The catch is that, like other materials, SiGe cannot stand up to the extremely destructive heavy ions present in galactic cosmic rays.

At least, not yet.

Cressler’s team is analyzing exactly what happens inside a SiGe device when it’s subjected to the type of energy found in heavy ions. Using sophisticated new equipment, including an extremely high-speed oscilloscope, researchers can capture details of particle-strike events that last only trillionths of a second (picoseconds).

Working with NASA and the U.S. Naval Research Laboratory, Cressler is using an ultrafast laser to inject current into a silicon-germanium transistor. The aim is to emulate the effect of a heavy-ion strike in space.

“When I shine a laser on the device, it generates a pulse of current that may only last for a few picoseconds,” Cressler said. “Capturing the dynamics of that process – what it looks like in time and in its magnitudes – is important and challenging.”

Cressler’s investigation also involves firing actual ions at SiGe circuits. Using a focused ion microbeam at the Sandia National Laboratories, the Georgia Tech team can aim a single heavy ion at a given point on a device and capture those results as well.

The ultimate aim is to alter silicon-germanium devices and circuits in ways that will make them highly resistant to nearly all cosmic radiation, including heavy ions, without adding overhead.

Stan Phillips (left) holds a silicon-germanium integrated circuit wafer populated with nano-engineered SiGe circuits designed for a space environment. John Cressler (standing) holds a measurement board while Kurt Moen checks data acquired on the circuits. Phillips and Moen are Ph.D. students in the School of Electrical and Computer Engineering. (Click image for high-resolution version. Credit: Gary Meek)

Observing actual particle impacts in real time is key, Cressler says. Detailed computer 3-D models of particle strikes on SiGe devices and circuits – created with sophisticated numerical simulation techniques – have already been developed. But until researchers can compare these models to actual observed data, they can’t be sure the models are correct.

“If we get good fidelity between the two,” he added, “then we’ve know we have a good understanding of the physics.”

Step two, he adds, will involve using that information to design devices and circuits that are highly immune to radiation.

“One of the holy grails in this field is getting sufficient radiation hardness without resorting to any of the high overhead schemes such as shielding, process hardening, or triple modular redundancy,” he said. “And, in fact, we are closing in on that goal, using SiGe electronics.”

AT: Politics

Plan wouldn’t be seen as a flip flop
Aviation Week 9 “White House Wants Space Weapons Ban” http://www.aviationweek.com/aw/generic/story_channel.jsp?channel=space&id=news/Spacewea012709.xml&headline=White%20House%20Wants%20Space%20Weapons%20Ban

The new White House Web site puts the administration of President Barack Obama on record as favoring a "worldwide ban on weapons that interfere with military and commercial satellites."

But the wording on the site raises questions about exactly what it means.

"Does that really run counter to some of the major programs, and what's important?" asked Marion Blakey, president and CEO of the Aerospace Industries Association (AIA), during a Jan. 26 roundtable at Aviation Week's offices in Washington. "I don't know that it does, because the terminology to my mind argues toward weapons, and not toward communication and surveillance."

Under the heading "ensure freedom of space," the defense section of the new White House portal states that "the Obama-Biden Administration will restore American leadership on space issues" and pursue the anti-satellite weapon ban.

But the language also calls for continued research on protecting space assets, including "the best options, military and diplomatic, for countering them, establishing contingency plans to ensure that U.S. forces can maintain or duplicate access to information from space assets and accelerating programs to harden U.S. satellites against attack."

AT: Space Debris DA

Hardening space assets allows us to avoid major damage from space debris 
Blakey 9 AIA President and CEO, Marion, “Space Debris: A Threat we can’t duck” http://www.aia-aerospace.org/newsroom/opinion_articles/space_debris_a_threat_we_cant_duck/

Shouting “Duck!” is not enough when it comes to protecting critical national space assets and the lives of astronauts who regularly face tens of thousands of pieces of unforgiving, high-velocity space debris — some as small as nuts and bolts, others as large as whole sections of abandoned spacecraft — during missions above the Earth.

The U.S. Air Force Space Command tracks more than 18,000 pieces of debris traveling in low Earth orbit at warp speeds in excess of 17,000 miles per hour (27,200 kilometers per hour). And there are estimates of more than 600,000 smaller pieces or particles measuring 1 centimeter or larger that are too small to be seen by today’s sensors but large enough to jeopardize spacewalking astronauts, spacecraft and orbiting telescopes.

A few months ago, crew aboard the docked Space Shuttle Discovery and the international space station hastened to undertake emergency maneuvers to avoid a small piece of debris that put their lives and craft in danger. More recently, NASA’s safety chief expressed concern that space junk was one of the chief perils for the Space Shuttle Atlantis and its crew during their mission to repair the Hubble Space Telescope.

As the number of objects in space grows, risk to U.S. systems and our ability to operate in space increases. Space technology is a critical infrastructure that needs to be safeguarded through ample funding for space protection and situational awareness programs, better data sharing with our international allies and stronger government-industry partnerships on safety.

Our dependence on space systems for meteorological data, global positioning, navigation and vital reconnaissance capabilities is growing. Space systems provide modern business communications, remote sensing, and digital television and music for millions of consumers. Space system industry sales in 2008 topped $33 billion, bolstering thousands of high-wage, middle class jobs.

Because we do not yet have the ability to clean up space — though a number of U.S. aerospace companies are investing in technologies to do just that — the growing number of major debris fields presents a real impediment to the safety of future missions.

For example, in January 2007 China intentionally destroyed an aging weather satellite in an anti-satellite rocket test, creating a massive debris field that will orbit Earth well into the future. This past February, an operational commercial U.S. satellite and a retired Russian satellite collided. Both were destroyed, scattering considerable debris.

With a limited budget for space situational awareness, the Defense Department is forced to limit tracking of space objects to those that could interfere with humans in space or with military satellites. Tracking of commercial assets gets a lower priority. To its credit, the Defense Department, along with the National Reconnaissance Office, recently created a Space Protection Program that supports interagency collaboration on space-threat assessments and collaboration on space protection strategies. It is an important step forward for the military and intelligence communities. Although we are beginning to make great advances in improving our situational awareness for aircraft operating in the Federal Aviation Administration’s air traffic control system, it is now time to improve that level of service for our assets in space.

Given our reliance on military, intelligence and commercial space systems, the United States needs to provide robust funding to protect our space assets. This investment should not only maintain current capabilities, but also advance modernization programs to harden satellites from attack, establish contingency plans to ensure redundancy of critical space capabilities, provide improved space situational awareness and adequately fund initiatives like operationally responsive space that seek to develop space systems that can be rapidly deployed.

With more and more systems and explorers going into space each year, it is imperative that we increase the reliability of tracking and mitigating space waste. We cannot just keep ducking.

Space weaponization risks debris which makes space inaccessible – hardening is a better response

Johnson 03 - director of the Acronym Institute for Disarmament Diplomacy, has written widely on nonproliferation, arms control and space security policy [Rebecca, United Nations Institute for Disarmament Research: “Outer Space and Global Security”: “Security Without Weapons in Space: Challenges and Options” http://www.unidir.org/pdf/ouvrages/pdf-1-92-9045-155-6-en.pdf WSX]

For many technological and political reasons, a high-altitude nuclear detonation is unlikely, though in an age of asymmetric warfare, it cannot be completely ruled out. A much more immediate danger to commercial and military assets in space, already arising from careless human actions in the first 45 years of space activities, comes from space-crowding and orbital debris.

LEO is teeming with human generated debris, defined by NASA as “any man-made object in orbit about the Earth which no longer serves a useful purpose”. There are some 9,000 objects larger than 10cm and over 100,000 smaller objects. As orbiting debris may be travelling at very high velocities, even tiny fragments can pose a significant risk to satellites or spacecraft, as experienced by US astronaut Sally Ride, when an orbiting fleck of paint gouged the window of the space shuttle during her first flight.22 If instead of paint, the projectile had been harder or larger, it could have put the lives of the crew at risk.

As noted by Joel Primack, one of the premier experts on the problems of space debris, “Weaponization of space would make the debris problem much worse, and even one war in space could encase the entire planet in a shell of whizzing debris that would thereafter make space near the Earth highly hazardous for peaceful as well as military purposes”.23 Such a scenario would cause the Earth to be effectively entombed, jeopardizing the possibility of further space exploration and greatly complicating civilian uses. In addition, Joel Primack speculates that even a small number of “hits” in space could create sufficient debris to cause a cascade of further fragmentation (a kind of chain reaction). This, in turn, could potentially damage the Earth’s environment and, as the sun’s rays reflect off the dust, cause permanent light pollution, condemning us to a “lingering twilight”.24 States with the capabilities to launch intercontinental ballistic missiles (ICBMs) or to put satellites in space will also be capable of launching an ASAT attack. A few may develop ASAT laser weapons suitable for an attack against anything in LEO. As such States are likely to have their own space assets in orbit, however, the destruction or fragmentation of satellites would exacerbate the problem of space debris and so be counter-productive for their own security interests. Military and commercial systems in space depend on ground facilities (telemetry, tracking and control, communications, data reception, etc.) and radio links (carrying commands, communications, telemetry and data), both of which provide much more accessible opportunities for interference, disablement or destruction. It is unlikely that adversaries would risk a direct, physical attack when electronic hacking, jamming or “spoofing” provide a low-tech, low-cost means of disrupting space assets. The weaponization of space as a proposed response to potential vulnerabilities needs to be placed in a much wider context than USSPACECOM literature suggests.

Furthermore, there are a number of technical approaches that could increase the security of space-based assets without resorting to the deployment of weapons. These include: hardening and shielding power sources and vulnerable equipment both to protect against EMP and certain levels of kinetic impact; building in redundancy, ensuring that there are back-up facilities and replacements to avoid a whole system being crippled if one or a few parts of it are disabled; and increasing situational awareness, maneuverability and stealth/concealment capabilities. 

AT: Spending – Commercial Sats

Hardening commercial satellites would add only 1% to the total cost

Federation of American Scientists 04 – report of the Panel on Weapons in Space (Panel includes Leonard Weiss, Chair

Phillip E. Coyle III, Charles A. Fowler, Robert A. Frosch, Ivan Kaminow, C.Kumar, N. Patel, John L. Remo, Ian Roxborough

Lawrence Scheinman, Ray Williamson, Jill Wittels, “Ensuring America’s Space Security,” August 2004, http://www.fas.org/resource/07222004172049.pdf)

The FAS Panel is aware that the U.S. military satellites are being hardened adequately and recommends that hardening of individual commercial satellites be taken into account before the government puts them to any critical use. It is important to note that the GPS satellites, which are at 20,000-km altitude, are designed to survive a million-rad dose of total radiation over a 10-year lifetime. Moreover, the cost of shielding GPS satellites is reported to be 1% of the program cost.3
AT: Weaponization DA

Hardening of space assets does not constitute weaponization

Fernandez 4 – Lieutenant Colonel (Adolfo J., April, “MILITARY SPACE CONTROL: AN INTUITIVE ANALYSIS”, http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA434364 wx)

Space Control Concepts

There are wide ranges of space control options. The concepts seem simple enough, but often space control conjures up a misperception of being the weaponization of space. Space control is a broad-based concept and does not demand space weapons to be successful. Many of the space control methods include passive defensive means or active capabilities that are temporary and reversible. Space control concepts include:

• Hardening. Hardening components on a satellite protects its receivers, amplifiers, and sensors from directed-energy weapons. Using filters and optical shutters prevents laser or microwave weapons from causing harm. Hardening a satellite makes it increasingly difficult to harm it from a distance.3

• Shielding. This technique keeps electromagnetic pulses (EMP) generated by nuclear detonations or weapons systems from penetrating satellite cavities and severely damaging a satellite. Metal shielding and resistant paint coats on the internal surfaces enhance survivability.4

• Circuit Protection. Another important protection strategy is the use of “circumvention circuits” in satellite design. During an EMP event, protective circuits switched off non-essential components to prevent possible damage by secondary nuclear or EMP attacks.5

• Denial and Deception. Denial prevents an adversary from gaining information about space systems by reducing the electro-optical and electro-magnetic signature of satellites. Using thermal blankets and energy absorbing materials on satellites makes optical and heat emissions harder to detect by enemy sensors or radars. Deception is another effective technique. This method misleads an adversary into believing false information about a space system. The use of decoy satellites is an example of how deception could force an enemy to waste resources on false targets or withhold fire for fear that it “shooting” at a decoy.6

• Maneuvering. Satellites can maneuver to evade enemy surveillance or targeting. However, most satellites do not carry fuel for this purpose. A satellite can no longer perform its mission once its limited supply of propellant is gone. Using maneuvers to avoid an incoming anti-satellite would significantly reduce the useful life of a satellite. Developing an on-orbit refueling capability in the future could present new opportunities to consider satellite maneuvers as a cost-effective counterspace method.7

• Redundancy and Reconstitution. To increase survivability, most satellites have redundant subsystem packages to prevent single-point failures, and most system constellations have multiple satellites to provide system-level redundancy. A Launch-On-Demand (LOD) capability is another option that could quickly regenerate a constellation after an attack. One system under consideration is the Military Space Plane, which would launch with short notice and reconstitute small satellite constellations.8

• Dispersion of Space Systems. Because satellite orbits are very predictable, scattering them into various orbital altitudes and positions offers added protection. Dispersion also includes the building of networks of many smaller satellites, or micro-satellites. The “micro-sats” would operate collectively to perform the services of larger and more vulnerable satellites and result in a more survivable system.9

• Ground Segment Security. Ground control stations provide critical links used to operate space systems. Since terrestrial targets are much easier to destroy than targets in space, the ground control segment is probably the most vulnerable. Protecting the ground segment not only includes the hardening of facilities to survive kinetic weapons or EMP attack, but also physical, personnel, and information security measures. To protect against cyber intrusions or electronic attacks, firewalls and encryption techniques may be critical as well. In addition, mobile ground stations could be use to evade detection and attack, or assume control if a primary facility were destroyed.10

• Satellite Bodyguards. A large fleet of “satellite bodyguards” in orbit could protect vital U.S. space assets. Space-based bodyguards would function as a network of integrated micro-satellites designed to protect other satellites. These escorts would detect enemy presence and take actions to negate the threat. A bodyguard system would be costly and require key network components including sensor detection arrays, high-speed cross-linking communications, and a robust re-supplying launch capability. Some analysts suggest that the most cost-effective way of achieving this technology will require advances in miniaturization technology, such as microtechnology or nanotechnology.11

• Stealth and Cloaking. By minimizing energy reflection and maximizing the absorption of energy, stealth and cloaking technologies make satellites difficult to detect through use of radar, infrared, visual, or acoustic sensors. An option, in the future, may be to camouflage a space vehicle in an “adaptive skin” that changes molecular characteristics and deflects or absorb incoming energy.12

• Direct Energy Weapons (DEW). This weapon concept involves projecting intense energy to disable or destroy a satellite. DEWs would damage a satellite by using lasers, focused radio frequencies, or particle beams. The notion presents several engineering and technological challenges. One is trying to solve how to prevent the loss of energy as the beam travels through the atmosphere. Large quantities of corrosive fuel are required to produce a weapons-grade beam; consequently, such a weapon will have to be a ground or airborne platform. Another challenge is the need to develop a highly complex targeting solution to focus a beam on a target for sufficient time to cause damage.13 The technology for space-based platforms is not likely to mature for several decades;14 however, current testing of Air Force Airborne Laser (ABL) indicates some progress.15

• Kinetic Energy Weapons (KEW). KEWs generate high-velocity projectiles to destroy a target. A kinetic energy anti-satellite (ASAT) weapon approaches a satellite and impacts, explodes, or propels shrapnel at the intended target to destroy or disable it. “Space mines” employ a variation of the KEW concept. Pre-positioned near their intended target well before hostilities break out, a space mines waits in reserve for a signal to detonate. A significant problem with KEWs is the resulting cloud of orbiting debris generated from the attack. This presents serious dangers to space assets orbiting through the field.16 

Reducing the vulnerabilities of satellites is the most important aspect of a hedging strategy that prevents weaponization 

Krepon and Clary 3 – *director of the South Asia and Space Security programs and **director for South Asian affairs in the Office of the Secretary of Defense (Michael and Christopher, 2003, Stimson Center: “Space Assurance or Space Dominance? The Case Against Weaponizing Space” http://www.isn.ethz.ch/isn/Digital-Library/Publications/Detail/?ots591=0c54e3b3-1e9c-be1e-2c24-a6a8c7060233&lng=en&id=105601 WSX)

The growing importance of satellites for domestic and international commerce, as well as for the conduct of U.S. conventional military operations, requires assurance of quality performance. Consequently, space assurance requires steps to reduce the vulnerability of U.S. satellites and to guard against catastrophic failure. Space assurance requires many steps of a purely defensive, precautionary nature to decrease the vulnerability of U.S. satellites in the event of hostile action. These initiatives could lessen the likelihood that an adversary would seek to damage, disable, or destroy U.S. space assets by means of weapons in space or on the ground. Space assurance initiatives could also lessen the damage done to U.S. satellites if some forms of space warfare were to occur. Moreover, steps to reduce the vulnerability of U.S. satellites are necessary because other elements of a space assurance posture, particularly those relating to cooperative measures, broadly defined, might be difficult to negotiate or to implement effectively.

Vulnerability reduction can be accomplished by offensive, as well as defensive, measures. Offensive measures to reduce satellite vulnerability are defined here as the initiation of actions that disable, defeat, or destroy objects that could do U.S. satellites harm. Offensive measures can be carried out on a broad scale, including the destruction of facilities that support antisatellite (ASAT) operations, such as ground stations and launch facilities. Weapons designed to disable or kill satellites constitute one narrow subset of offensive U.S. military operations to protect U.S. satellites. This narrow subset of offensive activities presents very considerable downside risks for U.S. military, commercial, scientific, environmental, and diplomatic interests. Space warfare is antithetical to space assurance.

A hedging strategy can help minimize risks associated with refraining from the initiation of flight-testing and deployment of dedicated space warfare capabilities, while encouraging similar restraint by potential adversaries. A range of defensive measures that do not entail the use of force in or from space will be described in this chapter. The twin purposes of a hedging strategy would be to minimize any adverse consequences in the event of space warfare initiatives by other states, and to deter other states from first crossing the critical thresholds of flight-testing and deployment. Deterrence would be served by the certain knowledge of potential adversaries that negative initiatives on their part would be met by prompt and effective rejoinders by the United States. Thus, a hedging strategy requires readiness to respond purposefully in the event of unwelcome or hostile activities in space by another nation. No aspect of a space assurance posture is more important than the identification of current and future vulnerabilities of U.S. space assets. This, in turn, mandates increased situational awareness of potential threats in space, as well as plans and programs to reduce current and future vulnerabilities. The possibility of “single point failures”—the loss of a single component or a single satellite that would result in significant or long-lasting losses of critically important data—must be dramatically reduced. Compensatory steps must be readied in the event of cyber warfare that could disrupt satellite operations. Quick and agile responses to the jamming, dazzling, or spoofing of U.S. satellites are needed.

The affirmative’s protection of Us military assets is distinct from space weaponization and prevents it
Fernandez 04 – Lt. Col, USAF (Adolfo J., “Military Space Control:  An Intuitive Analysis,” Research Report Submitted to Air Force Fellows, April 2004, http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA434364&Location=U2&doc=GetTRDoc.pdf)

Chapter 3 What is the U.S. Space Control Differential Advantage? Addressing the U.S. House of Representatives on February 5, 2002, Secretary of Defense Donald H. Rumsfeld stated, “Our goal is not to bring war into space, but rather to defend against those who would. Protecting U.S. military assets in space from attack by foreign aggressors must be a priority in the 21st Century.”1 Mastering the “ultimate high ground” will require DOD to gain a differential advantage in structures and resources to dominate a potential adversary in the space control arena. The second question of this analysis focuses on the key sources of superiority in the space control domain—does the U.S. have, or can it get, an advantage relative to an adversary seeking to dominate the space control domain? This analysis will ask this question of the three most logical areas to study—mission, organization, and resources. The chapter investigates each of these areas in a three-part analysis—space control mission, organizational differential advantage, and resource differential advantage. 

Hardening protects space assets and avoids weaponization

Johnson 7 – Ph.D. The Acronym Institute for Disarmament Diplomacy (Rebecca, October 8-9,  CONGO Forum on Civil Society and Outer Space: "Where do we stand on using outer space for peaceful purposes?": “Threat of Weaponization,” http://www.acronym.org.uk/space/congo.htm#top WSX)

Recommendations

Space can provide unparalleled resources for supporting our security in relation to humanitarian and environmental crises and diverse natural, criminal and military threats. Nevertheless, it is important to recognise that potential misuses of space assets could turn outer space into a battlefield: such abuses would threaten global security as well as compromising a range of civilian and security applications on which our daily lives now rely.

1. We need to prioritise the collective, cooperative prevention of the weaponisation of space, with timely development of international legal instruments and agreements to ensure that no weapons are tested or deployed for use in, to or from space. Prevention and prohibition of weapons in and from space is cleaner, clearer and safer than belated attempts at disarmament or non-proliferation would be in left for the future to deal with. Operating within the multilateral framework, it is now urgent that we develop a strategy to reinforce the outer space security regime and prohibit the weaponisation of space.[13]

2. Countries with space assets and dependencies need to take seriously their active protection, through both technological and political initiatives. Useful approaches would include

    a. passive defences such as hardening and shielding, and enhancing space situation awareness capabilities; and

    b. the development and coordination of policies and strategies to play a more significant and effective role in strengthening the international legal regime and promulgating 'rules of the road' for space activities and uses.

3. More open, transparent, and rational analysis of the actual threats, prospects of, and alternatives to, missile defnces and the weaponisation of space, including analysis - whether in the CD or some other forum - of the implications of certain policy routes for human, international and space security.

Conclusion

Instead of turning to the sledgehammer of space weaponisation to deal with the potential vulnerabilities of space assets, a more sensible approach (and one consistent with the United Nations Charter) would combine arms control efforts with the technical hardening and shielding of as many satellites as possible, plus space situation awareness, redundancy and other 'passive' defence means. Progress in nuclear disarmament, strengthening the Treaty on the Non-Proliferation of Nuclear Weapons (NPT), negotiating a nuclear weapons convention, further efforts to restrict missile proliferation, building on the Missile Technology Control Regime (MTCR) and the Hague Code of Conduct Against Ballistic Missile Proliferation (HCoC) would also contribute to security and reduce the chances of space becoming a battleground - which would be in nobody's interests. 
*AT: K*
F/W – Mil Space Debate Good

Military space debate is good – results in a stable space environment
MacDonald 9 – Former Navy Vice Admiral (Bruce, March 18, “Testimony to Strategic Forces Subcommittee House Armed Services Committee”, http://i.cfr.org/content/publications/attachments/_Testimony_031809.pdf WSX)

We Need a Better Understanding of Space Deterrence, Doctrine, and Stability

To date there has been almost no thoughtful discussion of what our national security space doctrine should be. Too often, space specialists have spoken about U.S. offensive space capabilities as if they were just one more weapon in the arsenal, to be used when military judgment deems best. In such discussions the word “deterrence” is rarely to be seen, and to my knowledge there is almost no work that has been done in this area.

Last year I was both heartened and disappointed to read an article on military space by General Tom Moorman, the retired Air Force Vice Chief of Staff, in which he stated:

“In addition to planning and programs, it is important to encourage a debate on space power to include development of a space deterrent theory. We need something similar to the intellectual ferment that surrounded nuclear deterrence.”

General Tom Moorman, Retired VCS, USAF

“Military Space – Its Origins and Future,”

Aerospace America, March 2008, p. 29

General Moorman is right on the mark, further confirming the sad reality that this kind of thinking and planning has not taken place in the U.S. We must understand the new strategic landscape of space. How does deterrence in space work? What are its instability points? How do we “signal” the other side? What are tactical offensive counterspace’s risks of escalating into strategic conflict? How do third-party space assets complicate the strategic space challenge in crisis or conflict situations? There has been little U.S. thinking on this “vital national interest” area – and that is worrisome. This is reminiscent of the early nuclear era, before modern deterrence theory was developed, when too many thought of nuclear weapons as just a bigger bang in the U.S. arsenal. Our much greater dependence on space, and advancing space technology, has changed everything except our way of thinking, so we are drifting into an increasingly unstable space environment. 

*Neg*

*Case*

Inherency

Space security issues being solved in the status quo—new monitoring and early warning systems
PR Newsline 11 (May 7, Anonymous, “Lockheed Martin-Built Next Generation Missile Warning Satellite Launched Successfully; National Space Asset to Bolster Missile Warning Capabilities”, Proquest) 

The first Space Based Infrared System (SBIRS) geosynchronous (GEO-1) spacecraft, built by Lockheed Martin (NYSE: LMT) for the U.S. Air Force, was successfully launched today at 2:10 p.m. EDT from Cape Canaveral Air Force Station, Fla., aboard a United Launch Alliance Atlas V rocket. SBIRS GEO-1 is the most technologically advanced military infrared satellite ever developed and will deliver vastly improved missile warning capabilities for the nation while simultaneously improving the Nation's missile defense, technical intelligence and battlespace awareness mission areas. "Today's successful launch is a tribute to the hard work, dedication and unmatched expertise of the entire government and industry SBIRS team. I am proud of the women and men who have worked on this spacecraft, and am confident the nation will be proud of its performance on orbit," said Brig Gen (select) Roger W. Teague, the U.S. Air Force's Infrared Space Systems Directorate director. "SBIRS GEO-1 represents the dawn of a new era in overhead persistent infrared surveillance that will greatly improve our national security for years to come." SBIRS GEO-1 includes highly sophisticated scanning and staring sensors that will deliver improved infrared sensitivity and a reduction in area revisit times over the current constellation. The scanning sensor will provide a wide area surveillance of missile launches and natural phenomena across the earth, while the staring sensor will be used to observe smaller areas of interest with superior sensitivity. These dual independent sensors will enhance early warning of missile launches around the globe, support the nation's ballistic missile defense system, greatly expand our technical intelligence gathering capability, and bolster situational awareness for warfighters on the battlefield. "We understand the importance of the SBIRS mission and are proud to partner with the U.S. Air Force on this critical program," said Jeff Smith, Lockheed Martin's vice president and SBIRS program director. "Throughout the development of this first-of-its-kind satellite, our SBIRS team has demonstrated an unwavering commitment to operational excellence. As a result, we are confident SBIRS GEO-1 will deliver unprecedented, global, persistent, taskable infrared surveillance capabilities to the warfighter, nation and our allies for years to come." The SBIRS team is led by the Infrared Space Systems Directorate at the U.S. Air Force Space and Missile Systems Center. Lockheed Martin is the SBIRS prime contractor, with Northrop Grumman as the payload integrator. Air Force Space Command operates the SBIRS system. "The launch of SBIRS GEO-1 heralds a new era for missile warning and other missions enabled by overhead persistent infrared sensors," said Steve Toner, Northrop Grumman's vice president of OPIR and Azusa Programs. "We can't wait to turn it on. These sensors are highly capable, and we know that they will be of great value to our warfighters, our nation, and our allies." 

1nc Solvency 
Hardening doesn’t protect the satellites already in space
Lewis 4 – senior fellow at the Center for Strategic and International Studies (James, August, “China as a Military Space Competitor”, http://csis.org/files/media/csis/pubs/040801_china_space_competitor.pdf wx)

There are a number of measures that the U.S. can take in response to a Chinese ASAT capability. It is possible to harden future generations of satellites (although this imposes a weight penalty) and to make them stealthier – harder to detect and target. However, these steps do little for the very large number of existing satellites already in orbit. The U.S. could also upgrade (or restore) its surge capabilities to deploy replacement reconnaissance and communications satellites in the event of a conflict, or look for other methods to build in redundancy and complicate the Chinese task. China would be put in an awkward position, for example, if the U.S contracted with European satellite service providers. This would a potential attacker in the position of either not disrupting some U.S. military space activities or broadening the conflict by attacking third party satellites. 

Satellite hardening isn’t effective against electronic threats – improved communication architecture is more effective

Krepon and Clary 3 – *director of the South Asia and Space Security programs and **director for South Asian affairs in the Office of the Secretary of Defense (Michael and Christopher, 2003, Stimson Center: “Space Assurance or Space Dominance? The Case Against Weaponizing Space” http://www.isn.ethz.ch/isn/Digital-Library/Publications/Detail/?ots591=0c54e3b3-1e9c-be1e-2c24-a6a8c7060233&lng=en&id=105601 WSX)

Threats and Countermeasures

Satellite protection can be developed against a number of electronic and directed energy threats, but protection against explosive devices or ramming is difficult to ensure. Because protection cannot be guaranteed, satellite hardening, agility, and redundancy could provide partial, but useful, insurance against these threats. A prompt ability to reconstitute or compensate for systems that have been attacked could also foil attacking plans. A cursory survey follows of the threats facing satellites and their possible remedies.

Jamming

Space systems face jamming threats both to the communications link from the ground to the satellite and from the satellite back to the ground, or to the uplink and the downlink, respectively.18 In general, uplink jamming is more difficult because the jammer must be roughly as powerful as the ground-based emitter in order to overwhelm the signal received at the satellite’s antenna. Jamming can be complicated by techniques such as spread-spectrum transmission. Downlink jammers, on the other hand, can frequently be much less powerful and still be effective because they are much closer to the receiver than the source of the signal (the satellite). Many U.S. receivers, such as GPS systems on precision munitions, use special directional receiving antennas that mitigate all but the most intense jamming.19 The U.S. military will shy away from solely jam-resistant communication satellites because of the high costs involved. However, it is possible to envision an improved communication architecture that mixes jam-resistant systems with fiber optic capacity and more vulnerable commercial and military satellite transmissions bandwidth.20 Beyond communications, the U.S. military has already included antijamming features in its upgrades to the GPS satellite constellation.21 The Defense Advanced Research Projects Agency continues to work with pseudo-satellites (“pseudolites”) on the land and in the air to boost the GPS signal and “burn” through the jamming.22 “Filters” can be added to non-space components to allow them to better sort through the jamming noise and pick up the true signal.23\

Alt Cause - Constant instant surveillance is needed to solve the affirmative – the dynamic threat environment mandates this

Baines 03 – senior policy advisor for science and technology in the Non-Proliferation, Arms Control and Disarmament Division of the Department of Foreign Affairs and International Trade in Canada (Phillip J., “Prospects for ‘Non-Offensive’ Defenses in Space,” Center for Nonproliferation Studies Occasional Paper No. 12, July 2003, http://cns.miis.edu/opapers/op12/op12.pdf)

The threat environment is not static. The development of new threats, including the possible deployment of space-based weapons, as well as advances in miniaturization and maneuvering technology or a shift in reliance on military systems to commercial systems could alter this threat perception in one direction or another. Evolution is also the norm in the development of technologies and system improvements necessary for some of the non-offensive defenses to be fully exploited for survivable space systems. In order to protect space systems in new environments, improvements must be made in the space surveillance networks of the major space-faring powers. Near real-time, 24 hours per day, seven days per week surveillance is required for all space activities, including space surveillance assets deployed in outer space. Improved systems are needed not only to detect and track objects but also to collect in-orbit intelligence sufficient for technical analysis to discern the evolution of threats. This may require co-orbital observation as well as fly-by observations. Space activities must be monitored in order to detect threats well in advance of an actual attack on space objects. On-board satellite monitoring and reporting devices must be developed to discern attack conditions from natural phenomena. Many of these developments have been identified in the Long-Range Plan for the U.S. Space Command and in the Joint Warfighting Science and Technology Plan.40

The ground segment is more vulnerable to a wide range of attacks than space assets

Baines 03 - senior policy adviser (Science and Technology) at Foreign Affairs Canada (July, Phillip J., “Prospects for ‘Non-Offensive’ Defenses in Space,” http://www.isn.ethz.ch/isn/Digital-Library/Publications/Detail/?ots591=cab359a3-9328-19cc-a1d2-8023e646b22c&lng=en&id=14393 wx)

The space and ground segments of a space system and the electromagnetic links connecting them are vulnerable to a variety of threats. The greatest threats to space systems are in fact not to the space segment itself but are rather the physical, electronic, and information warfare threats faced by the personnel, facilities, and equipment comprising the ground segment and the links to and from the space segment. The ground segment of space systems are vulnerable to the full gamut of land-, sea-, and air-based military threats, conventional and nuclear. This segment of the space system is also vulnerable to unconventional threats, such as those that might arise from hackers and terrorists. Launch vehicles and the infrastructure necessary to place satellites in orbit are also particularly vulnerable given, in many cases, the siting of spaceports upon the coasts of space-faring states. Conversely, separated by vast distances from potential weapons and the large vehicles required to reach artificial satellites, the space segment of these systems currently face a rather low level of  direct threat and this has had a bearing on the non-offensive defenses employed to date. Nevertheless, with concerns mounting over the survivability of space-based components of ballistic missile defense systems and the increased reliance of the United States on space for its national security, this section of the study briefly surveys the threats to space systems, dwelling particularly on threats to satellites, in preparation for a subsequent discussion of non-offensive defenses for space systems. 

Current defensive tech is too far away—development needed now
Schendzielos, 8 – major in the USAF, School of Advanced Military Studies (April 30, 2008, Major Kurt Schendzielos, “Protection in Space: A Self-Defense Acquisition Priority for U.S. Satellites”, http://www.dtic.mil/cgi-bin/GetTRDoc?Location=U2&doc=GetTRDoc.pdf&AD=ADA485553)

Unfortunately, the timeline associated with the transformation of counterspace capability does not readily synchronize with the evolving threat that was demonstrated in 2007 and which continues to proliferate at an alarming rate. Most capabilities planned for both the near and mid-term development (out to 2015) involves gaining and maintaining space situational awareness (see table 1). There is no suggestion of active (or for that matter, passive) DCS technology fielding until at least past 2015. And with the consistent delay in cutting edge technological development, it will most likely take longer before such capabilities can be realized, if ever. The challenge is if the adversaries will wait to challenge U.S. space dominance until after adequate protections have been put in place. Certainly, if an adversary nation wished to challenge U.S. space dominance, waiting for defenses to get into place is not a good strategy, and therefore it would be logical to assume that the adversaries are not going to delay at all, if possible. 
X – Hardening Doesn’t Solve 
Satellites are ultimately indefensible – explosives and commercial dependence 

O’Hanlon 3 – senior fellow in Foreign Policy at the Brookings Institution (Michael, October, “Preserving U.S. Dominance While Slowing The Weaponization of Space” http://www.gwu.edu/~spi/assets/docs/Security_Space_Volume.Final.pdf WSX)

Hardening And Defending (Or Doing Without) U.S. Satellites 

What are the basic ways in which military satellites can be protected? And to the extent protections are insufficient, how can satellite backups be developed for possible emergency use in war? The basic fact of the matter is that protection can be developed against a number of electronic threats, but that explosives are difficult to counter. As such, satellite vulnerability is here to stay as a physical fact of life.

Moreover, the U.S. military’s increasing dependence on commercial satellites for communications means that it is now vulnerable to relatively simple jamming as well. Arguments that hardening satellites, building spares, building decoys, and taking similar measures may suffice as antidotes against ASATs are often advanced.1 But they are not completely reassuring, even if such steps are still justified to reduce U.S. vulnerabilities and delay the date by which they become more serious.

Shielding and maneuvering fail against small ASATS

O’Hanlon 3 – senior fellow in Foreign Policy at the Brookings Institution (Michael, October, “Preserving U.S. Dominance While Slowing The Weaponization of Space” http://www.gwu.edu/~spi/assets/docs/Security_Space_Volume.Final.pdf WSX)

Increased Defenses Against Explosives

Alas, physically shielding satellites from the effects of nearby explosives is difficult to do, given the ability of a hunter-killer satellite or space mine to approach arbitrarily close to a target satellite before being detonated. It probably should be viewed as simply not worth the effort even to attempt. Could satellites maneuver, or be given selfdefense weapons, to evade hunter killer satellites?

Maneuvering is a difficult proposition given the size of certain satellites; a ten-ton imaging satellite will have a hard time escaping from a 10-kg explosive charge with small boosters attached. As a general proposition, maneuvering may work against simple ASATs with poor terminal guidance, but is likely to fail against small, sophisticated ASATs.12 Perhaps the larger satellite could be given small explosive charges of its own to fire at such a device. But this gets into a more assertive kind of space weapon capability. Increased maneuvering capability may not be a permanent solution, but it could buy the United States time down the road and should be retained as an option, albeit a costly one given the corresponding fuel requirements. 
Hardening isn’t sufficient
Denmark and Mulvenon 10 *Fellow at Center for New American Security **Vice-President of Defense Group Inc.’s Intelligence Division and Director of DGI’s Center for Intelligence Research and Analysis “The Future of American Power in a Multipolar World” http://www.cnas.org/files/documents/publications/CNAS%20Contested%20Commons_1.pdf

Space: While global regimes and responsible behavior by pivotal actors can go far toward mitigating this problem, the United States should develop capabilities to rapidly replace satellites lost in a conflict, and research ways to harden satellites against kinetic and nonkinetic attack. However, replenishment and hardening is insuf-ficient, as it does not address the fundamental problem that the United States relies on a com-mons that is inherently fragile and vulnerable. In the coming decades, the United States should not allow its military to remain dependent on space to fight modern wars. This vulnerability may be simply too tempting a target for adversaries during a major conflict. Thus, the U.S. military should develop capabilities and doctrine to ensure it can operate at a high level of effectiveness without the use of space for C3ISR. Networks of sub-orbital, stealthy and unmanned planes with extended flight times offer significant promise.

Aff doesn’t solve KE attacks – which are the most likely weapon to be used 
Harrison et al. 09 – director of the Eisenhower Center for Space and Defense Studies (Roger, Collins G. Shackelford, and Deron R. Jackson, “Space Deterrence:  The Delicate Balance of Risk,” Space and Defense, a scholarly journal of the US Air Force Academy for the Eisenhower Center for Space and Defense Studies, Summer 2009, http://web.mac.com/rharrison5/Eisenhower_Center_for_Space_and_Defense_Studies/Space_Deterrence_files/Space_and_Defense_3_1%20Space%20Deterrence.pdf)

Other measures such as equipping satellites with on board homing missiles against KE attack, or providing them with the capability of moving into parking orbits out of ASAT range, have been considered but not pursued, presumably because of prohibitive costs and technical obstacles. In theory it is also conceivable that large satellites might be provided with small guardian satellites designed to intercept KE attack. That technology does not currently exist. Moreover, KE attacks are only one – and arguably not the most likely – method an adversary might use, especially if the goal is to disable rather than to destroy a satellite. Stealth would be an ideal alternative for maintaining the benefits of large strategic satellites. It would also be ideal to strengthen deterrence by greatly complicating an adversary’s attack options. Discussions of such programs or capabilities are generally not part of the public discourse. 

Satellite hardening fails—can’t protect satellites from ASAT attacks
Kosiak, 7 – prominent U.S. military budget analyst for CSBA (2007, Steve, “Arming the Heavens: A Preliminary Assessment of the Potential Cost and Cost-Effectiveness of Space-Based Weapons”, CSBA, http://www.csbaonline.org/wp-content/uploads/2011/02/2007.10.31-Spaced-Based-Weapons.pdf)

For each type of ASAT threat there are materials and techniques that can be used to harden satellites and provide some degree of protection. However, the level of protection that hardening can provide, and the costeffectiveness of such hardening, can vary substantially depending on the specifics of the ASAT to be countered. As discussed in previous chapters of this report, it appears that in many cases shielding can be a relatively low-cost and effective countermeasure against laser and microwave weapons. Shielding can also provide a relatively cost-effective countermeasure to ASAT attacks designed to kill targets, out to great distances, with radiation or EMP caused by a nuclear explosion. This kind of shielding typically adds only some 2-10 percent to the cost of constructing a satellite. On the other hand, while shielding might be able to protect a satellite from tiny particles created by a relatively primitive ASAT carrying a pellet-cloud warhead, hardening does not seem to be a practical option for protecting satellites from more advanced kineticenergy ASATs armed with homing interceptors, or nuclear-armed ASATs that detonate in relatively close proximity to the targeted satellite. 
X – Ground Assets 
Ground infrastructure and cyberspace are more vulnerable to attack

Lewis 5 – senior fellow at the Center for Strategic and International Studies (November 1, “Responding to Asymmetric Threats in Space”, http://csis.org/files/media/csis/congress/ts051101_lewis.pdf WSX)

Hardening is particularly important for ground facilities. Effective use of satellite services requires a support infrastructure of analysts and operators and the integration of satellite data and services into military plans and operations. Damaging these terrestrial support infrastructure can reduce the U.S. advantage from space and may be cheaper and technically less difficult for an opponent. One aspect of the hardening of ground facilities that is easy to overlook involves information and network security. An opponent who can, using cyberweapons, disrupt the control of satellites, the flow of data from the satellites to the analysts and planners, or damage the integrity of that information can gain a real advantage at relatively low cost. Improved information and network security through the use of security and monitoring software, data encryption and authentication, is a crucial element for hardening the U.S. military space system against asymmetric attack.

Changes in the architecture for the distribution of space data could also reduce the vulnerability of ground infrastructure. A distributed model would reduce vulnerabilities. Current models for data distribution are, in many instances, centralized and stovepiped. Satellite data flows to a central collector. This collector distributes the data to several intermediaries who process, refine and inevitably delay distribution. While the situation has improved markedly from the time of the first Gulf War, when at first there were long lags between the time satellite data was collected and the time it came to Central Command, this centralized approach reduces the U.S. military information advantage and, by creating a small set of targets for attack, increases vulnerability.

GPS provides an alternative model for data distribution. In contrast to space intelligence, GPS data flows directly and immediately to the user. GPS uses machines and software rather than humans to process data. One goal for future space activities is to extend automatic processing to other kinds of satellite data. We would benefit form pushing data to the edges, tot eh combatants, and getting this data to them in as close to ‘real-time’ as possible. This will take considerable work in software development, to automate analytical processes that now require human intervention, but it is essential for improving the delivery of space services to military and intelligence operators. The primary advantage of this approach is that it extends information superiority. However, it would also help reduce the risk of asymmetric attack. If data flows directly from space to dozens, hundreds or thousands of operators, planners and analysts distributed among the military commands, it reduces the attractiveness to opponents of trying to attack ground facilities to disrupt the U.S. advantage from space. 
Ground based facilities are more vulnerable – critical satellites are supported by ground control
Krepon and Clary 3 – *director of the South Asia and Space Security programs and **director for South Asian affairs in the Office of the Secretary of Defense (Michael and Christopher, 2003, Stimson Center: “Space Assurance or Space Dominance? The Case Against Weaponizing Space” http://www.isn.ethz.ch/isn/Digital-Library/Publications/Detail/?ots591=0c54e3b3-1e9c-be1e-2c24-a6a8c7060233&lng=en&id=105601 WSX)

Ground station protection

Destroying ground-based control facilities associated with satellite operations may be a more feasible option for future U.S. adversaries than initiating space warfare, particularly when large constellations of target satellites are supported by a small number of terrestrial facilities, as is the case with the GPS system. In such circumstances, the loss of a few ground stations could “result in a significant decrease in GPS performance worldwide.”31 The same argument applies to attacks on the ground segment of observation satellites, early warning satellites, and weather satellites. Clearly, there is benefit in diversifying and multiplying ground segment nodes, as is the case for some communication satellites in GEO. Cyber attacks against critical infrastructure, including satellite operations, must receive priority attention, as this threat appears more likely than the direct threat of physical destruction or sabotage. The Homeland Security Act’s inclusion of satellites within the classification of critical infrastructure should accelerate risk reduction measures in this regard.32

Vulnerability of ground stations means space weapons can be easily defeated

Wilkerson, 8 – Lieutenant Colonel, US Army (2008, Don L., US Army War College, “SPACE POWER THEORY: CONTROLLING THE MEDIUM WITHOUT WEAPONS IN SPACE”, http://www.dtic.mil/cgi-bin/GetTRDoc?Location=U2&doc=GetTRDoc.pdf&AD=ADA482300) 

The most vulnerable segment of any space system is the ground node or ground stations that control the on-orbit assets or receive the data downlinks from the satellites. Since ground stations are typically considered “soft” targets and many locations can be easily identified through good intelligence, they are probably the most susceptible to attack from conventional weapons. Equally vulnerable would be the launch facilities used to place satellites into orbit. Therefore, substantial investments to place weapons in space would be counter-intuitive if ground stations are more susceptible to attack and can be easily neutralized. Perhaps discretionary funding should be allocated to hardening critical space nodes, ground nodes and communication links making them less susceptible to intentional electronic jamming, blinding, spoofing and conventional strikes. The author contends that these passive and active defense measures help make on-orbit and ground space systems more resistant to attack and are more economically feasible than placing weapons in space. 

The United States is dependent upon satellite systems that are vulnerable to ground stations, denial and deception, jamming, and nuclear devices

Huntington 7 – Lt. Colonel USAF (Joseph, February 23, “Improving Satellite Protection with Nanotechnology,” https://www.afresearch.org/skins/rims/q_mod_be0e99f3-fc56-4ccb-8dfe-670c0822a153/q_act_downloadpaper/q_obj_72d8441a-30dd-41a3-b538-dabcdc5c314b/display.aspx?rs=enginespage WSX)

The vulnerability of United States satellites became very real on January 11, 2007 when China successfully demonstrated its capability to destroy an on-orbit satellite. China launched a missile which intercepted and destroyed its FY-1C weather satellite. On January 19, 2007, in an attempt assure the international community, Chinese Foreign Affairs spokesman Liu Jianchao said “there’s no need to feel threatened about this….we are not going to get into any arms race in space.”1

The United States is very reliant on satellites and will likely continue to be for many years to come. Americans have come to depend on satellites and satellite services in order to conduct their daily activities. Space-based technology “enters homes, businesses, schools, hospitals and government offices through its applications for transportation, health, the environment, telecommunications, education, commerce, agriculture and energy. Space-based technologies and services permit people to communicate, companies to do business, civic groups to serve the public and scientists to conduct research.”2

The United States Air Force (USAF) has become equally dependent, relying on satellites for the planning and conduct of almost every military mission, in peacetime and during war, not only for itself, but to support its sister services and coalition partners. Although space supported the preparation and conduct of operations during Operations Desert Shield and Desert Storm in 1990 and 1991, its significance has increased dramatically over the past several years. Combat operations in Afghanistan and Iraq demonstrate as never before the operational importance of space to the Joint Warfighter. Space products and services are significantly more capable, more abundant, and more integrated into all phases of combat operations.3

While the United States has enjoyed an historic advantage in space and has enjoyed the luxury of operating relatively unimpeded, the nation has become vulnerable to threats that could damage or disable its vital satellite constellations. The reality is there are many capabilities available to deny, disrupt, or physically destroy satellite systems. These include attacking the ground stations via physical or computer network attack, employing denial and deception measures, jamming satellite communications equipment, or detonating a low-yield nuclear device in the atmosphere.4

“Potential adversaries are increasing their access to space capabilities through organic and third-party resources, and may achieve similar effects to the detriment of the US.”5 Space operations and the ability to deny another country’s freedom of access to space is no longer confined to global military powers. Today, small nations, groups, and individuals can acquire ground target data from commercial imagery sources, navigation and weather data from government-owned satellites, and state of the art command and control capabilities through commercial communications satellites.6 

Civil and commercial ground assets are uniquely vulnerable to virtual attacks

SSI, 10 – Space Security Index published by a group of aerospace experts at spacesecurity.org  (August 2010, Governance Group and Advisory Group, “Space Security 2010”, spacesecurity.org, http://www.spacesecurity.org/space.security.2010.reduced.pdf)  

Satellite ground stations and communications links are the most likely targets for space negation efforts since they are vulnerable to a range of widely available conventional and electronic weapons. While military satellite ground stations and communications links are generally well protected, civil and commercial assets tend to have fewer protection features. A study published by the US President’s National Security Telecommunications Advisory Committee emphasized that the key threats to the commercial satellite fleet are those faced by ground facilities from computer hacking or, possibly but less likely, jamming. 4 Still, satellite communications can usually be restored, and ground stations rebuilt, for a fraction of what it costs to replace a satellite. The vulnerability of civil and commercial space systems raises concerns, since a number of military space actors are becoming increasingly dependent on commercial space assets for a variety of applications. Many commercial space systems have a single operations center and ground station, 5 leaving them potentially vulnerable to some of the most basic attacks. Responding to such concerns, the US General Accounting Office — now called Government Accountability Office (GAO) — has recommended that “commercial satellites be identified as critical infrastructure.” 6 In the event of an attack, the use of standardized protocols and communications equipment could allow alternative commercial ground stations to be brought online. To be sure, most, if not all, space actors are capable of providing effective physical protection for their satellite ground stations within the general boundaries of their relative military capabilities.

Ground segments are the most vulnerable

Clark 9 – M.A. in Diplomacy and Military Studies (Dereck, September 18, “The Great Leap Upward: Implications of China’s Rise as the Third Player in the Fourth Battlefield for U.S. Security”, http://www.hpu.edu/CHSS/History/Graduate%20Degree/MADMS%20Theses/files/2/Dereck_A_The_Great_Leap_Upward_HPU_Masters_Thesis.pdf WSX)

Ground Attack

Although not specifically a space warfare weapon, ground attack operations are without a doubt, the easiest form of counter-space operations and/or target. Ground segments associated with TT&C, data reception, analysis and distribution, and assembly/launch facilities for spaceassets are easily identifiable and generally stationary. As a result, these areas are particularly vulnerable and it is not surprising that Chinese military theorists consider kinetic and non-kinetic attacks on ground installations to be an attractive and effective form of space denial. However, due to the risk of escalating any conflict with the U.S. or other opponent, it is likely that China would seek to use such attacks as a last resort and only within the context of a concerted effort in a future all-out war that involved conventional as well as asymmetric and space warfare components. The most probable method of ground attack would come in the form of computer network operations (CNO), including computer network attacks (CNA). While at present the U.S. is able to successfully nullify such attacks, it remains the case that, “this avenue of attack on the ground elements of America’s space system poses the greatest potential risk, even as Beijing’s capabilities for executing precise kinetic strikes on this segment also expand.”244

X – No Tech

Even if satellite hardening is effective the timeframe is ten years at best

Huntington, 7 – USAF Lt. Colonel (December 2007, Joseph, “IMPROVING SATELLITE PROTECTION WITH NANOTECHNOLOGY”, http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA474825&Location=U2&doc=GetTRDoc.pdf)

Though nanotechnology isn’t yet mature enough to be considered a solution for protecting satellites from ground-based directed energy weapons, the USAF shouldn’t ignore it. On the contrary, the USAF should continue investing in nanotechnology research and development to understand and harness its capabilities for protecting critical satellite systems because nanotechnology will have a significant impact on future satellite design. Though most nanotechnology work is still in basic research (i.e., 6.1), it clearly is a highrisk/high-payoff and transformational space capability critical to continued space supremacy. By 2025 it will have a significant impact on United States satellites, touching on the structure and functions of all satellites in the form of radiation-hardened microprocessers, enhanced surface coatings, and reduced satellite size and weight. In the near-tem, radiation-hardened electronics and surface coatings are likely to provide the greatest benefits toward protecting satellite systems from directed energy weapons. Structural enhancements derived from macro-scale nano-structures are likely at least 10-15 years away. 
1nc China

China’s missile test doesn’t pose a threat to our crucial satellites
O’Hanlon 7 Michael, senior fellow at Brookings specializes in defense and foreign policy issues, “A Space Weapons Race is not the Answer for America” http://www.brookings.edu/opinions/2007/0122defense_ohanlon.aspx

Basic technological and strategic realities support the argument for a moderate and flexible US military space policy. These realities also refute the extreme positions that have been espoused by prominent US policymakers in recent years. The late 1990s report of the Commission on Outer Space, for instance, warned of a possible space "Pearl Harbor". It implied that the US needed rapidly to take many steps - including offensive ones - to address such a purportedly imminent threat. Most US satellites are not vulnerable to attack today nor are they likely to be in the years ahead. Thereafter, threats may often be handled through relatively passive measures and through redundant systems rather than an all-out space weapons competition. The Chinese anti-satellite test does put lower-altitude reconnaissance systems in greater jeopardy, but not higher-altitude communications and targeting satellites.
Chinese ASAT launch wasn’t a message to the U.S. – top leaders were unaware of the test

New York Times 7 – [January 22, by David Sanger and Joseph Kahn, “U.S. Tries to Interpret China’s Silence Over Test,” http://www.nytimes.com/2007/01/22/world/asia/22missile.html WSX]

 WASHINGTON, Jan. 21 — Bush administration officials said that they had been unable to get even the most basic diplomatic response from China after their detection of a successful test to destroy a satellite 10 days ago, and that they were uncertain whether China’s top leaders, including President Hu Jintao, were fully aware of the test or the reaction it would engender.

In interviews over the past two days, American officials with access to the intelligence on the test said the United States kept mum about it in hopes that China would come forth with an explanation.

It was more than a week before the intelligence leaked out: a Chinese missile had been launched and an aging weather satellite in its path, more than 500 miles above the earth, had been reduced to rubble. But protests filed by the United States, Japan, Canada and Australia, among others, were met with silence — and quizzical looks from officials in The Chinese Foreign Ministry, who seemed to be caught unaware.

The mysteries surrounding China’s silence are reminiscent of the cold war, when every case of muscle-flexing by competing powers was examined for evidence of a deeper agenda.

The American officials presume that Mr. Hu was generally aware of the missile testing program, but speculate that he may not have known the timing of the test. China’s continuing silence would appear to suggest, at a minimum, that Mr. Hu did not anticipate a strong international reaction, either because he had not fully prepared for the possibility that the test would succeed, or because he did not foresee that American intelligence on it would be shared with allies, or leaked.

In an interview late Friday, Stephen J. Hadley, President Bush’s national security adviser, raised the possibility that China’s leaders might not have fully known what their military was doing.

“The question on something like this is, at what level in the Chinese government are people witting, and have they approved?” Mr. Hadley asked. He suggested that the diplomatic protests were intended, in part, to force Mr. Hu to give some clue about China’s intentions.

“It will ensure that the issue will now get ventilated at the highest levels in China,” he said, “and it will be interesting to see how it comes out.” 

Space power is a unique advantage the US has over China – they won’t catch up for decades

O’Hanlan 06 – Senior Fellow at the Brookings Institution, Senate committee chaired by representative Terry Everett, Witnesses:  Lieutenant General C. Robert Kehler, USAF, US Strategic Command; Ed Morris, Director of the Office of Space Commercialization; David Cavossa, Executive Director of the Satellite Industries Association; (“ Hearing of the Strategic Forces Subcommittee of the House Armed Services Committee,” 2006, Proquest)

MR. O'HANLON: It's a great question, Congressman Larsen. I think a couple of things, and they're somewhat in tension with each other. On the one hand, I think there was a former colleague of General Kehler's who put it very a propos: space is a difficult environment in which to operate. Becoming a good space power is tough, and what we've done over the years, even though we still have, maybe, a hard time getting back to the moon ourselves, our ability to use space militarily is so much greater than it was in 1969. And the leaps and bounds that we've made are remarkable, but it's with a $15 billion a year budget; it's with people like General Kehler who become professionals within the service on this kind of issue; and it's with a lot of experience.
I think it's going to take decades for the Chinese to begin to really mimic our ability to create these real-time data networks that we can find and attack things. And by the way, not to put it cavalierly, but we've had a lot of practice in the last 15 years; we've been fighting a war about every three or four years, and we -- they're not all of comparable scale, but we learn a lot from each operation. And the Chinese -- let's hope they continue this -- haven't been fighting a lot of wars lately, so they haven't gotten the experience. So there are a lot of reasons why I don't think they will be able to do that. 

The United States wants to emphasize cooperation over space

Pellerin 11 American Forces Press Service (Cheryl, February 4, “National Security Space Strategy Targets Safety, Stability”, http://www.defense.gov/news/newsarticle.aspx?id=62698 wx)

 WASHINGTON, Feb. 4, 2011 – The National Security Space Strategy released today responds to the realities of a space environment that is increasingly crowded, challenging and competitive, said senior Defense Department officials.

“The National Security Space Strategy represents a significant departure from past practice,” Defense Secretary Robert M. Gates said in a DOD news release issued today. “It is a pragmatic approach to maintain the advantages we derive from space while confronting the new challenges we face.”

Ambassador Gregory L. Schulte, the deputy secretary of defense for space policy, told the Pentagon Channel and American Forces Press Service that this is the first national security space strategy co-signed by the secretary of defense and the director of national intelligence.

“Space has changed in fundamental ways, and that requires us to change our strategy,” Schulte said. Gates and Director of National Intelligence James R. Clapper “have signed a document that shows the new directions we need to go,” he added.

The 10-year strategy concludes the congressionally mandated Space Posture Review by providing strategic objectives and approaches for national security space.

The Defense Department and the intelligence community submitted an interim report to Congress in March that delayed a review of national security space policy and objectives until after the release of the U.S. National Space Policy in June.

Perhaps the strategy’s most important message, Schulte said, “is that we have to think differently about how we operate in space.”

For example, he said, “we have to think about how to encourage other countries to act responsibly in space and how the United States can provide leadership in that regard.

“Secondly,” he added, “we have to think about how we can better leverage the growing amount of foreign commercial capabilities that are now in space. And third, we need to think differently about how to deter others from attacking our space assets.”

As in the past, he said, the Defense Department must protect space capabilities to protect the warfighter, whether it’s communications, surveillance or global positioning.

“It’s space that allows our soldiers to see over the next hill,” Schulte said. “It’s space that allows us to communicate quickly. It’s space that allows us to see whether hostile missiles are launched, so we need to preserve that capability.

“Our goal is to make the peaceful use of space available to all countries,” he added, noting that the peaceful use of space includes support for critical defense capabilities.

“Space becomes critical to everything we do, and that’s why we’re worried that the environment is increasingly challenging,” Schulte said. “You have more debris in space and you have countries that are developing counterspace capabilities that can be used against us. That’s why this strategy emphasizes the need to protect our capabilities, protect our industrial base and protect the space domain itself.”

U.S. Strategic Command officials at Offutt Air Force Base, Neb., are working with other countries and commercial firms to increase situational awareness in space.

“Stratcom was once in charge of delivering nuclear weapons,” Schulte said. “Stratcom is now also delivering warnings of potential collisions in space to any variety of countries because we have an interest in preventing more collisions and more debris.”

1nc Defensive Posture

Effective space control needs offensive aspects

Hays, Dolman, and Mueller 06 –* senior policy analyst with the Science Applications International Corporation, **Professor of Comparative Military Studies at Sass, *** political scientist with the RAND Corporation [Peter, Everett, Karl, March, “Toward a U.S. Grand Strategy in Space” http://www.marshall.org/pdf/materials/408.pdf WSX]

4. Defensive counterspace operations are less aggressive than offensive ones.

• Offense and defense are different in space (because so many other things are)

• The fallout from your actions depends on what they are as well as why you’re defending them

• Defending satellites is hard 

This one is a little arcane, so I will discuss it very quickly. When we talk about what we’re doing in military space policy in the United States, there is a tendency to say, “We are interested in defensive space control; offensive space control we realize is kind of sen-sitive so we are going to be a little more careful about getting into that. Force application with space-to-earth weapons – that is really extreme and we are not thinking very much about doing that, but maybe at some point in the future.” It is important to keep in mind that when we are dealing with space strategy, offense and defense mean something different than they do in terrestrial strategy. In fact, if you compare air strategy to space strategy doctrine, the definitions are switched around. In air power, “offensive counterair” is about doing whatever you want over the enemy’s territory; “defensive counterair” is about keeping the enemy out of your airspace and protecting yourself. In space it is re-versed: offensive space control is shooting down his satellites and disabling or interfering with his satellites; defensive space control is about protecting your satellites. Defending your satellites is hard, because they are up there where there is nothing to hide behind, they go over the same time every day, that kind of stuff; interfering with them is challeng-ing, but it is a straightforward problem. That means that if you want to have very effective defensive space control, you may have to do very offensive things to do it. The thing that makes you worry about the safety of your satellites is that ground-based laser in downtown Beijing interfering with your satellites during a crisis over Taiwan; if you want to get rid of the laser, this is not an insignificant use of force. I am not saying that this doesn’t mean that some things you do involving space power are more provocative or less provocative than others, however – in fact, it is very important that you take this into account.

Active defensive space strategies such as avoidance and missiles fail—take too long to mobilize 

Schendzielos, 8 – major in the USAF, School of Advanced Military Studies (April 30, 2008, Major Kurt Schendzielos, “Protection in Space: A Self-Defense Acquisition Priority for U.S. Satellites”, http://www.dtic.mil/cgi-bin/GetTRDoc?Location=U2&doc=GetTRDoc.pdf&AD=ADA485553)

The responsiveness of any sort of active DCS measure, whether it be maneuvering the satellite, changing the configuration of the system to protect sensors, or relying upon traditional SACC measures such as using a cruise missile to destroy a ground-based ASAT is severely non-responsive and would not be an effective defense to save the satellite. Even advocates of space-based weapons admit that co-orbital space weapons would not be responsive enough to provide adequate protection. “As a defense, airplanes or cruise missiles would take hours or days to act, and intercontinental ballistic missiles, or ICBMs (assuming the needed accuracy could be achieved) up to forty-five minutes. But even a kinetic-energy weapon (such as a long-rod projectile) stationed in orbit would require some tens of minutes to arrive at a suitable orbital position, and five minutes to fall from a typical altitude of 450 kilometers.”103 Some space control experts counter that traditional offensive SACC measures would be effective after absorbing acceptable losses initially. “A single enemy ground-based laser could destroy only satellites within its line of sight, and the time necessary for other satellites to move into view would allow the United States time to target the site with conventional weapons, if its precise location were known. Consequently, an adversary would need multiple ground-based lasers or significant ground-based laser mobility to destroy many U.S. space assets.”104 With the most recent proliferation of laser technology and the increasingly lowered cost of building high powered lasers, it is conceivable that a nation like China could very well field such a robust threat. The discussion concerning effective active DCS methods is further complicated by the difficulty of detecting and properly characterizing an attack upon a given target satellite. Attack detection and characterization represents the fundamental stumbling block for any active DCS measure to be executed and be effective. Obtaining such information is characterized by the USAF as acquiring space situational awareness (SSA), and it is the highest priority for satellite defense research and development today per the direction of Secretary of the Air Force, the Honorable Michael Wynne.105 The program that encompasses the efforts to obtain SSA is RAIDERS (Rapid Attack Identification Detection and Reporting System). 
Both defensive and offensive capabilities are key to preventing and defeating attacks

Cynamon, 9 – colonel in the USAF (12 February 2009, Charles H., “DEFENDING AMERICA’S INTERESTS IN SPACE”, http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA539893&Location=U2&doc=GetTRDoc.pdf) 

Whereas dissuasion was deemed an “unresponsive” concept for technologically advanced near-peers, deterrence requires possessing defeat capabilities to counter more challenging and complex ASAT capabilities. Improved SSA and passive satellite defenses need further robustness against ASAT attacks originating on the ground (direct ascent ASAT, DE or RF weapons) and in space (co-orbital ASAT). Improved SSA must also support the needs of US active defenses (i.e., space weapons to defend against ASATs), requiring a space track “custody” concept (modeled after air traffic control) with precise accuracy and high-resolution in order to detect, track and discriminate targets from friendly assets.34 Should deterrence fail, the same measures described herein must be capable of defeating an attack. The defeat concept must deny, with high probability of mission success, would-be aggressors their desired benefits in attacking US space assets. While the diplomatic, economic, and informational means are the same as the deterrence concept, the military means are slightly different. In addition to passively and actively defending against the attack, the United States must have a means to rapidly reconstitute at least some portion of any capability destroyed or damaged by the attack. DoD’s ORS program seeks to improve routine space access as well as provide some measure of reconstitution through smaller, modular payloads. Finally, the military means should consider carrying out counterstrikes, preferably non-escalatory, against the adversary as a punishment mechanism to coerce against further ASAT attacks. 

The line between offensive and defensive weapons is blurred

Hays, 6 – a senior policy analyst with the Science Applications International Corporation (March 10, Pete Hays, “Toward a U.S. Grand Strategy in Space”, http://www.marshall.org/pdf/materials/408.pdf) 

This one is a little arcane, so I will talk about it very quickly. When we talk about what we’re doing in military space policy in the United States, there is a tendency to say, “We are interested in defensive space control; offensive space control we realize is kind of sensitive so we are going to be a little more careful about getting into that. Force application with space-to-earth weapons – that is really extreme and we are not thinking very much about doing that, but maybe at some point in the future.” It is important to keep in mind that when we are dealing with space strategy, offense and defense mean something different than they do in terrestrial strategy. In fact, if you compare air strategy to space strategy doctrine, the definitions are switched around. In air power, “offensive counterair” is about doing whatever you want over the enemy’s territory; “defensive counterair” is about keeping the enemy out of your airspace and protecting yourself. In space it is reversed: offensive space control is shooting down his satellites and disabling or interfering with his satellites; defensive space control is about protecting your satellites. Defending your satellites is hard, because they are up there where there is nothing to hide behind, they go over the same time every day, that kind of stuff; interfering with them is challenging, but it is a straightforward problem. That means that if you want to have very effective defensive space control, you may have to do very offensive things to do it. The thing that makes you worry about the safety of your satellites is that ground-based laser in downtown Beijing interfering with your satellites during a crisis over Taiwan; if you want to get rid of the laser, this is not an insignificant use of force. I am not saying that this doesn’t mean that some things you do involving space power are more provocative or less provocative than others, however – in fact, it is very important that you take this into account.

Even if war doesn’t escalate, desperate nations would not be deterred—takes out escalation solvency
Morgan, 1o – senior political scientist at the RAND Corporation (2010, Forrest E., RAND Corporation, “Deterrence and First-Strike Stability in Space”, http://www.rand.org/pubs/monographs/2010/RAND_MG916.pdf)

The longer a conventional war between the United States and an enemy capable of attacking space assets, the greater the pressure would be for escalation in both the terrestrial environment and space. Should the conflict expand in scope and expected duration in ways similar to major wars in the 20th century, the benefits of attacking satellite ground stations and other elements of the U.S. space-support ground infrastructure would grow and the prospective costs of doing so would shrink. Alternatively, even if the war were to remain confined in duration and geographic scope but escalate to the point at which the enemy felt threatened by prospects of regime change—and especially if that were the United States’ stated objective—then it would not be reasonable to expect that the United States could deter the enemy from resorting to any level of destructive attack in space, including the use of nuclear weapons, if it appeared that such actions might reduce the enemy’s chances of defeat. While one might question why an adversary would expend a valuable and probably limited resource on what might seem to be a senseless act of destruction, exploding one or more nuclear weapons in space while keeping others in reserve to hold regional terrestrial targets at risk could, in some circumstances, be a rational and plausible tactic.19 As serious as such an act would be, it would, without directly taking human life, effectively signal that severe levels of escalation in the terrestrial domains were imminent if the United States did not desist in pressing the offensive. Such an act would doubtless make the perpetrator a pariah in the international community, but many world leaders would consider that outcome preferable to losing their regimes and, potentially, their lives. 
X – Deterrence 
Aggressor states would attack space assets no matter the risk or threat associated with an attack—asymmetric response is too risky for US
Morgan, 1o – senior political scientist at the RAND Corporation (2010, Forrest E., RAND Corporation, “Deterrence and First-Strike Stability in Space”, http://www.rand.org/pubs/monographs/2010/RAND_MG916.pdf)

Putting these considerations in the context of space, in a confrontation before the onset of war, threats to bomb targets in an adversary’s capital or other major cities in response to a destructive attack on a U.S. satellite might be doubted, given the dubious linkage, escalation risks, and probable casualties and collateral damage that such a response would entail. Carrying out such a threat would require applying force in a highly escalatory manner that, depending on the broader geopolitical circumstances,10 might be condemned in domestic and world opinion, despite the fact that the adversary would have technically crossed the threshold of hostilities first by launching an attack in space that destroyed one or more satellites. That attack would not have taken human life directly, nor would it have been easily observable to third parties. Weighing these considerations, the adversary might well conclude that such a threat is a bluff and risk attacking orbital assets. Threats to respond with punitive strikes against ASAT launchers, ground-based directed-energy weapons, or other portions of the adversary’s counterspace architecture, such as tracking systems or command-and-control nodes, would have better linkage in that they are more clearly relatable to the act to be deterred. However, these threats might also be doubted in many scenarios because carrying them out would likely result in horizontal escalation. Such targets are likely to be outside the area in which the limited conflict is being fought. Striking them would broaden the scope of the conflict, inviting the enemy to respond with its own attacks on targets outside the area of operations. Even if believed, the threats might lack potency, given the resiliency of dispersed networks and the difficulty of finding and destroying mobile weapon systems.11 Moreover, the adversary might not attach a high cost to the prospective loss of ASAT infrastructure if it believed that it could inflict severe and irreparable damage on U.S. space assets before effective counterstrikes could be carried out. Threats made in efforts to deter reversible-effects attacks before the onset of lethal hostilities suffer even more from defects in linkage and proportionality, and those made after combat has ensued would be largely irrelevant from a deterrence perspective. 

Deterrence fails as long as we’re still vulnerable – depends on psychology and induces international backlash

Sheldon 8 – Ph.D. Marshall Institute Fellow and Visiting Professor School of Advanced Air and Space Studies Maxwell AFB (John, November, “Space Power and Deterrence: Are We Serious?”, http://www.marshall.org/pdf/materials/616.pdf WSX)

It is commonplace, if not universal, for defense officials and punditry to acknowledge the vital role of satellites in the maintenance and execution of U.S. national security across the entire spectrum of war. Certainly, very few would argue — and argue plausibly — that the plethora of satellites at the disposal of the U.S. government is of marginal importance. Given this widespread acknowledgement of the vital role of U.S. national security space systems, it might be thought that the assurance of the U.S. national security space mission, such as measures to defend vulnerable satellite systems, would not only be a priority of the national security community, but would in fact be well under way.

Alas, talk is cheap. Despite the continuing integration of space throughout the U.S. military, as well as the recognition abroad of the vital strategic utility of space for a growing number of countries, U.S. national security space systems remain vulnerable to disruption and attack.

More recently, however, policy makers have been considering the possibility of deterring attacks against U.S. satellites, a development that would be encouraging except for the yawning gap between the intention to deter and the continuing vulnerability of U.S. satellite systems. Deterring attacks against U.S. satellite systems is a perfectly good idea, but the intention lacks credibility so long as key vulnerabilities remain unaddressed.

Deterrence Is Back

Of course, deterrence never really went away, but it is certainly back in vogue. It is sad, but true, that concepts such as deterrence are always rediscovered by those easily captured by fads, much as the wheel is continually rediscovered in our goldfish-bowl media age. This said, a brief overview of deterrence is provided.

Deterrence is the attempt to persuade an adversary by the threat of force (and other measures) not to pursue an undesirable course of action. As a result, to be deterred is a state of mind, something that is not easily quantifiable for measuring success in attempts to deter. Given that deterrence is essentially an exercise in psychological manipulation in order to modify, or prevent, modes of behavior, it is fraught with uncertainty. Deterrence fails — and throughout strategic history, has failed often — because the object of deterring measures fails to notice them, does not find the measures credible, or is pursuing an agenda sufficiently important enough to its interests that it is prepared to ignore the deterrence attempt.

Because deterrence fails it has been much maligned in recent times. The task of deterring apocalyptic terrorism and WMD-armed rogue states certainly pose significant challenges for deterrence. Instead, preemptive and preventive force has been as a means of dealing with these threats. The problem, as Colin S. Gray points out, is that the use of preemptive and preventive force is similarly encumbered with uncertainty, and entails much risk of military failure and damaged reputation. Similarly, diplomatic inducements — such as offers of arms control negotiations — are equally uncertain in their prospect for success.2 The problem for U.S. policy makers immersed in a distinctive American strategic culture is that whatever approach to security is adopted, it carries a significant risk of failure. The military historian John Shy argues convincingly that American strategic culture has become accustomed to a large degree of certainty in its security affairs, thanks in part to the unique geographical position of the United States and a large measure of fortune.3 The United States is unique in enjoying this degree of certainty in its defense arrangements. As a result, the inherent uncertainties of strategy continue to be a source of profound discomfiture for an American strategic culture that strives for certainty beyond doubt.

This inherent uncertainty of deterrence seems at first glance to contradict the widely held belief that deterrence during the Cold War was a resounding success. After all, this line of thinking goes, nuclear annihilation never took place so obviously deterrence worked. Perhaps it did, or maybe we just got lucky. Perhaps the Soviets had little or no intention of starting a Third World War, despite U.S. attempts at deterring Moscow. The wider point is that we just do not know, and any notion that we can rest on our laurels because we have tried and tested ways to deter any adversary should be treated with deep skepticism and profound caution. In deterrence, we can only do our best and hope that the adversary is deterred and the only way of mitigating the inherent uncertainty is to prepare for deterrence failure.

If it is to be successful (and remember, we can never really know whether deterrence is really successful) deterrence needs all the help it can get. Among the measures required to assist the prospects for deterrence success are the following:

Deterrent threats must be credible: if a deterrent strategy rests on military threats then wellequipped, trained and organized military forces are required to back up such threats. Furthermore, those military forces should be enabled by plausible doctrine, robust and comprehensible command and control arrangements, and their use authorized by policy. Similarly, if a deterrent strategy rests on the threat of some form of diplomatic or economic sanction, then the appropriate means, authorities, and allies are required to back up and enable such threats. The absence of any of these measures can undermine deterrence credibility.

Common agreement within political, policy, and military circles as to who needs to be deterred and how. Deterrence must also be politically credible, and if doubts about the policy or means of deterrence exist substantially within the leadership of a polity, then the object of deterrence may be forgiven for assuming that the polity in question is not entirely serious. Talking deterrence down — or even a fundamental misunderstanding of what deterrence is supposed to achieve — can be fatal to successful deterrence.

Seeing beyond deterrence: even if all diplomatic and military measures are in place, and political and policy consensus is achieved, deterrence can still fail. The issue then becomes one of survival. Can diplomatic resources and military forces still be marshaled to defend interests and continue operations? If the security strategy of a government rests solely on the maintenance of successful deterrence then all is lost when deterrence proves to be less than perfect.

X – Offensive Key

Perception of offensive weaponization is key to stop conflict—ensures retribution, increases costs of attack, and even if tech failed, terrestrial capabilities solve 

Morgan, 1o – senior political scientist at the RAND Corporation (2010, Forrest E., RAND Corporation, “Deterrence and First-Strike Stability in Space”, http://www.rand.org/pubs/monographs/2010/RAND_MG916.pdf)
Important as they are, norms alone will not deter aggression in space. When confrontation turns to crisis and it begins to appear that war is inevitable, the international political costs of violating peacetime norms of behavior pale in comparison to the costs of not taking action to reduce a dangerous adversary’s warfighting capabilities. However, fortifying taboos against attacking space assets would strengthen deterrence in another important way: It would bolster the credibility of U.S. threats to punish any state that violated the norm. As the space warfare taboo strengthens, U.S. policymakers could capitalize on leverage from it to generate support for diplomatic and economic sanctions against states that openly develop and test weapons for attacking satellites. More importantly, a firm stance condemning aggression in space, coupled with a national space policy that explicitly threatens those who attack space assets with severe punishment in ways, times, and places of the United States’ choosing, would bolster the credibility of U.S. threats to strike targets in the terrestrial domain in retribution for attacks on U.S. space assets. The aim of U.S. declaratory policies and strategies should be to manage perceptions: The international community should be conditioned to accept the justice of punishing space aggressors in the terrestrial environment and support the United States in its use of lethal force to do so. Potential adversaries, in turn, should be conditioned to take seriously U.S. threats to strike terrestrial targets in exchange for attacks on its satellites. Granted, carrying out such threats could be highly escalatory in some scenarios, but that is exactly the point. If, by the consistent nature of U.S. policies and the explicit nature of U.S. statements, potential adversaries are convinced that the United States would inexorably carry out its threats regardless of the risks—indeed, were they led to believe that U.S. leaders had placed themselves in a position in which they could not do otherwise—the last clear chance to avoid catastrophic escalation is put squarely on the adversaries’ shoulders. It places on them the onus of triggering a chain of events that might lead to a wider war.10 As previously stated, the United States should also continue research on capabilities for attacking enemy satellites. Although a simple tit-for-tat exchange of satellites would not work to U.S. strategic advantage, potential enemies must not be allowed to believe that they could attack U.S. satellites without suffering costly losses to their own orbital assets in return. To make such deterrent threats credible, capabilities to carry them out would be needed, but until technological advances overcome the inherent vulnerability of satellites, all capabilities for attacking enemy space systems should be based in the terrestrial domain to better protect them and minimize first-strike instability in crises and war. To remain consistent with a national space policy as outlined here, the purpose of such systems would be to provide a credible deterrent threat of retribution and, failing that, viable capabilities for defending the nation’s security interests in space. Any accusations that such capabilities are intended for dominating space or denying other states’ access to that domain should rightly be dismissed as contrary to U.S. policy except when employed in response to an aggressor’s first strike. 

1nc Heg

Hardening trades off with capability – defensive measures have diminishing returns
Harrison et al. 09 – director of the Eisenhower Center for Space and Defense Studies (Roger, Collins G. Shackelford, and Deron R. Jackson, “Space Deterrence:  The Delicate Balance of Risk,” Space and Defense, a scholarly journal of the US Air Force Academy for the Eisenhower Center for Space and Defense Studies, Summer 2009, http://web.mac.com/rharrison5/Eisenhower_Center_for_Space_and_Defense_Studies/Space_Deterrence_files/Space_and_Defense_3_1%20Space%20Deterrence.pdf)

Difficulties of Defense in Space 

The categories of direct, offensive threats to satellites have been very well understood for at least four decades. These divide, generally speaking, into physical threats – impact (kinetic kill) or proximity explosion – and electro-magnetic threats, EMP, laser, high power microwaves, neutron beam. Both types of attack can in theory be delivered by either terrestrially-based or space-based weapons. The options for defense of satellites have also been understood: hardening, maneuver and various guardian or self-defense satellite schemes. Given limitations on mass, satellites designers are faced with trade-offs between capability, service life, and defense. Generally speaking, they have made the choice of maximizing capability. This is true of the large satellites that form the backbone of U.S. strategic space and of the next generation of satellites, including GPS- III. 23 Given the state of satellite technology when these design decisions were made, they appear in retrospect to have been made with good reason. Capability was maximized. The operating environment remained relatively benign, at least as regards hostile attack. Even if designers had assumed a more hostile environment, it is not certain they would have altered fundamentally the tradeoff between capability and defense. Some space capabilities, especially reconnaissance and communication, required large structures in fixed orbits which are inherently easier to target and therefore more difficult to defend. Some defensive measures repay their cost, but with diminishing returns. For example, a satellite can be hardened against EMP and equipped to counter laser dazzling. It can be given some maneuver capability. But it cannot be hardened to defend against KE attack; maneuver is limited by on board fuel supplies (which are also needed for station keeping and against the contingency of maneuver to avoid space debris). Finally, defense against jamming and laser attack may require, in effect, shutting down operations temporarily – which is all a potential adversary may require. 

Military satellites are not vulnerable to electronic jamming—military innovations in GPS and internet
SSI, 10 – Space Security Index published by a group of aerospace experts at spacesecurity.org  (August 2010, Governance Group and Advisory Group, “Space Security 2010”, spacesecurity.org, http://www.spacesecurity.org/space.security.2010.reduced.pdf)  

Satellite communications links require specific electronic protection measures to safeguard their utility. Although unclassified information on these capabilities is difficult to obtain, one can assume that most space actors, by virtue of their technological capabilities to develop and operate space systems, are also able to take advantage of simple but reasonably robust electronic protection measures. These basic protection capabilities include: 1) data encryption; 2) error protection coding to increase the amount of interference that can be tolerated before communications are disrupted; 3) directional antennas that reduce interception or jamming vulnerabilities, or antennas that utilize natural or manmade barriers as protection from lineof-sight electronic attacks; 4) shielding and radio emission control measures that reduce the radio energy that can be intercepted for surveillance or jamming purposes; and 5) robust encryption onboard satellites. 7 Sophisticated electronic protection measures were traditionally unique to the military communications systems of technologically advanced states, but they are slowly being expanded to commercial satellites. These advanced protection capabilities include: 1) narrow band excision techniques that mitigate jamming by using smaller bandwidth; 2) burst transmissions and frequency-hopping (spread-spectrum modulation) methods that communicate data in a short series of signals or across a range of radiofrequencies to keep adversaries from “locking-on” to signals to jam or intercept them; 3) antenna side-lobe reduction designs that mitigate jamming or interception vulnerabilities by providing more focused main communication beams and reducing interference from jamming in the sidelobe regions; and 4) nulling antenna systems (adaptive interference cancellation), which monitor interference and combine antenna elements designed to nullify or cancel the interference. 8 During the Cold War the US and the USSR led in the development of systems to protect satellite communications links. The US currently appears to be leading in the development of more advanced capabilities. For example, US/NATO Milstar communications satellites use multiple anti-jamming technologies, employing both spread-spectrum modulation and antenna side-lobe reduction. Adaptive interference cancellation is being developed for nextgeneration satellites. 9 Through its Global Positioning Experiments project, the US has also demonstrated the ability of GPS airborne pseudo-satellites to relay and amplify GPS signals to counter signal jamming. 10 The US and several other countries, including Germany and France, are developing laser-based communications systems, which could provide a degree of immunity from conventional jamming techniques, in addition to more rapid communications; however, these developments involve significant technological challenges. 11 The US is also moving forward with the establishment of a Cyber Command (USCYBERCOMM) responsible for the military’s Internet and other computer networks, 12 as discussed below. In response to several jamming incidents in past years allegedly attributed to the Falun Gong, in 2005 China launched its first anti-jamming satellite, the Apstar-4 communications satellite. 13 China has also reportedly upgraded its Xi'an Satellite Monitoring Center to diagnose satellite malfunctions, address issues of harmful interference, and prevent purposeful damage to satellite communications links. 1 

AT: Commercial Solves Heg
Commercial satellite associations are global in nature means they don’t solve perception of US leadership

Cavossa 06 – Executive Director of the Satellite Industries Association, hearing chaired by representative Terry Everett, Witnesses:  Lieutenant General C. Robert Kehler, USAF, US Strategic Command; Ed Morris, Director of the Office of Space Commercialization; Dr. Michael O’Hanlan, Senior Fellow at the Brookings Institution (“ Hearing of the Strategic Forces Subcommittee of the House Armed Services Committee,” 2006, Proquest)


REP. LARSEN: And that number's a worldwide number, though? MR. CAVOSSA: That $90 billion is a worldwide number, yes. REP. LARSEN: So there's other activities with other governments and your industry, your association is made up of companies from all over the world? MR. CAVOSSA: Yes. REP. LARSEN: Not just U.S. based. MR. CAVOSSA: Yes. REP. LARSEN: In your testimony, you mentioned several suggestions. One of them was to rationalize -- in your written testimony -- was to rationalize current satellite export control laws and their impact on the U.S. economy, national security. I think in your spoken or oral testimony you said, improve export control laws. Can you please be detailed in explaining to the committee what you mean by that? MR. CAVOSSA: Sure. The commercial satellite industry has been very focused on the U.S. export control licensing process for quite some time now. As you may be aware, licensing for commercial satellites was moved from the Commerce Department to the State Department in the late 1990's and the industry has been very concerned with that since then. We think that there's a competitive disadvantage when the U.S. government licenses commercial satellites and their components as a weapon, as ammunition, and other countries don't; they license them as a commercial duel-use item. So our manufacturers and our industry is on a competitive disadvantage -- has a competitive disadvantage. 

AT: Econ Impact

Economic decline from satellite attack isn’t a high risk – other infrastructure more vulnerable

Mueller 03 - PhD and Political Scientist @ RAND (Karl, October, “Totem and Taboo: Depolarizing the Space Weaponization Debate” http://www.gwu.edu/~spi/assets/docs/Security_Space_Volume.Final.pdf WSX)

Economic Vulnerability

The third inevitability argument is that as space systems become more and more economically important to the United States, these assets will naturally become attractive targets of attack for rival states, terrorists, and other enemies, and therefore it will be necessary to place weapons in space in order to protect them.38 American industry, commerce, and civil society do indeed depend heavily and increasingly on space systems for communications, navigation, weather prediction, and many other functions.39 However, it is far from clear that attacking U.S. commercial space assets would automatically appear worthwhile to an enemy seeking ways to hurt the United States, or that protecting them would necessarily require weapons in space.

In the abstract, it is apparent that an enemy seeking to harm or to intimidate the United Sates might want to attack important satellites, potentially causing disruption of the services they provide, destroying expensive pieces of American infrastructure, and possibly even causing significant damage to the U.S. economy. However, an enemy that wanted to achieve such a result against the United States could do so far more easily by attacking something other than satellites in orbit, and unlike satellites, most of these targets can be attacked without first developing or acquiring specialized weapons for one exotic target set.40

Attacking satellites is certainly possible, but crippling or destroying a small object hundreds of miles overhead moving at 17,000 miles per hour (to say nothing of satellites at higher altitudes) is considerably more challenging than doing comparable damage to targets such as ships, airliners, bridges, dams, pipelines, computer networks, office buildings—the list could go on almost indefinitely.41 That such targets are not attacked on a regular basis is due mainly to the relatively small numbers and limited capabilities of serious terrorist enemies, not to any great degree of protection for these assets. Increased defensive measure since 11 September 2001 have done little to alter the relative difficulty of attacking space and terrestrial targets. Moreover, if an enemy did want to disrupt the use of American satellites, attacking their ground communications stations and launch facilities might well be more effective than striking satellites in orbit, as well as much easier.

The short-term effect of a loss in space-based capabilities on the economy would be relatively minor
Federal News Service 06 – Chaired by representative Terry Everett, Witnesses:  Lieutenant General C. Robert Kehler, USAF, US Strategic Command; Ed Morris, Director of the Office of Space Commercialization; David Cavossa, Executive Director of the Satellite Industries Association; Dr. Michael O’Hanlan, Senior Fellow at the Brookings Institution (“ Hearing of the Strategic Forces Subcommittee of the House Armed Services Committee,” 2006, Proquest)

MR. MORRIS: Mr. Chairman, I'd like to give you kind of the broader economic perspective. As we talked earlier, a lot of the systems -- or part of space systems are part of, if you will, the integrated approach to things. And, as you know, space has surely made a lot of our lives easier on a day-to-day basis, so if we were to lose these capabilities, I think we would step back into the past. But I do think that the economy would still, obviously, flourish and people, on a day-to-day basis, may have a more difficult time doing the things that they would normally do because we've become more, if you will, reliant on space-based capabilities.
But I still believe that everyone could go on with their daily lives, albeit a little more difficult. So, in the short term, I would say -- and I'll also, I guess, not want to put a number on it, but in the short term, I would say the impact would be relatively minor. However, over the long term, if we were forced to step back in to the past and not have space-based assets like GPS, commercial remote sensing and other capabilities, over the long term it could have a more dire or more significant impact on the overall economy.



AT: Nuke Threat

Nuclear weapon launch into orbit is unlikely – acquisitions, uncontrolled radiation, and international treaties

Baines 03 - senior policy adviser (Science and Technology) at Foreign Affairs Canada (July, Phillip J., “Prospects for ‘Non-Offensive’ Defenses in Space,” http://www.isn.ethz.ch/isn/Digital-Library/Publications/Detail/?ots591=cab359a3-9328-19cc-a1d2-8023e646b22c&lng=en&id=14393 wx)

Finally, a nuclear weapon detonated in outer space will affect the adsorption of radio-frequencies by the Earth’s atmosphere, especially between 60 and 80 km in altitude. Higher frequency transmissions are less susceptible to this effect than lower frequency transmissions.10 Russia, the United States, China, the states forming the European Space Agency (ESA), Ukraine, India, Israel and Japan all possess space launch vehicles capable of launching a nuclear warhead into orbit. In addition to these countries, Pakistan, Iran, North Korea, and Saudi Arabia possess medium-range ballistic missiles that could lob a nuclear warhead into outer space.11 Not all of these states, of course, are known to possess such warheads. In addition, hostile acts can be deterred with the consequences of a robust response to such aggression. The likelihood of a terrorist acquiring both a nuclear weapon and a ballistic missile to explode it for its EMP effects is judged by U.S. Air Force General (ret.) Robert T. Marsh to be “so unlikely and difficult to achieve that I do not believe it warrants serious concern at this time.”12 Historically, both the United States and the former Soviet Union have demonstrated nuclear-tipped anti-satellite or ballistic missile defense interceptors. As ASAT weapons, nuclear weapons have several strategic, political, and legal disadvantages; they can only be used at the nuclear level of conflict and when they are used they may damage unhardened friendly and neutral satellites at ranges that can be very large. EMP effects can also harm the critical information and electronic infrastructure of industrial societies on Earth within the line of sight of the nuclear detonation. Finally, orbital nuclear weapons would contravene Article IV of the 1967 Outer Space Treaty; testing of nuclear weapons in outer space would contravene the 1963 Limited Test Ban Treaty; and exploding a nuclear warhead in outer space to modify the space environment for military purposes would be at odds with the 1977 Environmental Modification Convention. 

AT: ORS

Operationally responsive space (ORS) isn’t able to prevent effective pre-emptive strikes
Harrison et al. 09 – director of the Eisenhower Center for Space and Defense Studies (Roger, Collins G. Shackelford, and Deron R. Jackson, “Space Deterrence:  The Delicate Balance of Risk,” Space and Defense, a scholarly journal of the US Air Force Academy for the Eisenhower Center for Space and Defense Studies, Summer 2009, http://web.mac.com/rharrison5/Eisenhower_Center_for_Space_and_Defense_Studies/Space_Deterrence_files/Space_and_Defense_3_1%20Space%20Deterrence.pdf) *gender modified

Another approach for dealing with the inherent difficulties of satellite defense is “operationally responsive space” (ORS). Like other space strategic concepts, ORS has taken on several meanings. The one most discussed, however, is the Air Force proposal to launch on short (30-day) notice satellites to replace those destroyed by hostile action. The advent of entrepreneurial companies promising “cheap launch” has given some impetus to this idea. But cheap launch has not been demonstrated, and even if it could be, an ORS program would likely require considerable investment. Moreover, a prudent attacker preempting against U.S. satellites would enhance chances of success by retaining second and third strike capability with far less expenditure of resources than we would require to replace the assets he/she destroys. Although the U.S. would retain the option of attacking the ground installations supporting this second or third wave, counter measures – viz. launcher mobility – are well within the capability of major space-faring nations. Ground-based laser or pulse weapons could be dispersed and disguised, or based in unwitting third countries. The satellites replacing those destroyed would presumably be lighter, deployed in LEO where they would be less resistant to attack and only available after some delay. That might be a conceivable option in the era of large and protracted conventional war (if the problem of survivability of the satellites could be resolved). But technology has made sudden attacks to gain territory or for tactical advantage more likely, and against this sort of attack, a month-long loss of initiative could well be fatal. 

AT: Space Control
*CP’s*

Bumper Shields Solvency
Current satellites don’t bear bumper shields making them uniquely vulnerable to micrometeoroids and orbital debris – equipping the satellite with these shields mitigates the impact
Schonberg 09 – works at the Civil, Architectural and Environmental Engineering Department at the Missouri University of Science and Technology (William P., “Protecting Earth-orbiting spacecraft against micro-meteoroid/orbital debris impact damage using composite structural systems and materials: An overview,” Advances in Space Research, 11/23/09, science direct)

1. Introduction

Spacecraft that are launched to operate in Earth orbit are susceptible to impacts by micrometeoroids and pieces of orbital debris (MMOD). These impacts can occur at extremely high speeds and can damage flight- and mission-critical systems. As a result, spacecraft designers must be aware of the response of various spacecraft components and structural elements under high speed impact loading conditions. Precautions must be taken to ensure that a spacecraft’s operation and functional units are not compromised when it is (inevitably) struck by an orbital debris particle or by a micrometeoroid.

Of course, the effect of a MMOD particle impact on a spacecraft depends on where the impact occurs, the size, composition, and speed of the impacting object, the function of the impacted system, etc. The result of such an impact can be minimal (a small hole or crater on a remote non-functional spacecraft surface), or it can degrade a functional spacecraft component (overlapping pits on a mirror or telescope lens), or it can compromise spacecraft functionality, even to the point of loss of life (a perforated module on the International Space Station).

The traditional approach to mitigating damage that would be caused by such impacts consists of placing one or more “bumper” shields small distances away from the primary load-bearing “inner wall” of the spacecraft. Behind the inner wall of such a multi-wall system, as in the case of the International Space Station (ISS), for example, are located the equipment racks, crew quarters, science experiment hardware, etc. This concept was first proposed in 1947 as a means of mitigating the potentially hazardous effects of micrometeoroids and, within the last three decades, orbital debris. This “bumper” derives its effectiveness by shattering the projectile and converting it from a discrete concentrated mass to a wide-angle spray of much smaller particles, some of which could even be in a molten or gaseous state.

However, most satellites launched into Earth orbit, and even some manned spacecraft (such as the Space Shuttle), are constructed with honeycomb sandwich panels as their primary structural load bearing elements without a bumper shield because design, cost, and/or mission constraints prevent the inclusion of a protective shield. In these cases, the load-bearing honeycomb sandwich panels (HC/SPs) also serve as the protection systems for the spacecraft components that are located behind them, such as electronics, avionics, fuel cells, pressure vessels, etc.

In order to perform a risk analysis for a particular spacecraft under a specific mission profile, it is important to know whether or not the impacting particle (or its remnants) will exit the rear of a spacecraft wall system, whether it is a “Whipple-type” multi-wall system or a “single” HC/SP wall. This issue, that is, whether or not the ballistic limit of a spacecraft wall system will be exceeded under a given set of impact conditions, has been studied extensively over the last five decades by many investigators. A variety of different ballistic limit equations (BLEs) have been developed for many different types of structural wall configurations. For an overview of the various efforts performed in the areas of BLE development spacecraft protection against damage caused by MMOD impacts from the late 1950s through the early 2000s, the reader is referred to the work of Schonberg (2001).

Code of Conduct Solvency

Code of Conduct solves the aff – minimizes chance of collisions, jamming, and destabilizing behavior

Schulte 11 – deputy assistant secretary of defense for space policy   (Gregory, February 9, “The Final Frontier”, http://www.foreignpolicy.com/articles/2011/02/09/the_final_frontier?page=0,1 WSX) 

Rules of the Road

To confront these challenges, the new National Security Space Strategy begins the process of outlining the rules of the road when it comes to space.

The current body of international space law resides in the 1967 Outer Space Treaty (OST) and its associated conventions. While the OST is a good departure point, a clearer definition of responsible behavior can help minimize the chances for mishaps, misperception, and mistrust in space.

Rules can help the United States minimize the chance of collisions in space, reduce unintentional radio frequency interference, maximize the use of crowded orbits, and discourage destabilizing behavior such as intentional interference with space systems in times of crisis. Rules encourage good conduct but also provide a way to hold accountable those who would engage in malign acts.

As a first step in developing rules, we are working closely with the State Department to evaluate the European Union's proposed code of conduct for the use of space and are encouraging other space-faring countries, including Russia, China, and India, to do the same. We are considering what further measures of transparency, verification, and confidence-building can enhance the stability of space. And we are working with the State Department to establish and conduct bilateral and multilateral space security dialogues with existing and emerging space-faring nations to encourage increased transparency and confidence building measures.

Negotiating not to weaponize space with China solves prolif and increases transparency—reduces risk of conventional conflict
Blazejewski, 8 – in private practice, master’s degree in public affairs from the Woodrow Wilson School at Princeton University and his JD degree from NYU Law (2008, Kenneth S., “Space Weaponization and  US-China Relations”,  Air University, Strategic Studies Quarterly, http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA509492&Location=U2&doc=GetTRDoc.pdf)

A second reason for US commitment not to place weapons in space is the negotiating leverage such a concession would provide. Of course, such leverage cannot be taken for granted. Rather, agreement not to weaponize outer space could be loosely conditional on making progress in other areas of US security. There are at least three areas where the United States could expect to gain concessions from China in return for a commitment not to weaponize space. First, China’s participation at the CD strongly suggests that it might be willing to begin negotiations on an FMCT, a top security priority of successive US governments, if the United States agrees to negotiate on space weapons. 54 Since China’s commitment to the FMCT can facilitate the FMCT commitments of India and Pakistan, its participation is critical. 55 Second, the United States can demand greater support from China on the Proliferation Security Initiative. The PSI, which seeks to prevent illicit sea and air transport of fissile material, has been identified by the Bush administration as a key program in reducing the possibility of acquisition of nuclear weapons by a terrorist organization. To date, China’s muted opposition to the PSI stands as one of the greatest impediments to a fuller development of the initiative. 56 Chinese cooperation could be vital to this program’s success. Third, the United States should demand greater transparency in Chinese military planning, especially with regard to ASAT and space-focused programs. Such transparency, long sought by US defense officials, would reduce the likelihood of potential conflicts over speculative intelligence and give the United States greater insight into how military decisions are made (and whether China indeed suffers from a stovepiped bureaucracy). I argue that progress in each of these three areas would represent a greater security gain than proceeding with the weaponization of space. If the United States is able to negotiate a quid pro quo in one or all of these areas in return for a commitment not to weaponize outer space, the agreement would represent a clear US net security gain.

Cheating on arms control agreements is impossible—and if China cheated, the treaty could result in weaponization that solves better
Blazejewski, 8 – in private practice, master’s degree in public affairs from the Woodrow Wilson School at Princeton University and his JD degree from NYU Law (2008, Kenneth S., “Space Weaponization and  US-China Relations”,  Air University, Strategic Studies Quarterly, http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA509492&Location=U2&doc=GetTRDoc.pdf)

A third reason for the United States to agree not to launch weapons into outer space is that such an agreement need not threaten two stated US interests— protection of satellites and the development of a limited BMD system. Before turning to each of these issues, it is necessary to note two potential problems with a decision to forgo space weaponization. First, as stated above, there is no guarantee that China does not plan to develop its own robust ASAT and space weapons programs regardless of US activity in this area. “Space racers” doubt that a US commitment not to place weapons in space will influence China’s policy on space weaponization. Ultimately, cheating is a risk that countries run whenever they agree to be bound by a shared international agreement. However, certain factors significantly reduce this risk. First, while the secret development of space weapons technology might be possible, any effort to deploy or test space weapons will be clearly visible to the international community. 57 Without the capacity to test, any space weapons program will be stifled at an early stage of development. Second, there is little reason to think that in the foreseeable future the technological capacity of the United States would fall far behind that of any state planning to launch space weapons. A commitment not to deploy weapons does not mean that all research and development must cease immediately. Once it becomes clear that a state is preparing to launch space weapons, the United States could respond by executing its own space weapons contingency plan. Third, as stated above, space weapons are relatively easy targets for ASAT attack, a feature that can work in the interests of the United States if others deploy first. Fourth, a universal ban on space weapons would engender a normative framework that would justify a swift reaction by the United States, such as the deployment of its own space weapons or ASAT attack if another country violated the ban first. Finally, if the United States is able to negotiate for greater transparency in Chinese military planning, as suggested above, it would reduce the possibility of a surprise Chinese launch. 

Only United States’ actions can signal China to stop counter-space operations and avoid an arms race

Clark 9 – M.A. in Diplomacy and Military Studies (Dereck, September 18, “The Great Leap Upward: Implications of China’s Rise as the Third Player in the Fourth Battlefield for U.S. Security”, http://www.hpu.edu/CHSS/History/Graduate%20Degree/MADMS%20Theses/files/2/Dereck_A_The_Great_Leap_Upward_HPU_Masters_Thesis.pdf WSX)

For years, China has publicly spoken out against the militarization of space and has been a proponent of a treaty that would prevent the weaponization of space by the U.S. and all other space-faring nations. Whether or not the Chinese are sincere in their public statements and diplomatic efforts regarding this issue is yet to be determined. However, China’s pursuit of a multi-dimensional counter-space arsenal, their 2007 test of a kinetic kill ASAT weapon, and their overall lack of transparency surrounding military applications of their space program makes four points abundantly clear that their public diplomatic initiatives do not: 1.) China views the space domain as the high-ground where aspects of all future conflicts will take place and is actively preparing for this reality; 2.) China views the U.S. as dependant on its space systems as a facilitator of its military advantages and has highlighted this as an Achilles heel that must be exploited in any future war with the U.S. involving space assets; 3.) China has singled out the U.S. as its most likely and its most formidable opponent in any future space war and consequently, U.S. dominance in space is threatened as never before; 4.) As China’s interests and capabilities in space continue to grow, it will look to develop ways to protect its interests and reduce its own growing vulnerabilities.

As a result of this reality and after a decade of U.S. attempts to frustrate China’s military space capabilities, it appears these attempts have reached a critical point of failure. While this dilemma has no easy solution, the U.S. must face this situation head on and retake the initiate in its dealings with China on this critical issue. So how should the U.S. respond to China’s growing space ambitions and the related threats posed by their pursuit of multi-dimensional counter-space capabilities? The U.S. must come to terms with the fact that China seems to have made the longterm decision that it is in a struggle with the U.S. over an assortment of security issues and that preparing for potential military conflict necessitates the ability to detect, delay, damage, and destroy U.S. military space systems. Although the Chinese may have already made this fundamental calculation about their endgame in space, the U.S. should seek opportunities to reengage China on military space issues and how to promote a more stabilized international space regime.

At the same time, the U.S. must ask itself the same question regarding their long-term objectives in space. As Eric Hagt puts it; “What is the endgame for the United States in space? If the answer is to maintain a strategic advantage, even relative dominance, in space without necessarily weaponizing it, then there is hope for averting an arms race in space.”251 It is imperative to understand that the U.S. and China, as a result of their current military space capabilities, have already entered into a world of no return. Space has already become militarized and these developments cannot be un-invented. Since the U.S. relies so heavily upon its satellite systems and other space assets for its military operations (as well as civilian/commercial livelihood), asking the U.S. to simply give up these capabilities is both illogical (on China’s part) and unwise from many stand points (economically, militarily, security-wise, etc) As such, the question that begs to be addressed is how to best limit rising U.S. vulnerabilities in space in the context of Chinese competition?

Put succinctly, a space arms race between the U.S. and China is not necessarily ongoing or imminent but its likelihood will greatly depend on how the U.S., as the sole superpower in space, handles this brewing security dilemma.

To start, focused diplomatic efforts should be utilized by the U.S. to foster a SinoAmerican strategic dialogue where the U.S. could highlight its self-imposed restrictions on space militarization and detail how future aggressive steps in space by China could diminish these restrictions. Rules of the road and other confidence-building measures should also be implemented into discussions between the Chinese and Americans. Such rules should include a kinetic kill ASAT testing ban for both parties as well as discussions on other ways to minimize increasing space debris. As mentioned previously, such a dialogue would be useful in mitigating future tensions between the U.S. and China over space issues and help promote a more stable space environment over the long-term. In any event, one thing remains certain; the U.S. must make a better effort to understand PLA and CCP thinking on their objectives in space, their intentions with the 2007 ASAT test, and their ideas regarding space stability.

Code of Conduct boosts international leadership and mitigates threats to our space assets – also pushes China to sign the fissile materials cut-off treaty 

MacDonald 9 – Former Navy Vice Admiral (Bruce, March 18, “Testimony to Strategic Forces Subcommittee House Armed Services Committee”, http://i.cfr.org/content/publications/attachments/_Testimony_031809.pdf WSX)

Diplomacy and Arms Control

One important drawback of current U.S. space policy is its explicit rejection of space arms control. The U.S. literally was alone in the UN and elsewhere on space arms control issues, which eroded our international leadership in this area with our allies and allowed Russia and China to credibly mischaracterize our stance as provocative and hostile. The Bush administration was interested in voluntary steps on code of conduct, rules of road, and especially space debris, which was commendable but needed more emphasis than it received. My colleague Michael Krepon has done fine work on the code of conduct issue over the years; I highly recommend it to this Subcommittee and believe it offers a good early opportunity for U.S. diplomatic leadership in space.

The space dependence of our military power suggests we could gain from diplomatic attempts to limit space threats, yet we have done little. The choice was never arms control vs. unilateral programmatic and other steps to protect our space assets: we need both approaches, and more. Recall that the Reagan Administration was quite successful in its dual track strategy of combining military programs with arms control, and there is no reason to think such a strategy would not continue to be a useful guide to policy today. While diplomacy and arms control cannot by themselves solve our space security problems, they can help mitigate our risks. Our space arms control allergy should end, and U.S. diplomacy should have a stronger role in the future. 1996 U.S. space policy set two requirements for space arms control agreements that remain relevant today:

• They should promote U.S. security interests, and

• They should be verifiable

Interagency review of space diplomacy and arms control should be a priority of the Obama Administration. One option deserving special attention is a ban on any space testing that creates significant debris, explicitly including kinetic energy ASAT (KE-ASAT) weapons. A logical extension of concerns over space debris, this option would seek to discourage the development of KE-ASAT weapons by banning testing against orbiting objects. Carefully crafted language need not constrain missile defense testing.

Clearly more review of space arms control options is needed, but there is ample room to move forward, with broad civilian and commercial backing, in the areas of space traffic management and space debris. Such steps would be an affirmative U.S. response to China’s and Russia’s largely unrealistic space arms control proposals at the UN and would position us to take the lead in shaping a more responsible space regime. Further, by making realistic space arms control proposals, the U.S. would remove one of China’s arguments they have used in the past to deflect action on a fissile materials cut-off treaty, which the U.S. has long supported but China opposes. 
Fissile materials cutoff treaty solves proliferation

Korb 4 – former assistant secretary of defense for Reagan, senior fellow at the Center for American Progress (Lawrence, August 9, “Bush’s Policy Endangers U.S. Security”, http://www.americanprogress.org/issues/2004/08/b138237.html WSX) 
While unexpected, the decision by the Bush administration last month to oppose inspections and verification as part of the Fissile Materials Cutoff Treaty is not surprising. Since taking office, the administration has taken a number of steps that have undermined the ability of the United States and the world community to curb the proliferation of nuclear weapons.

But given the fact that Bush agrees with most analysts that the greatest danger facing the United States is a nuclear weapon falling into the hands of a rogue state or terrorist group, his actions are counterproductive and defy good sense.

The fissile materials cutoff would ban the production of enriched uranium and plutonium, the two ingredients used for setting off a chain reaction nuclear explosion. It was designed to reinforce the Nuclear Nonproliferation Treaty and impose restraints on the three nuclear powers which are not parties to that treaty.

By refusing to establish an inspection regime for the fissile materials cutoff, the Bush administration has thwarted a 10-year effort by the international community to lure Pakistan, India and Israel into accepting some oversight of their nuclear production programs. 

Code AT: BMD Turn

Space arms control solve concerns over BMD
Blazejewski, 8 – in private practice, master’s degree in public affairs from the Woodrow Wilson School at Princeton University and his JD degree from NYU Law (2008, Kenneth S., “Space Weaponization and  US-China Relations”,  Air University, Strategic Studies Quarterly, http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA509492&Location=U2&doc=GetTRDoc.pdf)

As described above, China’s opposition to a US ballistic missile defense shield emerges from its desire to maintain its nuclear deterrent capability vis-à-vis the United States. A US commitment not to launch space-based interceptors as part of a BMD shield would contribute to assuring China that the United States’ BMD system is not directed at limiting its nuclear deterrence. “If the [BMD] system [the United States] decides on includes weapons in space . . . a cascade of negative repercussions will follow. . . . If, however, U.S. missile defenses are designed to counter proliferation only and do not include weapons in space, Chinese and Russian fears could be assuaged.” 59 Hui Zhang, a prominent Chinese expert on nuclear weapons policy, states: “A space-based, boost-phase defense would be particularly threatening.” 60 Admittedly, even a terrestrial BMD, combined with possible US nuclear primacy and first-strike capacity, 61 could pose a significant threat to China’s capacity for nuclear retaliation—even accounting for failings in US intelligence on Chinese missile locations. 62 To deploy even a limited BMD shield, the United States may need to provide China (and Russia) with additional assurances to ease their concerns on BMD. 63 However, a ban on space weapons would only contribute to this effort. 

Manuverability Solvency

Mechanical shielding isn’t as good as maneuverability

Baines 03 - senior policy adviser (Science and Technology) at Foreign Affairs Canada (July, Phillip J., “Prospects for ‘Non-Offensive’ Defenses in Space,” http://www.isn.ethz.ch/isn/Digital-Library/Publications/Detail/?ots591=cab359a3-9328-19cc-a1d2-8023e646b22c&lng=en&id=14393 wx)

Mechanical shielding using so-called “multiple Whipple bumper” technology,32 developed for the International Space Station against micro-meteoroid and space debris hazards,33 as well as the technology developed by NASA, ESA, and the National Space Development Agency of Japan for comet missions, could be adapted for use to shield satellites from explosive pellets of co-orbital ASAT weapon systems. Additional shielding may be employed around the satellite batteries and onboard propellant system to protect these vital subsystems from catastrophic damage. Re-routing of critical wire harnesses are additional design recommendations for enhancing spacecraft survivability against the damage caused by space debris. Repairable or replaceable solar arrays employed within a space infrastructure that includes in-orbit robotic servicing could also contribute to satellite survivability. Given the difficulty of shielding against hypervelocity impacts of kinetic- energy kill interceptors weighing 15 kilograms or more, satellite maneuverability may be a more promising defensive strategy as the shielding mass could be spent on rocket fuel to avoid being hit by an approaching interceptor. 

Hardening fails against direct assaults – maneuverability would be more useful

Krepon and Clary 3 – *director of the South Asia and Space Security programs and **director for South Asian affairs in the Office of the Secretary of Defense (Michael and Christopher, 2003, Stimson Center: “Space Assurance or Space Dominance? The Case Against Weaponizing Space” http://www.isn.ethz.ch/isn/Digital-Library/Publications/Detail/?ots591=0c54e3b3-1e9c-be1e-2c24-a6a8c7060233&lng=en&id=105601 WSX)

Hardening against explosives

It is impossible to harden satellites against direct assaults by kinetic energy ASATs. The closing velocities and masses involved are simply too great for metals to withstand. Normal closing velocities in space are likely to be between 10 and 20 km/second. Hardening against explosives or ramming is therefore likely to be expensive as well as futile. Additionally, hardening would seriously reduce the life span of the satellite and significantly raise production and launch costs without providing suitable protection.

The more refined satellite sensors are, the more likely they are to be susceptible to crude forms of attack. Adding satellite maneuverability might well be more useful than hardening or armoring. While a 10-ton imaging satellite would have a hard time escaping from a highly maneuverable homing ASAT, some potential adversaries fielding much cruder ASATs might have difficulty dealing with maneuverable targets. The costs of adding thrusters and strengthening the satellite for higher structural loads are estimated to be between 10 and 20 percent of total system costs.28 For certain high-value satellites and particularly those in higher orbits that have more time for evasive maneuvers, this additional cost might be deemed worthwhile.

Microsats Solvency 
Microsats solve attacks—early warning, radio communication, and decoys—and we have the tech now
Schendzielos, 8 – major in the USAF, School of Advanced Military Studies (April 30, 2008, Major Kurt Schendzielos, “Protection in Space: A Self-Defense Acquisition Priority for U.S. Satellites”, http://www.dtic.mil/cgi-bin/GetTRDoc?Location=U2&doc=GetTRDoc.pdf&AD=ADA485553) 

Micro-satellites (microsats for short) have been researched and developed for the past decade. There is a significant range of possibilities that microsats provide. There are commercial, academic and even military applications. The benefit of microsats is that they are quicker and consistently cheaper to build. They also take less effort to launch into space. There have been numerous successful launches of microsats, including some recent successful military test launches.122 Microsats could swarm to act like bodyguards for one or several spacecraft simultaneously, depending upon the proximity of the various platforms. The microsats would then, “monitor the area around a high-value vehicle and warn of an impending attack or even intercept an object.”123 Such a program is currently being developed by the Defense Advanced Research Project Agency (DARPA). Contract announcements were released in November 2007 asking for commercial bidding on research and development on a program called Tiny, Independent, Coordinating Spacecraft (TICS).124 The satellites would range from one to four kilograms and could be used for a range of activities not exclusive to satellite defense, although it is precisely that application DARPA is hoping to develop and demonstrate. The manager of DARPA’s virtual space office, Lieutenant Colonel Fred Kennedy remarked December 2007 that there is a fifty-fifty chance of making TICS and the associated launcher a reality within five years, and certainly within ten years.125 The bodyguard satellites could also be fitted with radio-frequency emitters in order to provide electronic jamming against the interceptor or to mimic the parent satellite it is trying to protect, making the bodyguard satellite a more promising decoy.126 The rough cost estimates for a decoy system are estimated to be between one and ten percent of the overall satellite cost.127 41 h Another promising satellite protection program currently in development is the Autonomous Nanosatellite Guardian for Evaluating Local Space (ANGELS). Similar to TICS, ANGELS is designed to provide monitoring and threat detection in the local space surrounding a parent satellite. ANGELS is currently designed for autonomous operations at geosynchronous orbits.128 Conceptually, ANGELS reaps the same advantages and possibilities as TICS does. The cost of the booster for ANGELS is commensurately greater in order to place it in GEO, but by comparison, the cost is still vastly smaller than for a full size payload at that orbit. Although ANGELS falls outside the scope identified in this monograph, the associated technology advances can be applied to LEO satellite protection, and therefore the transfer of the technology can aid in development of protection against a minimum or zero warning attack. An inherent advantage of microsats and nanosats is the capability to renew or repopulate constellations quickly. Additionally microsats and nanosats enjoy a reduced acquisition and production cycle. Updated microsats could be built and launched within a few months using the latest technology available ensuring that satellite defense keep pace with emerging threats.129 Because micorsats are a relatively proven concept, and additional applications are constantly emerging, the costs of the program, once mature, would be reasonably lessened by the bulk acquisition of components. Conceptually the basic components remain the same and the mission equipment changes; drastically shortening the test and development timelines.130 Microsats could be clustered on today’s larger boosters or be placed one or two at a time on smaller launching systems, such as a modified AIM-7 Sparrow air-to-air missile converted to place a microsat in LEO.131 A secondary advantage of using smaller boosters like an AIM-7 is that launches would be indistinguishable from regular aircraft missile tests providing a means for covertly placing microsats into orbit and denying an adversary the knowledge that the bodyguards are there, if such an action were warranted.132 Lastly, the biggest advantage of bodyguard satellites is that they can be sent to protect a satellite that is already on orbit. It is, therefore, the only means available to protect satellites launched three years ago. Other satellite self-defense measures will have to be included during manufacture on the ground, and will, for the most part, not be able to be added once the satellite is orbiting. 

Nanotech CP

Investment in nanotech research protects critical satellite systems and incentivizes new tech discoveries

Huntington 7 – Lt. Colonel USAF (Joseph, February 23, “Improving Satellite Protection with Nanotechnology,” https://www.afresearch.org/skins/rims/q_mod_be0e99f3-fc56-4ccb-8dfe-670c0822a153/q_act_downloadpaper/q_obj_72d8441a-30dd-41a3-b538-dabcdc5c314b/display.aspx?rs=enginespage WSX)

Does nanotechnology help protect satellites against these attacks? According to some researchers and available literature, nanotechnology and nanomaterials can technically be used to protect satellites against the effects of directed energy weapons. However, this has yet to be sufficiently demonstrated. The research and testing of this specific nanotechnology application is in its early stages. Much more work needs to be done to understand how the unique properties of nanomaterials can be harnessed to protect satellites against directed energy weapons threats. This will require the USAF to make this research thrust a priority and maintain it as such, which translates into a long-term financial commitment. Recent comments by Congressional members in the aftermath of the Chinese ASAT demonstration may help raise the priority of this research.85 

Though nanotechnology isn’t yet mature enough to be considered a solution for protecting satellites from ground-based directed energy weapons, the USAF shouldn’t ignore it. On the contrary, the USAF should continue investing in nanotechnology research and development to understand and harness its capabilities for protecting critical satellite systems because nanotechnology will have a significant impact on future satellite design. Investment in emerging technologies to improve space capabilities is delineated at the Presidential and USAF levels. The 2006 United States National Space Policy directs the Department of Defense to “encourage new discoveries in space science and new applications of technology; and enable future space systems to achieve new and improved capabilities, including incentives for high-risk/high-payoff and transformational space capabilities…..conduct the basic and applied research that increases capability and decreases cost.”86 The 2006-2008 Air Force Strategic Plan calls for USAF leaders to “focus and protect R&D investments that advance the state of the art in areas critical to continued dominance of air, space, and cyberspace.”87

Nanotech mitigates the threat from directed energy weapons – tech being developed now
Huntington 7 – Lt. Colonel USAF (Joseph, February 23, “Improving Satellite Protection with Nanotechnology,” https://www.afresearch.org/skins/rims/q_mod_be0e99f3-fc56-4ccb-8dfe-670c0822a153/q_act_downloadpaper/q_obj_72d8441a-30dd-41a3-b538-dabcdc5c314b/display.aspx?rs=enginespage WSX)

Given that the United States is highly dependent on satellites for daily life and military operations and that directed energy weapons pose serious threats to those satellites, how can the United States harness emerging technology to improve satellite design and reduce the threat? Nanotechnology may provide solutions that will enable the United States to mitigate the threat from directed energy weapons.

Hard, durable surfaces with coatings that can withstand extreme temperatures, abrasion, and wear are especially important for space vehicles. The satellite’s surface would be one of the first parts to feel the impact of a directed energy weapon, either thermal or electromagnetic effects. Depending on its construction and design, the surface coating would either reflect, absorb, or transmit the incident energy or would exhibit some combination of the three. One-hundred percent reflection would be the ultimate protection because all the energy would be rejected; less than complete reflection would result in absorption which would show as heat build-up, material degradation, or burn through.

Scientists can grow carbon nanotubes that exhibit reflective properties. These structures, called purified metal single-wall nanotubes, are grown as a mix of two isomers, metallic and semi-conducting.47 The metallic nanotubes in the mixture have much better electrical conductivity and reflectance, but one of the biggest problems is the difficulty of separating the metallic nanotubes from the semi-conducting ones.48 The resulting mixture isn’t pure and must be further processed to remove the semi-conducting nanotubes and the other unwanted carbon particulates. When grown, the nanotubes are contaminated with residual catalyst which must be removed in order to isolate the metal nanotubes. This is often accomplished using a strong acid which can also negatively alter defects on the nanotube surfaces and their reflectivity. This purification process induces major material and time costs to fabrication.49

While completely reflecting thermal and electrical energy would be preferred, dispersing it across the surface would also provide protection. The AFRL is managing a research program that uses carbon nanotube membranes, or Buckypaper, for electromagnetic shielding and to enhance xy-direction thermal conductivity. Buckypaper is a thin membrane, approximately 1015 μm thick, of roped carbon nanotubes which is incorporated with composite structure.50 The carbon nanotube ropes in Buckypaper are either randomly oriented or aligned in the same direction. The alignment determines the electrical and thermal properties. Randomly oriented Buckypaper has shown electrical conductivity in the range 450-670 S/cm and thermal conductivity of 56 W/m-K. The electrical and thermal conductivities displayed by directionally aligned Buckypaper are 769-1,040 S/cm and 117 W/m-K, respectively. A single layer of randomly oriented Buckypaper has an effective electromagnetic attenuation of 21dB/mil in the 4 to 12 GHz frequency range.51 Buckypaper membranes are being investigated for aircraft lightning strike protection, but could have application to help satellites from electromagnetic events.52

To dissipate thermal energy, phonons pass rapidly through carbon nanotubes to some sort of heat sink. Though carbon nanotubes do have high thermal conductivity, it may not be high enough to handle the thermal effects of incident energy from a ground-based laser. Researchers  have learned that vertically arranging carbon nanotubes in a sub-surface volume allows it to remove heat from the surface material. Using a process called Chemical Vapor Deposition, scientists can produce several square inches of vertically aligned carbon nanotube forests. In this form, carbon nanotube forests could be applied beneath a reflective coating on the satellite’s surface for improved thermal dissipation. The commercial industry is pushing research teams to increase the size of the carbon nanotube forests they can grow because of the potential benefits as field emitters for the plasma screen television market. As such it is believed this process will be fully mature for commercial use by 2025.53

Carbon nanotube forests also offer a futuristic use that, though not tested, seems possible in theory. When energized with a small voltage at low pressure, carbon nanotube forests will emit electrons, which is the basis for their use as field emitters for plasma screen televisions. The emitted electrons ionize the atmosphere, generating a plasma shield around the structure. If the incident electromagnetic energy is short duration, the plasma should dampen most of the energy.

In conjunction with the AFRL, the University of Dayton of Dayton Research Institute has developed a method to tailor the electrical conductivity of polymer materials used to build commercial and military aerospace components. This project transforms almost any polymer into a multifunctional material capable of carrying or dissipating significant electrical charge. Specifically designed carbon nanotubes with the current carrying capability of copper but at a much lower density, on the order of 50 to 150 nm in diameter, were carefully dispersed into a polymer matrix resulting in an electrically conductive polymer composite effective over the range 10-6 S/cm to 102 S/cm. Researchers believe this technology is ready for commercialization and easily scalable to large batch production55 

 Slightly outside the pure definition of nano, the AFRL has been working with hollow silica particles, approximately 300 nm in diameter, as a pigment for satellite thermal control coatings. This technique uses the low refractive index of a void (i.e., an empty space) to promote energy scattering. The surrounding silica shell is transparent to ultraviolet light and is space-stable. The result is a broader spectrum of reflectance that extends into the ultraviolet frequency range and increased space durability because the particles don’t absorb ultraviolet energy.

Space presents an extremely harsh environment for satellites and the effects are especially severe for electronic components. Electronic components aboard a satellite in orbit around the earth encounter high-energy particle radiation many orders of magnitude higher than do similar components on Earth. The future of space nanoelectronics lies with a combination of commercial and radiation-hardened CMOS circuits.57 “Researchers are adapting commercial designs for space use with minor loss of performance, and modifying commercial processes to improve the radiation tolerance of components.”58

The Defense Advanced Research Projects Agency (DARPA) and the National Reconnaissance Office (NRO) are working on similar efforts to improve the radiation hardening of CMOS circuits for use in space. Under a two-phase program called Radhard by Design, DARPA, partnering with the DoD Trusted Foundary Program which enables access to leading-edge semiconductor technologies, design libraries, and design circuit cores, plans to develop and demonstrate techniques for fabricating strategically radiation hardened integrated circuits. Phase One seeks to demonstrate the efficacy from a technology standpoint and attempts to achieve radiation performance criteria: Total Dose, 1 Mrad (2 Mrad goal); Dose Rate, 109 rad(Si)/sec (1010 rad(Si)/sec; with less than 10-10 errors/bitday). Phase Two will refine the data and  techniques learned during Phase One to design and construct test structures and integrated circuit devices.59

Nanotech is feasible and protects satellites from electromagnetic interference

Huntington 7 – Lt. Colonel USAF (Joseph, February 23, “Improving Satellite Protection with Nanotechnology,” https://www.afresearch.org/skins/rims/q_mod_be0e99f3-fc56-4ccb-8dfe-670c0822a153/q_act_downloadpaper/q_obj_72d8441a-30dd-41a3-b538-dabcdc5c314b/display.aspx?rs=enginespage WSX)

In addition to harnessing strength and stiffness, nanomaterials are also being investigated for their potential to protect satellites from electromagnetic interference. Through research, Northrop Grumman has demonstrated the feasibility of using nickel nanostrands as an electromagnetic shield for satellites.79 Nickel nanostrands are made from strands of sub-micron diameter nickel particles that are linked in chains from microns to millimeters in length. They are very similar to multi-wall carbon nanotubes, but have the electromagnetic, chemical, and metallurgical properties of nickel.80 Electromagnetic shielding that uses nickel nanostrands performs almost as well as current carbon fiber and aluminum shielding and nickel is proving to be an easy material to work with. There are, however, some drawbacks. Because it’s a new material for this type of application, it could potentially require new processes. Also, nickel is a heavy metal which is leading to concerns about possible toxicity from particles released during the milling process.81
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Nanotech could be used on satellites by 2025

Huntington 7 – Lt. Colonel USAF (Joseph, February 23, “Improving Satellite Protection with Nanotechnology,” https://www.afresearch.org/skins/rims/q_mod_be0e99f3-fc56-4ccb-8dfe-670c0822a153/q_act_downloadpaper/q_obj_72d8441a-30dd-41a3-b538-dabcdc5c314b/display.aspx?rs=enginespage WSX)

Though most nanotechnology work is still in basic research (i.e., 6.1), it clearly is a high-risk/high-payoff and transformational space capability critical to continued space supremacy. By 2025 it will have a significant impact on United States satellites, touching on the structure and functions of all satellites in the form of increased power generation and storage, expanded computing power, improved structural rigidity, enhanced surface coatings, and reduced satellite size and weight. Of these applications, nano-enhanced power generation and storage and radiation hardened microprocessors are the most understood and advanced. Based on current research and development progress, these applications should be mature to the point they could be used aboard United States satellites in the next five to seven years. Slightly behind in maturity are surface coatings that incorporate nanomaterials to dissipate thermal and electrical  energy. These should be ready for use aboard satellites in the next seven to ten years. Structural improvements are proving more difficult as researchers continue to learn how quantum-level forces can be manipulated to achieve the required bonding. This work is in its infant stages compared to power storage and radiation hardened microprocessors and is probably ten to fifteen years from yielding the promised theoretical results. While a considerable amount of time and money stands between the current technology and the promised benefits of nanotechnology, the USAF stands to reap large rewards for its investment.

Nano-enhanced satellites avoid single-point failures and solve launch costs

Huntington 7 – Lt. Colonel USAF (Joseph, February 23, “Improving Satellite Protection with Nanotechnology,” https://www.afresearch.org/skins/rims/q_mod_be0e99f3-fc56-4ccb-8dfe-670c0822a153/q_act_downloadpaper/q_obj_72d8441a-30dd-41a3-b538-dabcdc5c314b/display.aspx?rs=enginespage WSX)

Those rewards will materialize as increased options for satellite design and constellation architecture. For a given satellite today, nano-enhanced structures and functions (i.e., power generation and storage, radiation hardened microprocessors, and structural rigidity) will result in a lighter weight satellite that occupies less volume. A nano-enhanced satellite, therefore, will cost the USAF less to launch and the USAF could launch multiple nano-enhanced satellites for the cost of launching a single satellite today. This operational flexibility will allow the USAF to develop larger constellations of smaller, more capable satellites. Larger numbers of satellites will reduce the single-point failure that currently exists with many satellite constellations, making it more difficult for an adversary to completely eliminate a satellite capability. By requiring less volume to perform the same life-sustaining functions, a nano-enhanced satellite will have more payload capacity than a satellite today. The weight savings realized from nanoenhanced functions like power, computing, and structures can be used to carry a larger payload, several different payloads, or more redundancy for critical payload components. The impacts of nanotechnology will touch not only satellite design, but will extend to areas like operational employment and mission design. Nanotechnology will have a tremendous impact on USAF space operations.

NATO CP

CP – establish NATO Space Command/Create cooperative space training exercises, create a space liaison 

This solves multinational cooperation in space and maintains US-EU relations
Horowitz 10 – assistant professor of political science at the University of Pennsylvania and a senior fellow at the Foreign Policy
Research Institute, has held a fellowship at the Olin Institute for Strategic Studies at Harvard (Michael, “A Common Future?  NATO and the Protection of the Commons,” Trans-Atlantic Papers, 2010, https://www.thechicagocouncil.org/userfiles/file/task%20force%20reports/Trans-Atlantic_Papers_3-Horowitz.pdf
One area for potential future collaboration is the Eagle Vision I effort. During the first Gulf War, in response to the need for rapid updates about events on the ground, France cooperated with the United States to build the world’s first mobile image processing unit. Since then, utilizing France’s SPOT satellites, the United States and France have cooperated to produce real-time satellite imagery in emergencies such as Hurricanes Katrina and Rita.74 Thus, the United States should consider exploring the following measures to clarify NATO’s role in space. First, the United States should assist the JAPCC in its recommendation to establish a NATO Space Command within NATO headquarters to facilitate multinational space cooperation in peacetime and crisis situations.75 Such an effort would provide an easy mechanism for real time information sharing. It would also represent recognition of the space challenge by NATO, which has commands in other areas of the commons. The command could also facilitate cooperation in dealing with space debris, a constant threat to both commercial and military satellites. Second, NATO should create cooperative space training exercises just as the United States and its allies do in the air realm with exercises like “Red Flag.” Creating yearly cooperative space training exercises to help improve interoperability and mutual understanding will help NATO become more effective in the space realm.76 Third, the United States should urge NATO to consider creating a “space liaison” or similar position to facilitate real-time sharing of intelligence information collected from space assets by ISAF partners in Afghanistan. Whether these recommendations prove realistic and valuable may depend more on the European member states of NATO than on the United States. Commercially and militarily, U.S. engagement with space will only deepen over the next few decades. Other NATO member states need to consider the relevance of space to their commercial and security interests and consider these measures as first steps to ensure a role for NATO in space. The alternative is an ad-hoc relationship between the United States and European Space Agency that will likely be less effective and useful for both sides than an institutionalized relationship forged through NATO. 
Secrecy concerning space assets hurts the ISAF’s chances of success in Afghanistan

Horowitz 10 – assistant professor of political science at the University of Pennsylvania and a senior fellow at the Foreign Policy
Research Institute, has held a fellowship at the Olin Institute for Strategic Studies at Harvard (Michael, “A Common Future?  NATO and the Protection of the Commons,” Trans-Atlantic Papers, 2010, https://www.thechicagocouncil.org/userfiles/file/task%20force%20reports/Trans-Atlantic_Papers_3-Horowitz.pdf
A final issue NATO must address in the context of these new threats is the national secrecy implications of integrating new technologies in the space realm. For example, the classified nature of many space technologies, since they are among the most advanced, sensitive, and vulnerable assets possessed by the United States and its allies, has hindered cooperation within NATO. NATO has operated satellites since 1970, demonstrating some capacity for action, but cooperation in the space arena is very limited.54 U.S. Air Force Lt. Colonel Tom Single, deployed in Kabul in 2009–2010 with ISAF, recently argued that secrecy between NATO members concerning space assets actively hinders ISAF’s efforts in Afghanistan.55 

Single identified two key issues for future NATO efforts involving space. First, NATO’s European member states have not systematically integrated potential space assets into their operational concepts. This often places them at a disadvantage compared to the United States—and sometimes even compared to insurgents. Second, classification issues prevent NATO allies from sharing information, especially in real-time, with each other. U.S. Army General David Petraeus argues that these barriers between allies make cooperation significantly more difficult and less effective.56 As Single writes: Due to classification levels, we can’t share this with 44 nations, so we often worked these issues behind closed doors…Overclassification and releasability are the No. 1 challenges. Sometimes, just because a piece of information came from a space system, it was marked ‘Secret.’ And this is true not only of U.S. systems but of others as well.57 

European defense official recently verified Single’s point about the problem not being uniquely American. The official said, “Military satellites in Europe are designed for use only by the nation that owns the asset, or at best for bilateral use as part of an exchange agreement with another nation.”58 

Collaboration between the US and NATO on space is vital to NATO’s role in protecting the global commons
Horowitz 10 – assistant professor of political science at the University of Pennsylvania and a senior fellow at the Foreign Policy
Research Institute, has held a fellowship at the Olin Institute for Strategic Studies at Harvard (Michael, “A Common Future?  NATO and the Protection of the Commons,” Trans-Atlantic Papers, 2010, https://www.thechicagocouncil.org/userfiles/file/task%20force%20reports/Trans-Atlantic_Papers_3-Horowitz.pdf)

The future role of NATO is more uncertain now, in the period leading up to the Strategic Concept review in fall 2010, than at any previous point in NATO’s history. In the United States, critics of NATO continue to multiply as they view the value of the organization as lessening, and question whether the United States can and should continue to provide security to Europe through NATO as the global financial crisis continues. In Europe, diverging security perceptions have led some on the continent to wonder what they are getting out of NATO, other than blowback in the form of terrorist incidents from U.S. adventures abroad. While this clash of values plays out on a daily basis in NATO’s deployment in Afghanistan, looming on the horizon is the question of its role in the global commons. The global commons, areas of the world that fall outside national sovereign control, is an area of growing concern for the United States. Control of the commons is fundamental for U.S. military operations, as it enables missions ranging from the 1999 air campaign in Kosovo to the ongoing counterinsurgency (COIN) operations in Afghanistan. Yet, the assumption that the United States will maintain superiority in the air, naval, cyber, and space realms is far from a certainty. In fact, concern over the commons has triggered a wave of research on the topic and references to its importance in the latest Quadrennial Defense Review (QDR).1 This paper argues that while NATO’s critics have raised legitimate concerns about its future, it still has a vibrant role to play in helping ensure open and secure access to the global commons. Collaboration between the United States, Canada, and the European member states of NATO can serve a vital role in bolstering the security of all NATO members, not only in the traditional areas of air and sea power, but also in the cyber and space realms. 

Protecting space assets is a crucial issue in the alliance – 14 NATO members operate satellites
Horowitz 10 – assistant professor of political science at the University of Pennsylvania and a senior fellow at the Foreign Policy
Research Institute, has held a fellowship at the Olin Institute for Strategic Studies at Harvard (Michael, “A Common Future?  NATO and the Protection of the Commons,” Trans-Atlantic Papers, 2010, https://www.thechicagocouncil.org/userfiles/file/task%20force%20reports/Trans-Atlantic_Papers_3-Horowitz.pdf)

Outer space is another area where NATO will face emerging challenges. Protecting economic and military assets in space is an increasingly crucial issue for the United States and NATO as a whole. While the United States has the most extensive satellite architecture in NATO, the EU and fourteen other NATO member states also operate satellites.35 Anyone–even an insurgent—can potentially purchase time on a commercial satellite, affording him access to reasonably sharp imagery and accurate location tracking. Satellite-based location tracking could then help a group plan an attack on a military or civilian asset, or track large troop movements. In the commercial realm, access to space affects everything from predicting weather forecasts to time stamping financial transactions to helping people find their way when they get lost on the road.36 

Hardening space assets is better achieved through NATO cooperation

Horowitz 10 – assistant professor of political science at the University of Pennsylvania and a senior fellow at the Foreign Policy
Research Institute, has held a fellowship at the Olin Institute for Strategic Studies at Harvard (Michael, “A Common Future?  NATO and the Protection of the Commons,” Trans-Atlantic Papers, 2010, https://www.thechicagocouncil.org/userfiles/file/task%20force%20reports/Trans-Atlantic_Papers_3-Horowitz.pdf)

The United States depends on secure, realtime access to its satellites in space for tasks such as sending data from surveillance drones to troops on the ground below, and precision guiding its weapons. As U.S. dependence on space has increased, so has the vulnerability of its satellites. Chinese analysts studying the future of warfare against potential high-technology adversaries—e.g. the United States—frequently discuss procedures for severing the link between the United States and its space assets.37 This could occur either through disrupting communications or with anti-satellite weapons, which the Chinese have already tested.38 The continuing spread of ballistic missiles and missile technology around the world is increasing the number of countries able to launch satellites into orbit— and able to shoot them down. Therefore, finding ways to harden space assets against attack and to ensure redundancy in case of a successful attack is of utmost concern to NATO members. Since ensuring redundancy could require cross-national utilization of satellites during crisis periods, addressing the issue through a preexisting military alliance such as NATO could facilitate easier cooperation than might otherwise occur. These emerging areas—cyber and space— of the commons may present opportunities for renewed cooperation within NATO. NATO members already collaborate on many issues, including significant naval deployments in response to piracy off the coast of Somalia. From a U.S. perspective, the challenge is to find a way to increase the contributions of the European partner states of NATO without demanding large, costly, and politically divisive troop deployments abroad or massive increases in defense spending. Efforts in space and cyberspace could therefore become new building blocks for effective NATO cooperation even as cooperation in traditional areas like air and sea continues. Dealing with the space and cyber issues within the confines of NATO, however, requires addressing several critical intellectual challenges.

Lack of transparency regarding space assets has hindered US-NATO cooperation

Horowitz 10 – assistant professor of political science at the University of Pennsylvania and a senior fellow at the Foreign Policy
Research Institute, has held a fellowship at the Olin Institute for Strategic Studies at Harvard (Michael, “A Common Future?  NATO and the Protection of the Commons,” Trans-Atlantic Papers, 2010, https://www.thechicagocouncil.org/userfiles/file/task%20force%20reports/Trans-Atlantic_Papers_3-Horowitz.pdf)

A final issue NATO must address in the context of these new threats is the national secrecy implications of integrating new technologies in the space realm. For example, the classified nature of many space technologies, since they are among the most advanced, sensitive, and vulnerable assets possessed by the United States and its allies, has hindered cooperation within NATO. NATO has operated satellites since 1970, demonstrating some capacity for action, but cooperation in the space arena is very limited.54 U.S. Air Force Lt. Colonel Tom Single, deployed in Kabul in 2009–2010 with ISAF, recently argued that secrecy between NATO members concerning space assets actively hinders ISAF’s efforts in Afghanistan.55 

Orbit Shift Solvency 
Plans to shift orbit of satellites solve—forces Chinese recalculation and can dodge a possible attack

Putman, 9 – major in the USAF and candidate for Master of Military Studies (March 25, Major Christopher Putman, “COUNTERING THE CHINESE THREAT TO LOW EARTH ORBIT SATELLITES: BUILDING A DEFENSIVE SPACE STRATEGY”, http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA510842&Location=U2&doc=GetTRDoc.pdf)

Establishing preplanned actions is key to deterring and reacting to an anti-satellite attack. While the time from launch to impact for the .SC-19 is on the order of minutes, intelligence of an impending launch can lengthen the timeline for taking preemptive defensive actions. While limited on-board fuel prevents large orbital maneuvers, a one-time small change to a satellite's orbit is possible. These orbital maneuvers must be executed before the launch of the anti-satellite weapon. Changes in orbit will produce a discrepancy between the anticipated satellite location and the final satellite tracking just prior to launch. The inconsistency may cause the Chinese to doubt the quality of their data and delay the launch as they develop new orbital tracking data, thus opening a window for additional US actions to prevent a launch. However, if the Chinese did decide to launch without updating their data, the slight change in orbit may cause the antisatellite weapon to miss. These same procedures would also be effective against ground-based anti-satellite weapons; a maneuver could lead to a laser missing the target. Having preplanned actions ready to execute provides United States planners another option. If a conflict looks to be inevitable, they could decide to rapidly execute minor maneuvers across satellite constellations. While not only complicating the Chinese targeting process, this could serve as non-destructive shot across the bow. If the conflict escalates into a conventional war, the single maneuver may buy the United States enough time to execute a kinetic strike that 14 would dismantle the Chinese anti-satellite program. The importance of these strikes would move the priority high on the targeting list. Here again, intelligence is a key enabler. Targets must be accurately located, vetted, and updated to enable quick strikes on the anti-satellite targets. 

Private Company Solvency/Inherency
Private companies are making the hardware now 
Morris 6 Jeffrey, “Progress Made In Protecting Sats From Nukes” Aerospace Daily and Defense Report Pg. 3 Vol. 217 No. 61 http://www.lexisnexis.com.proxy.lib.umich.edu/lnacui2api/results/docview/docview.do?docLinkInd=true&risb=21_T12260231559&format=GNBFI&sort=RELEVANCE&startDocNo=51&resultsUrlKey=29_T12260231562&cisb=22_T12260231561&treeMax=true&treeWidth=0&csi=8151&docNo=51
DTRA is the supplier of radiation-hardened electronics for U.S. military satellites, Tegnelia said during a Defense Writers Group breakfast in Washington March 30.

"We have two companies that are now qualified to produce hardened electronics for satellites, and we believe that the satellite activities are in fact hardening up," Tegnelia said. "The U.S. military capability is in fact being increased, and there's more emphasis on that now than there has been. So we're making progress."
The two companies producing the hardened chips are Honeywell in Minneapolis and British Aerospace in Manassas, Va., according to Tegnelia. DTRA is spending tens of millions of dollars helping them modernize their hardened chip foundries, he said.

Convincing commercial satellite makers to harden their electronics against such threats represents a "very difficult" issue, Tegnelia said. "If you design [hardened capabilities] in up front, they are not that expensive, but there is a competitive aspect to it."

Nuclear detonations within the atmosphere create the electromagnetic pulse (EMP) phenomenon, which can have similarly destructive effects on unprotected electrical systems on the ground (DAILY, Oct. 24, 2005). DTRA worries about this threat as well. "It's no value to have a space element that's hardened when your ground stations and communication networks aren't hardened," Tegnelia said.

Private industries solve your aff now
McHale 10 John, Military And Aerospace Electronics “Radiation-hardened electronics technology remains stable amid steady demand in the Space Market” http://www.militaryaerospace.com/index/display/article-display/6756515657/articles/military-aerospace-electronics/exclusive-content/2010/04/radiation-hardened-electronics.html 

The economic downturn has affected many high-technology markets, but much like the military sector the space electronics market continues to prove resilient. Investment in new designs and new programs are steadily increasing and designers of radiation-hardened electronics (rad-hard) are optimistic midway through 2010 despite the recession and government cutbacks. Programs that have been canceled the last few years include the Department of Defense’s Transformational Satellite Communications System (TSAT) and most recently NASA’s Constellation program, which includes the Ares 1 and Ares V rockets and the Orion crew exploration vehicle. This has had its influence on rad-hard electronics. The cancellation of NASA Constellation could be troublesome but “should not manifest itself till early next fiscal year,” says Tony Jordan director of standard products, at Aeroflex Colorado Springs in Colorado Springs, Colo. “Most new space platforms have been either cancelled or delayed,” says Keith Nootbaar, senior director of microelectronics and precision sensors at Honeywell Aerospace in Plymouth, Minn. “This has delayed the utilization of Honeywell’s newer technologies and products longer than we had anticipated. However, the first half of this year has seen several new space development programs being awarded, which has resulted in an increase in our 150 nanometer HX5000 ASIC (application-specific integrated circuit) implementations. Honeywell, which is a major player in the Constellation program, is still moving forward as if the program will survive. “Until a final budget is approved by Congress, it is inappropriate for Honeywell to speculate,” Nootbaar says. “However, our work continues on Orion, and Honeywell is integrally involved in command and data handling systems, displays and controls, navigation, systems engineering, and software for the Orion crew exploration vehicle." Space programs tend to survive because their design schedules stretch out for so long. “The space market is strong regardless of the economy because the timelines to design and build a satellite -- sometimes more than five years -- are much longer than a typical economic downturn,” says Doug Patterson, vice president of sales and marketing at Aitech in Chatsworth, Calif. “Also, there are certain applications that always require space assets no matter what the economy is like such as TV broadcasting, mobile communication, imaging, etc.” Much of the recent space market turmoil could be in the past. “The market seems steady right now and we just came through a unique cycle, which was a result of TSAT being canceled and having the Advanced Extremely High Frequency (AEHF) satellite and other programs still in their procurement phases,” Jordan says. Robotic and deep-space missions for NASA are steady and “the turnover is pretty quick, which gives us buoyancy as well,” Jordan notes. Another program important to Aeroflex is GPS III, which will provide improved Global Positioning System (GPS) satellite navigation worldwide. The industry is also expecting good things once the contract is awarded for Iridium Next, which will offer improved satellite network speeds and bandwidth for cellular service to the military and other users. The contract will go to either Lockheed Martin or Thales Alenia Space, Jordan adds. Space applications have been strong for the last couple years, says Greg Overend sales and marketing manager at MS Kennedy Corp. in Milpitas, Calif. The commercial arena has been driven by high definition TV and the military by classified satellite programs such as GPS III, he adds. The improving market conditions and new programs bode well for designers of rad-hard technology such as field programmable gate arrays (FPGAs), single-board computers (SBCs); memory, integrated circuits, power converters, and other devices. Rad-hard technology trends “The latest trend in radiation-harden electronics is in the area of high speed communications, especially for next generation space applications,” Nootbaar says. “The primary radiation hardened technology that is enabling this trend is Honeywell’s serializer/deserializer (SERDES) product and technology improves the speed of serial data communication fifty-fold over existing radiation hardened space electronics. “This technology includes both a discreet quad redundant SERDES product and an imbedded application-specific integrated circuit (ASIC) macro,” Nootbaar continues. “These SERDES product and macro allows for communications speeds up to 3.125 gigabytes per second per channel enabling standard communication protocols such as Gigabit Ethernet, 10 Gigabit Ethernet XAUI, and 10 Gigabit Fibre Channel XAUI. “For space applications, we have seen high reuse of existing platforms requiring the need for older products,” Nootbaar continues. “Because of this demand we have maintained our 0.8-micron and 0.35-micron products and processes. This has opened up new opportunities for Honeywell as 5 volt product becomes obsolete, especially for field programmable gate arrays (FPGAs). We have been able to offer 5 volt compliant FPGA translations or obsolete part replacement utilizing our 0.8-micron process. We have successfully completed between 40 and 50 Actel FPGA replacements over the last five years with first pass success on all of the implementations. In addition, approximately one-third of these translations are flying. “We are now starting to see non-radiation hardened military applications seeking the same 5 volt compliant capability for their older programs, especially with respect to ECL capable products,” Nootbaar continues. “Honeywell has been able to develop a proven CMOS based ECL I/O capability for these programs.” Aeroflex’s focus today is with microprocessors, Jordan says. Aeroflex supplied a UT699-base LEON 3FT controller card to NASA Goddard Space Flight Center’s MISSE-7 (Materials International Space Station Experiment-7). MISSE-7 is a test bed for materials and coatings attached to the outside of the International Space Station. The UT699 LEON 3FT controller board used Aeroflex’s UT699 LEON 3FT microprocessor along with memory, FPGA, and logic products – the UT8ER512K32 SRAM MCM with error detection and correction, the UT8R512K8 4 megabyte SRAM MCM, UT6325 Eclipse FPGA, and UT54ACS164245S logic. Two of Aeroflex’s clock products, the UT7R995 clock buffer, and their new UT7R2XLR816 clock network manager, are also on board, Jordan says. The company’s acquisition of Gaisler Research in Goteborg, Sweden has enabled them also to develop microprocessor IP cores, he adds. Rad-hard memory In the rad-hard memory arena the main trend is toward larger densities. “Larger density SRAMs and non-volatile memories” are in demand among system integrators, Nootbaar says. “Honeywell has two product development programs to address these requirements. The first program, which is nearing completion, is the development of a 64 megabyte SRAM module. This product uses four of Honeywell’s QML qualified 16 megabyte monolithic SRAMs and stacks them using a low profile die stacking methodology to produce a 64 megabyte SRAM that is the same footprint as the 16 megabyte SRAM. Engineering models are available now, with QML qualified flight units available the second half of this year. “With respect to high density non-volatile memory, Honeywell has a program to develop a 16 megabyte monolithic MRAM (magnetic resistive, random access memory) based upon our success with the 1 megabyte MRAM that is currently available. The 16 megabyte MRAM will read and write like an SRAM, will have radiation assurance of greater than 1 megarad total dose, and capable of maintaining data for greater than 15 years without refresh. Like the 16 megabyte SRAM discuss previously, Honeywell plans to stack this product to create a 64 megabyte MRAM module for FPGA load applications. We are working with major SRAM based FPGA manufacturers to ensure that the design and communication structure is in alignment with their product requirements. Honeywell’s newest memory product is the “4 Megabyte Rad-Tolerant SRAM -- with 300krads total dose,” Nootbaar says. “This is a new product developed by Honeywell that leverages our 150 nanometer process capability along with our silicon on insulator (SOI) process technology to provide a low priced 4 megabyte SRAM product for the larger market that does not need or can afford a 1 megarad product.” The 4 megabyte RT SRAM provides access times of 15 nanoseconds (12 nanoseconds typical) at approximately 25 percent of the price and 20 percent of the active power of Honeywell’s 0.35-micron 4 megabyte SRAM, he adds. Rad-hard power ICs Users of rad-hard power integrated circuits (ICs) are looking for improved performance, higher power density, smaller size, lighter weight, and added functionality, says Odile Ronat, HiRel marketing manager at International Rectifier Corp. in El Segundo, Calif. “They sometimes have to place the power converter on the digital board to meet performance requirements.” This presents a new challenge for the power designers and digital designers alike where they have to combine their designs on a single board where very little space is left for the power converter, which requires “a whole new level of integration and power density for the power designer,” Ronat continues. End users are beginning to understand that they “will need to make some changes from the proven designs and heritage so that they can achieve their new design goals by leveraging new solutions under development by their suppliers. “The hottest market shift is a huge demand for rad-hard point-of-load converters that can be used in conjunction with traditional isolated rad-hard DC-DC converters to support high efficiency distributed architectures,” says Daniel Sable, president, of VPT Inc. in Everett, Wash. “Using point-of-load converters instead of standard DC-DC converters throughout a system saves size, weight, and dramatically improves efficiency and therefore thermal designs are simplified. All of these are critical issues for spacecraft. This technology is very mature for commercial applications, but there have been few offerings of high efficiency, non-isolated, rad-hard point-of-load DC-DC converters for use in space applications. VPT offers the hermetically sealed SVGA series of rad-hard point-of-load converters, which steps down voltage at the point of use and is characterized to 100 kilorad total dose radiation, Sable says. The SVGA point-of-load converters are designed and manufactured in a facility qualified to ISO9001 and certified to MIL-PRF-38534 Class H and Class K and MIL-STD-883, he adds. Challenges in power level and power density also continue to vex radiation-hardened power designers, Ronat says. “As satellite power is increasing, power management with increasing currents becomes more complex. To overcome the weight and power losses of higher current systems, several architecture changes are under consideration or in development such as higher bus voltage and distributed power architecture. “Higher bus voltages have the potential of reducing power losses by reducing the current,” Ronat continues. “It also has the potential of reducing the weight of the electrical harness. On the other end of the spectrum, digital integrated circuits operate at lower and lower voltages as newer digital technology are introduced into space applications. This is addressed by distributed, multi-stage architecture with an intermediary bus and point of load converters which require new level of controls and performance. International Rectifier’s M3G RAD-Hard DC-DC Converters are used in space application and the company also offers radiation hardened power MOSFET, diodes, Schottkys, MOSFET driver, voltage regulators, and solid state relays for space and military applications, Ronat says. Outsourcing die packaging Rad-hard die designers at Linear Technology in Milpitas, Calif., find that they provide a more cost-effective solution by are outsourcing their packaging needs to hybrid packaging experts such as MS Kennedy, says Rafi Albarian, manager for space and harsh environment products at Linear. In addition to MS Kennedy, Linear also works with Aeroflex in Plainview, N.Y., and Radiation Assured Devices in Colorado Springs, Colo., he adds. Albarian says outsourcing is the most efficient method with hybrids as they are very complicated designs. In the past companies such as MS Kennedy might buy die from Linear and then integrate the package themselves, he adds. Now the die manufacturer controls the integration process, which provides more confidence to end-users that the die they are purchasing will be reliable, Albarian continues. 

Researchers are already developing the tech to solve the aff

Georgia Tech 9 “Space Proofing” http://gtresearchnews.gatech.edu/space-proofing/

Space environments can deliver a beating to spacecraft electronics. For decades, satellites and other spacecraft have used bulky and expensive shielding to protect vital microelectronics – microprocessors and other integrated circuits – from space radiation.

Stan Phillips (left) holds a silicon-germanium integrated circuit wafer populated with nano-engineered SiGe circuits designed for a space environment. John Cressler (standing) holds a measurement board while Kurt Moen checks data acquired on the circuits. Phillips and Moen are Ph.D. students in the School of Electrical and Computer Engineering. (Click image for high-resolution version. Credit: Gary Meek)

Researchers at the Georgia Institute of Technology are developing ways to harden the microchips themselves against damage from various types of cosmic radiation. With funding from NASA and other sponsors, a Georgia Tech team is investigating the use of silicon-germanium (SiGe) to create microelectronic devices that are intrinsically resistant to space-particle bombardment.
Key to the investigation is determining exactly what happens inside a device at the instant a particle hits, says principal investigator John D. Cressler, who is a Ken Byers Professor in the Georgia Tech School of Electrical and Computer Engineering.

“Cosmic radiation can go right through the spacecraft, and right through electronics on the way, generating charge inside the device that can cause electronic systems to produce errors or even die,” Cressler said. “There’s a lot of interest in improved hardening capabilities from NASA, the Department of Defense and communications companies, because anything that flies into space has to withstand the effects of this radiation.”

Private sector solves their hegemony influence internal links – they are perceived as tied to national interests
Salin 01 - doctoral candidate at McGill University (“Privatization and militarization in the space business environment,” Space Policy
Volume 17, Issue 1, 2/19/01, science direct)

We are slowly discovering that the militarization process of outer space seems to be a given, thanks to increasing competition within the space business environment. And, as privatization has accelerated during the last decade, we can clearly see an acceleration of the militarization process of outer space. This has become apparent through two main observations: (1) private space corporations are, more than ever, vanguards of national interests; and (2) commercial competition is another way for nations to impose their influence in space (and world) affairs. In the end, what is at stake here is the fragile equilibrium between world peace and tensions, now transported into outer space.

The plan necessarily requires private sector companies to make satellites
Ahearn 06 - contributing editor with Defense Daily, and senior editor of Space & Missile Defense Report (“U.S. Military, Commercial Space Assets Vulnerable to Attack:  Experts,” Defense Daily, 6/22/06, http://findarticles.com/p/articles/mi_6712/is_58_230/ai_n29277012/)

U.S. military and commercial satellites, long seen as above the fray and out of harm's way, are vulnerable to multiple types of attack, an assault that a determined enemy someday will attempt.

So said military, government, industry and think tank experts testifying yesterday before the House Armed Services Committee strategic forces subcommittee.

Defending against such an attack in the long-peaceful realm of space can be accomplished, but at a price: military, government and commercial satellite owners would have to provide more money to companies making the satellites, according to testimony. They include Boeing [BA] and Lockheed Martin [LMT], but scores of companies, both U.S.-based and others, provide space wares.

Guaranteeing multi-year buys to the commercial sector in return for satellite operators would encourage hardening
Harrison et al. 09 – director of the Eisenhower Center for Space and Defense Studies (Roger, Collins G. Shackelford, and Deron R. Jackson, “Space Deterrence:  The Delicate Balance of Risk,” Space and Defense, a scholarly journal of the US Air Force Academy for the Eisenhower Center for Space and Defense Studies, Summer 2009, http://web.mac.com/rharrison5/Eisenhower_Center_for_Space_and_Defense_Studies/Space_Deterrence_files/Space_and_Defense_3_1%20Space%20Deterrence.pdf)

The U.S. should encourage the expansion of the commercial network by guaranteeing multi-year buys, in return for satellite operators agreeing to harden future satellites against EMP and other hazards, and equipping them to protect classified communication and with sensors to aid SSA. It may also be useful to overbuy transponder time, especially in times of crises. We do not recommend extending a general deterrence guarantee to the commercial sector. If the inherent deterrent of mutual dependence does not discourage a potential attack, it is unlikely that a U.S. guarantee would do so; a deterrence guarantee would make these satellites legitimate military targets; and a deterrence guarantee for non-U.S. assets would tend to not be credible, would decrease U.S. flexibility in crisis, and might be actively opposed by commercial, multi-national satellite operators.

Whipple Shield Solvency

Fitting the satellite with a Whipple shield drastically reduces the micro-particle impact risk

Kuiper et al.  09 – associated professor in the Department of Marketing & Consumer Behavior at the Wageningen University, The

Netherlands. (W., G. Drolshagen, R. Noomen, “Micro-meteoroids and space debris impact risk assessment for the ConeXpress satellite using ESABASE2/Debris,” Advances in Space Research:  Volume 45, Issue 5, 10/31/09, science direct)

NOTE:  Xenon tanks are placed by the ion thrusters in most satellites

For the analyzed ConeXpress mission in geostationary orbit and a mission duration of 12 years, the PNF for the unprotected 4 Xenon tanks combined is equal to 0.8567 if the tanks face continuously backwards and 0.6128 for tanks facing in flight direction. 

The micro-particle impact risk for the Xenon tanks can be mitigated relatively easily with a Whipple shield design. A realistic and effective design of the bumper shield thickness and spacing between bumper and rear wall consists of a bumper thickness of 0.05 cm and a spacing of 5 cm. This configuration fulfills the requirements for valid usage of the WS damage equation. The PNF for the Xenon tanks with improved shielding protection is equal to 0.9998 for a flight attitude with tanks facing backward and 0.9992 for an attitude with forward facing tanks. This is a drastic reduction of the impact risk which can be achieved with relatively little effort and a mass penalty of around 2 kg per tank. 

The present analysis was performed for the ConeXpress satellite; however, it can be seen as representative for exposed tanks in general. ConeXpress is a modified payload adapter which severely limits possible relocations of the tanks. Local additional shielding could be provided as shown in the sketch in Fig. 5. The present assessment showed that the impact failure risk could be greatly reduced by an additional bumper shield of just 0.05 cm Aluminum thickness spaced 5 cm from the tank walls. A larger spacing would increase the protection even further. If a minimum spacing of 5 cm from the tank wall is assured, MLI could play the role of the bumper shield, potentially reinforced to a total equivalent Aluminum thickness of 0.05 cm. HVItests onMLIsamples have verified that MLI has shielding capabilities similar to, or even exceeding those of, a single wall with equivalent thickness of the combined MLI layers (IADC, 2004, chapter 9 and references therein). 

For a Whipple shield it is important to obey the design requirements for spacing and thickness of the bumper relative to the largest particle aimed to be defeated. In many cases a reinforced MLI is sufficient to form a suitable bumper if it is sufficiently separated from the tank wall. The present study assumed that, for single walls, every particle penetrating deeper than 1=4 of the tank wall thickness leads to failure of the tank. For double walls, the failure threshold is given by Eq. (3) with an assumed rear wall thickness of ½ of the true thickness (to account for pressurization, see discussion above). The type of failure (e.g. leak or burst) will depend on specific parameters of the tank design and on its content (e.g. pressure, gas/fluid ratio, etc.). It is predicted that for an optimized Whipple shield protection the critical particle diameter for failure of the analyzed Xenon tanks is about 0.2271 cm (for a wall spacing of 5 cm and a bumper thickness of 0.05 cm) for impacts from particles with a material density of 2.0 g/cm3 at 17 km/s and 45o impact angle. The corresponding impact energy is 1772 Joule. Hypervelocity impact tests performed at EMI (Schneider, 1997; IADC, 2004) have shown that impacts with energies in this size range can indeed lead to the burst of pressurized tanks. 

A whipple shield prevents debris damage – multiple tests prove
Schonberg 09 – works at the Civil, Architectural and Environmental Engineering Department at the Missouri University of Science and Technology (William P., “Protecting Earth-orbiting spacecraft against micro-meteoroid/orbital debris impact damage using composite structural systems and materials: An overview,” Advances in Space Research, 11/23/09, science direct)

As summarized by Schonberg (2001), the results of the various test programs performed showed that multi-wall systems involving composite material bumpers, especially those made of Nextel as in the stuffed Whipple shield, in combination with aluminum bumpers produced less damaging secondary debris or ejecta and

• were more efficient in converting the projectile’s kinetic energy into internal thermal energy,

• were less sensitive to projectile shape,

• were less sensitive to the obliquity of the impacting projectile,

• resulted in less cumulative damage to the pressure wall of the multi-wall system when compared with traditional Whipple-type all-aluminum single-bumper systems (see also 

Munjal, 1998
).

In addition, Christiansen and Kerr (1997) demonstrated that such multi-wall systems were found to provide better protection against more hazardous non-spherical projectiles when compared to the protection level offered by all-aluminum systems.

Regarding the performance of the stuffed Whipple shield, while the test results obtained by Christiansen et al. (1995) showed that such a system provides a large increase in the ballistic limit over corresponding unenhanced systems, a later study by Schonberg and Williamsen (1997) have shown that a perforation of a stuffed shield system, if it occurs, could be catastrophic from a cracking standpoint. As such, the marked increase in ballistic limit that comes from using a Nextel/Kevlar blanket instead of the more traditional multi-layer thermal insulation (MLI) blanket must be balanced in a risk assessment calculation with possible increases in crew vulnerability as a result of increased post-perforation air leak rates (see, e.g., [Schonberg and Williamsen, 1999] and [Williamsen et al., 1999]). Initial results indicate that when all catastrophic failure modes are considered, catastrophic loss appears to possibly be more likely for weaker shields than for the more robust stuffed Whipple shield.

*DA Links*

Politics Link

Hardening assets would be expensive and unpopular in a time of fiscal restraint
Lewis 5 – senior fellow at the Center for Strategic and International Studies (November 1, “Responding to Asymmetric Threats in Space”, http://csis.org/files/media/csis/congress/ts051101_lewis.pdf WSX)

Risk Mitigation Through Hardening

Hardening involves making existing assets more difficult to attack and damage. Hardening makes space programs more expensive, something that could be difficult in a period of fiscal restraint, and policymakers will need to weigh the tradeoffs between hardening existing military space assets and building redundancy with commercial space services. There are also limits to the hardening of spacecraft. Given the weight limitations faced when putting a satellite into orbit, every pound devoted to hardening is a pound lost to mission capability. Armoring spacecraft, for example, is out of the question.

The “ultimate high ground” is a metaphor – weaponization would mean politically expensive
Hays, Dolman, and Mueller 06 –* senior policy analyst with the Science Applications International Corporation, **Professor of Comparative Military Studies at Sass, *** political scientist with the RAND Corporation [Peter, Everett, Karl, March, “Toward a U.S. Grand Strategy in Space” http://www.marshall.org/pdf/materials/408.pdf WSX]

7. Space is the ultimate high ground: the state that develops space weapons first will have a decisive advantage over its enemies. 

Higher isn’t always better, it depends what you want to do (esp. looking vs. shooting)

Early adopter advantage is unclear, and depends on ability of followers to catch up

The U.S. might be able to seize space – will it be worth it?

The argument that space is the ultimate high ground is a great metaphor. Space policy is full of wonderful metaphors. But it is important to keep in mind that although high ground sounds really good – there is the familiar scene from Gettysburg where someone says, “They are going to be on the high ground before us and the battle will be lost” – higher is not always better. There is a lot of high ground that you don’t want to be on. Sometimes high ground is very far away from where you want to be; this is why no-body has a military base on Mt. Everest. It is very hard to get to. The high ground that is useful for looking at an enemy is farther away thank that for shooting at them, which is why up to this point there has been lots of interest in using space for intelligence, surveil-lance and reconnaissance and less interest in using space as a place from which you at-tack. The notion that developing space weapons first gives you a big decisive advantage over the adversary, which will probably come up in the next presentation, is something that you want to “unpack.” It depends on your expectations about what happens after the first weaponization takes place and who is doing it. If weaponizing space first means that you get a space weapons race, but whoever is number two can catch up and keep parity or overtake they guy in the lead, it looks very different than if placing the first weapons in space means that you control space and you can keep everybody out. The United States probably has – conceivably at least – the capability of doing that if we want. We are in a position where we could actually say, “Alright, space is so important to national security and global stability that it needs to be handled by somebody responsible. Guess what – we’re it!” So the United States develops space weapons first and says, “Alright, nobody goes into space and does anything there without our permis-sion.” This would obviously be quite a sensational political thing to do. It would be expen-sive monetarily and politically. The political investment would be very large and before you embark on a path that involves that as your desired end-state, you need to be sure you actually want to go there. Another analogy here: it is like trying to corner the gold market. Buying so much gold that you corner the market would be very, very profitable. Buying a whole lot of gold and not cornering the market is just putting a lot of money into an investment with a very poor return. So you want to be pretty clear about whether you are going to be able to achieve the end-state you envision before you embark on a path that leads in that direction. 
The aff is expensive and requires bureaucratic changes 

Denmark and Mulvenon 10 *Fellow at Center for New American Security **Vice-President of Defense Group Inc.’s Intelligence Division and Director of DGI’s Center for Intelligence Research and Analysis “The Future of American Power in a Multipolar World” http://www.cnas.org/files/documents/publications/CNAS%20Contested%20Commons_1.pdf

Defense: One of the least controversial space security issues concerns defensive measures. Unfortunately, they also tend to be among the most expensive aspects of space security and may require wholesale bureaucratic, cultural, and pro-curement changes. On individual satellites, these alterations might include hardening against electromagnetic pulse, frequency-hopping transmitters and receivers to help defeat jamming, maneuverability against kinetic weapons, and stealth to complicate detec-tion and targeting. Of course, all such measures are expensive and tend to decrease the mission relevant aspects of a spacecraft. They add weight and cost. While military systems should place mission performance and survivability ahead of economic efficiency, the commercial systems upon which the United States increasingly relies have responsibilities to shareholders that preclude hard-ening their systems against a military aggressor. To address these shortfalls, the United States should consider options that improve the rates of return on investment, making it more financially attrac-tive for commercial service providers to design for, and meet, government needs. Such options might include government guarantees of a revenue stream to a commercial provider to offset added demands on a commercial satellite. They might include outright financing of some commercial systems with low-cost loans or subsidies for launch and operating costs.
Private Crowd Out (Commercial)
Private sector couldn’t compete due to increase costs if they hardened commercial satellites
Morris 06 – Director of the office of Space Commercialization  – Senate committee chaired by representative Terry Everett, Witnesses:  Lieutenant General C. Robert Kehler, USAF, US Strategic Command; Ed Morris, Director of the Office of Space Commercialization; David Cavossa, Executive Director of the Satellite Industries Association; Dr. Michael O’Hanlan, Senior Fellow at the Brookings Institution (“ Hearing of the Strategic Forces Subcommittee of the House Armed Services Committee,” Federal News Service, 2006, Proquest)

REP. EVERETT: Mr. Morris, any comments along those lines? MR. MORRIS: I would just like to add that, when you're referring to the commercial remote-sensing industry, one of the balances that the president's policy clearly states is we need to make sure that this industry continues to have the innovation and the flexibility to compete on the world market. If you were to ask them to, perhaps, harden or otherwise protect those assets, over the long term it would impact their ability to compete. And I believe it would be better -- REP. EVERETT: Because of price? MR. MORRIS: Excuse me? REP. EVERETT: Because of price? MR. MORRIS: Because of price, yes, sir, because you'd have -- REP. EVERETT: But they're not cheaper to do it from the very beginning, though, when you're developing the system than to go back and do it? MR. MORRIS: Yes, sir. It would always be cheaper to do it from the beginning but, as you may be aware, most of these satellites are relatively small and, just because of increased market demands, they've grown. So if you were to add additional requirements -- let's say, from the national security perspective only -- then those industries which are just getting started now would have a much more difficult time competing on the international level and then you would see many, many more overseas systems, through proliferation, you know, being available. And at least the current systems that we have, the U.S. systems, NOAA does license them and we do have a lot of data protection responsibilities put into those licenses. If you were to see overseas systems proliferate, U.S. government would have little -- or I would say no -- control over those capabilities. So we need to be very careful to balance national security versus, you know, having that new industry so constrained that they could not compete on a global basis.
Space Debris Link

Self-protection measures aren’t distinguishable from offensive weapons and result in space debris

Krepon and Clary 3 – *director of the South Asia and Space Security programs and **director for South Asian affairs in the Office of the Secretary of Defense (Michael and Christopher, 2003, Stimson Center: “Space Assurance or Space Dominance? The Case Against Weaponizing Space” http://www.isn.ethz.ch/isn/Digital-Library/Publications/Detail/?ots591=0c54e3b3-1e9c-be1e-2c24-a6a8c7060233&lng=en&id=105601 WSX)

Self-protection

An alternative to maneuverability would be to provide important satellites with their own means of self-defense, such as explosive charges or small homing missiles to destroy ASATs before they can carry out attacks. To be effective, this self-protection measure would require shooting first, rather than waiting to find out whether an approaching object were an ASAT—unless, of course, warfare has already begun. The flight-testing and deployment of weapons in space designed to defend satellites from attack would be indistinguishable, for all practical as well as for space policy purposes, from the flight-testing and deployment in space of offensive weapons. Put another way, preemptive defense of satellites could also be employed as a preemptive offense. Moreover, the military utility of defending satellites by offensive means in space might be limited against sophisticated, maneuverable ASATs. The creation of space debris resulting from an active defense in space could also impair satellite operations.

Spending Link

Spending link—all space missions go overbudget
Schendzielos, 8 – major in the USAF, School of Advanced Military Studies (April 30, 2008, Major Kurt Schendzielos, “Protection in Space: A Self-Defense Acquisition Priority for U.S. Satellites”, http://www.dtic.mil/cgi-bin/GetTRDoc?Location=U2&doc=GetTRDoc.pdf&AD=ADA485553)

Unfortunately, predicting which resources, budget, and materials will lead to a successful program is difficult at best. Military acquisition, in general, has numerous failure and cost overruns associated with developing technologies. Space acquisition has been particularly problematic over the past decade. The Joint Task Force on Acquisition of National Security Space Programs identified several problems associated with the acquisition of space programs: “requirements definition and control issues; unhealthy cost bias in proposal evaluation; widespread lack of budget reserves required to implement high risk programs on schedule; and an overall under appreciation of the importance of appropriately staffed and trained system engineering staffs to manage the technologically demanding and unique aspects of space programs.”158 The Joint Task Force highlighted four key issues and recommendations for fixing the space acquisitions process: 1. Cost has replaced mission success as the primary driver in managing acquisition processes, resulting in excessive technical and schedule risk. We must reverse this trend and reestablish mission success as the overarching principle for program acquisition. It is difficult to overemphasize the positive impact leaders of the space acquisition process can achieve by adopting mission success as a core value. 2. The space acquisition system is strongly biased to produce unrealistically low cost estimates throughout the acquisition process. These estimates lead to unrealistic budgets and unexecutable programs. We recommend, among other things, that the government budget space acquisition programs to a most probable (80/20) cost, with a 20–25 percent management reserve for development programs included within this cost. 3. Government capabilities to lead and manage the acquisition process have seriously eroded. On this count, we strongly recommend that the government address acquisition staffing, reporting integrity, systems engineering capabilities, and program manager authority. The report details our specific recommendations, many of which we believe require immediate attention. 4. While the space industrial base is adequate to support current programs, long-term concerns exist. A continuous flow of new programs—cautiously selected—is required to maintain a robust space industry. Without such a flow, we risk not only our workforce, but also critical national capabilities in the payload and sensor areas. Many of the unknowns associated with program development can be mitigated by utilizing previously proven technologies and utilizing them in unique ways (Whipple bumpers, for example.) However, even when using commercial off-the-shelf technologies, the testing necessary to prove a technology transfer will work can produce unexpected results and often does cause actual development costs to well exceed expectations. By that strict measure, it is hard to determine if chasing any one or all of the defensive technologies mentioned could be viewed as being successful. The real measure, however, is the cost associated with producing any given satellite defense technology vice equally effective defensive measures of some other kind. In turn, those measures are then balanced against the risk of having done nothing at all. 
Each hardened satellite costs $800 million

Baines 03 – senior policy advisor for science and technology in the Non-Proliferation, Arms Control and Disarmament Division of the Department of Foreign Affairs and International Trade in Canada (Phillip J., “Prospects for ‘Non-Offensive’ Defenses in Space,” Center for Nonproliferation Studies Occasional Paper No. 12, July 2003, http://cns.miis.edu/opapers/op12/op12.pdf)

ARE NON-OFFENSIVE DEFENSES FOR REAL?
The answer to this question depends on the threat environment in which it is asked. Currently, the threat environment is comparatively low for the space segment of critical military systems and satellite survivability has thus far been applied at levels appropriate to such a threat level. Hardening against nuclear and electronic warfare threats and use of high- altitude orbits, as well as increasing maneuvering fuel budgets for LEO satellites, have all contributed to satellite survivability. The continued absence of a threat would enable the current practice to hold. This survivability, however, has come with an attendant cost, as Milstar satellites cost $800 million each.39 Table 6 illustrates satellite survivability options, including an indication of costs and effectiveness for non-offensive defense strategies.

Passive defenses have huge launch and fuel costs
Cynamon 09 – Colonel in USAF (Charles H. Cynamon, “Defending America’s Interests in Space,” Air War College, 2/12/09, https://www.afresearch.org/skins/rims/q_mod_be0e99f3-fc56-4ccb-8dfe-670c0822a153/q_act_downloadpaper/q_obj_236c0cec-26d6-4053-ab82-19a783259606/display.aspx?rs=enginespage.)

The potential exists for a rogue nation either to detonate an EMP weapon in space, disabling most satellites, or to destroy a critical US intelligence collection satellite in low earth orbit though a direct ascent ASAT weapon. One should first determine if it’s possible to counter the effects of both threats strictly with passive defensive capabilities. In the case of an EMP detonation in space, all satellites theoretically could be hardened to an extreme extent to prevent damage induced by the various radiation types released, the dose levels and the dose rates. As for direct ascent ASAT weapons, theoretically these can be countered by improved space situational awareness (SSA) for ample warning time coupled with increased on-board fuel for satellite maneuvers to avoid the impending attack. As a singular event, passive defenses may seem to be a reasonable cost to bear. In reality, these passive defenses alone cannot insure the ability to survive and operate after such attacks. Intelligence, even with perfect SSA, is unlikely to discern the exact target for a direct ascent ASAT attack thus requiring all possible targets to maneuver for safety. Furthermore, the penalties for hardening all satellites and increasing onboard fuel are prohibitive and would come at the expense of payload capabilities and launch costs. Therefore, other defensive approaches short of space weapons should be considered. 
Just increasing defense of satellites is expensive and compromises capability

Harrison et al. 09 – director of the Eisenhower Center for Space and Defense Studies (Roger, Collins G. Shackelford, and Deron R. Jackson, “Space Deterrence:  The Delicate Balance of Risk,” Space and Defense, a scholarly journal of the US Air Force Academy for the Eisenhower Center for Space and Defense Studies, Summer 2009, http://web.mac.com/rharrison5/Eisenhower_Center_for_Space_and_Defense_Studies/Space_Deterrence_files/Space_and_Defense_3_1%20Space%20Deterrence.pdf)

3. Defense Insofar as defense of satellites can be enhanced, both deterrence and security are strengthened. But the concept of defense should be extended to defending our capability, rather than just the satellites. Historically, defense of satellites – chiefly by hardening and maneuver – is expensive, compromises capability for a given mass, and quickly runs into diminishing returns.
Advocates concede that hardening links to spending – costs tens of billions of dollars and would be cut in current financial crisis
Matthews 8 (William, November 13, “Experts: Deterrence Won't Protect U.S. Satellites”, http://www.defensenews.com/story.php?i=3820260&c=AME&s=AIR WSX), 

But it would be better for the U.S. to actively defend its satellites than to count on deterrence to protect them, the pair said during an address sponsored by the Marshall Institute in Washington.

Satellites should be hardened to protect against electromagnetic pulses and be made more resistant to jamming, Sheldon said.
The U.S. military also should speed up efforts such as the Operationally Responsive Space program to develop the ability to quickly launch satellites to replace those that have been lost. In addition to developing new launch systems, the military should build a supply of spare satellites to be launched when needed, he said.

Space situational awareness programs should be made a higher priority. It is "severely lacking today," Sheldon said. Better situational awareness would tell commanders whether a satellite has been attacked or struck by space junk. And it could help determine the origin of attacks.

Integrating U.S. satellite capabilities with those of allies such as Germany, Italy and Britain is one way to increase redundancy and reduce the damage that could be done by attacking a U.S. satellite. But close cooperation with allies in space "would require a substantial change in the secretive culture of the U.S. national security space community," Sheldon said.

There is likely to be an even more daunting problem: cost.

New, hardened satellites and new launch systems will cost tens of billions of dollars. But in the current financial crisis, "protection of U.S. satellite systems may fall victim" to budget cuts, Sheldon warned. 

Weaponization Link

What constitutes a space weapon is unclear – hardened satellites could be used for attacks

Hays, Dolman, and Mueller 06 –* senior policy analyst with the Science Applications International Corporation, **Professor of Comparative Military Studies at Sass, *** political scientist with the RAND Corporation [Peter, Everett, Karl, March, “Toward a U.S. Grand Strategy in Space” http://www.marshall.org/pdf/materials/408.pdf WSX]

There are many “space weapons” that would not be weapons in space; they would be terrestrial weapons that would attack into space. A lot of the things that people do to satellites or would like to do to protect satellites don’t actually involve weapons in the tra-ditional sense of blowing stuff up. They involve jamming or resisting jamming or harden-ing your satellites against subtle attacks or the use of things that don’t really look like weapons, but that actually could be employed in ways that interfere with somebody’s satel-lites. There are a lot of gray areas, as we have mentioned. It is not clear exactly at what point you cross a line from space not being weaponized to space being weaponized. The details of technology matter a lot, as with discussions of nuclear weapons during the Cold War. This is a subject where both the politics and the technology are very important. We are at the stage in the debate where most of the people who have stuck their toes into it know more about the technology than the politics. There are not that many people who have immersed themselves in both yet, and that is an important thing to do. 

Self-protection measures aren’t distinguishable from offensive weapons and result in space debris

Krepon and Clary 3 – *director of the South Asia and Space Security programs and **director for South Asian affairs in the Office of the Secretary of Defense (Michael and Christopher, 2003, Stimson Center: “Space Assurance or Space Dominance? The Case Against Weaponizing Space” http://www.isn.ethz.ch/isn/Digital-Library/Publications/Detail/?ots591=0c54e3b3-1e9c-be1e-2c24-a6a8c7060233&lng=en&id=105601 WSX)

Self-protection

An alternative to maneuverability would be to provide important satellites with their own means of self-defense, such as explosive charges or small homing missiles to destroy ASATs before they can carry out attacks. To be effective, this self-protection measure would require shooting first, rather than waiting to find out whether an approaching object were an ASAT—unless, of course, warfare has already begun. The flight-testing and deployment of weapons in space designed to defend satellites from attack would be indistinguishable, for all practical as well as for space policy purposes, from the flight-testing and deployment in space of offensive weapons. Put another way, preemptive defense of satellites could also be employed as a preemptive offense. Moreover, the military utility of defending satellites by offensive means in space might be limited against sophisticated, maneuverable ASATs. The creation of space debris resulting from an active defense in space could also impair satellite operations.

*ASATS Ev*

Weaponization Now

Space has changed for the U.S. – it is now congested, competitive, and contested by other countries
Schulte 11 – deputy assistant secretary of defense for space policy   (Gregory, February 9, “The Final Frontier”, http://www.foreignpolicy.com/articles/2011/02/09/the_final_frontier?page=0,1 WSX) 

 The Department of Defense's strategic approach to space must change. This is the message of the National Security Space Strategy recently approved by Secretary of Defense Robert Gates and Director of National Intelligence James Clapper.

During the Cold War, space was the private reserve of the United States and Soviet Union. It was the "high frontier," from which we could support national defense and power projection with near impunity. Space capabilities were essential to such strategic tasks as monitoring compliance with arms control treaties and providing early warning of nuclear attack.

Today, space capabilities support a much broader range of domestic and global needs. Space systems benefit the global economy, enhance our national security, strengthen international relationships, advance scientific discovery, and improve our way of life.
Many nations have recognized the benefits derived from space, and the United States increasingly shares the domain with more and more space-faring countries -- both close allies, like France and Japan, and potential adversaries. And space is increasingly congested, competitive, and contested - challenges that we refer to as "the three C's."
U.S. policy must first adapt to increased congestion in space. There are over 1,100 active systems in orbit and an additional 21,000 pieces of debris littering the skies and posing a threat to our satellites. Radio frequency interference is also a concern, with more than 9,000 transponders relaying communications between spacecraft and the ground expected in orbit by 2015. Either radio interference or collision with a piece of debris could render a satellite useless, depriving military forces and national decision-makers of the information it collects and transmits.

Space is also the object of increased competition between nations. When the space age began, only the United States and the Soviet Union had the technology and industrial capacity to develop space capabilities. In recent years, however, growing international interest in space capabilities has spurred space industries in many more nations. The U.S. share of worldwide satellite exports has dropped from nearly two-thirds in 1997 to one-third in 2008. Eleven countries are operating 22 launch sites. More than 60 nations and government consortia currently operate satellites. In sum, the U.S. competitive advantage in space has decreased as market-entry barriers have lowered, and the U.S. technological lead is eroding in several areas as expertise among other nations increases.

America's assets in space are also increasingly contested by its rivals and adversaries. China demonstrated a direct-ascent anti-satellite capability in 2007 and is developing other capabilities to disrupt and disable satellites. Iran and others have demonstrated the ability to jam satellite signals. Our reliance on space tempts potential adversaries to see it as a vulnerability to be exploited. 

5 nations have the capability to severely damage US assets in space

Schendzielos, 8 – major in the USAF, School of Advanced Military Studies (April 30, 2008, Major Kurt Schendzielos, “Protection in Space: A Self-Defense Acquisition Priority for U.S. Satellites”, http://www.dtic.mil/cgi-bin/GetTRDoc?Location=U2&doc=GetTRDoc.pdf&AD=ADA485553)

Over the past five years there have been numerous advances made by America’s traditionally adversarial nations in the arena of counterspace technology. The proliferation of laser and radio-frequency technology is of increasing concern for the U.S. every day. The technology required to dazzle or disrupt is increasingly easy to obtain and becoming cheaper as well. ASAT technology is following the pace of computer growth and it is simply a matter of time before several nations have the capability to seriously degrade American space dominance or completely deny America’s space advantage all together. The U.S. Department of State (DoS) 2007 Study on Space Policy recently remarked that, “Threats to U.S. space assets, both from the ground and in space, are rapidly growing quantitatively and qualitatively. The United States does not have the luxury of assuming that its space assets will be available wherever needed.”51 The theme of this warning cannot be underestimated. As mentioned previously, America is critically reliant upon the advantages accrued from space dominance. The DoS study also urged, “Survivability of our space assets in a deliberately hostile environment must be a requirement along with improved capability. Understanding and responding to threats to civil, commercial, and national security space assets is a vital national interest of the United States.”52 In order to prepare for the threats accumulating throughout the world, the actors must be identified, the capabilities assessed and the intentions estimated. The director of the Defense Intelligence Agency, Lieutenant General (LTG) Michael Maples, warned the U.S. Senate in 2007 that, “Several countries continue to develop capabilities that have the potential to threaten U.S. space assets, and some have already deployed systems with inherent anti-satellite capabilities, such as satellite-tracking laser range-finding devices and nuclear armed ballistic missiles.”53 LTG Maples added that “A few countries are seeking improved space object tracking and kinetic or directed energy weapons capabilities.”54 The most notable potentially adversarial nations to which he is referring are India, Iran, North Korea, Russia and China. Although it is estimated that as many as thirty nations may have some form of ground-based laser ASAT capability to dazzle or potentially disrupt U.S. remote sensors, these five countries have undertaken dedicated efforts to build or acquire an operational destructive OCS system. This paper will examine each adversary threat in the order listed above. Keep in mind that most nations are not working in a complete vacuum concerning the development of space technologies (specifically destructive and disruptive ASAT technologies). Most nations work in concert sending experts around the globe to share notes and exchange ideas. Direct proliferation between adversary nations has taken place. Such interactions have been noted where public documents bring this activity to light. 

By 2025 state and non-state actors will be able to attack U.S. satellites

Huntington 7 – Lt. Colonel USAF (Joseph, February 23, “Improving Satellite Protection with Nanotechnology,” https://www.afresearch.org/skins/rims/q_mod_be0e99f3-fc56-4ccb-8dfe-670c0822a153/q_act_downloadpaper/q_obj_72d8441a-30dd-41a3-b538-dabcdc5c314b/display.aspx?rs=enginespage WSX)

The United States has long been dominant in space. Controlling the “high ground” has brought information superiority and provided significant force enhancement capabilities for the military.82 But dominance has overshadowed the vulnerability of United States satellites. By studying United States capabilities, other countries have become increasingly aware of the tremendous military advantages that space-based assets provide the United States and are beginning to challenge the long-held peaceful use of space.83 The January 2007 Chinese ASAT demonstration is the latest example of how easily US space dominance can be threatened. Other examples were highlighted in a National Air and Space Intelligence Center report which stated that China and Russia have either built or are developing the technology to build ground-based directed energy weapons.84 By 2025, continued technological discovery and improvement, globalization, and technology sharing will contribute to increasing the threat, making these weapons equally available to state and non-state actors.

Ground-based directed energy weapons provide adversaries with the means to attack United States satellites. Though an adversary may have many reasons or objectives for taking such action, two objectives are plausible. First, an adversary could use ground-based directed energy weapons to destroy United States satellites in order to degrade or deny United States capabilities, military, economic, or informational. Successfully destroying a satellite in this manner might accomplish an adversary’s objectives, but it would also leave evidence that would allow the United States to trace the attack to the adversary. This would almost certainly result in some sort of retaliatory action. Second, an adversary could choose to degrade a United States satellite or satellite capability over time. This might be accomplished by employing ground-based directed energy weapons over some period of time at lower output power levels than necessary for complete destruction. Because many of the effects experienced by the satellite would be similar to the effects encountered as a result of operating in space, it would be difficult for the United States to pinpoint the cause. Not only would the adversary achieve the desired effect, he would also be able to maintain plausible deniability.

Even if the U.S. isn’t developing space weapons, uncertainty forces other countries to respond as if they were

Hsu 10 – Contributor to Space.com (Jeremy, May 5, “Is a New Space Weapon Race Heating Up?”, http://www.space.com/8342-space-weapon-race-heating.html WSX)

The devil is in the details

Many existing space technologies play dual roles in both military and civilian life.

The Global Positioning Satellite (GPS) system which started out as military-only has since become common in consumer smartphones and car navigation systems. Modern rocketry grew in part from the technology and scientific minds behind Nazi Germany's V-2 rockets of World War II, and continued to evolve alongside ballistic missile technology.

Even something as basic as a satellite image can be used for either military weapons targeting or civilian crop rotation, Johnson-Freese said. Space plane technology can seem equally ambiguous ? the Air Force deputy undersecretary of space programs scoffed at the notion of X-37B paving the way for future space weapons.

"The whole issue is further complicated because beyond technologies like lasers, Rods from God, explosives, etc.... virtually any object traveling in space can be a weapon if it can be maneuvered to run into another object," Johnson-Freese told SPACE.com.

Uncertainty matters a great deal for how other nations view the recent U.S. space plane and hypersonic glider tests, regardless of whether or not the technologies lead to future weapons.

"They are testing capabilities that could certainly be useful to the military if it chose to use them in an offensive manner," Johnson-Freese said. "And the military has been silent on intent."

Intrigue and deception

Pike said the current work under way by the U.S. military leaves plenty of room for misinterpretations or even outright deception, which could be a ploy to distract other nations with military space projects.

"One of them could be a deception program and the other could be the spitting image of the real thing," Pike noted. He said that such misdirection could force other nations' militaries to waste money chasing down dead ends.

Both the Air Force space plane and DARPA's hypersonic glider may have a combined budget of several hundred million dollars per year, Pike estimated. He described such spending as "chump change" compared to the Pentagon's black budget spending in recent years of $6 billion to $8 billion annually ? and he pointed to decades worth of known space plane programs which had amounted to little.

"I conclude that the hypersonic trans-atmospheric space plane domain is either unusually badly managed even for government programs, or there's a lot of hocus pocus here," Pike said. "I defy anyone to tell the difference between hocus pocus and mismanagement."

Of course, the U.S. military could theoretically make good use of either the X-47B or HTV-2. An operational space plane could launch quickly as a replacement for recon satellites disabled in the opening salvoes of a conflict, and could "play hide and seek" to avoid being shot down easily. Similarly, a hypersonic aircraft or weapon might allow the U.S. to eliminate threats early on without warning.

Walking the line on weapon bans

The double-edged nature of space technologies has also complicated international efforts to ban entire classes of technologies which might serve as space weapons. Instead, there has been interest in "more modest proposals that focus on behavior, rather than what you are allowed to build or test," said Karl Mueller, a political scientist at the RAND Corporation.

Military use of space looks likely to expand, according to the experts. But Mueller explained that the U.S. military's interest in space has less to do with the dazzling futuristic visions of space planes and more to do with "unglamorous" satellites and orbital sensor systems. Such technologies give situational awareness of all the satellites, spacecraft and debris in orbit.

One such example is the $800 million Space Based Space Surveillance satellite slated for launch in July. It carries an optical telescope to help Air Force ground-based radars track the growing orbital traffic of satellites and space debris ? a goal which everyone can appreciate.

"That's true whether you're hawkish and enthusiastic about using force in space, or whether you're dovish and want to maintain the sanctuary of space and maximize peaceful spacefaring," Mueller said. 

Weaponization is happening now, the decision to reverse it goes against military leaders and lawmakers – satellite vulnerabilities are at the crux of the problem 

Myers 8 - PhD and Assistant Professor in the School of Informatics at Indiana University  (Steven, March 9, “U.S. leads in preparing for war in space”, http://www.nytimes.com/2008/03/09/world/americas/09iht-space.4.10846000.html WSX)
But it may already be too late for that. In the weeks since a U.S. rocket slammed into an out-of-control satellite over the Pacific Ocean, officials and experts have made it clear that the United States, for better or worse, is committed to having the capacity to wage war in space. And that, it seems likely, will prompt others to keep pace.

What makes people want to ban war in space is exactly what keeps the Pentagon's war planners busy preparing for it: The United States has become so dependent on space that it has become the country's Achilles' heel.

"Our adversaries understand our dependence upon space-based capabilities," General Kevin Chilton, commander of the U.S. Strategic Command, wrote in congressional testimony on Feb. 27, "and we must be ready to detect, track, characterize, attribute, predict and respond to any threat to our space infrastructure."

Whatever Pentagon assurances there have been to the contrary, the destruction of a satellite more than 130 miles, or 200 kilometers, above the Pacific Ocean a week earlier, on Feb. 20, was an extraordinary display of what Chilton had in mind - a capacity that the Pentagon under President George W. Bush has tenaciously sought to protect and enlarge.

Is war in space inevitable? The idea of such a war has been around since Sputnik, but for most of the Cold War it remained safely within the realm of science fiction and the carefully proscribed U.S.-Soviet arms race. But a dozen countries now can reach space with satellites - and, therefore, with weapons. China strutted its stuff in January 2007 by shooting down one of its own weather satellites 530 miles above the planet.

"The first era of the space age was one of experimentation and discovery," a congressional commission reported just before Bush took office in 2001. "We are now on the threshold of a new era of the space age, devoted to mastering operations in space." One of the authors of that report was Bush's first defense secretary, Donald Rumsfeld, and the policy it recommended became a tenet of U.S. policy: The United States should develop "new military capabilities for operation to, from, in and through space."

Technology, too, has become an enemy of peace in space. Twenty-five years ago, President Ronald Reagan's Strategic Defense Initiative was considered so fantastical by its critics that it was known as "Star Wars." But the programs Reagan began were the ancestors of the weaponry that brought down the American satellite.

The Chinese strike, and now the Pentagon's, have given ammunition to both sides of the debate over war in orbit.

Arms control advocates say the bull's-eyes underscore the need to expand the Outer Space Treaty of 1967, which the United States and 90 other countries have ratified. It bans the use of nuclear and other weapons of mass destruction in orbit or on the Moon.

Space, in this view, should remain a place for exploration and research, not humanity's destructive side. The grim potential of the latter was hinted at by the vast field of debris that China's test left, posing a threat to any passing satellite or space ship. The Pentagon said its own shot, at a lower altitude, would not have the same effect - the debris would fall to earth and burn up.

The risk posed by space junk was the main reason the United States and Soviet Union abandoned antisatellite tests in the 1980s. Michael Krepon, who has written on the militarization of space, said the Chinese test broke an unofficial moratorium that had lasted since then. And he expressed disappointment that the Pentagon's strike had damaged support for a ban, which the Chinese say they want in spite of their 2007 test.

"The truth of the matter is it doesn't take too many satellite hits to create a big mess in low earth orbit," he said.

The White House, on the other hand, opposes a treaty proscribing space weaponry; Bush's press secretary, Dana Perino, says it would be unenforceable, noting that even a benign object put in orbit could become a weapon if it rammed another satellite.

A new American president could reverse that attitude, but he or she would have to go up against the generals and admirals, contractors, lawmakers and others who strongly support the goal of keeping U.S. superiority in space.

And so, research continues on how to protect U.S. satellites and deny the wartime use of satellites to potential enemies - including work on lasers and whiz-bang stuff like cylinders of hardened material that could be hurled from space to targets on the ground. "Rods from God," those are called.

For now, such weapons remain untested and, by all accounts, impractical because the cost of putting a weapon in orbit is huge. "It is much easier to hold a target at risk from the land or sea than from space," said Elliot Pulham, who heads the Space Foundation, a nonprofit group in Colorado Springs. 

China Weaponization Now

China views space as a high-ground in battle and has the capabilities to attack space assets

Chase 11 – Associate Research Professor and Director of the Mahan Scholars Program at the U.S. Naval War College (Michael, March 25, “ Defense and Deterrence in China’s Military Space Strategy”, http://www.jamestown.org/programs/chinabrief/single/?tx_ttnews[tt_news]=37699&tx_ttnews[backPid]=25&cHash=e3f0fcd233f563e2364ad7bc49425244 WSX)
China’s theory of space deterrence may be a work in progress, but Beijing is already developing an impressive array of counter-space systems. Indeed, the capabilities that China is working on go beyond the direct ascent anti-satellite (ASAT) weapon, successfully tested in January 2007. The test demonstrated its capability to destroy satellites in low-earth orbit and was followed by a missile intercept test in January 2010. According to the 2010 Department of Defense (DoD) report on Chinese military developments, "China is developing a multi- dimensional program to improve its capabilities to limit or prevent the use of space-based assets by potential adversaries during times of crisis or conflict" [1]. In addition to the direct ascent ASAT, China’s capabilities include foreign and domestically developed jamming capabilities, and the inherent ASAT capabilities of its nuclear forces. In addition, "China is developing other technologies and concepts for kinetic and directed-energy (e.g. lasers, high-powered microwave, and particle beam) weapons for ASAT missions" [2]. According to Chinese analysts, along with the increasing its importance for military and commercial reasons, space is becoming an important domain for the defense of national security and national interests [3].
Background

Chinese strategists regard space as a crucial battlefield in future wars. Chinese military publications characterize space as the high ground that both sides will strive to control in informatized local wars because of its influence on information superiority and its importance in seizing the initiative in a conflict [4]. Chinese analysts write that space systems serve as key enablers by providing support in areas such as intelligence, surveillance, and reconnaissance (ISR), early warning, communications, navigation and positioning, targeting for precision weapons, surveying and mapping, and meteorological support. Chinese analysts also portray space systems as force multipliers that support joint operations and enhance the effectiveness of ground, air, and naval forces.

In keeping with this emphasis on the importance of space systems in contemporary military operations, China is making major strides in improving its own space capabilities [5]. According to the 2010 DoD report, "China is expanding its space-based intelligence, surveillance, reconnaissance, navigation, and communications satellite constellations" [6]. As China places more satellites into orbit, the PLA’s reliance on space systems is growing. China’s military is becoming more dependent on space capabilities for intelligence, surveillance, reconnaissance, navigation and positioning, as well as communications. Chinese military publications suggest that China still sees itself as far less dependent on space than the United States, but they also recognize that with this increasing reliance on space comes greater vulnerability. Many Chinese analysts believe that China’s space systems face a variety of potential threats. Consequently, they argue that the PLA needs to be able to protect its space assets through defensive measures or deterrence.

Current perception of U.S. weaponization threatens China and forces them to respond 

Chase 11 – Associate Research Professor and Director of the Mahan Scholars Program at the U.S. Naval War College (Michael, March 25, “ Defense and Deterrence in China’s Military Space Strategy”, http://www.jamestown.org/programs/chinabrief/single/?tx_ttnews[tt_news]=37699&tx_ttnews[backPid]=25&cHash=e3f0fcd233f563e2364ad7bc49425244 WSX)
Chinese Perceptions of Foreign Threats to Chinese Space Systems

A review of Chinese writings on military space operations indicates that Chinese strategists are concerned about a wide variety of perceived threats to Chinese space systems. In particular, Chinese analysts characterize U.S. space policy as inherently threatening to China’s interests because of its emphasis on space dominance. As Zhang Hui of Harvard’s Belfer Center for Science and International Affairs writes, "Many Chinese officials and security experts have great interest in U.S. military planning documents issued in recent years that explicitly envision the control of space through the use of weapons in, or from, space to establish global superiority" [7]. Similarly, according to Bao Shixiu, a senior fellow at the PLA’s Academy of Military Science (AMS), "the only conclusion that can be drawn is that the United States unilaterally seeks to monopolize the military use of space in order to gain strategic advantage over others" [8]. Given that China must protect its own interests, Bao argues, "China cannot accept the monopolization of outer space by another country." Consequently, he asserts that U.S. space policy "poses a serious threat to China both in terms of jeopardizing its national defense as well as obstructing its justified right to exploit space for civilian and commercial purposes" [9]. Chinese writers also assert that U.S. space war exercises reflect the growing militarization of space. Yet Beijing’s concerns are not limited to the realm of policy statements and war games. Indeed, some Chinese strategists appear to believe that other countries are actively developing counter-space capabilities that could threaten Chinese satellites.

Some Chinese writers discussed what they characterize as a long history of ASAT research, development, and testing in the United States and Russia dating back to the Cold War [10]. Like their Western counterparts, Chinese writers divide these potential threats into two major categories: "soft kill" and "hard kill" [11]. Soft kill threats can cause temporary loss of the effectiveness of space systems, causing them to be unable to carry out operational functions. According to Chinese military researchers, the main methods of soft kill anti-satellite attack include electronic warfare and computer network attacks [12]. In contrast to soft kill threats such as jamming, hard kill capabilities are intended to cause permanent damage to spacecraft. Chinese writers identify kinetic energy weapons and directed energy weapons such as high-energy lasers as the main hard kill ASAT threats. Other Chinese writings offer more detailed discussions of perceived threats from a wide range of systems, such as kinetic energy interceptors, laser ASAT systems, nuclear ASAT systems, microwave weapons, and space planes that could be used to disable or destroy an adversary’s satellites [13]. In addition, some Chinese authors assert that U.S. missile defense interceptors provide the United States with an inherent ASAT capability [14].

In all, according to Chinese analysts, as a result of the actions of the world’s major space powers, space war is no longer the stuff of science fiction. Indeed, they argue that it is already more a reality than a myth. Consequently, they conclude that China must be prepared not only to degrade an adversary’s ability to use space, but also to protect its own space capabilities. Chinese writings suggest that Beijing would consider doing so through a combination of defensive measures and deterrence.

China is undertaking defensive measures now to prepare for space conflicts

Chase 11 – Associate Research Professor and Director of the Mahan Scholars Program at the U.S. Naval War College (Michael, March 25, “ Defense and Deterrence in China’s Military Space Strategy”, http://www.jamestown.org/programs/chinabrief/single/?tx_ttnews[tt_news]=37699&tx_ttnews[backPid]=25&cHash=e3f0fcd233f563e2364ad7bc49425244 WSX)
Chinese Writings on Space Defense

Because satellites are so essential to military operations, Chinese writers see an intensifying competition between ASAT technology and satellite defense. Consequently, Chinese authors write that to be prepared for space conflicts, besides having the ability to strike the enemy’s satellites, it is also necessary to improve the survivability of one’s own satellites. Against this background, Chinese writers discussed a wide variety of measures to enhance satellite survivability. Defensive measures mentioned in Chinese articles include signature reduction, hardening and other protective measures, electromagnetic protection, satellite mobility, improving space situational awareness, and renting foreign space systems.

Chinese journal articles indicate that one way of defending space systems is employing signature reduction techniques, which makes it more difficult for the adversary to find and attack the spacecraft [15]. According to one Chinese analyst, concealment measures can include covering the satellite with special materials to reduce its visibility to enemy radar and reducing other signatures [16]. Some Chinese writers also suggest hardening or increasing protection for key components, such as the electro-optical sensors on imaging satellites. Another defensive measure that is emphasized is the enhancement of protection against electromagnetic interference. Still others include increasing satellite mobility, discharging bait and false targets, and using distributed small satellites. In addition, Chinese analysts underscore the importance of enhancing space situational awareness to observe enemy activities in space and provide warning of any attack.

Spacecraft themselves are not the only assets that need to be defended. The protection of information links and ground stations is seen as equally essential. Chinese authors address defending information links by employing measures such as encryption and various types of anti-jamming technology. Chinese authors write that encryption makes it more difficult for the other side to collect intelligence while direct-sequence spread spectrum (DSSS), frequency hopping and related measures enhance the satellite link’s anti-jamming capabilities. They also assert that to deal with computer network threats, it is very important to ensure the secrecy, validity, and integrity of one’s own information systems. Defending ground support systems is also seen as vital. Measures for protecting ground elements evaluated in Chinese articles include camouflage and concealment, mobility, and redundancy.

Camouflage and concealment reduces the probability that an enemy will be able to detect and target a facility. Mobile ground support systems make it harder to find and strike Chinese assets. Redundancy enhances survivability of the system in the face of enemy attacks. Finally, one Chinese author suggests that using leased foreign space systems poses a diplomatic and political dilemma for the enemy who would otherwise want to try to attack China’s space information systems. Leasing foreign space information systems "increases the attacking side’s decision-making burden" because they must contemplate attacking a satellite that is owned by a third party [17].

China is developing a space deterrence strategy in response to American strategic dominance of space
Chase 11 – Associate Research Professor and Director of the Mahan Scholars Program at the U.S. Naval War College (Michael, March 25, “ Defense and Deterrence in China’s Military Space Strategy”, http://www.jamestown.org/programs/chinabrief/single/?tx_ttnews[tt_news]=37699&tx_ttnews[backPid]=25&cHash=e3f0fcd233f563e2364ad7bc49425244 WSX)
Space Deterrence

In addition to defense, Chinese military writers also emphasize the growing importance of space deterrence. For example, Peng Guangqian and Yao Youzhi highlight space deterrence as one of the key types of strategic deterrence, placing it on par with nuclear deterrence, conventional deterrence, information deterrence, and "People’s War Deterrence" [18]. Other Chinese writers contend that China is still developing its space deterrence strategy. According to Bao Shixiu, "Currently, China does not have a clear space deterrence theory to guide its actions for countermeasures." Nonetheless, he argues, the rough outlines of China’s approach approximate Chinese thinking on deterrence in other areas and its overall "active defense" strategy. "The basic necessity to preserve stability through the development of deterrent forces as propounded by Mao and Deng remains valid in the context of space," Bao writes [19].

China’s development of a space deterrence strategy can thus proceed from a starting point that draws on the strategic guidance of Mao and Deng and resembles Cold War deterrence theory, at least at a general level. Chinese writers, like their Western counterparts, conclude that strategic deterrence requires a country to meet three basic conditions: the possession of deterrent capabilities; the will to use them; and the ability to communicate to an adversary that it has the capabilities and the determination to use them if necessary. Yet, Bao argues that space force deterrence will differ from nuclear deterrence in some key respects. According to Bao, "[although] there will be a taboo on the use of space weapons, the threshold of their use will be lower than that of nuclear weapons because of their conventional characteristics. Space debris may threaten the space assets of other ‘third party’ countries, but the level of destruction, especially in terms of human life, could be far less than nuclear weapons or potentially even conventional weapons."

Within this broad context, Bao outlines a Chinese approach to space deterrence, one in which "an active defense will entail a robust deterrent force that has the ability to inflict unacceptable damage on an adversary" [20]. According to Bao, "under the conditions of American strategic dominance in space, reliable deterrents in space will decrease the possibility of the United States attacking Chinese space assets." Specifically, he writes, China "will develop anti-satellite and space weapons capable of effectively taking out an enemy’s space system, in order to constitute a reliable and credible defense strategy." This suggests that in addition to denying an enemy the ability to use its space systems in a war with China and countering the possibility of space-based missile defense capabilities undermining China’s nuclear deterrent, another of the missions for China’s counter-space capabilities could be protecting China’s own space systems by deterring an adversary from attacking them.

China isn’t just building up capabilities for defense – U.S. vulnerabilities make them want to attack satellites
Chase 11 – Associate Research Professor and Director of the Mahan Scholars Program at the U.S. Naval War College (Michael, March 25, “ Defense and Deterrence in China’s Military Space Strategy”, http://www.jamestown.org/programs/chinabrief/single/?tx_ttnews[tt_news]=37699&tx_ttnews[backPid]=25&cHash=e3f0fcd233f563e2364ad7bc49425244 WSX)
Outlook and Implications

As China continues to place more satellites into orbit, Chinese strategists are likely to become more interested in space defense and space deterrence, but this does not necessarily mean that their interest in attacking adversary space systems if required will be diminished. Indeed, Chinese writings on military space operations emphasize the importance of maintaining one’s own freedom of action in space while denying the adversary the ability to use space assets in a conflict with China. Moreover, many Chinese analysts indicate that they perceive the US military as heavily dependent on space assets for crucial functions such as ISR, communications, and navigation and positioning. Some Chinese writers also argue that space represents a crucial U.S. vulnerability, one that must be exploited to win a future local war under informatized conditions. Chinese concerns about the potential of enemy space-based missile defense systems to undermine China’s nuclear deterrence capabilities continue to provide another rationale for the development and possibly employment of ASAT capabilities [21]. Given the conviction that preventing an enemy from using space systems effectively in a conflict may very well be essential to gaining information superiority, or possibly even to preserving China’s ability to launch a retaliatory nuclear strike, it seems unlikely that China’s development of counter-space systems would be limited to deterring attacks against China’s own satellites. Consequently, even as its interest in space defense and space deterrence increases along with the need to protect its own growing satellite capabilities, Beijing will probably still view counter-space weapons as giving it the option of denying an enemy the advantages its forces derive from unhindered access to space systems.

China is developing offensive and defensive operations to respond to the threat of space militarization
Xinhua News Agency 9 (November 2, “China's PLA eyes future in space, air: air force commander”, http://english.peopledaily.com.cn/90001/90776/90786/6799960.html WSX)
China will develop an air force with integrated capabilities for both offensive and defensive operations in space as well as in air, the People's Liberation Army (PLA) Air Force Commander Xu Qiliang said Sunday.

Calling militarization in the space and in air "a threat to the mankind," Xu said China must develop a strong force in the two arenas in order to face challenges of that threat.

"Only power could protect peace," the 59-year-old air force commander said in an interview with Xinhua, 10 days ahead of 60th anniversary of the founding of the PLA air force.

Superiority in space and in air would mean, to a certain extent, superiority over the land and the oceans, Xu said.

"As the air force of a peace-loving country, we must forge our swords and shields in order to protect peace," he said.

According to Xu, not only major air force powers in the world were currently eyeing space and air superiority, some developing countries were also changing their military strategies to gain upper ground in the two arenas.

A country without adequate power would have no say when faced with challenges posed by the militarization in the space and air, he said.

The PLA air force would improve its detection and early warning, air striking, anti-missile air defense, strategic delivery capabilities in order to effectively protect China's interests and help maintain regional and world peace, Xu said.

Xu meanwhile stressed that the PLA air force was peace-oriented.

"The Chinese people is a peace-loving people, and China is a responsible developing country which upholds a national defense policy that is defensive in nature," he said.

A powerful PLA air force would protect China's sovereignty, safety and territorial integrity, and would play a major part in maintaining regional stability and world peace, he said.

"The PLA air force will pose no threat to any other country," Xu said.

This year marks the 60th founding anniversary of the People's Republic of China. Its naval force was founded on April 23, 1949, and its air force on Nov. 11 that year.

Previous report said the PLA air force would put its most advanced warplanes on display in the suburbs of Beijing in November, to mark its 60th founding anniversary.

All the aircraft to be exhibited, including Kongjing-2000 Airborne Early Warning and Control (AEWC) aircraft, J-11 fighters,H-6 bomber jets, and HQ-9 surface-to-air missiles, were made by China.

Most of them were already included in the aircraft fly past during the National Day military parade on Oct. 1 this year in Beijing.

In addition to aircraft display, an international military forum themed "harmonious skies" would also be held in Beijing later this month.

More than 300 senior air force officers from China and more than 30 other countries are expected to attend the forum to mark the PLA air force's 60th anniversary

"The PLA air force will continue to deepen exchanges and cooperation with its foreign counterparts on an opener, more transparent, confident and practical basis," said Xu Qiliang. 
China is dedicated to peace and won’t participate in a space arms race – high-level officials prove
China Daily 9 (November 6, “China grounds 'space force' talk”, http://english.peopledaily.com.cn/6805305.html WSX)
Don't expect China to march into Star Wars anytime soon.

Earlier this week, Air Force Commander Xu Qiliang of the People's Liberation Army said that "competition between military forces is shifting to space" in an interview with Xinhua.

Not so fast, said Foreign Ministry spokesman Ma Zhaoxu. At a regular news briefing yesterday, he said that the direction of China's space program is for only peaceful ventures.

"I want to point out China has all along upheld the peaceful use of outer space. We oppose the weaponization of outer space or a space arms race," Ma said. "China has never and will not participate in an outer space arms race in any form. The position of China on this point remains unchanged."

In the interview, Xu said "we must build a space force that conforms with the needs of our nation's development, the demands of space age development and good for regional stability and world peace".

His comments triggered speculation about the intention of the nation's space program at a time when its development has skyrocketed.

China's first lunar probe, the Chang'e-1 satellite, finished its mission in October 2008.

Last year, three Chinese astronauts completed the country's first spacewalk during a 68-hour voyage. The Chinese air force is also celebrating its 60th anniversary next week.

The AFP said Xu's remarks sparked speculation of a possible shift in China's military policy. The Straits Times, a newspaper in Singapore, quoted analysts as saying Xu's comment "signals a turning point in China's military posture".

United States General Kevin Chilton, who heads the US Strategic Command, even said on Tuesday he wanted more information on China's position when asked about Xu's remarks.

Beijing's space program "is an area that we'll want to explore and understand exactly what China's intentions are here, and why they might want to go in that direction and what grounds might accommodate a different direction," Reuters quoted him as saying.

But Xu said in the interview that "the People's Liberation Army Air Force will never pose a military threat to any country".
He specified that the air force's only purpose was to guard China's security.

Zhai Dequan, deputy director of China Arms Control and Disarmament Association, said the key problem with the speculation is that there "is still distrust (over China's military development)".

"No matter how sincere China is, they would consider it a conspiracy," he said, adding that Western media has misrepresented China's growth during the time when many countries are advancing space technology.

Major General Peng Guangqian, a Beijing-based military strategist, said China is opposed to "changing the outer space into a battlefield".

Xu's pledge to expand the air force's capabilities was timed ahead of the 60th anniversary of the Chinese air force and was intended for a domestic audience, said Professor Wang Xiangsui of the Beijing University of Aeronautics and Astronautics. 

Wortzel speaks to the Chinese perspective because he relies on primary Chinese sources

Clark 9 – M.A. in Diplomacy and Military Studies (Dereck, September 18, “The Great Leap Upward: Implications of China’s Rise as the Third Player in the Fourth Battlefield for U.S. Security”, http://www.hpu.edu/CHSS/History/Graduate%20Degree/MADMS%20Theses/files/2/Dereck_A_The_Great_Leap_Upward_HPU_Masters_Thesis.pdf WSX)
Since this paper is focused on China’s growing capabilities and rising ambitions in space and how this reality impacts the U.S. in space, its current policy, goals, and intentions, it was important to gain some insight into the Chinese perspective. To achieve this, a few documents in particular were used. First, Larry M. Wortzel’s “The Chinese People’s Liberation Army and Space Warfare” was perhaps the most heavily relied upon work. Colonel Wortzel is a former U.S. Army attaché at the U.S. embassy in Beijing and is the former director of the Asian Studies Center and vice president for foreign policy at the Heritage Foundation. His work utilized a whole host of primary Chinese sources including books, articles, and others.

Prefer Clark – his methodology relies on credible sources and a diversity of perspectives 
Clark 9 – M.A. in Diplomacy and Military Studies (Dereck, September 18, “The Great Leap Upward: Implications of China’s Rise as the Third Player in the Fourth Battlefield for U.S. Security”, http://www.hpu.edu/CHSS/History/Graduate%20Degree/MADMS%20Theses/files/2/Dereck_A_The_Great_Leap_Upward_HPU_Masters_Thesis.pdf WSX)
While the availability of source material was initially a concern due to the limitations posed by Hawaii’s geographic location, since this topic is largely a contemporary international relations oriented subject, the majority of the research on this work was derived from online resources (articles, online journals, and websites dedicated to the study of space in the context of international relations and national security).

Due to the secretive nature of the Chinese in general and of PLA military activities specifically, source materials and details on China’s civilian space program are much more plentiful than those concerning the military aspects of China’s space complex. As a result of this reality, the background section to the paper is much more robust than any other. Nonetheless, to better understand why China has opted to further increase their military capabilities in space, it is imperative to set the contextual stage as to why China first ventured into the this realm. By providing a historical background and details of China’s evolution into space, it serves the pursuant analysis and readers very well.

As far as general sources that were critical to the paper are concerned, the 2009 U.S. Department of Defense Annual Report on the Military Power of the People’s Republic of China was particularly useful. Gregory Metzler’s article “China in Space: Implications for U.S. Military Strategy” also helped with the overall conception of the paper, its outline, and provided a foundation from which to seek other useful references on the subject. Such references include Phillip Saunders’ “China's Future in Space: Implications for U.S. Security,” Ashley Tellis’ “China's Military Space Strategy” and “China’s Space Capabilities and U.S. Security Interests,” and Eric Hagt’s “Mutually Assured Vulnerabilities in Space.”
Since this paper is focused on China’s growing capabilities and rising ambitions in space and how this reality impacts the U.S. in space, its current policy, goals, and intentions, it was important to gain some insight into the Chinese perspective. To achieve this, a few documents in particular were used. First, Larry M. Wortzel’s “The Chinese People’s Liberation Army and Space Warfare” was perhaps the most heavily relied upon work. Colonel Wortzel is a former U.S. Army attaché at the U.S. embassy in Beijing and is the former director of the Asian Studies Center and vice president for foreign policy at the Heritage Foundation. His work utilized a whole host of primary Chinese sources including books, articles, and others.

Secondly, Michael Pillsbury’s Chinese Views of Future Warfare was another source used in this capacity. Although not directly cited in the paper, this source was used to help understand the Chinese mindset with respect to future warfare and how space may be used. The book contains over forty articles written by senior Chinese military personnel. The last source that was used to gain a Chinese perspective comes from Hui Zhang’s two articles “Action/Reaction: U.S. Space Weaponization and China,” and “Space Weaponization and Space Security: A Chinese Perspective.” Zhang is a research associate at the John F. Kennedy School of Government at Harvard University.

For the purposes of the military applications of China’s space program section, a few sources stand out as paramount to this paper’s completion. Along with Tellis’ work, Mary C. Fitzgerald’s “China Plans to Control Space and Win the Coming Information War” and “China’s Military Strategy for Space” were very useful in providing a policy insider’s perspective on China’s growing space capabilities and what they mean for U.S. security. Also, James A. Lewis’ article “Between the U.S. and China: the Dynamics of Military Space” was an extremely insightful work that provided a unique perspective to build upon. Lewis is the director and senior fellow at the Center for Strategic and International Studies (CSIS) for the Technology and Public Policy Program.

Finally, the two most important sources with respect to the concluding chapter and policy options for the U.S. in the context of Chinese competition in space were Bruce MacDonald’s Council on Foreign Relations Special Report No. 38 entitled “China, Space Weapons, and U.S. Security” and Joan Johnson-Freese’s “Strategic Communication with China: What Message About Space?” Overall, the sources cited and consulted for the purposes of completing this paper were chosen for one or more of three reasons: 1.) The source was easily accessible (i.e. online) and credible; 2.) The source offered a unique insight or perspective on the subject; 3.) The source added to the diversity of reference material used in the paper by providing an opposing view to other sources already obtained. 

China is expanding its space program at an alarming pace – national pride and control of the middle class drive motivation
Clark 9 – M.A. in Diplomacy and Military Studies (Dereck, September 18, “The Great Leap Upward: Implications of China’s Rise as the Third Player in the Fourth Battlefield for U.S. Security”, http://www.hpu.edu/CHSS/History/Graduate%20Degree/MADMS%20Theses/files/2/Dereck_A_The_Great_Leap_Upward_HPU_Masters_Thesis.pdf WSX)
China’s escalating expertise in space is also enhancing its position as a regional and potentially global military force. Despite the fact that Washington began reducing its transfer of dual-use space technologies to Beijing nearly a decade ago, and this shift has paralyzed commercial aerospace cooperation between the two players, China’s space capabilities, including those possibly intended to detect, deter, and ultimately defeat U.S. forces in East Asia, have continued to advance at an alarming pace.2

Although China will be hard-pressed to exceed their 2008 successes with eleven space launches, the most of any country in a single year, and with the Shenzhou 7 mission spacewalk in September 2008, this has not stopped Beijing from setting ambitious goals for 2009 as well. By years end, the PRC aims to have at least four new BeiDou-2 (Compass) satellites launched while also potentially launching their second lunar probe, the Chang’e 2, and their first Mars probe, the Yinghuo-1. Also on the table for 2009 is a Sino-Russo agreement to have a Russian launch vehicle carry a Chinese micro-satellite into space by quarter four. In all, according to Zhang Since 2007, Beijing has conducted over a hundred space launches with its Long March series rockets, carried out it’s first successful anti-satellite (ASAT) test (the Peoples Liberation Army had conducted at least three ASAT tests prior, but they had failed for reasons not yet known in the public domain), initiated operations of the BeiDou satellite navigation and positioning system, and launched its Chang’e 1 un-manned lunar orbiter. Jianqi, deputy chief commander of the manned space project, China “plans to launch 15 to 16 satellites this year.”3

If this isn’t enough, these developments are highlighted by the now standard yearly deployment of an additional hundred short-range ballistic missiles on China’s coast. While these developments are a clear testament to China’s rising technological prowess, they are also an indication of the PRC’s resolve to maintain defense and space program spending trends to sustain such developments. This year, Beijing announced a 15 percent rise in military spending on 04 March 2009. While the increase in defense spending is the lowest in three years, a possible reflection of shifting priorities, it is probable that the drop is merely an indication of the country’s desire to focus firmly on overcoming the negative effects of the still brewing economic crisis.

What’s more, according to a report issued last year by Paris-based Euroconsult, “World Prospects for Government Space Markets,” the China National Space Administration’s (CNSA) current budget is about US$1.3 billion, up 6% from 2007. Launch vehicle development accounts for 25% of the estimated overall budget followed by human spaceflight and Earth observation, with 20% each of overall Chinese investment. Satellite navigation and satellite communications both represent about 10% of the Chinese space budget.4 The economic downturn aside, in recent years since the cessation of space technology transfers from the U.S., China has increasingly relied more heavily upon transfers of dual-use technology from the West European aerospace industry to assist in their goals of bypassing previously unsurpassable research and development barriers. The expanding access to European suppliers has indeed facilitated China’s military space technology to take a great leap forward (and upward).9

So what is the driving force, the motivation behind China’s desire to pour its resources into its space program instead of other seemingly more pressing domestic challenges? As U.S. Navy Commander P. Gregory Metzler asserts in his essay China in Space: Implications for U.S. Military Strategy, “China’s space program is a source of national pride at a time when the Communist Party’s performance is being criticized by a burgeoning Chinese middle class.”5 Historically, from the Chinese leadership perspective, the maintenance of steady, tight control over and high approval of the growing middle class (and indeed all Chinese citizenry) is imperative to upholding overall power legitimacy.

This idea is made clear when Li Thian-hok, writes in his article The Threat in China’s Space Race “Beijing’s rule is now based on two things: the promise of rising standards of living as a trade-off for the lack of freedom, and appeals to nationalism. A manned spacecraft not only earns prestige abroad, it also makes the Chinese people feel proud of their country. This national pride ‘vindicates’ the communist system and enhances the parties legitimacy.”
Because they can’t challenge our conventional military, China will exploit the vulnerabilities of U.S. space assets during a conflict – statements by PLA officials prove

Clark 9 – M.A. in Diplomacy and Military Studies (Dereck, September 18, “The Great Leap Upward: Implications of China’s Rise as the Third Player in the Fourth Battlefield for U.S. Security”, http://www.hpu.edu/CHSS/History/Graduate%20Degree/MADMS%20Theses/files/2/Dereck_A_The_Great_Leap_Upward_HPU_Masters_Thesis.pdf WSX)
6 However, as Metzler correctly points out, pride is not the only driver. While the space program “provides a mechanism for research and scientific exploration that will undoubtedly advance China’s education and high-tech industrial base,”7 others argue the real impetus behind China’s push to develop space capabilities has a more ominous undertone – the PLA’s view of future warfare – with the U.S. playing the role as it’s most feasible adversary.

The PLA has been obsessed with information-age warfare ever since the U.S. leveraged its space-based command, control, communications, computers, intelligence, surveillance and reconnaissance (C4ISR) systems to stamp out Saddam Hussein’s Iraqi military during the 19901991 Gulf War. In his article Between the U.S. and China: the Dynamics of Military Space, James A. Lewis, director of the CSIS Technology and Public Policy Program, claimed that as a result of the Gulf War engagement, the U.S. “discovered, almost by accident, that a military space architecture assembled for a strategic conflict gave it immense advantage over a formidable regional opponent.”8

However, like the U.S., China too learned a great deal from how the first Gulf War unfolded. For the Chinese, and specifically for the PLA, “the Persian Gulf War [and the conflicts that have followed] demonstrated the value of space assets for military action and the dependence of the U.S. on its satellite fleet.”9 China, as a budding global actor and potential opponent to the U.S., quickly realized that “relatively cheap attacks against U.S. satellites could have a much greater payoff in reducing U.S. military effectiveness, particularly if the opponent did not have its own fleet and did not rely [as heavily] on space for its military capabilities.”10 

Put simply, the widespread awareness of U.S. capabilities in space, since the Gulf War, has spurred on the adoption of countermeasures by a range of opponents – including the Chinese. Indeed, the American advantage in the area of military space assets presents the Chinese government with what it perceives as an asymmetric disadvantage. The U.S. is so dominant in this sphere of military competition that it seems impossible to win a head-to-head contest. Faced with this dilemma, the PLA has sought the development of a bilateral response that invests in both its own space assets and in multi-dimensional counter-space capabilities with which to disrupt perceived American-sought space dominance. This two-pronged approach rests on two underlying concepts: First, the potential for Washington to restrict access to commercial satellite imagery or satellite navigation systems during a crisis is an important rationale for China to develop independent capabilities. 
Second, that no nation is rash enough to undertake direct military action against the United States and as a result, “[China will] look for asymmetric advantage – to exploit vulnerabilities and attack where the U.S. is weak or unprepared, using new modes of attack.”12

Currently, however, as Joan Johnson-Freese, chair of the Naval War College’s department of national security decision making and one of the United States’ top experts on Chinese space issues has argued, “Beijing does not have a coherent military space architecture, but rather it appears to be actively pursuing a wide-range of capabilities.”13 By developing a wide-range of capabilities, China seeks what numerous PLA writings dub “overcoming the superior with the inferior.”14

Even if the PLA believes it cannot compete directly with American space power, the necessity to invest in space assets is by no means wasted in Beijing. The Chinese military is developing aerospace networks in pursuit of the technological advantages that the U.S. has come to expect and rely on during wartime. To disrupt U.S. technological advantages, the Chinese, along with most potential opponents, find unconventional techniques extremely attractive.

Although the idea of exploiting vulnerabilities of stronger opponents by using unconventional weapons and tactics to defeat enemies is not a new concept, the Chinese resolve to develop and perfect multiple capabilities in achieving this objective has arguably no match in the present-day highly-informationalized armed conflict environment. Nevertheless, it is also important to note that while China’s military is by no means a peer to the U.S., it is undeniably, a challenger. Lewis remarks that “the challenge comes from a combination of increased conventional capabilities and from the pursuit of asymmetric advantage [and that] China has identified space activities as an area where the U.S. military advantage could be challenged.”15

Moreover, as China deepens its own reliance on space-based assets in support of military operations, policymakers in Beijing remain fixated on the deficit they face in a conflict with the U.S. and the affiliated requirement to challenge American space power. In a 30 March 2007 12 testimony statement to the U.S.-China Commission, Mr. Dean Cheng, a senior Asia analyst at the CNA Corporation cited one PLA analyst who recently argued that in modern wars, “seizing space dominance has already become a vital part of seizing information dominance, from which one can then retain the active position in the war.”16 Cheng goes on to cite other PLA writers who insist that “the struggle to seize the strategic commanding height in future wars will first be unfolded in outer space.”17 Still others write that “information dominance cannot be separated from space dominance. We can say that seizing space dominance is the root for winning the informationalized war. While these statements are somewhat subtle and are not necessarily directed towards any nation’s space assets in particular, other PLA military officers are far more direct in their rhetoric.

Because of China’s space complex, any Chinese civilian space spending can also be used for the military – the PLA is in control
Clark 9 – M.A. in Diplomacy and Military Studies (Dereck, September 18, “The Great Leap Upward: Implications of China’s Rise as the Third Player in the Fourth Battlefield for U.S. Security”, http://www.hpu.edu/CHSS/History/Graduate%20Degree/MADMS%20Theses/files/2/Dereck_A_The_Great_Leap_Upward_HPU_Masters_Thesis.pdf WSX)
Whether the PLA, as Bates Gill and Martin Kleiber in their Foreign Affairs article China's Space Odyssey: What the Anti-satellite Test Reveals About Decision-Making in Beijing argue35 acted alone in its decision to go ahead with its testing of a direct-ascent kinetic ASAT weapon, without the knowledge of and direct approval from the Chinese Communist Party (CCP) government, is irrelevant in terms of the endgame result. While many have argued (including Gill, Kleiber, and U.S. National Security Adviser Stephen J. Hadley) that if the PLA 19 is “going rogue,” acting without the knowledge of the CCP, this creates an even more complex security situation for the U.S., with the question of who authorized the ASAT test aside, in the end, the test proves at least some Chinese ASAT capability and also a certain level of intent to use it in the future. Similarly, a final encompassing indicator that China is dedicated to developing its military space capabilities can be found when examining the basic structure of its space complex, which does not include a specified “civilian” sector as many in the West might envision.

While China has been rather open and often boisterous of their manned “civilian” space program’s achievements within the public domain, the PLA’s involvement in China’s aeronautical industry, although widely known among Sino-analysts, is not so publicly displayed or discussed. Instead, the Chinese military’s control over the space program is downplayed within public media venues. As such, it’s left to speculation as to just how much control the PLA exerts over the whole Chinese aerospace industry. However, with that said and Beijing’s lack of transparency aside, one thing is certain: As Dr. Willy Lam, a senior fellow at The Jamestown Foundation and one of the world’s most authoritative China-watchers asserts “the speedy progress of the Chinese aeronautical program marks the rising clout of the so-called Hangtian Bang (“Space Faction”) in the party, state, and military establishment of the PRC.”36 This space faction, as it’s dubbed, is a term used to describe not only the incestuous network of relations among military and nominally civilian institutions that compose China’s space complex, but also more precisely, the elite group of military and civilian cadres and engineers involved in the space program who play key roles in not only military industries but also civilian sectors relating to aircraft, shipbuilding, and electronics. So what would be the benefit of interweaving civilian and military institutions for China’s overall space strategy? 20

Perhaps the answer to this question can best be understood in terms of Beijing’s desire to leapfrog research and development barriers and their overall drive to be a “top tier” space power. Dr. Lam maintains that, “one major reason why the Chinese have outstripped Asian competitors including Japan and India in this cutting-edge technology is the intimate ties - and unreserved sharing of resources - among a large number of civilian and military departments as well as government-owned companies.”37 Indeed, this space military-industrial complex Beijing is exploiting will, in Lam’s words, “help Chinese makers of missiles and other ‘Star Wars’ weapons achieve a ‘great leap forward’.”38 Furthermore, Lam’s points allude to the dual-use nature of China’s space technology when he states that, “the knowledge about outer-space gleaned from the Shenzhou expeditions will be passed on to manufacturers of hardware including missiles, laser weapons, jetfighters, and commercial aircraft.”39 So what are some of the significant institutions that make up China’s space faction? 

Initially China’s space program was organized under the PLA, particularly the Second Artillery Corps. In the 1990s, however, the PRC reorganized the space program as part of a general reorganization of the defense industry to make it resemble Western defense procurement. The China National Space Administration (CNSA), currently headed by Sun Laiyan, is now responsible for launches. The well known Long March series of rockets China uses for civilian satellites are developed by the China Academy of Launch Vehicle Technology (CALT). CALT is a subsidiary of the China Aerospace Science and Technology Corporation (CASC), a company that is itself, along with the CNSA, managed by the China’s military defense research and development agency, the Commission for Science, Technology and Industry for National Defense. Employing some 27,000 people, CALT is also the largest developer of Chinese ballistic missiles, such as the East Wind series that includes China’s intercontinental ballistic missiles (ICBMs). The satellites that are launched on the Long March rockets are produced by the China Aerospace Science and Technology Corporation (CASTC).

Other civilian and military departments and government-owned companies that contribute to the intricate structure of China’s space complex include “the Bureau of Science, Technology and Industry for National Defense (BOSTIND) which is under the Ministry of Industry and Information Technology (MIIT); the Chinese Academy of Sciences and other institutes of higher learning; the People’s Liberation Army’s General Logistics Department, Air Force and Second Artillery Corps (responsible for missiles), as well as a host of state controlled companies that turn out military and civilian hardware.”40 To illustrate the utility of structuring the aerospace industry in the manner outlined above, Lim notes that “the CASC, for example, can call upon the expertise of the labyrinthine research and development facilities maintained by the PLA, the MIIT and BOSTIND.”41 Accordingly, from China’s perspective, objectives are more easily achieved when the industry in which you crave results from is structured in a way as to promote the sharing of information and resources. 

This complex configuration of civilian and military institutions, however, supplements the infamous problem for the U.S. in accurately assessing China’s defense and space budgets. Lim points to this very issue when he states “thus, while most Western estimates of the budget for China's space exploration are around US$2.5 billion a year, the financial and technological resources available to the aeronautical team are much bigger than this figure would suggest.” Therefore, these points again allude to the overall lack of transparency that surrounds China. With Beijing’s lack of space program transparency in mind specifically, and when considering this topic of China’s space program, its military space assets and capabilities, combined with recent reports regarding China’s unrelenting push to acquire European (this time German), high22 end, high-tech, and dual-use technologies, a host of questions needs to be addressed with respect to how this reality impacts, on the micro level, U.S. space policy and on the macro level, U.S. national security.

Political preparation, rising space program, laser-painting, ASAT test, computer hackings reveal China’s intent – the U.S. should reduce the vulnerabilities of our satellites

Clark 9 – M.A. in Diplomacy and Military Studies (Dereck, September 18, “The Great Leap Upward: Implications of China’s Rise as the Third Player in the Fourth Battlefield for U.S. Security”, http://www.hpu.edu/CHSS/History/Graduate%20Degree/MADMS%20Theses/files/2/Dereck_A_The_Great_Leap_Upward_HPU_Masters_Thesis.pdf WSX)
What are China’s intentions with respect to their space programs? What does China’s January 2007 ASAT reveal about their military ambitions or arms control objectives? What does China’s military space power growth mean for the U.S. and its evolving space policy? Is China’s desire to enhance its military space capabilities a logical reaction to the United States’ current space policy? Is a space-race between China and the U.S. imminent? How should the U.S. respond to China’s pursuit of “multi-dimensional” counter-space capabilities?

The answers to these questions serve a two-fold purpose: First, they are crucial to understanding China’s overall military space strategy and how the U.S. should respond. Secondly, and perhaps most importantly, they serve as the underlying themes and focal points of this professional paper. As such, by first briefly explaining how space plays into China’s overall national development strategy, and then providing foundational details regarding the PRC’s commercial and manned space programs, the overall objective of this professional paper is to explore China’s military space program, its doctrine, hardware, and capabilities while simultaneously considering the overall implications of China’s rise as the third player in the fourth battlespace for U.S. security. Through examining the information available within the public domain, this paper will argue that while the Chinese are not yet a peer military space competitor (and by extension a military competitor) to the U.S., they are a rapidly growing challenger in this arena. How the U.S. meets this challenge in the coming decades will have a considerable impact on how Washington-Beijing relations develop.
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Furthermore, as a result of numerous factors including, but not limited to: China’s rapidly increasing technological capabilities, the PLA’s wide-ranging survey of menacing military space-related literature, their reported investigation into legal justifications and “political preparation of the battlefield” for space warfare, their resolve to pursue a full-spectrum space program from manned space flight to multi-dimensional counter-space capabilities, Beijing’s laser-painting of a U.S. satellite in 2006 and their 2007 ASAT test, China’s continued covert presence within the U.S. and related annual reports of both attempted and successful hacking attacks into and on highly information-sensitive and classified computer networks, this paper argues that while the U.S. should seek increased strategic communication with Beijing to better understand their space program and general military modernization intentions, we must also use all methods at our disposal of meeting/countering what appears to be a viable impending Chinese challenge in space.

Such methods, as will be argued and outlined in this paper, should include diplomatic efforts to help support the protection and defense of our critical space infrastructure and capabilities. However, as this paper will also insist, we cannot rely exclusively on diplomacy to meet the complex challenge of securing our space assets. Instead, the overall goal of the U.S. should be to use diplomacy and other methods to shape the space domain to our advantage, and to do so in ways that are stabilizing and enhance U.S. security. Finally, this paper will conclude that it’s imperative to focus on reducing adversary incentives and abilities to target U.S. space capabilities as well as preparing for ways to reduce our military’s reliance on space-based technologies before a future space-related conflict forces us to. Now that the stage has been set for the ensuing examination of China’s space program and the implications is poses for U.S. 24 security, a discussion concerning the historical background and informational details of China’s space program can be underway. 
China is developing a special type of ASAT called a parasitic mine to challenge US space dominance
Baines 03 – senior policy advisor for science and technology in the Non-Proliferation, Arms Control and Disarmament Division of the Department of Foreign Affairs and International Trade in Canada (Phillip J., “Prospects for ‘Non-Offensive’ Defenses in Space,” Center for Nonproliferation Studies Occasional Paper No. 12, July 2003, http://cns.miis.edu/opapers/op12/op12.pdf)

A long-duration orbital ASAT is a weapon launched into a storage orbit for an extended period of time before it maneuvers to engage a target satellite. Such an ASAT may be stand-alone or covertly embedded in a host satellite with a different and other innocent purpose. A “Nearsat” is a satellite that would trail another satellite and explode either on command or when itself attacked to inflict harm on its quarry. A “Farsat” is a satellite parked in a storage orbit away from its target that maneuvers to engage the target on command. Space mines are parked in orbits that intersect the target’s orbit and are detonated during a periodic close encounter. Of the three major space powers, it has been reported in the press that China is developing a “parasitic mine” to challenge U.S. space superiority.16 Orbital interceptors of the Farsat and Nearsat variety would require the demonstration of a rendezvous capability with a non-cooperative target. To date, only the United States and Russia have demonstrated rendezvous and capture with manmade objects, while Japan and ESA have demonstrated rendezvous of spacecraft with celestial objects. Nearsats of the type China is reportedly developing would also require demonstration of non-cooperative automated rendezvous and capture in space that the United States has yet to perform.17 

A Chinese attack on our satellites would even the playing field for a conventional war in a matter of hours – they have demonstrated both the will and technology to do so
Putman 09 – submitted in partial fulfillment of the requirements for the degree of master of military studies (Christopher, “Countering the Chinese Threat to Low Earth Orbit Satellites,” United States Marine Corps, Command and Staff College, 2009, http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA510842&Location=U2&doc=GetTRDoc.pdf)

Let's say that nation [China] were to attack our satellites. With a robust capability, you could essentially deny a lot of the benefits and most of the satellites that we rely on in low Earth orbit in very short order. I'm talking not a week; I'm not talking days; I'm talking hours. I General Kevin Chilton Commander u.s. Strategic Command When China destroyed its own aging weather satellite with a direct-ascent anti-satellite weapon on January 11, 2007, China demonstrated its will and technical competence to challenge' the United States' superiority in space. China has not limited its anti-satellite program to direct ascent capabilities but is pursuing a range of options from ground-based lasers to co-orbital satellites. China's anti-satellite program is designed to hinder the United States' force projection capability in the western Pacific. Without the essential meteorological, intelligence, surveillance, and reconnaissance (lSR), and remote sensing capabilities provided by low Earth orbit (LEO) satellites, the United States' ability to dominate China in a conventional war would be diminished. (See the Appendix for a description of different orbital regimes.) The United States, however, possesses little capability to respond to the growing Chinese threat to LEO satellites. 
China will pre-emptively attack US satellites – Army control the ASAT program and statements from Generals prove
Putman 09 – submitted in partial fulfillment of the requirements for the degree of master of military studies (Christopher, “Countering the Chinese Threat to Low Earth Orbit Satellites,” United States Marine Corps, Command and Staff College, 2009, http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA510842&Location=U2&doc=GetTRDoc.pdf)

CHINESE COUNTERSPACE STRATEGY Analysis of US military operations since the Persian Gulf War in 1991 identified the high reliance of US forces on satellite systems. China believes that it can deter US participation in a conflict by preemptively attacking satellites, thus denying services essential to US force projection. If deterrence fails, these attacks would then significantly diminish military capabilities to the point that conventional Chinese forces would then be on an equal footing with US forces.4
Additionally, China believes that anti-satellite capabilities provide national prestige and demonstrate the attributes of a world power. Despite the worldwide acknowledgement of China's recent tests, China's anti-satellite program can be characterized by a lack of transparency and conflicting public messages. In the immediate aftermath of the January 2007 test, Chinese officials provided a mixed public response that was several weeks late, indicating a lack of coordination between the civilian government and the People's Liberation Army who controls the anti-satellite program. While the civilian government likely approved the program, they probably did not fully understand the international implications of the test. Further, the aggressive anti-satellite program counters China's public calls for a global ban on space weapons.6 The threshold for Chinese use of anti-satellite weapons is hard to determine with certainty, although several Chinese military writers advocate using anti-satellite weapons preemptively to prevent the United States from entering a conflict. Colonel Li Daguang in 2001 's Space War states that "the offensive capability in space should, if necessary, be capable Of destroying or temporarily incapacitating all enemy space vehicles that fly above our sovereign territory."? This view directly threatens LEO satellites that periodically pass over China and contradicts international law which permits ''unimpeded satellite overflight of other nations through space.,,8 Colonel Li Daguang further postulates that development of anti-satellites must be conducted covertly: "construction of such a unit [space force] should be carried out secretly by keeping a low profile." Colonel Yuan Zelu argues in 2005's Space War Campaigns that an early use of anti-satellite weapons may preclude United States action: "[the] goal ofa space' shock and awe strike is [deter] the enemy, not to provoke the enemy into combat. For this reason, the objectives selected for strike must be few and precise."10 If Chinese anti-satellite weapons are not used at the outset of a conflict, they can be quickly negated by US precision strikes against launch sites and command and control centers. Based on the intended use of anti-satellite weapons, the lack of transparency, and Chinese writings, the United States must assume a Chinese anti-satellite strike at the outset of conventional hostilities, rather than being withheld until later, and thus must build an effective defensive capability to deter and recover. 
Diversification of launch capabilities prove China is actively developing its ASAT program

Putman 09 – submitted in partial fulfillment of the requirements for the degree of master of military studies (Christopher, “Countering the Chinese Threat to Low Earth Orbit Satellites,” United States Marine Corps, Command and Staff College, 2009, http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA510842&Location=U2&doc=GetTRDoc.pdf)

Supporting launch capabilities 

To support their anti-satellite program, the Chinese are seeking to diversify their launch capabilities. Chinese space literature advocates developing ship and submarine-based antisatellite launch platforms.16 

Both of these options allow China to launch from almost any location on the world's oceans. If developed, China could strike satellites that may not be targetable from mainland China due to orbital constraints with direct-ascent weapons. Sea-based platforms also provide an opportunity to conduct synchronized operations and strike multiple targets around the world simultaneously. Further, sea-based platforms complicate US intelligence efforts by forcing limited surveillance assets to monitor more launch areas. Lastly;. dispersed sea-based launch facilities would complicate targeting if the United States decided to actively strike Chinese launch facilities as part of its defensive strategy. The Chinese favor the ship-based solution due to supporting radar systems on board which aid targeting, a capability lacking on a submarine.17
China has lasers that have actively tracked US satellites

Putman 09 – submitted in partial fulfillment of the requirements for the degree of master of military studies (Christopher, “Countering the Chinese Threat to Low Earth Orbit Satellites,” United States Marine Corps, Command and Staff College, 2009, http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA510842&Location=U2&doc=GetTRDoc.pdf)

Ground-Based Lasers Although not likely to completely destroy a satellite like the direct-ascent or co-orbital weapons, China has an extensive laser anti-satellite program capable of preventing use of LEO satellites. In September 2006, the director of the National Reconnaissance Office acknowledged that a Chinese ground-based laser actively tracked and engaged a United States satellite.18 Depending on the power of the laser, effects can range from the temporary blinding of a sensor such as a camera to disabling a critical satellite component. Ground-based lasers are limited in that they have to be in view of the satellite and, if attacking a sensor, must be aligned with that 6 sensor. However, using a laser may not cause the same reaction from the United States because if properly applied, no permanent destruction is caused to the satellite. The Chinese may see this as a deterrent in a smaller scale scenario. China could expand the utility of its laser program by deploying them on ships, further complicating US countermeasures.

China is taking steps to destroy U.S. satellites

Bolt and Gray 7 - *Professor of Political Science at the Air Force Academy [Paul and Adam, “China’s National Security Strategy” http://www.dtic.mil/cgi-bin/GetTRDoc?Location=U2&doc=GetTRDoc.pdf&AD=ADA539976 WSX]

Of particular importance are developments in space. China’s successful test of an anti-satellite (ASAT) weapon indicates that China is taking steps to develop the ability to destroy or disable U.S. satellites. As a result of the January 11th test of an ASAT that destroyed a satellite and left a large amount of debris in orbit that threatens U.S. and foreign satellites, the Bush administration suspended efforts to develop cooperative space programs with the Chinese, including plans for joint exploration of the moon. The future of China’s anti-satellite systems remains unclear, as Chairman of the Joint Chiefs of Staff Gen. Peter Pace remarked after questioning Chinese officials during a recent visit. The United States maintains that China’s use of anti-satellite weapons is not within the realm of acceptable civil-space cooperation. The United States’ interests in space involve maintaining “unfettered access to space while preserving the current U.S. dominance in space-based military capability.29 China’s space program is run entirely by the PLA, as opposed to the U.S. civilian-controlled NASA. China has called for a ban on all space-weapons, but continues to pursue advances in anti-satellite capability. 

China wants to increase its naval power by balancing United States’ space assets 

Bolt and Gray 7 - *Professor of Political Science at the Air Force Academy [Paul and Adam, “China’s National Security Strategy” http://www.dtic.mil/cgi-bin/GetTRDoc?Location=U2&doc=GetTRDoc.pdf&AD=ADA539976 WSX]

For instance, China’s demonstrations of offensive space capability may be directed at a far more terrestrial goal than they initially appear. The United States Navy relies heavily upon space-based assets for communication and navigation capability. Military satellites provide a dramatic technological edge over the People’s Liberation Army Navy (PLAN), but without satellite support, the United States Navy is dramatically weakened. Therefore, denying the U.S. Navy’s access to space is an important first step in neutralizing the strengths of the U.S. Navy and degrading its capacity to intervene in a Taiwan conflict. In fact, China’s ASAT test, demonstrating that American space assets are at risk, may make the U.S. think twice before intervening in a potential Taiwan conflict.

However, there are other reasons for the military buildup as well. One theme that came across over and over with experts in Taiwan, both Taiwanese analysts and American diplomatic personnel, was China’s desire for respect. However, what level of respect is necessary is unclear. Some suggest that China desires to restore its past glory, while others assert China may want to be seen as the most influential state in Asia. Taiwan professor Ming-Yen Tsai asserts that China is rising to “challenge U.S.centered regional security arrangements,” and “seeking to challenge U.S. predominance”.
 35 Arthur Ding notes that there is a debate within China itself as to the level of influence China seeks. While the Chinese government unabashedly asserts that China will never seek hegemony, there are actually different viewpoints as to how overtly China should assert itself.36

China’s 2006 White Paper outlining national defense prerogatives suggests that China is moving toward an ability to project power. China is seeking to provide the PLA with “trans-regional mobility.” The navy is tasked to focus on increasing its “strategic depth for offshore defensive operations” by developing defensive capability far form China’s shores, while the air force is transitioning to ―offensive and defensive operation” and “tsrategic projection.” 37 Outside analysts discuss China’s desire to penetrate the first island chain, and expand China’s strategic survival space.38 

China wants to counter United States’ asymmetric advantage in space – European tech transfers and PLA responses
Griffin 8 – Research Fellow at the American Enterprise Institute (Christopher, April 7, “China’s Space Ambitions,” http://www.aei.org/article/27772 WSX)

Nearly a decade after the U.S. clamped down on the transfer of dual-use American space technology to China, commercial aerospace cooperation between the two countries has all but died. Yet in this period, China's space and military capabilities, including those designed to defeat U.S. forces in East Asia, have advanced exponentially.

In 2007, the Chinese government conducted its 100th space launch with a Long March rocket, carried out a successful anti-satellite (ASAT) test, commenced operations of the Beidou satellite navigation and positioning system, and launched its Chang'e 1 lunar orbiter. A busy year for Beijing, and one punctuated by the now-regular annual deployment of an additional 100 short-range ballistic missiles on China's coast.

After a decade of fighting the tide, it appears that American attempts to frustrate China's growing military space capabilities have reached a critical point of failure.

While these developments reflect China's rapidly growing defense spending, ongoing transfers of dual-use technology--this time from West European aerospace companies--have played a crucial role in allowing the Chinese defense industry to leapfrog research and development barriers. Indeed, this explosion of China's military space technology has been aided by rapidly expanding access to European suppliers since the rupture of civilian space relations with the U.S.

The Final Frontier

The impetus behind China's drive toward developing military space capabilities lies within the Chinese military's view of future warfare, with the U.S. as its most likely adversary. The Chinese military, known as the People's Liberation Army (PLA), has been obsessed with information-age warfare ever since the U.S. leveraged its space-based C4ISR systems to eradicate Saddam Hussein's military during the 1990-1991 Gulf War. One Chinese military commentator noted with awe afterward: "The United States deployed three defense communications satellites, established 128 defense satellite communications terminals and built an ultra-high frequency network before the assembling of allied troops."

Indeed, the American advantage in the area of military satellites presents the Chinese government with what it recognizes as an asymmetric disadvantage. The U.S. is so dominant in this sphere of military competition that it seems impossible to win a head-to-head competition. Faced with this dilemma, the People's Liberation Army has developed a two-pronged response that invests in both its own space assets and in anti-satellite capabilities with which to disrupt American space dominance.

Even if the PLA believes it cannot compete directly with American space power, the necessity to invest in space assets is by no means wasted in Beijing. The Chinese military is developing aerospace networks in pursuit of the technological advantages that the U.S. has come to expect during wartime. A 2004 article printed in the People's Liberation Army Daily stated: "Information dominance cannot be separated from space dominance. We can say that seizing space dominance is the root for winning the informationalized war." Indeed, the U.S. Defense Department reports that China plans to launch some 17 satellites in 2008 in an ambitious bid to have a fully indigenous satellite fleet by 2010.

We aren’t just constructing threats – PLA open-source publications, ASAT tests, lasers, political preparations, and government control of space complex prove China is preparing for space war

Griffin 8 – Research Fellow at the American Enterprise Institute (Christopher, April 7, “China’s Space Ambitions,” http://www.aei.org/article/27772 WSX)

But even as China deepens its own reliance on space-based assets in support of military operations, policymakers in Beijing are fixated on the deficit they face in a conflict with the U.S. and the concomitant requirement to challenge American space power. One PLA analyst recently argued that in modern wars, "seizing space dominance has already become a vital part of seizing information dominance, from which one can then retain the active position in the war." In a less-subtle argument for the use of offensive capabilities in space, another PLA officer recently proclaimed that China requires ASAT capabilities for "destroying, damaging and interfering with the enemy's observation and communications satellites."

The same official concluded that the ultimate purpose of such efforts is to "blind and deafen the enemy, making their command and control retarded." The U.S. takes this threat seriously. A 1994 war game conducted by the U.S. Navy found that if the PLA opened a war with a sophisticated ASAT campaign, American aircraft carriers would be left vulnerable without having any significant counteroffensive capabilities. In this scenario, U.S. forces were routed.

Of course, jumping from a limited survey of open-source publications by PLA colonels to conclusions about China's intentions is a leap in the dark. Fortunately, the Chinese government has provided a combination of indicators that should relieve American uncertainty, if not anxiety, about China's space warfare ambitions. The PLA is testing its ASAT capabilities and preparing legal justifications for offensive space capabilities.

Beijing already has invested in significant space-denial capabilities that will allow it to destroy or disable American satellites in the event of a future conflict. The January 2007 ASAT test--when a direct-assent kill vehicle made a direct hit against a satellite that was traveling at 7.42 meters per second--was the most potent demonstration of this emerging capability. While the PLA was preparing for the ASAT test, then-U.S. National Reconnaissance Office Director Donald Kerr revealed that Beijing had used lasers to "paint" a U.S. military reconnaissance satellite, indicating that the government is investing in technology to either blind the electro-optical sensors of some American satellites or disable satellites with even stronger energy beams. The wartime operational capability of these systems is unknown, but the Chinese government has given no indication that it intends to halt their development of that or other, unpublicized, systems.

In its relationship with China, the U.S. must recognize that the militarization of space inspires the most revisionist elements of Chinese strategy.

An additional indication that space warfare has received serious official attention in the PLA is provided by Larry Wortzel's recent study on the topic. Wortzel, a former U.S. Army attache in Beijing, concluded in a survey of open-source materials that the PLA General Political Department has prepared numerous legal briefs and articles providing what it calls the "political preparation of the battlefield" for space warfare. These writings argue that China is within its legal rights to defend the "inseparable and integrated" area above ground, airspace and outer space, a clear assertion of China's legal right to attack foreign satellites in the future.

A final indicator that China is dedicated to developing its military space capabilities is the basic structure of its space complex, which does not include a proper "civilian" sector as Americans may think of it.

China's largest developer of launch vehicles, including the Long March series that are used for civilian satellites, is the China Academy of Launch Vehicle Technology (CALT). Employing some 20,000 people, CALT is also the largest developer of Chinese ballistic missiles, such as the East Wind series that includes China's intercontinental ballistic missiles. Moreover, CALT is a subsidiary of the China Aerospace Science and Technology Corp., a company that is itself managed by the China's military defense research and development agency, the Commission for Science, Technology and Industry for National Defense. Finishing this incestuous network of relations among military and nominally civilian institutions, the general manager of the aerospace corporation was appointed last fall to be the minister of the commission.

The intersection of military and civilian interests in China's space program was captured in a study last year by Defense Department analyst Michael Pillsbury in which he quoted a PLA colonel: "We should combine military and civilian technology and integrate peacetime and wartime facilities. Space equipment is costly to develop and maintain, so it is important to have civil-use technology that can also be used in military applications."

China and Russia are working together to develop directed energy weapons to destroy U.S. satellites

Huntington 7 – Lt. Colonel USAF (Joseph, February 23, “Improving Satellite Protection with Nanotechnology,” https://www.afresearch.org/skins/rims/q_mod_be0e99f3-fc56-4ccb-8dfe-670c0822a153/q_act_downloadpaper/q_obj_72d8441a-30dd-41a3-b538-dabcdc5c314b/display.aspx?rs=enginespage WSX)

Adversaries can use counterspace techniques to degrade United States space capabilities. These can range from passive means, such as denial and deception, to more active means, such as attacking the ground or space segments. Continued technological advances and proliferation  of some anti-satellite weapons will enable more adversaries to possess the means to attack or interfere with United States satellites.9 Directed energy weapons will provide adversaries means way to counter United States satellite operations. For the purposes of this paper, directed energy weapons are limited to ground-based lasers and high-powered microwaves. While potential adversaries might also develop and employ air- or space-based systems, their effects would be mostly similar.

Directed energy weapons offer the advantage of producing operational effects at the speed of light as well as the ability to engage multiple targets. Several nations, such as Russia and China, have either built or are developing the technology to construct ground-based directed energy weapons, either lasers or high-powered microwaves. Russian and Chinese ground-based directed energy weapons will be discussed later in this chapter. Ground-based lasers could damage thermal control, structural and power system components and may affect electro-optical sensors on low earth orbiting satellites. Multiple-shot, long-range, ground-based high-power microwave systems are feasible and, in some cases, have application as potential anti-satellite weapons. The intense radiofrequency radiation from high-powered microwaves could disable or destroy sensitive electronic components.10 Thus, ground-based directed energy weapons present serious threats to United States satellites.

Lasers generate and focus intense beams of light that can engage a target from a long distance. Low-power lasers are usually intended to spoof or jam satellite electro-optical sensors, resulting in temporary blindness of the satellite. High-power lasers cause damage or destruction by overheating parts of the satellite. Most susceptible are the satellite’s structure, thermal control system, and solar panels.11 

High-power microwave weapons produce electromagnetic radiation that can be used as an anti-satellite weapon. High-power microwaves are likely to damage satellites using soft kill mechanisms, exploiting the satellite’s inherent design vulnerabilities, rather than hard kill such as melting or blowing up the satellite. Soft kill damage can occur in one of two ways: in-band damage or out-of-band damage. Microwaves at the same frequency as the satellite’s antennas enter the antennas and damage the internal circuitry by overloading them beyond their design limits with electromagnetic energy. Out-of-band damage occurs when microwaves enter through back-doors, or apertures not specifically designed as conduits for electromagnetic energy transmission. The resulting circuitry damage is from electromagnetically induced current resulting in thermal damage.12

The question the United States military should ask is, what is the directed energy weapons threat today and how will it expand by 2025? The near-term answer to this question is from two places--Russia and China.

In a 1997 letter to President Clinton, Russian President Yeltsin acknowledged that at one time, Russia possessed an anti-satellite (ASAT) capability but that they renounced it when they realized the futility of a first-strike notion.13 The renunciation aside, Russia still possesses ground-based laser systems capable of threatening United States satellites. The ground-based lasers at Sary Shagan in the south-central Soviet Union are capable of killing United States satellites at altitudes below 400 km and damaging satellites at altitudes up to 1,200 km.14

According to the DoD’s 2005 report on “Military Power of the People’s Republic of China,” China is working on, and plans to field, ASAT systems. Chinese government officials have publicly indicated their intent to acquire radio-frequency weapons as a means of defeating technologically advanced military forces. China is also involved in advanced, state-of-the-art  research and development of laser technologies and has fielded low energy laser weapons in its own forces. Non-weapon military lasers are already widespread in the PLA. Chinese writings suggest that radio-frequency and laser weapons could be used against satellites in orbit.15

China is conducting research to develop ground-based laser ASAT weapons and could eventually develop a laser weapon capable of damaging or destroying satellites. Whether China has tested such a capability is unclear.16 However, in September 2006, the Pentagon released a statement saying “China could blind American satellites with a ground-based laser firing a beam of light to prevent spy photography as they pass over China.”17

According to Jane’s Intelligence Service, an authoritative source on national military capabilities, in addition to lasers, China is believed to be developing high-powered microwave sources for RF weapons as well as conducting research on electronics susceptibility to high-powered microwave pulses and atmospheric propagation.18 This research activity should raise alarms within the USAF space community.

Given the current state of technology, the constant rate of improvement and discovery, and globalization, ground-based directed energy weapons with the capability of damaging or destroying United States satellites will be more widely available by 2025. In addition to the individual threats posed by these countries’ directed energy weapons, there is some evidence of increased danger due to technology sharing. Part of the former Soviet Union’s significant investment in directed energy weapons may have found its way to China through personnel and business transactions. There is also evidence showing a significant level of Chinese-Russian cooperation on weapons development, making it possible that Russia may have transferred the knowledge to develop a nuclear-reactor powered, ground-based laser with ASAT capabilities to China.19 

Yes Weaponization – US

The United States is weaponizing space now – recent tests prove

Hsu 10 – Contributor to Space.com (Jeremy, May 5, “Is a New Space Weapon Race Heating Up?”, http://www.space.com/8342-space-weapon-race-heating.html WSX)

A U.S. Air Force space plane and a failed hypersonic glider tested by the Pentagon represent the latest space missions to raise concerns about weapons in space. But while their exact purpose remains murky, they join a host of new space technology tests that could eventually bring the battlefield into space.

Some space technology demonstrations are more obviously space weapons, such as the anti-satellite missile capabilities tested by the U.S. and China in recent years. India has also begun developing its own anti-satellite program which would combine lasers and an exo-atmospheric kill vehicle, as announced at the beginning of 2010.

The U.S. military and others have also long developed and deployed more neutral space assets such as rockets and satellites for military purposes. In that sense, both the Air Force's X-37B robotic space plane and the HTV-2 hypersonic glider prototype of the Defense Advanced Research Projects Agency (DARPA) could represent similarly ambiguous technologies which may or may not lead to weapons. 

 "Space has been militarized since before NASA was even created," said Joan Johnson-Freese, a space policy analyst at the Naval War College in Newport, RI. Yet she sees weaponization as a different issue from militarization because "so much space technology is dual use" in terms of having both civilian and military purposes, as well as offensive or defensive use.

Such uncertainty regarding space technology can make it tricky for nations to gauge the purpose or intentions behind new prototypes, including the X-37B space plane or the HTV-2 hypersonic glider.

The U.S. military could even be using the cloak of mystery to deliberately bamboozle and confuse rival militaries, according to John Pike, a military and security analyst who runs GlobalSecurity.org. He suggested that the X-37B and HTV-2 projects could represent the tip of a space weapons program hidden within the Pentagon's secret "black budget," or they might be nothing more than smoke and mirrors.

The United States is developing and testing offensive weapons now – Obama’s message of cooperation fails 

Haddick 10 – editor of Small Wars Journal and Former Director of Research of the Fremont Group (Robert, April 30, “This Week At War: Star Wars in the Age of Obama”, http://www.foreignpolicy.com/articles/2010/04/30/this_week_at_war_star_wars_in_the_age_of_obama WSX)
The Pentagon sends mixed messages into space

April 23 was a busy day for the Pentagon's space program. First was a launch from Florida of the experimental X-37B Orbital Test Vehicle, a smaller robotic version of the soon-to-be retired NASA Space Shuttle. The Air Force hopes to develop a reusable robotic spacecraft that can carry satellites and cargo into space, stay in orbit for many months, maneuver to different orbital planes, and land on a runway for reuse. Second that day was the launch from California of the Defense Advanced Research Project Agency's Falcon Hypersonic Technology Vehicle-2 (HTV-2). The HTV-2 is an experiment to test whether the Pentagon can develop an extremely fast maneuvering glider-bomb that could promptly strike fleeting targets anywhere on the planet. Engineers lost contact with the missile 9 minutes after launch.

The Obama administration will soon attempt to explain two contrasting messages regarding the military use of space. On the one hand, it will call for international cooperation on a variety of space issues. On the other hand, as shown by the April 23 launches, it is hedging its bets by expanding the Pentagon's space power.

In its forthcoming Space Posture Review (SPR), the Defense Department will describe how important space and its space programs are to military success. The SPR will very likely explain how dependent U.S. military operations are on the military's reconnaissance, communication, weather, and navigation satellites. The report will also discuss how these systems are increasingly vulnerable to disruption by U.S. adversaries.

In a preview of the SPR's likely content, Deputy Defense Secretary William Lynn recently discussed the need for international cooperation in space. Lynn called for "norms of behavior in space" that would include cooperation on space communication spectra, cooperation on navigation and missile warning, and protection of space assets from attack.

Having established the greatest range of space capabilities and with the most to lose from attacks on space assets, it is understandable that the United States government would now call for cooperation in space and the institution of a taboo on attacks on space assets.

In his speech, Lynn recognized that space has become a competitive military environment. Potential adversaries are likely to see a great advantage in offensive space capabilities that threaten the Pentagon's space assets. 

As a hedge, the Obama administration has found itself supporting programs like those launched on April 23. In the future, the Air Force could use a spacecraft like the X-37B to rapidly replace military satellites destroyed by earlier enemy attacks. The X-37B could also have an offensive mission, to maneuver and linger near adversary satellites after a war has started, either to destroy them or to threaten them to deter escalation. The administration will hope that the HVT-2 eventually becomes an "Osama bomb," a weapon capable of rapidly destroying a fleeting target but without appearing on Russian or Chinese radars to be the start of a nuclear war.

The Obama team will attempt to sell a message of cooperation and harmony in space while simultaneously pursuing weapons programs that further expand the United States' dominant military space capabilities. No one should be surprised if America's adversaries hear the wrong message. 

No weaponization – US

The United States is not weaponizing space – it’s just misinformation

Oberg 7 – 22-year veteran of NASA mission control, writer and consultant in Houston (James, March 12, “The dozen space weapons myths”, http://www.thespacereview.com/article/826/1 WSX)

1. The United States already has satellite killers, why shouldn’t anyone else?

It’s not just the hard-line Russian commentators or the North Korean press that alleges that US military forces are already armed to the teeth for space warfare: the same explicit assumption often appears in the mainstream Western press as well. Sometimes the argument even goes, “Well, there’s no official acknowledgement of them—that proves they exist in secret” (as if the absence of evidence were transformed into evidence of presence).

But since the 1985 air-launch satellite intercept, a project cancelled by Congress (see “Blunt arrows: the limited utility of ASATs”, The Space Review, June 6, 2005), there is no evidence that a new satellite-killer technology has been developed. Laser tests seem focused on interfering with satellite observation equipment, as well as to determine how to develop US countermeasures against other countries using lasers to interfere with US observation satellites. Non-destructive radio spoofing seems to be the limit of the amount of force—short of setting off a nuclear weapon in space, which would be suicidal—the US is currently prepared to use against space objects.
2. The latest United States “space policy” declares that it will “deny access to space” to those players it deems hostile, which translates to pre-emptive attack on non-US space objects and their supporting ground infrastructure.

Western news dispatches from Moscow, reporting on Russian official complaints about the policy, stated that it asserted the right “to deny adversaries access to space for hostile purposes,” and that it claimed the right (some say “tacitly”) for the US to deploy weapons in space. Vitaly Davidov, deputy head of the Russian Space Agency, complained: “They [the US] want to dictate to others who is allowed to go there.”

But the actual policy document makes no such claim and displays no such intent to “deny” access. The Russian anxiety, echoed on the editorial pages and in news stories around the world, is apparently based on some over-wrought page 1 stories in US newspapers, written by people too careless to actually read the original US document and subsequent official US government clarifications, or too eager to misinterpret it in the most alarmingly stark terms.

3. The US is planning to deploy space-based weapons (including nuclear weapons) to attack other objects in space and on the ground.

Many of these stories deal with weapons that travel through space on their way to surface targets—as military missiles have done since about 1944. Stationing weapons in space for use against ground targets has long ago been recognized as far more expensive and less flexible than basing them on Earth, say, in a submarine. Even planning a space-to-space attack can take hours or days or longer for the moving attacker and target to line up in a proper position. This goes double for nuclear weapons: putting them into space on a permanent basis was last taken seriously in the Sunday comics in the late 1950’s. So these accusations seem to confuse proposed projects (usually already rejected—that’s why the proponents go public with their ideas) or even Hollywood science fiction for actual hardware.

4. The embryonic US “National Missile Defense” (NMD) system will give the US an unfairly asymmetric and destabilizing military advantage by threatening low-orbit satellites.

References to the “latent antisatellite capability” of the embryonic US anti-missile system in Alaska are somewhat disingenuous since Russia has a deployed anti-missile system with launchers around Moscow and in Kazakhstan, with much the same capability and nobody seems to complain. Most discussions leave the impression the Russian system simply doesn’t exist. Furthermore, range and tracking systems and warhead lifetimes restrict anti-missile systems to very low satellites, if any.

5. Sensor tests of a proposed space-based missile interception system are first steps on the road to using such a weapon as an anti-satellite system.

Equating a boost-phase anti-missile weapon (based at sea, on an aircraft, or even in space) to an anti-satellite weapon overlooks a fundamental design difference, their guidance mode. To kill a missile during ascent, before it has a chance to deploy its warheads and decoys, relies on chasing down its most visible feature: its hot rocket plume. Russian and US space tests have observed such rocket plumes for decades: there were tests from the Mir space station, and from at least one Space Shuttle mission, and there are ongoing tests from new satellite projects. Their purpose isn’t just to develop a kill vehicle, but also to examine how an opponent might do so, and thus what features of one’s own missiles might be modified to make them more survivable. But these experiments shouldn’t deflect attention from one key fact: satellites don’t have hot rocket plumes, and sensors developed to chase such plume generators (i.e., attacking missiles) wouldn’t even see a passively orbiting satellite. It can’t be a target if it’s invisible to the weapon system under development.

No China Weaponization

China isn’t reacting to the U.S., and arms control was a ploy to catch up – laser painting, ASAT tests, high-level computer hackings, political preparations, secrecy and ambiguity prove they’re preparing for war

Clark 9 – M.A. in Diplomacy and Military Studies (Dereck, September 18, “The Great Leap Upward: Implications of China’s Rise as the Third Player in the Fourth Battlefield for U.S. Security”, http://www.hpu.edu/CHSS/History/Graduate%20Degree/MADMS%20Theses/files/2/Dereck_A_The_Great_Leap_Upward_HPU_Masters_Thesis.pdf WSX)
Though more direct expressions on the importance of gaining the informationalized advantage in wartime via military space assets will be discussed in further detail later, the United States should and does take these types of threatening statements seriously. U.S. military rhetoric on the other hand, such as the following statement by the director of space operations for the U.S. Air Force Major General Franklin Blaisdell, “we are so dominant in space that I pity a country that would come up against us,” 19 may at least partially prompt the Chinese to actively pursue the development of military space and counter-space capabilities. 

Likewise, as many Chinese analysts have argued, the current state of tensioned relations between Beijing and Washington concerning space is in some measure a result of perceived “action-reaction” policies, events, views, and intentions. While the notion of intent and both the challenges of its interpretation and the negative consequences of misreading it will also be discussed more meticulously in later areas of this discussion, certain key events helped shape the current state of relations between the U.S. and China with respect to their space programs and the policies that drive them.

As Johnson-Freese contends “two critical events occurred in 2001 that the Chinese interpreted as sending clear messages to them. First, the U.S. issued the Space Commission report. The part of the report that caught the attention of the Chinese [leadership] was the statement that space would inevitably become a battleground, therefore the U.S. would be remiss not to prepare, with the unspoken assumption being that preparation meant the development of space weapons. Second, the U.S. held it’s first-ever space war game, called ‘Schriever I.’”20 As with most war games, the Schriever I was developed to mimic a real-life situation – this time, a conflict scenario where U.S. forces were pitted against an opponent threatening a small island neighbor – one about the size and location of Taiwan. In response, in rather obvious fashion, the Chinese quickly concluded that “they in turn would be remiss not to prepare for the inevitability of U.S. development of space weapons, as China might well be the target of those weapons.”21

Since then, the 2006 U.S. Space Policy developed under the George W. Bush administration has done little to quell (in fact it has done the opposite) Chinese concerns regarding the U.S. space-objective of maintaining space superiority by virtually whatever means necessary (denoting an emphasis on preemptive/offensive and defense methods). As a result, China is continuing to pursue the development of asymmetric military space capabilities not only in the context of its broader military modernization effort that supports its overall national development strategy, but also to send a strong techno-nationalist message to its regional neighbors and the world at large. In the same token, Beijing, as mentioned previously, is also responding to the message it hears and reads from Washington. Since both the U.S. and China view space as the “ultimate high ground” or the critical means to the ends in safeguarding their 14 national security interests, gains made by one side in this crucial area may be viewed not only as a challenge, but also as a loss to the other.22

In this type of competitive environment, it is understandable that the notion of a possible space race between the two countries in military terms has been continuously debated. Leaving this debate to a later discussion, it is important to note that from the two country’s perspectives, the interpretation of each other’s military space intentions is equally challenging to determine and therefore is equally ambiguous and uncertain. As a result, both nations are in all probability, preparing for the worst-case scenario – a potential conflict, most likely over Taiwan. Having said this, as many analysts and members of the U.S. China-watchers club known as the “blue team” argue, forming conclusions about China’s space intentions based solely upon a selective surveyed reading of Chinese military writings is inherently problematic and shot through with issues.

While colonel-level military writings probably are no more likely to reflect official CCP policy than U.S. military officers’ writings are to reflect U.S. policy, the Chinese government has provided U.S. officials with a series of red-flag indicators that should help quash American uncertainty and increase related anxiety about China’s space warfare ambitions. Put bluntly, the PLA has tested its ASAT capabilities and is preparing legal justifications for developing and fielding military space capabilities. As the old saying goes “actions speak louder than words.” While the Chinese (along with the Russians), since the fall of the Soviet Empire (and even before) have continuously and publicly argued for a universal ban on space-weapons, the U.S. has unequivocally denied the utility (or verifiability) of such a ban and has, as a result, refused to consider it. James Lewis takes this a step further and states that “space weaponization is an area where the U.S. has a competitive advantage over its potential opponents. The fact that [China] 15 cannot [yet] effectively compete with U.S. military space research is one reason why they publicly support a treaty banning space weaponization.”23

Metzler, like Lewis, argues that while the U.S. can and should hope for the best with respect to Chinese space intentions, “we must prepare for the possibility that China’s intentions are hostile.”24 Eric Hagt, another prolific writer on Chinese affairs and the Director of the China Program at the World Security Institute, in his 2004 work Mutually Assured Vulnerabilities in Space also acknowledges that some analysts “take the view that China’s official promotion of a multilateral treaty to ban space weapons is merely the gambit of a country still playing catch-up, with the purpose of constraining U.S. political freedom to act in space while China continues to develop its own weapon systems to destroy American space assets.”25

In turn, Lewis touches on another important point and likely indicator that China is seeking military space capacity when he insists that since China cannot compete with the U.S. scientific and technological community, the “U.S. should not foreclose further [space-related] research.”26 Furthermore, the Chinese resolve to obtain as much foreign technological and spacerelated information as possible for the benefit of their own domestic programs is evidenced by China’s ever-growing covert presence within the U.S. and their related computerized hacking attempts into the United States’ high-tech and high-level information-sensitive organizations. China’s efforts to garner sensitive and highly-classified technological data and information via hacking and covert HUMINT operations combined with their “actionable identifiable” intentions with respect to their military space objectives speaks volumes and the message should resonate in the minds of U.S. proponents of military space treaties since such agreements could inhibit the U.S’ ability to protect the commercial as well as military space assets that are so crucial to the U.S. economy and U.S. military power projection and related national security aptitude.
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As has been recurrently reported in the U.S. Secretary of Defense’s Annual Report to Congress on the Military Power of the Peoples Republic of China, Beijing has already heavily invested in significant and wide-ranging counter-space capabilities that will facilitate its goal of denying America the space-dominance it seeks. An integral part of this plan is to fully acquire the ability, in a coherent, integrated, and practical sense, to blind, disable, or destroy American satellites in the event of a future conflict. Perhaps the most potent illustration of this emerging capability that sheds light on China’s possible true intentions was on 11 January 2007 when they completed their first successful anti-satellite (ASAT) test. The test, which has been described by many in the international and scientific communities as ‘irresponsible’ and ‘reckless’ was a direct-ascent kinetic kill vehicle that directly collided with one of China’s aging weather satellites that was traveling at approximately 7.42 meters per second.

While the PLA was preparing for the ASAT test, then-U.S. National Reconnaissance Office Director Donald Kerr revealed that Beijing had in 2006 used lasers to “paint” a U.S. military reconnaissance satellite, indicating that the government is investing in technology to either blind the electro-optical sensors of some American satellites or disable satellites with even stronger energy beams. The wartime operational capabilities of these systems remain unknown in the public domain, but the Chinese government has given no indication that it intends to halt their development or that of other open-source reported systems. As such, this has led many analysts to form one of two conclusions regarding China’s space intentions and objectives. First, “China may be determined to develop, test, and deploy a full range of defensive measures, both active and passive, but it’s attempting to keep it secret [as far as possible] for fear of antagonizing the U.S.”27 Secondly, “that China is continuing to study and research applicable space technology, but will wait to see whether the United States will deploy robust missile 17 defenses and space-based weapons before it in turn responds.”28 However, the fact that in much of the PLA space-related literature available, Chinese writers insist on the inevitability of the weaponization of space, and therefore, argue that “China must prepare itself and should not tie its hands through overly restrictive international legal treaties.”29 This reality lends itself well to many U.S. analysts’ conclusions that China does indeed intend to rely on “what Chinese strategists call ‘the assassins mace’ – as a way to overcome U.S. conventional military superiority.”30

Moreover, as Hagt asserts, “the PLA’s lack of enthusiasm for a weapons ban treaty exacerbates the concerns of many in the U.S. about what they see as inherent ambiguities in China’s diplomacy.”31 Perhaps the greatest blow to China’s seemingly-solidified anti-space weapons stance and as a proponent to a space weapons ban agreement came immediately after the public announcement of their January 2007 ASAT test. After many years of publicly denouncing the development of military space assets [by the U.S.], as a result of the ASAT test, China successfully increased their diplomatic military space stance ambiguity, validated the “hawkish” positions of U.S. proponents of maintaining space dominance, and further stupefied arms control advocates and critics of the U.S. military space program – all at once. Along this idea, Lewis notes that “with the test, China has joined the U.S. as a villain in space. The Chinese orbited a weapon in a messy and imprudent fashion, and did so after years of denying that they had any military intent.”32

Aside from the ASAT test, an additional indication that space warfare has received serious official attention in the PLA is provided by retired U.S. Army Colonel Larry M. Wortzel’s recent study on the topic. Wortzel, former director of the Strategic Studies Institute at the U.S. Army War College and a former U.S. Army attaché in Beijing, concluded in a survey of 18 open-source materials that the PLA General Political Department has prepared numerous legal briefs and articles providing what it calls the “political preparation of the battlefield” for space warfare. These writings argue that China is within its legal rights to defend the “inseparable and integrated” area above ground, airspace and outer space, a clear assertion of China’s legal right to attack foreign satellites in the future.33

This notion of seeking the legality of militarizing space is important, especially when pitted against the backdrop of the high level of importance that China places on ensuring that its military space and related technological developments are perceived by the international community as reactions to an overly-aggressive and offense-oriented U.S. military space policy. China, despite its confusing and befuddled statements that didn’t come out until nearly two weeks after the 2007 ASAT, still place a premium on attempting to sustain the role of the diplomatic victim forced to take a defensive military space posture. This idea is expressed fully when Wortzel notes that Zhang Shanxin and Pan Jiangang, two officers from the PLA’s Xian Political Affairs College, believe that prior to any conflict, a nation must ‘muster public opinion in its favor,’ conducting propaganda psychological and legal campaigns to ensure support for military action. They also suggest developing domestic law that justifies military action in international legal terms.”34

The 2007 ASAT test was entirely a response to US BMD—China has no interest in challenging US

Blazejewski, 8 – in private practice, master’s degree in public affairs from the Woodrow Wilson School at Princeton University and his JD degree from NYU Law (2008, Kenneth S., “Space Weaponization and  US-China Relations”,  Air University, Strategic Studies Quarterly, http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA509492&Location=U2&doc=GetTRDoc.pdf) 

One interpretation is that China seeks only to maintain its defensive military position vis-à-vis the United States. Although long a member of the nuclear club, China has never sought to match the United States or Russia in nuclear military might. The best estimates of China’s nuclear arsenal are that China has roughly 80 operationally deployed nuclear warheads  and less than 40 liquid-fueled, silo-based ICBMs.  According to this view, China’s “minimalist” nuclear program reflects the Chinese conception of nuclear deterrence as insensitive to variations in the relative number of nuclear weapons.  China is more interested in directing state resources towards economic development, industrial growth, and conventional military modernization than in competing with the United States in nuclear or space weapon systems, and China’s nuclear policy focuses on maintaining its deterrent capability. On this account, China’s primary concern with US space weaponization is its contribution to a US multilayered missile defense shield. Indeed, China’s campaign for PAROS negotiation at the CD seems to intensify after each new development in United States BMD plans.  Although China could respond to a BMD shield with effective countermeasures,  future technological developments may permit the BMD system to vitiate China’s nuclear deterrent.  In the case of a conflict over Taiwan, for example, a US space-based BMD system could prove very valuable to the United States. According to this view, if the United States decides to advance with such a BMD program, China will respond so as to maintain its nuclear deterrence. It will modernize its ICBM fleet (a program it has already initiated), develop further countermeasures to circumvent the BMD shield, and develop the means to launch multiple ASAT attacks. Ultimately, an arms race could ensue. This, however, would not be China’s chosen outcome. Its development of space weapons is merely a counterstrategy to what it views as likely US space weaponization.  China would much prefer that the United States negotiate a PAROS agreement not to build the BMD shield.  If this were the case, China’s January ASAT test would appear to be an attempt to get the United States to the negotiating table. By launching the ASAT, China sought to put the United States on notice that any attempt to weaponize outer space would lead to this mutually undesirable path.

Multiple past incidents prove China is aggressive toward the US and could attempt to take out military satellites

Space and Missile Defense Report 07 – (“Air Force mulls how to defend space assets, Wynne Says,” 3/26/07, 

Academic Onefile)

In studying and selecting any U.S. moves to defend space assets, it is necessary to take into account many factors, and to recognize that the solution won't involve just the Air Force, he said. 

Earlier, Wynne and Gen. T. Michael Moseley, the Air Force chief of staff, testified before the Senate Armed Services Committee (SASC) on the Air Force budget request for the fiscal year ending Sept. 30, 2008. 

Sen. John Warner of Virginia, the ranking Republican on the panel, said that China wishes to become a superpower. 

He referred to the Chinese military going on a buying binge, snapping up cutting-edge aircraft, procuring four new types of submarines simultaneously, buying new destroyers, and emplacing hundreds of radar guided missiles. 

China also has engaged in provocative acts, such as the anti-satellite shot; another occasion where China used a ground-based laser to "paint" a U.S. military satellite; an incident where a Chinese submarine surfaced within torpedo range of a U.S. aircraft carrier; Chinese threats to invade Taiwan unless the island nation submits to rule by Beijing; and the provocation of a Chinese fighter aircraft slamming into a U.S. Navy intelligence aircraft flying peacefully in international airspace. The Navy plane was heavily damaged, and almost went into the ocean, which would have killed two dozen Navy men and women in uniform. They were taken captive when they landed the crippled Navy plane on Hainan Island, a Chinese area. 

After China shot down its own satellite, some military analysts said the ASAT capability means China can demolish military and civilian U.S. and allied space assets at will. As it was, the vast debris field created by the kinetic kill for a time imperiled some of those assets. 

Some lawmakers worry that China could opt to take out military intelligence satellites, the global positioning system, the International Space Station, NOAA weather satellites needed for military operations, and satellites that handle millions of commercial transactions each day vital to continued functioning of the economy. 

No Weaponization

Weaponization not inevitable – the human nature argument is false

Mueller 03 - PhD and Political Scientist @ RAND (Karl, October, “Totem and Taboo: Depolarizing the Space Weaponization Debate” http://www.gwu.edu/~spi/assets/docs/Security_Space_Volume.Final.pdf WSX)

Human Nature

The simplest inevitability argument is that warfare and armaments are intrinsically uncontrollable because people are warlike: weapons and warfare abhor a vacuum, and will spread wherever humanity goes.28 This assertion is often accompanied by arguments that arms control never works,29 although it is possible to argue more narrowly that only space arms control is infeasible.

This generalization is not far from the truth, yet it is far enough away that it should be considered invalid. For example, although the longstanding success of the 1957 treaty prohibiting military bases in Antarctica, often cited as an example of an effective sanctuary regime, would be more impressive if the signatory powers actually had strong incentives to establish bases on that continent, it still flies in the face of the idea that weaponization must always follow wherever people go (the argument that space weapons in particular will have military utility too great to resist is a different proposition from the contention that weapons always spread everywhere). Similarly, some types of weapons have fallen into disrepute over the last century, While they have not yet disappeared, chemical and biological weapons have been shunned by all but renegade states, and anti-personnel land mines are following in their wake. Many states that could easily have developed nuclear weapons have opted not to do so, in some cases in spite of apparently very good military reasons to go nuclear.30 Perhaps most strikingly of all, even among space weapons advocates one does not find voices arguing that the placement of nuclear weapons in orbit is inevitable based on the rule that weapons always spread. The fact that this has not happened is due to many factors other than the Outer Space Treaty’s prohibition on such weaponization, but if some weapons do not necessarily follow wherever people go, the idea that a law of human nature requires that others will do so should not be seriously embraced as a basis for national policy. 

Weaponization not inevitable – Sea and Air power are inaccurate historical parallels

Mueller 03 - PhD and Political Scientist @ RAND (Karl, October, “Totem and Taboo: Depolarizing the Space Weaponization Debate” http://www.gwu.edu/~spi/assets/docs/Security_Space_Volume.Final.pdf WSX)

Historical Analogies

The second argument that space must inevitable be weaponized is that the evolution of sea and air power reveal a striking pattern leading inexorably in this direction, which the exploitation of space is also following. According to an influential recent commander of U.S. Space Command, for example, If we examine the evolutionary development of the aircraft, we see uncanny parallels to the current evolution of spacecraft. . . The potential of aircraft was not recognized immediately. Their initial use was confined to observation . . . Until one day the full advantage of applying force from the air was realized and the rest is history. So too with the business of space. . . . [Military] space operations, like the land, sea, and air operations that evolved before them, will expand [into] the budding new missions already included in the charter of U.S. Space Command of space control and force application as they become more and more critical to our national security interests.31

The parallels between the early days of space flight and, especially, the early development of aerial flight are indeed striking, at least at first glance. Yet upon closer examination, it is clear that the spread of weapons into the three previous environments into which human activity has so expanded—the seas, the air, and the undersea world—has been far from identical, raising serious doubts about the soundness of drawing strong analogies when predicting the future of military space exploitation.32

Sea Power. The first new realm into which human enterprise expanded was the surface of the oceans and other bodies of water, initially along the coasts and later onto the high seas. Maritime transport offered many advantages over land-bound alternatives, especially prior to the invention of the railroad, and armed conflict followed commerce onto the seas. Navies soon developed to protect merchant vessels from pirates and other enemies, to prey on enemy shipping, and to attack or defend coastlines and sea lanes.

In spite of the intuitive similarities between seafaring and spacefaring, however, here is one fundamental difference between them which makes the sea-space analogy very weak: ships primarily transport goods and people, while spacecraft (with only minor exceptions) are built to collect, relay, or transmit information. This means that space piracy is not a problem, so space navies are not required to suppress it, while “commerce raiding” threats to space systems can be ameliorated by building redundant, distributed systems of satellites; for merchant shipping this is obviously not an option. It also means that whatever threats may be posed by enemy space systems, invasion is very low on the list. In short, satellites have more in common with lighthouses than with oceangoing ships, and space commerce resembles telegraphy or terrestrial radio more than it does maritime trade.33 This does not mean that nothing we know about sea power can be applied to space, or that space strategists should not study the works of Corbett and Mahan. However, there is little reason to conclude from the evolution of naval forces either that the weaponization of space is inevitable, or that it is not.

Air Power. The parallels between military use of the air and of space are far more impressive. Both balloons and airplanes were used for military observation soon after they were first invented, and because aerial observation was so powerful in the First World War, armed aircraft were soon employed as interceptors and then as escorts. Airplanes and airships were also used for bombing even before the dawn of airtoair combat, and by 1918 virtually every modern military air mission had been undertaken or proposed.34 Serious commercial exploitation of the air came only later. In space, strategic reconnaissance was the purpose of most early satellites, and intelligence collection remains the most visible military space application;35 it was the value of being able to destroy enemy surveillance satellites that drove ASAT programs in both the Unites States and the Soviet Union.36

However, the evolution of air and space power has not been as similar as space weapons advocates’ analogies often suggest. For example, less than a decade elapsed between the Wright brothers’ first flight and the first aerial combat missions, while in the fifth decade after Sputnik space remains unweaponized. Of course, the occurrence of a major war in the 1910s had much to do with the rapid evolution of air power, and space power might look very different today if World War III had broken out in the 1960s, but with no major wars now on the horizon , this caveat hardly makes the parallel between the two cases look like a strong basis for space policy in the 21st century. In fact, both superpowers did develop anti-satellite interceptors, but then abandoned their ASAT programs,37 something utterly without precedent in the history of air power that casts further doubt on the soundness of the analogy. Naturally, it would be foolish to conclude from the history of the last fifty years that space will definitely not be weaponized during the next fifty, but it would also be reckless to deduce the opposite from the history of flight between 1903 and 1915.

Submarine Power. Space weaponization advocates rarely mention the third new environment into which human activity has expanded: the undersea world. In this case, although there are many similarities between submarine and space operations, the two weaponization histories have little in common. Warfare was the sole purpose of the first generations of subsurface vessels, joined only much later and on a vastly more limited scale by scientific research, while submarines have so far been of virtually no commercial significance. This says little about what the future of space power will look like, but it provides one more reason to be skeptical about the proposition that weapons spread into new environments according to a consistent and deterministic pattern.

It is also worth noting that one of the most striking commonalities among the three historical precedents is rarely if ever predicted to hold true for space as well. Nuclear weapons were deployed in each of these environments by all the major nuclear powers more or less as soon as each was capable of doing so. Yet not only has this failed to happen in space, but those who make the analogical argument for the inevitability of space weaponization routinely fail to insist that the nuclearization of space will occur in the future, raising doubts about the extent to which even its supporters truly believe in this argument. 
Weaponization not inevitable – even if attacking satellites counters U.S. power, other countermeasures are more probable 

Mueller 03 - PhD and Political Scientist @ RAND (Karl, October, “Totem and Taboo: Depolarizing the Space Weaponization Debate” http://www.gwu.edu/~spi/assets/docs/Security_Space_Volume.Final.pdf WSX)

Military Advantage

The best argument for the proposition that space weaponization is inevitable is that the military utility of space weapons will soon be so great that even if the United States chooses not to build space weapons, other countries will certainly do so, in large part because of the great and still growing degree to which U.S. military operations depend upon what has traditionally been known as “space force enhancement”: the use of satellites to provide a vast array of services including communications, reconnaissance, navigation, and missile launch warning, without which American military power would be crippled. This parallels the argument that the importance of satellites to the U.S. economy will make them an irresistible target, except that military satellites are far more indispensable, and successful attacks against a relatively small number of them could have a considerable military impact, for example by concealing preparations for an invasion or by disrupting U.S. operations at a critical juncture.45 Rivals of the United States might also find space-toearth weapons to be a very attractive way to counter U.S. advantages in military power projection.

This is a reasonable argument, but to conclude for this reason that space weaponization is inevitable, rather than merely possible or likely, is unwarranted, for several reasons. There is no question that space systems are critical to U.S. military capabilities. An enemy that attacked them might be able to impair U.S. military operations very seriously, but while this ranks high among threats that concern U.S. strategists, it need not follow that enemies of the United States will do so, or will invest in the weapons required to do so. The U.S. armed forces possess many important vulnerabilities that adversaries have opted not to attack in past conflicts, typically due to resource limitations, a desire to avoid escalation, or fear of the reaction of third party audiences. For example, during Operation Allied Force in 1999, Serbia apparently did not attempt to mount special forces attacks against key NATO airbases in Italy or to use manportable missiles to shoot down aircraft operating from them, although such an action could have profoundly disrupted the Alliance’s bombing campaign.46 Moreover, it is quite possible that if a potential enemy did want to develop the ability to attack U.S. space systems, it would choose to do so in ways that would not involve weaponizing space —such as investing in computer network attack capabilities, nonspace weapons to attack the terrestrial elements of space systems, or ASAT capabilities that are not weapons in the conventional sense—and against which the logical defensive countermeasures would not involve deploying U.S. space weapons. For military as well as commercial satellites, a transition to redundant networks of satellites would do much to reduce their vulnerability, perhaps together with supplementing satellite platforms for some military functions with new types of terrestrial systems, such as high endurance unmanned aerial vehicles (UAVs).47

In the end, most of the inevitability arguments are weak. Even the best one, that space weapons will provide irresistible military advantages for those who employ them, is plausible but not decisive, and many of those who assert it probably harbor exaggerated expectations about the capabilities that space weapons will offer. In spite of the large number of people who apparently believe the inevitability thesis to be true, there is good reason for prudent policymakers to assume that the weaponization of space is not in fact predestined, and that U.S. military space policy is one of the factors, but not the only one, that will shape the likelihood of space weaponization of space by other countries. 

Weaponization isn’t inevitable – space is different than air and sea power

Hays, Dolman, and Mueller 06 –* senior policy analyst with the Science Applications International Corporation, **Professor of Comparative Military Studies at Sass, *** political scientist with the RAND Corporation [Peter, Everett, Karl, March, “Toward a U.S. Grand Strategy in Space” http://www.marshall.org/pdf/materials/408.pdf WSX]

Another big argument: military use of space is evolving just the way air power and sea power did. The flag-follows-trade argument fits into this. Navies were developed to protect merchants and commerce from predation by pirates. Air power evolved observation platforms in World War I, then fighters and bombers. Therefore we know the same thing is going to happen to space. It ties into the “weaponization is inevitable” argument. The problem is that air power and sea power evolved in very different ways and space power doesn’t match either one of them. There are interesting illustrative parallels; his-tory rhymes even though it doesn’t repeat itself. These historical precedents provide us with some interesting notions about what might happen next, but they definitely don’t tell us what will happen next. Space is different in so many ways from the other places where we have operated before that we are basically starting from a blank sheet of paper. 

Cooperation Now

Obama is cooperating with other countries now – Bush’s unilateral space policy was the cause of destabilization Grego 10 – staff scientist in the Global Security Program of the Union of Concerned Scientists (Laura, June 28, “Obama Space Policy a Return to ‘Traditional’ Position from Carter Through Clinton, Science Group Says,” http://www.ucsusa.org/news/press_release/obama-space-policy-a-return-to-traditional-0415.html WSX)
WASHINGTON (June 28, 2010) – The Obama administration is expected to release its National Space Policy this afternoon. Experts at the Union of Concerned Scientists (UCS) point out that the document language will indicate how the Obama administration will approach space security. If the administration’s public statements are any indication, the new policy likely will represent a return to a more international approach to space; a more balanced view of civil, commercial and military uses of space; and a greater openness to arms control and cooperative solutions to international space security issues.

Below is a statement by Laura Grego, a senior scientist with UCS’s Global Security Program. Grego is available for comment after the administration issues the policy document.

“From what we’ve heard, the Obama administration has decided to return to policies that were in place during the Carter, Reagan, Bush senior and Clinton years. The National Space Policy of each of those administrations supported the right of all nations to use space peacefully and without interference. And all of those administrations viewed arms control agreements as useful tools to ensure that right.

“The George W. Bush administration took the United States in a radically different direction. It essentially embraced a unilateral approach to space security, which was in keeping with its overall foreign policy. It asserted that the right to use space without interference was a U.S. right, and put strict limits on arms control.

“By contrast, we expect the Obama administration’s space policy to be open to new arms control agreements and cooperative solutions to security problems. That’s critically important. There is no way we can achieve lasting space security independently. We are going to have to coordinate and cooperate with other spacefaring nations. That’s the nature of space.

“We also expect the new policy to do a better job than the last one balancing military, civil, and commercial uses of space. The Bush administration overemphasized military policy, and that has had significant negative consequences. Overly broad export controls over the last decade have held back our domestic space industry in international competition. And they also have hampered the United States’ ability to cooperate with other countries on civil space projects.” 

Weaponization Bad

Space weaponization encourages attack of civilian satellites and is seen as a security threat to other countries

Johnson 03 - director of the Acronym Institute for Disarmament Diplomacy, has written widely on nonproliferation, arms control and space security policy [Rebecca, United Nations Institute for Disarmament Research: “Outer Space and Global Security”: “Security Without Weapons in Space: Challenges and Options” http://www.unidir.org/pdf/ouvrages/pdf-1-92-9045-155-6-en.pdf WSX]

THE POLITICS OF SPACE WEAPONIZATION

At a time when much political and military attention is focused on terrorism, why should the international community be concerned about some future possibility of weapons in space? The “Desert Storm” Gulf war of 1991, the strikes on Yugoslavia in 1999, and the 2001 war in Afghanistan have demonstrated the enhanced power and precision of weaponry that depends on US military satellites. This space-reliant “revolution in military affairs” (RMA), funded by a US defence budget that in 2002 exceeded the combined total of the next 19 largest national defence expenditures, has placed the United States far ahead of any other country in the technology and hardware of warfare. Such levels of dominance are not necessarily good for the United States or its allies. Potentially destabilizing, they may also be self-defeating in security terms, provoking adversaries to direct attacks at the “soft belly” (i.e. undefended civilians), as happened on 11 September.

The drive towards weapons for use in or from space has two principal justifications: first, that space weaponization is essential to protect space assets from a pre-emptive attack, dramatically called a “Space Pearl Harbor” by the Commission to Assess United States National Security Space Management and Organization (known as the 2001 Space Commission, chaired by Donald H. Rumsfeld);3 and secondly, that who ever controls space will control the Earth and obtain an unassailable military and commercial dominance. In addition to the assumptions of vulnerability and space power, some also argue from historical analogy that space weaponization is inevitable, and that whoever gets there first will enjoy an overwhelming advantage. The weaponization of space has to be seen in the context of missile defence, increasingly accepted by US allies in the post11 September political environment. Advocates of US weapons in space have difficulty comprehending the degree to which their plans are viewed as a security threat by others because they assume that US superiority is beneficial for international stability.

Space domination cannot be successful – political backlash and enemies would develop asymmetrical capabilities

Krepon and Clary 3 – *director of the South Asia and Space Security programs and **director for South Asian affairs in the Office of the Secretary of Defense (Michael and Christopher, 2003, Stimson Center: “Space Assurance or Space Dominance? The Case Against Weaponizing Space” http://www.isn.ethz.ch/isn/Digital-Library/Publications/Detail/?ots591=0c54e3b3-1e9c-be1e-2c24-a6a8c7060233&lng=en&id=105601 WSX)

It is inconceivable that a quest by the United States to enforce dominion or appropriation of space in this manner could be politically sustainable or successful against varied means of retaliation. And even if a future government of the United States attempted to destroy threats to unimpeded U.S. satellite operations, how would U.S. satellites and the space shuttle cope with the debris resulting from space warfare? The technical challenges of launching successful preemptive or preventive attacks against deployed space mines would be daunting. Attacks against some space mines would doubtless trigger hostile responses, so preemptive or preventive attacks would need to be launched against as many targets as can be identified. Would warfare of this kind be confined to space? Would the United States also attack the space launch facilities and key communication nodes of the state or states that have orbited space mines? If not, would the United States shoot down space launch vehicles or aircraft that might be carrying space mines?
These questions, and others that flow logically from them, clarify the adverse military and diplomatic ramifications that would accompany U.S. initiatives to weaponize space. Considerable skepticism is warranted that preemption or preventive war strategies can be confined to space, since satellite warfare is so intimately related to military operations on Earth. Attacks on satellites could severely damage prospects for escalation control and, in the worst case, could trigger the use of weapons of mass destruction against U.S. expeditionary forces, allies, or the U.S. homeland. Since space warfare would not be perceived as a trivial pursuit, those nations that could be gravely disadvantaged by the flight-testing and deployment of space weaponry are likely to consider equally grave countermeasures. At a minimum, an attempt by the United States to seek space dominance through deployed war-fighting capabilities is likely to generate the launch of relatively cheap, low-tech, but lethal ASATs by weaker adversaries. An unequal competition to weaponize space could still place at risk satellites that are essential for U.S. military communications and early warning in deep crisis. The weaponization of space could thus result in increased U.S. casualties on the conventional battlefield.

Weaponization alienates allies – justifications will be met with skepticism 

Krepon and Clary 3 – *director of the South Asia and Space Security programs and **director for South Asian affairs in the Office of the Secretary of Defense (Michael and Christopher, 2003, Stimson Center: “Space Assurance or Space Dominance? The Case Against Weaponizing Space” http://www.isn.ethz.ch/isn/Digital-Library/Publications/Detail/?ots591=0c54e3b3-1e9c-be1e-2c24-a6a8c7060233&lng=en&id=105601 WSX)

U.S. initiatives to “seize” the high ground of space are likely to be countered by asymmetric and unconventional warfare strategies carried out by far weaker states—in space and to a greater extent on Earth. In addition, U.S. initiatives associated with space dominance would likely alienate longstanding allies, as well as China and Russia, whose assistance is required to effectively counter terrorism and proliferation, the two most pressing national security concerns of this decade. No U.S. ally has expressed support for space warfare initiatives. To the contrary, U.S. initiatives to weaponize space would likely corrode bilateral relations and coalition-building efforts. Instead, the initiation of preemptive or preventive warfare in space by the United States based on assertions of an imminent threat—or a threat that cannot be ameliorated in other ways—is likely to be met with deep and widespread skepticism abroad.

The international community has long been aware of latent threats to satellites residing in military capabilities designed for other purposes. Common knowledge of such military capabilities designed for other means has not generated additional instability in crisis or escalation in wartime. The flighttesting and deployment of dedicated space weaponry would add new instability in crisis and new impulses toward escalation. It would be folly to invite these consequences unless it is absolutely necessary to do so.

Space warfare, far more than terrestrial combat, does not lend itself to the formation of “coalitions of the willing.” U.S. initiatives to weaponize space could therefore result in a lonely journey that leads to war without end and to war without friends. The burdens and risks placed upon the shoulders of U.S. expeditionary forces would be exceedingly great. In addition, the quest for space dominance would undoubtedly accentuate domestic political divisions on national security issues, which results in diminished U.S. security. Given the strong likelihood of these severe penalties, what political imperatives or military requirements could possibly justify the initiation of flight-testing and deployment of space weaponry by the United States? The military rationales posed to justify space weaponry—such as the development of global, prompt, deep-strike capabilities against high-value targets that cannot be reached quickly enough by other conventional means—appear paltry when juxtaposed against these downside risks.

Diplomacy cannot solve rogue countries developing ASATs in secret and US hegemony creates the motive to develop offensive space capabilities 

Schendzielos, 8 – major in the USAF, School of Advanced Military Studies (April 30, 2008, Major Kurt Schendzielos, “Protection in Space: A Self-Defense Acquisition Priority for U.S. Satellites”, http://www.dtic.mil/cgi-bin/GetTRDoc?Location=U2&doc=GetTRDoc.pdf&AD=ADA485553)

First, this line of thought assumes that the impetus causing the adversary to create space weapons in the first place can be abated or removed, and that only by making the adversary feel a greater or unreasonable risk does the arms race begin. While America has not placed weapons or even unassailable defenses in space yet, potential adversaries are feeling threatened by U.S. space dominance. It is unrealistic that the U.S. will forego the strategic and tactical advantages that space represents, or will willingly give up the dominance it enjoys today. It is exactly that dedication to space dominance that is making nations like China and North Korea turn to ASAT technology.161 While U.S. weaponization of space in order to gain an offensive initiative can certainly be argued against, the only viable means to protect already threatened satellites is to improve defenses or suffer the consequences. 53 ASAT threats against U.S. satellites already exist and the adversary countries have demonstrated a desire to use them, if necessary. The U.S. cannot afford to do nothing about the threat and hope that it will never be challenged in space dominance. Even reversing space policy today and negotiating a treaty to ban all ASAT weapons would not physically prevent an adversary country from secretly building a robust ASAT capability while the U.S. rests on its laurels. Arguing diplomatically that the adversary country was in violation of a signed treaty would provide little comfort as U.S. satellites continued to be disabled or destroyed. By fielding a defensive system that mitigates or negates the effectiveness of a threat, the adversary country will become less inclined to risk war with the U.S. by employing ASATs if they could not guarantee some reasonable expectation of success. There is little evidence that specifically placing defenses onboard satellites will suddenly cause a space arms race to spiral out of control. Space systems are already protected through various means including threat of an air or surface attack, small maneuvers, configuration changes and others. These defensive measures exist today and a space arms race (if one exists at all) is proceeding at a relatively measured pace. Some can argue that U.S. DCS measures today are spurring the improvement of ASATs worldwide, but it is just as valid to point to inevitable strategic balancing that usually occurs against empires and hegemons throughout history as a stimulus for contemporary ASAT development. 

Other countries will be forced to develop asymmetric responses to American weaponization

Johnson 03 - director of the Acronym Institute for Disarmament Diplomacy, has written widely on nonproliferation, arms control and space security policy [Rebecca, United Nations Institute for Disarmament Research: “Outer Space and Global Security”: “Security Without Weapons in Space: Challenges and Options” http://www.unidir.org/pdf/ouvrages/pdf-1-92-9045-155-6-en.pdf WSX]

ADDRESSING THE VULNERABILITY OF SPACE ASSETS

To garner support for space weaponization, the Space Commission evoked the spectre of a space Pearl Harbour, focusing on the vulnerability of space assets and the increasing dependence of US military forces on satellite-based technology. Emphasis is placed on the risks of a pre-emptive attack from anti-satellite (ASAT) weapons or the detonation of a nuclear device at high altitude. Any international approach to address space security needs to take into account both US concerns about the vulnerability of its military and space assets and also the concerns of other Governments regarding their vulnerability to US military superiority.

One characteristic of asymmetric conflict is that the push for military invulnerability will tend to increase civilian vulnerability. The major driver behind space weaponization may be missile defence, but concepts such as full spectrum dominance and space control are mirrored in the Bush Administration’s approach to combating terrorism. Notions of full spectrum dominance, as outlined in USSPACECOM documents, are perceived as a security threat by countries that have no political desire or intention to threaten the United States, but which would be expected by their own citizens and militaries to develop countermeasures to deter the United States nevertheless. This is a version of the classical security dilemma, whereby the attempts of some States to look after their security needs by strengthening their military resources lead to rising insecurity for others. Regardless of its intentions, overwhelming military security and the current US mission to police the world feed other nations’ threat perceptions. In space, as with other issues, the United States needs to be more aware that its actions could be self-fulfilling, and may well provoke asymmetric security responses in others that create greater international threats and vulnerabilities.

US space control is the root cause of China’s belligerence

Blazejewski, 8 – in private practice, master’s degree in public affairs from the Woodrow Wilson School at Princeton University and his JD degree from NYU Law (2008, Kenneth S., “Space Weaponization and  US-China Relations”,  Air University, Strategic Studies Quarterly, http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA509492&Location=U2&doc=GetTRDoc.pdf)

A second interpretation, not wholly inconsistent with the first, is that China is concerned that the United States seeks to deny Chinese use of outer space. As China continues down the path of economic development and technological advancement, it seeks to grow its outer space programs. China seeks to launch new satellites for commercial and military purposes. 25 For instance, China has plans to launch a GPS-like satellite system called Beidou-2. From 2006 to 2010, China plans to launch up to 100 satellites. 26 It also has an interest in developing a space science program much like NASA. Although the United States has officially stated that it supports the peaceful use of outer space by all space-faring nations, so-called US “space controllers” or “space hegemonists” 27 argue the United States should carefully police the use of space to assure that no country uses it in a manner inconsistent with its interests. In response to such a US policy, China seeks to deny the US denial of outer space. 28 One means of doing so would be through the ratification of an international treaty that precluded the United States from putting in place the instruments or means to control outer space. Since the diplomatic approach does not seem likely to produce any concrete results, China is moving forward with its ASAT program in order to hedge the risk of US space domination. 

US weaponization causes arms race with China

Blazejewski, 8 – in private practice, master’s degree in public affairs from the Woodrow Wilson School at Princeton University and his JD degree from NYU Law (2008, Kenneth S., “Space Weaponization and  US-China Relations”,  Air University, Strategic Studies Quarterly, http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA509492&Location=U2&doc=GetTRDoc.pdf)

First, if the United States proceeds with space weaponization China will respond by bolstering its own military capabilities. 37 China’s response will seek to preserve the asymmetric threat it poses to US space assets and maintain its nuclear deterrent. Under each of the interpretations considered, China is not willing to allow the United States to build up its space weapons program unchallenged. In the least, China would develop additional ASAT weapons to which the United States would seek to develop effective countermeasures. 38 Alternatively or in addition, China could invest in more ICBMs and nuclear warheads, 39 acquiring the capacity to overwhelm a BMD shield. An option less likely in the near future, China could counter US space weaponization by deploying its own space weapons. Other potential Chinese responses include adopting a “launch on warning” policy or abandoning its no-first-use pledge. 40 Each of these strategies would seek to counter the effectiveness of US space weapons. The United States, of course, could always respond to China’s response, but such tit-for-tat policy making risks devolving into an arms race. Chinese officials claim that an arms race would “likely emerge” unless a negotiated solution can be reached on PAROS. 41 It is noteworthy, however, that under at least two interpretations, this is not China’s preferred outcome. Under the first and second interpretations, China will only proceed with further developing ASAT technology and acquiring additional weapons if it cannot be assured that the United States does not plan to weaponize outer space. Second, China has developed the means to attack some US satellites, and there is no guarantee that China does not ultimately seek to develop a robust space weapons program. China’s ASAT test demonstrates that the Chinese have been working assiduously at developing their space weapons program. Although China made a decision in the early 1990s to focus its space resources on civilian programs, an annual official budget of $2.5 billion for space programs and a growing number of dual-use technology programs suggest that China’s military space capacity is growing. 42 For instance, China has long conducted research on the development of beam weapons that can be incorporated into ASAT weapons systems. 43 China is known to have tested high-power microwave weapons for jamming satellite communication. 44 If China is indeed pursuing a full-blown space weapons program, a space arms race may be inevitable despite a US decision not to launch the first space weapons program. 

Space Debris Link – KEW

Kinetic Energy Weapons result in space debris

Fernandez 4 – Lieutenant Colonel (Adolfo J., April, “MILITARY SPACE CONTROL: AN INTUITIVE ANALYSIS”, http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA434364 WSX)

• Kinetic Energy Weapons (KEW). KEWs generate high-velocity projectiles to destroy a target. A kinetic energy anti-satellite (ASAT) weapon approaches a satellite and impacts, explodes, or propels shrapnel at the intended target to destroy or disable it. “Space mines” employ a variation of the KEW concept. Pre-positioned near their intended target well before hostilities break out, a space mines waits in reserve for a signal to detonate. A significant problem with KEWs is the resulting cloud of orbiting debris generated from the attack. This presents serious dangers to space assets orbiting through the field.16 

Space War Impact

Space war would paralyze American troops, result in space debris, and destroy the global economy

Myers 8 - PhD and Assistant Professor in the School of Informatics at Indiana University  (Steven, March 9, “U.S. leads in preparing for war in space”, http://www.nytimes.com/2008/03/09/world/americas/09iht-space.4.10846000.html WSX)
WASHINGTON — It does not take much imagination to realize how badly war in space could unfold. An enemy - say, China in a confrontation over Taiwan, or Iran staring down America over the Iranian nuclear program - could knock out the U.S. satellite system in a barrage of antisatellite weapons, instantly paralyzing American troops, planes and ships around the world.

Space itself could be polluted for decades to come, rendered unusable.

The global economic system would probably collapse, along with air travel and communications. Cellphones would not work. Nor would ATMs and dashboard navigational gizmos. And preventing an accidental nuclear exchange could become much more difficult.

"The fallout, if you will, could be tremendous," said Daryl Kimball, executive director of the Arms Control Association in Washington.

The consequences of war in space are in fact so cataclysmic that arms control advocates like Kimball would like simply to prohibit the use of weapons beyond the earth's atmosphere.
