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Security K

Generic 1NC
The 1AC create a never ending chain of threats, creating a sense of inevitable securitization of its architecture and infrastructure. We must attempt to break down and reject forms of security discourse
Grondin 4

(David, Assistant Professor, Member of the Faculty of Graduate and Postdoctoral Studies Ph.D., Political Science (International Relations and American Studies), Université du Québec à Montréal, Montréal, 2008. M.A., International Relations, University of Toronto, Toronto, 2001. B.A., American History, Université du Québec à Montréal, Montréal, 2000. “Rethinking the political from a Poststructualist Stance” http://www.ieim.uqam.ca/IMG/pdf/rewriting_national_security_state.pdf)

Neorealist and neoclassical realism offer themselves up as a narrative of the world institutional order. Critical approaches must therefore seek to countermemorialize “those whose lives and voices have been variously silenced in the process of strategic practices” (Klein, 1994: 28). The problem, as revealed in the debate between gatekeepers of the subfield of Strategic Studies (Walt, 1991), is that those analyses that contravene the dominant discourse are deemed insignificant by virtue of their differing ontological and epistemological foundations. Approaches that deconstruct theoretical practices in order to disclose what is hidden in the use of concepts such as “national security” have something valuable to say. Their more reflexive and critically-inclined view illustrates how terms used in realist discourses, such as state, anarchy, world order, revolution in military affairs, and security dilemmas, are produced by a specific historical, geographical and socio-political context as well as historical forces and social relations of power (Klein, 1994: 22). Since realist analysts do not question their ontology and yet purport to provide a neutral and objective analysis of a given world order based on military power and interactions between the most important political units, namely states, realist discourses constitute a political act in defense of the state. Indeed, “[…] it is important to recognize that to employ a textualizing approach to social policy involving conflict and war is not to attempt to reduce social phenomena to various concrete manifestations of language. Rather, it is an attempt to analyze the interpretations governing policy thinking. And it is important to recognize that policy thinking is not unsituated” (Shapiro, 1989a: 71). Policy thinking is practical thinking since it imposes an analytic order on the “real world”, a world that only exists in the analysts’ own narratives. In this light, Barry Posen’s political role in legitimizing American hegemonic power and national security conduct seems obvious:How and Why Realists (Re)Built the(ir) Cold War 11U.S. command of the commons provides an impressive foundation for selective engagement. It is not adequate for a policy of primacy. […] Command of the commons gives the United States a tremendous capability to harm others. Marrying that capability to a conservative policy of selective engagement helps make U.S. military power appear less threatening and more tolerable. Command of the commons creates additional collective goods for U.S. allies. These collective goods help connect U.S. military power to seemingly prosaic welfare concerns. U.S. military power underwrites world trade, travel, global telecommunications, and commercial remote sensing, which all depend on peace and order in the commons” (Posen, 2003: 44 and 46). Adopting a more critical stance, David Campbell points out that “[d]anger is not an objective condition. It (sic) is not a thing which exists independently of those to whom it may become a threat. […] Nothing is a risk in itself; [...] it all depends on how `ctures in the state and society that produces it. Whoever has the power to define security is then the one who has the authority to write legitimate security discourses and conduct the policies that legitimize them. The realist analysts and state leaders who invoke national security and act in its name are the same individuals who hold the power to securitize threats by inserting them in a discourse that frames national identity and freezes it.9 Like many concepts, realism is essentially contested. In a critical reinterpretation of realism, James Der Derian offers a genealogy of realism that deconstructs the uniform realism represented in IR: he reveals many other versions of realism that are never mentioned in International Relations texts (Der Derian, 1995: 367). I am aware that there are many realist discourses in International Relations, but they all share a set of assumptions, such as “the state is a rational unitary actor”, “the state is the main actor in international relations”, “states pursue power defined as a national interest”, and so on. I want to show that realism is one way of representing reality, not the reflection of reality. While my aim here is not to rehearse Der Derian’s genealogy of realism, I do want to spell out the problems with a positivist theory of realism and a correspondence philosophy of language. Such a philosophy accepts nominalism, wherein language as neutral description corresponds to reality. This is precisely the problem of epistemic realism and of the realism characteristic of American realist theoretical discourses. And since for poststructuralists language constitutes reality, a reinterpretation of realism as constructed in these discourses is called for. 10 These scholars cannot refer to the “essentially contested nature of realism” and then use “realism as the best language to reflect a self-same phenomenon” (Der Derian, 1995: 374). Let me be clear: I am not suggesting that the many neorealist and neoclassical realist discourses in International Relations are not useful. Rather, I want to argue that these technicist and scientist forms of realism serve political purposes, used as they are in many think tanks and foreign policy bureaucracies to inform American political leaders. This is the relevance of deconstructing the uniform realism (as used in International Relations): it brings to light its locatedness in a hermeneutic circle in which it is unwittingly trapped (Der Derian, 1995: 371). And as Friedrich Kratochwil argues, “[…] the rejection of a correspondence theory of truth does not condemn us, as it is often maintained, to mere ‘relativism’ and/or to endless “deconstruction” in which anything goes but it leaves us with criteria that allows us to distinguish and evaluate competing theoretical creations” (Kratochwil, 2000 : 52). Given that political language is not a neutral medium that gives expression to ideas formed independently of structures of signification that sustain political action and thought, American realist discourses belonging to the neorealist or neoclassical realist traditions cannot be taken as mere descriptions of reality. We are trapped in the production of discourses in which national leaders and security speech acts emanating from realist discourses develop and reinforce a notion of national identity as synonymous with national security. U.S. national security conduct should thus be understood through the prism of the theoretical discourses of American political leaders and realist scholars that co-constitute it. Realist discourses depict American political leaders acting in defense of national security, and political leaders act in the name of national security. In the end, what distinguishes realist discourses is that they depict the United States as having behaved like a national security state since World War II, while legitimating the idea that the United States should continue to do so. Political scientists and historians “are engaged in making (poesis), not merely recording or reporting” (Medhurst, 2000: 17). Precisely in this sense, rhetoric is not the description of national security conduct; it constitutes it. It is difficult to trace the exact origins of the concept of “national security”. It seems however that its currency in policymaking circles corresponds to the American experience of the Second World War and of the early years of what came to be known as the “Cold War”. In this light, it is fair to say that the meaning of the American national security state is bound up with the Cold War context. If one is engaged in deciphering the meaning of the Cold War prism for American leaders, what matters is not uncovering the “reality” of the Cold War as such, but how, it conferred meaning and led people to act upon it as “reality”. The Cold War can thus be seen as a rhetorical construction, in which its rhetorical dimensions gave meaning to its material manifestations, such as the national security state apparatus. This is not to say that the Cold War never existed per se, nor does it “make [it] any less real or less significant for being rhetorical” (Medhurst, 2000: 6). As Lynn Boyd Hinds and Theodore Otto Windt, Jr. stress, “political rhetoric creates political reality, structures belief systems, and provides the fundamental bases for decisions” (Hinds and Windt, cited in Medhurst, 2000: 6). In this sense, the Cold War ceases to be a historical period which meaning can be written permanently and becomes instead a struggle that is not context-specific and not geared towards one specific enemy. It is “an orientation towards difference in which those acting on behalf of an assumed but never fixed identity are tempted by the lure of otherness to interpret all dangers as fundamental threats which require the mobilization of a population” (Campbell, 2000: 227). Indeed, if the meaning of the Cold War is not context-specific, the concept of national security cannot be disconnected from what is known as the Cold War, since its very meaning(s) emerged within it (Rosenberg, 1993 : 277).11 If the American national security state is a given for realist analysts, 12 it is important to ask whether we can conceive the United States during the Cold War as anything other than a national security state.13 To be clear, I am not suggesting that there is any such essentialized entity as a “national security state”. 14  When I refer to the American national security state, I mean the representation of the American state in the early years of the Cold War,the spirit of which is embodied in the National Security Act of 1947 (Der Derian, 1992:76). The term “national security state” designates both an institutionalization of a new governmental architecture designed to prepare the United States politically and militarily to face any foreign threat and the ideology – the discourse – that gave rise to as well as symbolized it. In other words, to understand the idea of a national security state, one needs to grasp the discursive power of national security in shaping the reality of the Cold War in both language and institutions (Rosenberg, 1993 : 281). A national security state feeds on threats as it channels all its efforts into meeting current and future military or security threats. The creation of the CIA, the Department of Defense, the Joint Chiefs of Staff, and the National Security Council at the onset of the Cold War gave impetus to a state mentality geared to permanent preparedness for war. The construction of threats is thus essential to its well-being, making intelligence agencies privileged tools in accomplishing this task.  As American historian of U.S. foreign relations Michael Hogan observes in his study on the rise of the national security state during the Truman administration, “the national security ideology framed the Cold War discourse in a system of symbolic representation that defined America’s national identity by reference to the un-American ‘other,’ usually the Soviet Union, Nazi Germany, or some other totalitarian power” (Hogan, 1998: 17). Such a binary system made it difficult for any domestic dissent from U.S. policy to emerge – it would have “amounted to an act of disloyalty” (Hogan, 1998: 18). 15 While Hogan distinguishes advocates from critics of the American national security state, his view takes for granted that there is a given and fixed American political culture that differs from the “new” national security ideology. It posits an “American way”, produced by its cultural, political, and historical experience. Although he stresses that differences between the two sides of the discourse are superficial, pertaining solely to the means, rather than the ends of the national security state, Hogan sees the national security state as a finished and legitimate state: an American state suited to the Cold War context of permanent war, while stopping short of a garrison state: Although government would grow larger, taxes would go up, and budget deficits would become a matter of routine, none of these and other transformations would add up to the crushing regime symbolized in the metaphor of the garrison state. The outcome instead would be an American national security state that was shaped as much by the country’s democratic political culture as it was by the perceived military imperatives of the Cold War (Hogan, 1998: 22). I disagree with this essentialist view of the state identity of the United States. The United States does not need to be a national security state. If it was and is still constructed as such by many realist discourses, it is because these discourses serve some political purpose. Moreover, in keeping with my poststructuralist inclinations, I maintain that identity need not be, and indeed never is, fixed. In a scheme in which “to say is to do”, that is, from a perspective that accepts the performativity of language, culture becomes a relational site where identity politics happens rather than being a substantive phenomenon. In this sense, culture is not simply a social context framing foreign policy decision-making. Culture is “a signifying part of the conditions of possibility for social being, […] the way in which culturalist arguments themselves secure the identity of subjects in whose name they speak” (Campbell, 1998: 221).  The Cold War national security culture represented in realist discourses was constitutive of the American national security state. There was certainly a conflation of theory and policy in the Cold War military-intellectual complex, which “were observers of, and active participants in, defining the meaning of the Cold War. They contributed to portray the enemy that both reflected and fueled predominant ideological strains within the American body politic. As scholarly partners in the national security state, they were instrumental in defining and disseminating a Cold War culture” (Rubin, 2001: 15). This national security culture was “a complex space where various representations and representatives of the national security state  compete to draw the  boundaries and dominate the murkier margins of international relations” (Der Derian, 1992: 41). The same Cold War security culture has been maintained by political practice (on the part of realist analysts and political leaders) through realist discourses in the post-9/11 era and once again reproduces the idea of a national security state.  This (implicit) state identification is neither accidental nor inconsequential. From a poststructuralist vantage point, the identification process of the state and the nation is always a negative process for it is achieved by exclusion, violence, and marginalization. Thus, a deconstruction of practices that constitute and consolidate state identity is necessary: the writing of the state must be revealed through the analysis of the discourses that constitute it. The state and the discourses that (re)constitute it thus frame its very identity and impose a fictitious “national unity” on society; it is from this fictive and arbitrary creation of the modernist dichotomous discourses of inside/outside that the discourses (re)constructing the state emerge. It is in the creation of a Self and an Other in which the state uses it monopolistic power of legitimate violence – a power socially constructed, following Max Weber’s work on the ethic of responsibility – to construct a threatening Other differentiated from the “unified” Self, the national society (the nation). 16 It is through this very practice of normative statecraft, 17 which produces threatening Others, that the international sphere comes into being. David Campbell adds that it is by constantly articulating danger through foreign policy that the state’s very conditions of existence are generated 18.

Vote neg to reject the affirmatives flawed security discourse as a prior action to policy action. 

Cheeseman and Bruce 96 

(Graeme, Senior Lecturer at New South Wales, and Robert, editor, widespread author on security, Discourses of Danger & Dread Frontiers, p. 5-9)

This goal is pursued in ways which are still unconventional in the intellectual milieu of international relations in Australia, even though they are gaining influence worldwide as traditional modes of theory and practice are rendered inadequate by global trends that defy comprehension, let alone policy. The inability to give meaning to global changes reflects partly the enclosed, elitist world of professional security analysts and bureaucratic experts, where entry is gained by learning and accepting to speak a particular, exclusionary language. The contributors to this book are familiar with the discourse, but accord no privileged place to its ‘knowledge form as reality’ in debates on defence and security. Indeed, they believe that debate will be furthered only through a long overdue critical re-evaluation of elite perspectives. Pluralistic, democratically-oriented perspectives on Australia’s identity are both required and essential if Australia’s thinking on defence and security is to be invigorated. This is not a conventional policy book; nor should it be, in the sense of offering policy-makers and their academic counterparts sets of neat alternative solutions, in familiar language and format, to problems they pose. This expectation is in itself a considerable part of the problem to be analysed. It is, however, a book about policy, one that questions how problems are framed by policy-makers. It challenges the proposition that irreducible bodies of real knowledge on defence and security exist independently of their ‘context in the world’, and it demonstrates how security policy is articulated authoritatively by the elite keepers of that knowledge, experts trained to recognize enduring, universal wisdom. All others, from this perspective, must accept such wisdom or remain outside the expert domain, tainted by their inability to comply with the ‘rightness’ of the official line. But it is precisely the official line, or at least its image of the world, that needs to be problematised. If the critic responds directly to the demand for policy alternatives, without addressing this image, he or she is tacitly endorsing it. Before engaging in the policy debate the critics need to reframe the basic terms of reference. This book, then, reflects and underlines the importance of Antonio Gramsci and Edward Said’s ‘critical intellectuals’.15 The demand, tacit or otherwise, that the policy-maker’s frame of reference be accepted as the only basis for discussion and analysis ignores a three thousand year old tradition commonly associated with Socrates and purportedly integral to the Western tradition of democratic dialogue. More immediately, it ignores post-seventeenth century democratic traditions which insist that a good society must have within it some way of critically assessing its knowledge and the decisions based upon that knowledge which impact upon citizens of such a society. This is a tradition with a slightly different connotation in contemporary liberal democracies which, during the Cold War, were proclaimed different and superior to the totalitarian enemy precisely because there were institutional checks and balances upon power. In short, one of the major differences between ‘open societies’ and their (closed) counterparts behind the Iron Curtain was that the former encouraged the critical testing of the knowledge and decisions of the powerful and assessing them against liberal democratic principles. The latter tolerated criticism only on rare and limited occasions. For some, this represented the triumph of rational-scientific methods of inquiry and techniques of falsification. For others, especially since positivism and rationalism have lost much of their allure, it meant that for society to become open and liberal, sectors of the population must be independent of the state and free to question its knowledge and power. Though we do not expect this position to be accepted by every reader, contributors to this book believe that critical dialogue is long overdue in Australia and needs to be listened to. For all its liberal democratic trappings, Australia’s security community continues to invoke closed monological narratives on defence and security. This book also questions the distinctions between policy practice and academic theory that inform conventional accounts of Australian security. One of its major concerns, particularly in chapters 1 and 2, is to illustrate how theory is integral to the practice of security analysis and policy prescription. The book also calls on policy-makers, academics and students of defence and security to think critically about what they are reading, writing and saying; to begin to ask, of their work and study, difficult and searching questions raised in other disciplines; to recognise, no matter how uncomfortable it feels, that what is involved in theory and practice is not the ability to identify a replacement for failed models, but a realisation that terms and concepts – state sovereignty, balance of power, security, and so on – are contested and problematic, and that the world is indeterminate, always becoming what is written about it. Critical analysis which shows how particular kinds of theoretical presumptions can effectively exclude vital areas of political life from analysis has direct practical implications for policy-makers, academics and citizens who face the daunting task of steering Australia through some potentially choppy international waters over the next few years. There is also much of interest in the chapters for those struggling to give meaning to a world where so much that has long been taken for granted now demands imaginative, incisive reappraisal. The contributors, too, have struggled to find meaning, often despairing at the terrible human costs of international violence. This is why readers will find no single, fully formed panacea for the world’s ills in general, or Australia’s security in particular. There are none. Every chapter, however, in its own way, offers something more than is found in orthodox literature, often by exposing ritualistic Cold War defence and security mind-sets that are dressed up as new thinking. Chapters 7 and 9, for example, present alternative ways of engaging in security and defence practice. Others (chapters 3, 4, 5, 6 and 8) seek to alert policy-makers, academics and students to alternative theoretical possibilities which might better serve an Australian community pursuing security and prosperity in an uncertain world. All chapters confront the policy community and its counterparts in the academy with a deep awareness of the intellectual and material constraints imposed by dominant traditions of realism, but they avoid dismissive and exclusionary terms which often in the past characterized exchanges between policy-makers and their critics. This is because, as noted earlier, attention needs to be paid to the words and the thought processes of those being criticized. A close reading of this kind draws attention to underlying assumptions, showing they need to be recognized and questioned. A sense of doubt (in place of confident certainty) is a necessary prelude to a genuine search for alternative policies. First comes an awareness of the need for new perspectives, then specific policies may follow. As Jim George argues in the following chapter, we need to look not so much at contending policies as they are made for us but at challenging ‘the discursive process which gives [favoured interpretations of “reality”] their meaning and which direct [Australia’s] policy/analytical/military responses’. This process is not restricted to the small, official defence and security establishment huddled around the US-Australian War Memorial in Canberra. It also encompasses much of Australia’s academic defence and security community located primarily though not exclusively within the Australian National University and the University College of the University of New South Wales. These discursive processes are examined in detail in subsequent chapters as authors attempt to make sense of a politics of exclusion and closure which exercises disciplinary power over Australia’s security community. They also question the discourse of ‘regional security’, ‘security cooperation’, ‘peacekeeping’ and ‘alliance politics’ that are central to Australia’s official and academic security agenda in the 1990s. This is seen as an important task especially when, as is revealed, the disciplines of International Relations and Strategic Studies are under challenge from critical and theoretical debates ranging across the social sciences and humanities; debates that are nowhere to be found in Australian defence and security studies. The chapters graphically illustrate how Australia’s public policies on defence and security are informed, underpinned and legitimised by a narrowly-based intellectual enterprise which draws strength from contested concepts of realism and liberalism, which in turn seek legitimacy through policy-making processes. Contributors ask whether Australia’s policy-makers and their academic advisors are unaware of broader intellectual debates, or resistant to them, or choose not to understand them, and why?

Fem IR 1NC
Current Security discourse reinforces gendered dichotomies throughout our society. 

Cavelty and Kristensen 8

(Myriam Cavelty, lecturer and head of the new risks research unit at the Center for Security studies. Kristian Kristensen, PhD candidate working with the Research Unit on Defense and Security at the Danish Institute for International Studies,Securing ‘the Homeland’ Critical infrastructure, risk and (in)security pg158-160)

Like wars, ‘gender norms... help… to constitute the norms of statecraft’ (Campbell 1992: 11). The analogy is significant: since the body — which is traditionally conceived of as an `essential aspect of the gendering of identity — has to be ‘understood as historically well-established analog for the constitution of state identity’ (Campbell 1992: 11), the . The concept of gender builds on the general understanding that opposes gender to sex, in that it refers to the social classifications of what is ‘feminine’ and what is ‘masculine’.“ While the latter relates to the physiological distinction between men and women, gender is conceived of as a ‘set of variable, but socially and culturally constructed relational characteristics’ (Tickner 2002: 336). These characteristics are dichotomous and often mutually exclusive: notions such as power, autonomy, rationality, activity and the public sphere arc stereotypically associated with the masculine, while their opposites, such as weakness, dependence, emotionality, passivity and the private sphere are associated with the feminine. What has seduced men and women to accept the rationale of war since times immemorial has been the very fundamental gender formulation of ‘beautiful souls’ and ‘just warriors’, according to which women are seen as life-givers and men as life-takers (Elshtain 1987). This shows that “men and women, protectors and protected, are constructed in relation to each other, just as, or as part of, the related construction of masculinity and femininity’ (Pettman 1996: 99). It is inherent to the characteristics stereotypically associated with masculinity and femininity that they construct a hierarchical gendered social relationship between the ‘male’ and the ‘female’. This culturally original dichotomy imparts a qualificative character to all dichotomies, which are always, even if implicitly, hierarchical (Derrida 1972; Hansen 1997; Milliken 1999). Thus, gender is used here to ‘refer to a symbolic system, a central organizing discourse of culture, one that not only shapes how we experience and understand ourselves as men and women, but that also interweaves with other discourses and shapes them’ (Cohn 1993: 228). It is this interweaving of the stereotyped and binary gender conceptions with other discourses that produces a gendered discourse. By iteratively referring to explicit and implicit gender stereotypes, these discourses establish qualificative dichotomies empowering the one side and disempowering the other, valorizing and devalorizing, and thereby constitutively reproduce a relation of power and subordination along the lines of unproblematized gender stereotypes.This depiction of the concept of gender points to yet another relevant feature, which is the inherent aim to strive towards democratic gender relations, defined by Connell (2000) as moving toward equality, non-violence and mutual respect. Since identities — including gender — are susceptible to shaping, the exposure of the often pervasively stereotypical referencing is indispensable for the forging of transformation. Nonetheless, ‘gender identities are neither totally self-created nor completely determined nor can they be separated from other factors of identity formation; notably, class, race, and sexuality’ (Hooper 2001: 38). Moreover, such conceptions and identities are neither static nor monolithic. As Hooper shows, gender identities are ‘fluid and always in the process of being produced through the interaction between the three dimensions’ of embodiment, institutional practices, and language/discourse (Hooper 2001: 40). Simultaneously, the dichotomously gendered identities mask ‘more complex social realities and reinforce stereotypes’ (Hooper 2001: 45). The alternative is to document the diversity of both femininities and masculinities (C0nne1l 2005) in order to transcend one of the pervasive origins of dichotomous thinking, while avoiding the essentialist attempt to proceed to the reverse assessment Within the very same dichotomies.This chapter — by adopting gender as a central category of analysis — thus looks at the US discourse that was creative of the homeland security practices in the aftermath of 11 September 2001. It aspires to unmask some of the gendered narratives underpinning the changing practices of security. It is argued that these narratives disclose how the longstanding conceptual pairs of security are disintegrating. In particular, the concepts of inside/outside, civil/military and defence/offence become semantically and argumentatively intertwined. The narratives of security take over the domestic space. While one aspect hereof is indeed the privatization of security (Dunn Cavelty, Chapter 2, this volume), another is that simultaneously, the private is securitized (Kristensen, Chapter 3,this volume). Focusing on this latter feature reveals that the crumbling of the longstanding conceptual pairs of security does not transfonn the ‘new’ security: narratives to become less gendered. While moving the practices of security into the domestic space, and thereby contributing to the semantic militarization of the inside, the ‘new’ narratives of security draw on ‘old’ gender stereotypes and manifold unproblematized gendered dichotomies.

Vote neg to reject the 1AC and open a new space where we can change the way we view security. Falling under the affirmatives assumptions only leads to endless violence. 

Shepherd 7 

(Laura, Lecturer in International Relations at the Department of Political Science and International Studies (POLSIS), University of Birmingham. She teaches and researches in the areas of gender politics, international relations and critical security studies. “Victims, Perpetrators and Actors’ Revisited: Exploring the Potential for a Feminist Reconceptualisation of (International) Security and (Gender) Violence,”: 2007 Volume 9, pg. 239–256)

As Spike Peterson and Jacqui True comment, ‘our sense of self-identity and security may seem disproportionately threatened by societal challenge to gender ordering’ (Peterson and True 1998, 17). That is, the performance of gender is immanent in the performance of security and vice versa, both concern issues of ontological cohesion (as illustrated in Table 2). Taking this on board leads me to the conclusion that perhaps security is best conceived of as referring to ontological rather than existential identity effects. Security, if seen as performative of particular configura- tions of social/political order, is inherently gendered and inherently related to violence. Violence, on this view, performs an ordering function—not only in the theory/practice of security and the reproduction of the international, but also in the reproduction of gendered subjects. Butler acknowledges that ‘violence is done in the name of preserving western values’ (Butler 2004, 231); that is, the ordering function that is performed through the violences investigated here, as discussed above, organises political authority and subjectivity in an image that is in keeping with the values of the powerful, often at the expense of the marginalised. ‘Clearly, the west does not author all violence, but it does, upon suffering or anticipating injury, marshal violence to preserve its borders, real or imaginary’ (ibid.). While Butler refers to the violences undertaken in the protection of the sovereign state—violence in the name of security—the preservation of borders is also recognisable in the conceptual domain of the inter- national and in the adherence to a binary materiality of gender. This adherence is evidenced in the desire to fix the meaning of concepts in ways that are not challenging to the current configuration of social/political order and subjectivity, and is product/productive of ‘the exclusionary presuppositions and foundations that shore up discursive practices insofar as those foreclose the heterogeneity, gender, class or race of the subject’ (Hanssen 2000, 215). However, the terms used to describe political action and plan future policy could be otherwise imagined. They could ‘remain that which is, in the present, never fully owned, but always and only redeployed, twisted, queered from prior usage and in the direction of urgent and expanding political purposes’ (Butler 1993, 228). The concepts both produced by and productive of policy could reflect an aversion to essentialism, while recognising that strategic gains can be made through the temporary binding of identities to bodies and constraining of authority within the confines of the territorial state. This is, in short, an appeal to a politics of both/and rather than either/or. Both the state (produced through representations of security and vio- lence) and the subject (produced through representations of gender and violence) rely on a logic of sovereignty and ontological cohesion that must be problematised if alternative visions of authority and subjectivity are to become imaginable. International Relations as a discipline could seek to embrace the investigation of the multiple modalities of power, from the economic to the bureaucratic, from neo- liberal capitalism to the juridical. Rather than defending the sovereign boundaries of the discipline from the unruly outside constituted by critical studies of develop- ment, political structures, economy and law, not to mention the analysis of social/ political phenomena like those undertaken by always-already interdisciplinary feminist scholarship, IR could refuse to fix its own boundaries, and refuse to exercise sovereign power, in terms of authority, over the meanings of its objects of analysis. Future research on global politics could look very different if it were not for the inscription of ultimately arbitrary disciplinary borderlines that function to constrain rather than facilitate understanding. It may seem that there is a tension between espousing a feminist poststructural politics and undertaking research that seeks to detail, through deconstruction, the ways in which particular discourses have failed to manifest the reforms needed to address security and violence in the context of gendered subjectivity and the constitution of political community. In keeping with the ontological position I hold, I argue that there is nothing inherent in the concepts of (international) security and (gender) violence that necessitated their being made meaningful in the way they have been. Those working on policy and advocacy in the area of security and violence can use the reconceptualisation I offer ‘to enable people to imagine how their being-in-the-world is not only changeable, but perhaps, ought to be changed’ (Milliken 1999, 244). As a researcher, the question I have grown most used to hearing is not ‘What?’ or ‘How?’ but ‘Why?’. At every level of the research process, from securing funding to relating to the academic community, it is necessary to be able to construct a convincing and coherent argument as to why this research is valuable, indeed vital, to the field in which I situate myself. A discursive approach acknowledges that my legitimacy as a knowing subject is constructed through discursive practices that privilege some forms of being over others. In the study of security, because of the discursive power of the concept, and of violence, which can quite literally be an issue of life and death, these considerations are particularly important. Further- more, as a result of the invigorating and investigative research conducted by exemplary feminist scholars in the field of IR,17 I felt encouraged to reclaim the space to conduct research at the margins of a discipline that itself functions under a misnomer, being concerned as it is with relations inter-state rather than inter- national. As Cynthia Enloe has expressed it, To study the powerful is not autocratic, it is simply reasonable. Really? ... It presumes a priori that margins, silences and bottom rungs are so natu- rally marginal, silent and far from power that exactly how they are kept there could not possibly be of interest to the reasoning, reasonable explainer (Enloe 1996, 188, emphasis in original). If this is the case, I am more than happy to be unreasonable, and I am in excellent company.

*Links*
Air Power Link
Attempts For Air Power Are Centered Around The Securitization of Industrial Assets
Collier & Lakoff 8

(PhD in Anthropology @ Berkeley & PhD in Sociocultural Anthropology @ Berkley (Stephen J. & Andrew, “The Vulnerability of Vital Systems: How “Critical Infrastructure” Became a Security Problem” The Politics of Securing the Homeland: Critical Infrastructure, Risk and Securitisation 2008 http://anthropos-lab.net/wp/publications/2008/01/collier-and-lakoff.pdf)//JES
Future war, Douhet argued, would not resemble the brutal defensive battles of attrition that characterized World War I. Rather it would revolve around offensive actions, and particularly around offensive airpower. The first task of strategic operations would be to achieve air dominance by disabling the enemy’s air force and air defense. Once command of the air was achieved, long-range bombers would be deployed to attack the nation itself. Specifically – and for our purposes this is the crucial concept in Douhet’s theory – these bombers would attack “the most vital, most vulnerable, and least protected points of the enemy’s territory” (cited in Meilinger 1997: 4-5). Douhet identified five vital centers of a modern nation that were the key targets of strategic bombing: industry, transportation infrastructure, communication nodes, government buildings, and “the will of the people” (Meilinger 1997: 11). Douhet did not substantially develop the theory of targeting beyond his general orientation to attack on these vital targets. The most robust development of the theory of strategic bombing in the period between the wars took place in the United States. In contrast to Douhet’s strategy of using strategic bombing to break the will of an enemy people, the characteristic feature of the American school of strategic bombing was its emphasis on the critical target – the key node in an infrastructural or industrial system that, if destroyed, could bring an entire enemy war effort to a halt. The most important center for the development of U.S. strategic bombing theory was the Air Corps Tactical School (ACTS), which also served as the training grounds for a large portion of the officer corps that employed the theory in U.S. plans for air war in World War II (Faber 1997). ACTS theorists sought to identify the targets that were vital to a war effort, in particular through the development of the theory of the “industrial web.” Billy Mitchell, an airpower advocate whose ideas prefigured important dimensions of the industrial web theory, had written in 1927 that attacks on a few key nodes would mean that “within a very short time the nation would have to capitulate or starve to death” (quoted in Greer 1985: 57). The writing and teaching of ACTS theorists echoed this approach. They argued that the complex interdependencies of modern economic systems were their essential weakness. The ACTS graduate and, later, instructor Donald Wilson wrote in 1938 that the modern economy was composed of “interrelated and entirely interdependent elements” (quoted in Faber 1997: 218). By attacking the “essential arteries,” or, in another pregnant metaphor, “organic essentials” of a modern industrial structure, one could quickly – and economically – paralyze an enemy war effort (quoted in Faber 1997: 219). One implication of this theory was that strategic bombing depended on detailed knowledge of the economic structure of the enemy nation. As the ACTS theorist Muir S. Fairchild argued in 1938, “only by a careful analysis – by a painstaking investigation, will it be possible to select the line of action that will most efficiently and effectively accomplish our purpose, and provide the correct employment of the air force during war. It is a study for the economist—the statistician—the technical expert—rather than for the soldier” (quoted in Clodfelter 1997: 85). The task of these experts would be to analyze the enemy’s industrial systems – steel fabrication, transportation, finance, utilities, raw materials, and food supply – in order to select the “relatively few objectives whose destruction would paralyze or neutralize” the enemy war effort (Greer, p. 58). This theory of strategic bombing profoundly influenced planning for the U.S. air war in Germany and Japan during World War II. AWPD-1, the plan for air war against Germany, was based on intensive study of the German industrial system.1 And beyond that, a clear line can be drawn from the theory of strategic bombing to nuclear targeting strategy after the war (Freedman 1983). But the present discussion follows a different line of development. Just as air power theorists began to conceptualize the vital economic nodes of an enemy nation as a target of attack, they turned their strategic attention to the problem of an attack on the United States. Their approach to analyzing the vital nodes of an enemy’s industrial system, initially developed as an air war strategy, was now transposed to a new understanding of the United States as a space of vital and vulnerable targets.
Alliances/Relations Link
Alliances are instruments of security – contradictory responses to constructed threats

Dillon And Reid 2000

(PHD; researches the problematisation of politics, security and war & PhD in Politics (Michael And Dillon, “Global Governance, Liberal Peace, and Complex Emerge” Alternatives: Local, Global, Political Vol. 25 Issue 1 Jan-Mar 2000 JSTOR http://www.jstor.org/stable/40644986) //JES

Emerging political complexes in Africa and Eurasia have therefore become the "strange attractors" around which novel security-development alliances of states, international organiza- tions, international nongovernmental organizations, and local nongovernmental organizations have formed within the domain of liberal peace and at the interface of its turbulent border ter- rain.9 Global liberal governance thus responds to the turbulence of emerging political complexes by forming its own emerging strategic complexes as a means of dealing with the instances of violence that the densely mediated polities of the West periodi-cally find unacceptable there, or in response to the security threats that they are generally said to pose. The resultant assem-blages are often coalitions of the willing, the accidental, and the ready to hand. Their formation and intervention are selective, in-fluenced by media attention, and by economic and geostrategic interests at least as much as by the calculation or anticipation of need. Such diverse multiple international/interagency networks pose novel strategic and political questions not only for their own con-tingent formations but also to the order of liberal peace as such. Their accounts of the sources of disorder are varied and conflict- ing, yet they also offer new rationales for Western armed forces and their allied arms economies. The outcome can be quite con-tradictory: military attachés can be committed both to selling arms and to selling "security reform" measures designed to intro- duce Western-style policing, the rule of law, and demilitarization. Through the advent of such emerging strategic complexes, de-velopment analysts have become as interested in conflict, war, and security as security specialists have become interested in develop-ment economics, civil society, and conflict resolution.10 In the process, the liberal peace of global governance. exposes its allied face of humanitarian war. An additional feature of these strategic complexes is, however, also a deep and profound confusion about military purpose and military strategy. That in turn promotes a new liberal bull market for strategic ideas in the aftermath of the dissolution of Cold War discourse.11

Bio Terror Link
Bioterror discourse is focused on a sense of vulnerability, which legitimizes securitization.                                                                                                            Kittelsen 9                                                                                                                  (Sonja, Researcher for the Security programme at  the International Peace Research Institute in Oslo, “Conceptualizing Biorisk: Dread Risk and the Threat of Biotrrorism in Europe,” Security Dialogue vol. 40, no. 1)                                                                                                                                                                                     

The dread that the prospect of bioterrorism elicits thus not only compounds the distinction between actual and imagined threat, but also challenges the conventional spatio-temporal relationship between ‘threat’ and ‘security’, in that it reinforces a sense of imminence and pervasiveness of possible attack. Its imperceptible nature means that insecurity can exist independent of an actual attack occurring, the mere threat of infection and contagion carrying the capacity to evoke a heightened sense of fear long before and well after an attack has been identified as ever having taken place. In the absence of fact about a threat that deliberately evades detection, the demand on governments to act proactively has become all the more salient, and providing for security has taken a precautionary turn. Strategies aimed at mitigating the threat of bioterrorism have thus involved attempts at delineating security through spatio-temporal techniques that involve intervening in the present in order to avoid the potential for serious and irreversible damage in the future. They constitute an attempt at rearticulating the boundary between ‘secure’ and ‘insecure’ space through the active act of anticipation. Inherent in such an anticipatory logic, however, is an in-built vulnerability, in that this logic is necessarily informed by the subjective insecurities that the threat of bioterrorism elicits. It simultaneously functions within and constitutes a product of the dread that the threat of bioterrorism evokes, and accordingly does not so much serve to reduce the threat of bioterrorism as it serves to mitigate the effects of what is considered an inevitable occurrence. It there- by runs the risk of perpetuating insecurity to the extent that it facilitates threat through its enactment. Engaging with the threat of bioterrorism, then, necessarily requires recognizing how the same logic that informs the dread that bioterrorism elicits also serves to inform the security practices pursued to confront it. Just as the molecular body is no longer conceptualized as a unified whole, so too is Europe less a self-contained entity than a site of circulation and exchange. Mitigating the threat of bioterrorism, then, necessitates exploring the ways in which security practices and perceptions of threat interact with each other and with the more tangible aspects of the threat of bioterrorism to make Europe not only vulnerable to biological insecurity, but also a producer and perpetuator of it. This article argues that it is by conceptualizing bioterrorism through the notion of ‘dread risk’ that this self-perpetuation of vulnerability and threat can be exposed and the necessary inroads provided by which to engage more critically with the threat of bioterrorism, its production and perpetuation, as well as with the constitution of ‘security’ itself.

China Link
The idea that China is a threat to the US leads to the otherization of China and make our flawed constructions a reality- legitimizing violence towards China

Pan 4

(Chengxin, Lecturer in International Relations, School of International and Political Studies at Deakin University, “The "China Threat" in American Self-Imagination”, Alternatives 29)

China and its relationship with the United States has long been a fascinating subject of study in the mainstream U.S. international relations community. This is reflected, for example, in the current heated debates over whether China is primarily a strategic threat to or a market bonanza for the United States and whether containment or engagement is the best way to deal with it.* While U.S. China scholars argue fiercely over "what China precisely is,"their debates have been underpinned by some common ground, especially in terms of a positivist epistemology. Firstly, they believe that China is ultimately a knowable object, whose reality can be, and ought to be, empirically revealed by scientific means. For example, after expressing his dissatisfaction with often conflicting Western perceptions of China, David M. Lampton, former president of the National Committee on U.S.-China Relations, suggests that "it is time to step back and look at where China is today, where it might be going, and what consequences that direction will hold for the rest of the world."2 Like many other China scholars, Lampton views his object of study as essentially "something we can stand back from and observe with clinical detachment."^ Secondly, associated with the first assumption, it is commonly believed that China scholars merely serve as "disinterested observers"  and that their studies of China are neutral, passive descriptions of reality. And thirdly, in pondering whether China poses a threat or offers an opportunity to the United States, they rarely raise the question of "what the United States is." That is, the meaning of the United States is believed to be certain and beyond doubt. I do not dismiss altogether the conventional ways of debating China. It is not the purpose of this article to venture my own "observation" of "where China is today," nor to join the "containment" versus "engagement" debate per se. Rather, I want to contribute to a novel dimension of the China debate by questioning the seemingly unproblematic assumptions shared by most China scholars in the mainstream IR community in the United States. To perform this task, I will focus attention on a particularly significant component of the China debate; namely, the "China threat" literature. More specifically, I want to argue that U.S. conceptions of China as a threatening other are always intrinsically linked to how U.S. policymakers/mainstream China specialists see themselves (as representatives of the indispensable, security-conscious nation, for example). As such, they are not value-free, objective descriptions of an independent, preexisting Chinese reality out there, but are better understood as a kind of normative, meaning-giving practice that often legitimates power politics in U.S.-China relations and helps transform the "China threat" into social reality. In other words, it is self-fulfilling in practice, and is always part of the "China threat" problem it purports merely to describe. In doing so, I seek to bring to the fore two interconnected themes of self/other constructions and of theory as practice inherent in the "China threat" literature—themes that have been overridden and rendered largely invisible by those common positivist assumptions. These themes are of course nothing new nor peculiar to the "China threat" literature. They have been identified elsewhere by critics of some conventional fields of study such as ethnography, anthropology, oriental studies, political science, and international relations.* Yet, so far, the China field in the West in general and the U.S. "China threat" literature in particular have shown remarkable resistance to systematic critical refiection on both their normative status as discursive practice and their enormous practical implications for international politics.^ It is in this context that this article seeks to make a contribution.

The construction of China as a threat ensures endless violence.

Pan 4

(Chengxin, Lecturer in International Relations, School of International and Political Studies at Deakin University, “The "China Threat" in American Self-Imagination”, Alternatives 29)

Having examined how the "China threat" literature is enabled by and serves the purpose of a particular U.S. self-construction, I want to turn now to the issue of how this literature represents a discursive construction of other, instead of an "objective" account of Chinese reality. This, I argue, has less to do with its portrayal of China as a threat per se than with its essentialization and totalization of China as an externally knowable object, independent of historically contingent contexts or dynamic international interactions. In this sense, the discursive construction of China as a threatening other cannot be detached from (neo)realism, a positivist. ahistorical framework of analysis within which global life is reduced to endless interstate rivalry for power and survival. As many critical IR scholars have noted, (neo) realism is not a transcendent description of global reality but is predicated on the modernist Western identity, which, in the quest for scientific certainty, has come to define itself essentially as the sovereign territorial nation-state. This realist self-identity of Western states leads to the constitution of anarchy as the sphere of insecurity, disorder, and war. In an anarchical system, as (neo) realists argue, "the gain of one side is often considered to be the loss of the other,"''5 and "All other states are potential threats."'•^ In order to survive in such a system, states inevitably pursue power or capability. In doing so, these realist claims represent what R. B. J. Walker calls "a specific historical articulation of relations of universality/particularity and self/Other." The (neo) realist paradigm has dominated the U.S. IR discipline in general and the U.S. China studies field in particular. As Kurt Campbell notes, after the end of the Cold War, a whole new crop of China experts "are much more likely to have a background in strategic studies or international relations than China itself. "" As a result, for those experts to know China is nothing more or less than to undertake a geopolitical analysis of it, often by asking only a few questions such as how China will "behave" in a strategic sense and how it may affect the regional or global balance of power, with a particular emphasis on China's military power or capabilities. As Thomas J. Christensen notes, "Although many have focused on intentions as well as capabilities, the most prevalent component of the [China threat] debate is the assessment of China's overall future military power compared with that of the United States and other East Asian regional powers."''^ Consequently, almost by default, China emerges as an absolute other and a threat thanks to this (neo) realist prism. The (neo) realist emphasis on survival and security in international relations dovetails perfectly with the U.S. self-imagination, because for the United States to define itself as the indispensable nation in a world of anarchy is often to demand absolute security. As James Chace and Caleb Carr note, "for over two centuries the aspiration toward an eventual condition of absolute security has been viewed as central to an effective American foreign policy."50 And this self-identification in turn leads to the definition of not only "tangible" foreign powers but global contingency and uncertainty per se as threats. For example, former U.S. President George H. W. Bush repeatedly said th enem at "the y [of America] is unpredictability. 
Critical Infrastructure Protection link
Critical infrastructure is historically embedded with security discourse, which values the protection of our infrastructure over human lives and creates a steady sense of insecurity. 

Cavelty and Kristensen 8

(Myriam Cavelty, lecturer and head of the new risks research unit at the Center for Security studies. Kristian Kristensen, PhD candidate working with the Research Unit on Defense and Security at the Danish Institute for International Studies,Securing ‘the Homeland’ Critical infrastructure, risk and (in)security pg.176-177)

This volume breaks new ground in contextualising the development of Critical Infrastructure Protection (CIP) historically, politically and strategically. The practices and techniques of, and the thinking that fuels the desire for, CIP, did not emerge from a vacuum. Nor do they constitute some kind of revolution in the thought, practice and technicalities of security. Strategically, Chapter 1 by Collier and Lakoff shows, CIP is underpinned by a way of thinking about security that has a vexed history, encompassing genealogical relations with techniques of warfare that emerged in the early twentieth century. Historically, as Chapters 2 and 5 by Dunn Cavelty and Conway show, it cannot be explained without reference to the processes of global interdependence, and especially the technological innovations that have fostered the growing transnationalisation of Western states and societies. And Brunner’s contribution (Chapter 7) points to the fact that the ‘new practices’ associated with homeland security are not so new after all, especially if we analyse their gendered underpinnings. In political terms, it is related to a way of problematising security that is distinctly liberal. Chapter 3 by Kristensen provides a cutting-edge analysis of how CIP is enacting a shift in the security practices of Western states, leading from a concern with securing territorial borders to a concern with promoting a ‘society-wide state of security’ by working on the inside, ‘with the grain of society’, as Kristensen expresses it. As Bonditti’s demonstrates in Chapter 6, the origins of the CIP approach can be traced to the eighteenth century with the rise of distinctly liberal approaches to the problems of security and governance, in which the life of individuals and populations became new targets for intervention and regulation on account of the desire to strengthen the vitality of the state. As Der Derian and Finkelstein show (Chapter 4), the strategies through which that vitality is being pursued today are constitutive of a condition wherein ‘it is not humans that must be protected, but the network and the human as a node in the network that must be secured’. Liberalism, a political philosophy and a set of governmental practices based on a fundamental claim as to the capacity to protect the qualities of a distinctly human way of living, has given rise to regimes that privilege the security of their informational infrastructures over, and sometimes in direct conflict with, the human life that otherwise might be seen to depend on them. As the volume also discusses in depth, and as the introductory chapter makes especially clear, we ought therefore to be circumspect about claims as to the distinctiveness of CIP as a response to new forms of threat, particularly that of terror. CIP is best understood not as a response to the emergence of terror. Rather, the declaration of the ‘war on terror’ has provided liberal regimes with an opportunity to extend, and invest more deeply in, approaches to the problem of security that have a substantial history. Nevertheless, in concluding this volume, it seems necessary to stress the importance of the inflections given to the phenomenon of critical infrastructure by the development of terrorism and the responses of liberal regimes to it. For it can be said that the tactical targeting of infrastructures by terrorist groups such as al-Qaida marks a fairly new era in terrorist strategy. What renders the new forms of terrorism distinct from previous forms is their dedicated targeting of the architectures of organisation, which is to say the critical infrastructures, of liberal regimes. The groups that liberal regimes aim to secure themselves against are regarded as significant threats precisely because they deliberately target the critical infrastructures that enable the liberality of these regimes, rather than simply the human beings that inhabit them. Indeed, intelligence agencies such as the FBI report that groups like al-Qaida are making the targeting of critical infrastructures their tactical priority (Likosky 2006: 89). In Iraq, the insurgency is defined by similar strategies involving the targeting of key infrastructure projects.

Cyber Security Link
The fear of cyber-attacks is overstated and is used to spread fear throughout our society.

Cavelty and Kristensen 8

(Myriam Cavelty, lecturer and head of the new risks research unit at the Center for Security studies. Kristian Kristensen, PhD candidate working with the Research Unit on Defense and Security at the Danish Institute for International Studies,Securing ‘the Homeland’ Critical infrastructure, risk and (in)security pg 123-124)

Finally, what were some of the effects of the cyberterror threat image as constructed in the US media and described in the foregoing? While so-called ‘Cyberpanics’ may have imaginary origins, they can also have very real consequences (Sandwe11 2006: 46). The risk of a massive conventional terrorist attack on the US was emphasized by a small number of academics and others before the events of 11 September 2001, but was dismissed by the media (see Nacos 2002: lf.), which chose to focus on cyberterrorism instead. Key decision-makers were therefore much more attuned to the latter threat than the former. Marcus Sachs, who served in the White House of Cyberspace Security and was a staff member of the President’s Critical Infrastructure Protection Board, had this to say in 2003 about the convergence of policy-makers’ fear of technology with their fear of terrorism: We were very shocked in the federal government that the attack didn’t come from cyberspace Based on what we knew at the time, the most likely scenario was an attack from cyberspace, not airliners slamming into buildings ... We had spent a lot of time preparing for a cyber attack, not a physical attack. (Poulsen 2003) People’s sense of what issues are of political relevance is always an ongoing process, which requires an emphasis on how threat images are discursively constructed, maintained and altered. This points to why particular emphasis needs to be placed upon the processes whereby (national) security issues communicatively emerge, and the central role of the media in such emergences. The political communication/threat image environment shapes both the information available and the ways in which not just ordinary people, but also political elites, use it in thinking about politics and national security. Demonstrating the effects of the media’s influence on publics and decisionmakers is always difficult due to the indirect and complex dynamics involved; clearly, however, the US media has been highly successful in ‘speaking’ cyberterrorism into existence. Their reliance on ‘(hyper-)reality-producing dramas’ (Debrix 2001: 153), Pearl Harbor analogies, comparisons of the effects of cyberterrorism with those of WMD, portrayal of hackers as a menace to national security, and general widening of the concept of cyberterrorism, in conjunction with the policy window opened by the events of 11 September 2001 and, consequently, the ability to cast Osama bin Laden and al-Qaida as certain future cyberterrorists has resulted in the hyping of an (imagined) fatal connection between virtual networks and critical infrastructures that, to date, has very little real form or substance. This conclusion may not be quite as disturbing as it might first appear, however, for Francois Debrix it suggests that all of the various apocalyptic scenarios, televised simulations and musings as to the greater lethality of virtual over nuclear attacks have, in fact, ensured that a virtual Pearl Harbor will never materialize. The reason is that the fear of cybefierrorism has been spread so widely and with such success that should a ‘real’ attack ever occur, it couldn’t match expectations: ‘Being conditioned to such a degree of generalised panic, any real cyberterrorist attack that does not follow the simulated scenario and produce the anticipated amount of casualties will fall short of being worthy Of people’s attention and worry’ (Debrix 2001: 156).

The vulnerability of our nations information systems has allowed the threat of cyber security to proliferate throughout our society. 

Cavelty and Kristensen 8

(Myriam Cavelty, lecturer and head of the new risks research unit at the Center for Security studies. Kristian Kristensen, PhD candidate working with the Research Unit on Defense and Security at the Danish Institute for International Studies,Securing ‘the Homeland’ Critical infrastructure, risk and (in)security pg43-45)

As the 1970s gave way to the 1980s, the merger of telecommunication with computers — the basis of the current information revolution — meant that everybody with a computer at home became theoretically able to make slowly emerging computer networks. The introduction of the personal computer created a rapid rise in tech-savvy users, many of whom would dial in board systems with a modem and download or disseminate information to tinker with technology. Together with this emerging cyber-count the notion of cyber-crime was born. During this period, the amount of attention given to computer and communications security issues grew incrementally in response to highly publicised events such as politically motivated attacks, computer viruses and penetrations of networked computer systems for criminal purposes (cf. Bequai 1986; Parker 1983). Such events served as indicators of truth in the discourse and shaped it by defining legitimate practices and threat frames. The dominant topic was cyber-crime. But even though it was called crime, the issue was by referencing linked to the topic of espionage and thus elevated to the level of urgency required for an issue to become a national security topic. Mainly by referring to a couple of well-publicised incidents, some of which involved data theft by foreign individuals (Stoll 1989), computer intrusions were successfully framed at an early stage as a national security issue. The Reagan administration’s major concern in the domain was the prevention it viewed as damaging disclosures of classified information as well as the acquisition of ‘sensitive but unclassified’ information. The discourse was dominated by two closely connected strands: the first one framed the issue as a growing problem of computer crime, which culminated in the Computer Abuse Act of 1984/86, a piece of legislation defining legitimate punitive practices in the field of computer security until the passage of the Uniting and Strengthening America by Providing Appropriate Tools Required to intercept and Obstruct Terrorism (USA PATRIOT) Act of 2001. The second strand focused on the protection of federal agencies’ computer data from espionage, a debate that was interlinked with an ongoing debate on encryption technology. This led to the Computer Security Act of 1987, which spelled out responsibilities in the area of computer security. Among the policy documents of the time,1 one of the first threat frames can be found in the National Security Decision Directive Number 145 (N SDD 145) on ‘National policy on telecommunications and automated information systems security’, issued on 17 September 1984. The document describes the fusion between telecommunications and computers, a development that is seen to bring opportunities as well as dangers. The threat subject ranges from foreign nations to terrorists to criminals, with a clear emphasis on ‘foreign exploitation’ (Reagan 1984: 1). As part of motivational framing, it is pointed out that the technology to exploit these electronic systems is widespread and is used extensively. In addition, this document must be read in the context of new legislation and regulations aimed at increasing government secrecy and tightening government control over the flow of public information. While this move was justified by reference to the hostile (foreign) intelligence threat stemming from the Soviet intelligence services and ‘their surrogate services among the Soviet-bloc countries’ (Reagan 1985: 4), it was not justified by the far more widespread problem stemming from domestic hackers and underage youths who made the news because they easily managed to gain access to multimillion-dollar computer systems (Elmer-Dewitt 1983; Covert 1983). The document then specifically addresses the problem as relating to the US government. The focus is on ‘classified national security information’, the integrity of which is presented as a national security issue (Reagan 1984: 2). It is also stated that ‘security’, understood in this context as information security, is a vital element of the operational effectiveness of the national security activities of the government and of military combat-readiness, thus making the national-security connotation even more explicit. In this diagnostic threat frame, the referent object is limited to government systems and some business systems carrying critical information, as well as classified material more generally, and does not yet encompass society-threatening aspects of cyber-threats. The reason for this is simple: the technological substructure at the time still lacked the quality of a mass phenomenon that it would acquire once computer networks turned into a pivotal element of modern society, so that any such reasoning would have been outside the ‘truth horizon’ of the time. Similar diagnostic threat frames can be found in other documents.2 While the diagnostic threat frame and its wide listing of possible actors with a focus on foreign exploitation was not contested, there was rather a lot of controversy concerning the prognostic threat frame. In fact, NSDD 145 became a culmination point in the raging conflict between the academic and government cryptography communities. At the time, academic research in cryptography had achieved several major breakthroughs, and the National Security Agency (NSA) was starting to lose control over this technology (Diffe and Hellman 1976; Darn 211 Lin 1996). With NSDD 145, the NSA was authorised to undertake a ‘comprehensive and coordinated’ approach to ‘protect the govemrnent’s telecommunications and automated information systems’ that ‘process and communication classified national security information and other sensitive information concerning the vital interests of the United States’ (Reagan 1984). NSDD 145 also permitted the NSA to control the dissemination of government, government derived, and even non—government information that might adversely affect national security. On 29 October 1986, National Security Adviser John Poindexter expanded the NSA’s information security role even further when he signed the document ‘National telecommunications and information systems security policy (NTISSP) No. 2’ (text in Office of Technology Assessment 1987: Appendix B). In this document, ‘sensitive’ information was to include not just unclassified information that would ‘adversely affect national security’ if acquired hostile nations, but any unclassified information that might affect any other Federal Government interests’, a definition so broad it could have been applied to almost any kind of information (Knezo 2003). 

The Looming threat of cyberterroism is overstated and is used to provoke fear throughout the masses. 

Cavelty and Kristensen 8

(Myriam Cavelty, lecturer and head of the new risks research unit at the Center for Security studies. Kristian Kristensen, PhD candidate working with the Research Unit on Defense and Security at the Danish Institute for International Studies,Securing ‘the Homeland’ Critical infrastructure, risk and (in)security pg 116-118)

Francois Debrix suggests that Verton’s and Arquilla’s musings, along with other, similar scenarios, give the impression that the next spectacular terrorist act will occur both everywhere and nowhere at the same time through the use the Internet, which is presently employed as an object of leisure or a necessary support for work, but which will very soon mutate into the world’s deadliest weapon (2001: 156). Barry Sandwell concurs, adding that ‘the most extreme manifestations of cyberfear are articulated around metaphors of boundary dissolving threats, intrusive alterities, and existential ambivalences created by the erosion of binary distinctions and hierarchies that are assumed to be constitutive principles of everyday life’ (2006: 40). Some of the distinctions that continue be eroded and which are invoked in the media to justify the continued hyping-of the cyberterror threat include those separating the inside from the outside, the versus the online world, and the ‘real’ or physical from the virtual or imagined. This fits with Debrix’s assertion that popular fears have taken on 3 new gravity and emergency responses have become everyday realities in media. saturated societies, but particularly in the US after 11 September 2001. Debrix goes on to suggest that ‘in a generalised context of uncertainty, common anxiety and more or less planned strategies of emergency give rise to social epiphenomena like cyberterror, its at once real and imagined dangers, and its often paranoid responses’ (2001: 153). In an age where information becomes knowledge, it is increasingly difficult to distinguish cyberterrorism from its media representations. The exaggerated nature of the scenarios imagined by Verton, Arquilla and others is further highlighted when one considers that blackout, failure and accident are part of the normal operating environment of networked computer and critical infrastructure systems. It is worth keeping in mind that system failures — widespread water contamination, power failures, chronic flight disruptions and other cyberterror senarios – are events that occur routinely and without affecting national security. In a relatively sober analysis that appeared in Jane’s Intelligence Review in 1991, it was observed that: There is undoubtedly  a lot of exaggeration in this field. If your system goes down, it is a lot more interesting to say it was the work of a foreign government rather than admit it was due to an American teenage ‘script-kiddy’ tinkering with a badly written CGI script. It the power goes out, people light a candle and wait for it to return, but do not feel terrified. If there mobile phones switch off, society does not instantly feel under attack. If someone cracks a web site and changes the content, terror does not stalk the streets. (Ingles-le Noble 1999) Thus far, cyber-error has proved more frequent and more debilitating than cyberterror. With respect to electrical power, most outages occur due to natural phenomena such as severe weather, as attested, for example, by the impact of 2005’s Hurricane Katrina on New Orleans.  Nevertheless, the hitherto purely threat to critical infrastructures from politically motivated and cybersavvy foes continues to animate far more people than the proven, albeit non-purposeful and even quotidian, destructive capacity of operator error, acts of nature, and similar. The importance of basic conceptions is illustrated, within cognitive research, by explanation by analogy, which is a problem-solving method in which knowledge of previous problems with allegedly similar structures is used to find the best Way to solve current problems. Within the cyberterror threat discourse, the most prevalent analogy is the possibility of an ‘electronic Pearl Harbor’. The comparison of so-called ‘weapons of mass disruption’ with ‘weapons of mass destruction’ is another popular play on words. Winn Schwartau of infowar.com first used the term ‘Electronic Pearl Harbor’ in testimony before the US Congress as early as 1991 (see Schwartau 1994: 43).8 The Pearl Harbor analogy has since been used with startling frequency in the media as a shorthand description of the likely consequences of a cyberterrorist attack on the US. A LexisNexis search of major world newspapers found 105 mentions of this and related terms in the ten years between 1994 and 2004. The function of this analogy is to link the cyber-security debate to a ‘real’ and successful surprise attack on critical US military infrastructures during the Second World War while, at the same time, warning against the idea of the US being invulnerable due to its geographical position. The analogy has immediate resonance and attracts wide understanding, which is perhaps unsurprising given that other cyberterror scenarios — are events that occur routinely and without affecting national security. In a relatively sober analysis that appeared in Jane’s Intelligence Review in 1999, it was observed that: Pearl Harbor has become linked in popular consciousness with the events of 11 September 2001, to which it is often compared, which is again unsurprising considering that the story and visuals associated with the Japanese attack were doubtless fresh in the minds of many Americans in September 2001 given the release of the blockbuster movie Pearl Harbor in May of that year. However, While the Pearl Harbor analogy works very well, in terms of immediately conjuring up images of a sudden crippling blow against critical infrastructures resulting in chaos and destruction, it doesn’t actually explain anything about cyberterrorism, but works instead to manufacture fear in the simplest and most direct way possible. In the wake of 11 September 2001, threats to the integrity of the US information Infrastructure have been ascribed a level of urgency analogous to nuclear and biological threats, which has galvanized the relationship between IT and security as a primary policy consideration in the US (Yould 2003: 75). In September  2002, Richard Clarke, former special White House adviser for Security, told ABC News: ‘[Cyberterrorism is] much easier to do than building weapon of mass destruction. Cyberattacks are a weapon of mass disruption, and they’re a lot cheaper and easier’ (Wallace 2002). Howard Schmidt, Clarke’s one-time deputy, has also repeatedly referred to the threat from ‘weapons mass disruption’ (see, for example, McGray 2003). But even before 11 September 2001, the American ‘cyber-angst’ was palpable (Bendrath 2003). As early as 1999, Congressman Curt Weldon (R-Pennsylvania) had placed cyberterrorism at the top of his list of modern threats to the American way of life. Speaking at the InfoWarCon conference to an audience of uniformed military personal, corporate IT managers, computer security consultants, and at least one Screenwriter, Weldon said: ‘In my opinion, neither missile proliferation nor weapons of mass destruction are as serious as the threat [of cyberterrorism]’ (Poulsen 1999). In May 2001, Senator Robert Bennett (R-Utah) stated that ‘[attacks against the US banking system] would devastate the United States more than a nuclear device let off over a major city’ (Porteus 2001). At around the same time, Michael Specter (2001), the author of The New Yorker article mentioned’ above, predicted: ‘The Internet is waiting for its Chernobyl, and I don’t think we will be waiting much longer’. In her seminal article on the role of linguistic metaphors, puns and acronyms in the field of nuclear defence strategy, Carol Cohn demonstrated how specific uses of language were used to de-dramatize threats (see Cohn 1987). With regard to the cyberterrorist threat, exactly the opposite is happening. Far from de-realizing the threat, the discourse of cyberterrorism mobilized by the media and assorted ‘experts’ makes the threat seem real and palpable. Mediatized discussion of just about any topic fosters the formulation of buzzwords and catchy phrases. The designation of cyber-threats as ‘weapons of mass disruption’ directly analogous to ‘weapons of mass destruction’ — that is nuclear, biological or chemical weapons — is, however, both inaccurate and unhelpful in terms advancing an understanding of the relationship between national security and IT. This is true whether one believes such threats are imminent (see Yould 2003: 84-8) or is sceptical of the cyberterrorist threat. For sceptics, equating the effects of a cyber-attack on the US banking system with the effects of the Chernobyl disaster is not only an exaggeration that defies corroboration, but is extremely disingenuous, suggesting as it does that the physical (and continuing) death of not just large numbers of people, but literally of an entire vast territory,  is less significant than its digital disconnection (see Cohen 2003: 9f.).

Threats of Cyber Security are begging to shape our current security discourse, and even if a Cyber terrorist attack occurred, it would have minimal effect. 

Cavelty and Kristensen 8

(Myriam Cavelty, lecturer and head of the new risks research unit at the Center for Security studies. Kristian Kristensen, PhD candidate working with the Research Unit on Defense and Security at the Danish Institute for International Studies,Securing ‘the Homeland’ Critical infrastructure, risk and (in)security pg7-8)

While tracking the emergence of the CIP apparatus is important for understanding the origins and the current shape of the topic, it is also important to see that Current fears exist within a far more complex. technologically dominated polity than the one in which the ideas first emerged. The complex interdependence of liberal (risk) societies and their growing technological sophistication have transnationalised and technologised the types of security problems that they face. We seem to be witnessing scalar changes moving in opposite directions: the power to resist vulnerability moves outwards to international markets and international organisations while the power to cause vulnerability moves inwards, through classes and groups to the individual. And finally, the information revolution as a defining moment changed the overall scope, aim and shape of CIP when it led to the displacement of the material, in favour of the virtual as the object of control. As Myriam Dunn Cavelty shows in Chapter 2, a growing concern with information security in the 1980s and 1990s found a technical vocabulary, a set of analytical tools and practices of intervention in a longstanding mode of thinking about infrastructures as a security problem. By analysing how CIP is expressed by US security policy elites in terms of threat frames (interpretive schemes about what counts as threat or risk, how to respond to this threat, and who or what is responsible for it), the chapter shows how the information revolution is responsible for transforming the issue into a topic of high saliency With the growth and spreading of computer networks into more and more aspects of life, the object of protection changed. Whereas it had previously consisted of limited government networks, it now encompassed the whole society. In this environment, the threat image of the cyber-terrorist emerges a: the ultimate catastrophic threat, as Maura Conway shows in Chapter 5. Through the globalised media, a threat image combining fear of technology with fear terrorism is spread ad absurdum, leading to what Jean Baudrillard has coined ‘hyperreality’: a ‘reality by proxy’ and endless reproductions of fundamentally empty semantic shells and meanings. Fortunately, the exaggerated representation of the catastrophic accident in cyberspace, Conway argues Francois Debrix), means that any real cyber-terrorist attack that might occur i highly unlikely to live up to the simulated scenarios, and will thus not mobilise fear in a substantive way.For Philippe Bonditti (Chapter 6), the reciprocal relationship betwee information networks and terrorism, which is also seen as networked, has led to a multilevel transformation of the US agencies of surveillance and control. A Bonditti argues, computer systems are becoming the crucial tool through which the state aims to protect territories and populations from networked terrorist cells. For this reason, cyberspace must be protected first, which establishes hierarchical relation between the security of ‘the homeland’ and that of cybe Space, ‘the security of the latter becoming the condition of security of the first Virtual networks become the ultimate critical infrastructure for securing society. The information revolution as a defining moment is also addressed by James der Derian and Jesse Finkelstein in Chapter 4. As the information infrastructure emerges as an intermediary between physical assets and physical infrastructure, CIP is being viewed less as a problem of protecting physical resources, and is instead becoming an information problem. In other words, CIP is increasingly about producing and protecting knowledge — and the private sector has become crucial in refashioning the conception of CIP. In Der Derian and Finkelstein’s view, the interweaving of the public and private sectors ‘marks the difference between biopower in the post-disciplinary society and biopower in the control society’. Likewise, biopolitics have evolved to the point where it is not the body of the state that needs to be secured, ‘but the conjoined body of public and private sector networks’. In the conclusion, Julian Reid expands this point even further, focusing on ‘the deliberate targeting of the human life that inhabits critical infrastructures with increasingly invasive techniques of governance’ that the provision of such infrastructure protection requires.

Deterence Link
Western Reluctance To Lose WMDs Proves Flawed Ideology Of Liberal Peace
Dillon And Reid 2000

(PHD; researches the problematisation of politics, security and war & PhD in Politics (Michael And Dillon, “Global Governance, Liberal Peace, and Complex Emerge” Alternatives: Local, Global, Political Vol. 25 Issue 1 Jan-Mar 2000 JSTOR http://www.jstor.org/stable/40644986) //JES

Just as governance is a specific feature of liberalism, so also lib-eral peace is therefore a specific form of liberal governmental power. Hence the peace of global liberal governance differs from other forms of liberal peace inasmuch as its liberalism differs from earlier and other forms of liberalism in respect, specifically, of the increasing emphasis placed on its networks of global governance. It does not, for example, aspire to the ideal of world government. It does not rely exclusively upon the juridical power of international law. Neither does it problematize the foundational question of order by premising it exclusively on the sovereign power of states alone. It is also a combative and heavily armed peace deeply re- luctant to forgo its own military advantages in the cause of re- straining the dissemination of weapons of mass destruction or the effective control of the conventional-arms economy globally
Discourse Link
Security Discourse shapes our policies, legitimizes threat constructions, and breed more insecurity

Cavelty and Kristensen 8

(Myriam Cavelty, lecturer and head of the new risks research unit at the Center for Security studies. Kristian Kristensen, PhD candidate working with the Research Unit on Defense and Security at the Danish Institute for International Studies,Securing ‘the Homeland’ Critical infrastructure, risk and (in)security pg63-64)

This goal of ‘absolute protection of our citizens’ goes to the heart of the concept of sovereignty. From Thomas Hobbes onwards, the core legitimizing function of the state has been assumed to be the provision of physical security to its citizens inside its territory. This is the essential precondition for the existence of society (Hobbes 1996: 84). Therefore, the attacks of ll September 2001 could easily be integrated into a narrative that showed the US government to be unable to protect its territory and, accordingly, the foundations of its own sovereignty. By this point in time, borders had lost much of their function as symbolic and physical demarcations between the peaceful and secure inside and the anarchical outside. This is not a new development; on the contrary, the functions of borders have arguably been changing for some time (e.g. Andreas and Biersteker 2003; Albert et al. 2001). Nevertheless, the narrative of the 11 September 2001 attacks increased the political salience of the problems in the relationship between borders, territory and security. In the words of President Bush: ‘The US government has no more important mission than protecting the homeland from future terrorist attacks’ (Bush 2002). The discourse of the US government can be seen as attempts to rearticulate the relationship between security and territory. The territorial vulnerability manifested by the threat from terror has led to an increased focus on various defensive measures. The creation of the DHS in itself shows the political importance of this ‘mission’ - a mission aimed at re-establishing the relationship between the sovereign and its subjects in a situation where the functionality of borders is being questioned. In the following, the focus will be on the issue of ‘critical infrastructure protection’ (CIP), a core task of the DHS, and a central aim of the government in its attempts to recreate a sense of security and reducing vulnerability inside the US, thus assuring ‘the absolute protection of our citizens’. The claim made here that the discourse on critical infrastructure protection provides an excellent approach with which to understand changing or reactualized meanings attached to the concept and practice of security. In order to explore critical infrastructure protection and the changing forms of‘ security, the chapter first discusses recent literature on the relationship between security, sovereignty and borders, further making the case for focusing on CIP, This sets the stage for the actual analysis of the CIP discourse. The analysis is focused on exploring how policies are argued by the US administration in trying to make security inside sovereign space. This analysis consists of three parts: first, the history of CIP is discussed; this is followed by an investigation of how domestic space both limits sovereign power and empowers new private actors. The third part looks at how the US administration tries to combine the concepts of risk and protection in the rationalization of its security strategy in relation to CIP policies. In conclusion, this chapter analyses the struggle for conceptual coherence concerning the concepts of security, and thus, ultimately, sovereignty, as negotiation and probability are incorporated into the security strategies of the state.
Disease Link
Disease threatens the balance of hierarchies within the state triggering securitization.  

Peterson 2

(Susan, professor at College of William and Mary,B.A. from St. Lawrence University and her PhD from Columbia University. Her primary research and teaching interests are in international relations, especially theory, foreign and national security policy, and global health issues. Her recent courses include International Security, US Foreign Policy, International Politics and Film, and The Domestic Politics of International Relations “Epidemic disease and national security,” http://people.wm.edu/~smpete/files/epidemic.pdf)

Catastrophic ID may contribute to the outbreak of military conflict within or between states, although it is relatively unlikely to be a war-starter on its own. In theory, there are at least three paths by which IDs may provoke war—by influencing the relative balance of power among adversaries, generating disputes between nations over appropriate health and human rights policies, and engendering domestic instability. In practice, the last of these presents the most significant threat, but only to some states. For the United States, ID induced conflict poses only an indirect and long run security threat. The first hypothesized relationship between disease and war holds that catastrophic ID may alter the balance of power among competitors. Realist scholars of international politics maintain that shifts in the relative capabilities of states can precipitate war, particularly when national leaders perceive that the balance is shifting against them.45 Some students of environmental security similarly suggest that severe environmental threats can disturb the international balance of power and increase the risk of military conflict, including preventive war.46 A preventive war may be particularly likely during or following an ID outbreak if one nation remains relatively immune to the disease. One can imagine, for example, that the diminished size of native North American populations might have led Europeans to anticipate an easy victory in their attempt to conquer and settle the continent. The earliest European “discoverers” introduced epidemic diseases that killed as many as 95 percent of North American Indians between 1492 and the late 1600s, when European settlers arrived in significant numbers.47 There is little evidence, however, that these ID-induced power shifts played a role in the timing or outbreak of this or any other historical war of conquest. European conquerors did not know when they set out for the Americas that they carried deadly diseases that would prove more lethal than their swords. This incentive for war is less likely to emerge in the contemporary international system because of several differences between this and earlier periods. The major epidemics of our time strike entire regions, like sub-Saharan Africa, or strike simultaneously on different continents with little respect for national political boundaries. Partly, this is because high-speed travel and trade have exposed national populations to numerous epidemic diseases and conveyed immunity on diverse populations. Additionally, technological changes mean that the contemporary balance of power depends on numerous factors other than the size of a state’s military or general population, factors like weapons of mass destruction, advanced aircraft, and missile technology. Unlike other diseases, moreover, AIDS kills all its victims rather than conferring immunity on survivors. Nearly all individuals, therefore, are equally vulnerable to the disease if they are exposed to it via the dominant routes of transmission—sexual activity, blood or blood product exchange, transmission from mother to child during pregnancy, or intravenous (IV) drug use that involves sharing contaminated needles. These reasons would suggest that ID outbreak is relatively unlikely to prompt a preventive war. Unlike individuals, however, nations are not equally vulnerable. Differences in resources, state strength, the organization of society, and the relationship between state and society influence the way states respond to epidemics.48 Weak, resource-poor states are particularly susceptible to AIDS and other IDs, which may undermine political and economic stability and social cohesion. Below, I discuss the likelihood that this process will produce civil conflict. It is unlikely, however, given the reasons already discussed, that it will produce a preventive war between states. Foreign policy conflict. In theory, ID outbreaks may prompt disputes among states over appropriate policy responses in a number of areas, including freedom of movement for people and goods. Nineteenth-century leaders employed quarantine as their primary instrument of ID control. In the first decade of the AIDS epidemic, despite a half century of human rights advances, some people again viewed quarantine as a reasonable reaction to a frightening new scourge. Cuba instituted mandatory testing and compulsory isolation of its HIV-positive population in sanatoriums, and in 1987 the West German minister of the interior ordered border police to turn back any foreigner suspected of carrying HIV.49 The United States, which continues to deny entry to HIV-positive immigrants and visitors, bowed to international pressure in the 1990s and allowed waivers for short-term trips to visit family, receive medical treatment, conduct business, or attend scientific or health conferences. Another foreign policy dispute revolves around the issue of intellectual property rights. Major pharmaceutical companies and the U.S. government advocate protection of patents on AIDS drugs and oppose the production in other countries of inexpensive, generic versions of these medications.50 Nevertheless, states are unlikely to come into conflict with other states over such health-related foreign policy disputes for at least two reasons. First, and somewhat paradoxically, disease theoretically may reduce the likelihood of such conflicts arising. As disease increases, a society may devote a greater proportion of national budgets and human resources to disease control. Some states already weakened by disease may not want to bear the additional costs of lost trade and military conflict and so may respond to epidemics by turning inward to deal with this and related domestic issues.51 Second, disease actually may facilitate international cooperation. In the nineteenth century, for instance, disparate national quarantines produced international collaboration, not military conflict. States recognized the trade benefits of standardizing quarantine policies and met regularly to hammer out regulations on disease prevention and control. The current dispute over AIDS therapies suggests a similar lesson: Pharmaceutical corporations negotiate with foreign governments and companies to make their medications available at significantly lower prices in developing than in developed countries, while preserving their patents. David Gordon argues that, in the long run, the ID threat will “further energize the international community and most countries to devote more attention and resources to improved ID surveillance, response, and control capacity.

Economy Link
The desire of growth and the fear of economic decline leads strong, capitalist nations to create threats against weaker nations. 

Neocleous 8 
(Mark, Professor of the Critique of Political Economy Politics and History. He is also a professor of Government at Brunel University, Critique of Security, page 95)

In other words, the new international order moved very quickly to reassert the connection between economic and national security: the commitment to the former was simultaneously a commitment to the latter, and vice versa. As the doctrine of national security was being born, the major player on the international stage would aim to use perhaps its most important power of all – its economic strength – in order to re-order the world. And this re-ordering was conducted through the idea of ‘economic security’.99 Despite the fact that ‘economic security’ would never be formally deﬁned beyond ‘economic order’ or ‘economic well-being’,100 the signiﬁcant conceptual con sistency between economic security and liberal order-building also had a strategic ideological role. By playing on notions of ‘economic well-being’, economic security seemed to emphasise economic and thus‘human’ needs over military ones. The reshaping of global capital, international order and the exercise of state power could thus look decidedly liberal and ‘humanitarian’. This appearance helped co-opt the liberal Left into the process and, of course, played on individual desire for personal security by using notions such as ‘personal freedom’ and‘social equality’.101 Marx and Engels once highlighted the historical role of the bour geoisie in shaping the world according to its own interests. The need of a constantly expanding market for its products chases the bourgeoisie over the whole surface of the globe. It must nestle everywhere, settle everywhere, establish connections everywhere . . . It compels all nations, on pain of extinction, to adopt the bourgeois mode of production; it compels them . . . to become bourgeois in themselves. In one word, it creates a world after its own image.102 In the second half of the twentieth century this ability to ‘batter down all Chinese walls’ would still rest heavily on the logic of capital, but would also come about in part under the guise of security. The whole world became a garden to be cultivated – to be recast according to the logic of security. In the space of ﬁfteen years the concept ‘economic security’ had moved from connoting insurance policies for working people to the desire to shape the world in a capitalist fashion – and back again. In fact, it has constantly shifted between these registers ever since, being used for the constant reshaping of world order and resulting in a comprehensive level of intervention and policing all over the globe. Global order has come to be fabricated and administered according to a security doctrine underpinned by the logic of capital accumulation and a bourgeois conception of order. By incorporating within it a particular vision of economic order, the concept of national security implies the interrelatedness of so many different social, economic, political and military factors that more or less any development anywhere can be said to impact on liberal order in general and America’s core interests in particular. Not only could bourgeois Europe be recast around the regime of capital, but so too could the whole international order as capital not only nestled, settled and established connections, but also‘secured’ everywhere. Security politics thereby became the basis of a distinctly liberal philosophy of global ‘intervention’, fusing global issues of economic management with domestic policy formations in an ambitious and frequently violent strategy. Here lies the Janus-faced character of American foreign policy.103 One face is the ‘good liberal cop’: friendly, prosperous and democratic, sending money and help around the globe when problems emerge, so that the world’s nations are shown how they can alleviate their misery and perhaps even enjoy some prosperity. The other face is the ‘bad liberal cop’: should one of these nations decide, either through parliamentary procedure, demands for self-determination or violent revolution to address its own social problems in ways that conﬂict with the interests of capital and the bourgeois concept of liberty, then the authoritarian dimension of liberalism shows its face; the ‘liberal moment’ becomes the moment of violence. This Janus-faced character has meant that through the mandate of security the US, as the national security state par excellence, has seen ﬁt to either overtly or covertly re-order the affairs of myriads of nations – those ‘rogue’ or ‘outlaw’ states on the ‘wrong side of history’.104 ‘Extrapolating the ﬁgures as best we can’, one CIA agent com mented in 1991,‘there have been about 3,000 major covert operations and over 10,000 minor operations – all illegal, and all designed to disrupt, destabilize, or modify the activities of other countries’, adding that ‘every covert operation has been rationalized in terms of U.S. national security’.105 These would include ‘interventions’ in Greece, Italy, France, Turkey, Macedonia, the Ukraine, Cambodia, Indonesia, China, Korea, Burma, Vietnam, Thailand, Ecuador, Chile, Argentina, Brazil, Guatemala, Costa Rica, Cuba, the Dominican Republic, Uruguay, Bolivia, Grenada, Paraguay, Nicaragua, El Salvador, the Philippines, Honduras, Haiti, Venezuela, Panama, Angola, Ghana, Congo, South Africa, Albania, Lebanon, Grenada, Libya, Somalia, Ethiopia, Afghanistan, Iran, Iraq, and many more, and many of these more than once. Next up are the ‘60 or more’ countries identiﬁed as the bases of ‘terror cells’ by Bush in a speech on 1 June 2002.106 The methods used have varied: most popular has been the favored technique of liberal security – ‘making the economy scream’ via controls, interventions and the imposition of neo-liberal regulations. But a wide range of other techniques have been used: terror bombing; subversion; rigging elections; the use of the CIA’s ‘Health Alteration Committee’ whose mandate was to ‘incapacitate’ foreign ofﬁcials; drug-trafﬁcking;107 and the sponsorship of terror groups, counterinsurgency agencies, death squads. Unsurprisingly, some plain old fascist groups and parties have been coopted into the project, from the attempt at reviving the remnants of the Nazi collaborationist Vlasov Army for use against the USSR to the use of fascist forces to undermine democratically elected governments, such as in Chile; indeed, one of the reasons fascism ﬂowed into Latin America was because of the ideology of national security.108 Concomitantly, ‘national security’ has meant a policy of non-intervention where satisfactory ‘security partnerships’ could be established with certain authoritarian and military regimes: Spain under Franco, the Greek junta, Chile, Iraq, Iran, Korea, Indonesia, Cambodia, Taiwan, South Vietnam, the Philippines, Turkey, the ﬁve Central Asian republics that emerged with the break-up of the USSR, and China. Either way, the whole world was to be included in the new ‘secure’ global liberal order. The result has been the slaughter of untold numbers. John Stock well, who was part of a CIA project in Angola which led to the deaths of over 20,000 people, puts it like this: Coming to grips with these U.S./CIA activities in broad numbers and ﬁguring out how many people have been killed in the jungles of Laos or the hills of Nicaragua is very difﬁcult. But, adding them up as best we can, we come up with a ﬁgure of six million people killed – and this is a minimum ﬁgure. Included are: one million killed in the Korean War, two million killed in the Vietnam War, 800,000 killed in Indonesia, one million in Cambodia, 20,000 killed in Angola – the operation I was part of – and 22,000 killed in Nicaragua.109 Note that the six million is a minimum ﬁgure, that he omits to mention rather a lot of other interventions, and that he was writing in 1991. This is security as the slaughter bench of history. All of this has been more than conﬁrmed by events in the twenty ﬁrst century: in a speech on 1 June 2002, which became the basis of the ofﬁcial National Security Strategy of the United States in September of that year, President Bush reiterated that the US has a unilateral right to overthrow any government in the world, and launched a new round of slaughtering to prove it. While much has been made about the supposedly ‘new’ doctrine of preemption in the early twenty-ﬁrst century, the policy of preemption has a long history as part of national security doctrine. The United States has long maintained the option of pre-emptive actions to counter a sufﬁcient threat to our national security. The greater the threat, the greater is the risk of inaction – and the more compelling the case for taking anticipatory action to defend ourselves . . . To forestall or prevent such hostile acts by our adversaries, the United States will, if necessary, act pre emptively.110 In other words, the security policy of the world’s only superpower in its current ‘war on terror’ is still underpinned by a notion of liberal order-building based on a certain vision of ‘economic order’. The National Security Strategy concerns itself with a ‘single sustainable model for national success’ based on ‘political and economic liberty’, with whole sections devoted to the security beneﬁts of ‘economic liberty’, and the beneﬁts to liberty of the security strategy proposed. 
Knowledge Systems That Base Economic Growth Are Entrenched In Discourses That Expose Life To Sovereign Power
Dillon And Reid 2000

(PHD; researches the problematisation of politics, security and war & PhD in Politics (Michael And Dillon, “Global Governance, Liberal Peace, and Complex Emerge” Alternatives: Local, Global, Political Vol. 25 Issue 1 Jan-Mar 2000 JSTOR http://www.jstor.org/stable/40644986) //JES

A further factor is however the current success and productiv-ity of global capital itself since this is said to derive from the knowledge-based economies and network forms of social organi-zation that mimic the complex adaptive systems of these genera-tive molecular and informational life-forms. Through capillaries too numerous to detail and explore here, such biophilosophy and its organizing concepts have leached into the discourses of global liberal governance in many ways as well - including not only ac-counts of current technological and economic development and capital growth but also the discourse of international relations, strategy, and war.47 The life that global liberal governance presupposes is not therefore exclusively confined to "bare life," the life exposed to death strategically effected by sovereign power. There is "adaptive life" as well. Situated in rugged landscapes that it is free to nego-tiate, adaptive life is challenged to prove its fitness, coevolve, and ultimately mutate according to ecological pressures specified by the changing environments that it lives to traverse. Adaptive life is thus a radically relational life form inasmuch as it is always al- ready located in a dynamic evolutionary way both with itself and other life forms that comprise the fitness landscape it inhabits. Comprising a domain of continuous autopoiesis, adaptive life is characterized by constant coded couplings, decouplings, and re-couplings. Whereas Newton's universe was fixed, comprised of preformed bodies transacting predictable linear exchanges, this molecular universe is comprised of bodies in continuous forma-tion. These consist of shifting ensembles and assemblages whose very relationality ensures unpredictable nonlinear mutation, trans-formation, and change since information is said to be transferred not only by words but also by particles (of DNA) and each in the same way. Heritage is no longer thought to be dependent upon memory and metaphor, it has gone molecular. Albeit on closer in-spection there turns out to be a lot of metaphor in the molecule as well, despite the insistence of science to the contrary. DNA is said to speak a digital language and is also, it seems, bad at mak-ing copies of itself. Evolution is evolution by modification - copies copying copies inevitably evolving new formations – since infor-mation gets lost or changed in the very process of transmission. According to popular accounts of the current neo-Darwinian syn-thesis: "The genome is as complicated, makeshift and imperfect as the creatures it builds." Genetics is the science of difference. Di-versity is renewed by chemical errors - mutations - made as DNA is copied.4

Economic Development Opens A Policy Of Commercial Security

Dillon And Reid 2000

(PHD; researches the problematisation of politics, security and war & PhD in Politics (Michael And Dillon, “Global Governance, Liberal Peace, and Complex Emerge” Alternatives: Local, Global, Political Vol. 25 Issue 1 Jan-Mar 2000 JSTOR http://www.jstor.org/stable/40644986) //JES

Meanwhile, branches of the military became mediators and pacifiers in attempted resolution of conflicts that continue to defy clear military purpose, the geostrategic character of which also re-mains equally confused and obscure.7 What are increasingly known as Peace Support Operations (PSOs), or Operations Other Than War (OOTWs), increasingly dominate military agendas and concerns. In the United Kingdom, for example, this form of global liberal policing has taxed the armed forces to the limits of their operational strength. As much attention is paid to civil-military communication and coordination and practices of political negotiation in the development of the novel operational concepts and doctrines that such complex interventions require - quite lit-erally, their very discursive formation at an operational level - as it is to traditional military requirements. Moreover, liberalization has applied to military security in some areas and in some respects as much as it has applied to economics and social welfare. The complexiflcation of conflict has also opened new commercial pos-sibilities for the provision of "security," and new security dis-courses, practices, and agencies have flourished as a consequence. Private armies have emerged and transnational security corpora-tions now offer their services. States have contracted alliances with commercial security organizations that offer assistance where for-mal state intervention, for whatever reason, is eschewed. Even in-ternational organizations avail themselves of the security advice and services that commercial security companies offer, for exam-ple with respect to protecting food warehouses so that "sponta-neous distribution" of food supplies does not occur.8

Generic Link
Critical infrastructures both Physical and Virtual and the underpins of security discourse in our everyday society. 
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(Myriam Cavelty, lecturer and head of the new risks research unit at the Center for Security studies. Kristian Kristensen, PhD candidate working with the Research Unit on Defense and Security at the Danish Institute for International Studies,Securing ‘the Homeland’ Critical infrastructure, risk and (in)security pg 67-69)

The basis of the current conception of CIP originated in the post-Cold War discourse on new threats in an unpredictable environment (e.g. Tenet 1997; Studeman 1995; Hart and Rudman 2001). The threats to critical infrastructure were, then as now, primarily constructed as consisting of terrorism, a wide range of cyber-threats, or a combination of these in the concept of cyber-terrorism but the salience of such threats has increased since 11 September 2001 (compare Clinton 1998: with Bush 2003a: 7). What is it exactly being threatened and accordingly in need of protection from these threats? The President‘s Commission on Critical Infrastructure Protection in 1997 defined infrastructure as ‘the framework of interdependent networks and systems that provide a reliable flow of products and services essential to the defense and the economic security of the United States, the smooth functioning of government of all levels, and society as a whole’ (US President’s Commission on Critical Infrastructure 1997: 142). Not all infrastructures are equally critical; therefore, Executive Order 13010 identified the most critical of these ‘networks and systems’. The list was still comprehensive. Telecommunications, electrical power systems, gas and oil storage and transportation, banking and finance, transportation, water supply systems, emergency services, and continuity of government (PCCIP 1997): all of these are critical infrastructures, considered to be at risk from terrorist attacks, both conventional and virtual. The central element in this definition is the focus on infrastructure owned and run by private actors (Moteff and Parfomak 2004: 4). In fact, 85 per cent of all critical infrastructures are owned or operated by private actors. In the following years, cyber-terrorism was the main focus of both government action and the public debate. A number of commentators pointed to the real and immanent threat of a ‘virtual Pearl Harbour’, arguing that the offensive potential of virtual and thus deterritorialized — information technologies left the US just as open, vulnerable and unprepared as it had been in 1941 (e.g. Arquilla et al. 1999: 39-84; Robinson et al. 1998: 62; Lewis 2003: 34, for a critique, see Conway, Chapter 5, this volume). Accordingly, infrastructure had by the end of the 1990s attained a set meaning (for the history of CIP, see Dunn Cavelty, Chapter 2, this volume; Collier and Lakoff, Chapter 1, this volume; Lopez 2006). Infrastructure consists, On the one hand, of both individual physical sites and the networks of such sites, which collectively constitute the essential underpinnings of society. On the other hand, the definition also includes virtual data networks that are central to society, both in their own right - as facilitating elements of private and commercial use of the Internet — and as means of controlling the networks of physical Sites. Because these networks are both interdependent and interconnected, the distinction between physical and virtual is often blurred, and system failures in one sector can often have cascading effects, thus magnifying the vulnerability of any one network, as well as the entirety of networks (Robinson et al. 1998). These systems of networks are increasingly framed throughout the late 1990s as vulnerable and in need of policies to ensure their protection. This task is not easily accomplished, however. First of all, the sheer quantity of sites, systems and sectors is overwhelming. For example, the US transportation infrastructure consists of four million miles of paved roads, 600,000 bridges, more than 300,000 miles of railroads and 500 commercial airports (Moteff et al. 2003:8). Not all bridges are equally critical to the security of ‘society as a whole’, of course. Nonetheless defining critically is a difficult endeavor. By defining the security of ‘society as a whole’ as the ultimate object to be protected through CIP, there is the obvious risk of casting an overly broad net in defining criticality. The events of 11 September 2001 – which were easily integrated into a narrative reading back to the Japanese attack on Pearl Harbor – brought with it a renewed focus on CIP both physical and virtual, and a number of legislative initiatives in its immediate aftermath focused on infrastructure protection. Already on 8 October 2001, George W. Bush issued an Executive Order establishing the Office of Homeland Security, and directing its functions as related to CIP (Bush 2001). This document expands the sectors included in CIP to encompass nuclear material, agriculture, and ‘special events’ of ‘national significance’(Bush 2001). This followed by a number of other documents. The USA PATRIOT Act, the Homeland Security Act and the National Strategy for Homeland Security all discuss what constitutes critical infrastructure. These document add the chemical industry, postal services and shipping to the list(Bush 2002:31). Furthermore, in addition to critical infrastructure, the Homeland Security Act mentions ‘key resources’, defined as ‘publicly or privately government’(US Congress 2002: 10). Another new term coming to the fore after 11 September 2001 is that of ‘key assets’. These are defined in the National Strategy for the Physical Protection of Critical Infrastructures and Key Assets as ‘individual targets whose attack ... could result in not only large-scale human casualties and property destruction, but also profound damage to our national prestige, morale, and confidence’ (Bush 2003a: vii). Key assets include, for instance, nuclear power plants and dams, but also sites that are ‘symbolically equated with traditional American values and institutions or US political and economic power’, that function  to ‘preserve history, honor achievements, and represent the natural grandeur of our country’. These key assets are especially vulnerable at ‘high profile events and celebratory activities that bring together " significant numbers of people’ (Bush 2003a: vii). Thus, instead of defining criticality only in relation to the physical security of society, public confidence is now also introduced as a measurement of the criticality of any given infrastructure (Bush 2003a: 2). In sum, while retaining basically the same meaning, CIP has expanded during the last ten years. First, sectors containing critical infrastructure in need of government action have been broadened, and consequently more and more private actors have to take account of the criticality of their businesses from a security perspective. Second, the interdependency and interconnectedness that are essential characteristics of CIP underline the dual character of the object. On the one hand, CIP is the protection of physically existing objects, and on the other hand, CIP is aimed at securing the flows and process – both physical and virtual – that are deemed central to the continued function of society. Third, the lesson from 11 September 2001 is that not only are critical infrastructures at risk, society itself is threatened by the ‘dual-use’ character of these infrastructures. Fourth, by including events and sites of importance to the public confidence and morale, both a temporal and psychological dimension are imparted to critically as well as to infrastructure itself. The expanding definition of CIP in the discourse changes the politics as well. CIP becomes more intangible and, accordingly, the assessment of risk, threat, critically and adequate protection becomes less clear-cut. ‘A fluid definition of what constitutes a critical infrastructure could complicate policy making’ , and ‘rationally balancing the costs and benefits of increased security’ becomes increasingly difficult (Moteff et al. 2003:13). These expansions of the concept in both time and space, as well as its increasingly fluid definition, make critical infrastructure protection difficult. What is to be protected, and how? As the definition of CIP broadens, so does the range of sectors of society that are touched by government action. More critical infrastructure means more government action inside society. This reflects a change away from the classical conception of security at the border towards the completely different concept of creating security on the inside.  Moving security into society requires engagement with the civilian and private actors of society. How these inside actors and their relationship with government are conceptualized in the CIP discourse has important consequences for the elaboration of security strategies. Accordingly, relations between the central actors – both in government and in the private sector- are discussed in the following.
The affs creation of new infrastructure just provides another object to securitize and protect since it is another vulnerability 

Cavelty and Kristensen 8


(Myriam Cavelty, lecturer and head of the new risks research unit at the Center for Security studies. Kristian Kristensen, PhD candidate working with the Research Unit on Defense and Security at the Danish Institute for International Studies,Securing ‘the Homeland’ Critical infrastructure, risk and (in)security pg10-12)

This image of homeland security is painted with the help of CIP. What emerges is a specific kind of materiality, which is both an underlying condition for protection practices, but also reproduced through them. As we have pointed out before, an infrastructure is, in the first instance of its etymology, something that exists, and is also fundamentally on the ‘inside’. In other words, we are looking at the practice of protecting physical and inanimate things. Bridges, storage facilities, streets or buildings, for instance, are objects that are easily identifiable (within Euclidian space) and that have a value for society that is usually undisputed. That they should be made safe makes perfect sense to everyone: infrastructure protection is therefore ultimately concerned with protecting property — and it is obviously legitimate for the state to protect its property. We can even take this argument a step further and argue that cyberspace, too, is grounded in physical reality. Quite obviously, there would be no virtual realm without the physical infrastructures that facilitate its existence. As one observer argues, ‘the channelling of information flows occurs within the framework of a “real” geography’ (Suteanu 2005: 130) made up of servers, cables, computers, satellites, etc. Philosopher and psychoanalyst Slavoj Zizek even suggests that cyberspace realises the oxymoron of being actually virtual that these technologies materialise virtuality (Zizek 1999). The protection of the critical information infrastructure — like the protection of knowledge — is also concerned with protecting the physical reality of the ‘real geography’ with the help of electromagnetic-pulse-proof rooms or backup storages in impenetrable mountain reservoirs, but also with the help of better locks on server rooms.If the (core) rationality of CIP is associated with physical objects that exist in time and Space, CIP practices give specific value to the inside, to things that are tangible. More than a metaphysical or legal expression of something that a state has, or is, CI — and CIP — is a concrete instantiation of these properties. CIP identifies, signifies and makes specific the sovereign territory of the state, and is thus a way of re-actualising and re-identifying the state. Seen this way, infrastructure emerges as an alternative to the image of Leviathan as postulated by Hobbes: instead of being made up of its citizens, the state may be regarded as consisting of the things inside its territory that make life there ‘good’. Thus, the state consists of assets that are not directly identified with its citizens. Again, CIP, in the first place, sidesteps the traditional set of problems associated with security policy. Most importantly, there are no concerns about freedorn/security tradeoffs, and no civil liberty issues are involved, which differentiates CIP from other better-investigated security strategies.CIP thus seems to slip past Foucauldian bio-politics, and past the Home Sacer of Giorgio Agamben (1999). CIP does not ‘depend upon the invocation of a state of emergency’ (Dillon 2003: 532), but is ‘clean’ and unproblernatic. However, this ideal-type and utopian view of things is inevitably problematised, because there is no way of avoiding the intermingling with both flows and processes, with the truly virtual, and also with questions related to human subjects and the law. Even if cyberspace is assumed to have a material quality, the objects of protection in CIP include not only static infrastructures, but also various abstract things such as services, (information) flows, the role and function of infrastructures for society, and especially the core values that are delivered by the infrastructures. The physical pathways through which information is transmitted do matter, but ‘the role of the participants in the game, their functional attributes, their position in the virtual context’ (Suteanu 2005: 131) matter even more. While technologies may appear to accumulate information objectively and apolitically, the way in which that information is encoded, articulated and interpreted is always political. The protection of ‘abstractions’, such as ‘the population’ or ‘knowledge’ in the security domain becomes problematic rather quickly when considering surveillance programmes, the PATRIOT Act etc.The implications of security strategies for liberty, citizenship, and the freedom of human subjects has been thoroughly investigated and criticised elsewhere. But CIP emerges as an intermediate entity: even in discussions about virtual aspects or flows and processes, there is always a connection to a place, to a space, to a space of protection. This book shows that homeland security and critical infrastructure protection practices are expressions as well as causes of the breakdown of the central political distinctions between inside/outside, public/private, civil/military and normal/exceptional. It shows that the traditional sovereign act of making society secure has moved into the domestic space, Changing the practice of security. In other words, security is privatised while the Private is securitised. In transcending the distinction between inside and outside and reconfiguring the conditions for the exercise of sovereign authority, CIP destabilises our relation to space, time and territory. Security is no longer a ‘special’ and extraordinary issue. This discourse is not primarily about threats and battles against an enemy, the focus of Part II of this volume, but is characterised almost more by an inward-looking narrative about vulnerability (Bigo 2006b: 89). This means that the traditional and normal conditions for day-to-day politics are intermingled with the exceptional dynamics of national security; and new forms of (in)security and protection emerge.

Heg Link
Power Projection Is An Immoral Solution To Serve Interests Of Security

Dillon And Reid 2

(PHD; researches the problematisation of politics, security and war & PhD in Politics (Michael And Dillon, “Global Governance, Liberal Peace, and Complex Emerge” Alternatives: Local, Global, Political Vol. 25 Issue 1 Jan-Mar 2000 JSTOR http://www.jstor.org/stable/40644986) //JES

Pursued as a deliberate policy of comprehensive social trans formation, and of power projection, development becomes allied in novel ways via global liberal governance with geopolitical mili tary and economic institutions and interests. The transformation is therefore to be effected according to the current efficiency and performance criteria of good governance - economically and po-litically - set by the varied institutions of global liberal peace. In the process, sovereignty, as the traditional principle of political formation whose science is law, is being supplemented by a network-based account of social organization whose principle of formation is "emergence" and whose science increasingly is that of complex adaptive systems.5 These ensure that the political issue posed by Stiglitz rarely progresses beyond an afterthought. This incendiary brew is currently also fueled by a resurgent liberal moralism. That moralism generates its own peculiar forms of liberal hypocrisy. These include: the calling for intervention by the international community against Indonesian actions in East Timor while liberal states furnished Indonesian armed forces with the very means of carrying out those actions; and seeking to pro-scribe child soldiers while failing to address the global arms econ-omy that furnishes the children with their weapons. The vexed re-lation between liberalism and capitalism is also at issue once more since clearly, too, the globalization of markets and of capitalism is intimately involved in the "complex emergencies" that global lib-eral governance seeks to police.
Humanitarianism Link
Humanitarian Operations Have Been Coopted To Serve Politics Of War And Security

Dillon And Reid 2000

(PHD; researches the problematisation of politics, security and war & PhD in Politics (Michael And Dillon, “Global Governance, Liberal Peace, and Complex Emerge” Alternatives: Local, Global, Political Vol. 25 Issue 1 Jan-Mar 2000 JSTOR http://www.jstor.org/stable/40644986) //JES
But many NGOs are not mere passive victims of this develop-ment, as it were, squeezed by the demands of political condition-ality. They themselves also actively promote political conditionally inasmuch as they, too, pursue a liberal agenda of promoting human rights, accountability, and the formations and practices of civil society. In this, then, they are willing allies of political condi-tionality rather than suborned humanitarians. The distinction between the political and the humanitarian that has created the space for humanitarian action is often thus conflated by the actions and ambitions of NGOs as much as it is by the good-governance policies and political conditionality pursued by governments. Needless to add, the distinction between civil and military that helps underwrite the category humanitarian is one that has also been conflated by the theory and practice of modern war. Much is made of the ways in which the insurgency and coun-terinsurgency conflicts and ethnic violence of the developing world do this. But the process began in the developed world - with the introduction, for example, of total war, strategic bombing, the deployment of weapons of mass destruction, and the adoption of (nuclear) deterrent strategies. Some of these continue to deter- mine the formulation of official defense and strategic policies there. In sum, bipolarity once allowed subscription to the liberal dis-tinctions of civil/military, humanitarian/political, and government-al/nongovernmental to effect a "humanitarian” position that es-chewed the political realism of the ideological conflict of the Cold War. Humanitarianism claimed then to be a space that was itself a kind of zone of indistinction. That is to say, here relief was on offer irrespective of religious, political, or other distinctions. The advent of global liberal governance now represents the official propagation, however, of such distinctions, together with their al-lied governmental practices and institutions. These have become one of the principle means by which global power currently cir-culates and operates. In doing so, global liberal governance quite literally threatens nongovernmental and humanitarian agencies with recruitment into the very structures and practices of power against which they previously defined themselves. Where once they practiced and enjoyed the space afforded by the claim that they were without power - specifically, power politics - it is evident now that they are not. Major nongovernmental humanitarian re-lief and development agencies are often also structured more like and operate more like multinational corporations than voluntary workers. Their spokesmen and women act and sound like the se-nior international diplomats and policymakers that they are. As hu-manitarian NGOs increasingly devote themselves to the promotion of liberal governmental policies - for example those of trans-parency and accountability - they, too, have to meet penetrating questions about the legitimacy, accountability, and transparency of their own practices. Doing good, especially by insisting on follow-ing the Hippocratic injunction to do no harm - the classic gov-ernmental maneuver of effecting power by denying one's own po-liticality - is a fiction now increasingly difficult to sustain in the context of global liberal governance
Infrastructure Link
The Idea of critical infrastructures in our society, such as transportation infrastructure are embedded with security discourse, and new infrastructures perpetuate securitization. 
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(Myriam Cavelty, lecturer and head of the new risks research unit at the Center for Security studies. Kristian Kristensen, PhD candidate working with the Research Unit on Defense and Security at the Danish Institute for International Studies,Securing ‘the Homeland’ Critical infrastructure, risk and (in)security pg1-3)

For a number of years since the end of the East—West bloc confrontation, a lot of effort, both political and scholarly, has gone into debating various aspects of how to understand and to react to ‘new’ threats posed to Western societies. From this plethora of threats, international terrorism was propelled by the attacks of 11 September 2001 to the attention of an anxious public and gave rise to political action. Since then, a lot of brainpower has been expended on critically evaluating a variety of state reactions to this particular threat. In the broader environment of this debate, one political practice associated with securing vulnerable societies and ‘the homeland’ against the threat of terrorism has been remarkably salient: the practice of critical infrastructure protection (CIP). Etymologically, ‘infrastructure’ is the combination of the Latin prefix infra meaning below, underneath and the suffix structura meaning ‘the way in which an edifice, machine, implement etc. is made or put together’ (Oxford English Dictionary 1993, Vol. X: 1165). This etymology recalls the context in which the word was used in the first instance — to describe part of the construction of buildings, roads, etc. — and has come to signify an ‘underlying base or foundation especially for an organization or system’ (Dictionary.com). According to the American Heritage Dictionary of the English Language, the term has been used since 1927 to refer collectively to the roads, bridges, railway lines, and Similar public works that are required for the functioning of an industrial economy or its constituent parts. The term is also applied specifically to the permanent military installations necessary for the defence of a country. In the contemporary political debate, some infrastructures are regarded as ‘critical’ (in the sense of ‘vital’, ‘crucial’, ‘essential’) by the authorities because their prolonged unavailability would, in all likelihood, result in social instability and major crisis. The etymological origins of infrastructure connote a fixed, unchanging foundation upon which things can be constructed, providing the basis for further development — but without which, conversely, further development and construction are also impossible. Today, these critical infrastructures mostly take the form of interconnected, complex and increasingly virtual systems. The most frequently listed examples of critical infrastructures encompass banking and finance, government services, telecommunication and energy and electricity, health services, transportation, logistics and distribution and water supply (Abele-Wigeit and Dunn 2006: 386-9). To express just how important they are for the functioning of society, they have been called ‘instrumentalities of interstate commerce’ (PCCIP 1997: 98) or ‘lifelines’ (Platt 1995) and have also been metaphorically likened to vital anatomical components such as ‘the nervous system’, ‘the backbone’, ‘essential arteries’ or ‘organic essentials’ (see, for example, Faber 1997: 219). Critical infrastructures are seen to be vulnerable to all kinds of threats and risks, ranging from lack of funding, technical error, and natural disasters to malicious attacks of all sorts. Not surprisingly, however, since the terrorist attacks in New York and Washington (2001), Madrid (2004) and London (2005), protecting infrastructures is mainly discussed as a measure against terrorism. Commensurate with the perceived gravity of the threat — the worst-case scenario being the end of society as we know it — a broad range of political and administrative initiatives and efforts are underway both in the US and in Europe in an attempt to better secure these infrastructures, both virtual and physical. The establishment of CIP as one focal point of the current national security debate of Western states can be seen as a confluence of two interlinked and at times mutually reinforcing factors: 1 the perception that modern societies are — by their very nature — exposed to an ever-increasing number of potentially catastrophic vulnerabilities (Beck 1992);2 the perception of an increasing willingness of dangerous actors to brutally exploit these vulnerabilities (Ackcrrnan et al. 2006: X). It has been noted that in all of the recent cases of Muslim extremism, the perpetrators both exploited and targeted elements of what can be called the civilian infrastructure for the purpose of their attacks. This seems to show a propensity of the ‘new’ terrorism for targeting the soft underbelly of liberal, open and increasingly networked societies, which are both held together and empowered by their critical infrastructures (Barry 2001: l2ff.) and reciprocally made vulnerable due to dependence on them. As the sophistication of these infrastructures increases, so does the potential risk of sophisticated boomerang effects (Beck 1992: 37) as exemplified by recent terror attacks.The combination of these two factors has proven to be a key condition for promoting CIP to the forefront of current strategies for providing security. It seems to correspond to the zeitgeist at a time when ‘fear of the future has become a significant feature of contemporary political life’ (Bigo 2006a) and in which ‘the principle of deliberately exploiting the vulnerability of modern civil society replaces the principle of change and accident’ (Beck 2006) — while the notion of the ‘normal accident’ (Perrow 1984) is still lingering in the techno articulated in terms of an ability (or inability) to control the future. Risk is the underlying logic and rationale of CIP, due to its historical development as well as the instruments and tools used for evaluating vulnerabilities. As such, CIP belongs to a set of security issues linked to the emergence of a ‘rationale of risk management’ in security after the Cold War, a development that is tied in with a discursive shift from threats of identifiable enemies to risks (see also Aradau and van Munster 2006; Castel 1991; Power 2004; Rasmussen 2001, 2004; Dunn Cavelty 2008). Still, the core ideas of CIP, both as a concept and in practice, are by no means new: in fact, the opposite can be claimed, both for the aspect of vulnerabilities and for the aspect of malicious actors. Long before 11 September 2001, the protection of strategically important installations in the domestic economic and social sphere was an important part of national defence concepts. CIP as a distinct concept for thinking about security linked to the notion of non-deterrable threats has historical roots that can be traced back many decades (see Collier and Lakoff, Chapter 1, this volume). This is no banal observation. There is a tendency, specifically since 2001, to over-endow scholarly texts addressing changes in security concepts and practices with the term ‘new’. Such claims of discontinuity are not only used to express a breach with the past, but also to stress the novelty of arguments, and thus also the value of the research. But clearly, the view that these security practices are without precedent and thus in a class of their own prevents us from understanding them in other than superficial ways and this leaves us blind to their historical trajectories. More importantly, calling things ‘new’ and pointing to a discontinuity also happens to be practiced frequently in the political discourse. Evidence suggests that such ‘accounts of the radically new are all too easily transformed into accounts of the radically dangerous’ (Bigo 2006a). They are used to mobilise political support and to legitimise exceptional measures, a topic that is also exposed and problematised in this book (see, for example, Chapters 2 and 7, this volume). Newness only makes sense against the backdrop of continuity.

Infrastructure Buildup Is A Response To System-Vulnerability - Securitization Of Industrial Assets
Collier & Lakoff 8

(PhD in Anthropology @ Berkeley & PhD in Sociocultural Anthropology @ Berkley (Stephen J. & Andrew, “The Vulnerability of Vital Systems: How “Critical Infrastructure” Became a Security Problem” The Politics of Securing the Homeland: Critical Infrastructure, Risk and Securitisation 2008 http://anthropos-lab.net/wp/publications/2008/01/collier-and-lakoff.pdf)//JES
In this chapter we ask: Where did this distinctive way of understanding and intervening in security threats come from? How did “critical infrastructure” come to be regarded as a national security problem? We argue that critical infrastructure protection is best understood as one response to a relatively new problematization of security. As Foucault writes, a new problematization occurs when something has “happened to introduce uncertainty, a loss of familiarity; that loss, that uncertainty is the result of difficulties in our previous way of understanding, acting, relating” (Foucault 1994: 598). As we will show, at pivotal moments in the twentieth century, technological and political developments rendered prior security frameworks inadequate, and forced experts to invent new ways of identifying and intervening in security threats. Specifically, what emerged was a way of understanding security threats as problems of system-vulnerability. The task of protecting national security came to include attention to the ongoing functioning of a number of vulnerable systems that were seen as vital to collective life. The paper follows a series of important moments in the twentieth century history of system-vulnerability thinking: the interwar articulation of strategic bombing theory in Europe and the United States, which focused on the “vital targets” of an enemy’s industrial system; the development of defense mobilization and emergency preparedness in the Cold War U.S. as a means to defend the industrial system against a targeted nuclear attack; the emergence of all-hazards planning and “total preparedness” as paradigms for response to disruptions of vital systems; and the widespread diffusion of formal models for assessing the vulnerability of vital systems (see figure 1). The culmination of the story takes place in the late 1970s and early 1980s, among a relatively peripheral group of experts who were thinking about new challenges to national security. These experts had turned their attention to emerging threats – such as energy crises, major technological accidents, and terrorist attacks – that did not fit within the strategic framework of the Cold War. These new threats, they theorized, could not be deterred, and their probability could not be calculated. In this context, they began to draw together techniques and organizational forms developed earlier in the century to define a broad approach to mitigating the perceived vulnerabilities of the nation’s critical systems. From their perspective, the ongoing functioning of such systems was a matter of national security. This approach to security problems was identified as central to post-Cold War national security in documents such as Critical Foundations, cited above.

Infrastructure is heavily securitized because it is believed that in total war, industrial systems will be targeted

Collier and Lakoff 9
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But the most important area for the initial development of the concepts and techniques of vital systems security was military conflict and military preparedness, the classic domains of sovereign state security. In particular, this development was linked to a specific moment in the history of warfare, when the paradigm of sovereign state security was undergoing a significant transformation related to the rise of total war. Total war, of course, involves the systematic incorporation of the national economy and population into the war effort – in other words, it was one intersection between population security and sovereign state security. But it was simultaneously a context in which national economies began to be rethought as collections of vital systems. In the 19th century, total war was associated with the advent of national armies and mass conscription. But by the beginning of the 20th century, it referred to a form of warfare that enlisted the full resources of a country – including its productive apparatus – into military effort. This new form of industrialized total war consolidated during World War I, when all the major combatants introduced new forms of economic planning and coordination – particularly of energy, critical materials, and manufacturing – to contribute to the war effort. This development opened a significant new horizon of strategic thinking for military planners. If national populations and domestic economies were key instruments of warfare, then they could also be conceived as strategic targets. In the waning months of World War I, and then with increased intensity during the interwar period, this new understanding of the domestic economy and polity – as a key instrument of war and thus as target of attack – was developed in the theory of strategic bombing. After World War I, there were two distinct schools of strategic bombing. One focused on “terror” bombing that targeted civilians in order to break their will to contribute to the war effort. The other, which explicitly rejected terror bombing, introduced a different rationale for air war: not to attack enemy forces or civilian populations, but to attack the industrial systems, and the transport and energy infrastructures, upon which an enemy’s war effort depended. Theorists of this second approach developed a new understanding of the national economy – as an interlinked network of critical systems that might be disrupted through air attack. One important locus for developing this new understanding 5was the U.S. Air Corps Tactical School, the most important institution in the development of strategic bombing in the United States. Theorists at ACTS began to think of enemies not in terms of their military forces and capabilities but in terms of the productive capacities and infrastructural networks that were necessary for the enemy to engage in full-scale war. They focused in particular on “choke points” or “vital nodes” – key factories, transport arteries, and energy systems – that, if destroyed, could disrupt important parts of an enemy’s industrial system. In doing so, they outlined a new way to “know” national economic systems: not in terms of productivity and welfare – the concerns of population security – but in terms of their vulnerability to attack and disruption. It is worth noting here that the qualifier “vital” was widely used in military discussions to designate targets or objectives that were critical to strategic goals. With strategic bombing, “vital” came to bear an additional meaning, referring to the systems upon which society and economy depend. The emphasis on targeting ‘vital nodes’ was important in formulating U.S. air strategy during World War II, although there is dispute about its effectiveness. Moreover it should be distinguished from the more well-known U.S. air war strategy of carpet bombing. Here, however, our concern is just to illustrate the style of reasoning found in an approach to strategic bombing oriented to disrupting an economy’s vital systems. In some cases, it was used to aim at targets that were vital to a specific theater of battle. For example, before and during D-Day the Allied forces carried out a Transportation Plan that targeted specific sites such as the Juvisy Train Yards, pictured here before and after aerial bombing. The vulnerable, vital system, in this case, was a local node in a transportation network used for moving materiel and troops to an active front. In other cases, vulnerability was conceived in terms of entire economic sectors, for example in the Allied campaign to destroy the German chemical industry. 

Infrastructure is used to create systems of dominance and control

Flyvbjerg 2
(professor of Planning at Aalborg University Denmark and chair of Infrastructure Policy and Planning at Delft University of Technology (Bent, “Planning and Foucault: In Search of the Dark Side of Planning Theory,” Planning Futures: New Directions for Planning Theory, http://flyvbjerg.plan.aau.dk/DarkSide2.pdf//NDW)

The value of Foucault’s approach is his emphasis on the dynamics of power. Understanding how power works is the first prerequisite for action, because action is the exercise of power. And such an understanding can best be achieved by focusing on the concrete. Foucault can help us with a materialist understanding of Realpolitik and Realrationalität, and how these might be changed in a specific context. The problem with Foucault is that because understanding and action have their points of departure in the particular and the local, we may come to overlook more generalised conditions concerning, for example, institutions, constitutions and structural issues Foucault’s critique, in Discipline and Punish, of Jeremy Bentham’s panopticon is perhaps the archetypal example of this linkage (Foucault 1979). Bentham published his plan for the panopticon in 1791. The object was to create a prison arranged in a ‘semi-circular pattern with an inspection lodge at the centre and cells around the perimeter. Prisoners ... in individual cells, were clearly open to the gaze of the guards, but the same was not true of the view the other way. By a carefully contrived system of lighting and the use of wooden blinds, officials would be invisible to the inmates. Control was to be maintained by the constant sense that prisoners were watched by unseen eyes. There was nowhere to hide, to be private. Not knowing whether or not they were watched, but obliged to assume that they were, obedience was the prisoners’ only rational option’ (Lyon 1993, 655-656). Foucault explains the panopticon as a physical space which, through its design, permits physical functions such as surveillance and control of prisoners, and in so doing makes possible the prevailing modern social discourses of punishment, reform, and education (Marks 1995, 75). The panopticon therefore serves as an axiom for contemporary sociopolitical conditions, illustrating how surveillance and control are reproduced in the fine grain of daily life, in cities where ‘factories resemble schools, barracks, hospitals, which all resemble prisons’ (Foucault 1979, 228). The construction of the panopticon therefore creates a social ‘space-time’: it creates or makes possible a particular set of practices and knowledges that are specific in both space and time. In this way, social norms are embedded in daily life, and the individual is ‘constructed’ to think and act in particular ways. Through this type of analysis, it becomes possible to understand, for example, how different planning policies construct their own ‘space-time’. For example, discourses of personal freedom and mobility may require transport policies which produce transport spaces which are dominated, for example, by high speed private transport, at the expense of other types of movement. In this way, the late-modern individual is constructed as increasingly mobile, rejecting barriers to freedom of movement. The pattern of daily life adapts to the opportunities of increased mobility, and land use patterns shift to accommodate the new trends. Conversely, discourses of accessibility, which recognise the mobility needs of those who, for example, do not have access to a car, or wish to travel by other modes, may require policies which intervene to restrict the opportunities of movement by private car. Physical spaces may be characterised 

by pedestrianisation and traffic calming.

Interconnected Link
The affs attempts to make different aspects of society or the world more connected through______to create peace, will only backfire and trigger more securitization
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(Myriam Cavelty, lecturer and head of the new risks research unit at the Center for Security studies. Kristian Kristensen, PhD candidate working with the Research Unit on Defense and Security at the Danish Institute for International Studies,Securing ‘the Homeland’ Critical infrastructure, risk and (in)security pg54-55)

With the establishment of the Department of Homeland Security, the overall‘ organisational framework of CIP in the US was also restructured. This step’; praised as a step towards pulling down the artificial walls between institutions that deal with internal and others that deal with external threats, had been previously legitimised by countless arguments to the effect that the boundaries between ‘inside’ and ‘outside’ had been dissolved in the ‘new threat environment’. CIP became one of six ‘critical mission areas’ to reduce vulnerability for ‘the homeland’, and previously established structures and agencies were rated or abandoned. CIP was thus completely absorbed into a concept representing ‘a new triad of prevention, protection, and response’ (Hart and Rudman 2001: also DHS 2004: 3). In September 2002, the President’s Critical Infrastructure Protection Board released a draft version of its National Strategy to 1 Secure Cyberspace for public comment, which described a general strategic overview, specific recommendations and policies, and the rationale for these actions. After a public vetting process that signalled that cyberspace security was still viewed as a public—private partnership, the final version appeared in 1 February 2003 (Bush 2003a). It was closely followed by a National Strategy for l the Physical Protection of Critical Infrastructures and Key Assets (Bush 2003b), once again clearly showing that critical infrastructure protection was no longer shorthand for cyber-security. The cornerstone of both documents, again, is the implementation of a public—private partnership (Bush 2003a: ix; 2003b: 17). V‘ On the surface, the threat frames established by the PCCIP report remained in place after 9/ 11. However, at least initially, the threat subject was narrowed down to the specific enemy image of Muslim terrorism, while the main focus in public hearings was on the possibility of terrorists using cyber-means for attacks (Bendrath et al. 2007; Conway, Chapter 5, this volume). As in so many other areas, this was sufficient legitimisation to usher in some radical changes: the USA PATRIOT Act, which entered into force on 26 October 2001, contains some of the most substantial changes to US federal cyber-crime laws since the last major revisions of 1996 and amended the Computer Fraud and Abuse Act in 1 several controversial areas. The granularity of what was to be understood as part of the referent object also changed. In his Executive Order of 8 October 2001, George W. Bush expanded the sectors included among critical infrastructures to encompass nuclear material, agriculture and ‘special events’ of ‘national

significance’ (Bush 2001a: sec. e, 4). This was followed by other documents A that added the chemical industry, postal services and shipping to the list (Bush 2002: 31). When the concept of criticality, and accordingly the notion of what is I to be secured, is expanded from interconnected physical networks to include everything with emotional significance, almost everything becomes an infrastructure, and everything is potentially critical: even a minor event of little apparent significance can potentially trigger largely unpredictable cascading effects throughout a large number of sectors. This not only creates great challenges for any protection policy, but also an even greater sense of vulnerability and urgency. Like before, the dilemma is resolved by arguing in favour of the idea of distributed security: first, the federal government argues that there is a great and urgent need for securing the critical infrastructure on which everything depends. Second, it argues that it cannot achieve this by itself. Third, it tires to give away responsibility and, as Kristensen shows in volume (chapter 3),  does so by encompassing the tools and the rationale if risk management. Despite this, CIP seems never to have been a priority for the Bush administration. For one thing, it has become bogged down in the details of implementing its own twin strategies, and continues to draw criticism for including thousands of assets in the so-called National Asset Database, which, as of January 2006, contained over 77,000 entries (Moteff 2006, 2007: 25), of which it appears that many have more local than national importance. More importantly, however, despite the rhetoric of how important the protection of critical infrastructures is for the nation, the pursuit of security through attacks on foreign enemies seems much preferred over the often ‘nitty gritty’ details of preparedness and response, so that distributed security seems an even more attractive option. To argue again and again that complete risk avoidance is not possible is a failsafe way to ensure that in case of an incident, blame does not hit the top echelons of decision-making as hard as might otherwise be the case.

International Trade Link
The idea of international trade and commerce destroys the sanctuary of the border, triggering insecurity against the outsiders.
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(Myriam Cavelty, lecturer and head of the new risks research unit at the Center for Security studies. Kristian Kristensen, PhD candidate working with the Research Unit on Defense and Security at the Danish Institute for International Studies,Securing ‘the Homeland’ Critical infrastructure, risk and (in)security pg64-66)


The border is the ultimate place of sovereign control demarcating inside from outside. It has a central symbolic function as the external face of the state. It is supposed to be impregnable and controlled by the state. ‘Citizen’ and ‘noncitizen’, ‘illegal’ and ‘legal’ entry, ‘legitimate trade’ and ‘smuggling’ — all these  labels are used to characterize the subjects crossing the border into the territorial space of the state. Borders play an essential function in the production of state sovereignty, security and territorial integrity. The border is the symbolic beginning and end, as well as the primary point of control and surveillance of the state (Bigo 2001: l0l). Inside, the social contract applies; outside, there are no such guarantees. This concept of borders and sovereignty has, of course, always been an idealized theoretical description — no such thing as a secure border has ever existed. However, the ideal is an exact description of a pure form, and this pure form of border and security is the conceptual ideal on which the modern nation state is founded (e.g. Hertz 1957; Hinsley 1967; Morgenthau 1948; Kratochwil 1986). This ideal has lived side by side with a sedimented practice that has stabilized inconsistencies between practice and theory, and has reproduced the symbolic value of borders in delimiting sovereign space as well as their practical 4 function as points of control and passage into the inside (Lapid 2001: 8). Borders create places where sovereign power is legitimated — they establish the spatial beginning of the Hobbcesian contract. This practice of state sovereignty at the territorial border has, however, for some time been challenged. Global flows of trade, investment, migration and commerce, it is argued, put the sovereign state under functional pressure. This pressure changes the character and function of borders as barriers to movement, and as points of sovereign control. Globalization favours freedom and the creation of a ‘space of flows’ decoupled from territorial constraints (Castells 2000; Anderson et al. 2002; Sassen 1996). The functions of borders are in the process Of changing from ‘being boundaries that are heavily protected and militarized to [being] more porous, permitting cross border social and economic integration’ (Hertzog 1996: 84). Thus, the state and the ‘world of states’ (Blatter 2001: 175) are changing as a consequence of changed border practices. The effects of globalization also manifest themselves in relation to security. Society, it is argued, is threatened by these new trans-border flows. For the Western societies, the threat from this new condition of porous borders has been politically conceptualized as being closely entwined with immigration (e.g. Bigo 2000; Waever et al. 1993), as well as terror and organized crime (Andreas 2003; Guild 2003). The state is caught in a dilemma; on the one hand, it has to allow the economically essential flows of globalization. On the other hand, flows of people and things cannot be controlled as in the Westphalian ideal, leaving both state and society vulnerable (Biersteker 2003: Rudolph 2005). This leads to new border policies blurring the distinction between inside and outside (Walker 1993; Beck 2003), thus also blurring the distinction between external and internal security (Bigo 2000; Lutterbeck 2005). The border is detenitorialized or debordered (Andreas 2003: 98; Blattcr 2001: 176f.). These developments move the sovereign task of providing security away from the border and change its character. Much of the literature that is based on this assumption of a blurring of the distinction between inside and outside focuses on how internal security dynamics are pushed outwards (Bigo 2000: 17lff.). This is especially true for the way in which the state manages the outsider (asylum seekers, immigrants etc.) and how this subject, in state practices, is associated with terror (Bigo 2000: 174; Bonditti, Chapter 6, this volume; Huysmans 2004). A number of studies have empirically investigated this debordering of the border both in Europe and in America. For instance, developments in Europe displace border controls from the territory of individual states to the EU’s external borders as well as to the territory of third countries (Boswell 2003; Huysmans 2000). Similarly, US Policy towards Mexico has consisted of pushing its anti-immigration efforts as well as counter-terrorism policies into Mexican territory, while still strengthening controls at the border (Andreas 2003; Serrano 2003). Similarly, the US ‘war on drugs’ can be seen as an outward displacement of practices traditionally carried out at the border (Andreas 2000). Thus, a widespread and well investigated (and criticized) change in border policies is taking place. States are extending their border policies from the state boundary in order to secure their own societies. However, this change is not a solitary trend occurring in isolation. it Coincides with a reverse movement; at the same time, various forms of security Policy are moving inside, into the territory of the state. The sense of security provided by borders – especially in the US – was seriously impaired by the 1 1 September 2001 attacks. The idealized and traditional conception of borders was destabilized, because ‘insecurity is now seen as something “in here” as well as “out there”’ (Salter 2004: 71). The attacks of 11 E September 2001 constituted yet another attack on the state’s ability to maintain the ideal of a secure inside delimited from the outside by its borders. In the words of Secretary Ridge: ‘it would be a horrible mistake to conclude that there 1 aren’t some Al Qaeda operatives within this country’ (Ridge 2002). From this perspective, the events of 11 September 2001 introduced insecurity, and thus all potential state of nature, inside the state. This explains the vehement US!response to 11 September 2001. Major efforts have to be undertaken to rearticulated late the distinction between the ‘secure homeland’ and the still dangerous‘ outside. As noted above, a lot of investigative work has been undertaken to ‘El analyse how security policies are moved to the outside. CIP, on the other hand,‘ shows how security policy is equally moved into the inside. Basically, providing security through traditional border policies is increasingly rendered difficult and insufficient. The sense of security lost as a consequence of 11 September 2001 entails increased efforts to recreate security by moving it ‘inside’ into the sovereign territory and thus into society.

Middle East Link
The idea of rouge states and religious extremism are discursive practices used in enemy creation.

Cavelty and Kristensen 8

(Myriam Cavelty, lecturer and head of the new risks research unit at the Center for Security studies. Kristian Kristensen, PhD candidate working with the Research Unit on Defense and Security at the Danish Institute for International Studies,Securing ‘the Homeland’ Critical infrastructure, risk and (in)security pg 138-139)

Another interesting aspect can be observed in this spatialization of the terrorist threat. It is particularly tangible when considering the State Department’s Patterns of Global Terrorism. This annual report aims at describing the evolution of so-called ‘terrorism’. On a statistical basis, the analysis is organize around the main geographical areas (South America, Europe, Middle East, Central Asia etc.) and identifies issues of major concern regarding political violence. During the 1980s, a hierarchy was established between them: the first three areas in order of importance were Europe, South America and the Middle East until 1985; the Middle East, South America and Europe (the latter mainly as affected by the ‘Middle East terrorism spillover’) in the late 1980s; and in the l 1990s, the main focus was on the Middle East. A close reading of Patterns of Global Terrorism reveals that the geographical space of terrorism progressively moved from Europe to the ‘South’, and especially to the Middle East. In the 1980s, these analyses resonated with those developed within the Pentagon by high-ranking military officials who were arguing for the necessity to adapt US military forces to a new kind of war they called low-intensity conflicts (LIC) and  that were to be mainly located in the ‘unstable Third World’, or the ‘South’,which was perceived as being threatened by Soviet expansionist interests. In the 1980s, those high-ranking officials from the Pentagon reactivated the counterinsurgency doctrine applied in Vietnam in the 1960s as part of the LIC doctrine, in which counter-terrorism activities became one of the six fields of concern (Klare and Kornbluh 1987). Taken together, those analyses drew the picture of a geographical shift that was supposed to correspond to a move from an ideological (Communism) a religious (Muslim) motivation of terrorism. This move was rendered possible by a particular perception of transnational violence by US agencies that have long tended to understand it as a tool of foreign policy. There was a tendency in the late 1970s/early 1980s to accuse the USSR of being the main instigator of worldwide terrorist attacks. From 1979, and under the requirement of the Export Administration Act, the State Department identified so-called ‘State Terrorism’ in a list available in Patterns of Global Terrorism. Thus was institutionalized a list of entities banned from the inter-state system because of their support of ‘terrorism’. In addition to countries such as Cuba, Nicaragua or North Korea, which were listed in the 1980s, four of the six states listed in 1990 Were Muslim countries: Iran, Iraq, Syria and Libya (in addition to Cuba and North Korea). These were subsequently designated as so-called ‘rogue states’, new enemies of the free world in the globalized post-bipolar era of the 1990s. This association between political violence and some particular states can be understood as the product of the historical necessity that works with sovereignty. For the military forces to be engaged in the fight against ‘terrorism’, the Pentagon actually requires clear state enemies, just like the State Department requires states to engage in a diplomatic process aiming at curbing political violence. This is also our understanding of the designation of the Axis of Evil by President George W. Bush after 11 September 2001(see also Brunner, Chapter 7, this volume.)

Navy Link
Navy Policy Is Entrenched In Anti-Soviet Sentiment And Promotes Violent Peace

Rogers 8

(professor of peace studies @ Bradford; part of Oxford Research Group a prestigious group made up of internationally-renowned security experts (Paul, “Global Security and the War on Terror: Elite Power And Illusion Control” 2008 pgs.)//JES

This military readiness could just as easily be applied to other conflicts and proxy conflicts with perceived Soviet surrogates or other forces which were considered to threaten US security interests. This second aspect of the Maritime Strategy was termed ‘keeping the violent peace’ in the third world, and naval forces such as aircraft-carrier battle groups and amphibious warfare ships were essential for such a strategy. According to two US navy commanders, Robinson and Benkert, it differed from the requirements for global war with the Soviet Union in three broad ways. First, a wartime strategy, in their view, concentrates on countering overt Soviet aggression while: ‘peacetime strategy objectives are more diffuse and perhaps best characterized as furthering an ill-defined set of interests of which countering the Soviets is only part, although a very important part’. Second, a violent peace strategy is inherently less structured and clear-cut in its objectives and processes. Finally, political and diplomatic considerations may dominate or circumscribe military considerations, at least in the early stages of a particular crisis. Within this context, the major aims of a violent peace strategy are: Protecting sea lines of communication and transit rights; Allowing the United States continued access to resources and markets; and Demonstrating US interest overseas. Throughout the early 1980s, the build-up of US force projection capabilities went hand-in-hand with an increasingly aggressive maritime strategy and a belief by the Reagan administration that US interests, especially in Southwest Asia and the Caribbean, were directly at risk.
Private Public Link
Public Private partnerships will lead to the securitization of the domestic space legitimizing violence and prevents any positive results

Cavelty and Kristensen 8

(Myriam Cavelty, lecturer and head of the new risks research unit at the Center for Security studies. Kristian Kristensen, PhD candidate working with the Research Unit on Defense and Security at the Danish Institute for International Studies,Securing ‘the Homeland’ Critical infrastructure, risk and (in)security pg8-10)

In many countries, the provision of energy, communication, transport, financial services and healthcare have all been, or are being, privatised as previously protected markets are deregulated (Héretier 2001, 2002). However, while liberalisation has in many cases improved efficiency and productivity, it has also led to concerns regarding the accessibility, equality, reliability and affordability of services. In a non-liberalised economy, the state assumes the responsibility as well as the costs of guaranteeing functioning systems and services. Clearly, assigning responsibility for securing such systems and services is becoming a major issue in a liberalised global economy (Andersson and Malm 2006). In this light, and given the growing importance of information and knowledge that resides within the private sector, how is the state to protect something that, by definition, is beyond its domain of control? The answer is simple: by closely working with the private sector. It comes as no surprise, therefore, that the state seeks to integrate the private owners of critical infrastructure in CIP practices by means of so-called public—private partnerships and information-sharing initiatives (Suter 2007).Once again, there is nothing new in the perception of the economy as being important for national security. As Collier and Lakoff point out, the complex interdependencies of modern economic systems were seen as their essential weakness as early as the 1930s. One defining moment in the history of CIP was when ACTS theorists came to see the US ‘as a collection of critical targets whose destruction would paralyse the economic system’. However, this aspect has been reinforced with the advent of globalisation and information-based economies. More importantly, efforts to involve the private sector in national security measures have transformed the private sector into a security actor that is empowered vis-a-vis the rest of society, but is disciplined by the security policies of the state, as shown by Kristian Soby Kristensen in Chapter 3. He investigates new ways of creating security in an environment of collapsed borders after September 2001 and argues that the traditionally sovereign act of making Society secure has moved into the domestic space. ‘Moving security into society requires engagement with the civilian and private actors of society’, he writes, and shows how the interaction between these two actors is conceptualised. The concept of risk in the CIP discourse ‘functions as an opener’ that allows the government to engage in security policy based on domestic logic. However, collaboration between the public and the private sectors has never been easy, as Dunn Cavelty’s analysis shows: discontent between the private sector and government is deeply rooted in continuing struggles over the definition of “national security’ in the domain of information security. In view of this circumstance, major efforts are undertaken to legitimise ‘new’ practices of security that seek to distribute responsibility for protecting critical infrastructures. Through the ‘securitization of private actors’ (Kristensen), the public/private distinction is effectively broken down (cf. Abrahamsen and Williams 2006; Leander 2006). But in fact, another binary distinction of long standing is demolished — that between inside and outside. In this area, Didier Bigo has published seminal work on the functional and geographical extension of internal security, the export of policing methods and the import of military operations in the national arena (Bigo 1994, 2000). But this distinction is affected in a rather peculiar way by CIP. As Kristensen points out, CIP and homeland security ‘rearticulate the relationship between security and territory’ by providing a way of providing (national) security inside sovereign space. In other words, through CIP, efforts are made to recreate the protective functions of borders inside society. We can therefore observe a double move: at the same time as border policies are exported to the outside, some forms of security policy equally move inside, into the territory of the state. Elgin Brunner shows in Chapter 7 that the moving of security practices into domestic space is not only done with the help of the concept of ‘risk’, but also with the help of military language and logic: offensive measures are undertaken in the name of defence. As a consequence of the attacks on New York and Washington in 2001, the dichotomy of the safe ‘inside’ as opposed to the anarchic and dangerous ‘outside’ no longer applies: ‘home is no longer a safe haven’. By constructing the threat as already being inside US territory, particular strategies for action and rationalities are legitimised. But rather than showing how the state wants to recreate a sense of security for the homeland (as Kristensen does), Brunner shows how the external realm is discursively used in Order to push for certain measures at home, so that the homeland security discourse shortly after September 2001 leads to a ‘semantic militarization of the domestic space’ based on gendered principles. Conway also demonstrates that the active intertwining of home/abroad, safe/unsafe and the breaking down of inside/outside works as a mobilising device, arguing that the continued hyping of ‘cyber-terrorism’ in the media is also justified by ‘separating the inside from the outside, the offline versus online, and the “real” or physical from the virtual or imagined’. But, as seen above, CIP not only breaks down distinctions, it also creates new borders and spaces, such as ‘zones of marginalisation’. Bonditti, whose analysis focuses on how security practices ‘spatialise’ the threat of terrorism by territorialisation, de-territorialisation and technologisation, sees the emergence of ‘two different spatio-temporal imaginaries’. The first of these is governed by the geographical territory, in which borders work as lines of demarcation; the other one is governed by fluidity, as exemplified by cyberspace. But he also notices an almost schizophrenic tendency of US security professionals to both territorialise (through the concepts of ‘rogue states’ and ‘terrorism’)  and de-territorialise (‘cyber-terrorism’) the threat of terrorism. The first can be called ‘spatial fetishism’, a tendency to reduce the units of analysis to territorially demarcated national states, a phenomenon that is elsewhere called ‘the resilience of the sovereignty frame’ (Walker 2006: 154-9). For many, the term ‘homeland security’ invokes the image of a secluded, delimited and thus ultimately defendable and securable place, where critical infrastructures make up the innermost layer, the core of the US homeland’.

Protection Link
The protection of our infrastructures exemplifies security discourse through out our society.  
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(Myriam Cavelty, lecturer and head of the new risks research unit at the Center for Security studies. Kristian Kristensen, PhD candidate working with the Research Unit on Defense and Security at the Danish Institute for International Studies,Securing ‘the Homeland’ Critical infrastructure, risk and (in)security pg4-5)

This book presents two perspectives on CIP: a narrow one and a broad one. These two conceptions of CIP are the principal ordering principle of the chapters in this volume, which range from the more narrow conception to the broad conception. The narrow perspective on CIP (Part I) is closely associated with how it is represented in the mainstream political discourse. This understanding has 2 technical character linked to the engineering aspect of infrastructures, and is predominantly the purview of engineers and public policy pundits rather than of political scientists (cf. Radvanovsky 2006; Auerswald et al. 2006). From this perspective, CIP programmes focus on mitigating the vulnerabilities of system: to a variety of potentially disruptive events, an approach known as ‘all-hazards approach. CIP is thus not focused on interdicting terrorists, but on making sure that if a terrorist attack (or any other event) should occur, its consequences will not be calamitous. In other words, CIP is not a policing practice, but a preparedness practice. In fact, CIP elegantly sidesteps the policing problem. Given that it is difficult to predict, deter or prevent a terrorist attack, one alternative is to develop mitigation measures, by creating systems that are resilient enough to ensure that an attack will not have catastrophic effects. Thus, CIP approaches the threat of terrorism not through surveillance and interdiction, but through different form of security that is oriented toward ensuring the continuous functioning of critical systems.1 The second, broader perspective sees CIP as an important subset of homeland security and counter-terrorism (Part II). In this understanding, CIP is also about technology of control, constituting both a threat and a means of protection, and technological developments within a broader social and political frame, including surveillance. In this view, CIP functions as a framework for the establishment of new degrees and techniques of control over the properties and processes of life. The important point here is the conflation of the human body, of technology and of knowledge in the practice of CIP. This view introduces a double or ‘reflexive’ aspect of CIP: its focus on technologies shows how some critical infrastructures, most often in the form of information technologies, are used to protect other critical infrastructures and how the information infrastructure is used to protect itself. This view also stresses the danger of the creation of inside/outside spaces or zones of marginalisation through CIP practices, by asking who is protected and who is not; and eliciting who is in fact becoming a potential target of CIP practices. The representation of both viewpoints is of central importance for understanding, on the one hand, how CIP is situated in the wider discourse of homeland security and counter-terrorism (Part II) and, on the other hand, how this wider discourse is affected by the way in which CIP is conceptualised as part of it (Part I). In order to capture this interrelation, the first Part of this volume focuses on CIP as a security practice emerging at a specific point in time, clearly linked to what we look at in the second part: the perception Of terrorism as the prime threat in today’s security environment and how this Perception influences security practices in a broader sense.

Ports/Airport Secuirty Link
The securtization of our infrastructure is rooted in apocalyptic rhetoric 

Cavelty and Kristensen 8

(Myriam Cavelty, lecturer and head of the new risks research unit at the Center for Security studies. Kristian Kristensen, PhD candidate working with the Research Unit on Defense and Security at the Danish Institute for International Studies,Securing ‘the Homeland’ Critical infrastructure, risk and (in)security pg3-4)

Thus, rather than claiming to look at something radically new, this volume presents the phenomenon of CIP as a ‘specific imbrication of continuity and discontinuity’ (Aradau and van Munster 2007: 90), as belonging to a series of events that both preceded and succeeded its birth and evolution, but with distinguishable implications for security. In this understanding, recent developments follow the pathways inscribed by ‘old’ logics and are the outcome of a trend based on proposals that can be traced back a long way, as a large number of chapters point out (Chapters 1, 2, 4 and 6). By highlighting the continuities and relatively subtle adjustments of CIP as a concept and as a practice, this book helps to play down the 11 September 2001 attacks as a key moment in a narrative ‘of an onrushing apocalypse’ (Bigo 2006a). Such an approach is all the more warranted because much of the (recent) debate has been driven by politics of near-hysteria on the threat construction side: The CIP discourse is riddled with ‘policies based on worst-case scenarios’ (Kristensen, Chapter 3, this volume) as epitomised by ‘shut-down-the power-grid’ stories (Conway, Chapter 5, this volume). At the same time, we are aware that we are shooting at a moving target: CIP is not a static concept, and it is still evolving. When seen as a ‘policy window’ (Kingdon 2003), 11 September 2001 made a number of things possible in the realm of CIP, the most obvious of which is the establishment of the DHS and a complete organisational revamp of the previous CIP ‘assemblage’. The 2001 attacks thus clearly belong to a series of defining ‘moments’ for the evolution of the concept — but this volume shows that there were others. For example, as Collier and Lakoff (Chapter 1), Dunn Cavelty (Chapter 2), and Der Derian and Finkelstein (Chapter 4) point out, the shift from a specific emphasis on systems that are essential for military production to a broader concern with the vital systems that are essential for the economic and social well-being of the entire nation was absolutely crucial in the rise of CIP to high prominence, as was the change of emphasis from physical infrastructure to information infrastructures (and lately back again). A ‘constructivist/reflexive’ approach (C.A.S.E. Collective 2006: 445) to security allows the contributors to track the transformation and evolution of critical infrastructures (and closely related issues of homeland security) into a security problem and to analyse how practices associated with critical infrastructure protection constitute, and are an expression of, changing notions of security and insecurity. The book also explores the rationalities at play as well as the effects of these security practices, and looks at the implications for our understanding of security and politics today. Explicitly (and at times implicitly) using the techniques provided by Foucault for scrutinising both the practices of language and the creation of objects through institutional practices (Foucault 1994b; Dreyfus and Rabinow 1982: 104), the chapters in this book embed CIP as a concept and CIP as practice in a changing security environment. Situated somewhere between the Copenhagen and the Paris schools of security, the volume looks at aspects of ‘securitisation’ as well as at practices, audiences and contexts that enable and constrain the production of a specific form of govemmentality as exemplified by CIP (C.A.S.E. Collective 2006: 457; cf. Huysmans 2006: 5 and 8). Since critical infrastructures and their protection, as a distinct security concept, are largely constructs of the US government and have lately been reconfigured by the aspiration to fight terrorism abroad and at home at the same time, this book naturally focuses mainly on the US discourse and practice.

Risk Assessment Link
Infrastructure risk assessment engages in a securitized mapping that dehumanizes the domestic population
Hagmann & Cavelty 12
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However, precise and ‘actionable’ knowledge of looming danger is quintessential to security politics, the shift to new security narratives notwithstanding. Without conceptions of existing or upcoming collective dangers, security schemes are neither intelligible nor implementable. Whether the matter at hand concerns the installation of hi-tech body scanners at airports, the construction of avalanche barriers in the Alps or diplomatic initiatives for a global anti-terror alliance, any security agenda is rhetorically and politically grounded in a representation of national or international danger. In recent years, the epistemological foundations of security politics have been addressed by reflexive and critical approaches, a literature that enquires into the formation, contestation and appropriation of (in)security discourses. Situating itself in this broader literature, this article focuses on national risk registers as a particular means for authoritative knowledge definition in the field of national security. National risk registers are fairly recent, comprehensive inventories of public dangers ranging from natural hazards to industrial risks and political perils. Often produced by civil protection agencies, they seek to provide secure foundations for public policymaking, security-related resource allocation and policy plan​ning. Evaluating and ranking all kinds of potential insecurities, from toxic accidents and political unrest to plant diseases, thunderstorms, energy shortages, terrorist strikes, wars and the instability of global financial markets, risk registers stand at the intersection of the broadening of security politics and the adoption of risk logics. This positioning notwithstanding, the topic of risk registers as systematic ministerial attempts at authoritative definition of public danger has received little to no attention in the security studies literature – or any literature, for that matter – so far. Reflexive security studies has focused on the creation of new danger narratives for single cases such as migration or HIV/AIDS (Huysmans, 2000; Elbe, 2008), or on the rationalization of uncertainty through risk logics in the distinct case of terror​ism (Rasmussen, 2002; Buzan, 2006; Amoore and De Goede, 2008). In other cases, it has also looked at the role of sovereign decisions in the production of knowledge (Williams, 2003; Aradau and Van Munster, 2007), the knowledge inputs of distinct security professionals such as the police (Bigo, 1996), the limits of knowing in particular (Daase and Kessler, 2007), or the role of science and scientific data in the production of public danger notions more generally (e.g. Büger and Villumsen, 2007; Villumsen, 2008). A recent inquiry into catastrophic futures, too, has some interfaces to the world of risk registers, though it deals more particularly with one specific type of anticipatory governance characterized by ‘radical unknowability’ (Aradau and Van Munster, 2011: 5). In contrast to those contributions, risk registers are not about individual dangers, extreme risks or tipping points, but about mapping the territory of national insecurity as broadly and comprehen​sibly as possible. They are governmental technologies for making sense of a world that is seen to be so crowded with potential security issues that choosing the ‘right’ issues on the basis of ‘objec​tive’ and scientific criteria has become the prime goal of security professionals, thus pushing to the background discussions about how to actually deal with those issues. National risk registers, then, are also tools for dealing with unknowability, or the limits of knowledge more generally, but they are not about making particular unexpected events – or catastrophes – actionable and governable. Instead, they are about the management of insecurity in the broadest sense, as they provide seem​ingly incontestable and neutral mechanisms by which danger potentials can be prioritized in a cost-effective way. In that sense, national risk registers are an integral constituent of a larger politics of insecurity. Though connected to the politics of catastrophe, they advance a different regime of knowledge and distinct modes of governing. Indeed, risk registers advance an analytical agenda that shapes the way in which the larger orga​nization of public danger is to be understood in the first place, and they also define which authorities are entitled to define danger on behalf of a political collective. Risk registers are hence situated in proximity to other domestic risk technologies and strategies that seek to make the future calculable (Hacking, 1990). However, such registers also differ in several ways from the technologies employed by the ‘managers of unease’ (Bigo, 2005). Most importantly, while the latter are mainly focused on identifying potentially disruptive individuals or groups, risk registers are interested in ‘themes’ of a diverse nature, advancing a depersonalized and even dehumanized image of security. Also, the type of knowledge that is empowered by risk registers is typically not actuarial or statistical in nature, but a type of expert-generated knowledge that is actively used to mask non-knowledge, and that is complicit in ‘feigning control over the uncontrollable’ (Beck, 2002: 41).

Transportation K2 Econ Link
Thinking transportations is key to the economy is part of vital systems securitization 

Collier and Lakoff 9 

(Stephen J. Collier is an assistant professor at the New School’s Graduate Program in International Affairs and phD in anthropology, Andrew Lakoff is an Associate Professor of Sociology, Anthropology and Communication (“On Vital Systems Security,” February 2009, http://www.gpia.info/files/u16/Collier_and_Lakoff_2009-01.pdf//NDW) 

The genealogy of vital systems security can be traced back along various lines. For example, as Timothy Mitchell has shown, the object of vital systems security was identified by early 20 th century industrialists facing strikes that could disrupt key nodes in chains of industrial production. In response, we see an early effort to think about the economy not in terms of productivity and wealth but as a collection of vulnerable, vital systems. Alternately, the distinctive way of treating events in vital systems security – as uncertain future catastrophes not “knowable” through analysis of past events – is found beginning in the 1930s when insurance experts took initial steps in establishing an actuarial framework for assessing earthquake risk. 

Transportation Link
Transportation infrastructure is viewed as one of our vial systems, which will be securitized for its vulnerability - increasing tension and the chance of war. 

Cavelty and Kristensen 8


(Myriam Cavelty, lecturer and head of the new risks research unit at the Center for Security studies. Kristian Kristensen, PhD candidate working with the Research Unit on Defense and Security at the Danish Institute for International Studies,Securing ‘the Homeland’ Critical infrastructure, risk and (in)security pg19-24)

In this section, we trace the genealogy of system-vulnerability thinking to the rise of total war and the development of strategic bombing theory. The term ‘total war’ refers to a shift in the very constitution of war. In the nineteenth and early twentieth centuries, wars among major European powers were no longer conceived or conducted as battles between sovereigns. Rather, wars were fought between entire nations and peoples, bringing military and industrial organization into ever closer contact. As Aron (1954: 88) put it in a classic statement, the rise of total war meant that ‘The army industrializes itself, industry militarizes itself, the army absorbs the nation; the nation models itself on the army’. In this context, strategists increasingly recognized that military strength depended on the economic and social vitality of the nation, and on the state’s capacity to mobilize and direct that vital strength to strategic ends. The rise of total war meant that the traditional distinction between the military and civilian spheres — at least in wartime — was eroded in a variety of ways. In mobilizing for war, states vastly expanded their interventions in collective life. These interventions included controlling the production and distribution of industrial products critical to the conduct of war, particularly in sectors such as metallurgy and machine building, as well as the construction or regulation of electricity, transportation, and communication systems. These mobilization efforts had their counterpart in a new type of strategic thinking. Military strategists recognized that, just as their own economic facilities were critical to mobilization efforts, the vital nodes of enemy industrial systems could be exploited as vulnerabilities. An attack on these critical nodes could weaken or completely disable the opponent’s war effort. Based on this line of reasoning, air power theorists developed a theory of air war — strategic bombing — in which such nodes constituted ‘vital targets’. The Italian air power theorist Giulio Douhet is generally credited with first articulating the theory of strategic bombing. As Meilinger (1997: 8) points out, Douhet’s approach was framed by the assumptions of total war. Douhet ‘believed that wars were no longer fought between armies but between whole peoples. All the resources of a country — human, material, and psychological — would focus on the war effort’. The rise of total war had an important strategic consequence, according to Douhet: ‘the nation would have to be exhausted before it would admit defeat’. The difficulty was that ‘in an age of industrialization, when factories could produce the implements of war in a seemingly inexhaustible supply’, the total defeat of a nation as a whole was an increasingly elusive goal, at least when pursued through conventional means (Meilinger 1997: 8). Douhet’s contribution, in this context, was to provide a compelling (if not entirely prescient) vision of strategy in future wars. Future warfare, Douhet argued, would not resemble the brutal defensive battles of attrition that had characterized the First World War. Rather, it would revolve around offensive actions, and particularly around offensive air power. The first task of strategic operations would be to achieve air dominance by disabling the enemy’s air force and air defence. Once command of the air had been achieved, long-range bombers would be deployed to attack the nation itself. Specifically - and for our purposes, this is the crucial concept in Douhet’s theory — these bombers would attack ‘the most vital, most vulnerable, and least protected points of the enemy’s territory’ (cited in Meilinger 1997: 4—5). Douhet identified five vital centres of a modern nation that were the key targets of strategic bombing: industry, transportation infrastructure, communication nodes, government buildings, and ‘the will of the people’ (Meilinger 1997: 11). The vulnerability of vital systems 21
Douhet did not substantially develop the theory of targeting beyond his general orientation to attack these vital targets. The most robust development of the theory of strategic bombing in the period between the wars took place in the US. In contrast to Douhet’s strategy of using strategic bombing to break the will of an enemy people, the characteristic feature of the US school of strategic bombing was its emphasis on the critical target — the key node in an infrastructural or industrial system that, if destroyed, could bring an entire enemy war effort to a halt. The most important centre for the development of US strategic bombing theory was the Air Corps Tactical School (ACTS). The ACTS also served as the training grounds for a large portion of the officer corps that applied the theory in developing US plans for air war in the Second World War (Faber 1997). ACTS theorists sought to identify the targets that were vital to a war effort, in particular through the development of the theory of the ‘industrial web’. Billy Mitchell, an air power advocate whose ideas prefigured important dimensions of the industrial web theory, had written in 1927 that attacks on a few key nodes would mean that ‘within a very short time the nation would have to capitulate or starve to death’ (quoted in Greer 1985: 57). The writing and teaching of ACTS theorists echoed this approach. They argued that the complex interdependencies of modern economic systems were their essential weakness. ACTS graduate and, later, instructor Donald Wilson wrote in 1938 that the modern economy was composed of ‘interrelated and entirely interdependent elements’ (quoted in Faber 1997: 218). By attacking the ‘essential arteries’, or, in another pregnant metaphor, ‘organic essentials’ of a modern industrial structure, one could quickly — and economically — paralyse an enemy war effort (quoted in Faber 1997: 219).One implication of this theory was that strategic bombing depended on detailed knowledge of the economic structure of the enemy nation. As ACTS theorist Muir S. Fairchild argued in 1938: Only by a careful analysis — by a painstaking investigation, will it be possible to select the line of action that will most efficiently and effectively accomplish our purpose, and provide the correct employment of the air force during war. It is a study for the economist — the statistician the technical expert — rather than for the soldier. (quoted in Clodfelter 1997: 85) The task of these experts would be to analyse the enemy’s industrial systems — steel fabrication, transportation, finance, utilities, raw materials, and food supply — in order to select the ‘relatively few objectives whose destruction would paralyze or neutralize’ the enemy war effort (Greer 1985: 58).  This theory of strategic bombing profoundly influenced planning for the US air war in Germany and Japan during the Second World War. AWPD-l, the plan for air war against Germany, was based on intensive study of the German industrial system.l Beyond that, a clear line can be drawn from the theory of strategic bombing to nuclear targeting strategy after the war (Freedman 1983). But the present discussion follows a different line of development. Just as air power theorists began to conceptualize the vital economic nodes of an enemy nation as a target of attack, they turned their strategic attention to the problem of an attack on the US. Their approach to analysing the vital nodes of an enemy’s industrial system, initially developed as an air war strategy, was now transposed to a new understanding of the US as a space of vital and vulnerable targets. For air power theorists, the development of strategic bombing as an offensive theory of attack on enemy vital targets raised the possibility of a similar attack on the US. Air power theorists assumed that the strategic orientation of a possible future enemy would be similar to their own. As a consequence, they began to envision the US — and in particular the critical systems of the US — as a target in a future war. In the interwar period, military strategists engaged in an intense debate over the nature of air power and its role in a broader military organization. The question was: was air power primarily of tactical importance — to be deployed in support of ground operations? Or was there a separate strategic mission for air power that would justify an independent air force, and the development of long-range bombers? In the US, this dispute unfolded in discussions of continental defence. The long-standing assumption of US strategists had been that the central feature of US continental security was the presence of large oceans separating the US from potential enemies. Thus, traditionally, the Navy was assumed to bear primary responsibility for continental defence. Proponents of air power in the interwar period argued that the advent of long-range aircraft had changed the strategic situation dramatically. As another major ACTS figure, Lt. Kenneth Walker, put it:

The importance assigned to Air Forces by major European powers, among which may be potential enemies, leaves no doubt our future enemies will unquestionably rely greatly, if not primarily, upon the actions of their Air Forces to bring about the defeat of the United States.(quoted in Faber 1997: 193)

Against long-range bombing, a model of continental defence based on naval power would be quickly rendered obsolete. In making their argument for a new, air power-based approach to continental defence, ACTS theorists envisioned an air attack on the US by a coalition of European and Asian powers to illustrate the problems the military might face in 3 future war, given its current strategic assumptions and force structure. An ACTS theorist, Captain Robert Olds, laid out a scenario for a future war in testimony before the Federal Aviation Commission in 1935. One message of Olds’ Scenario (emphatically delivered with italics) concerned the necessity of creating an air force that was independent from other branches of the military. He argued that in a plausible war scenario, the existing air divisions of the US military — all of which were subordinated to the army and the Navy — would be drawn off to army or Navy engagements. A coalition of European and Asiatic powers have declared war on the United States. Superior naval forces seek a decisive naval engagement in the vicinity of the Panama Canal. . .. Such actions draw the U.S. Navy to Caribbean waters, with its naval aviation. Land forces from the Orient, using Alaska as an advanced base, seek to establish a salient in the area Washington, Oregon, California, and inland to about Salt Lake City, as a land base for further offensive operations in U.S. territory. The concentration of the U.S. Anny with its aviation, in the western theater of operations would be mandatory to resist the land invasion. (quoted in Faber 1997: 194) The implication of this scenario was that, given the existing force structure of the US military, the most vital targets of the US industrial system would be vulnerable to attack by the enemy air force. Simultaneously, the mass of the Allied [i.e., enemy] air forces have been flown, or shipped under submarine and patrol boat convoy, from Ireland to Newfoundland and are prepared to launch air attacks, from air bases in eastern Canada, against any targets of their choice in the vital industrial heart of our country.(quoted in Faber 1997: 194)2 The strategists at ACTS assumed that, following their own approach to strategic bombing, an enemy would attack the ‘vital industrial heart’ of the country. This meant, specifically, ‘an industrial triangle extending from Portland, Maine, to the Chesapeake Bay to Chicago’. In this triangle lay ‘75% of all U.S. factories, almost all the nation’s steelworks, most of its coal, and a number of major railroad centers, including New York, Washington, Pittsburgh, and Cleveland’ (Faber 1997: 193). Attacks on the triangle would focus on rail lines, refineries, electric power, and water supply (Faber 1997: 194).3 Following Douhet, the assumption was that an attack on these facilities might well destroy the American population’s will to resist. In anticipating such an attack, and in pressing their vision of the likely Pattern of future war, ACTS theorists engaged in what was perhaps the first effort to catalogue the critical infrastructure of the US. In a lecture delivered in 1938 on ‘National Economic Structure’, Muir S. Fairchild declared that ‘the key elements of American production were 11,842 critical” factories, almost half of which were located in New York, Pennsylvania, and Massachusetts. The factories in those three states were “a concentrated objective which one might not suspect existed in this great continental industrialized nation of ours”’. Their destruction, or that of the transportation or power systems linking them, would ‘apply tremendous pressure to our civilian population while at the same time seriously imparing [sic] our ability and capacity to wage war’ (Faber 1997: 85).4 The ACTS theorists, in short, were beginning to see the US as a collection of critical targets whose destruction would paralyse the economic system.

Transportation networks are understood in terms of their importance in attacks

Collier and Lakoff 9 

(Stephen J. Collier is an assistant professor at the New School’s Graduate Program in International Affairs and phD in anthropology, Andrew Lakoff is an Associate Professor of Sociology, Anthropology and Communication (“On Vital Systems Security,” February 2009, http://www.gpia.info/files/u16/Collier_and_Lakoff_2009-01.pdf//NDW) 

Let us turn first to civil defense planning, which, beginning in 1949, was conducted by the U.S. Federal Civil Defense Agency. In civil defense a number of important techniques and organizational forms were developed that were crucial in the evolution of vital systems security. For example, civil defense planners developed techniques of “catastrophe modeling” to understand the effects of nuclear detonations in cities. They began with spatial models of nuclear detonations, which indicated the dispersion of “blast effects,” firestorms, and radiation over a certain geographical locale. On the same map planners placed structures and other features such as roadways or communication systems that would be affected by the event. By combining these two elements – initially through very rudimentary methods employing transparent overlays – civil defense planners could produce a “vulnerability map.” Through such maps apparatuses of population security were problematized in a new way. Water systems, transportation networks, social services and emergency response organizations – all initially created to promote health and welfare, and to deal with regularly occurring social pathologies of disease, crime, and poverty – were understood in terms of their vulnerability to attack, and in terms of their role in post-attack response. Here, again, we have a fundamentally new kind of knowledge about collective life: not a statistical analysis of actual prior events but enacted knowledge about potential future events. Such techniques of enactment have played a central role in the subsequent development of vital systems security, from imaginative scenarios to highly formal catastrophe models.

Protecting our vital systems like Transportation Infrastructure is a form of securitizing the homeland from disaster and enemies

Collier and Lakoff 9 

(Stephen J. Collier is an assistant professor at the New School’s Graduate Program in International Affairs and phD in anthropology, Andrew Lakoff is an Associate Professor of Sociology, Anthropology and Communication (“On Vital Systems Security,” February 2009, http://www.gpia.info/files/u16/Collier_and_Lakoff_2009-01.pdf//NDW) 

Generic Emergency Thus far this paper has looked at how concepts and techniques oriented to the security of vital systems emerged in the military context during the early-to-mid 20 th century. We now turn to their extension beyond this context, as vital systems security was “autonomized”, becoming in itself a goal of national security rather than just a part of military strategy. This process began within the Office of Emergency Preparedness in the late 1960s, and has gradually extended into other institutional arenas, including several recent initiatives in the Department of Homeland Security. From its inception, OEP’s mandate was not limited to nuclear war, but, as a 1962 Organizational Study put it, was concerned with “the development of planning assumptions and broad general objectives with respect to various conditions of national emergency” (p. 3). But in the early 1960s its focus was nonetheless firmly linked to the problem of superpower conflict. By the mid- to late-1960s, however, OEP’s reports and activities reflected a concern with the vulnerability of vital systems to a range of possible disruptions. Thus, the Preface to a 1968 report on the design of pipelines noted that “the United States is covered by a complex of networks for communication, transportation and the distribution of goods and energy. These networks not only play a vital role in the economy but are also critical factors in national security.” “The Office of Emergency Preparedness,” the Preface continued, “is an agency with responsibilities that relate to the effects upon these networks of natural disaster or enemy attacks. To fulfill these responsibilities the OEP is required to have a thorough understanding of the analysis and design of such networks.” By the late 1960s OEP had substantially broadened the scope of its activities to encompass a range of problems that involved “crises” and emergency response outside the context of war: natural disaster modeling, preparedness, and response; the management of economic crises, including strikes and economic shocks; and modeling energy crises. Thus, for example, OEP played a central role in hurricane response and recovery efforts beginning in the late 1960s. It also was the lead federal agency in organizing the wageprice freeze under U.S. President Richard Nixon in 1971, and produced reports on energy system vulnerability, conducting studies of pipeline security and of conservation measures that figured in a broader national discussion about energy security. The critical point is that officials in OEP increasingly recognized that the tools, such as catastrophe modeling and vulnerability analysis, that they had developed in order to anticipate and prepare for nuclear war might be useful in dealing with a range of emergencies outside the traditional concerns of national security. The type of threats these tools focused on shared certain common characteristics. First, they were uncertain but potentially catastrophic events that could not be deterred or interdicted. Second, such potential emergencies could disrupt the country’s vital systems – the infrastructures, industrial systems, and economic mechanisms – upon which the U.S. polity and economy depended. Third, these events could be “managed” primarily by reducing the vulnerability of these systems and by developing generic response capacities. What was underway during this period, we suggest, was a generalization of systemvulnerability thinking: that is, the application of its characteristic techniques, forms of reasoning, and practices beyond the context of nuclear war to a range of potential emergencies. This generalization also entailed a shift in the relationship between system vulnerability and national security. Some of the new threats identified by OEP – economic shocks, energy crises, terrorist attacks – were indeed seen as problems of national security. But this was true in part because the concept of “national security” was itself in a process of significant extension and expansion. During the 1970s, issues other than superpower confrontation – such as energy and terrorism – were increasingly identified as national security problems. This is not to say that vital systems security was completely separated from military concerns. But in some sense vital systems security had become “unblocked” to become a more general framework that itself could serve to redefine what counted as national security problems.
The Aff’s creation of transportation infrastructure is a form of vital systems security used to regulate the population

Collier and Lakoff 9 

(Stephen J. Collier is an assistant professor at the New School’s Graduate Program in International Affairs and phD in anthropology, Andrew Lakoff is an Associate Professor of Sociology, Anthropology and Communication (“On Vital Systems Security,” February 2009, http://www.gpia.info/files/u16/Collier_and_Lakoff_2009-01.pdf//NDW) 

We started from an interest in new organizations and strategic concepts related to security in the United States, such as critical infrastructure protection, the Department of Homeland Security, preparedness, and biosecurity. These organizations and initiatives have featured centrally in discussions of national security. But they do not deal with threats from conventional foreign enemies. Rather, they are concerned with uncertain future events such as pandemic disease, terrorist attacks, or natural disasters. They do not aim to deter or prevent these events but rather to mitigate their impact by organizing preparedness for response and recovery and by reducing the vulnerability of critical systems potentially affected by these threats – health systems, transport and energy infrastructures, economic mechanisms. Some of the questions we have tried to address in this project are: How can we think about the significance and novelty of these forms? How do they relate to prior approaches to national security? Or to social welfare and economic management – the domains in which concern for these “critical infrastructures” of domestic life usually fall? Our approach to investigating these questions has drawn on Michel Foucault’s genealogical work on different ways of “problematizing” security, that is, different ways of understanding and managing threats to collective life. In Security, Territory, Population, Foucault described the rise of a new form of security focused on the well-being of populations that was distinct from the existing form of sovereign state security. Sovereign state security, which dates to the rise of the modern territorial state, is concerned with state integrity in the face of foreign and domestic threats. Its principle apparatuses of warfare and diplomacy are oriented to maintaining sovereign power, whether that is understood to inhere in a monarch or in a group of legal subjects. By contrast, what Foucault called the “security of populations,” which took shape in the mid-18th to early 19th century, deals not with external enemies, but with the regularly occurring “pathologies” of collective life: disease, poverty, and crime, for example. Foucault argued that population security was based on what he called an “entirely new economy of power,” one that operated not on legal subjects but on living beings. This form of security gave rise to a series of new governmental apparatuses – public health, social welfare, and economic regulation – through which life and population were taken up as political problems, and objects of collective security. This process was central to what Foucault called “the birth biopolitics.” We initially sought to understand new security initiatives in terms of these two existing technologies of power. However, for reasons that we will describe, we gradually came to think that they were better understood in relation to a novel form of security – what we call “vital systems security.” Vital systems security is a way of “problematizing” threats to security that can be contrasted to the forms of sovereign state security and population security. Vital systems security takes up events that are uncertain and unpreventable but potentially catastrophic. Its object of protection is the complex of critical systems or networks on which modern economies and polities depend. The normative rationality of vital systems security is oriented to the resilience of these systems, and preparedness for response to events that might disrupt them. Finally, vital systems security deals with the population insofar as it is dependent on these vulnerable, vital systems. Vital systems security is, thus, linked to a process of “reflexive modernization” in Beck’s sense – 2the idea that the very success of industrial and social modernity in managing risks has in fact generated new risks. 

Transportation Infrastructure Reinforces A Politics Of Sovereign State Security

Graham 10

(PhD in Science & Technology @ Manchester; teaches Human Geography @ Durham (Stephen, “Disrupted Cities: When Infrastructure Fails” Taylor &Francis 2010 pgs, 77-78 http://books.google.com/books?hl=en&lr=&id=ksLzDva8kIMC&oi=fnd&pg=PP1&ots=wVyVZvH-Lq&sig=MZjexFcjYInJtEiplxjnY45OdNk#v=onepage&q&f=false) //JES

The challenge to the geopolitical border reorganizes space and scale. Perhaps most importantly, it puts cities in a different relationship to security. In the “networked” notion of national security the territorial border can be a problem rather than a solution, and cities become crucial nodes for managing flows. For Collier and Lakoff, the pressing questions for critical scholarship are “what type of security is being discussed? And what are its political implications?” rather than the common debate regarding whether we have “too much or too little.” They present a genealogy of collective security that traces the emergence of different forms, each “characterized by a distinctive way of identifying threats and organizing mitigation measures.” Drawing on Foucault’s work they suggest that “sovereign state security” dates back to modern nation-state building, responds to concerns for territorial and juridico-legal integrity, and mobilizes military force or diplomacy in response to threats. Sovereign state security was joined (not replaced) by another form of security in the late nineteenth century, most powerfully evidenced in the Keynesian welfare state. Population aims to secure the health and welfare of the social body, and mobilizes techniques like social insurance and social welfare. They introduce a third, more recent form of collective security, which I suggest corresponds with Foucault’s discussion of the rise of “security” in his investigation of urban space. “Vital systems security” emerged in the first half of the twentieth century in the context of mass war. It seeks to protect system that are critical to economic and political order ranging from transportation to communications, water supply, and finance against threats that may be impossible to prevent “such as natural disasters, disease epidemics, environmental crises, or terrorist attacks.” Vital systems security is distinguished by the wide range of disasters to which it aims to respond, and by its emphasis on preparedness for emergency management rather than predictive responses that characterized risk-based models of insecurity. “Vital systems” is also distinguished by a geography that is explicitly networked, as opposed to territorial in form. “Vital systems” are the networks and infrastructures that function by virtue of their connectivity, and this connectivity is typically supranational.

Transportation Infrastructure Problematizes Government Rationale in Security

Zebrowski 9

(Christopher ,member of the International Collaboratory on Critical Methods in Security Studies; Keele University (, “Governing the Network Society: A Biopolitical Critique of Resilience” Political Perspectives Vol. 3 Issue 1 2009 http://www.politicalperspectives.org.uk/wp-content/uploads/2010/08/Vol3-1-2009-4.pdf)//JES
As the above statement makes clear, the introduction of the security strategy of resilience has less to do with the changing nature of threats in the contemporary security environment, and more to do with the changing organisational structure of life within advanced liberal societies; the need to adjust security technologies to the protection of the modern “network society”. Coinciding with the advances in the quality of life that international telecommunications networks and just-in-time transportation networks have delivered to advanced liberal societies has been the intensification of certain threats suggesting that these complex networks have also made modern life increasingly vulnerable. The same networks relied upon by advanced liberal societies for a high standard of living are being exploited by other networked communities from viruses (both electronic and organic) to international terrorists who threaten to destabilise the contingent amalgamation of networks that contribute to the “quality of life” experienced in advanced liberal societies. The modern “network society”, it is said, is in desperate need of novel solutions, which take into consideration society’s changing form, to protect it from these threats. Here, the network society refers not only to the proliferation of communications, transportation and infrastructural networks which support modern life in advanced liberal states; it refers to the complex myriad of network structures through which advanced liberal societies are organised, supported and composed. The idea of the network society is related to, but goes beyond, the notion of the information society, which stresses the growing size and importance of information flows to contemporary societies (Webster, 2006), to emphasize the organisational structure of advanced liberal societies in terms of a complex of interlinked and interdependent networks (Berkowitz and Wellman, 1988; Castells, 1996). At a macro-level this refers to the co-evolution of economics, information technology and business practices that have produced the interdependent social and economic networks of globalised capitalism in the twenty-first century. It also refers to the complex network of critical infrastructures that support modern day societies and which are responsible for the “quality of life” experienced in advanced liberal societies (Collier and Lakoff, 2008: 33-35). Finally, but perhaps most importantly, it reflects a profound cognitive shift to network tropes and informatic metaphors in understandings of “life itself”, that are manifest within a vast array of discourses surrounding the “life properties” displayed by complex systems (Galloway and Thacker, 2007; Kay, 2000; Rose, 2007). This new understanding of society poses a number of conceptual, and thus political, problems for the biopolitical security dispositif1 charged with protecting and promoting species-life (Foucault, 1998: 143). Simply put, security is always directed towards the securing of a referent object (Dillon, 2007: 10-11). Indeed the way in which these objects are problematised through different discourses of danger give rise to different technologies and rationalities involved with their government (Dillon, 2007: 10). The emerging ontopolitical understanding of society contained within the idea of the ‘network society’ would thus be expected to have an effect on the techniques of governance which seek to promote and protect it. To understand the emergence of resilience as a security practice is thus firstly to understand how the ‘network society’ is understood and problematised within the contemporary security climate.

Terrorism Link 
Ever since the attacks on 9/11 the threat of terrorism has been used to mobilize the masses against the “barbarians”

Cavelty and Kristensen 8

(Myriam Cavelty, lecturer and head of the new risks research unit at the Center for Security studies. Kristian Kristensen, PhD candidate working with the Research Unit on Defense and Security at the Danish Institute for International Studies,Securing ‘the Homeland’ Critical infrastructure, risk and (in)security pg.160-161)

Events are imbued with meaning and acquire a long-terrn existence through the way in which they are narrated. There can be no question that as a consequence of the events of 11 September 2001 in New York and Washington, international to the national security of the US. Hence, the narration of terrorism as the single most threatening feature is intimately bound to the way in which the subjects authorized to speak and act told the story of ‘9/11’. On 11 September 2001 at 8:30 p.m., US President George W. Bush addressed the nation. This statement is the very first official interpretation5 of what had happened that day. To a nation under shock and in deep grief, the US president expresses a sense of ‘disbelief, terrible sadness’, but also ‘a quiet, unyielding anger’. Moreover, the president claims that ‘these acts of mass murder were intended to frighten our nation into chaos and retreat. But they have failed; our country is strong’. And, further on, in a fitting play of words, he notes that ‘these acts shattered steel, but they cannot dent the steel of American resolve’. In the face of ‘evil, the very worst of human nature… we responded with the best of America — with the daring of our rescue workers’. Moreover, Bush declares that ‘our military is powerful, and it’s prepared we will make no distinction between the terrorists who committed these acts and those who harbor them we stand together to win the war against terrorism’ (Bush 2001a). Only one day later, on 12 September, the ‘acts of mass murder’ have changed into ‘more than acts of terror. They were acts of war‘. The perpetrators of the attacks are ‘a different enemy than we ever faced. This enemy hides in shadows, and has no regard for human life… an enemy who preys on innocent and unsuspecting people, then runs for cover . .. tries to hide’ (Bush 2001b). In short, this enemy is composed of ‘faceless cowards’ (Bush 20010). But, since ‘we will be steadfast in our determination’, the united nation will win this new and ‘monumental struggle of good versus evil’ (Bush 2001b). For the US, the heroes at hand are the police, the firemen and the rescue workers, whom the president thanks from atop a burned-out fire truck (Mral 2004: 26) ‘for your hard work and for making the nation proud’ (Bush 200ld) by ‘running up the stairs and into the fires to help others’ (Bush 200le), letting the US and the world ‘see our national character in rescuers working past exhaustion ... and in eloquent acts of sacrifice [such as] one man who could have saved himself [but] stayed until the end at the side of his quadriplegic friend’. Such behaviour is supposed to show ‘an abiding love for our country’, whose ‘responsibility to history is already clear: to answer these attacks and rid the world of evil’. The war ‘waged against us by stealth and deceit and murder’ provokes this ‘peaceful nation [to become...] fierce when stirred to anger’ (Bush 200le). On 15 September, a new wording with regard to the self and the enemy other, which would prove to be highly persistent, was introduced: on the one hand, ‘we will find those who did it; we will smoke them out of their holes; we will get them running’ (Bush 2001f), making clear that, on the other hand, ‘this was an assault not just against the United States, but against civilization’ (Powell in Bush 2001f), ‘this is the fight of all who believe in progress’ (Bush 2001i). The phrasing was largely in place by 15 September. Nevertheless, the words would still undergo some elaboration and, of course, they would be repeated constantly. In this view, the ‘amazing spirit of sacrifice and patriotism and defiance’ is as important as the definition of ‘American courage — [as] the courage of firefighters and police officers’ (Bush 2001g). At the same time, the enemy is cast increasingly as being cowardly and cruel. Not only is the adversary ‘an enemy that likes to hide and burrow in… [but there are also] no rules. It’s barbaric behavior. They slit throats of women… they like to hit, and then they like to hide out’, but again it is stated that ‘we’re going to smoke them out’ since ‘this is a fight for freedom ... and we will not allow ourselves to be terrorized by Someone who thinks they can hit and hide in some cave’ (Bush 200lh). The themes and frames established in the narratives of 11 September 2001 prominently reverberate in the discourses framing the internal measures in reaction to the terrorist attacks and thereby reveal how the supposed firmly distinct Inside and outside intertwine, how defence and offence blur, and how a military logic and vocabulary conquers the domestic space. Moreover, it will become clear that, while these traditional dichotomies of the security logic crumble, the binary and gendered stereotypization does persist.

Technology Link
Technology and securitization are tied together- creating a form of politics focused on the military which comes to dominate society

Dillon and Reid 2000

(Michael, Professor of Political Science at Lancaster and internationally renowned author, and Julian, lecturer on international relations and professor of political Science at King’s College in London; from Alternatives, Volume 25, Issue 1: Global Governance, Liberal Peace, and Complex Emergency) 

As Foucault's early accounts of governmentality indicate, and as the extension and application of it subsequently have also shown, the genealogy of global liberal governance is thus much more varied and diverse than its public claims to a Kantian heritage especially would imply.[ 14] To say that it is capitalist economically as much as it is liberal politically and corporately technocratic scientifically, and that this presents a powerful brew of social, political, economic, and military forces that radically exceed the liberal account of both power and of politics, is to pose more questions than these phrases answer. Neither capitalism, liberalism, nor science are simply what they proclaim themselves to be, or what they were once said to be. Each has mutated locally and globally in dramatic fashion as studies in the history of science, the history of economics, and the genealogy of governance indicate. Neither are such dynamic enterprises effectively held to account through the application and operation of the classic liberal distinctions between public-private, civil-military, national-international, scientific-industrial, and knowledge-power. Rather, they are obscurely combined in the globally dynamic military-industrial-scientific complexes of the so-called network societies and knowledge-based economies of contemporary liberal societies that problematize the democratizing claims of global civil society as much as they do the pacifying effects of cosmopolitan law.[ 15] Together, these liberal complexes now comprise an extraordinary regime of power/knowledge that has been disseminated as much globally as it has been intensified locally. It constitutes a regime of global power that significantly exceeds the Kantian heritage ontologically as much as it does epistemologically. To the extent that it does so, that tradition is an increasingly unreliable guide to global liberal governance's operation politically and economically. No longer exclusively or even primarily legislative in their form, the politics of the elite, the media, and money also dominate civil institutions in ways that systematically undermine liberalism's standards of disinterestedness epistemologically, as much as they do its claim to effect representative and accountable government politically. 

Warming Link
Making the environment a security threat justifies the creation of totalitarian projects in the name of the environment

Waever 95

(Ole, professor of International Relations at the Department of Political Science, University of Copenhagen.[1] He has published and broadcast extensively in the field of international relations, and is one of the main architects of the so-called Copenhagen School in International Relations.[2]
Prior to his professorate at University of Copenhagen, Wæver was a senior research fellow at Copenhagen Peace Research Institute Senior Researcher at the Center for Peace & Conflict Research, On Security pg. 63-64)

Central to the arguments for the conceptual innovation of environmen​tal or ecological security41 is its mobilization potential. As Buzan points out, the concept of national security "has an enormous power as an instrument of social and political mobilization" and, therefore, "the obvious reason for putting environmental issues into the security agenda is the possible magni​tude of the threats posed, and the need to mobilize urgent and unprece​dented responses to them. The security label is a useful way both of sig​nalling danger and setting priority, and for this reason alone it is likely to per​sist in the environmental debates."42 Several analysts have, however, warned against securitization of the environmental issue for some of these very rea​sons, and some of the arguments I present here fit into the principled issue of securitization/desecuritization as discussed earlier in this chapter. A first argument against the environment as a security issue, mentioned, for exam​ple, by Buzan, is that environmental threats are generally unintentional.43 This, by itself, does not make the threats any less serious, although it does take them out of the realm of will. As I pointed out earlier, the field of secu​rity is constituted around relationships between wills: It has been, conven​tionally, about the efforts of one will to (allegedly) override the sovereignty of another, forcing or tempting the latter not to assert its will in defense of its sovereignty. The contest of concern, in other words, is among strategic actors imbued with intentionality, and this has been the logic around which the whole issue of security has been framed. In light of my earlier discussion, in which I stressed that "security" is not a reflection of our everyday sense of the word but, rather, a specific field with traditions, the jump to environ​mental security becomes much larger than might appear at first to be the case. I do not present this as an argument against the concept but, rather, as a way of illuminating or even explaining the debate over it. Second in his critique of the notion of environmental security, Richard Moss points out that the concept of "security" tends to imply that defense from the problem is to be provided by the state: The most serious consequence of thinking of global change and other envi​ronmental problems as threats to security is that the sorts of centralized gov​ernmental responses by powerful and autonomous state organizations that are appropriate for security threats are inappropriate for addressing most environmental problems. When one is reacting to the threat of organized external violence, military and intelligence institutions are empowered to take the measures required to repel the threat. By this same logic, when responding to environmental threats, response by centralized regulatory agencies would seem to be logical. Unfortunately, in most cases this sort of response is not the most efficient or effective way of addressing environ​mental problems, particularly those that have a global character.44 Moss goes on to warn that "the instinct for centralized state responses to security threats is highly inappropriate for responding effectively to glob​al environmental problems."45 It might, he points out, even lead to mili​tarization of environmental problems .46 A third warning, not unrelated to the previous two, is the tendency for the concept of security to produce thinking in terms of us-them, which could then be captured by the logic of nationalism. Dan Deudney writes that "the 'nation' is not an empty vessel or blank slate waiting to be filled or scripted, but is instead profoundly linked to war and 'us vs. them' thinking ( . . . ) Of course, taking the war and 'us vs. them' thinking out of national​ism is a noble goal. But this may be like taking sex out of 'rock and roll,' a project whose feasibility declines when one remembers that 'rock and roll' was originally coined as a euphemism for sex."47 The tendency toward "us vs. them" thinking, and the general tradition of viewing threats as coming from outside a state's own borders, are, in this instance, also likely to direct attention away from one's own contributions to environmental problems." Finally, there is the more political warning that the concept of security is basically defensive in nature, a status quo concept defending that which is, even though it does not necessarily deserve to be protected. In a paradoxical way, this politically conservative bias has also led to warnings by some that the concept of environmental security could become a dangerous tool of the "totalitarian left," which might attempt to relaunch itself on the basis of envi​ronmental collectivism." Certainly, there is some risk that the logic of ecol​ogy, with its religious potentials and references to holistic categories, survival and the linked significance of everything, might easily lend itself to totali​tarian projects, where also the science of ecology has focused largely on how to constrain, limit, and control activities in the name of the environment.
A green rhetoric and devotion to saving the environment avoids the true environmental problems leading to securitization and militarization against the environment.

Barnett 1
(Jon, Australian Research Council Fellow in the School of Social and Environmental Enquiry at the University of Melbourne. Prior to this he was a Senior Lecturer in Development Studies at Melbourne University, and a New Zealand Science and Technology Postdoctoral Fellow at the University of Canterbury. He was awarded a PhD from the Australian National University in 1999."Jon is a human geographer whose research concerns the impacts of environmental change on social systems. This includes research on climate change, environmental security, and water. His research draws on and contributes to a range of disciplines and fields of study including geography, development studies, environmental studies, and political science. In recent years he has conducted fieldwork in the South Pacific, China, and East Timor., The Meaning of Environmental Security: Ecological Politics and Policy in the New Security Era, pg. 87 -88)

The NSS, DOD and State Department interpret environmental security in a way that maintains the legitimacy of the US government in the face of pressing environmental problems. By deploying a green rhetoric the state makes enough of a token gesture to placate the concerns of the general public and to forestall a crisis of legitimacy. This completely fails to engage with environmental problems themselves, for while envi​ronmental insecurity is a product of capitalism, militarism and industriali​sation, the approach of these agencies is to deploy ‘a complex repertoire of responsibility and crisis-displacement strategies’ (Hay 1994: 217). The US approach to environmental security maintains legitimacy by: a combination of symptom amelioration, token gesturism, the ‘greening’ of legitimating political ideology, and the displacement of the crisis in a variety of different directions: either downward into civil society; or upward onto a global political agenda: or, indeed, sideways in presenting the crisis as another body’s (e.g., state’s) legitimization problem. (Hay 1994: 221) Most of these tactics are evident in US environmental security policy discourse. The lethargic effort to clean up domestic contaminated bases but not those abroad is indicative of the ‘symptom amelioration’ tactic. The ‘greening of political ideology’ is most clearly manifest in the envi​ronment—conflict discourse, which is fundamentally consistent with realist international relations theory. There is little displacement down​wards into civil society, but the tactic of displacing problems up to the global level is clear, particularly in Christopher’s pronouncements. That this global rhetoric also opens up the possibility of the US as global manager and policeman further enhances the lure of this tactic. Finally, displacement sideways to present environmental degradation as someone else’s problem is also clearly apparent in the references to instability and political upheaval which intertwine with the environment—conflict discourse. For the US government, then, environmental security is used to preserve legitimacy, avoid radical reform and distract attention from the contradictions of the modern world for which the US is inextricably responsible. Hay calls such continued strategies of displacement ‘dysfunc​tional long-term tendencies’ which in this case make the United States ‘a profound threat to global security’ (Hay 1994: 227). All of these approaches to environmental security interpret the environment as a direct or indirect threat to US interests. Talking in terms of threats in this way confuses environmental problems with military problems. This is an inappropriate way to understand environ​mental problems, particularly given that ‘threat’ in security discourse is a potent symbol of deliberate and malignant danger to the inside emanating from the outside. In this respect the environment becomes another danger which helps constitute the sense of Us necessary for the popular acceptance of the nation-state. Talking in terms of global threats helps to blur the distinctions between subject and object, and cause and effect, and this obscures US complicity in environmental degradation. This environ​mental security policy discourse evades the most salient point about national security and environmental degradation: that the country most complicit in ‘global’ environmental degradation is the United States itself. Talking in terms of threats is thus a discursive tactic that simultane​ously downgrades the interdependence of environmental problems whilst excluding from consideration the role of US businesses, consumers and government in generating environmental problems. Campbell is succinct about this discourse of threats and Others: One of the effects of this interpretation has been to reinscribe East—West understandings of global politics in a period of international transformation by suggesting that the ‘they’ in the East are technologically less sophisticated and ecologically more dangerous than the ‘we’ in the West. This produces a new boundary that demarcates the ‘East’ from the ‘West’…. But environmental danger can also be figured in a manner that challenges traditional forms of identity inscribed in the capitalist economy of the ‘West’. As a discourse of danger which results in disciplinary strategies that are deterritorialized, involve communal co-operation, and refigure economic relationships, the environ​ment can serve to enframe a different reading of ‘reasoning man’ than that associated with the subjectivities of liberal capitalism, thereby making it more unstable and undecidable than anticommunism. (Campbell 1992: 197) It is precisely these implications, of deterritorialization, communal co‑operation and refiguring economies that threaten the US security elite, and so are denied and excluded in their environmental security pronouncements.

Vulnerbility Link
Critical infrastructure is securitized against improbable threats due to their potential vulnerability
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In l984, the Center for Strategic and International Studies (CSIS) at Georgetown published a report, called America's Hidden Vulnerabilities: Crisis Management in a Society of Networks (Woolsey et al. 1984). The report was based on the work of a ‘Panel on Crisis Management’ chaired by Kupperman and R. James Woolsey, It can be seen as a fully articulated vision of system-vulnerability) thinking as a distinctive approach to national security. Its producers were marginal to governmental policy at the time. However, this vision would come the centre of policy discussions a decade later in the Clinton administration with the explicit articulation of ‘critical infrastructure protection’ as a national security problem. The CSIS document synthesized the basic elements of system-vulnerability thinking whose development we have tracked so far: it identified the protection of vital systems as a question of national security; it argued that these systems were vulnerable to threats that could not be deterred, and whose risk could not be assessed through probabilistic analysis; it proposed a framework of preparedness that included a range of techniques for mitigating vulnerabilities, including Ways of understanding systems (cataloguing, vulnerability assessment), measures to secure these systems; and plans for response to their disruption. But I Went one step further, proposing that system vulnerability be seen as an autonomous problem of national security in a post-Cold War world, one that was distinct from the threat of foreign enemies. The elements of ‘critical infrastructure protection’ discussed at the outset of this chapter were now in place. The report argued that the nation had become economically, technologically, and psychologically dependent on a number of ‘highly complex service networks’ for ‘our daily well-being’ (Woolsey et al. 1984: 4). It emphasized the risk to national security posed by the fragility and interdependency of these systems: ‘We live in a civilization at risk, as much from the increasing fragility and brittleness of its technological fabric as from the more visible and apparently urgent threats from abroad’. The report enumerated the qualities of critical systems that made them both an efficient means of distribution and a source of vulnerability: they are made up of multiple nodes and are interconnected by links that facilitate the circulation of goods and information (Woolsey et al. 1984: 11). It was not in principle difficult to disrupt the operations of these networks, given their interdependence: ‘denial of the essential resources — human, energy, and fiscal - that make networks function will quickly bring their operations to a halt’. The disasters that threaten these systems, the report argued, were not regularly occurring events, such as those mitigated by insurance; nor were they rational enemies that could be managed through strategies such as diplomacy and deterrence. Rather, the threat consisted of low-probability, high-consequence events. These included terrorists or dissidents who had the capacity and intention to do harm. But other kinds of events, such as natural disasters or technological accidents, could also severely disrupt critical systems, according to the report. The potentially catastrophic effects of such events meant that they had to be planned for even if they were rare or improbable: ‘This is an explosive combination that serious and responsible national leaders need to address, however low a probability one might reasonably assign to any particular network vulnerability being exploited at any one time’ (Woolsey et al. 1984: 7).Given that such events could not be predicted, or necessarily prevented, the emphasis in the report was on reducing the vulnerabilities of critical systems. Since these networks were interrelated and interdependent, the report argued, a comprehensive programme of protection must be developed. The report introduced a number of measures for ensuring the continued functioning of critical systems in the event of emergency, most of which had evolved over the years in emergency response and defence mobilization programmes: improving system resilience, building in redundancy, stockpiling spare parts, performing risk analysis as a means of prioritizing resource allocation, and running scenariobased exercises in order to test readiness. A final key element in the report’s broad ‘philosophy of crisis management’ was the specification of responsibilities in the event of emergency — who would make preparations, who would declare a state of emergency, and who would be in charge during the actual emergency. While these recommendations were not directly implemented, the C515 report is significant for our story in that it exemplifies the process through which systems vulnerability as a problem came to the centre of national security strategy
*Fem IR Module*
Fem IR Links(Generic)
Current Security discourse reinforces gendered dichotomies throughout our society. 
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Like wars, ‘gender norms... help… to constitute the norms of statecraft’ (Campbell 1992: 11). The analogy is significant: since the body — which is traditionally conceived of as an `essential aspect of the gendering of identity — has to be ‘understood as historically well-established analog for the constitution of state identity’ (Campbell 1992: 11), the . The concept of gender builds on the general understanding that opposes gender to sex, in that it refers to the social classifications of what is ‘feminine’ and what is ‘masculine’.“ While the latter relates to the physiological distinction between men and women, gender is conceived of as a ‘set of variable, but socially and culturally constructed relational characteristics’ (Tickner 2002: 336). These characteristics are dichotomous and often mutually exclusive: notions such as power, autonomy, rationality, activity and the public sphere arc stereotypically associated with the masculine, while their opposites, such as weakness, dependence, emotionality, passivity and the private sphere are associated with the feminine. What has seduced men and women to accept the rationale of war since times immemorial has been the very fundamental gender formulation of ‘beautiful souls’ and ‘just warriors’, according to which women are seen as life-givers and men as life-takers (Elshtain 1987). This shows that “men and women, protectors and protected, are constructed in relation to each other, just as, or as part of, the related construction of masculinity and femininity’ (Pettman 1996: 99). It is inherent to the characteristics stereotypically associated with masculinity and femininity that they construct a hierarchical gendered social relationship between the ‘male’ and the ‘female’. This culturally original dichotomy imparts a qualificative character to all dichotomies, which are always, even if implicitly, hierarchical (Derrida 1972; Hansen 1997; Milliken 1999). Thus, gender is used here to ‘refer to a symbolic system, a central organizing discourse of culture, one that not only shapes how we experience and understand ourselves as men and women, but that also interweaves with other discourses and shapes them’ (Cohn 1993: 228). It is this interweaving of the stereotyped and binary gender conceptions with other discourses that produces a gendered discourse. By iteratively referring to explicit and implicit gender stereotypes, these discourses establish qualificative dichotomies empowering the one side and disempowering the other, valorizing and devalorizing, and thereby constitutively reproduce a relation of power and subordination along the lines of unproblematized gender stereotypes.This depiction of the concept of gender points to yet another relevant feature, which is the inherent aim to strive towards democratic gender relations, defined by Connell (2000) as moving toward equality, non-violence and mutual respect. Since identities — including gender — are susceptible to shaping, the exposure of the often pervasively stereotypical referencing is indispensable for the forging of transformation. Nonetheless, ‘gender identities are neither totally self-created nor completely determined nor can they be separated from other factors of identity formation; notably, class, race, and sexuality’ (Hooper 2001: 38). Moreover, such conceptions and identities are neither static nor monolithic. As Hooper shows, gender identities are ‘fluid and always in the process of being produced through the interaction between the three dimensions’ of embodiment, institutional practices, and language/discourse (Hooper 2001: 40). Simultaneously, the dichotomously gendered identities mask ‘more complex social realities and reinforce stereotypes’ (Hooper 2001: 45). The alternative is to document the diversity of both femininities and masculinities (C0nne1l 2005) in order to transcend one of the pervasive origins of dichotomous thinking, while avoiding the essentialist attempt to proceed to the reverse assessment Within the very same dichotomies.This chapter — by adopting gender as a central category of analysis — thus looks at the US discourse that was creative of the homeland security practices in the aftermath of 11 September 2001. It aspires to unmask some of the gendered narratives underpinning the changing practices of security. It is argued that these narratives disclose how the longstanding conceptual pairs of security are disintegrating. In particular, the concepts of inside/outside, civil/military and defence/offence become semantically and argumentatively intertwined. The narratives of security take over the domestic space. While one aspect hereof is indeed the privatization of security (Dunn Cavelty, Chapter 2, this volume), another is that simultaneously, the private is securitized (Kristensen, Chapter 3,this volume). Focusing on this latter feature reveals that the crumbling of the longstanding conceptual pairs of security does not transfonn the ‘new’ security: narratives to become less gendered. While moving the practices of security into the domestic space, and thereby contributing to the semantic militarization of the inside, the ‘new’ narratives of security draw on ‘old’ gender stereotypes and manifold unproblematized gendered dichotomies.

Threat construction and security discourse is embedded with notions of patriarchy. 
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On the one hand, the current transformation of the practices of security is widely recognized, and a wide range of theoretical and practical attempts are being undertaken to cope with this development — as shown in the contributions in this volume. On the other hand, the gendered aspects of this discourse have not yet come under widespread scrutiny, and the extant analyses (e.g. Young 2003; Hunt and Rygiel 2006; Shepherd 2006) remain relatively marginalized, notwithstanding the pervasive importance of gender issues for societal security narratives. A particularly striking example of the latter is this extract from an editorial of the Wall Street Journal: men are back I am speaking of masculine men… Men who are welders, who do construction, men who are cops and firemen… we are experiencing a new respect for their physical courage, for strength and for the willingness to use both for the good of others… I think that sense is coming back into style because of who saved us on Sept. 11, and that is very good for our country. Why? Well, manliness wins wars. Strength and guts plus brains and spirit win wars. (Noonan 2001, emphasis added) Such stories often go unnoticed and unexamined in the mainstream debate about the politics of securing the homeland. Moreover, in the unfolding of the so called homeland security discourse after 11 September 2001, the constitutive productivity of discourse the endowment of the world with meaning — or, as defined by Fairclough, ‘the text’s [and/or speeches’ . . .] effects upon people (beliefs, attitudes, etc.), actions, social relations, and the material world’ (20031 8), also remains relatively unappreciated. Therefore, it is apposite to analyse how the narratives of 9/11 link to the practices of homeland security, and what logic is followed by the discursively created meanings of the homeland security concept. Hence, this contribution undertakes a discourse analysis of the high-level policy-narratives of ‘9/11’ and of the endorsement of the DHS. It aspires to unmask some of the gendered constructions within the early stories about the securing of the homeland. Due to the constitutive consequentiality of discourse, such an analysis enables us to make propositions about the gendered practices of homeland security. If, as Gregory holds, ‘the mistake that logocentrism makes is in not seeing the cultural contingency of its philosophical categories’ (1989: xvi) that makes ‘meaning’ a dynamic process, it is argued that this mistake further includes the refusal to see the androcentric contingency of these very categories. Therefore, it is the aim of this chapter to ‘expose the constructed, but [supposedly] effective, character of masculine hegemony’ (Zalewski 1998: 5) in the discursive construction of the practices of homeland security between the immediate aftermath of 11 September 2001 and the creation of the DHS. Such an analysis of ‘discourses as systems of meaning production’ (Shepherd 2006: 20) is suitable for unmasking one of the intimate linkages between ‘storytelling’ and the practices of power. While this link is at the core of patriarchy and its reproduction, it also points to the contingency of the latter. Sharing with Kristensen (Chapter 3, this volume) the observation that security practices are shifting into society, this contribution focuses on how gendered narratives are in fact underpinning this very move and thereby proposes a complementary insight to the ‘important consequences for how to make security strategies’. The difference to Kristensen’s contribution is that this chapter looks at how the ‘external’ and the allusion to the overwhelming threat of terrorism is used to push for ‘internal’ measures securing ‘the homeland’, whereas Kristensen looks at the domestic CIP discourse. Thus, in a way, the two are complementary: the external discourse is a pre-condition for what Kristensen looks at. The chapter first briefly establishes the empirical setting of the changing politics of homeland security, in order to develop the appropriate analytical tools, namely the concepts of discursive agency and of gender. Against this theoretical backdrop, the second section reconstructs in a compact manner the two separate bodies of narrative evidence under scrutiny: the discourses establishing the ‘9/11’ story and those endorsing the DHS. The third section analyses how these narratives are argumentatively interlocked and how they draw on gendered constructions. In the context of this argument, it becomes evident that many binaries of the security logic are crumbling, while the gendered underpinnings of the same very logic are strengthened. This allows us to conclude that the securitization of the political space ‘inside’ rests on gendered dichotomies. In other words, the attempt to effectively ‘manage’ the crumbling of the other dichotomies does depoliticize the problematization of gender. The setting of homeland security politics, discursive agency, and gender In the immediate aftermath of the terrorist attacks and the shocking experience of crucial vulnerability within the nation’s borders, homeland security as a keyword and concept gained a highly politicized profile in the US almost overnight.1 On 20 September 2001, the president, in his seminal ‘freedom and VI fear at war’ speech (Bush 2001i), announced the creation of the Office of Homeland Security (OHS) and the appointment of Pennsylvania Governor Tom Ridge as its director in order to improve the security of the US homeland. Ridge was sworn in three weeks later to head the institution that was responsible for ‘the implementation of a comprehensive national strategy to secure the United States from terrorist threats and attacks’ (Bush 2001k). In July 2002, Q the National Strategy for Homeland Security elaborated by the OHS was ready, for publication. While the president in his preface alleges that ‘the need for I homeland security is not tied solely to today’s terrorist threat’ (Bush 2002c), it is nevertheless precisely this terrorist threat that forges the document’s strategic objectives: first, to prevent terrorist attacks within the US; second, to reduce the vulnerability of the US to terrorism; and third, to minimize the damage and allow the nation to recover as quickly as possible from attacks that do occur (OHS 2002). Hence, as a consequence of the focus of providing security at home shifted almost entirely towards protection from terrorism One year after the attacks had occurred, the OHS was merged into the DHS, which was created by the Homeland Security Act 2002 (White House 2002). In parallel to the National Security Council, the Homeland Security Council was established. The creation of the Department of Homeland Security can indeed be regarded as the ‘most extensive reorganization of the federal government in the past fifty years’ (OHS 2002). It is often characterized as representing the acknowledgment that the provision of security no longer follows the logic of the conceptual pairs of inside/outside, war/peace, civil/military or normal/exceptional, which have traditionally been constitutive of discourses and practices of security, statehood and identity. Due to the duly internalized claim that the US is ‘today a nation at risk to a new and changing threat’ (Bush 20010) that is both deadly and omnipresent, it is now easier for policy-makers to take recourse to extraordinary means for combating this threat. This mechanism is due to what Hansen (2006: 35) calls the dual political dynamic of security discourses: ‘they invest those enacting security policies with the legitimate power to undertake decisive and otherwise exceptional actions, but they also construct those actors with a responsibility for doing so’. As a consequence, the term ‘homeland security’ has become an expression that is representative of changing security practices as exemplified by CIP, insofar as its specific undertakings increasingly operate across the blurred boundaries between the military and the civilian domains, adopting both measures that traditionally are seen as defensive as well as such that are regarded as offensive, semantically confusing the terminologies between the state of war and the state of peace, and notably operating in close cooperation with both private and public entities. On the practical level, it often is argued, the terrorist attacks on New York and Washington have made it clear to ‘the West’ that indeed, the traditional and exclusively military practices of security projected abroad are no longer sufficient. Instead, in the face of terrorism, new practices concurring with the abovementioned characteristics have to be developed and implemented.2 The stronger focus on the protection of critical infrastructures can be seen as a practical governmental attempt to adapt to the changing security environment and to the vulnerabilities generated by its linkage with the so-called information revolution. While the process of conceptually rescheduling security has been under way at least since the end of the Cold War, this change has only relatively recently gained high-profile attention in the political establishment, and increasingly, this transformation is politically instrumentalized. In the realm of military doctrine, the blurring of delimitations can be observed mainly with regard to the delineations between war and peacetime operations (civilian/military), on the one hand, and with regard to the subjects/objects (as in critical infrastructures) targeted in these operations (home/abroad), on the other. The US doctrine on psychological operations, which is explicitly designed to ‘influence attitudes, perceptions and behaviors during peacetime and in times of conflict’ (USAF 2003: ixf., emphasis added), may serve as a showcase example of such doctrinal and operational blurring. On the theoretical level, the concept of societal security tries to seize the new challenges and threats that stem from the changing environment. The labelling of society’s identity as being ‘relevant in itself and not only as an element of state security’ (Waever 1993: 27) can be understood as the absorption of the enhanced awareness that military threats represent only one dimension of the threat landscape (Hamilton 2005). Having briefly displayed the empirical context of this analysis, the following section will sketch the theoretical backdrop by outlining the major analytical tools, namely the concepts of discursive agency and of gender.
The act of securitization brings militaristic masculinity into our society reinforcing gendered dichotomies
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These two bodies of reconstructed and condensed discursive evidence demonstrate that the changing practices of security are manifest in the presidential discourses both of the immediate aftermath of ‘9/11’ and of the narrative endorsement of so-called homeland security, and that these discourses simultaneously rest on unproblematized gender stereotypes and gendered dichotomies. The following section will highlight the commonalities of the two discourses separately displayed above, as well as discrepancies between them, in order to show how they are argumentatively intertwined while drawing on gendered underpinnings. It is the argument of this chapter that the binary organizing principles of security are in a process of dissolution. This is also apparent in the presidential discourses. The domestic scene of the attacks is particularly important. One of the founding binaries — the safe inside (home) as opposed to the anarchic and dangerous outside (abroad) - has crumbled. The homeland is no longer a Safe haven. The anarchic and dangerous outside has intruded. This experience causes the US president to state that the US is confronted with a declaration of war. The reciprocal declaration of the ‘war on terror’ does, at first sight, operate within the clearly drawn boundary separating peacetime from conditions of war. But it has also become clear immediately that this is no traditional war. The repetitive insistence on the novelty of both the war and the threat not only creates a situation of emergency, but also one of exceptionality, and thereby establishes a rationale that calls for the application of new means and measures in order to face the danger, i.e. it demands the acceptance of ‘whatever it takes to win the war’. This observation applies on both levels, at home and abroad; the rationale of exceptionality is invoked by the US in order to legitimize the transgression of norms and rules of both international and domestic law. While the second body of evidence examined here constitutes the primary adoption of domestic measures in order to restore ‘homeland security’ to the US, it is striking how the external realm is used in order to promote and legitimate these very measures at home. Offence is explicitly proposed as the best defence, and Ridge’s military experience in Vietnam is invoked as the central qualifying characteristic for the leader of the of Homeland Security. Furthermore, the semantic interweaving of military and civilian terms becomes evident in certain moments such as when the US president refers to the Washington police force as troops, or to a firefighter as a soldier who heroically saved a helpless woman by carrying her to the nearby emergency vehicle. Such phrasing, which seems legitimate in times of exceptional strain, is also indicative of how easily the supposed neutrality, and institutional benevolence, of police forces in liberal states evaporates at critical historical moments and gives way to a hegemonic militarized response. Military language seizes the inside and conquers the domestic space. As President Bush puts it: America is now the battlefield; the front of the new war is here in America. In such a situation, of course, no one would want to obstruct the government’s ability to protect the homeland — hence, who would deny the president the authority to waive certain rights for national security purposes? Because the war is won through the patriotism and the unity of the American people, it is clear that someone who is not ‘with us’ can only be with the enemy. Such utterances not only ‘discipline’ the objects of security (the population), but also do they raise the pressure on the private sector to cooperate (see, e.g. Kristensen, Chapter 3, this volume). The rationale of exceptional circumstances allows for the semantic militarization of the domestic space and simultaneously forestalls any potential challenge to the narrative chosen and the responses adopted. In sum, the traditional binary pairs structuring discourses of security — exemplified in the homeland security discourse — have indeed come under pressure: inside and outside are argumentatively intertwined, offensive measures are undertaken in the name of defence, and military language and logic is increasingly intruding into the civilian domestic space by invoking the rationale of exceptional circumstances. Simultaneously, these narratives draw on manifold hierarchical gendered dichotomies and dualistic metaphors in their attempt to encapsulate the events they refer to. Predominantly, these are grouped into the categories of ‘us’, who are civilized, progressive (since ‘our’ women are free from oppression), technologically advanced, cultured, courageous, benign, strong and firm, and ‘them’, who are barbarian, uncivilized, morally and developmentally retarded, and cowardly but brutal. Besides the establishment of an explicit and morally saturated hierarchy, these classifications also correspond to the differing temporal perspectives that are characteristic of the inside and the outside. Inside, the temporal conception is governed by progress, while outside, the progressive project is indefinitely delayed, since the reign of anarchy leads to conflict and war (Walker 1993; Hansen 1997). There can be no doubt that dualistic thinking is deeply rooted in our cognitive strategies in general, and in structuring discourses in particular. Binary oppositions such as normal/pathological, educated/ignorant, modern/traditional are only a few of the pairs that structure our perception of the world. As discursive framing must refer to pre-existent perception categories, dichotomies and dualistic concepts are predestined for structuring our framing mechanisms. Dichotomous thinking and framing proceeds through a double move of homogenization within the categories and a simultaneous insistence on the (supposedly qualitative) differences between the categories. As indicated above, the focus on such dichotomies is essential for the analysis of gender aspects. In the discourses analysed here, dichotomous framing complements the mechanisms driving the rationale of exceptional circumstances and unambiguously establishes which feature is preferable over the other, which meaning or interpretation is more valuable, and which response should be adopted and which one dismissed. Thus, in instantiating the hegemonic discourse, both the exceptionality mechanism and the dichotomous framing mechanism are discernible in the official narrative that attempts to seize ‘9/11’, its aftermath, and the consequences drawn in order to endorse the measures of securing the homeland. Both processes are highly relevant for facilitating the chosen policy responses. The moral evaluation of the events that is palpable in the discourses analysed here is established in highly qualifying terms, the framing of the self and the other, and the depiction of the necessary response. The US national identity is intimately linked to the actors framed as having ‘saved us on 9/ 11’. The glorification of an ethos of masculine bravery and action, sacrifice, brotherhood, and responsibility is implicitly contrasted against a pre-‘9/11’ identity supposedly inspired by personal gain and decadence. The fact that the role of men as heroic protectors regained its full force within US society as a consequence of 9/11 is manifested in the image of firefighters, police officers, politicians and defence specialists, and soldiers. These images of a stereotypical form of hegemonic masculinity represent the ‘inherent force of good’ and strength of the US nation. These official narratives show that: hardly anyone is confused about gender anymore. It’s men We’re sending into alien landscapes of Afghanistan, and we’re praying they’re tough and strong and mean. There’s no confusion about leadership either. It’s George W. Bush and his battle-savvy Cabinet we’re grateful for, and we pray they’re tough, strong and mean enough too. (Parker 2001) This shows that the stereotype of masculinized toughness is again elevated ‘to the status of an enshrined good’ (Enloe 2000), implying not only the use of military means as the most appropriate response, but also the semantic militarization of internal police forces, firefighters and homeland security workers, since they call for conformity with the ideals of the stereotypical hegemonic masculinity — toughness, strength and sacrifice. In accordance with this finding of what we could call a ‘remasculinization’ of US official discourse as an immediate consequence of the events of 11 September 2001, Tickner judges that ‘given the massive sense of insecurity generated by the first foreign terrorist attack on American civilians at home, there is something reassuring about “our” men protecting us from “other men”’ (2002: 339). This is apparently even more true when these others are barbarians, uncivilized, primitive and evil hence brutally hypermasculine — and capable of hitting anywhere at anytime, which facilitates the rationale of exceptional circumstances, before cowardly hiding in caves — exposing their defective manhood.

Politics of securing the homeland are tied with the naturalization of gendered assumptions and patriarchy 

Cavelty and Kristensen 8

(Myriam Cavelty, lecturer and head of the new risks research unit at the Center for Security studies. Kristian Kristensen, PhD candidate working with the Research Unit on Defense and Security at the Danish Institute for International Studies,Securing ‘the Homeland’ Critical infrastructure, risk and (in)security pg.169-170)

On the one hand, changing practices of security are indeed manifested; longstanding conceptual pairs that structure discourses of security, statehood, and identity are in the process of dissolving, as becomes apparent in the early narratives establishing the measures for restoring the security of the US homeland. The narrative that is constitutive of the practices of homeland security shows how the crumbling boundaries between war and peace, inside and outside, and civil and military have contributed to moving the practices of security into domestic space and thereby lead to a semantic militarization thereof; the exceptional has become increasingly normal, which accounts for the demise of many of the traditional security binaries. In this part of the security discourse, multiple stereotypes of hegemonic masculinity are discernible. On the other hand and simultaneously, other equally longstanding and overtly gendered binary pairs are still constitutive of the security rationale underpinning the narrative endorsement of homeland security, including the civilized/barbarian, war/peace, and normal/exceptional dichotomies necessary for sustaining the stereotypical hegemonic masculinity and its ‘protection’ principle. This part of the analysis has shown that the mechanisms of framing ‘9/11’, its aftermath, and the instantiation of homeland security by the US establish a (dis-)qualifying relation of power. I claim that, by doing so, these mechanisms utilized by the current US government generate a masculinized discursive hegemony over the definition of power. This masculinized hegemony over the definition of power is expressed in an exemplary manner in a statement by Susan Sontag: ‘“Our country is strong,” we are told again and again. I for one don’t find this entirely consoling. Who doubts that America is strong? But that‘s not all America has to be’ (2001, emphasis added). As shown, the tenets of heteronormative patriarchy are identifiable at multiple instances in these discourses. They define what is normal and what constitutes a deviation from the norm. The heroes are the strong and courageous soldiers, police officers and firefighters, and they represent the very best of the entire nation because they protect the people, depicted as being organized in the nuclear family unit. We might ask with Habermas (2004): who needs these heroes’, and why? We may also do well to absorb his reference to Brecht’s warning: ‘Woe betide the country that needs heroes’. The hegemonic masculinity that is enforced time and again is a proxy for the steady reproduction of the gendered stereotypes, which are even more powerful in times of crisis and war, By linking the constant reference to a state of emergency (Agamben 2002) with the supposed male specialization in security (Young 2003), the instantiation of such stereotypical hegemonic masculinities powerfully secures the ‘masculine’ social construction of power. While the problematization of gendered constructions is not nearly as mainstreamed as other critiques of hegemonic discourses of peace, war and security, the very same mechanisms apply when it comes to the silencing of dissent. The hegemonic attribution of meaning to ‘9/11’ served not only to disqualify alternative interpretations, but also to foreclose certain questions. On the one hand, Judith Butler’s pithy observation applies: the raw public mockery of the peace movement, the characterization of antiwar demonstrations as anachronistic or nostalgic, work to produce a consensus of public opinion that profoundly marginalizes anti-war sentiment and analysis, putting into question in a very strong way the very value of dissent as part of contemporary U.S. democratic culture. (Butler 2002: 1) On the other hand, it is the constant reference to the existential nature of the threat that makes such proceedings possible in the first place. The mobilization of fear, operationalized by what Zehfuss (2003) has identified as the exhortation to remember, provokes widespread and unquestioned acceptance of the measures displayed in order to eradicate the source of the existential threat, and simultaneously serves to close the ranks and isolate those who dare to disturb the sense of unanimity. I agree with Zehfuss’ view that, when the US president asked the citizens of his country on 20 September 2001 to ‘live your lives and hug your children’ (Bush 2001i), this implied a secondary level of meaning: ‘Concentrate on your families. Do not concern yourselves with the difficult business of politics. The state will provide security’ (Zehfuss 2003: 525). This double message represents both the heteronormative model about how to live private life and the urge not to meddle with the concrete task of restoring security. By acquiescing to this appeal, the public agrees to abide by the principle of masculinist protection provided by the ensuing security state ‘that wages War abroad and expects obedience and loyalty at home’ (Young 2003: 2), only that this war has come inside; the battlefield is at the front door. The politicization of gender falls by the wayside in this securitization of the domestic, ‘inside’ political space. This analysis has shown that, while gender is at the centre of security-related policies, the US politics of securing the ‘homeland’ have depoliticized the problematization of gender. The disciplinary power of ‘homeland security’ is intimately entwined with the continued naturalization of gendered dichotomies.

Oppression Impact
Oppression is immoral and causes pain and suffering 

Cuomo 98 

(Chris J., Associate Professor of Philosophy, University of Cincinnati, Feminism and Ecological Communities: An Ethic of Flourishing, pg 32)

Oppression is more than harm, and though oppression is often painful, it is morally problematic for reasons not accommodated by a utilitarian perspective that is concerned only with pleasure and suffering, or perceived utility. In other words, oppression is unethical even when it does not cause pain and even when it could be said to cause some pleasure. A system that creates happy slaves is unacceptable from an anti-oppressive perspective. So what is oppression if it is not merely a form of pain, or obvious harm? One dictionary defines the verb to oppress as to keep down by the cruel or unjust use of power or authority; to crush; to trample down; to overpower (Webster’s New World 1994). The concept of ‘keeping something down,’ is more subtle, more deep and comprehensive than pain and suffering. Iris Young defines oppression as consisting in: "Systematic institutional processes which prevent some people from learning and using satisfying and expansive skills in socially recognized settings, or institutionalized social processes which inhibit people’s ability to play and communicate with others or to express their feelings and perspectives on social life in contexts where others can listen. While the social conditions of oppression often include material deprivation and maldistribution, they also involve issues beyond distribution." (1990: 38) Her list of ‘five faces of oppression’ – exploitation, marginalization, powerlessness, cultural imperialism, and violence – describe some of the correlates of oppression, or tools of subjugation that coexist with and enforce oppression. Another correlate is domination, which Mark Blasius defines in Gay and Lesbian Politics: Sexuality and the Emergence of a New Ethic as an expression of power that ‘allows the actions of one to elicit and guide or command the actions of another with a high degree of certainty’ (1994: 21). In an early essay that set out to define and describe women’s oppression in ways not effectively captured by Marxism, Marilyn Frye suggests that oppression entails molding or immobilizing the oppressed by reducing their options in the world (Frye 1983). Using a metaphor of particular interest to ecofeminists, she characterized the position of oppressed women as being like entrapment in a birdcage. A system of many individual wires limits the freedom of a bird in a cage, although each wire in and of itself hardly appears to be an impediment to movement. When options are greatly reduced by diffuse causes that are historically, economically, and psychologically entrenched, pain might not be the best indicator of when we have been immobilized or compromised. A stunningly pernicious aspect of oppression is how it can effectively create desires in the oppressed that are not in their own interest, including, for example, women who want to be with men who seriously, physically threaten their lives.

Patriarchy Impact
Patriarchy leads to war, environmental destruction and ultimately extinction 

Warren and Cady 94

(Karen Warren, professor in the Philosophy Department at Macalester College, St. Paul, MN with scholarly interests in feminist philosophy, particularly ecofeminist philosophy, and environmental ethics;  also teaches, write, and give presentations in critical thinking, ethics, social and political philosophy, peace studies, the history of women philosophers, and philosophy for children and Duane Cady, Professors of Philosophy at Macalester College and Hamline University. “Feminism and Peace: Seeking Connections.) 

Operationalized, the evidence of patriarchy as a dysfunctional system is found in the behaviors to which it gives rise, (c), and the unmanageability, (d), which results. For example, in the United States, current estimates are that one out of every three or four women will be raped by someone she knows; globally, rape, sexual harassment, spouse-beating, and sado-masochistic pornography are examples of behaviors practiced, sanctioned, or tolerated within patriarchy. In the realm of environmentally destructive behaviors, strip-mining, factory farming, and pollution of the air, water, and soil are instances of behaviors maintained and sanctioned within patriarchy. They, too, rest on the faulty beliefs that it is okay to "rape the earth," that it is "man's God-given right" to have dominion (that is, domination) over the earth, that nature has only instrumental value, that environmental destruction is the acceptable price we pay for "progress."And the presumption of warism, that war is a natural, righteous, and ordinary way to impose dominion on a people or nation, goes hand in hand with patriarchy and leads to dysfunctional behaviors of nations and ultimately to international unmanageability. Much of the current" unmanageability" of contemporary life in patriarchal societies, (d), is then viewed as a consequence of a patriarchal preoccupation with activities, events, and experiences that reflect historically male-gender identified beliefs, values, attitudes, and assumptions. Included among these real-life consequences are precisely those concerns with nuclear proliferation, war, environmental destruction, and violence toward women, which many feminists see as the logical outgrowth of patriarchal thinking. In fact, it is often only through observing these dysfunctional behaviors-the symptoms of dysfunctionality that one can truly see that and how patriarchy serves to maintain and perpetuate them. When patriarchy is understood as a dysfunctional system, this "unmanageability" can be seen for what it is-as a predictable and thus logical consequence of patriarchy.'1 The theme that global environmental crises, war, and violence generally are predictable and logical consequences of sexism and patriarchal culture is pervasive in ecofeminist literature (see Russell 1989, 2). Ecofeminist Charlene Spretnak, for instance, argues that "militarism and warfare are continual features of a patriarchal society because they reflect and instill patriarchal values and fulfill needs of such a system. Acknowledging the context of patriarchal conceptualizations that feed militarism is a first step toward reducing their impact and preserving life on Earth" (Spretnak 1989, 54). Stated in terms of the foregoing model of patriarchy as a dysfunctional social system, the claims by Spretnak and other feminists take on a clearer meaning: Patriarchal conceptual frameworks legitimate impaired thinking (about women, national and regional conflict, the environment) which is manifested in behaviors which, if continued, will make life on earth difficult, if not impossible. It is a stark message, but it is plausible. Its plausibility lies in understanding the conceptual roots of various woman-nature-peace connections in regional, national, and global contexts. 

Masculine ideologies result in structural violence and warfare.

Peterson and Runyan 93

(V. Spike Peterson, professor of political science at the University of Arizona, and Abbe Sisson Runyan, Professor, former Head, and current Graduate Director of the Department of Women's, Gender & Sexuality Studies at the University of Cincinnati (UC), holds a Ph.D. in International Relations from The American University, Washington, D.C. She additionally holds a courtesy appointment in Political Science at UC and an affiliation with the Centre for Feminist Research at York University, Toronto  Global Gender Issues, p 36) 

A willingness to engage in violence is built into our constructions of masculinity and is exacerbated by militarization-the extension of military practices into civilian life. And to the extent that we define national security as the defense and protection of sovereignty, militarization becomes hard to avoid. Believing that peace requires preparation for war, we become locked into arms races and other self-perpetuating cycles; These involve sacrificing social welfare objectives in favor of defense spending and training young people-men and women-to risk lives and practice violence in the name of putatively higher objectives. There are no simple formulas for determining appropriate trade-offs between "butter" and "guns," and we are not suggesting that security concerns are illusory or easily resolved. But in a climate of militarization, we must be careful to assess the ostensible gains from encouraging violence because the actual costs are very great. Moreover, the construction of security in military terms-understood as direct violence-often masks the systemic insecurity of indirect or structural violence,17 The latter refers to reduced life expectancy as a consequence of oppressive political and economic structures (e.g., greater infant mortality among poor women who are denied access to health-care services). Structural violence especially affects the lives of women and other subordinated groups. When we ignore this fact we ignore the security of the majority of the planet's occupants. Finally, because violence is gendered, militarization has a reciprocal relationship to masculinist ideologies: The macho effects of military activities, the objectifying effects of military technologies, and the violent effects of military spending interact, escalating not only arms races but also sexual violence. 

*Altnerative*
Alt
Vote neg to reject the affirmatives flawed security discourse as a prior action to policy action. 

Cheeseman and Bruce 96 

(Graeme, Senior Lecturer at New South Wales, and Robert, editor, widespread author on security, Discourses of Danger & Dread Frontiers, p. 5-9)

This goal is pursued in ways which are still unconventional in the intellectual milieu of international relations in Australia, even though they are gaining influence worldwide as traditional modes of theory and practice are rendered inadequate by global trends that defy comprehension, let alone policy. The inability to give meaning to global changes reflects partly the enclosed, elitist world of professional security analysts and bureaucratic experts, where entry is gained by learning and accepting to speak a particular, exclusionary language. The contributors to this book are familiar with the discourse, but accord no privileged place to its ‘knowledge form as reality’ in debates on defence and security. Indeed, they believe that debate will be furthered only through a long overdue critical re-evaluation of elite perspectives. Pluralistic, democratically-oriented perspectives on Australia’s identity are both required and essential if Australia’s thinking on defence and security is to be invigorated. This is not a conventional policy book; nor should it be, in the sense of offering policy-makers and their academic counterparts sets of neat alternative solutions, in familiar language and format, to problems they pose. This expectation is in itself a considerable part of the problem to be analysed. It is, however, a book about policy, one that questions how problems are framed by policy-makers. It challenges the proposition that irreducible bodies of real knowledge on defence and security exist independently of their ‘context in the world’, and it demonstrates how security policy is articulated authoritatively by the elite keepers of that knowledge, experts trained to recognize enduring, universal wisdom. All others, from this perspective, must accept such wisdom or remain outside the expert domain, tainted by their inability to comply with the ‘rightness’ of the official line. But it is precisely the official line, or at least its image of the world, that needs to be problematised. If the critic responds directly to the demand for policy alternatives, without addressing this image, he or she is tacitly endorsing it. Before engaging in the policy debate the critics need to reframe the basic terms of reference. This book, then, reflects and underlines the importance of Antonio Gramsci and Edward Said’s ‘critical intellectuals’.15 The demand, tacit or otherwise, that the policy-maker’s frame of reference be accepted as the only basis for discussion and analysis ignores a three thousand year old tradition commonly associated with Socrates and purportedly integral to the Western tradition of democratic dialogue. More immediately, it ignores post-seventeenth century democratic traditions which insist that a good society must have within it some way of critically assessing its knowledge and the decisions based upon that knowledge which impact upon citizens of such a society. This is a tradition with a slightly different connotation in contemporary liberal democracies which, during the Cold War, were proclaimed different and superior to the totalitarian enemy precisely because there were institutional checks and balances upon power. In short, one of the major differences between ‘open societies’ and their (closed) counterparts behind the Iron Curtain was that the former encouraged the critical testing of the knowledge and decisions of the powerful and assessing them against liberal democratic principles. The latter tolerated criticism only on rare and limited occasions. For some, this represented the triumph of rational-scientific methods of inquiry and techniques of falsification. For others, especially since positivism and rationalism have lost much of their allure, it meant that for society to become open and liberal, sectors of the population must be independent of the state and free to question its knowledge and power. Though we do not expect this position to be accepted by every reader, contributors to this book believe that critical dialogue is long overdue in Australia and needs to be listened to. For all its liberal democratic trappings, Australia’s security community continues to invoke closed monological narratives on defence and security. This book also questions the distinctions between policy practice and academic theory that inform conventional accounts of Australian security. One of its major concerns, particularly in chapters 1 and 2, is to illustrate how theory is integral to the practice of security analysis and policy prescription. The book also calls on policy-makers, academics and students of defence and security to think critically about what they are reading, writing and saying; to begin to ask, of their work and study, difficult and searching questions raised in other disciplines; to recognise, no matter how uncomfortable it feels, that what is involved in theory and practice is not the ability to identify a replacement for failed models, but a realisation that terms and concepts – state sovereignty, balance of power, security, and so on – are contested and problematic, and that the world is indeterminate, always becoming what is written about it. Critical analysis which shows how particular kinds of theoretical presumptions can effectively exclude vital areas of political life from analysis has direct practical implications for policy-makers, academics and citizens who face the daunting task of steering Australia through some potentially choppy international waters over the next few years. There is also much of interest in the chapters for those struggling to give meaning to a world where so much that has long been taken for granted now demands imaginative, incisive reappraisal. The contributors, too, have struggled to find meaning, often despairing at the terrible human costs of international violence. This is why readers will find no single, fully formed panacea for the world’s ills in general, or Australia’s security in particular. There are none. Every chapter, however, in its own way, offers something more than is found in orthodox literature, often by exposing ritualistic Cold War defence and security mind-sets that are dressed up as new thinking. Chapters 7 and 9, for example, present alternative ways of engaging in security and defence practice. Others (chapters 3, 4, 5, 6 and 8) seek to alert policy-makers, academics and students to alternative theoretical possibilities which might better serve an Australian community pursuing security and prosperity in an uncertain world. All chapters confront the policy community and its counterparts in the academy with a deep awareness of the intellectual and material constraints imposed by dominant traditions of realism, but they avoid dismissive and exclusionary terms which often in the past characterized exchanges between policy-makers and their critics. This is because, as noted earlier, attention needs to be paid to the words and the thought processes of those being criticized. A close reading of this kind draws attention to underlying assumptions, showing they need to be recognized and questioned. A sense of doubt (in place of confident certainty) is a necessary prelude to a genuine search for alternative policies. First comes an awareness of the need for new perspectives, then specific policies may follow. As Jim George argues in the following chapter, we need to look not so much at contending policies as they are made for us but at challenging ‘the discursive process which gives [favoured interpretations of “reality”] their meaning and which direct [Australia’s] policy/analytical/military responses’. This process is not restricted to the small, official defence and security establishment huddled around the US-Australian War Memorial in Canberra. It also encompasses much of Australia’s academic defence and security community located primarily though not exclusively within the Australian National University and the University College of the University of New South Wales. These discursive processes are examined in detail in subsequent chapters as authors attempt to make sense of a politics of exclusion and closure which exercises disciplinary power over Australia’s security community. They also question the discourse of ‘regional security’, ‘security cooperation’, ‘peacekeeping’ and ‘alliance politics’ that are central to Australia’s official and academic security agenda in the 1990s. This is seen as an important task especially when, as is revealed, the disciplines of International Relations and Strategic Studies are under challenge from critical and theoretical debates ranging across the social sciences and humanities; debates that are nowhere to be found in Australian defence and security studies. The chapters graphically illustrate how Australia’s public policies on defence and security are informed, underpinned and legitimised by a narrowly-based intellectual enterprise which draws strength from contested concepts of realism and liberalism, which in turn seek legitimacy through policy-making processes. Contributors ask whether Australia’s policy-makers and their academic advisors are unaware of broader intellectual debates, or resistant to them, or choose not to understand them, and why?

We have to accept that the harms they claim probably won’t happen and won’t cause human extinction—the only reason that we’re scared of them is media hype. Reject this thought process because it culminates in serial policy failure

Furedi 10

(Frank Furedi, professor of sociology at the University of Kent and author of several books, “Fear is key to irresponsibility”, 10/9/2010, http://www.theaustralian.com.au/news/opinion/fear-is-key-to-irresponsibility/story-e6frg6zo-1225935797740)

In the 21st century the optimistic belief in humanity's potential for subduing the unknown and to become master of its fate has given way to the belief that we are too powerless to deal with the perils confronting us. We live in an era where problems associated with uncertainty and risk are amplified and, through our imagination, mutate swiftly into existential threats. Consequently, it is rare that unexpected natural events are treated as just that. Rather, they are swiftly dramatised and transformed into a threat to human survival. The clearest expression of this tendency is the dramatisation of weather forecasting. Once upon a time the television weather forecasts were those boring moments when you got up to get a snack. But with the invention of concepts such as "extreme weather", routine events such as storms, smog or unexpected snowfalls have acquired compelling entertainment qualities. This is a world where a relatively ordinary, technical, information-technology problem such as the so-called millennium bug was interpreted as a threat of apocalyptic proportions, and where a flu epidemic takes on the dramatic weight of the plot of a Hollywood disaster movie. Recently, when the World Health Organisation warned that the human species was threatened by the swine flu, it became evident that it was cultural prejudice rather than sober risk assessment that influenced much of present-day official thinking. In recent times European culture has become confused about the meaning of uncertainty and risk. Contemporary Western cultural attitudes towards uncertainty, chance and risk are far more pessimistic and confused than they were through most of the modern era. Only rarely is uncertainty perceived as an opportunity to take responsibility for our destiny. Invariably uncertainty is represented as a marker for danger and change is often regarded with dread. Frequently, worst-case thinking displaces any genuine risk-assessment process. Risk assessment is based on an attempt to calculate the probability of different outcomes. Worst-case thinking -- these days known as precautionary thinking -- is based on an act of imagination. It imagines the worst-case scenario and demands that we take action on that basis. For example, earlier this year the fear that particles in the ash cloud from the volcanic eruption in Iceland could cause airplane engines to shut down automatically swiftly mutated into the conclusion that they would. It was the fantasy of the worst case, rather than risk assessment, that led to a panicky official ban on air traffic.

Alt Solvency
Even if they win that threats are real it’s irrelevant, because the lack of questioning our security logic guarantees extinction. 

Dillon 96 

(Michael, Senior Lecturer in Politics and IR at the University of Lancaster, Michael, Senior Lecturer in Politics and International Relations at the University of Lancaster, Professor of Politics in the Department of Politics and International Relations at the University of Lancaster.  He has published widely in international relations and in cultural and political theory. He is currently researching the problematisation of security and war from the perspective of continental philosophy with particular interest in what happens to the problematisation of security when security discourses and technologies take life rather than sovereign territoriality as their referent object. Politics of Security: Towards a political philosophy of continental thought. pg. 24-25)

As the real prospect of human species extinction is a function of how human being has come to dwell in the world, then human being has a pressing reason to reconsider, in the most originary way possible, notwithstanding other arguments that may be advanced for doing so, the derivation of its understanding of what it is to dwell in the world, and how it should comport itself if it is to continue to do so. Such a predicament ineluctably poses two fundamental and inescapable questions about both philosophy and politics back to philosophy and politics and of the relation between them: first, if such is their end, what must their origins have been? Second, in the midst of all that is, in precisely what does the creativity of new beginnings inhere and how can it be preserved, celebrated and extended?   No matter how much we may want to elide these questions, or, alternatively, provide a whole series of edifying answers to them, human beings cannot ignore them, ironically, even if they remain anthropocentric in their concerns, if they wish to survive. Our present does not allow it. This joint regress of the philosophical and the political to the very limits of their thinking and of their possibility therefore brings the question of Being (which has been the question of philosophy, even though it has always been directed towards beings in the answers it has offered) into explicit conjunction with the question of the political once more through the attention it draws to the ontological difference between Being and beings, and emphasises the abiding reciprocity that exists between them.   We now know that neither metaphysics nor our politics of security can secure the security of truth and of life which was their reciprocating raison d'etre (and, raison d'etat). More importantly, we now know that the very will to security - the will to power of sovereign presence in both metaphysics and modern politics - is not only a prime incitement to violence in the Western tradition of thought, and to the globalisation of its (inter)national politics, but also self-defeating; 27 in that it does not in its turn merely endanger, but actually engenders danger in response to its own discursive dynamic. One does not have to be persuaded of the destinal sending of Being, therefore, to be persuaded of the profundity - and of the profound danger - of this the modern human condition.   That, then, is why the crisis of Western thought is as much a fundamental crisis of (inter)national politics, as the crisis of (inter)national politics is a crisis of thought. Moreover, that is why in doubting the value of security, and doubting in a Nietzschean mode better than Descartes, we are also enjoined by the circumstances of this critical conjunction of the philosophical and the political to doubt metaphysical truth. For the political truth of security is the metaphysical truth of correspondence and adequation in declension to mathesis; the mere, but rigorously insistent, mensuration of calculability. To bring the value of security into question in the radical way required by the way it now, ironically, radically endangers us, correspondingly requires that we attend to metaphysics' own continuous process of deconstruction. In doing this, however, we go beyond mere doubting - which, after all, is the mere counterpart of the desire for certainty and find non-apocalyptic ways of affirming and so continuing to enjoy and celebrate (in)security; that is to say human being's own obligatory freedom.

Genealogical critique challenges political power

Clifford 1

(Michael Clifford, Political Genealogy After Foucault, 2001//NDW)
Why undertake such a study? A genealogical critique of our history as political subjects cannot only help us to better understand the origins and character of our present political identities, but in so doing may cause us to reevaluate the way we presently understand the tasks of political philosophy. In particular, genealogical critique forces us to rethink the notions of political freedom and political power, and to examine the source and necessity of our ideological oppositions, which is the source of so much political conflict. This examination roots out the common genealogical origins of our various political positions, challenges the necessity of their oppositional character, and points toward the possibility of forms of political identity that might avoid (or at least alter in a way less polarizing and hence paralyzing) the fractious and agonistic structure peculiar to modern politics-not in the name of some utopian political brotherhood or sisterhood, but through artful experimentations with identity itself.

Critiquing institutions to unmask political violence is the most effective way to fight them

Flyvbjerg 2
(professor of Planning at Aalborg University Denmark and chair of Infrastructure Policy and Planning at Delft University of Technology (Bent, “Planning and Foucault: In Search of the Dark Side of Planning Theory,” Planning Futures: New Directions for Planning Theory,http://flyvbjerg.plan.aau.dk/DarkSide2.pdf//NDW)

According to Foucault, Habermas’s (undated, 8) ‘authorisation of power by law’ is inadequate (emphasis deleted). ‘[The juridical system] is utterly incongruous with the new methods of power,’ says Foucault (1980a, 89), ‘methods that are employed on all levels and in forms that go beyond the state and its apparatus... Our historical gradient carries us further and further away from a reign of law.’ The law, institutions - or policies and plans - provide no guarantee of freedom, equality or democracy. Not even entire institutional systems, according to Foucault, can ensure freedom, even though they are established with that purpose. Nor is freedom likely to be achieved by imposing abstract theoretical systems or ‘correct’ thinking. On the contrary, history has demonstrated--says Foucault--horrifying examples that it is precisely those social systems which have turned freedom into theoretical formulas and treated practice as social engineering, i.e., as an epistemically derived techne, that become most repressive. ‘[People] reproach me for not presenting an overall theory,’ says Foucault (1984b, 375-6), ‘I am attempting, to the contrary, apart from any totalisation - which would be at once abstract and limiting - to open up problems that are as concrete and general as possible’ What Foucault calls his ‘political task’ is ‘to criticise the working of institutions which appear to be both neutral and independent; to criticise them in such a manner that the political violence which has always exercised itself obscurely through them will be unmasked, so that one can fight them’ (Chomsky and Foucault 1974, 171). This is what, in a Foucauldian interpretation, would be seen as an effective approach to institutional change, including change in the institutions of civil society. With direct reference to Habermas, Foucault (1988, 18) adds: ‘The problem is not of trying to dissolve [relations of power] in the utopia of a perfectly transparent communication, but to give...the rules of law, the techniques of management, and also the ethics...which would allow these games of power to be played with a minimum of domination.’

Communicative acts can challenge power structures 
Flyvbjerg 2

(professor of Planning at Aalborg University Denmark and chair of Infrastructure Policy and Planning at Delft University of Technology (Bent, “Planning and Foucault: In Search of the Dark Side of Planning Theory,” Planning Futures: New Directions for Planning Theory, http://flyvbjerg.plan.aau.dk/DarkSide2.pdf//NDW)

Habermas does not provide a detailed vocabulary of power, or a theory of its workings, which might facilitate the close understanding of how power shapes policy making and implementation, and rationality itself. Healey recognises the risk that the focus on the analysis of communicative acts 'could render the researcher myopic to the power relations among planners, municipal councils and clients' (Healey 1992, 10). She, like others, addresses the problem by emphasising the permeation of power into communication: 'Communicative acts contain assumptions and metaphors, which by conveying meaning, affect what people do. These assumptions and meanings may carry power relationships or structure within them. In turn, the way communicative acts are created and used help sustain or challenge power structures' (1992, 10). This argument seems to acknowledge the importance of an understanding of power, but then turns away from it, towards a preoccupation with the mechanics and dynamics of communication.

Securitizing Thought Causes More Insecurity – Criticism is Key To Find Viable Alternative

Rogers 8

(professor of peace studies @ Bradford; part of Oxford Research Group a prestigious group made up of internationally-renowned security experts (Paul, “Global Security and the War on Terror: Elite Power And Illusion Control” 2008 pgs.)//JES

While such a radical prescription may appear transformative to an extent that renders it almost unimaginable prescription may appear transformative to an extent that renders it almost unimaginable, it can be argued that is a fundamentally rational response to current and future predicamtents. Moreover, it is increasingly apparent that current policies are not adding to security, with the conduct of the war on terror being the most obvious example. Instead, they are deeply ineffective and add powerfully to an insecure world. Prophecy may be defined as ‘suggesting the possible’ in the sense of the need to think through the mode of transition to sustainable security. In that regard, the work of academics, activists and others may be singularly important, both in critiquing current approaches and suggesting viable alternatives. Given the experience of the first few years of the twenty-first century, with the imposition of such a profoundly counterproductive and increasingly redundant security paradigm, it may well be that the second decade through to 2020 might prove to be the pivotal decade for much of the rest of the century. Over the next decade or more, the opportunity should present itself to challenge the ‘control paradigm’ to the extent that it becomes evidently and terminally obsolete.
*Impacts*
Security Impacts
Threat constructions shape reality and make constructing new threats inevitable. 

Dillon 96

(Michael, Senior Lecturer in Politics and IR at the University of Lancaster, Michael, Senior Lecturer in Politics and International Relations at the University of Lancaster, Professor of Politics in the Department of Politics and International Relations at the University of Lancaster.  He has published widely in international relations and in cultural and political theory. He is currently researching the problematisation of security and war from the perspective of continental philosophy with particular interest in what happens to the problematisation of security when security discourses and technologies take life rather than sovereign territoriality as their referent object. Politics of Security: Towards a political philosophy of continental thought.pg. 27)

Metaphysics, therefore, becomes material in politics of security because metaphysically determined being has a foundational requirement to secure security. Hence our (inter)national politics of security are the municipal metaphysics of the Western tradition. That is why the fate of metaphysics and the fate of that politics of security are so inextricably intertwined.  There is more than an academic interest at stake, therefore, in this modern conjunction between the philosophical and the political. How we think and what we do, what we think and how we are doing, condition one another. There is clearly more than a coincidence also in relying upon post-Nietzschean thought to argue for that reappraisal of both which requires a recovery of the question of the political. For between Hegel and Heidegger metaphysics exposed itself to its own deconstructive impulses. After Marx 'one finds Schopenhauer, Kierkegaard, Freud, and Nietzsche turning philosophy upon itself, thereby unmasking its own taboos and twisted roots; realising and exhausting its potential, according to Heidegger, in the advent of the epoch of technology.  The same period also witnessed the exhaustion of the European State system's modern metaphysical resolution of the question of the political - its profoundly ambiguous and deeply problematic inauguration as both a State of emergency and a certain kind of democratic project - through the very globalisation of the language, forms and practices of the politics of security upon which it was based. The advent of the globalised industrial nuclear age exhibits not only the hollowness of that system's foundational promises to secure order, identity and freedom - hence the reason why the disciplines which promise to tell the truth about the operation of its orders and identities appear to be so peculiarly limited and unreal in their vaunted realistic representation of reality - but also, in the gulf that exists between what its (inter)national political prospectus offers and what its (inter)national politics provides; the exhaustion of its political imagination. For this was a period, in which World War One was critical, when that (inter)national politics of security finally realised the full potential of the self-immolative dynamic pre-figured in its very inception; the real prospect of human species extinction.
They transform humans into a tool to be controlled—we become weapons against that which threatens insecurity, destroys the value to life and justifies the state slaughter against of millions in the name of security

Neocleous 8

(Mark Neocleous, Professor of the Critique of Political Economy at Brunel University, 08 (“Critique of Security”, McGill-Queen’s University, pp. 4-6 Published 2008)

But what if at the heart of the logic of security lies not a vision of freedom or emancipation, but a means of modelling the whole of human society around a particular vision of order? What if security is little more than a semantic and semiotic black hole allowing authority to inscribe itself deeply into human experience? What if the magic word 'security' serves merely to neutralise political action, encouraging us to surrender ourselves to the state in a thoroughly conservative fashion?2° And what if this surrender facilitates an ongoing concession to authority and the institutional violence which underpins the authority in question, and thus constitutes the first key step in learning how to treat people not as human beings, but as objects to be administered? In other words, what if the major requirement of our time is less an expanded, refined, or redefined vision of security, and nothing less than a critique of security? Corey Robin points out that when a particular idea routinely accompanies atrocities then some real critical engagement with the idea would seem to be in order." And since there is a clear and not particularly long line linking the idea of security and the atrocities being carried out in Guantánarno, Abu Ghraib and the other 'security centres' at which people are currently being held, never mind the long history of states slaughtering millions in the name of security, then the time must be right for a critique of security. The starting point of the critique is to see it not as some kind of universal or transcendental value, but rather as a mode of governing, a political technology through which individuals, groups, classes, and, ultimately, modern capital is reshaped and reordered. As a principle of formation, as Mick Dillon calls it," security is a technique of power; a political enactment deployed and mobilised in the exercise of power. Extending an argument I have made elsewhere/3 I want to show the extent to which security has facilitated a form of liberal order-building, and to develop a critique of the constant re-ordering of politics and reshaping of society in the name of security. In so doing I aim to challenge the ways in which security has become the master narrative through which the state shapes our lives and imaginations (security risks here, security measures there, security police everywhere), producing and organising subjects in a way that is always already predisposed towards the exercise of violence in defence of the established order. As such, the critique of security is part and parcel of a wider critique of power. This requires taking on the thinkers, groups and classes which have accepted and peddled the security fetish: security-obsessed politicians and policy wonks, the security and intelligence services, the security industry and security intellectuals; the 'security Fuckers', as James Kelman calls them. Such a critique must stand at a critical distance from critical security studies (and thus act as a kind of 'critique of critical criticism', in the sense in which Marx meant it in 1845). This 'school' of thought argues that security has to be oriented around the notion of emancipation. Ken Booth has argued that since 'security' is the absence of threats and 'emancipation' is the freeing of people from human and physical constraints, 'security and emancipation are two sides of the same coin. Emancipation, not power or order, produces true security. Emancipation, theoretically, is security'. He adds that this equation can be sustained empirically: 'emancipation, empirically, is security'." This seems to me to be as about as mistaken as one can possibly be about security; as we will see in Chapter 1, it is in fact far closer to classical liberalism than it is to critical theory.' Part of the argument here is that security and oppression are the two sides of the same coin. Any argument of this kind needs to go well beyond the places in which security is usually studied. 'Security studies' as such has tried a little too hard to understand itself as a discipline, and in so doing has tended to replicate the various schools or positions found in the study of international relations, offering up its own version of the narrow and deeply disciplinary 'name, school and subfield' approach without which most academics seem lost. And yet the proliferation of work aiming to expand security has quickly run into difficulties of definition. For example, the United Nations tells us that 'human security' has two aspects: 'first, safety from chronic threats such as hunger, disease and repression' and, second, 'protection from sudden and hurtful disruptions in the patterns of daily life - whether in homes, in jobs or in communities'." Whatever logic the first aspect may have, the second aspect appears to turn all human being and social interaction into a security problematic (neatly handing them over, of course, to the institutions which like to claim the power and right to secure). At the same time, one finds people working on security and yet seemingly talking about very different things. The extent to which 'security' has been 'disciplined' over the years" has been used to 'discipline' people in turn, encouraging intellectuals to retreat so far into their fields of expertise that, for example, people working on 'social security' have absolutely no contact with people working on 'national security' (just one of the many instances in which the division of intellectual labour in the university reflects nicely the desire of the state to keep these things apart, to draw a veil over the unity of state power). Rather than seek to be part of a discipline or school centred on security - of the traditional, critical, or expanded type; of the national or social kind the critique of security ranges widely and wildly through and around security studies and international political economy; history, law and political theory; international relations and historical sociology, in a seriously ill-disciplined manner which will no doubt annoy the Guardians of Discipline and Professors of Good Order (the 'security guards' of the modern academy). Academic disciplines are part of a much broader problem of the compartmentalisation of knowledge and division of the intellect against which critical theory must struggle. This book is therefore not even meant to be an inter-disciplinary text; rather, it is anti-disciplinary. It is a work of critique. 

The looming threats of extinction are just means the State uses to manipulate the masses and results in genocide.

Coviello 2000

(Peter Professor of English at Bowdoin College, Apocalypse From Now On)
Perhaps. But to claim that American culture is at present decisively postnuclear is not to say that the world we inhabit is in any way post-apocalyptic. Apocalypse, as I began by saying, changed – it did not go away. And here I want to hazard my second assertion: if, in the nuclear age of yesteryear, apocalypse signified an event threatening everyone and everything with (in Jacques Derrida’s suitably menacing phrase) “remainderless and a-symbolic destruction,”6 then in the postnuclear world apocalypse is an affair whose parameters are definitively local in shape and in substance, apocalypse is defined now by the affliction it brings somewhere else, always to an “other” people whose very presence might then be written as a kind of dangerous contagion, threatening the safety and the prosperity of a cherished “general population.” This fact seems to me to stand behind Susan Sontag’s incisive observation, from 1989, that, “Apocalypse is now a long-running serial: not ‘Apocalypse Now’ but ‘Apocalypse from Now On.’”7 The decisive point here in the perpetuation of the threat of apocalypse (the point Sontag goes on, at length, to miss) is that apocalypse is ever present because, as an element in a vast economy of power, it is ever useful. That is, through the perpetual threat of destruction – through the constant reproduction of the figure of apocalypse – agencies of power ensure their authority to act on and through the bodies of a particular population. No one turns this point more persuasively than Michel Foucault, who in the final chapter of his first volume of The History of Sexuality addresses himself to the problem of a power that is less repressive than productive, less life-threatening than, in his words, “life-administering.” Power, he contends, “exerts a positive influence on life … [and] endeavors to administer, optimize, and multiply it, subjecting it to precise controls and comprehensive regulations.” In his brief comments on what he calls “the atomic situation,” however, Foucault insists as well that the productiveness of modern power must not be mistaken for a uniform repudiation of violent or even lethal means. For as “managers of life and survival, of bodies and the race,” agencies of modern power presume to act “on the behalf of the existence of everyone.” Whatsoever might be construed as a threat to life and survival serves to authorize any expression of force, no matter how invasive or, indeed, potentially annihilating. “If genocide is indeed the dream of modern power,” Foucault writes, “this is not because of a recent return to the ancient right to kill; it is because power is situated and exercised at the level of life, the species, the race, and the large-scale phenomena of population.”8 For a state that would arm itself not with the power to kill its population, but with a more comprehensive power over the patterns and functioning of its collective life, the threat of an apocalyptic demise, nuclear or otherwise, seems a civic initiative that can scarcely be done without.

Security discourse leads to biopolitical control over the masses, leading to inevitable extinction. 

Coviello 2000 

(Peter, Professor of English at Bowdoin College, Apocalypse from Now On)

Apocalypse, as I began by saying, changed – it did not go away. And here I want to hazard my second assertion: if, in the nuclear age of yesteryear, apocalypse signified an event threatening everyone and everything with (in Jacques Derrida's suitably menacing phrase) "remainderless and a-symbolic destruction," then in the postnuclear world apocalypse is an affair whose parameters are definitively local. In shape and in substance, apocalypse is defined now by the affliction it brings somewhere else, always to an "other" people whose very presence might then be written as a kind of dangerous contagion, threatening the safety and prosperity of a cherished "general population." This fact seems to me to stand behind Susan Sontag's incisive observation, from 1989, that, "Apocalypse is now a long running serial: not 'Apocalypse Now' but 'Apocalypse from Now On.'" The decisive point here in the perpetuation of the threat of apocalypse (the point Sontag goes on, at length, to miss) is that the apocalypse is ever present because, as an element in a vast economy of power, it is ever useful. That is, though the perpetual threat of destruction – through the constant reproduction of the figure of the apocalypse – the agencies of power ensure their authority to act on and through the bodies of a particular population. No one turns this point more persuasively than Michel Foucault, who in the final chapter of his first volume of The History of Sexuality addresses himself to the problem of a power that is less repressive than productive, less life-threatening than, in his words, "life-administering." Power, he contends, "exerts a positive influence on life … [and] endeavors to administer, optimize, and multiply it, subjecting it to precise controls and comprehensive regulations." In his brief comments on what20he calls "the atomic situation," however, Foucault insists as well that the productiveness of modern power must not be mistaken for a uniform repudiation of violent or even lethal means. For as "managers of life and survival, of bodies and the race," agencies of modern power presume to act "on the behalf of the existence of everyone." Whatsoever might be construed as a threat to life and survival in this way serves to authorize any expression of force, no matter how invasive, or, indeed, potentially annihilating. "If genocide is indeed the dream of modern power," Foucault writes, "this is not because of a recent return to the ancient right to kill' it is because power is situated and exercised at the level of life, the species, the race, and the large-scale phenomena of population." For a state that would arm itself not with the power to kill its population, but with a more comprehensive power over the patters and functioning of its collective life, the threat of an apocalyptic demise, nuclear or otherwise, seems a civic initiative that can scarcely be done without.
Security discourse is veil used to hide the insecurity embedded in our society, reducing all values in life to a calculation.

Dillon 96 
(Michael, Senior Lecturer in Politics and IR at the University of Lancaster, Michael, Senior Lecturer in Politics and International Relations at the University of Lancaster, Professor of Politics in the Department of Politics and International Relations at the University of Lancaster.  He has published widely in international relations and in cultural and political theory. He is currently researching the problematisation of security and war from the perspective of continental philosophy with particular interest in what happens to the problematisation of security when security discourses and technologies take life rather than sovereign territoriality as their referent object. Politics of Security: Towards a political philosophy of continental thought.pg. 27)

In securing security of all things, therefore, we must also, of course, secure the political as well; that is to say, not only make it certain and unquestionable, but also make of it an enterprise which is itself preoccupied with realising the securing of security. It comes to maturity as just that in the subjectivised and technologised theory and practice of the modern State. To recover the political, to repose the question of the political, does not, however, suppose that it was once properly understood but lost in the midst of time, so that we would have to travel back through those mists in order to rediscover it. To recover the political means to respond to that very subjectivising technologisation of politics as a security project, which has reached its apogee in the (inter)national security politics of the modern State system, by calling into question the security imperative itself through recalling the obligatory freedom of human being. The question 'Must we secure security?' politicises the technologising anti-politics of our current (inter)national politics of security, therefore, grounded as it is in the insistence upon secure subjectivities of every invented description, because it responds to the absence of the political through the triumph of calculation in our current politics of security.    The reduction of metaphysics, and so also of political understanding, to calculation, results from the very inception of metaphysical thought. Because the appearance of things is inevitably various, because we ourselves always encounter them from a manifold of perspectives and because, finally, we ourselves are also mortal and fallible creatures, whatever the secure ground of things is that metaphysics seeks, it cannot actually be the sensible world of the appearance of things themselves. For they are too ... well, insecure. It has, ultimately, to be supra-sensible, situated outside the realm of the appearance of things, otherwise the ground that is sought would be as mutable (read insecure) as the coming and going, and apparently endless variation, of the world itself. It could not serve, therefore, as the guarantor which the answer to metaphysics' guiding question requires. Literally, it could not offer any security for the sensible world of appearances if it were already located within, and therefore also contaminated by, the very insecurity of the comings and goings of that world.   Metaphysics, then, is the masque of mastery; securing some foundation upon which to establish the sum total of what is knowable with certainty, and conforming one's everyday conduct - public and private - to the foundation so secured. Such foundations may go by different names but that of the project itself does not. Hence, the responsibility, traditionally incumbent upon the philosopher - his 'true' mission - consisted in securing ultimate referents or principles. 

The creation of threats leads to inevitable war and extinction

Frank and Melville 1

(Jerome and Andrei, professor Emeritus of Psychiatry, Johns Hopkins University School of Medicine, Section Head, Institute of USA and Canada Studies, Academy of Sciences of the USSR, “The Image of the Enemy and the Process of Change”, 

 http://www-ee.stanford.edu/~hellman/Breakthrough/book/chapters/frank.html) 

The arms race is not driven by weapons alone. It is also driven by a very simple psychological phenomenon, the image of the enemy. Weapons of total destruction would be useless without such images. For such weapons to have any purpose, there must be people who may be totally destroyed. Adversaries must be transformed into demons. Once such images have been created, they, in turn, drive the arms race. People resist giving them up. There is a desire to see everything in a light which will reinforce the image. Images foster closed minds and reinforce resistance to change.  But change is possible. It has happened many times in history. Whole peoples have changed their views of one another. Even between the superpowers, areas of special accommodation have been achieved, agreements have been followed. New technologies offer new potentials for communication. New goals which transcend the narrow national interests of each will offer a framework for future common actions. In working out the way to achieve those goals the enemy images can be gradually lessened, perhaps even dissolved. If humankind is to survive in the nuclear age, there must be progress in this direction.

Bio Power Impact
Securitization of Critical Infrastructure is dehumanizing – allows the state to manipulate the masses- exemplifying bio-power. 

Cavelty and Kristensen 8

(Myriam Cavelty, lecturer and head of the new risks research unit at the Center for Security studies. Kristian Kristensen, PhD candidate working with the Research Unit on Defense and Security at the Danish Institute for International Studies,Securing ‘the Homeland’ Critical infrastructure, risk and (in)security pg.178-182)

Therefore, the contemporary reification of critical infrastructure as an object for protection owes a significant debt to the development of new forms of political agency concerned with attacking liberal regimes by undermining specifically liberal sources of security and governance. All of these developments only serve to fuel liberal representations of the war on terror as a struggle between regimes tasked with promoting security for human life against enemies dedicated to its nihilistic destruction. Why would anyone seek to destroy infrastructure other than out of a profound antipathy for the fundamental conditions which human life requires for its prosperity and security? This volume, in opening up the debate on CIP to allow for the examination of the dehumanising dimensions and implications of the practices involved in CIP, and objectives at stake in it, throws a spanner into the works of such modes of representation. This is especially true for the chapters by Der Derian and Finkelstein (Chapter 4) as well as Bonditti (Chapter 6), both of which extend Michel Foucault’s seminal analysis of the origins of liberal regimes in practices of discipline and biopolitics whereupon infrastructure was first objectified as a fundamental source of security to the state. Both of these chapters demonstrate in different ways why the rationalities informing CIP cannot be understood in simplistic terms of a desire for the protection of human beings from the risk of violent death at the hands of terrorists, but express a more technocratic will to defend infrastructures even at the cost and to the detriment of distinctly human capacities. Second they underline the fact that the waging of this war involves the deployment of tactics which, rather than simply securing the life of populations imperilled by terrorist tactics, deliberately target it with newly insidious techniques of discipline and control, all in the name of infrastructure protection. In doing so, the volume highlights what can justly be described as the biopolitical dimensions of the war on terror and the broader security strategies of liberal regimes that have been developed to prosecute it. In concluding this volume, then, I would like to extend and draw out what I read as being its most valuable contribution to our knowledge of this lugubrious phenomenon. If we believe our governments and most of the academic literature on the subject, both the security and quality of life is inextricably dependent on the protection of the critical infrastructures through which liberal regimes are organised. But the provision of such infrastructure protection requires the deliberate targeting of the human life that inhabits critical infrastructures with increasingly invasive techniques of governance. As a consequence of the declaration of the war on terror, and more especially as a result of the ways in which the threat of terrorism is being interpreted and understood by its proponents, the investment of regimes in the development of new techniques and technologies for the control of human life is increasing rapidly. Strategies for critical infrastructure protection are affording significant advances in the development of scientific knowledge and technological control of the evolutionary capacities and adaptive capabilities of the human. Amid the creation of plans for the provision of critical infrastructure protection, and in the establishment of new governmental agencies for the execution of those plans, the biological sciences in particular are undergoing a major renaissance (Cooper 2006). The implications of these new forms of knowledge and security technologies for the quality of human life are profoundly paradoxical. Human beings themselves do, of course, rely significantly on the operability and maintenance of infrastructures themselves. But it is a fact that human beings within critical infrastructures are also regarded as posing the greatest danger to them (Dunn 2005). In this context, the human can be seen to have become both the rogue element against which liberal regimes are today seeking to secure themselves, as well as the central resource on which they are attempting to draw in pursuit of their security. In order to afford their own protection, liberal regimes have learned historically to govern human life via its reduction to what I have called ‘logistical life’. This term is apt because the techniques and practices of social control through which regimes of the eighteenth century learned to govern were drawn directly from the domains of war, military strategy, tactics and organisation (Reid 2006: 17—39). Logistical life is a life lived under the duress of the command to be efficient, to communicate one’s purposes transparently in relation to others, to be positioned where one is required, to use time economically, to be able to move when and where one is told to, and crucially, to be able to extol these capacities as the values for which one will agree to kill and die for (Reid 2006: 13). In the eighteenth century, the deployment of techniques with which to increase the logistical efficiencies of societies was legitimised by regimes through the claim that it was necessary for the exceptional defence of the civil domain of society from its external enemies. Increased military efficiency and discipline was said to be necessary and beneficial to forms of civil life, the ‘quality’ of which was defined by their distinction from the warlike conditions that were said to prevail beyond the boundaries of the state. It is in critique of this type of legitimisation that Foucault’s analysis, in its demonstration of the ways in which techniques for the increase of the logistical efficiency of armed forces impacted directly upon the everyday order of life within the civil domain of society, is so powerful. He exposes how the methods with which liberal regimes historically prepared for war with external enemies provided model templates with which to subject the life of their civilian populations to new insidious forms of control and manipulation, and how, in turn, liberal regimes have sought to legitimise their wars in the name of the defence and development of the very forms of logistical ways of living they were busy inculcating within and among their subjects. Now, in the twenty-first century and in the context of the war on terror, we are witnessing precisely the same methods of legitimisation being employed by liberal regimes, but with a radical twist. Today, the argument being deployed is not, as it was in the eighteenth century, that the increase of the logistical efficiency of societies is a necessary sacrifice in the interest of defending an otherwise distinctly civilian population. Today, it is deemed necessary to defend the logistical life of society from enemies that are deemed dangerous precisely because they target life in its logistical dimensions. Amid the global campaign against terrorism, the capacities of societies to practice a logistical way of life have become indistinguishable from conceptions of the ‘quality of life’ for human beings. Throughout, for example, the seminal US National Plan for Research and Development in Support of Critical Infrastructure Protection, one finds the quality of human life construed in terms of its logistical capacities. The docility and plasticity of human bodies, the manipulability of human dispositions, and the many ways in which human behaviour can be subjected to techniques of control, are conceptualised not just as a means for the protection of liberal societies, but as qualities that distinguish the uniqueness of the human species. As the Plan for Research and Development states: Part of the challenge of infrastructure protection is how to take full advantage of human capabilities. The Social, Behavioral and Economic (SBE) Working Group in the National Science and Technology Council (NSTC) is focused on scientific research in the areas of sensory, motor, cognitive and adaptive capability of the human. Currently, the brain is unmatched by any technological system. The human brain is a semi-quantitative supercomputer that is programmable and reprogrammable by explicit training, previous experience, and on-going observations on a real-time, virtually instantaneous basis. (Department of Homeland Security 2004: 63) The quality of human life, we are told in forthright terms, is reducible to its superior amenability to logistical transformation. Its greater capacity for adaptation and transformation is what distinguishes it from other life forms. Contemporary accounts of this form of human superiority, understood in terms of humans’ amenability to logistical techniques of transformation, recall in their depth and specificity the expressions of wonderment at life’s malleability to be found in military texts of the eighteenth century that Foucault’s original exploration of the disciplinary and biopolitical underpinnings of liberal modernity first exposed (1991: 135—69).  Human eyes are capable of high-resolution, stereo-optical vision with immense range, and, integrated with a highly plastic brain, make humans uniquely capable of discovery, integration, and complex pattern recognition. Human hands constitute a dexterous, sensitive biomechanical system that, integrated with the brains and eyes, are unmatched by current and near future robotic technologies. Humans operate in groups synergistically and dynamically, adjusting perceptions, relationships and connections as needed on a real-time and virtually instantaneous basis. Human language capabilities exist and operate within a dimensional space that is far more complex and fluid than any known artificial architectures. (Department of Homeland Security 2004: 63) As Foucault’s original analysis of the development of liberal regimes of power revealed, the emergence of the military sciences in the eighteenth century was allied to as well as constitutive of the broader development of the life sciences Developments in modern military science have consistently fed off and contributed to changes in the life sciences more generally. Now, in the twenty-first century, we can see this alliance being cemented in the development of new methods for the defence of liberal regimes in what is known as ‘human factors engineering’, or HF/E. is, as the National Plan describes, ‘both a science of human performance and an engineering discipline, concerned with the design of systems for both efficiency and safety’ (Department of Homeland Security 2004: 64). Developed since before the Second World War, its aim is to harness the ‘cognitive, emotional and social capabilities of the human’ in order to design more secure systems for the defence of critical infrastructures and to invest in such human capabilities with a view to creating systems of infrastructure that are resilient to ‘deceptive behaviors’, ‘rogue activities’, and to ‘insider threats’ said to endanger critical infrastructures (Department of Homeland Security 2004: 42). But in engineering, the means with which to secure infrastructures against the ‘deceptions’, ‘rogues’ and ‘insider threats’ aimed at it, human life today faces increasingly intense threats to its integrity. The radical indeterminacy of the human, its capacity for error, its creative capacities for thought and expression, are directly endangered by the increasingly insidious forms of control being wielded and asserted in strategies for the securing of critical infrastructures against terrorism. As the Plan informs its readership, ‘Anyone can be presumed to be a candidate for insider threat’ (Department of Homeland Security 2004: 43). Indeed, everyone is suspect of constituting this form of threat. Research and development in response to the fear of insider threats is aimed at the creation of what is called a ‘National Common Operating Picture for Critical Infrastructure’ (COP) not simply in order to ‘sense rogue behavior’ in pre-identified sources of threats to life, but in order to be able to ‘sense rogue behaviour in a trusted resource or anticipate that they may be a candidate threat’ (Department of Homeland Security 2004: 4]). It is therefore deemed necessary ‘that we presume any insider could conduct unauthorised or rogue activities’ (Department of Homeland Security 2004: 42). Consequently, the movement of human life, each and every possible human disposition and expression, is becoming the target of strategies construed paradoxically for the defence of human well-being. In this context, any action or thought that borders on abnormality is to be targeted as a potential source of threat. As the Plan states, ‘the same anticipation of overt damaging action by a purposeful threat can be used to anticipate an unfortunate excursion in thought or action by a well-meaning actor’ (Department of Homeland Security 2004: 44). The development of technologies and techniques for the analysis of ‘what people do’ and their ‘deceptive behaviours’ runs the risk not simply of outlawing fundamental conditions for quality of human life. It creates and indeed instantiates the risk of the violent destruction of forms of life, of human populations and individuals, who through no fault of their own are deemed to exhibit signs of anomalous and threatening behaviour. The deliberate murder of Jean Charles de Menezes, killed with five gunshots to the head fired at point-blank range by British police on 22 July 2005, is a case in point. This human being, described as an ‘unidentified male’ with ‘dark hair beard/stubble’, was targeted on account of the fact that his ‘description and demeanour’ ‘matched the identity of a bomber suspect’. The simple fact of his leaving an apartment block thought to have been used by terrorist suspects, the simple fact that on his subsequent journey, he exited and re-entered the bus on which he travelled, and in spite of the fact that he walked and did not run, showed no sign of possessing weapons of destruction, and gave no signal of intent of any sort, was nevertheless deemed to represent a divergence from a normal pattern of behaviour so serious that he was targeted and killed with the most deliberate violence. In spite of the scale and intensity with which the aim of a complete mapping of human dispositions and behaviours has been pursued, and in spite of the urgency with which today it is being implemented, the most banal and everyday expressions of life continue to fall, tragically, outside its grasp. As it was in the eighteenth century that the fantasy of a society which functions as a type of socio-military machine, and ‘that would cover the whole territory of the nation and in which each individual would be occupied without interruption but in a different way according to the evolutive segment, the genetic sequence in which he finds himself‘ (Foucault 1991: 165) emerged, so at the beginning of the twenty-first century, we can see that fantasy being given new forms in the shape of critical infrastructure protection. Making sense of what is at stake in this phenomenon requires a complete reversal of the terms in which its utility is currently being articulated by liberal regimes of power. Rather than conceptualise this present struggle in terms of a war on terror in the defence of a common humanity against an enemy that is inimical to life, we can better conceptualise it as a conflict over the political constitution of life itself. When the methods with which regimes are seeking to secure the life of their societies demand an incremental targeting of life, to the point where the most ordinary expressions of life are rendered objects of strategic intervention, it is necessary to question the ways of valorising life that create such paradoxical conditions. This volume, in my reading, creates important openings for the further exploration of such a line of questioning.

The Aff preserves An Operation Of Power That Promotes Biopower
Dillon And Reid 2000

(PHD; researches the problematisation of politics, security and war & PhD in Politics (Michael And Dillon, “Global Governance, Liberal Peace, and Complex Emerge” Alternatives: Local, Global, Political Vol. 25 Issue 1 Jan-Mar 2000 JSTOR http://www.jstor.org/stable/40644986) //JES

The global governance of liberal peace is a composite order of power that "lies between traditional images of domestic and inter- national politics."16 Combining the strategic operations of both sovereign and governmental power, this composite order pro- duces manifold differentiations between inside and outside that are fluid and contingent rather than fixed and permanent. It si- multaneously both territorializes and deterritorializes, producing dynamic and adaptive contingent assemblages as much as it does fixed systems and regimes. It thus requires theorizations of power not exclusively bound by the now widely discredited juridical in- ternational categories of inside/outside.17 These theorizations of power have therefore to be ones sensitive to all the different prac- tices by which power assemblages of many distinctive forms are continuously generated and regenerated through various strategic operations of power. Initially, we find a critical approach to the op-eration of power as a strategic phenomenon in the work of Michel Foucault. Where Foucault's sensibility to the manifold strategic ordering of power nonetheless requires supplementing, specifi-cally in respect of sovereignty, we draw on Giorgio Agamben's postmetaphysical analytic of sovereignty as itself another strategic ordering of power.18 By strategy of power we mean with Foucault that power is an active ordering of relations in certain specific ways according to different operational principles of organization. It is a modus operandi. It works its effects by establishing relationalities between units whose very constitution as the units that they are is a func- tion of the principles that govern the strategic dissemination and organization that constitutes the operation of power itself. More- over, all power as strategy presupposes a certain account of life, one that will in fact bear the ordering work of power itself. It is only inasmuch as it does in fact presuppose such a life that power as strategy institutes itself as a specific and manifest productive or- dering of life. The operation of power as strategy is therefore one that re- produces a life that is amenable to its sway. It must do so in order continuously to be instituted as the strategic ordering of life that it is. Power as a strategic ordering of life therefore always effects its own distinctive kind of biopower. Although we owe this insight to Foucault, we intend to show how its range of reference extends also to the operation of sovereign power as well. However, in order to do that we have to theorize sovereign power in a way that Agamben does, and Foucault never quite did, as a strategic mode of power as well.
Your Plan Enforces An Ordering Of Power Over Life

Dillon And Reid 2000
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Our interest here, however, lies in examining how the princi- ple of formation that governs the state form - namely, sover- eignty - functions precisely as a principle of formation and to compare that with another principle of formation that we see at work throughout the domain of global liberal governance. For global liberal governance is a hybrid political order in which sov- ereignty and governmentality are combined. Foucault himself in fact noted that there is a complex relation between different or- ders of power, including those of sovereignty and governmentality. But he did not explore that relationship in any detail.20 Neither did he engage in retheorizing sovereignty in ways that would allow him to do this. It served him to accept the traditional account of sovereignty, as power over death, that relied on different meta- physical fictions to underwrite the paternity of the law after the death of God.21 He did so in order to articulate an alternative ac-count of the biopower of governmentality as power over life that reproduces certain life forms: forms of subjectivity that he advised we refuse. Contra Foucault, one might however say with Agamben that sovereignty, too - as a strategy of power with its own peculiar modus operandi - is also a form of power over life. The point will be elaborated below.

Endless Violence Impact
Securitization allows us to turn the other into a threat perpetuating violence. 

Cavelty and Kristensen 8

(Myriam Cavelty, lecturer and head of the new risks research unit at the Center for Security studies. Kristian Kristensen, PhD candidate working with the Research Unit on Defense and Security at the Danish Institute for International Studies,Securing ‘the Homeland’ Critical infrastructure, risk and (in)security pg42-43)

Social contests for the legitimate definition of reality — the struggle for discursive hegemony — are held by way of different categories, expressed in cognitive frames (see, for example, Lakoff and Johnson 1980; Snow and Benford 1988, 1992). Frames are rooted in and constituted by group-based social interaction and can be defined as the ‘underlying structures of belief, perception, and appreciation’ through which subsequent interpretation is filtered (Rein and Sch6n 1994: 23). The activity of framing, whether done actively or passively, thus refers to the selection of certain aspects of an issue in order to cue a specific response (Ryan 1991: 59). Competing frames arise out of the political situation and are expressions of ongoing discursive struggles about different conceptualisations of an issue. The frames of the winning discourse create ‘conditions of possibility’ (Campbell 1998: 13) and successfully institutionalise the practices that are constitutive for the dominant discourse. The key driving force behind security policy is the identification and designation of issues that threaten ‘the nation’. This articulation of threats is a way to establish the difference between the ‘self’ and the ‘other’, a fundamental practice in the ever-continuing construction of national identity (Campbell 1998: 9; Weldes et al. 1999: 10). Furthermore, as posited by securitisation theory, government officials and experts use certain phrases and also certain types of stories to make their claim for urgency in the security domain (Waever 1995). If this security speech act allows the ‘grammar or security , i.e if it constructs a plot containing an existential threat and a point of no return (Buzan et al. 1998: 32), the issue under discussion has a better chance of being included in the security agenda. Therefore, when it comes to national security issues, reference is made to terms and concepts that have negative connotations and create fear, anxiety and hostile images. In the following chapters, three types of (interlinked) frames as outlined by Snow and Benford are identified (1988: 199-202) in order to identify what or who is constructed as threat or risk and how the conditions of possibility are created to respond to this threat. The first type of framing is diagnostic framing, which is about defining a problem and assigning blame for the problem to an agent or agencies. This amounts to the designation of two parameters known from securitisation theory: the threat subject — that which threatens; and the referent object — that which is threatened (Buzan et al. 1998: 32). The second type is prognostic framing, which concerns the proposition of solutions, as well as specific strategies, tactics and objectives by which these solutions may be achieved. The third type of framing is motivational framing, in order to ‘rally the troops behind the cause’ or express a ‘call for action’.

Security discourse creates and endless cycle of threat construction and leads to inaction within our society. 

Cavelty and Kristensen 8

(Myriam Cavelty, lecturer and head of the new risks research unit at the Center for Security studies. Kristian Kristensen, PhD candidate working with the Research Unit on Defense and Security at the Danish Institute for International Studies,Securing ‘the Homeland’ Critical infrastructure, risk and (in)security pg.73-75)

On the one hand, the stated goal is ‘the absolute protection of our citizens’ (Ridge 2004a). Furthermore, when President Bush states that the US government ‘has no more important mission than protecting the homeland from terrorist attacks’ (Bush 2002: preface), the importance of the task is underlined, and critical infrastructure protection is again conceptualized in line with the traditional national security discourse. In explaining the strong government commitment to this task, reference is even made to the constitutional obligation of the government to defend society, clearly referring to the traditional contractual Hobbesian relationship between the state and society (Bush 2003a: 16). In short, physically securing the citizen body and the territorial homeland of the US is the core task of the government. This line of argumentation again invokes the out-of-the-ordinary dynamics of security policy. When the security of every citizen is at play in conjunction with what is in fact the survival of the constitutionally legitimate government, the goal of securing both obviously takes precedence, and protective measures naturally spread to include more and more issues and sectors of society. This all-inclusive strategy runs through much of CIP dis course, and the expansion of the concept in particular can be understood as a consequence of this discursive function. When the security of the nation and every citizen as well as the legitimacy of the government are defined as being at stake, then everything that could possibly have an effect immediately becomes critical, and thus a potential object for securitization. The strategies in the CIP discourse relate directly to potentiality and securitization, as they attempt to answer questions concerning the potential impacts of certain developments. The emphasis on networks, interdependency and interconnectedness in the Conceptualization of CIP has to be seen from this perspective. Even a discrete event of little apparent significance could entail largely unpredictable cascading effects‘ throughout a large number of sectors. These factors, combined with the high stakes involved, give rise to a natural impulse to protect everything. Furthermore, the expansion of the concept to include both a psychological perspective and public trust in government is also an illustration of the above dynamic of eliciting possible outcomes. For example, a terror attack on a local school (Bus well have ‘cascading’ consequences for both the continued functioning of society and indeed for public trust in government. The concept of criticality, and accordingly what is to be secured, is thus expanded from interconnected physical networks to include everything with an emotional attachment ranging from schools to national monuments. In the words of President Bush: ‘every attack has a potential national impact’ (Bush 2003a: ix). In principle, everything has to be protected. But this follows not from an assessment of the particular“; threat, but from an a priori definition of terrorist attacks as constituting critical threats. From the argument that any terrorist attack is a potential threat to the nation, it automaticaily follows that everything that can be targeted is a critical infrastructure. Therefore, everything has to be secured; the constitutional legitimacy of government depends upon it. This is in line with the traditional conception of security inside the sovereign space. Every citizen everywhere inside sovereign space should be able to demand absolute protection. The universal character of the discourse leads to policies based on worst-case scenarios. . But protecting everything is impossible. It is not in the power of the sovereign to absolutely secure the homeland, because ‘we must accept some level of terrorist risk as a persistent condition of our daily life’ (Bush 2003a: 13). The threat is already inside: ‘[T]errorism is insidious. Terrorists seek to infiltrate our society, scope out targets and wage war in our streets and cities’ (Ridge 2003) The consequences for the provision of security are considerable. AS we have seen, inside sovereign space, sovereign power is paradoxically limited, and the almost natural tendency of the state to protect everything is equally and necessarily limited. Inside society, the state faces other political imperatives than that of security. Absolute protection can only be achieved by imposing severe restrictions on activities inside society; by going against the economic prerogative of private actors. As stated by Secretary Chertoff: ‘I can guarantee you perfect security at a port, for example, if I shut the port down’(Chertoff 2005c:8) Instead, to avoid these consequences, the aim is ‘to create a security environment that works With the grain of commerce’ (Chertoff 2005a). Consequently, how does the state secure the homeland and carry out its constitutional obligations, while still bearing in mind that absolute protection is impossible because on the inside state action is limited. That is the project of the DHS — to create a security environment that on the one hand protects society, but on the other hand ‘works with the grain’ of society. Again, the issue is how to balance the differences between security and the market, and between state and society. This is to be achieved through the concept of risk. The concept of risk functions in a twofold way in government discourse. First, it serves to bridge the gap between government and private security strategies. Second, the concept of risk promises to provide- without shutting down society- a new or different form of a society-wide state of security. We have shown above how, in government discourse, the market and cooperate citizenship were conceptualized as driving private actors for the initial focus on CIP, thus making them security actors. Parallel to this, the government argues that risk is essentially a private logic: ‘Customarily, private sector firms prudently engage in risk management planning and invest in security as a necessary function of business operations and customer confidence’ (Bush 2003a: X). Dealing with risk is accordingly part of the ‘normal’ actions of private actors. The concept thus functions as an opener, allowing the government to engage in security policy based on domestic logics. By arguing in the terminology of risk, government and private-sector actions are brought in line with each other. Secretary Ridge can thus combine the two and argue that ‘if you look at homeland security from a business perspective, we are in a diverse risk-management business’ (Ridge 2004a). 
Political Paralysis Impact
The affirmatives security discourse leads to social paralysis, because we are too scared of the consequences to act.

Schneier 10

(Bruce Schneier, security technologist and author, “Worst-case thinking makes us nuts, not safe”, May 12,  2010, http://www.cnn.com/2010/OPINION/05/12/schneier.worst.case.thinking/)

There's a certain blindness that comes from worst-case thinking. An extension of the precautionary principle, it involves imagining the worst possible outcome and then acting as if it were a certainty. It substitutes imagination for thinking, speculation for risk analysis and fear for reason. It fosters powerlessness and vulnerability and magnifies social paralysis. And it makes us more vulnerable to the effects of terrorism. Worst-case thinking means generally bad decision making for several reasons. First, it's only half of the cost-benefit equation. Every decision has costs and benefits, risks and rewards. By speculating about what can possibly go wrong, and then acting as if that is likely to happen, worst-case thinking focuses only on the extreme but improbable risks and does a poor job at assessing outcomes. Second, it's based on flawed logic. It begs the question by assuming that a proponent of an action must prove that the nightmare scenario is impossible. Third, it can be used to support any position or its opposite. If we build a nuclear power plant, it could melt down. If we don't build it, we will run short of power and society will collapse into anarchy. If we allow flights near Iceland's volcanic ash, planes will crash and people will die. If we don't, organs won't arrive in time for transplant operations and people will die. If we don't invade Iraq, Saddam Hussein might use the nuclear weapons he might have. If we do, we might destabilize the Middle East, leading to widespread violence and death. Of course, not all fears are equal. Those that we tend to exaggerate are more easily justified by worst-case thinking. So terrorism fears trump privacy fears, and almost everything else; technology is hard to understand and therefore scary; nuclear weapons are worse than conventional weapons; our children need to be protected at all costs; and annihilating the planet is bad. Basically, any fear that would make a good movie plot is amenable to worst-case thinking. Fourth and finally, worst-case thinking validates ignorance. Instead of focusing on what we know, it focuses on what we don't know -- and what we can imagine. Remember Defense Secretary Donald Rumsfeld's quote? "Reports that say that something hasn't happened are always interesting to me, because as we know, there are known knowns; there are things we know we know. We also know there are known unknowns; that is to say we know there are some things we do not know. But there are also unknown unknowns -- the ones we don't know we don't know." And this: "the absence of evidence is not evidence of absence." Ignorance isn't a cause for doubt; when you can fill that ignorance with imagination, it can be a call to action.

Root Cause
Your Modernization Policies Are The Root Cause Of Your Impacts

Dillon And Reid 2000

(PHD; researches the problematisation of politics, security and war & PhD in Politics (Michael And Dillon, “Global Governance, Liberal Peace, and Complex Emerge” Alternatives: Local, Global, Political Vol. 25 Issue 1 Jan-Mar 2000 JSTOR http://www.jstor.org/stable/40644986) //JES

The violent conflicts associated with such emerging political complexes are not simply the persistent recurrence, as so many contemporary analysts are inclined to argue, of fixed and irre-solvable historical hatreds. They are very much a function of the ways in which societies in dissolution, since they are at the turbu-lent confluence of local and global dynamics excited by the di-verse military, political, and economic practices of global liberal gov-ernance itself, are in consequence thereby subject to violent disorder and change. It is that change that engenders emerging political complexes. While radically reformulating old identity myths and inventing new ones is a typical feature of such com-plexes, so giving the appearance of unchanging historical form, these are devices by which political and economic forces are mo-bilized everywhere in the face of change. That is why they are also an active part of the political processes by which emerging politi-cal complexes coalesce. It is however quite simplistic to think of them as peculiar to those regions where complex emergencies are said to occur or the mere recurrence of unchanging historical truths there. These practices are part of the common currency of political mobilization in the domain of liberal peace as well. It therefore seems obvious that the radical and continuous transfor-mation of societies that global liberal governance so assiduously seeks must constitute a significant contribution to the very vio-lence that it equally also deplores. The disorder of emerging political complexes is of course fu-eled by local factors. In a world that has always been more or less interdependent, however, it would be grossly naive to think that local factors were ever permanently or totally isolated historically from global developments.2 Much less so now, then, in an age of virulent globalization. Global liberal governance is not, of course, a neutral phenomenon, indifferent to local cultures, traditions, and practices. Neither is it benignly disposed toward them. Rather, it has always been virulently disruptive of them and aggressively re-lated to them as much in moral as in economic and military terms. Much of the disorder that borders the domain of liberal peace is clearly also a function, therefore - albeit a fiercely con- tested function - of its very own normative, political, economic, and military agendas, dynamics, and practices, and of the rever-berations these excite throughout the world. It seems increasingly to be a function, specifically, of the way in which development is now ideologically embraced by all of the diverse institutions of lib-eral peace as an unrelenting project of modernization.3 The chief economist of the World Bank (Joseph Stiglitz) attacks the Wash-ington Consensus on liberalization, stabilization, and privatization in the world economy, for example, as too technical and too nar-rowly framed a development strategy. He espouses instead a new intensive as well as extensive policy committed to the unqualified and comprehensive modernization and "transformation of tradi-tional societies."4 "Honesty, however requires me to add one more word. In calling for a transformation of societies, I have elided a central issue," Stiglitz had the candor to conclude, "transforma-tion to what kind of society and for what ends?" The impact of modernization on modern as well as traditional societies is, of course, as violent as the impact on global resources and global ecology. The values, practices, and investments that propel such development nonetheless, however, are precisely what protect it from pursuing the key question, locally as well as globally, that Stiglitz posed in terms other than those that underwrite his very problematization of it


The Aff’s Enforcement Of Liberal Peace Promotes A Relationship To Power That Makes Conflict Inevitable.

Dillon And Reid 2000
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Complex emergencies are intimately related to the liberal peace of global governance.1 They are said to occur at the boundaries of liberal peace, where that regime of power encounters institutions, norms, and practices that violently differ from its own. Global lib-eral governance does not, however, simply encounter other so- called rogue states - such as Iraq, Libya, Serbia, or Iran - at the frontiers of the peace that it celebrates. There has been a widely acknowledged weakening and dissolution of the state form in those regions of Africa and Eurasia where complex emergencies are said to arise. That is among the reasons why liberal peace en-counters what it calls "complex emergencies" there. Here, liberal peace finds itself deeply implicated in a terrain of disorder in which some states are powerful, some states are in radical dissolu-tion, traditional societies are collapsing and civil conflict is en-demic, where international corporations and criminal cartels are also deeply involved, and where international organizations and nongovernmental organizations are inextricably committed as well. The authors of this article prefer to call these circumstances "emerging political complexes," because they are comprised of dy-namic power relations that have long, often convoluted, and poorly understood histories that are social and cultural as well as political and economic and that are simultaneously undergoing significant reformulation and change. The term complex emergency tends to elide these dynamics, often.
Value To Life Impact
This Relationship To Security Reduces Human Lives To Be Manipulated By The New Order – Killing VTL
Dillon And Reid 2000
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What is of primary interest here, however, is not the histori-cally well-documented propensity of liberal peace to make war against authoritarian regimes. Nor are its extremely powerful mil-itary-industrial-scientific dynamics immediately at issue. We are concerned, for the moment, with exploring theoretically the ways in which it problematizes the question of order itself, and with the correlate strategizing of power relations, locally and globally de-rived from the ways in which it does so. We argue that these de-pend upon notions of immanent emergency. Specifically, they de-pend upon its twin cognates, exception and emergence, to which the phenomenon of complex emergency draws our attention. We argue in addition that each such "emergency" reduces human life to a zone of indistinction in which it becomes mere stuff for the ordering strategies of the hybrid form of sovereign and governmental power that distinguishes the liberal peace of global governance. Interpreted this way, complex emergencies not only draw attention to the operation of a specific international po-litical rationality - that of global liberal governance - but also to certain key distinguishing features of it as a hybrid order of power.

The Aff’s Preserves Sovereign Power Ideology Which Reduces Humans to Bare Life

Dillon And Reid 2000
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For our purposes, Agamben's analysis discloses a certain com-parability in the operation of sovereign power and the power/ knowledge that Foucault termed governmentality. Not only are they both a strategic form of power, they each operate by effecting a kind of "phenomenological" reduction. Both claim to reduce life to its bare essentials in order to disclose the truth about it, but in so doing actually reduce it to a format that will bear the pro-gramming of power to which it must be subject if the power of sov-ereignty (or, as we shall see, that of governance as well) is to be in- scribed, instituted, and operated. Life here is not of course "natural" life, whatever that may be. It is in every sense the life of power. But since we are talking different operations of power, we are also talking different forms of life; modalities formed by the different exercises of reduction through which each operation of power institutes and maintains itself. Each form of life is the "stuff of power, but in dissimilar ways. That is what we mean when we say that sovereignty and governmentality reproduce life amenable to their sway. It is not uncommon for a form of life thus reproduced to desire the processes that originate it. Sovereign and governmental powers alike each also therefore work their own particular powers of seduction on the subjects of power that they summon into being. Seduction, as well as imposition, is thus inte-gral also to their very modus operandi.31 Nationalism might be said to be one form of such seduction, consumerism another. In respect of sovereignty, Agamben calls the life of sovereign power "bare life." Bare life is thus life without context, meaning, or history - the state of nature - so that sovereignty may be in-stalled as the power that orders it. In being abandoned, that which is excluded is cast into a condition that places it at the mercy of the sovereign power that institutes itself through instituting this relation. The formal structure of sovereign power understood as a strategic principle of formation rather than as a metaphysical point of origin is therefore precisely this: "the excluded included as excluded." By virtue of that inclusion as excluded, bare life is si-multaneously both produced by the exercise of sovereign power and subject to it in a particular way. As excluded life, bare life under the strategic ordering of sovereign power is life exposed to death - life available to be killed. Mundanely, it is life that is dis-posable. In either instance - irrespective of the different ratio-nales advanced for it - the bare life effected by the strategic or-dering of life instituted by the operation of sovereign power is a life-form available ultimately to serve the interest of continuously preserving the institution of sovereign power itself. Consider the classical nature of sovereign warfare, the discourse of political re-alism that articulates it, and the fictions of political subjectivity and interest that are said to fuel it.
Security Is Utilized By The State To De-world Humans To Create Life Capable Of Ordering
Dillon And Reid 2000

(PHD; researches the problematisation of politics, security and war & PhD in Politics (Michael And Dillon, “Global Governance, Liberal Peace, and Complex Emerge” Alternatives: Local, Global, Political Vol. 25 Issue 1 Jan-Mar 2000 JSTOR http://www.jstor.org/stable/40644986) //JES

Here, in Agamben 's account, the metaphysical fiction that em- anates from an intentional consciousness, the location of which al- ways regresses to infinity, is replaced by a material analytics of its formal structure that discloses how it, too, operates as a strategy of power. Neither the epicenter of power nor the terminus of its oth- erwise infinite regress, it is therefore misleading to ask, What is sovereign power? Rather we should ask, How does sovereign power work? In doing so, we discover that sovereign power insti- tutes emergency in the form of the exception as a principle of for- mation that presupposes and works to produce a certain form of life, one capable of bearing the ordering and thereby reproducing the power of sovereignty itself. Classically, in Hobbes for example, as well as in Schmitt, the formal structure of sovereign power comprises an exclusion that is included as excluded. The exclusion is the exception, that which is said to be outside the law. In the process, the very differentia- tion of inside/outside is instituted. In being excluded, that which is cast out is not, however, severed of all relation with the power that in instituting this reduction thereby institutes itself. On the contrary, that which is excluded enters into a singular relation with the instituting power. Hence, "the state is founded not as the expression of a social contract but as an untying"22 of life from its existing relations that renders life down-and-out in order to, sub-jecting it to its power, institute itself as a power. Sovereign state power is a protection racket that de-worlds human beings in order to re-world them as sovereign subjects, subject of course to the op-eration of sovereignty, on the grounds minimally of securing them security. Ask traditional peoples who currently bear the brunt of this principle of formation as it is applied to subject them to the rule of a modern state.
*Reps Debate*
Reps First
Representations must be considered before policy action can occur

Doty 96
(Roxanne, Assistant professor of political science at arizona state university, imperial encounters)

This study begins with the premise that representation is an in​herent and important aspect of global political life and therefore a critical and legitimate area of inquiry. International relations are in​extricably bound up with discursive practices that put into circula​tion representations that are taken as "truth." The goal of analyz​ing these practices is not to reveal essential truths that have been obscured, but rather to examine how certain representations under​lie the production of knowledge and, identities and how these repre​sentations make various courses of action possible. As Said (1979: 21) notes, there is no such thing as a delivered presence, but there is a re-presence, or representation. Such an assertion does not deny the existence of the material world, but rather suggests that material objects and subjects are constituted as such within discourse.  So, for example, when U.S. troops march into Grenada, this is certainly "real," though the march of troops across a piece of geographic space is in itself singularly uninteresting and socially irrelevant out​side of the representations that produce meaning. It is only when "American" is attached to the troops and "Grenada" to the geo​graphic space that meaning is created. What the physical behavior itself is, though, is still far from certain until discursive practices con​stitute it as an "invasion," a "show of force," a "training exercise," a "rescue," and so on. What is "really" going on in such a situation is inextricably linked to the discourse within which it is located. To at​tempt a neat separation between discursive and nondiscursive prac​tices, understanding the former as purely linguistic, assumes a series of dichotomies—thought/reality, appearance/essence, mind/matter, word/world, subjective/objective—that a critical genealogy calls into question. Against this, the perspective taken here affirms the mater​ial and'performative character of discourse.'In suggesting that global politics, and specifically the aspect that has to do with relations between the North and the South, is linked to representational practices I am suggesting that the issues and con​cerns that constitute these relations occur within a "reality" whose content has for the most part been defined by the representational practices of the “first world”.  Focusing on discursive practices enables one to examine how the processes that produce "truth" and "knowledge" work and how they are articulated with the exercise of political, military, and economic power.  

Reps Matter
Our Violent representations matter, and are the root cause of war and violence. 
Kappeler 95 

(Susanne, lecturer in English at the University of East Anglia and an Associate Professor at the School of Humanities and Social Sciences, Al Akhawayn University,[2] and now works as a freelance writer and teacher in England and Germany. Kappeler also taught 'The literary representation of women' in the Faculty of English at Cambridge while a research fellow at Jesus College, Cambridge[3] and was a part-time tutor for the Open University Course, A History of Violence, 1995, pg 8-9)

Violence — what we usually recognize as such — It is no misbehaviour of a minority amid good behaviour by the majority, nor the deeds of inhuman monsters amid humane humans, in a society in which there is no equality, in which people divide others according to race, class, sex and many other factors in order to rule, exploit, use, objectify, enslave, sell, torture and kill them, in which millions of animals are tortured, genetically manipulated, enslaved and slaughtered daily for 'harmless' consumption by humans. It is no error of judgement, no moral lapse and no transgression against the customs of a culture which is thoroughly steeped in the values of profit and desire, of self-realization, expansion and progress. Violence as we usually perceive it is 'simply' a specific —and to us still visible — form of violence, the consistent and logical application of the principles of our culture and everyday life. War does not suddenly break out in a peaceful society; sexual violence is not the disturbance of otherwise equal gender relations. Racist attacks do not shoot like lightning out of a non-racist sky, and the sexual exploitation of children is no solitary problem in a world otherwise just to children. The violence of our most commonsense everyday thinking, and especially our personal will to violence, constitute the conceptual preparation, the ideological armament and the intellectual mobilization which make the 'outbreak' of war, of sexual violence, of racist attacks, of murder and destruction possible at all.`We are the war', writes Slavenka Drakulic at the end of her existential analysis of the question, 'what is war?': I do not know what war is, I want to tell [my friend], but I see it everywhere. It is in the blood-soaked street in Sarajevo, after 20 people have been killed while they queued for bread. But it is also in your non-comprehension, in my unconscious cruelty towards you, in the fact that you have a yellow form [for refugees] and I don't, in the way in which it grows inside ourselves and changes our feelings, relationships, values — in short: us. We are the war ... And I am afraid that we cannot hold anyone else responsible. We make this war possible, we permit it to happens 'We are the war' — and we also 'are' the sexual violence, the racist violence, the exploitation and the will to violence in all its manifestations in a society in so-called 'peacetime', for we make them possible and we permit them to happen. 
The act of threat construction allows us to turn our simulations into a reality. 

Cavelty and Kristensen 8

(Myriam Cavelty, lecturer and head of the new risks research unit at the Center for Security studies. Kristian Kristensen, PhD candidate working with the Research Unit on Defense and Security at the Danish Institute for International Studies,Securing ‘the Homeland’ Critical infrastructure, risk and (in)security pg 96-98)

Before pushing these technological trends further and trying to realize the true potential of CIP technologies in the conflation of public and private sectors’ efforts to monitor and routinize behaviour, we want to turn our attention back to the question of vulnerability and agency in networks. An early foray into this critical aspect of networks was made by sociologist Charles Perrow. In his now classic book, Normal Accidents: Living with High Risk Technologies, he deploys the seemingly oxymoronic concept of the ‘normal accident’ to make sense of f how catastrophes are inherent features of complex technologies, like nuclear power, petrochemical plants, the Space Shuttle, and advanced weapon systems(Perrow 1984). He is particularly interesting in how non-linear, tightly-coupled systems can produce a ‘negative strategy’ built upon a false mimicry of human decision-making. Perrow presents in detail how particular incidents escalate into system disasters when contrived ‘solutions’ interact to produce a negative synergy of increasingly complex problems. Might a similar effect be in operation when multiple networks – media, military, and terrorist – become densely interconnected under the imperative of national security? In other words, is the national security state, in its very effort to prepare against catastrophic risks, actually increasing the probability of what could be called ‘planned disasters. Scenario-making, modeling and gaming might differ in terms of the degree of abstraction and qualification involved, but what they have in common is a belief in the power of simulation to reduce the contingencies of reality. This faith might just be more dangerous than the dangers that simulations seek to anticipate and pre-empt. Do these technologies of representation actually contribute to outcomes that they are supposedly only attempting to predict? Are present dangers being constructed through the modelling of future threats? Chanelling Jean Louis Borges(and in turn inspiring Morpheus’ soliloquy in the movie The Matrix), Jean Baudrillard suggests that the simulation precedes and engenders the reality it purports only to model: Today abstraction is no longer that of the map, the double, the mirror, or the concept. Simulation is no longer that of territory, a referential being, or a substance. It is the generation by models of a real without origin or reality: a hyperreal.  The territory no longer precedes the map, nor does it survive it. It is nevertheless the map that precedes the territory- precession of simulacra- that engenders the territory, and if one must return to the fable, today it is the territory whose shreds slowly rot across the extent of the map. It is the real, and not the map, whose vestiges persist here and there in the deserts and that are not longer those of the Empire, but ours. The desert of the real itself. (Baudrillard 1994:1) This is not to deny that there are ‘real’ threats out there, including hostile actors and dangerous weather patterns. Rather, we aim to expose the extent to which present dangers are constructed through the simulation of future fears. This fear-induced syncretism of simulation and reality bubbles to the surface with every ‘ultra-catastrophe’, from 9/11 to Katrina to most recently the California wildfires- to which FEMA notoriously responded with a simulated press conference presented as the real thing (Lipton 2007).   At the cusp of the twenty-first century, in the year 2000, the CIA’s National Intelligence Council organized a crystal-ball exercise called Global Trends 2015, which can serve as an example of threat-constructing simulations. Organized around a year-long series of workshops at think-tanks, war colleges and universities, GT-2015 was designed to be a ‘dialogue about the future among non-governmental experts’. The last event, ‘Alternative Global Futures: 2000-2015’, was co-sponsored by the Department of State’s Bureau of Intelligence, and although it took place inside the Washington beltway, it was very much ‘out of the box’ based on the character of the participants. After a series of pedagogical warm-up exercises, the participants were I divided into break-out groups and asked to develop their own alternative future scenarios. As one might suspect, no one came back with simultaneous aerial terrorist attacks on the World Trade Center and the Pentagon. However, displaying less reluctance than others to mix fiction and fact, one of the authors of this chapter, James Der Derian (JDD) was selected to present the resulting scenario to the re-convened group. Here is what JDD presented to the assembled group: An electrical power grid goes down, and a black-out quickly spreads throughout the East Coast. President Warren Beatty publicly responds as if it is a catastrophic accident; but he is convinced by his National Security Council that a terrorist cyber-attack is actually to blame. Retaliatory strikes are ordered against suspected training camps in the Middle East; however, a plane is shot down by Stinger missiles (accidental blowback from an earlier today abstraction is no longer that of the map, double, mirror, Or the struggle against the Soviet Union), a rescue mission is botched, and the situation quickly escalates into a shooting war.The kicker? It turns out after the fact that the originating cause of the electrical failure was neither intentional or accidental, but the result of a local electrical company mistaking a simulation training exercise of a terrorist attack as the real thing, leading to a series of cascading network effects that quickly run out of human control, transforming a local accident into a global event.  If Arnold Schwarzenegger rather than Warren Beatty had been cast as the acting president, perhaps the scenario would have made it into the final report. However, a few years later JDD was ‘spooked’ — in both senses of the word — after the November 2003 massive electrical power failure in the Northeast (set Off by a falling branch in Ohio and spread through a series of cascading power Surges), and which was bracketed — though this was not reported widely in the US media – by significant electrical grid failures in Spain and Italy (two of the most prominent coalition partners of the US in Iraq). Apart from making us wonder once again about technologies of representation and how they might actually contribute to outcomes that they are only predicting, there are four lessons that might actually contribute to outcomes that they are only predicting, there are four lessons that might be learned from the GT-2015 scenario and JDD’s foray into world of scenarios: first, the networked  nature of critical  infrastructures – from the Internet to the electrical grid to the jihadist cell- will make it increasingly difficult  to determine whether effects are the result of attack, accident- or some quantum blurring of the two. This not only makes it more difficult to map, game, or simulate, but also to prevent, pre-empt and effectively manage future critical infrastructure events. Second, every new critical infrastructure has hard-wired into it the potential for an accident as well as a vulnerability to attack. Like the Titanic, Chernobyl, the Challenger shuttle and Wall Street, all new technologies produce disasters that can act as diagnoses for improvement – or grounds for termination. Third, the densely networked nature of critical infrastructures, even when taking into account redundancy and resilience, makes it increasingly difficult to isolate or contain a future failure or attack. Fourth, facing critical infrastructure failure and being unable to deliver on its traditional promissory notes of safety, security and well-being, the sovereign state, even the US exercising state-of-emergency exceptions to reaffirm its hegemonic status, must increasingly turn to regional, international or private institutions to protect itself against and manage eventual attacks and failures.  This takes us into the apocalyptic — but suddenly more realistic — realm that Paul Virilio refers to as the ‘integral accident’ (Virilio 2007). Traversing and transgressing multiple boundaries (territorial, demographic, ideological and, most fundamentally, epistemological), triggering even more disastrous auto: immune reactions through preventive measures and punitive attacks, offering states the means to deny their diminished significance as well as to evade their public responsibility, the networked integral accident elevates the 11 September 2001 attacks on New York and Washington and the 7 July 2005 attack in London, as well as the US military debacle in Iraq and the mishandling of the Hurricane Katrina catastrophe, from singular episodes to an escalating continuum of disasters. Or, as Virilio once put it: ‘The full-scale accident is now the prolongation of total war by other means’.

Discourse and representations shape the we view reality – questioning our discourse can denaturalize our flawed representations

Cavelty and Kristensen 8

(Myriam Cavelty, lecturer and head of the new risks research unit at the Center for Security studies. Kristian Kristensen, PhD candidate working with the Research Unit on Defense and Security at the Danish Institute for International Studies,Securing ‘the Homeland’ Critical infrastructure, risk and (in)security pg.157-158)

There are different ways of paying tribute to the importance of written and/or spoken language in social science research, but a common feature is the focus on the defining moment of interrelatedness between power, knowledge and discourse. This interrelatedness is manifested in different ways, such as in the establishment and maintenance (disciplining) of knowledgeable practices (norms) or in the development of commonly accepted historical narratives.The phenomenon of ‘discourses as being productive (or reproductive) of things defined by the discourse’ (Milliken 1999: 229) includes a complex process in which knowledgeable practices are defined and where disciplining techniques and practices are elaborated and applied. The societal production of meaning (truth) is the nexus linking power and discourse; to be the holder of discursive agency is empowering.3 It is the linguistic practice of discursive framing that mediates meaning between objects and subjects (Der Derian 1992, cited in Huysmans 1997). Frames are to be understood as central basic perception categories and structures through which actors perceive their environment and the world (Dunn and Mauer 2006). These categories have a pre-existence in the perception of collective culture and in the memory of the actors. Therefore, the actors attribute meaning to the things they recognize as corresponding to the previously structured world (Donati 2001). In short, discursive framing is the rhetorical (written and spoken) allusion to such pre-existing cognitive models, while simultaneously, through these iterative references, the particular cognitive models are shaped and perpetuated. When this is done successfully — with resonance — discursive framing leaves an impression on social reality. To put it differently, through the framing mechanism, discourse imparts meaning to the material world by paying tribute to the earlier absorbed meanings. In this way, discourse is constitutive of reality. Equally important, because discourses ‘work to define and to enable, and also to silence and to exclude by endorsing a certain common sense, but making other modes of categorizing and judging meaningless, impracticable, inadequate or otherwise disqualified’ (Milliken 2001: 139), the analytical relevance of such mechanisms becomes evident. By exposing them, the analysis has the potential to denaturalize dominant meanings and practices and to disclose their contingency. The constitutive consequentiality, or performativity, of discourse points to the importance of examining both the homeland security narrative and the role of gendered underpinnings therein.

Epistomoloy Indicts
The Aff’s Studies Are Flawed And Their Risk Analysis Formulas Depoliticize Policy Making

Hagmann & Cavelty 12

(Dr. Hagmann is a professor who specializes in security and risk analysis & PhD on threat politics; Masters degree in political science, history, and international law (Jonas & Myriam Dunn, “National risk registers: Security scientism and the propagation of permanent insecurity” Security Dialogue Vol. 43 Issue 1 2-15-2012 http://sdi.sagepub.com.proxy.lib.umich.edu/content/43/1/79.full.pdf+html) //JES

The aim of this article is to introduce national risk registers and to problematize the distinct ways of understanding and thinking about security introduced by them into current Western – or arguably European – security affairs. In doing so, we identify and put into question three elements of the larger security analytics with which these risk registers are associated. The first element relates to the specific type of knowledge that is valued, as well as the kinds of authorities that are prioritized by risk registers. While risk registers pretend to recognize scientific inquiry as the supreme authority for security knowledge construction, they in fact employ a glorified form of guesstimates that is turned into objective security ‘truth’ in the process. Through this ‘knowledge-laundering process’, risk registers foreclose the possibility of contestation and discount alternative views. The second element is the registers’ reliance on the ‘conventional’ risk-analysis formula, which assigns a numerical value to a risk theme by multiplying the probability of occurrence by a figure for the potential impact. Such a rationalization of the future based on engineering risk-assessment methodology effectively silences value questions, while at the same time advancing an analytical perspective that competes with views emphasizing the malleability of future trajectories. By making potential monetary loss – in the form of consequences or impact in the risk formula – a central ele​ment of policy prioritization, it empowers a security agenda based on crude cost–benefit rationality. Marginalizing alternative kinds of rationalities, it effectively ‘depoliticizes’ policymaking in the security domain, circumventing debates about other possible values, aims and measures.
Aff Evidence Is Flawed – Incomplete Data, Expert Flaws, Innefective Experiments, And Unchallenged Evidence
Hagmann & Cavelty 12

(Dr. Hagmann is a professor who specializes in security and risk analysis & PhD on threat politics; Masters degree in political science, history, and international law (Jonas & Myriam Dunn, “National risk registers: Security scientism and the propagation of permanent insecurity” Security Dialogue Vol. 43 Issue 1 2-15-2012 http://sdi.sagepub.com.proxy.lib.umich.edu/content/43/1/79.full.pdf+html) //JES

Indeed, the kind of risk analysis that is predicated on engineering or econometrics is a highly demanding operation requiring solid and often large amounts of data. Often, such data are not avail​able, or not or only partially reliable. In the realm of social and political dangers in particular, expert focus groups function as the primary sources of knowledge. In such instances, expert opinions normally provide the only data available to risk-register production. This means that informed subjective estimations, or peer-discussed agreements, often function as the sole available data on certain risks – a far cry from ‘hard facts’. On the other hand, data on natural and technical hazards are also often less reliable than they are made to appear. More often than not, data on natural hazards are incomplete and therefore cannot provide detailed understandings of historical occurrences and damages (Bründel, 2009). By contrast, data on technical hazards are typically generated by controlled experiments. The results of such controlled experiments working on closed technical systems are still partially applicable to the everyday use of technology – that is, its interaction with social and natural systems. In many respects, then, risk registers rely on a patchwork of scientist/expert data rather than on secure scientific knowledge. Notwithstanding the questionable validity of risk registers’ scientific bases, risk analysts tend to handle and especially present their data as if they were ‘hard facts’. The risk-register publications are a case in point: While assemblers of risk registers acknowledge the patchy construction of data in private conversations, the published findings do not problematize methodology or data. Instead, risk maps and rankings are presented as authoritative truth statements. Far from providing entry points for debates on validity or content, risk evaluation and its results are presented in a seemingly unproblematic, matter-of-fact way.
*A2 Section*
A2 But WE ARE PEACEFUL MAN! <3
The Line Between Civil And Military Is Gone – All Infrastructure Investments Are Products Of Securitization
Collier & Lakoff 8

(PhD in Anthropology @ Berkeley & PhD in Sociocultural Anthropology @ Berkley (Stephen J. & Andrew, “The Vulnerability of Vital Systems: How “Critical Infrastructure” Became a Security Problem” The Politics of Securing the Homeland: Critical Infrastructure, Risk and Securitisation 2008 http://anthropos-lab.net/wp/publications/2008/01/collier-and-lakoff.pdf)//JES
In this section we trace the genealogy of system-vulnerability thinking to the rise of total war and the development strategic bombing theory. The term “total war” refers to a shift in the very constitution of war. In the 19th and early 20th centuries, wars among major European powers were no longer conceived or conducted as battles between sovereigns. Rather, wars were fought between entire nations and peoples, bringing military and industrial organization into ever closer contact. As Aron (1954: 88) put it in a classic statement, the rise of total war meant that “The army industrializes itself, industry militarizes itself, the army absorbs the nation; the nation models itself on the army.” In this context, strategists increasingly recognized that military strength depended on the economic and social vitality of the nation, and on the state’s capacity to mobilize and direct that vital strength to strategic ends. The rise of total war meant that the traditional distinction between the military and civilian spheres – at least in wartime – was eroded in a variety of ways. In mobilizing for war, states vastly expanded their interventions in collective life. These interventions included controlling the production and distribution of industrial products critical to the conduct of war, particularly in sectors such as metallurgy and machine building, as well as the construction or regulation of electricity, transportation and communication systems. These industrial mobilization efforts had their conceptual counterpart in a new type of strategic thinking. Military strategists recognized that, just as their own economic facilities were critical to mobilization efforts, the vital nodes of enemy industrial systems could be exploited as vulnerabilities. An attack on these critical nodes could weaken or completely disable the opponent’s war effort. Based on this line of reasoning, air power theorists developed a theory of air war – strategic bombing – in which such nodes were the “vital targets.”

Peaceful Acts Are A Guise – They’ve become tools used to take active roles in conflicts

Dillon and Reid 2000

(PHD; researches the problematisation of politics, security and war & PhD in Politics (Michael And Dillon, “Global Governance, Liberal Peace, and Complex Emerge” Alternatives: Local, Global, Political Vol. 25 Issue 1 Jan-Mar 2000 JSTOR http://www.jstor.org/stable/40644986) //JES

Liberal humanitarians have, for example, become politicized, geopolitically ambitious, and sometimes warlike in pursuit of lib-eral peace. They have also found themselves in alliance with the institutions of international political economy and governance as well as with branches of the military. Increasingly, the policies and practices of "political conditionally" are also suborning them. Deals and contracts have inevitably to be struck with local political groupings in order that aid might be delivered to the needful in areas of political turbulence. Political conditionality is, however, more than this local pragmatism. At a policy level, it refers to the ways in which government and international-aid agencies are in-creasingly making the delivery of aid conditional on the recipients meeting the good governance criteria that global liberal politics specifies for them. At a local level, it means calibrating the deliv-ery of aid to effect the internal politics and maneuvering of war-ring groups so that political settlements sought by international coalitions - such as the one, for example, that currently manages Bosnia - might be secured. In order both for policy-level practices and local political arm twisting to work, governments and inter-national organizations must secure the compliance of the large number of nongovernmental organizations that populate the zones of "complex emergency." These of course provide many sig-nificant conduits for aid. The vast majority of them are, however, effectively the subcontractors of governmental organizations and of international agencies. Their prized independence is problem-atic, and their classification as nongovernmental is sometimes equally so. Effecting political conditionality requires their partici-pation. To the extent, however, that they comply - and their very capacity to resource themselves and operate may be intimately de-pendent upon their good standing with these governmental and international agencies - their "impartiality" and humanitarian ideals are compromised. In such circumstances, they run the deadly risk of becoming identified as active participants in con-flicts rather than impartial ministers to the needy and afflicted that are created by them.
A2 Extinction first
This insecurity created by their security discourse devalues life and outweighs extinction

Davis 1

(Walter a. Davis, Professor of English at Ohio State, 2001, Deracination: historocity, hiroshima, and the tragic imperative, p. 103-104)

We begin with an effort to describe what is the deepest experience—the one most deeply denied. Catastrophic anxiety is that fear that haunts us from within,7 the fear that one has already been annihilated; that, like Beckett, one has “never been born properly” and never will be because inner paralysis is the psyche’s defining condition—a truth attested each time when, striving to cohere as a subject, one collapses before the tidal wave of an aggression against oneself that rises up from within. An unspeakable dread weds the psyche to terror. All other forms of anxiety are pale after-thoughts. There is a threat worse than extinction. The deepest self-knowledge we harbor, the knowledge that haunts us as perhaps our deepest self-reference is the fear that our inner world is ruled by a force opposed to our being. Death is the icy wind that blows through all we do. This is the anxiety from which other anxieties derive as displacements, delays, and vain attempts to deny or attenuate our terror before a dread that is nameless and must remain so lest despair finalize its hold on us. In catastrophic anxiety the destruction of one’s power to be and the ceaseless unraveling of all attempts to surmount this condition is experienced as an event that has already happened. That event forms the first self-reference: the negative judgment of an Other on one’s being—internalized as self-undoing. Postmodern posturing before the phrase “I am an other” here receives the concretization that shatters “free play.” There is a wound at the heart of subjectivity, a self-ulceration that incessantly bleeds itself out into the world. The issue of the wound is a soul caked in ice, in a despair that apparently cannot be mediated: the nightmare state of a consciousness utterly awake, alone and arrested, all exits barred, facing inner paralysis as the truth of one’s life. We ceaselessly flee this experience because if it ever comes down full upon us an even more terrifying process begins: an implosion in which one’s subjective being is resolved into fragments of pure anxiety that leave one incapable of existing as subject except in the howl to which each suffered state descends in a final, chilling recognition—that everything one has done and suffered is but sound and fury, signifying nothing. One has become a corpse with insomnia. Identity and self-reference thereafter ceaselessly circle about that void. This is the hour of the wolf, where one is arrested before the primary fact: at the deepest register of the psyche one finds a voice of terror. Fear of psychic dissolution is the ground condition of our being as subjects. Subjectivity is founded in anguish before the dread of becoming no more than bits and pieces of pure horror, fleeing in panic a voice that has already overtaken us, resolving our subjective being into traumatic episodes of pure persecution. At the heart of inwardness a malevolent spirit presides. To put it in nuclear metaphors: catastrophic anxiety is the threat of implosion into the other’s unlimited destructiveness. To complete the picture we need only add Winnicott’s point: people live in dread of this situation, projecting fear of a breakdown into the future, because the breakdown has already occurred.8 
A2 But we EMPERICS!
Their linear causality is disproven by the Chaos Theory  

Ward 1996

(Brian, doctoral student in the Department of English at UWA. He graduated with First Class Honours from the Department in 1993. His PhD is entitled 'Comparative Sexual Politics in the Novels of Milan Kundera and Angela Carter'. “The Chaos of History: Notes Towards a Postmodernist Historiography,” Limina, Vol 2, http://www.limina.arts.uwa.edu.au/previous/volumes_15/volume_2?f=73934)

Porush establishes the link between narrative-as-history and chaos theory by recognising that before chaos theory, a view of human experience based on the metaphor of the Butterfly Effect was ‘dismissed as pertinent only to the realm of accident, coincidence, kismet, and messy human affairs’.35 Now however, chaos theory suggests that unpredictable or nonlinear events are not only the product of human experience but are also a part of ‘reality’. Stephen H. Kellert contends that historical events can be seen to unfold as the Butterfly Effect suggests because history teems ‘with examples of small events that led to momentous and long-lasting changes in the course of human affairs.’36 Porush and Kellert share this belief with physicists like Marcelo Alonso and Gottfried Mayer-Kress. Alonso states that because ‘social systems are not linear, certain local fluctuations (inventions, discoveries, revolutions, wars, [and the] emergence of political leaders etc.) may result in major changes’.37 Mayer-Kress also uses the Butterfly Effect as a historical metaphor to argue that nation states can be described as chaotic systems, and that in such systems small events such as terrorist bombings or minor military deployments can act as catalysts, resulting in all-out nuclear war.38 Chaos theory thus appears to have direct historiographical implications. One consequence of chaos for historiography is that a linear model of causality can no longer be used to determine the causes and effects of historical events. A postmodernist historiography demonstrates the ineffectiveness of linear causality, which cannot take into account the inherent discontinuity and indeterminism of historical events. 
Don’t bother relying on the past 

Sherden 98 

(William, business consultant, Adjunct Professor at Brandeis University’s International Business School.  Previously, he has spent most of his career as a management consultant working with major international corporations.  Mr. Sherden has published two books and a number of business-related articles.  His first book, Market Ownership, was chosen as Fortune’s alternative book of the month.  His second book, The Fortune Sellers, has been favorably reviewed by leading newspapers and journals, including The New York Times and The Wall Street Journal. The Fortune Sellers: Big Business of Buying and Selling)

History does not repeat itself.  The evolution of society is continually new, novel, and full of surprises, with no recurring cycles.  Wars, revolutions, trends, and movements are as different from one another as snowflakes.  “One must expect that events of an intrinsically new character will emerge,” wrote Popper.  “Every single event in social life can be said to be new, in a certain sense.  It may be classified with other events; it may even resemble those events in certain aspects; but it will always be unique in a very definite way…Belief in historical destiny is sheer superstition.”

A2 Perm 
Power warps deliberation in Government infrastructure planning

Flyvbjerg 2
(professor of Planning at Aalborg University Denmark and chair of Infrastructure Policy and Planning at Delft University of Technology (Bent, “Planning and Foucault: In Search of the Dark Side of Planning Theory,” Planning Futures: New Directions for Planning Theory, http://flyvbjerg.plan.aau.dk/DarkSide2.pdf//NDW)

Bent Flyvbjerg’s study of planning in Aalborg is a case study of planning and policy-making in practice, where rationality is malleable, and where power games are masked as technical rationality. The study focuses on the Aalborg Project, a scheme designed to integrate environmental and social concerns into city planning, including how to control the car in the city - a cause of degradation of the historic core. The planners of Aalborg are found to be real people who, like other actors in the case, engage in deception to achieve their ends, manipulating public debates and technical analyses. Institutions that are supposed to represent what they, themselves called the ‘public interest’ are revealed to be deeply embedded in the hidden exercise of power and the protection of special interests. The project is set in Aalborg, but it could be anywhere. Aalborg is to this study what Florence was to Machiavelli’s, no other comparisn intended: a laboratory for understanding power. The focus is on a classic and endless drama which defines what modern planning and policy-making are and can be: the drama of how raitonality is constituted by power, and power by raitonality. Drawing on the ideas of Machiavelli, Nietzsche, Habermas and Foucault, the Aalborg case is read as a metaphor of modernity and of modern planning and policy-making. The study shows how power warps deliberation and how modern rationality can only be an ideal when confronted with the real rationalities involved in planning and policy-making. Finally, the study elaborates on how fruitful deliberation and action can occur by following a century-long, and historically proven, tradition of empowering democracy and civil society. Tim Richardson’s research has explored the construction sites of rationality: the critical stages in planning processes where the frameworks and tools are crafted which will shape later decisions. His study of the planning process for the trans-European transport network explores how, in a heated power-play, the deployment of Strategic Environmental Assessment (SEA) became the central instrument for achieving environmental integration. However, SEA techniques were not simply taken off the shelf by policy analysts, and applied objectively in laboratories. They were constructed through contested political processes and were vulnerable to shaping by, and in favour of, particular interests. The political and institutional setting of SEA clearly shaped its scope, timing, methodology, and ultimately its impact. In this case SEA was shaped by the discourses of the single market and political integration, by inter-institutional politics, and by the actions of interest groups. Much of the policy process took place outside the public domain, and through non-discursive events, rendering a purely communicative focus unuseful. Communicative actions, such as the use of advocacy documents, or argumentation in committee, were tactical elements on a much broader canvas of power dynamics.

Modern planning theory fails – Focault’s theory of power is comparatively better

Flyvbjerg 2
(professor of Planning at Aalborg University Denmark and chair of Infrastructure Policy and Planning at Delft University of Technology (Bent, “Planning and Foucault: In Search of the Dark Side of Planning Theory,” Planning Futures: New Directions for Planning Theory, http://flyvbjerg.plan.aau.dk/DarkSide2.pdf//NDW)

Planning theorists (and other modernist thinkers) have tended to disregard Foucault’s work as being oppressive. His talk of the all-pervasiveness of power has been seen as crushing the life out of any possibility of empowerment, of change, of hope. Yet this analysis seems to be based on a superficial reading of parts of Foucault’s major works, such as Discipline and Punish, rather than an attempt to understand his overall project. Foucault’s theory of power is exactly not about oppressiveness, of accepting the regimes of domination which condition us, it is about using tools of analysis to understand power, its relations with rationality and knowledge, and use the resulting insights precisely to bring about change. When it comes to portraying planners and planning, the quest of planning theorists could be called the escape from power. But if there is one thing we should have learned today from students of power, it is that there is no escape from it. We wish to stress that the modern normative attitude - an attitude that has been dominant in planning theory throughout the history of this discipline - does not serve modernity, or planning theory, well. The ideals of modernity, democracy and planning - ideals that typically are worth fighting for - are better served by understanding Realrationalität than normative rationality. Normative rationality may provide an ideal to strive for, but it is a poor guide to the strategies and tactics needed for moving toward to the ideal. This, in our analysis, is the quandary of normative idealists, including the majority of planning theorists: they know where they would like to go but not how to get there. The focus of modernity and of planning theory is on ‘what should be done’. We suggest a reorientation toward ‘what is actually done - towards verita effettuale. In this way we may gain a better grasp - less idealistic, more grounded - of what planning is and what the strategies and tactics that may help change it for the better. Foucauldian analysis, unlike Habermasian normativism, offers a type of planning theory which is more useful in understanding how planning is actually done, and offers better prospects for those interested in bringing about democratic social change through planning. Habermas, among others, views conflict in society as dangerous, corrosive and potentially destructive of social order, and therefore in need of being contained and resolved. In a Foucauldian interpretation, conversely, suppressing conflict is suppressing freedom, because the privilege to engage in conflict is part of freedom. The Foucauldian challenge applies to theory too: perhaps social and political theories that ignore or marginalise conflict are potentially oppressive. And if conflict sustains society, there is good reason to caution against an idealism that ignores conflict and power. In real social and political life self-interest and conflict will not give way to some all-embracing communal ideal like Habermas’s. Indeed, the more democratic a society, the more it allows groups to define their own specific ways of life and legitimates the inevitable conflicts of interest that arise between them. Political consensus can never be brought to bear in a manner that neutralises particular group obligations, commitments and interests. A more differentiated conception of political culture than Habermas’s is needed, one that will be more tolerant of conflict and difference, and more compatible with the pluralisation of interests. A strong democracy guarantees the existence of conflict. A strong understanding of democracy, and of the role of planning within it, must therefore be based on thought that places conflict and power at its centre, as Foucault does and Habermas does not. We suggest that an understanding of planning that is practical, committed and ready for conflict provides a superior paradigm to planning theory than an understanding that is discursive, detached and consensus-dependent. Exploring the dark side of planning theory offers more than a negative, oppressive confirmation of our inability to make a difference. It suggests that we can do planning in a constructive empowering way, but that we cannot do this by avoiding power relations. Planning is inescapably about conflict: exploring conflicts in planning, and learning to work effectively with conflict can be the basis for a strong planning paradigm.

A2 Policy Action Good
The Plan Is A Product Of Serial Policy Failure – It Only Serves To Reconstruct Your Scenarios

Dillon And Reid 2000

(PHD; researches the problematisation of politics, security and war & PhD in Politics (Michael And Dillon, “Global Governance, Liberal Peace, and Complex Emerge” Alternatives: Local, Global, Political Vol. 25 Issue 1 Jan-Mar 2000 JSTOR http://www.jstor.org/stable/40644986) //JES

Reproblematization of problems is constrained by the institu-tional and ideological investments surrounding accepted "prob-lems," and by the sheer difficulty of challenging the inescapable ontological and epistemological assumptions that go into their very formation. There is nothing so fiercely contested as an epis-temological or ontological assumption. And there is nothing so fiercely ridiculed as the suggestion that the real problem with problematizations exists precisely at the level of such assumptions. Such "paralysis of analysis" is precisely what policymakers seek to avoid since they are compelled constantly to respond to circum-stances over which they ordinarily have in fact both more and less control than they proclaim. What they do not have is precisely the control that they want. Yet serial policy failure - the fate and the fuel of all policy - compels them into a continuous search for the new analysis that will extract them from the aporias in which they constantly find themselves enmeshed.35 Serial policy failure is no simple shortcoming that science and policy - and policy science - will ultimately overcome. Serial policy failure is rooted in the ontological and epistemological assumptions that fashion the ways in which global governance encounters and problematizes life as a process of emergence through fitness land-scapes that constantly adaptive and changing ensembles have con-tinuously to negotiate. As a particular kind of intervention into life, global governance promotes the very changes and unintended out-comes that it then serially reproblematizes in terms of policy failure. Thus, global liberal governance is not a linear problem-solving process committed to the resolution of objective policy problems simply by bringing better information and knowledge to bear upon them. A nonlinear economy of power/knowledge, it deliber-ately installs socially specific and radically inequitable distributions of wealth, opportunity, and mortal danger both locally and glob-ally through the very detailed ways in which life is variously (pol-icy) problematized by it.
Policy Fails – It Calls For Military Solutions To The Problems It Creates While Ignoring The Truth
Dillon And Reid 2000

(PHD; researches the problematisation of politics, security and war & PhD in Politics (Michael And Dillon, “Global Governance, Liberal Peace, and Complex Emerge” Alternatives: Local, Global, Political Vol. 25 Issue 1 Jan-Mar 2000 JSTOR http://www.jstor.org/stable/40644986) //JES

Already, then, discourses concerned to elucidate the practices and dynamics of interagency cooperation have emerged, opera-tional concepts and doctrines are formulated and disseminated, and manuals of good practice are officially adopted. Accounts of the bureaucratic politics that characterize the intense interagency competition and rivalry that accompany the formation and oper-ation of such strategic complexes are also emerging. These relish the failure and confusion that abounds in such circumstances, but simultaneously also appeal to it in order to fuel demands for yet better governance, early warning of incipient conflicts, and more adaptive military might to deal with them. No political formulation is therefore innocent. None refers to a truth about the world that preexists that truth's entry into the world through discourse. Every formula is instead a clue to a truth. Each is crafted in the context of a wider discursive economy of meaning. Tug at the formula, the pull in the fabric begins to disclose the way in which it has been woven. The artefactual design of the truth it proclaims then emerges. We are therefore dealing with something much more than a mere matter of geo-political fact when encountering the vocabulary of complex emer-gency in the discourse of global governance and liberal peace. We are not talking about a discrete class of unproblematic actions. Neither are we discussing certain forms of intractable conflicts. The formula complex emergency does of course address certain kinds of violent disorder. That disorder is not our direct concern. Recall with Foucault and many other thinkers that an economy of mean-ing is no mere idealist speculation. It is a material political pro-duction integral to a specific political economy of power.
Policy Action Fails - It Creates A Market Of Problematization
Dillon And Reid 2000

(PHD; researches the problematisation of politics, security and war & PhD in Politics (Michael And Dillon, “Global Governance, Liberal Peace, and Complex Emerge” Alternatives: Local, Global, Political Vol. 25 Issue 1 Jan-Mar 2000 JSTOR http://www.jstor.org/stable/40644986) //JES

More specifically, where there is a policy problematic there is expertise, and where there is expertise there, too, a policy prob- lematic will emerge. Such problematics are detailed and elabo- rated in terms of discrete forms of knowledge as well as interlock- ing policy domains. Policy domains reify the problematizatiòn of life in certain ways by turning these epistemically and politically contestable orderings of life into "problems" that require the con- tinuous attention of policy science and the continuous resolutions of policymakers. Policy "actors" develop and compete on the basis of the expertise that grows up around such problems or clusters of problems and their client populations. Here, too, we may also dis- cover what might be called "epistemic entrepreneurs." Albeit the market for discourse is prescribed and policed in ways that Fou- cault indicated, bidding to formulate novel problematizations they seek to "sell" these, or otherwise have them officially adopted. In principle, there is no limit to the ways in which the management of population may be problematized. All aspects of human con- duct, any encounter with life, is problematizable. Any problemati- zation is capable of becoming a policy problem. Governmentality thereby creates a market for policy, for science and for policy sci- ence, in which problematizations go looking for policy sponsors while policy sponsors fiercely compete on behalf of their favored problematizations.
A2 Predictions Good
The illusion of security and making predictions off of the worst case scenario transform any small problem into a true catastrophe 
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(James, Professor at Brown University, International Studies, Predicting the Present, Vol. 27 (3) - Fall 2005, http://hir.harvard.edu/articles/1430/)

It often takes a catastrophe to reveal the illusory beliefs we continue to harbor in national and homeland security. To keep us safe, we place our faith in national borders and guards, bureaucracies and experts, technologies and armies. These and other instruments of national security are empowered and legitimated by the assumption that it falls upon the sovereign country to protect us from the turbulent state of nature and anarchy that permanently lies in wait offshore and over the horizon for the unprepared and inadequately defended. But this parochial fear, posing as a realistic worldview, has recently taken some very hard knocks.  Prior to September 11, 2001, national borders were thought to be necessary and sufficient to keep our enemies at bay; upon entry to Baghdad, a virtuous triumphalism and a revolution in military affairs were touted as the best means to bring peace and democracy to the Middle East; and before Hurricane Katrina, emergency preparedness and an intricate system of levees were supposed to keep New Orleans safe and dry.  The intractability of disaster, especially its unexpected, unplanned, unprecedented nature, erodes not only the very distinction of the local, national, and global, but, assisted and amplified by an unblinking global media, reveals the contingent and highly interconnected character of life in general. Yet when it comes to dealing with natural and unnatural disasters, we continue to expect (and, in the absence of a credible alternative, understandably so) if not certainty and total safety at least a high level of probability and competence from our national and homeland security experts.  However, between the mixed metaphors and behind the metaphysical concepts given voice by US Homeland Security Director Michael Chertoff early into the Katrina crisis, there lurks an uneasy recognition that this administration--and perhaps no national government--is up to the task of managing incidents that so rapidly cascade into global events. Indeed, they suggest that our national plans and preparations for the "big one"--a force-five hurricane, terrorist attack, pandemic disease--have become part of the problem, not the solution. His use of hyberbolic terms like "ultra-catastrophe" and "fall-out" is telling: such events exceed not only local and national capabilities, but the capacity of conventional language itself.  An easy deflection would be to lay the blame on the neoconservative faithful of the first term of US President George W. Bush, who, viewing through an inverted Wilsonian prism the world as they would wish it to be, have now been forced by natural and unnatural disasters to face the world as it really is--and not even the most sophisticated public affairs machine of dissimulations, distortions, and lies can close this gap.  However, the discourse of the second Bush term has increasingly returned to the dominant worldview of national security, realism. And if language is, as Nietzsche claimed, a prisonhouse, realism is its supermax penitentiary.  Based on linear notions of causality, a correspondence theory of truth, and the materiality of power, how can realism possibly account--let alone prepare or provide remedies--for complex catastrophes, like the toppling of the World Trade Center and attack on the Pentagon by a handful of jihadists armed with box-cutters and a few months of flight-training? A force-five hurricane that might well have begun with the flapping of a butterfly's wings? A northeast electrical blackout that started with a falling tree limb in Ohio? A possible pandemic triggered by the mutation of an avian virus?  How, for instance, are we to measure the immaterial power of the CNN-effect on the first Gulf War, the Al-Jazeera-effect on the Iraq War, or the Nokia-effect on the London terrorist bombings? For events of such complex, non-linear origins and with such tightly-coupled, quantum effects, the national security discourse of realism is simply not up to the task.  Worse, what if the "failure of imagination" identified by the 9/11 Commission is built into our national and homeland security systems? What if the reliance on planning for the catastrophe that never came reduced our capability to flexibly respond and improvise for the "ultra-catastrophe" that did?  What if worse-case scenarios, simulation training, and disaster exercises--as well as border guards, concrete barriers and earthen levees--not only prove inadequate but might well act as force-multipliers--what organizational theorists identify as "negative synergy" and "cascading effects"--that produce the automated bungling (think Federal Emergency Management Agency) that transform isolated events and singular attacks into global disasters?[ Just as "normal accidents" are built into new technologies--from the Titanic sinking to the Chernobyl meltdown to the Challenger explosion--we must ask whether "ultra-catastrophes" are no longer the exception but now part and parcel of densely networked systems that defy national management; in other words, "planned disasters."  What, then, is to be done? A first step is to move beyond the wheel-spinning debates that perennially keep security discourse always one step behind the global event. It might well be uni-, bi-, or multi-polar, but it is time to recognize that the power configuration of the states-system is rapidly being subsumed by a heteropolar matrix, in which a wide range of different actors and technological drivers are producing profound global effects through interconnectivity. Varying in identity, interests, and strength, these new actors and drivers gain advantage through the broad bandwidth of information technology, for networked communication systems provide the means to traverse political, economic, religious, and cultural boundaries, changing not only how we interpret events, but making it ever more difficult to maintain the very distinction of intended from accidental events.  According to the legal philosopher of Nazi Germany, Carl Schmitt, when the state is unable to deliver on its traditional promissory notes of safety, security, and well-being through legal, democratic means, it will necessarily exercise the sovereign "exception:" declaring a state of emergency, defining friend from foe, and, if necessary, eradicating the threat to the state. But what if the state, facing the global event, cannot discern the accidental from the intentional? An external attack from an internal auto-immune response? The natural as opposed to the "planned disaster"? The enemy within from the enemy without?  We can, as the United States has done since September 11, continue to treat catastrophic threats as issues of national rather than global security, and go it alone. However, once declared, bureaucratically installed, and repetitively gamed, national states of emergency grow recalcitrant and become prone to even worse disasters. As Paul Virilio, master theorist of the war machine and the integral accident once told me: "The full-scale accident is now the prolongation of total war by other means." 

A2 Realism Good
Realist thinking is a key driving force in abusing our power to legitimize war and undermining other nations.

Grondin 4

(David, Assistant Professor, Member of the Faculty of Graduate and Postdoctoral Studies Ph.D., Political Science (International Relations and American Studies), Université du Québec à Montréal, Montréal, 2008. M.A., International Relations, University of Toronto, Toronto, 2001. B.A., American History, Université du Québec à Montréal, Montréal, 2000. “Rethinking the political from a Poststructualist Stance” http://www.ieim.uqam.ca/IMG/pdf/rewriting_national_security_state.pdf)

 

Committed to an explanatory logic, realist analysts are less interested in the constitutive processes of states and state systems than in their functional existence, which they take as given. They are more attentive to regulation, through the military uses of force and strategic practices that establish the internal and external boundaries of the states system. Their main argument is that matters of security are the immutable driving forces of global politics. Indeed, most realists see some strategic lessons as being eternal, such as balance of power politics and the quest for national security. For Brooks and Wohlforth, balance of power politics (which was synonymous with Cold War politics in realist discourses) is the norm: “The result — balancing that is rhetorically grand but substantively weak — is politics as usual in a unipolar world” (Brooks and Wohlforth, 2002: 29). National security discourses constitute the “observed realities” that are the grist of neorealist and neoclassical realist theories. These theories rely upon U.S. material power (the perception of U.S. relative material power for neoclassical realists), balance of power, and the global distribution of power to explain and legitimate American national security conduct. Their argument is circular since they depict a reality that is constituted by their own discourse, in addition to legitimizing American strategic behavior. Realists often disagree about the use of force – on military restraint versus military intervention, for example – but the differences pertain to strategies of power, that is, means as opposed to ends. Realist discourses will not challenge the United States’ position as a prominent military power. As Barry Posen maintains, “[o]ne pillar of U.S. hegemony is the vast military power of the United States. […] Observers of the actual capabilities that this effort produces can focus on a favorite aspect of U.S. superiority to make the point that the United States sits comfortably atop the military food chain, and is likely to remain there” (Posen, 2003: 7). Realist analysts “observe” that the U.S. is the  world hegemonic power and that no other state can balance that power. In their analyses, they seek to explain how the United States was able to build and lead coalitions in Afghanistan and Iraq with no other power capable of offering military resistance. Barry Posen “neutrally” explains this by emphasizing the United States’ permanent preparation for war:

Under our realist mindset we silence people we see as in the way and mask what our true concept of “national security”

Grondin 4

(David, Assistant Professor, Member of the Faculty of Graduate and Postdoctoral Studies Ph.D., Political Science (International Relations and American Studies), Université du Québec à Montréal, Montréal, 2008. M.A., International Relations, University of Toronto, Toronto, 2001. B.A., American History, Université du Québec à Montréal, Montréal, 2000. “Rethinking the political from a Poststructualist Stance” http://www.ieim.uqam.ca/IMG/pdf/rewriting_national_security_state.pdf)

 

Neorealist and neoclassical realism offer themselves up as a narrative of the world institutional order. Critical approaches must therefore seek to countermemorialize “those whose lives and voices have been variously silenced in the process of strategic practices” (Klein, 1994: 28). The problem, as revealed in the debate between gatekeepers of the subfield of Strategic Studies (Walt, 1991), is that those analyses that contravene the dominant discourse are deemed insignificant by virtue of their differing ontological and epistemological foundations. Approaches that deconstruct theoretical practices in order to disclose what is hidden in the use of concepts such as “national security” have something valuable to say. Their more reflexive and critically-inclined view illustrates how terms used in realist discourses, such as state, anarchy, world order, revolution in military affairs, and security dilemmas, are produced by a specific historical, geographical and socio-political context as well as historical forces and social relations of power (Klein, 1994: 22). Since realist analysts do not question their ontology and yet purport to provide a neutral and objective analysis of a given world order based on military power and interactions between the most important political units, namely states, realist discourses constitute a political act in defense of the state. Indeed, “[…] it is important to recognize that to employ a textualizing approach to social policy involving conflict and war is not to attempt to reduce social phenomena to various concrete manifestations of language. Rather, it is an attempt to analyze the interpretations governing policy thinking. And it is important to recognize that policy thinking is not unsituated” (Shapiro, 1989a: 71). Policy thinking is practical thinking since it imposes an analytic order on the “real world”, a world that only exists in the analysts’ own narratives. In this light, Barry Posen’s political role in legitimizing American hegemonic power and national security conduct seems obvious:
A2 Realism Inevitable
Realism isn’t inevitable

Grondin 4

(David, Assistant Professor, Member of the Faculty of Graduate and Postdoctoral Studies Ph.D., Political Science (International Relations and American Studies), Université du Québec à Montréal, Montréal, 2008. M.A., International Relations, University of Toronto, Toronto, 2001. B.A., American History, Université du Québec à Montréal, Montréal, 2000. “Rethinking the political from a Poststructualist Stance” http://www.ieim.uqam.ca/IMG/pdf/rewriting_national_security_state.pdf)

In explaining national security conduct, realist discourses serve the violent purposes of the state, as well as legitimizing its actions and reinforcing its hegemony. This is why we must historicize the practice of the analyst and question the “regimes of truth” constructed by realist discourses. When studying a given discourse, one must also study the socio-historical conditions in which it was produced. Realist analysts are part of the subfield of Strategic Studies associated with the Cold War era. Even though it faced numerous criticisms after the Cold War, especially since it proved irrelevant in predicting its end, this subfield retains a significant influence in International Relations – as evidenced, for instance, by the vitality of the journal International Security. Theoretically speaking, Strategic Studies is the field par excellence of realist analyses: it is a way of interpreting the world, which is inscribed in the language of violence, organized in strategy, in military planning, in a military order, and which seek to shape and preserve world order (Klein, 1994: 14). Since they are interested in issues of international order, realist discourses study the balancing and bandwagoning behavior of great powers. Realist analysts believe they can separate object from subject: on this view, it would be possible to abstract oneself from the world in which one lives and studies and to use value-free discourse to produce a non-normative analysis. As Stephen Brooks and William Wohlforth assert, “[s]uch arguments [about American moderation and international benevolence that stress the constraints on American power] are unpersuasive, however, because they fail to acknowledge the true nature of the current international system” (Brooks and Wohlforth, 2002: 31). Thus it would seem that Brooks and Wohlforth have the ability to “know” essential “truths”, as they “know” the “true” nature of the international system. From this vantage point it would even be possible “to set aside one’s own subjective biases and values and to confront the world on its own terms, with the hope of gaining mastery of that world through a clear understanding that transcends the limits of such personal determinants as one’s own values, class, gender, race, or emotions” (Klein, 1994: 16). However, it is impossible to speak or write from a neutral or transcendental ground: “there are only interpretations – some stronger and some weaker, to be sure – based on argument and evidence, which seems from the standpoint of the interpreter and his or her interlocutor to be ‘right’ or ‘accurate’ or ‘useful’ at the moment of interpretation” (Medhurst, 2000: 10). It is in such realist discourse that Strategic Studies become a technocratic approach determining the foundations of security policies that are disguised as an academic approach above all critical reflection (Klein, 1994: 27-28). Committed to an explanatory logic, realist analysts are less interested in the constitutive processes of states and state systems than in their functional existence, which they take as given. They are more attentive to regulation, through the military uses of force and strategic practices that establish the internal and external boundaries of the states system. Their main argument is that matters of security are the immutable driving forces of global politics. Indeed, most realists see some strategic lessons as being eternal, such as balance of power politics and the quest for national security. For Brooks and Wohlforth, balance of power politics (which was synonymous with Cold War politics in realist discourses) is the norm: “The result — balancing that is rhetorically grand but substantively weak — is politics as usual in a unipolar world” (Brooks and Wohlforth, 2002: 29). National security discourses constitute the “observed realities” that are the grist of neorealist and neoclassical realist theories. These theories rely upon U.S. material power (the perception of U.S. relative material power for neoclassical realists), balance of power, and the global distribution of power to explain and legitimate American national security conduct. Their argument is circular since they depict a reality that is constituted by their own discourse, in addition to legitimizing American strategic behavior. Realists often disagree about the use of force – on military restraint versus military intervention, for example – but the differences pertain to strategies of power, that is, means as opposed to ends. Realist discourses will not challenge the United States’ position as a prominent military power. As Barry Posen maintains, “[o]ne pillar of U.S. hegemony is the vast military power of the United States. […] Observers of the actual capabilities that this effort produces can focus on a favorite aspect of U.S. superiority to make the point that the United States sits comfortably atop the military food chain, and is likely to remain there” (Posen, 2003: 7). Realist analysts “observe” that the U.S. is the world hegemonic power and that no other state can balance that power. In their analyses, they seek to explain how the United States was able to build and lead coalitions in Afghanistan and Iraq with no other power capable of offering military resistance. Barry Posen “neutrally” explains this by emphasizing the United States’ permanent preparation for war: I argue that the United States enjoys command of the commons—command of the sea, space, and air. I discuss how command of the commons supports a hegemonic grand strategy. […] Command means that the United States gets vastly more military use out of the sea, space, and air than do others; that it can credibly threaten to deny their use to others; and that others would lose a military contest for the commons if they attempted to deny them to the United States. Command of the commons is the key military enabler of the U.S. global power position. It allows the United States to exploit more fully other sources of power, including its own economic and military might as well as the economic and military might of its allies. Command of the commons has permitted the United States to wage war on short notice even where it has had little permanent military presence. This was true of the 1991 Persian Gulf War, the 1993 intervention in Somalia, and the 2001 action in Afghanistan (Posen, 2003: 7-9) Moreover, in realist theoretical discourses, transnational non-state actors such as terrorist networks are not yet taken into account. According to Brooks and Wohlforth, they need not be: “Today there is one pole in a system in which the population has trebled to nearly 200” (Brooks and Wohlforth, 2002: 29). In their system, only states are relevant. And what of the Al-Qaida terrorist network? At best, realist discourses accommodate an interstate framework, a “reality” depicted in their writings as an oversimplification of the complex world in which we now live (Kratochwil, 2000).7 In their theoretical constructs, these analysts do not address national or state identity in any substantive way. Moreover, they do not pay attention to the security culture in which they as individuals are embedded8. They rarely if ever acknowledge their subjectivity as analysts, and they proceed as if they were able to separate themselves from their cultural environment. From a poststructuralist perspective, however, it is impossible to recognize all the ways in which we have been shaped by the culture and environment in which we were raised. We can only think or experience the world through a cultural prism: it is impossible to abstract oneself from one’s interpretive cultural context and experience and describe “the world as it is”. There is always an interpretive dimension to knowledge, an inevitable mediation between the “real world” and its representation. This is why American realist analysts have trouble shedding the Cold War mentality in which they were immersed.

A2 Threats Real
Even if they win threats are real, embracing the danger of those threats is key to rethinking our security logic, and understanding our flawed mentalities.
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(James, Professor at Brown University, International Studies, "The Value of Security: Hobbes, Marx, Nietzsche, and Baudrillard," Ciaonet, http://www.ciaonet.org/book/lipschutz/lipschutz12.html)

What if we leave the desire for mastery to the insecure and instead imagine a new dialogue of security, not in the pursuit of a utopian end but in recognition of the world as it is, other than us ? What might such a dialogue sound like? Any attempt at an answer requires a genealogy: to understand the discursive power of the concept, to remember its forgotten meanings, to assess its economy of use in the present, to reinterpret--and possibly construct through the reinterpretation--a late modern security comfortable with a plurality of centers, multiple meanings, and fluid identities.  The steps I take here in this direction are tentative and preliminary. I first undertake a brief history of the concept itself. Second, I present the "originary" form of security that has so dominated our conception of international relations, the Hobbesian episteme of realism. Third, I consider the impact of two major challenges to the Hobbesian episteme, that of Marx and Nietzsche. And finally, I suggest that Baudrillard provides the best, if most nullifying, analysis of security in late modernity. In short, I retell the story of realism as an historic encounter of fear and danger with power and order that produced four realist forms of security: epistemic, social, interpretive, and hyperreal. To preempt a predictable criticism, I wish to make it clear that I am not in search of an "alternative security." An easy defense is to invoke Heidegger, who declared that "questioning is the piety of thought." 9 Foucault, however, gives the more powerful reason for a genealogy of security:  I am not looking for an alternative; you can't find the solution of a problem in the solution of another problem raised at another moment by other people. You see, what I want to do is not the history of solutions, and that's the reason why I don't accept the word alternative . My point is not that everything is bad, but that everything is dangerous, then we always have something to do. 10  The hope is that in the interpretation of the most pressing dangers of late modernity we might be able to construct a form of security based on the appreciation and articulation rather than the normalization or extirpation of difference. 
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