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Plan 
The Plan - The United State federal government should establish a Space Guard for space services support 
Adv 1: Shortage 
Advantage 1: Shortage  
Military control hinders it – Enhanced transparency is critical to prevent satellite collisions and conflicts  
Weeden 09 - Technical consultant @ Secure World Foundation [Brian Weeden (Former U.S. Air Force officer with a background in space surveillance and ICBM operations) "Space Sustainability: To Preserve and Protect...," Satellite Magazine, March 2009, pg. http://www.satmagazine.com/cgi-bin/display_article.cgi?number=1415465455//edlee
More recently, we have also learned that the space environment is fragile, and that our actions and activities can have long term consequences. Sustainability of the space environment is the responsibility of all actors in space, and only by working together can its benefits be assured for future generations. The foundation to this sustainability is international civil cooperation in and sharing of space situational awareness data.

Limited Natural Resource

An increasing number of States and private operators are realizing the benefits space has to offer and the number of satellites providing space-based services is accelerating. Sixty-four States or private entities now own or operate satellites in Earth orbit, including such recent notables as Algeria, Nigeria, Venezuela, and Vietnam1.

Ten States have demonstrated independent capability to place satellites into Earth orbit2. Since the launch of Sputnik  in 1957, the satellite catalog of objects in Earth orbit has grown to almost 13,000 objects, with another almost 5,000 objects tracked but not cataloged3. Over 90 percent of the catalog consists of debris, dead payloads, and spent rocket stages used to put satellites in orbit, with the remaining few percent being operational satellites.

There is an inherent danger in this recent explosion in the use of space. Like any other limited natural resource, mismanagement and overexploitation can degrade or even destroy the long term sustainability of the space environment. (In example, see the sidebar extracted from that daily SatNews regarding a recent satellite collision.)

The first counter argument that is normally heard in response to this is the “big space” theory: space is so vast that it is hubris to think that humanity can have any serious impact. Indeed, the volume of Earth orbit from the upper edges of the atmosphere out to geostationary orbit is roughly 5,000 times the volume of the Earth’s oceans and atmosphere combined. But this argument ignores some fundamental facts that differentiate the space domain from the domains of land, sea and air on Earth.

The driving force behind these facts is orbital mechanics. The physics of gravitational attraction and Keplerian motion dictate how satellites move as well as which orbits are especially beneficial. In particular, geostationary orbit and Sun-synchronous orbits have proven to be the two regimes where the most satellites, and thus satellite services, are concentrated.

Geostationary orbit is a thin racetrack running around the Equator 36,000 kilometers above the surface of the Earth. It is here that any application which requires a generally fixed position relative to the Earth’s surface and large field of view must reside. Satellite television, big-picture weather, and communications relay are the most prominent civil and commercial applications.

Sun-synchronous orbit is a set of inclinations between 96.5 and 102.5 degrees which, when combined with a specific altitude, allow the orbits for satellites in these inclinations to precess around the Equator opposite the Earth’s rotation. This means that these satellites overfly the same point on the Earth at repeatable intervals with the same solar lighting conditions each time which makes Sun-synchronous orbits especially useful for applications such as optical remote sensing, mapping and environmental measurement.

All satellites must remain in motion; otherwise they will succumb to the pull of Earth’s gravity and fall back towards its center. The speed a satellite must maintain is a function of its altitude: closer to the Earth’s atmosphere the pull of gravity is stronger and satellites here must move faster to maintain their orbit than those higher up. This pull of gravity combines with the Earth’s atmosphere to dictate another important parameter – orbital lifespan.

The length of time an object in Earth orbit remains there is a function of its altitude above the Earth, and it is not a linear scale. An object at 300 kilometers of altitude has a lifespan measured in a few months, while the lifespan of a one at 600 kilometers is measured in several years.

Above 1,000 kilometers the lifespan of objects is measured in millennia. This permanence means that actions taken in orbit can have consequences for a very long time. Automobile accidents in space cannot be simply cleared away to make the highway safe again.

The most talked about event in the realm of space security in recent years was the Chinese anti-satellite test in January 2007 which destroyed the Fengyun-1C weather satellite5. A significant fraction of the 2,800 pieces of trackable debris created by this event was thrown to altitudes greater than 1,000 kilometers. Two years later, less than 50 pieces have re-entered the Earth’s atmosphere. Multiple satellites have been forced to conduct collision avoidance maneuver due to close approaches with pieces of Fengyun-1C debris, including NASA’s $400 million Terra satellite in Sun-synchronous orbit6.

As significant an event as this was, it is nowhere near the worst event imaginable. Outside of a massive nuclear detonation in space, the worst event would be the energetic fragmentation of a satellite in the geostationary belt, either from a massive internal explosion or from a collision with another object. A very thorough analysis of exactly this scenario was the subject of a recent AIAA paper8. The authors’ simulation of a “what could have been” collision from the close approach of Cosmos 1961  and Eutelsat W6 in August 2008 shows that the nearly 5,000 pieces of trackable debris would have spread throughout the entire geosynchronous belt within 36 hours. Two days after the event, the wide variation in differential velocity imparted in these pieces would have spread them through many orbital regimes, with the potential to impact all orbits over the coming decades.
While this was just a fictional event, the chances of it happening in reality are increasing every day. Eutelsat W6 mentioned in the simulation above was under full control and thus able to maneuver to avoid the collision, if necessary. Of the 1,150 known objects in the geostationary belt, only 243 of those are under full control (both longitude and inclination), with only an additional 365 satellites under partial stationkeeping control10. The number of objects drifting or captured by libration points, and thus unable to maneuver to avoid collisions, comprise more than half of the population.

In Sun-synchronous orbit, the situation is even worse. Of the more than 4,000 tracked objects in this region, less than 150 are operational satellites. More important, due to the nature of Sun-synchronous orbits, the vast majority of the objects in these orbits cross paths at the Poles every 45 minutes, with head-on closing velocities approaching 14 kilometers per second.

Three-Part Solution

Given the above analysis, it is in the interests of all space actors to invest in the long term sustainability of Earth orbit and in particular those orbits that provide essential benefits. The general set of possible solutions to this problem can be broken down into three areas: debris mitigation, space traffic management, and debris removal. Each has its own advantages and disadvantages that works in concert with the others.

Debris mitigation is currently the area with the most progress and focus within the international community. Its goal is to limit the amount of debris generated in the launch, on-orbit and re-entry phases of space operations. Several of the major space agencies around the world formed the Interagency Space Debris Coordination Committee (IADC) in 1993. As the result of more than 15 years of work, the IADC generated a set of debris mitigation guidelines in 2004. These guidelines were eventually endorsed by the United Nations and several States are currently in the process of implementing them with national legislation and economic mechanisms.

While debris mitigation is an important step, it does not address the problem of the existing debris on orbit. Recent studies have indicated that even without additional satellites placed into orbit, the existing population of orbital debris is likely to increase through collisions between each other12. The only way to tackle this problem is by developing methods of actively removing debris from orbit. While the technical and economic feasibility of this is currently the subject of an on-going IAA study due to report in 2009, the scope of such a solution need not be extensive. Studies have also showed that removal of even five of the most dangerous objects each year was enough to stabilize the existing on-orbit population13.

In the meantime, space actors must turn to methods of minimizing the effects of existing debris on their spacecraft and services. This is the primary goal of space traffic management (STM). Like air traffic management, the goal is to prevent collisions between active satellites and pieces of debris or other satellites. Two techniques form the backbone of STM: conjunction assessment, the prediction of close approaches and associated probability, and collision avoidance, maneuvers undertaken to prevent high probability collisions.

Currently, the only international entity performing a substantial level of STM is the United States military. It uses the extensive satellite catalog derived from its global network of optical and radar sensors to screen a limited list of important military and civil satellites for conjunctions. However, sensor and analytical capacity limitations prevent the expansion of this service to include all operational satellites under the control of the United States, let alone the world. And while the U.S. military is pursuing technological upgrades to add capacity, national security limitations will probably prevent it from performing this service for the world in the foreseeable future.

Many space actors are beginning to realize the eventual need for a formal international space traffic management system even though the technical and political mechanisms to enable this are far from complete. The most significant need is the development of an international civil space situational awareness (SSA) system. Space situational awareness evolved from the military concept of space surveillance. While space surveillance concentrates on tracking mainly the position of objects in space, military SSA seeks to add additional elements to develop a persistent, predictive picture of the space environment that includes adversarial intent.
But space situational awareness is not the sole domain of the military. Just as many other militarily useful types of data also have important civil applications, so does SSA. Currently, satellite operators have an excellent idea of where their particular satellite(s) are but little to no picture of what’s going on around them. They are, in essence, driving a car with the windows blacked out while looking at a GPS unit, oblivious to other traffic around them and relying on the “big space” theory to ensure that no collisions happen.

SSA as the Foundation

International civil space situational awareness is a way of correcting this situation. Its goal is to provide a base level of information about the position of all relevant objects in space to all actors to enable intelligent and efficient use of space. An important distinction is the difference in requirements between military and civil SSA. At its most basic level, civil SSA only needs to provide the position of an object in space and the entity to contact in regards to that object. It does not need to provide the capability to fully characterize the capabilities of that object nor determine its intent. In this way international civil SSA can provide a needed service while simultaneously addressing the security and privacy concerns of both governmental and commercial operators.

The international aspect of such a system lies not only within the distribution of data but also in its collection. By its nature, the task of providing SSA requires a global solution. Observing a satellite at only one point in its orbit only gives you an accurate location at that point; in order to be able to accurately predict where it will be in the future you need multiple observations scattered around the entire orbit. Low Earth orbiting satellites are constantly in motion, making multiple orbits of the Earth each day while the Earth rotates underneath them, making it folly to try and produce an accurate orbit from a single location on the Earth.

Geostationary satellites pose a different problem. Sitting over a certain spot on the Equator, a tracking station within its field of view can track it throughout its entire orbit in one day. But the same object can only be tracked from territory located within its field of view; locations on the other side of the planet will never be able to track it.

To date, the few militaries around the world that have tried to tackle this problem have done so with a geographically distributed network of optical telescopes and radar facilities supplemented with mobile tracking ships. However, maintaining and coordinating these far-flung installations is an extremely expensive undertaking. Only the United States military has successfully developed the capability to maintain an accurate catalog of both low Earth and deep space orbits. Even that capability has severe restrictions, stemming from its foundations on the polar-orientated missile warning network, paucity of deep space telescopes, and almost complete lack of Southern-hemisphere coverage.

A true SSA system also needs to be more than just tracking installations on the Earth. Space weather information is another crucial piece of data. The fluctuations in Solar activity not only determines the expansion and contraction of the Earth’s atmosphere, which dictates the decay rate of low Earth satellites, but also can generate massive solar storms and particle emissions. These severe space weather events can degrade or destroy satellites and even affect terrestrial power grids and communications networks.

Current SSA and STM Efforts

There are two solutions currently under development that attempt to address the need for both SSA and STM. The United States Air Force was authorized by the U.S. Congress in 2003 to provide satellite tracking data to entities other than the US government where it did not adversely affect national security15. This program, known as Commercial and Foreign Entities (CFE), started with the creation of the Space Track website and transition from the previous website operated by NASA’s Orbital Information Group (OIG)16. This website provides unclassified positional data, called Two Line Elements (TLEs), on much of the satellite catalog maintained by the U.S. military to anyone who creates a login. Currently, the U.S. military is working on Phase 3 of the CFE Program, which is intended to provide advanced services to customers. These services could possibly include conjunction assessment, collision avoidance, and anomaly resolution and may or may not include a service fee.

Originally, CFE was planned to be almost entirely a one-way street, with outside entities providing data to the U.S. military who would then do all calculations and analysis internally. Results and recommendations may or may not be transmitted to outside entities. A service implemented in this manner would not meet the international needs for neither SSA nor STM as it would not allow outside entities to make their own calculations and risk analysis. Additionally, national security considerations would most likely limit the service to commercial entities and “friends and allies”. Recently the National Security Space Office (NSSO) took charge of the program and there have been indications that CFE Phase 3 may be implemented in a much more open manner, including some two-way data transfers and open participation.

A second promising service is the Satellite Orbital Conjunction Reports Assessing Threatening Encounters in Space for Geosynchronous (SOCRATES-GEO) service offered by the Center for Space Standards and Innovation (CSSI)17. Based in Colorado Springs, CSSI is a research arm of Analytical Graphics, Inc. (AGI), makers of Satellite Tool Kit  (STK). SOCRATES-GEO is a partnership between CSSI and several commercial GEO providers where voluntary owner-operator positional data and maneuver schedules are provided to CSSI by the commercial partners. The CSSI analysts and software mix this information with data pulled from the U.S. military’s public satellite catalog on debris and other objects. The resulting web service gives the commercial owner-operators daily predictions of all conjunctions and access to additional resources to help make collision avoidance decisions.

Recently, another important relationship was developed between CSSI and the International Scientific Optical Network (ISON). ISON is a network of 25 optical telescopes located at 18 scientific institutions across the globe19. Managed from the Keldysh Institute of Applied Mathematics  in Moscow, ISON has the capability to track satellites in all orbital regimes and provide very accurate data. This capability was highlighted in several cases recently with the most recent example involving the now-defunct INSAT-1B. At the beginning of February 2009, INSAT-1B drifted through the SES ASTRA 1 cluster at 19.2° E longitude. SOCRATES-GEO originally warned SES ASTRA that it was predicted to pass within 108 meters of ASTRA 1F, based on public TLE data from the U.S. Air Force. However, CSSI was able to use ISON data to refine the close approach to just inside 3 kilometers. This allowed SES ASTRA to plan the appropriate avoidance maneuver, which increased the miss distance to just over 14 kilometers.

On-going talks between ISON, CSSI and the commercial providers are underway to determine if and how to more fully integrate the ISON data into the SOCRATES-GEO system. The added benefit would be greatly improved accuracy on the debris and other objects without owner-operator data. While the US military does not list the accuracy for the TLEs in its public database, independent analysis puts the error for geosynchronous objects somewhere between 50 and 75 kilometers20. ISON is able to provide data in some cases down to just a few kilometers of error, making the resulting conjunction analysis vastly more accurate and useful.

A Glimpse of the Future

As they currently stand, both CFE and SOCRATES-GEO are laudable efforts with unique advantages but still fall short of what the international community needs to maintain the sustainability of Earth orbit. As long as it is backed by the U.S. government, CFE will be seen as untrustworthy by some and unable to participate with others or cooperate in a bi-directional manner. SOCRATES-GEO only provides the data and services to those commercial providers who are partners, and is limited to just geosynchronous orbit.

Looking forward, we can outline what the desired solution could be. It would necessarily be an international solution, where any governmental or private entity with a demonstrated need could access the data. This would be contingent on these same entities providing data to the system, either owner-operator data on their satellites or data collected from one or more sensors that they operate. Each entity would be free to provide only the data that met their individual security and privacy concerns. The need for geographically distributed sensors would create incentive for those States in key locations to provide sensor data while simultaneously eliminating the need for any one State to spend incredible amounts of money on their own sensor network.

Each participating entity would be able to access all the pooled data and make their own independent analysis. Those entities without indigenous capability to analyze the data would have access to conjunction assessment, collision avoidance, and anomaly resolution services. The entire system could be managed by an international non-profit, possibly modeled after the Internet Corporation for Assigned Names and Numbers (ICANN), which has a mix of governments, non-governmental organizations, and private businesses on its Board of Directors. This would ensure that the interests of all entities are represented equally and that no one government had exclusive control over the system.

In addition to addressing the immediate need for data in support of conjunction assessment and collision avoidance, such a system would also have many other benefits. It would increase the available data on space debris and the space environment, enabling additional research into the problem and potential solutions as well as educating all space actors on the severity of the problem. Such a system would also enhance the transparency and cooperation among States which could provide stability and reduce the likelihood of conflict resulting from fear, paranoia, or mistakes. And it could also serve as verification for a potential Code of Conduct in space, setting the stage for future space governance models.
Such an international civil space situational awareness system is not a dream. All of the essential technical elements exist and there is a demonstrated need. What is lacking is the political will on behalf of both private industry and States to come together and create what is truly needed for the benefit of all humankind.
A cooperative arrangement mitigates the dangers of space wars and debris - It fosters best practice standards and prevents miscalculations 
Rendleman 10 – Retired Colonel in U.S. Air Force [James R. Rendleman, “A Strategy for Space Assurance,” Astropolitics: The International Journal of Space Politics & Policy, Volume 8, Issue 2 & 3, 2010, Pages 220 - 255 //edlee]
Samuel Black argues that ‘‘space assurance’’ should be the ultimate objective of a space strategy. According to Black: ‘‘A space assurance strategy strives to ensure that the president, U.S. armed forces, and U.S. citizens, allies, and friends can call upon space assets when needed.’’1 As is discussed herein, this strategic space assurance objective is more comprehensive and proactive, and provides for a more complete end state, than that offered by a pure deterrence and protection-based strategy. A strategy framework rooted in a space assurance context can respond more effectively to security scenarios and concerns. This objective can apply whether the threats to space capabilities come from peer, near-peer, or developing-world adversaries, bandits, and miscreants, problems posed just by the space environment and the debris the spacefaring community has already inserted on orbit, or even well meaning, but irresponsible spacefaring states.

Black’s thinking echoes Bruce MacDonald’s who contends that the United States goal for space security should be to achieve a secure, stable environment. This encourages conflict prevention, and reinforces deterrence among international competitors, adversaries, friends, and the ambivalent. MacDonald suggests the focus should instead be placed on achieving strategic and crisis stability, deterrence, and transparency. This promotes behaviors that maximize the United States ability to utilize space and minimize operational and other problems. This would also include pursuing efforts to develop codes of conduct and rules of the road, minimize debris, and manage space traffic. He suggests these activities would be accompanied by confidence building measures, and involves agreements that constrain the ‘‘most destabilizing dimensions of offensive space capabilities.’’

MacDonald also argues the United States must be able to deter others from attacking its space systems. He suggests that space-based offensive capabilities create vulnerabilities, and are destabilizing and best avoided. He argues the United States should seek to reduce adversary incentives to strike its space assets or take other destabilizing actions, and ensure continuity for space services. This would entail the use of distributed capabilities, multiple system nodes, and defense in depth with back-ups. This would also require enhanced attribution techniques to identify the sources of threats, and more robust space situational awareness (SSA) and intelligence capabilities. MacDonald opines that offensive space capability, if ever employed, should only involve the application of reversible effects.2

By combining and supplementing the best of the Black and MacDonald arguments, a more proactive strategy can be synthesized, one that better secures the space domain. The strategy need not depend solely on seeking to persuade others from courses of action by invoking a threat of force, or on preparing for conflict or defense in event an undesirable act occurs. Preventing unwelcome actions by instilling fear of the consequences is brought about by the existence of a credible threat of unacceptable counteraction. The proffered threat does not deter an adversary if it is not believed or if its risks can be accepted. In contrast, a strategy that employs a more positive, proactive, and collaborative approach may be more effective in the long-term. Focusing on fostering space benefits for all may encourage potential adversaries to join as partners to preserve access to the space domain for all. Such an approach may foster the use of best practices and standards that mitigate the dangers of space-related conflict, frequency fratricide, and space debris. Such a strategy to assure access by all to space would also be sufficiently agile and robust to respond to problems in the domain posed by human-made threats or natural hazards.

Considering the complexity of the threat and hazard environment, and satisfying the Black and MacDonald’s concerns, a strategy to assure the United States and its allies have access to space capabilities should have a number of attributes. Space systems must be protected so they can operate for the short-term and long-term. This involves more than just dissuading, deterring, defending against, and defeating potential adversaries seeking to neutralize, disable, or destroy space systems. By far, the greatest risk to U.S. space assets comes from the space environment, such as space weather and orbital debris, and then irresponsible actions and accidents caused by other space actors. The global space community should be encouraged to operate safely in a manner conducive to operations by all members. Vexing orbital debris and spectrum management issues, as well as safe spacelift and de-orbit operations, must be addressed. Finally, the strategy must empower the United States industrial base to be vibrant and robust, and flex its muscles, to ensure it can deliver space capabilities when needed.

Ultimately, a space assurance strategy depends on four mutually supportive elements, or pillars: (1) deterrence and defense; (2) global engagement; (3) situational awareness; and (4) responsive infrastructure.3 Employing these four pillars should enable U.S. and friendly spacefaring nations to continue to perform their missions for the short-term and long-term. The yin and yang of space deterrence and protection will always be an important pillar of space assurance, and its attributes are discussed below.4 Global engagement leverages long-standing approaches to secure and protect the space domain through recognized international law, policy, and diplomacy. Situational awareness employs the monitoring of environmental and intelligence factors, and prediction of threats essential to decision making to assure mission success. This allows a policy maker or commander to differentiate between purposeful attacks and natural environmental hazards; to anticipate space events and clarify intentions; to reduce the potential for misperception or miscalculation; and to enhance opportunities to avoid disruptive or destructive events. A robust infrastructure enables spacefaring nation abilities to present agile responses to changes in the space environment, to threats, and to assure viability of its systems. Pg. 221-223
space assets are fundamental to our existence.  Disruption will trigger rapid collapse of the social order 

Hansson 09 – Professor of Automatic Control and Electrical Engineering @ Linköpings Universitet [Anders Hansson, “A third age in space? RUSI’s ‘New Directions in Missile Defence’ Conference,” Space Policy 25 (2009) 267e268//edlee]
While some at the conference despaired of such developments, calling them ‘‘technological determinism’’, it is clear that ‘‘Space is now fundamental to our national wealth, security of supply, transport, communications, banking, navigation and so on. If space were to be somehow switched off, the UK economy and social order would rapidly collapse’’.1

There are several ways such a ‘‘switch-off’’ could happen by natural or human action, for example as a result of solar flares or from Russian anti-missile nuclear use, the creation of debris cascades, and many other possibilities. The point is that we can no longer ignore our dependency on space - based assets.  Pg. 267

The impact will be global.  Resource constraints prevent a smooth transition  
Moore 08 - Research fellow with the Independent Institute [Mike Moore (Former editor of the Bulletin of the Atomic Scientists), “Securing the Commons of Space,” Presentation to the Secretary-General's Advisory Board

on Disarmament Matters, February 21, 2008, pg. www.worldacademy.org/files/UN%20testimony.doc//edlee]

Precisely as Granoff suggested in his testimony last July, the global economy has become largely dependent on space assets. If space becomes unfit for human use because of debris caused by conflict, the global economic system would collapse. It would not happen overnight, to be sure. Satellites in higher orbits would continue functioning for months, even years, until they came to the end of their lives. But if low-Earth orbit is heavily spiked with debris, these satellites could not be readily replaced.

That slow-motion economic collapse would not merely take humankind back to the "hard times" that affected much of the world during the Great Depression of the 1930s, in which many tens of millions of people were unemployed or under-employed and learned to "make do." In the 1930s, the world sustained roughly two billion people. Today, the figure is more than six billion and rapidly rising. A global economic collapse combined with the needs of some six billion people. . . one does not need to be chronic doomsayer to understand the catastrophe that would follow: Massive unemployment; food shortages and starvation: pandemic disease; and armed conflict over diminishing resources.

Shortages will trigger wars, diseases & famines – It will sow the seeds for human extinction  
Aguilar-Millan et al 10 – Director of research @ European Futures Observatory [Stephen Aguilar-Millan (Member of the Global Advisory Council of the World Future Society and the Board of the Association of Professional Futurists), Ann Feeney (Member of the Association of Professional Futurists and its board and is a Certified Association Executive), Amy Oberg (Managing partner at Future-In-Sight, LLC. 25 years of experience), and Elizabeth Rudd (Risk assessment consultant), “The Post-Scarcity World of 2050-2075,” The Futurist, Jan/Feb 2010, pg. http://www.eufo.org/psw1.pdf//edlee]

Historically, there have been periods when large numbers of the global population have been reduced due to war, disease, natural disasters or famine. In the next 75 years, such an episode is likely to occur. The world has several military hot spots, and weapons able to eliminate large portions of the population are more prevalent than in the past. Rogue states or non-state actors such as terrorist organizations may develop these capabilities over the coming decades. Resource shortages may lead to heightened tensions, isolationism by countries, and increasing incidents of violence. In order to reduce the possibility of such incidents, we may see the rise of supranational governance and regulation and continued efforts to resolve conflicts through diplomacy and negotiation.

The outbreak of disease is also a threat. A global pandemic, which, due to global travel, may spread more rapidly than any outbreak in history, could eliminate large numbers of the population. How widespread, and how great the population loss, will be dependent on the ability to curtail the global outbreak and find a cure or vaccination quickly. Inequities in access to health care mean pre-modern nations are likely to sustain a greater proportion of population loss than more-developed nations.

Famine has the greater impact in pre-modern nations. Post-modern nations may be able to rely on their supranational relationships to assist them through the tough times. Modern nations may have better resources to manage or avoid food scarcity, but pre-modern nations are heavily dependent on aid from other nations. If globalization and access to finance becomes more difficult, coupled with resource shortages within their own countries, aid may decrease to the pre-modern nations, which will increase the duration and severity of famines.

Weather patterns are cyclical. As well, there is a growing body of evidence in the early decades of the century indicating global warming. The severity and occurrence of natural disasters is increasing. If this continues, we are likely to have larger numbers of people displaced, and the death toll is likely to increase.

In the early decades of the century, birthrates are much higher in modern and pre-modern countries. Economic development—especially in terms of the advancement of women through access to education, to micro-finance, and to birth control—contributes to reductions in birthrates in pre-modern countries. If pre-modern countries can successfully advance economically, this is likely to contribute to reduced population growth.

Population will also impact where and how we live. People have lived in some type of dwelling for most of time, usually with family members. People will continue to live together in dwellings, but what will be the location, form, and ownership of those dwellings? The percentage of the global population living in urban areas is expected to increase from 48% in 2003 to 61% by 2030. The UN estimates that most of these urban dwellers will be in developing countries, living in cities in low-lying coastal areas at high risk from flooding due to global warming, making them vulnerable to natural disasters.

As resources become scarce, housing prices are likely to rise, making home ownership less affordable; this may impact living arrangements, meaning more people living together in smaller spaces. This in turn could lead to increased crime rates for theft and violence. This may give rise to the countertrend of a return to villages. Villages afford more space and the ability to attain greater self-sufficiency for essentials like food, water, and power.

Individual home ownership is common in many countries. Apartments or condominiums are also often individually owned, or sometimes the whole building is owned by a corporation. As global finance and credit markets become tighter, and resource shortages drive up the cost of housing, we may see more people leasing for longer periods of time and more housing owned by larger corporation and retirement funds. Rents are also likely to increase, so more people will likely share a household, thus reversing the growing trend of oneto two-person households.

The materials we use to build and the sources of energy we use to heat and power our homes will likely change. Material shortages may drive innovation in recycled building materials and longer-lasting materials. Wind and solar may become more common sources of power. Rooftop, hydroponic, and vertical gardening could enable residential space to be used for food production, as a shortage of soil and arable land make it harder to feed the world’s growing population.

It is difficult to conceive of a society without some form of individual ownership. A world in which all goods, services, and accommodation are provided by the government or by corporations seems unlikely. However, it is possible to conceive of one in which what individuals own, and how goods are consumed, changes due to both the availability of resources and also the materials used.

Cradle-to-cradle manufacturing, a closed-cycle manufacturing process where nothing is wasted, may become more commonplace. Planned obsolescence in manufactured goods may become a thing of the past. Leasing of goods, where the manufacturer is responsible for repair and/or replacement and recycling of the item, may become more common. Innovation efforts are likely to focus on these types of efforts as resource availability begins to peak, yet demand continues to increase.

While many fantasize about reduced workweeks and more leisure time, for the foreseeable future people will continue to work outside the home to earn an income. Where changes may occur is in the nature and quantity of the work. Statistics indicate that, as many countries develop economically, working hours increase. Resource shortages may mean this will eventually begin to show more balance. As the focus turns to efficiency and resource reuse, people are likely to buy less, which means less is produced, although it may be at a higher cost.

Population growth means more adults available to work. This may lead to the elimination of child labor. Access to education for women as well as children may also assist in reducing the number of children working outside the home.

Advances in health care and improvements in life span and the quality of life may assist people to remain in the workforce longer; this will be especially beneficial for post-modern countries, where the birthrate typically declines as the country advances economically. Greater numbers of people may enter or remain in the workforce. Reduced working hours may be mandated, in order to create more jobs. More people might work part time. Greater self-reliance may mean more need for time outside of work to spend growing food and tending to other essential activities. The time and activities performed at work are likely to change.

Leisure activities are also likely to shift, with more physical activities being more local and distance interactions done virtually through the use of technology. The cost and resources available to enable global leisure travel are likely to experience shortages in the age of scarcity. By 2075, perhaps new technologies to enable low-cost, lowimpact travel may be developed. The desire to do so, however, is more a question of geopolitics, an issue to which we shall now turn.

Post-Scarcity Geopolitics

The most-plausible scenario of the development of a post-scarcity society would be driven by advances in nanotechnology or other extensions of materials sciences. So, based on the current infrastructure, the breakthrough developments would most likely take place in Western Europe, the United States, Japan, or South Korea, although China or India, or even one of the oil-wealthy Gulf nations, cannot entirely be ruled out. It would be tempting to follow all these possible scenarios, but for the scope of this paper, we will focus on the assumption that the post-scarcity future begins in the developed, Westernized world.

By the time we build a post-scarcity capacity enough to build a post-scarcity economy, there will still be widespread poverty in many nations, particularly those that were still developing at the time of “peak everything” and many that reverted to developing-nation status under the hardships of climate change, scarcity of potable water, wars, and environmental degradation. Whether led by a spirit of philanthropy, capitalism, or enlightened self-interest, it seems likely that the originating nations would ensure that other nations would receive at least some of the benefits fairly soon.

Much geopolitical conflict derives from scarcity or perceived scarcity of land, water, energy sources, mineral wealth, or other physical objects, ones which would be greatly alleviated by a post-scarcity economy. Eliminating or reducing these causes for conflict would be a great step toward international peace. However, it would not create total peace, largely because the capacity to mount deadly attacks would increase at the same time that some reasons for conflict will remain or might even worsen.

Some scholars posit that all historical conflict has been driven by competition over resources, and that even wars ostensibly over ideologies were truly about scarcity. Political or ideological dominance were ways to an end, rather than the end itself. Certainly for many wars, such as the Crusades and World War II, their arguments are at least plausible. However, conflicts that might have started over scarcity may still capture hearts, minds, and resources by the enticing trappings of politics, religion, or even simply historical grudges. If, as other scholars believe, humans are inherently a warlike species, a postscarcity economy will enhance leaders’ ability to create war over causes that might have seemed trivial during a time when there was scarcity to worry about.

The status of the natural world is another area that could create conflict. Many arguments for environmental protection are based on the direct and indirect human benefit of natural land and species conservation. The world’s forests act to sequester carbon, clean the air, regulate the temperature, and house animals and plants of current or potential benefit to humankind. In a post-scarcity society where technology can replace all of those functions, there could well be conflict over the appropriate use of whatever wild areas are left between those who see such areas as having intrinsic value, or possible future extrinsic value, and those who wish to use such land for other purposes.

So far, we have just looked at the questions in terms of today’s nations and assumed that today’s nation-states are more or less intact by the time of the post-scarcity society. However, the post-scarcity society may well make both today’s states and the idea of a nationstate obsolete. On the other hand, the twentieth- and twenty-firstcentury creation of international groups and agencies from mutual interests rather than shared borders could replace today’s states in a different way.

For example, the European Union formed, as an economic union, the European Economic Community, which itself arose from the European Coal and Steel Community. It has broadened its objectives beyond the purely economic or closely related (e.g., free movement of labor) to include social justice (e.g., its powers to legislate against discrimination), environmental policy, foreign policy, and security issues. If it were to change its charter to be one of shared values and common history, such an organization might not only include Turkey, thus adding part of Asia to its scope, but also traditional allies such as the United States. It might even transcend geography and history to become an alliance of democracies, bringing all of North America and large parts of South America, Asia, Africa, and even parts of the Middle East. Of course, the shadows of colonialism may create too great a barrier for some time, and continental alliances, rather than intercontinental, may come first.

Some alliances would be unlikely to continue. OPEC, based on commodity production, would likely disappear. The existing NonAligned Movement, originally formed as a response to NATO and the Warsaw Pact nations, has struggled to define itself and its purpose since the collapse of the Cold War, and even now, its membership has little in common. One remaining unifying theme has been fair and sustainable development, but in a mature post-scarcity world, development would be moot for virtually all nations.

On the other hand, a post-scarcity society in which the means of living could be created at a micro level, or even at a household level, could make it possible for small, self-selected communities to exist either as parts of a nation-state but largely independent or as entirely autonomous of a nation-state, even as their own nation-state. History suggests that most of these would be beneficial to their members and at worst harmless to others, but also gives us darker warnings of cults and militant groups that attacked other groups or destroyed themselves and took innocents with them. The ability of these organizations to operate with all the capacities of an autonomous nation in a post-scarcity society is a sobering thought. On the other hand, if the pursuit of these groups is control over themselves and their members and no control from an outside world, or if they can at least settle for this, we might find that post-scarcity geopolitics are in fact the road to a lasting peace.

Ultimately, the geopolitics of a post-scarcity world depends upon the interactions of humans and groups. While human nature is a constant, human ethics are not, and most of the world’s history, viewed over a long time span, is what most of us would consider the growth of human ethics. For example, things once considered tolerable by the majority of society, such as slavery and indiscriminate slaughter during war, are now mostly condemned, at least in principle if not always in practice, and are greatly reduced. Perhaps this is what has enabled us to survive so far—that, while our technical capacities always run ahead of our ethical development, our ethics do keep up just enough. In order for a post-scarcity society to develop in such a way that it adds to net human freedom, justice, and well-being, we need more than ever to reinforce the principles of equality, generosity, tolerance, compassion, and mutual interdependence in what we teach and in what we model before those who will build the post-scarcity world. These values (or their lack) will shape whether the post-scarcity world fulfills its promise or creates the seeds of the destruction of civilization. Nowhere will this be felt greater than in the post-scarcity financial system. Pg. 289-297

The plan increases cooperation - Air Force is not trusted and they have a talent shortage 

Bennett 10 – Research Associate @ George Washington University’s Space Policy Institute [James C. Bennett, “The Coast Guard Model: A Third Organizational Option For International SSA Data Sharing and Other US Space Responsibilities,” George Washington University’s Space Policy Institute, October 2010, pg. spaceguard-GWUpaper.pdf//edlee]

Recent events have underscored the reality that current means of achieving space situational awareness (SSA) and acting upon that information are inadequate; that inadequacy has incurred real costs on international space operations and threatens to have increasing costs to operators and the world in general. This is the case both in terms of space-to-space losses and space-to-ground losses, the latter potentially threatening populated areas at random. One of the principal problems that must be addressed is the fact that data are generated, acquired, and assessed principally on a national basis, and are not fully shared or reported on a global basis, thus degrading the ability of individual space operators to predict, avoid, or mitigate problems. The most practical solution realistically achievable in the short term may be an international cooperative system in which national sources contribute data on their own space objects, and some subset of the sensing data as acquired, in both cases "stripped" of specific characteristics that may be considered sensitive by operators or states of registry. Instituting such a system would require understanding among the various national and institutional actors regarding what data are to be reported and what data may be retained as sensitive; a common reporting format; and an institutional mechanism for interacting, clarifying ambiguous data, and for improving coordination and reporting as the system evolves. As is typical in such multilateral cooperative systems, each national participant would typically designate an institutional actor as its interlocutor in such a system. As the US is probably the largest and most significant individual actor in such a system, whether measured by number of actions to be reported, or capabilities for sensing, its choice of participant organization will likely have a substantial effect upon the chances for success of such a system, and will shape the nature of the system as it evolves. Candidates for such a system include:

1. USAF. This is the path-of-least-resistance choice of institution, as it already is the primary SSA actor for the US. In fact, it is currently the designated entity for all international SSA matters, as the JSpOC has already been deemed the international SSA entity for the US by giving it responsibility for the Commercial and Foreign Entities (CFE) program.

Institutionalizing its function in an international SSA entity would merely be a matter of creating the reporting systems between the appropriate analysis centers and the international entity. The negative aspects arise from the requirement that sharing information into an open, international system would require that a determination be made of what data are to be contributed, what are to be held back, and whether some data can be effectively edited to remove certain sensitive characteristics, and thus become publishable. This may not be a quick or easy process. Additionally, this would require that multiple disclosure levels will exist on all space data produced; although this is already the case regarding internal handling of data, the problem would be more severe in that any error would likely result in data being released publicly and irretrievably. As a military organization, its bias would always be toward secrecy and against disclosure, (and properly so) which could hinder its ability to be an effective actor for US interests in an SSA organization. On the other hand, having this editing function performed by the USAF would give national defense and security authorities more confidence that their interests would be protected, than if that were to be the responsibility of a civil agency.

Furthermore, the USAF's status as a major armed service means that space sensing and analysis would always remain a minor and secondary mission within the service, and would be disadvantaged in terms of access of resources and personnel relative to the primary war-fighting mission of the service. This carries the related problem that the SSA-related parts of the organization would be disadvantaged in attracting the best managers and analysts, as it would always be an unpromising choice for those interested in advancement within the service. Finally, its nature as a military organization would tend to be a disadvantage with other national actors, who will more likely be civilian organizations, and some of who would be distrustful of the USAF as a collaborative partner.

2. NASA. The National Aeronautics and Space Administration is the civil agency of the US Government with the best apparent claim to the function. It unquestionably can demonstrate capabilities and background in SSA, as it performs various SSA tasks already for its own purposes. It would not raise among international partners the sorts of concerns that a military organization such as the USAF might. It is also the US participant in a number of international activities and can claim substantial interface experience with foreign space actors. Negative aspects include the fact that NASA, which began its existence as a research and development organization, and fundamentally remains such, has problems with organizational focus and internal management practice. Its organizational culture, in which largely autonomous field centers with their own direct lines to political influence battle each other for turf, insures that the SSA role would become a political football within the agency. The SSA role would be a minor one relative to large, prestigious, and resource-consuming activities such as vehicle development and space operations, but could become significant in the future. Small peripheral tasks have the same issues within NASA as mentioned with the USAF previously; they tend to be starved of resources, quality personnel, and management attention.

Finally, the agency's corporate culture, organization, and history suggest that an ongoing operational support mission such as SSA is not the sort of task that NASA ever did well, or would do well today. It is also the case that the USAF and other national security interests might be unhappy with the idea of NASA handling the interface between USAF-gathered sensitive information and foreign institutions. This will be a tension in any solution; the characteristics that make a proposed entity more acceptable to international parties will tend to make it less acceptable to USAF and other national security players, and vice versa. This is an inherent conflict with no universally happy solution.

3. A US Space Guard (USSG). Several commentators have proposed the creation of a space support service on the model of the US Coast Guard, notionally termed the "US Space Guard". Cynthia McKinley, then Lt. Col., USAF, most notably set this forth in her 2000 article The Guardians of Space.1 McKinley argued that space support functions, which included the fundamentals of SSA, were ultimately distinct from the warfighting identity and principal mission of the USAF, and suffered as a result. She saw a distinct parallel to the navigation support functions that form the heart of the US Coast Guard's mission. In that situation, both the USCG and US Navy are happy with the division of tasks. It is unlikely the Navy would want to take on lighthouse tending or vessel inspection in the foreseeable future, and the Navy is legally precluded by the Posse Comitatus Act from assuming the USCG's constabulary functions. If the USAF were to accept the fundamental premise of a Navy/Coast Guard model of division of duties, it would probably see the advantages of shedding the budget drains and personnel issues of space support tasks as well. A Space Guard on that model might also incorporate various functions now carried out by NASA, FAA/AST, and NOAA. The Coast Guard model constitutes, in essence, a third organizational model for US Government activities, spanning the gap between purely military and purely civil entities. Such characteristics may provide a useful solution to a number of organizational issues in the US Governmentʼs space establishment.

A consideration of specific current issues in international SSA makes McKinley's proposal more relevant today, rather than less. As Brian Weeden pointed out in Space Review 2, the Air Force suffers from a shortage of sufficiently well trained analysts to properly track the growing number of space objects. Organizational culture issues contribute substantially to this shortage. The Air Force, as a military service, has a strong institutional bias toward warfighting (and quite properly so), and a consequent bias toward officers as managers and leaders rather than analysts. Of course, modern military organizations necessarily must devote a substantial part of their resources to support of warfighting, and it makes sense for those support people to be in uniform and under military discipline as well. The problem arises when a support function begins to serve non-military customers and their requirements as much or more than military ones. Such a situation is where the Navy/Coast Guard division of responsibilities begins to make sense. The reality is that space has gone from being a desert in which only a handful of objects operate, and those mostly military, to a sea with a robust mix of traffic of all types. Yet the organizational arrangements have not evolved to match. The organizational culture of the Air Force also is biased toward rotation of officers through tasks and areas, leading to the phenomenon of the "migrating military manager" ceding power by default to resident civil servants in support functions. All of these trends militate against what is needed in SSA roles -- a premium on analysis, permanence in the position in order to acquire rich local knowledge and judgment, and an organization built around continuity of peacetime function rather than preparation for a war that may or may not come. A young officer in an SSA analysis slot knows that as an Air Force officer he is in a dead end, and cannot progress toward a high position unless he changes areas and specialties; he would know as a Space Guard officer that excellence in his position would be perfectly supportive of an ultimate goal of becoming Commandant of the Space Guard.  Pg. 1-5 //1ac

Enhanced SSA capabilities leads to space traffic control system that prevents collisions 

Stout 11 - Researcher and analyst @ Air University’s National Space Studies Center [Mark Stout, “Space Traffic Control: The Next Free Global Utility?”  The Wright Stuff, Posted: April 4, 2011, pg. http://www.au.af.mil/au/aunews/archive/2011/0607/0607Articles/Stout0607.pdf//edlee]

Space traffic control begins with a space surveillance capability and a variety of dedicated, contributing, and collateral radar and optical systems surveil outer space.  These sensors, along with an associated command and control system, form a space surveillance network.  Today there are over 21,000 space objects (that is, satellites, manned systems, and debris) being tracked.  Space situational awareness (SSA) uses space surveillance information (which is largely concerned with observing what’s in space) to create a more useful understanding and awareness of what’s going on in space. 

Under the auspices of the Space Situational Awareness (SSA) Sharing Program, first begun in 2004 as a pilot program to help ensure safe operations in space, U.S. Strategic Command provides SSA information to commercial and foreign nation “partners” within a limited set of conditions.  This SSA information includes basic orbital parameters (called two-line element sets), as well as launch support and conjunction assessments based on a “High Accuracy Catalog.”  Could the SSA Sharing Program evolve into in something more complex, like a space traffic control system? 

A space traffic control system would exceed SSA in cost, ambition, and benefit.  If mature, it would provide a way to actively monitor, direct, and redirect space objects in order to help prevent them from running into one another.  Such a space traffic control system would help mitigate the risk of collisions in space and while mitigating risk is a good thing (all other things being equal, which they never are) the cost of such mitigation much be balanced against the risks.

That’s because space traffic control will be complex and is certain to require plenty “more”: more sensors; a more robust, capable, and connected SSA network; more computational power; better predictive software; more analysts; and, more cooperation and rule-following (for example, which maneuverable space object has the right of way?).  Low earth orbits, sun synchronous orbits, and the geostationary belt are the parts of space that are most useful and also the most concerning.  For the Air Force, the greatest risk may be that “leadership,” which is normally code for ‘pay for,’ in space traffic control could well become a (wait for it…) funding black hole. 

How so?  Consider the Global Positioning System as a point of departure.  While GPS is sometimes touted as a “free global utility,” economic theory holds that there is no such thing as free: at some point, someone has to pay, either with their time or with their money.  So while it may be free to those in, say Syria, to use the GPS signal, the activities necessary to create and sustain such a capability are borne by the United States.  And in that regard, the President’s Fiscal Year 2012 Budget calls for the Air Force to spend $1.462 billion for GPS in addition to about $200 million of other federal government GPS related funding.  Global: yes.  Utility: yes.  Free: not.

Now this is not to say GPS isn’t important: it is exceedingly important.  But in fact, the extreme military benefits of GPS almost certainly pale in contrast to the civil and commercial applications, so much so that the UK is described as ‘dangerously reliant’ on GPS.  If the estimated 6 to 7 percent of the UK economy which is dependent on GPS also holds true in the United States, about a trillion dollars per year would be somehow touched by GPS.

The importance of GPS only serves to highlight the consequences of providing a “free” global utility: others will figure out how to take advantage of it and want more, even to the point of dependence.  Could a space traffic control system follow a similar path, with those profiting from the utility (that is, other nations and commercial space) benefitting perhaps disproportionately versus those who pay for it (the U.S.) to the point of dangerous reliance?

Lt. Gen. Susan Helms, commander of the U.S. Strategic Command's Joint Functional Component Command for Space said “…the SSA Sharing Program is evidence of the U.S. government's commitment to provide SSA data to the world, free of charge, in order to enhance safe and responsible space operations and promote transparency.”  While it’s a noble sentiment, with SSA spending probably around $1B per year (parsing out the actual ongoing costs are difficult given one-time events, the continuing resolution(s), and SSA funding that’s blended with other programs) what are the limits of the government’s commitment?  And while we’re at it, how about the logical follow-on to the space traffic control mission--space debris removal--another area where the U.S. is looked to for “leadership”? 

With space traffic control, the U.S. government is likely to subsidize space risk-reduction with the benefits of the effort being largely privatized.  That is, other nations and commercial users get a free ride.  A poorly constrained U.S. government “commitment” in subsidizing others’ SSA, space traffic control, or space debris removal needs is simply not feasible and is fact inconsistent with one of the principles from the President’s National Space Policy which offers that space sustainability (in this case, fiscal space sustainability) is vital to our national interests.

Adv 2: Deterrence 
Advantage 2: Deterrence 
Air Force’s space support services undermines the war-fighting mission   

McKinley 00 - Commander of the 21st Operations Support Squadron which provides mission support to Air Force Space Command’s (AFSPC) worldwide network of attack warning and space surveillance units.  [Lt Col Cynthia A. S. McKinley, “The Guardians of Space: Organizing America's Space Assets for the Twenty-First Century,” Aerospace Power Journal - Spring 2000, pg. http://www.airpower.maxwell.af.mil/airchronicles/apj/apj00/spr00/mckinley.htm//edlee]
Cultural Tensions - Organizations are created to accomplish a unique set of missions. As its members embrace those responsibilities, a culture that epitomizes the organization's sense of identity forms around those core missions. When the organization begins to extend itself beyond this raison d'être, cultural tensions quickly emerge.
The Air Force, for example, was formed to "fly and fight," and the words global reach, global power best convey its sense of identity. With its fly-and-fight self-image, a degree of friction has always existed between the Air Force's air and space cultures. At the heart of this discord lies the fact that today's space capabilities remain outside the Air Force's sense of identity.

During the past decade and a half, this discord has been thrust into the spotlight each time the service's leadership has attempted to erase the cultural gap by force-fitting space operations into the Air Force's sense of identity. The Air Force's methods have included attempts to operationalize, normalize, and, of late, integrate space operations. The first two did not bridge the gap, and the last, despite its far more aggressive execution, will have the same result--but for reasons that bear explication.

First, a fundamental cultural dichotomy separates today's air and space communities: the difference between war fighting and support--between war-fighting and non-war-fighting cultures. Both war fighting and support are essential for national security, but the world in which each operates has different demands and expectations. At the most basic level, air warriors think in airpower war-fighting terms: operating and sustaining aircraft at bases, flying to targets, accomplishing a mission, and returning to base. They think in terms of campaign planning, operational art, and tactical success. Today's space operators think in terms of space services support: placing a satellite on orbit, continuously exploiting its data, and sending its critical data to people who need it. These characteristics represent two equally important yet distinct cultures: one based upon a war-fighter mind-set and the other upon a support mind-set. Like trying to mix oil and water, it is, quite simply, unrealistic to expect the two to become one. //1ac 

And, it prevents recapitalization 

McKinley 00 - Commander of the 21st Operations Support Squadron which provides mission support to Air Force Space Command’s (AFSPC) worldwide network of attack warning and space surveillance units.  [Lt Col Cynthia A. S. McKinley, “The Guardians of Space: Organizing America's Space Assets for the Twenty-First Century,” Aerospace Power Journal - Spring 2000, pg. http://www.airpower.maxwell.af.mil/airchronicles/apj/apj00/spr00/mckinley.htm//edlee]
Funding Tensions - This cultural stress is exacerbated by a second area of tension--funding. Today's zero-sum budget environment does not provide enough money for organizations to support both their core competencies and other essential, though ancillary, functions. Resentment over these extra responsibilities can arise because often they are "must-pay" bills. For example, NASA cannot ground the shuttle, and the Air Force cannot close its launch ranges without causing widespread outcry. Indeed, in many cases, the majority of users of space services resides outside the organization paying the bills.

A prime example is the Global Positioning System (GPS). The more we use GPS for hu-man safety measures, the closer it approaches the status of a utility that the world population daily relies upon and that the United States finds itself obliged to provide. In the end, must-pay ancillary functions consume funds that otherwise would have been invested in an organization's core competencies.

This tension is particularly acute for the Air Force. A popular complaint against the service is that when it comes to choosing between air and space programs, air always gets 51 percent of the vote. This implies that the Air Force is parochial in its choices between air operations and space operations. It is not. Nor is it even close to being in a position that allows it to do so. The Air Force is not yet "comparing apples to apples" and will not get to that point of the debate until we stop rigging the game in favor of space services--until we do something about the must-pay ancillary bills.

In other words, the Air Force is not at the point at which it can debate the pros and cons of air war-fighting platforms versus space war-fighting platforms. It is not at the point at which it can debate the relative value of F-22s versus SOVs and airborne lasers versus space-based lasers. It is still pitting war-fighting platforms against support platforms--and those support platforms, those space services such as launch ranges, navigation, surveillance, and so forth, comprise the largest of the must-pay bills.

This debate is fundamentally different from the traditional ops-support or tooth-to-tail decisions of the past. With space services, one cannot use the familiar models and processes that work so well with systems such as tankers and transports. This is true for at least two reasons.

First, space services are absolute. In the air business, aircraft need support from tankers. The size of the tanker force depends upon many factors: estimated operations tempo, employment strategies, projected threats, size of the supported fighter and bomber fleets, and so forth. Trade-offs with any of these variables can increase or decrease the number of tankers needed. This is not the case with space services.

Because space services provide a global, ubiquitous service, once a decision is made to provide a capability, the infrastructure requirements quickly become immutable. For example, regardless of the number of GPS receivers--one or one million--the satellite constellation must be a certain size in order to provide navigation services. Regardless of whether we expect a detection system to report on one missile launch or a multitude, if the nation wants to use space-based warning systems, it must procure and maintain a certain minimum number of satellites and processing stations.

Second, space services tend to be more open systems. Tankers, for example, can support only certain types of aircraft. GPS, weather, communications, and other satellites support any user who possesses the equipment to receive the signals. Consequently, many space services have become or are becoming global utilities, adding an external layer of pressure during internal funding trade-off deliberations.

For example, the Air Force may decide to take a calculated risk by limiting the number of tankers it buys. It can do so because its decision affects mostly itself or other military forces. The same situation does not apply to space services. The Air Force cannot take a similar calculated risk with launch ranges, navigation satellites, warning systems, and similar services because they support so many non­Air Force, nonmilitary, and even non-US users.

Under today's configuration, the Air Force is expected to equally prioritize funding opportunities for its own direct war-fighting capabilities as well as its own and its customers' support needs. These space services represent non-core, non-war-fighting services that carry some of our nation's largest must-pay bills. Responsibility for these space services keeps the Air Force from pursuing its aerospace vision. Functioning as a premier power projection force while at the same time functioning as the provider of space services to a multitude of customers pulls the service in opposite directions. To achieve aerospace power and become an aerospace force, the Air Force must be allowed to carve out the space services portion of its current responsibilities. //1ac 

AND, Revitalization of the Air Force is key to US global deterrence.  

Moseley 07 - 18th Chief of Staff @ US Air Force [General T. Michael Moseley, “The Nation’s Guardians; America’s 21st Century Air Force,” CSAF White Paper, 29 Dec 2007, pg. http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA477488&Location=U2&doc=GetTRDoc.pdf//edlee]

No modern war has been won without air superiority. No future war will be won without air, space and cyberspace superiority. Accordingly, the Air Force must be better postured to contend with both today’s and tomorrow’s challenges. To promote and defend America’s interests through Global Vigilance, Global Reach and Global Power, the Air Force must attain cross-domain dominance. Cross-domain dominance is the freedom to attack and the freedom from attack in and through the atmosphere, space and the electromagnetic spectrum. It permits rapid and simultaneous, lethal and non-lethal effects in these three domains to attain strategic, operational and tactical objectives in all war-fighting domains: land, sea, air, space, and cyberspace. Cross-domain dominance integrates systems, capabilities, operations, and effects in air, space and cyberspace to gain competitive advantage in any and all domains. It transforms our operational concepts to maximize synergy among air, space and cyberspace, thus generating a new array of simultaneous, synchronized effects.

Through cross-domain dominance, the Air Force grants joint freedom of maneuver in all war-fighting domains: land, sea, air, space, and cyberspace. This, in turn, allows the Joint Force Commander to achieve desired outcomes across the full range of military operations: from humanitarian relief saving those in need, through preventing war via dissuasion and deterrence, to inflicting strategic paralysis on implacable opponents. Without the Air Force’s ability to present this spectrum of capabilities to the joint team in peace, crisis and war, national security would be at risk.

3. THE STRATEGIC IMPERATIVE

History is replete with examples of militaries that failed due to their inability to transform organizations and culture, adopt new operational concepts, or leverage breakthrough technologies. But militaries do not fail by themselves. Failure occurs in the context of an overall, national debacle, caused by systemic problems that fall into three distinct but related categories: failure to anticipate, failure to learn and failure to adapt. In contrast, victory comes to those who foresee, recognize and act on changes in the strategic environment. To succeed—indeed, to avoid catastrophic failure—we must redefine the Air Force for the 21st Century.

In the wake of the Vietnam War, the Goldwater-Nichols DoD Reorganization Act of 1986 and the collapse of the Soviet Union, tectonic shifts in the global security setting prompted extensive changes in Air Force culture and structure. Organizational and technological transformation brought about a quantum leap in airpower’s effectiveness—compellingly demonstrated in operations such as: DESERT STORM, maintaining no-fly zones in Iraq through NORTHERN WATCH and SOUTHERN WATCH, ALLIED FORCE in the Balkans, ENDURING FREEDOM, and IRAQI FREEDOM, as well as in operations providing life-saving relief to victims of tsunamis, famines, earthquakes, and hurricanes. Our transformation objectives were uniquely suited to the strategic context of the time. The U.S. Air Force harnessed space and cyber capabilities as the catalysts of precision, stealth, speed, reach, and persistence that became the hallmarks of late 20th Century warfare. In the process, the entire joint team—indeed, the entire free world—became increasingly dependent on space, electronics and the electromagnetic spectrum as the indispensable pillars of freedom of action. Consequently, 21st Century airpower is not merely the sum but the product of air, space and cyberspace superiority. Loss of control in any one of these domains risks across-the-board degradation—if not outright failure.

Today’s confluence of global trends already foreshadows significant challenges to our organization, systems, concepts, and doctrine. We are at an historic turning point demanding an equally comprehensive revolution. The future strategic environment will be shaped by the interaction of globalization, economic disparities and competition for resources; diffusion of technology and information networks whose very nature allows unprecedented ability to harm and, potentially, paralyze advanced nations; and systemic upheavals impacting state and non-state actors and, thereby, international institutions and the world order. The following are salient features of this increasingly complex, dynamic, lethal, and uncertain environment:

• Violent extremism and ethnic strife—a global, generational, ideological struggle • Proliferation of weapons of mass destruction and empowering technologies • Rising peer competitors with voracious appetites for resources and influence • Predatory and unpredictable regional actors • Increasing lethality and risk of intrusion by terrorist and criminal organizations • Systemic instability in key regions (political, economic, social, ideological) • Unprecedented velocity of technological change and military adaptation • Availability of advanced weapons in a burgeoning global marketplace • Exponential growth in volume, exchange and access to information • Surging globalization, interconnectivity and competition for scare resources • Dislocating climate, environmental and demographic trends

4. 21st CENTURY WARFARE

These global dynamics are closely intertwined with the changing character of 21st Century warfare. Having experienced—or vicariously learned—the cost of challenging the U.S. head-on, would-be adversaries are developing asymmetric approaches to attack vital levers of U.S. power. Their strategies seek to circumvent our core advantages, while undermining international support and domestic resolve. Airpower’s unprecedented lethality and effectiveness deter opponents from massing on the battlefield, driving them to adopt distributed and dispersed operations. They find maneuver space and sanctuary in dense urban areas, ungoverned hinterlands and loosely regulated information and social networks. These enemies pose a significant challenge to our freedom of action and threaten our interests at home and abroad. Their operations are difficult to constrain with traditional force-on-force approaches, compelling all Services to think anew about the challenges of irregular warfare. Meanwhile, ascendant powers—flush with new wealth and hungry for resources and status—are posturing to contest U.S. superiority. These adaptive competitors are translating lessons from recent conflicts into new war-fighting concepts, capabilities and doctrines specifically designed to counter U.S. strengths and exploit vulnerabilities.

They are advancing in all domains. For example:

• “Generation 4-plus” fighter aircraft that challenge America’s existing “4th Generation” inventory—and, thus, air superiority—with: overwhelming numbers and advanced weaponry; sophisticated integration of electronic attack and advanced avionics; emerging low-observable technologies; and progressive, realistic, networked training • Increasingly lethal, integrated air defense systems (IADS) that threaten both our Airmen and aircraft, and could negate weapons used to suppress or destroy these systems • Proliferation of surface-to-surface missiles with growing range, precision, mobility, and maneuverability—capable of delivering both conventional and non-conventional warheads • Proliferation of unmanned aerial systems (UAS) capable of conducting low observable, persistent, intrusive missions in both lethal and non-lethal modes • Resurgence of offensive counterspace capabilities • Increasing ability of even marginal actors to surveil the disposition of U.S. and allied assets through commercially available and widely accessible means • Attacks through cyberspace are already creating tactical, operational and strategic effects at low cost and with relative impunity

Even if we continue to successfully dissuade and deter major competitors, their advanced equipment is proliferating worldwide. We are bound to confront these weapons systems wherever America engages to promote and defend its interests. We must also be vigilant to adversary breakthroughs in fields such as cybernetics, nanotechnology, biotechnology, electromagnetic spectrum physics, robotics, advanced propulsion, etc. We cannot assume that the next military revolution will originate in the West. Indeed, the hub of innovation in science and engineering education has shifted eastward. Therefore, we must anticipate innovative combinations of traditional and new

concepts, doctrines, weapons systems, and disruptive technologies.

5. A STRATEGIC CROSSROADS

As a consequence of these global dynamics and shifts in the character of 21st Century warfare, we are at a strategic crossroads. The Air Force has aggressively pursued air dominance through focused, sizable investment in Airmen, aircraft, weapons, training and essential support structure—to include fundamental and applied research. The investment has paid off; no U.S. ground forces have been attacked from the air since 1953. The Cold War was won through deterrence, backstopped by America’s nuclear might. DESERT STORM is commonly called the "100-hour war"— that's how long the ground campaign lasted—because the preceding 1000-hour air war made it so. After the Iraqi army limped from the battlefield with sufficient capability to attack its own citizens, the Air Force imposed regional containment through Operations NORTHERN WATCH (to protect the Kurds) and SOUTHERN WATCH (to protect the Shia). Operation ALLIED FORCE, which compelled the Belgrade regime to bend to NATO’s will and stop the slaughter of innocents, was won through airpower without the need for a costly ground campaign. Brutal dictatorships were toppled in Afghanistan and Iraq in record time, with many of the necessary effects accomplished from the air. However, the advantages that accrue from air dominance can no longer be taken for granted. Consequently, America’s freedom of action in all warfighting domains—land, sea, air, space, and cyberspace—is no longer assured.

From this point forward, the Air Force should expect to be challenged not only in the air domain, but in and through space and cyberspace as well. In January 2007, China demonstrated the ability to hold satellites at risk and the willingness to contest the space domain. State and non-state actors are already exploiting cyberspace to gain asymmetric advantage. In April 2007, Estonia was the victim of a well-coordinated, farreaching cyber attack which brought its technologically sophisticated government to a virtual standstill. Insurgents in Iraq, Afghanistan and elsewhere exploit electronics and the electromagnetic spectrum to kill and maim through improvised explosive devices (IEDs), while propagating their message of hate to the world. Thus, perhaps for the first time in the history of warfare, the ability to inflict damage and cause strategic dislocation is no longer directly proportional to capital investment, superior motivation and training, or technological prowess.

The Global War on Terrorism is a generational struggle we must win. The Air Force will continue to fly and fight in the various theaters of this war. At the same time, we owe the Nation a holistic approach that balances today’s exigencies with the far-reaching, long-term implications of looming threats. America’s Air Force will succeed in the 21st Century only by developing and resourcing a strategy that closes the gap between ends and means. The window of opportunity is shutting fast. Time is not on our side.

6. REDEFINING THE AIR FORCE FOR THE 21st CENTURY

The Air Force strategy is framed in terms of ends, means, ways, and risk. The ends are the objectives we must achieve. The means are capabilities and resources. The ways define how we employ the means. The essence of our strategy is to use required means in innovative ways to attain the desired ends with acceptable risk.

Ends: Protect Democracy and Guard Freedom

The Air Force’s commitment to America’s joint team is to provide forces proficient across the range of military operations to protect the United States, its interests, values and allies; deter conflict and prevent surprise; and, should deterrence fail, prevail against any adversary. Airmen deliver global surveillance, global command and control, and the requisite speed, range, precision, persistence, and payload to strike any target, anywhere, anytime, in any domain—and assess the results. Global Vigilance, Global Reach and Global Power grant Joint and Combined Force Commanders the ability to safeguard the Homeland, assure allies, dissuade opponents, and inflict strategic dislocation and paralysis on adversaries—all while minimizing the loss of life associated with land warfare.

Ways: Global Vigilance, Reach and Power through Cross-Domain Dominance

Innovation, flexibility and integration are the hallmarks of all successful strategies. Airmen must develop creative solutions—ways—to gain and maintain superiority in air, space and cyberspace, exploiting the synergies of cross-domain dominance to attain a quantum leap in mission effectiveness. To this end, we must refocus our organization and culture on the warfighting mission; implement advanced operational concepts to fly, fight and win in all domains; leverage game-changing technologies; and recapitalize our aging equipment.

Any organizational renaissance begins with people. We must prepare our Airmen for a future fraught with challenges, fostering their intellectual curiosity and ability to learn, anticipate and adapt. To this end, we are reinvigorating warrior ethos, revitalizing the world's most advanced training system and expanding 21st Century educational opportunities. Our expeditionary Airmen must be prepared to deploy and ready to fight. While we enrich our Airmen’s culture, leadership, training, education, and heritage, we will care for their families and provide for their future.

We are committed to enhance Total Force Integration. We are developing concepts, strategies, force management policies and practices, and legal authorities to access sufficient Air Reserve Component forces without the need for involuntary mobilization. Though the Air Force is already the model for melding its Guard, Reserve and civilians with its active duty elements, we can and will push this synergy to new levels. We must continue to inject Airman’s global, inherently three-dimensional perspective into all levels of planning and execution. We will better prepare our officers for key joint leadership positions by bolstering cultural, language and academic skills—as well as practical experience—to ensure they are articulate airpower advocates, capable of fully integrating and leveraging our distinctive capabilities in joint and coalition arenas.

In an era of intense competition for resources, all Services must avoid unnecessary duplication and overlap in acquisition, procurement, manning, and operations. To this end, we will continue a series of cross-Service initiatives already underway with the aim of generating new joint synergies across all warfighting domains: land, sea, air, space, and cyberspace. We will also work with the rest of DoD to enhance collaboration and interoperability with the Department of Homeland Security, Department of State, the Intelligence Community, law enforcement agencies, and other interagency partners to facilitate a more effective orchestration of all elements of national power.

America’s strategic partnerships are more important than ever. Our Air Force will strengthen and broaden coalitions, capitalizing on the global community of like-minded Airmen, while attending to interoperability between allies and partners. Building these relationships not only expands, extends and strengthens Global Vigilance, Global Reach and Global Power, but also leverages airpower’s value as an engine of progress and, thus, as a potent instrument of America’s diplomacy in an increasingly interconnected world.

The U.S. Air Force is formulating innovative operational concepts to anticipate, adapt to, and overcome challenges. We are transforming our thinking from considering the space and cyber domains as mere enablers of air operations to a holistic approach that factors in their interdependence and leverages their unique characteristics. We must continue to push this conceptual envelope—and expand the boundaries of existing tactics, techniques and procedures—to fully exploit the synergies of cross-domain dominance.

We will accelerate the deployment of evolutionary and disruptive technologies, as we address the urgent need to recapitalize and modernize. We must bolster our advantage through continued investment in our own science and technology, as well as outreach and integration with industry, academia and think tanks. We will reform our procurement and acquisition system to ensure full transparency, open competition and adherence to operational timelines.

Means: Revitalizing the Air Force

The U.S. Air Force has been in continuous combat since 1990—17 years and counting—taking a toll on our people and rapidly aging equipment. While we remain globally engaged, we recognize the imperative of investing in the future through recapitalization and modernization. We must field flexible systems, capable of providing full-spectrum effects across the entire range of military operations, from a catastrophic attack on the Homeland, through major theater contingencies, to irregular warfare and humanitarian relief.

We must position the Air Force to secure America’s superiority in all domains, including: appropriate mixes of stand-off capabilities; penetrating manned aircraft; enhanced cyber capabilities; advanced unmanned combat systems; operationally responsive space; and breakthroughs in fields such as electromagnetic spectrum physics, directed energy, nanotechnology, bioengineering, super-stealth, and hypersonics—all wedded to innovative concepts and superior training.

To meet current and future challenges, we will maintain a credible deterrent that convinces potential adversaries of our unwavering commitment to defend our Nation, its allies and friends. The U.S. nuclear arsenal continues to serve as the ultimate backstop of our security, dissuading opponents and reassuring allies through extended deterrence.

As the demand for global intelligence, surveillance, reconnaissance, and communications continues to grow, our reliance on assured access to space will increase exponentially. The challenge is to find an affordable pathway to secure space—striking the right balance among hardening, countermeasures and reconstitution. We need to deploy high-altitude, high-speed, air-breathing systems to mitigate risks to space-based capabilities. The Air Force will continue to provide the entire joint team with exacting intelligence, surveillance and reconnaissance in air, space and cyberspace. We will also develop new concepts that merge sensors and shooters into a seamless, ubiquitous force that can permeate adversary defenses.

Throughout history, war-fighters at all levels have operated with limited information and constrained situational awareness. With advances in sensors, information sharing and network-centric systems, our operators are suffering the embarrassment of riches—they are, quite literally, struggling with information delivered at a velocity and volume far exceeding human ability to process and absorb. We must develop and field systems that are not just network-centric, but knowledge-centric. These systems process, filter and integrate data, presenting information in a format that enables quick, logical decisions. To this end, we will develop self-forming, self-healing networks that harness the power of machine-to-machine interfaces, freeing up human resources for activities where intellect and warrior spirit are indispensable.

In September 2007, the Air Force stood up Cyber Command to provide combat-ready forces, trained and equipped to conduct sustained operations in and through the electromagnetic spectrum, fully integrated with air and space operations. We will continue to develop and implement plans for maturing cyber operations as an Air Force core competency. Our objective is to provide flexible options to the decision-makers to deter, deny, disrupt, deceive, dissuade, and defeat adversaries through destructive and non-destructive, lethal and non-lethal means.

Soldiers, Sailors, Marines, and Coast Guardsmen share a sacred bond with Airmen: we will not leave a comrade behind. We are modernizing combat search and rescue forces to fulfill the moral imperative to locate, support and recover our joint warriors. The Air Force is committed to fielding a new combat search and rescue aircraft; advancing our rescue concepts of operation; and enhancing survival, evasion, resistance, and escape (SERE) training—all to ensure that the Air Force remains the premier combat search and rescue force for the entire joint team.

The Global War on Terrorism has highlighted the importance of specialized airpower to meet the requirements of Special Operations Forces. We will continue to provide aircraft, unmanned aerial vehicles, agile combat support, and trained personnel to meet Combatant Commanders’ special operations requirements. Air Force Special Operations Command is establishing a new main operating base in New Mexico, with world-class training ranges and facilities to accommodate its growth. In addition, the Air Force continues to refine tactics, techniques and procedures to enhance the synergies between airpower and Joint Special Operations Forces.

An enduring element of our national security strategy is to engage forward in peace, crisis and war. Accordingly, we must maintain a sufficient rotational base to sustain our forward-deployed and forward-based posture, as well as enhance our ability to project and protect those forces—a moral imperative and a military necessity. The Air Force will work with Combatant Commanders and partner air forces to secure basing and counter potential anti-access strategies. We will continue to develop new ways of projecting power without projecting vulnerabilities and design systems that facilitate reach-back, thus maximizing effects while minimizing forward presence.

Risk: Failure to Anticipate, Learn, Adapt

All strategic planning is based on a set of assumptions. Surprise occurs when core assumptions are proven wrong. To succeed, we must continually validate our strategy across the ends, means, ways, risk framework. We should not assume that future conflicts will resemble the current fight in Iraq or Afghanistan—lest we lose the ability to project global power, inflict strategic paralysis, deter nation-states, destroy their fielded forces, and defend our Homeland, its allies and friends.

For a nation whose security is predicated on an enduring strategy of dissuasion and deterrence, the most fundamental risk is failure of deterrence. Deterrence is a function of capability, will and credibility and, thus, exists in the eye of the beholder. Its success—or failure—is measured only in the breech. To mitigate the risk, we must retain a modern, secure and well-trained force and evolve new deterrence concepts. In particular, it behooves us to rethink concepts such as extended deterrence and conceive new ways to deal with actors who might be deemed “undeterrable” in the Cold War construct.

Strategic risk can also mount through the accumulation of shortfalls in recapitalization and modernization, stale operational concepts and failure to revitalize warrior ethos. Recapitalization is about more than replacing aging aircraft; it is about ensuring the combat effectiveness of all air, space and cyberspace forces. The success of the Air Force and the joint team depends upon the ability of our people and organizations to adopt new, relevant operational concepts, suitable to the dynamics of the strategic environment. Cross-domain dominance is essential to victory.  Pg. 2-9 //1ac
Deterrence prevents the escalation of regional disputes - Preserving our ability to quickly respond to a crisis is key 
Gerson & Whiteneck 09 – Research analysts @ Center for Naval Analyses, a federally funded research center, where he focuses on deterrence, nuclear strategy, counterproliferation, and arms control   [Michael Gerson (M.A. in International Relations from the University of Chicago) & Daniel Whiteneck, “Deterrence and Influence: The Navy's Role in Preventing War,” CNA Analysis and Solutions, March 2009//edlee]

Although implicit or explicit nuclear threats may lack credibility against non-WMD regimes, many current and potential adversaries do believe that the United States will use conventional firepower, especially because we have significant conventional superiority and a demonstrated willingness to use it. 15 Consequently, when dealing with non-WMD-related threats, conventional deterrence will be the most credible mechanism for deterring undesired actions.

Conventional deterrence also plays an important role in deterring non-nuclear aggression by nuclear-armed regimes. Regional nuclear proliferation might increase not only the chances of nuclear weapons use, but, equally important, the possibility of conventional aggression and mischief below the nuclear threshold. The potential for conventional conflict under the shadow of mutual nuclear deterrence was a perennial concern throughout the Cold War, and this scenario remains relevant today. A future nuclear-armed adversary may be emboldened to use conventional force against U.S. friends and allies, or to sponsor terrorism, in the belief that its nuclear capabilities provide it with an effective deterrent shield against U.S. retaliation and/or intervention in regional conflicts.11 

In this context, conventional deterrence can be an important mechanism to foreclose options for opportunistic regional aggression. Given current U.S. force advantages, a state is more likely to attack its neighbors if the regime believes that it can accomplish its objectives before substantial U.S. forces can be deployed to the theater. In other words, a nuclear-armed regime may be more likely to undertake conventional aggression if it believes that a favorable local balance of power provides an opportunity for a "fait accompli" whereby the regime strikes quickly and achieves victory before the United States can intervene. The hope is that, after achieving a relatively quick and inexpensive victory and making explicit or implicit nuclear threats, American (and perhaps coalition) forces would choose not to intervene.

By deploying robust conventional forces in and around the theater of potential conflict, the United States can credibly signal that its forces can respond to conventional aggression at the outset, and therefore the regime cannot hope to accomplish a fait accompli buttressed by nuclear threats. Moreover, if the United States can convince an opponent that U.S. forces will be engaged at the outset of hostilities - and therefore sustain the human and financial costs of war from the beginning - it can help convince opponents that we would be highly resolved to fight even in the face of nuclear threats because American blood and treasure would have already been expended. Similar to the Cold War, the deployment of conventional power in the region, combined with significant nuclear capabilities (and, today, Ballistic Missile Defense), can provide a powerful deterrent to aggression below the nuclear threshold.

Bounding the Study

Deterrence is a complex and dynamic concept involving political, psychological, cultural, and military elements. Given the multifaceted nature of deterrence, our initial task was to develop and define the parameters of our research. After consultation with the project sponsor, we bound the study in the following ways:

First, we have limited our analysis to conventional deterrence. Although nuclear deterrence remains an essential element of U.S. national security strategy, many future contingencies are likely to stem from conventional threats. As discussed above, U.S. conventional power is likely to be the most credible deterrent when dealing with these security challenges.

Moreover, although the body of academic literature on deterrence is vast, the majority of it is focused solely on the nuclear component. Given the centrality of nuclear deterrence throughout the Cold War - the period in which deterrence theory was developed - there has been significantly less examination of deterrence at the conventional level. Consequently, one objective of this study is to provide fresh analysis on the theory and practice of conventional deterrence.

Second, our analysis is focused on identifying the range of maritime capabilities and operations that can contribute to deterrence, rather than which specific combination is most likely to have the largest deterrent effect in any particular context. ' The Navy has a wide range of kinetic and non-kinetic tools that can be used to protect, acquire, and otherwise further U.S. interests, and in order to develop and implement effective deterrence strategies, it must first identify which assets, capabilities, and operations are applicable and useful for the deterrence mission. Effective deterrence requires all elements of national power across the D.I.M.E. (diplomatic, information, military, economics) spectrum, and our objective is to determine how and where maritime power provides important and unique contributions to deterrence within this broader framework.

Third, based on the sponsor's guidance, this study is focused on U.S. deterrence strategies against sovereign states. While there has been a significant amount of attention in recent years to deterring terrorists and other non-state actors, the potential for inter-state conflict still remains. In the coming decades, shifts in the balance of global military, economic, and political power can create new possibilities for international competition, crises, and conflict, especially over global energy resources. Consequently, our objective is to analyze how U.S. conventional power can help deter state-on-state crises and conflicts.

Fourth, we pay particular attention to extended deterrence - the threat of force used to deter attacks on friends and allies. We do not deny or downplay the critical importance of deterring direct attacks on the U.S. homeland, especially given global trends in the proliferation and modernization of ballistic missiles. In fact, most of our analysis is applicable to both extended deterrence and "central" deterrence (the threat of force to deter attacks on one's homeland). But, in general, extended deterrence is more challenging than central deterrence because it can be difficult to convince others that the United States would actually be willing to run potentially significant risks to protect another country.

As Thomas Schelling observed,

...the difference between the national homeland and everything 'abroad' is the difference between threats that are inherently credible, even if unspoken, and the threats that have to be made credible. To project the shadow of one's military force over other countries and territories is an act of diplomacy. To fight abroad is a military act, but to persuade enemies or allies that one would fight abroad, under circumstances of great cost and risk, requires more than a military capability. It requires projecting intentions. It requires having those intentions, even deliberately acquiring them, and communicating them persuasively to make other countries behave."

Developing credible extended deterrence strategies is especially important because it is likely that many future security challenges will involve deterring attacks against friends and allies. The two scenarios that currently dominate planning and procurement for Major Combat Operations (MCOs) involve issues of extended deterrence - the protection and defense of South Korea and Taiwan. Similarly, many concerns about direct Russian or Iranian aggression are focused on threats to states in their respective regions, such as Ukraine and Georgia in the case of Russia, and Israel, Turkey, Egypt, and Saudi Arabia for Iran.

Finally, we examine conventional deterrence in peacetime, crises, and in the opening stages of conflict. According to the new Maritime Strategy, in an increasingly globalized and interconnected world, international crises and conflict can have devastating ripple effects on the peaceful and productive functioning of the global system." In order to prevent severe disruptions to the global system, deterrence efforts must begin during peacetime (Phase 0), contribute to the peaceful resolution of crises (Phase 1), and, if conflict erupts, provide decision-makers with useful tools for quick termination of the conflict on terms favorable to the United States (Phase 2). Although most of our analysis is centered on conventional deterrence before conflict begins, we will briefly examine the role of deterrence and other forms of military coercion at the outset of conflict to demonstrate how threats of force - including the limited use of force - can help deter escalation and terminate conflicts.  Pg. 9-14

These disputes will be settled with nuclear wars – Only a credible US deterrence can prevent  
Kagan 07 –Professor of History @ Georgetown University [Robert Kagan (Senior associate @ Carnegie Endowment for International Peace and Senior transatlantic fellow at the German Marshall Fund), “End of Dreams, Return of History,” Policy Review, August & September 2007, pg. http://www.hoover.org/publications/policyreview/8552512.html]

The jostling for status and influence among these ambitious nations and would-be nations is a second defining feature of the new post-Cold War international system. Nationalism in all its forms is back, if it ever went away, and so is international competition for power, influence, honor, and status. American predominance prevents these rivalries from intensifying — its regional as well as its global predominance. Were the United States to diminish its influence in the regions where it is currently the strongest power, the other nations would settle disputes as great and lesser powers have done in the past: sometimes through diplomacy and accommodation but often through confrontation and wars of varying scope, intensity, and destructiveness. One novel aspect of such a multipolar world is that most of these powers would possess nuclear weapons. That could make wars between them less likely, or it could simply make them more catastrophic.

It is easy but also dangerous to underestimate the role the United States plays in providing a measure of stability in the world even as it also disrupts stability. For instance, the United States is the dominant naval power everywhere, such that other nations cannot compete with it even in their home waters. They either happily or grudgingly allow the United States Navy to be the guarantor of international waterways and trade routes, of international access to markets and raw materials such as oil. Even when the United States engages in a war, it is able to play its role as guardian of the waterways. In a more genuinely multipolar world, however, it would not. Nations would compete for naval dominance at least in their own regions and possibly beyond. Conflict between nations would involve struggles on the oceans as well as on land. Armed embargos, of the kind used in World War I and other major conflicts, would disrupt trade flows in a way that is now impossible.

Such order as exists in the world rests not merely on the goodwill of peoples but on a foundation provided by American power. Even the European Union, that great geopolitical miracle, owes its founding to American power, for without it the European nations after World War ii would never have felt secure enough to reintegrate Germany. Most Europeans recoil at the thought, but even today Europe’s stability depends on the guarantee, however distant and one hopes unnecessary, that the United States could step in to check any dangerous development on the continent. In a genuinely multipolar world, that would not be possible without renewing the danger of world war.

People who believe greater equality among nations would be preferable to the present American predominance often succumb to a basic logical fallacy. They believe the order the world enjoys today exists independently of American power. They imagine that in a world where American power was diminished, the aspects of international order that they like would remain in place. But that’s not the way it works. International order does not rest on ideas and institutions. It is shaped by configurations of power. The international order we know today reflects the distribution of power in the world since World War II, and especially since the end of the Cold War. A different configuration of power, a multipolar world in which the poles were Russia, China, the United States, India, and Europe, would produce its own kind of order, with different rules and norms reflecting the interests of the powerful states that would have a hand in shaping it. Would that international order be an improvement? Perhaps for Beijing and Moscow it would. But it is doubtful that it would suit the tastes of enlightenment liberals in the United States and Europe.

The current order, of course, is not only far from perfect but also offers no guarantee against major conflict among the world’s great powers. Even under the umbrella of unipolarity, regional conflicts involving the large powers may erupt. War could erupt between China and Taiwan and draw in both the United States and Japan. War could erupt between Russia and Georgia, forcing the United States and its European allies to decide whether to intervene or suffer the consequences of a Russian victory. Conflict between India and Pakistan remains possible, as does conflict between Iran and Israel or other Middle Eastern states. These, too, could draw in other great powers, including the United States.

Such conflicts may be unavoidable no matter what policies the United States pursues. But they are more likely to erupt if the United States weakens or withdraws from its positions of regional dominance. This is especially true in East Asia, where most nations agree that a reliable American power has a stabilizing and pacific effect on the region. That is certainly the view of most of China’s neighbors. But even China, which seeks gradually to supplant the United States as the dominant power in the region, faces the dilemma that an American withdrawal could unleash an ambitious, independent, nationalist Japan.

In Europe, too, the departure of the United States from the scene — even if it remained the world’s most powerful nation — could be destabilizing. It could tempt Russia to an even more overbearing and potentially forceful approach to unruly nations on its periphery. Although some realist theorists seem to imagine that the disappearance of the Soviet Union put an end to the possibility of confrontation between Russia and the West, and therefore  to the need for a permanent American role in Europe, history suggests that conflicts in Europe involving Russia are possible even without Soviet communism. If the United States withdrew from Europe — if it adopted what some call a strategy of “offshore balancing” — this could in time increase the likelihood of conflict involving Russia and its near neighbors, which could in turn draw the United States back in under unfavorable circumstances.

It is also optimistic to imagine that a retrenchment of the American position in the Middle East and the assumption of a more passive, “offshore” role would lead to greater stability there. The vital interest the United States has in access to oil and the role it plays in keeping access open to other nations in Europe and Asia make it unlikely that American leaders could or would stand back and hope for the best while the powers in the region battle it out. Nor would a more “even-handed” policy toward Israel, which some see as the magic key to unlocking peace, stability, and comity in the Middle East, obviate the need to come to Israel ’s aid if its security became threatened. That commitment, paired with the American commitment to protect strategic oil supplies for most of the world, practically ensures a heavy American military presence in the region, both on the seas and on the ground.

The subtraction of American power from any region would not end conflict but would simply change the equation. In the Middle East, competition for influence among powers both inside and outside the region has raged for at least two centuries. The rise of Islamic fundamentalism doesn’t change this. It only adds a new and more threatening dimension to the competition, which neither a sudden end to the conflict between Israel and the Palestinians nor an immediate American withdrawal from Iraq would change. The alternative to American predominance in the region is not balance and peace. It is further competition. The region and the states within it remain relatively weak. A diminution of American influence would not be followed by a diminution of other external influences. One could expect deeper involvement by both China and Russia, if only to secure their interests. 18 And one could also expect the more powerful states of the region, particularly Iran, to expand and fill the vacuum. It is doubtful that any American administration would voluntarily take actions that could shift the balance of power in the Middle East further toward Russia, China, or Iran. The world hasn ’t changed that much. An American withdrawal from Iraq will not return things to “normal” or to a new kind of stability in the region. It will produce a new instability, one likely to draw the United States back in again.

The alternative to American regional predominance in the Middle East and elsewhere is not a new regional stability. In an era of burgeoning nationalism, the future is likely to be one of intensified competition among nations and nationalist movements. Difficult as it may be to extend American predominance into the future, no one should imagine that a reduction of American power or a retraction of American influence and global involvement will provide an easier path. // 1nc

Space Guard solves – It allows the air force to focus on its core competencies 

McKinley 00 - Commander of the 21st Operations Support Squadron which provides mission support to Air Force Space Command’s (AFSPC) worldwide network of attack warning and space surveillance units.  [Lt Col Cynthia A. S. McKinley, “The Guardians of Space: Organizing America's Space Assets for the Twenty-First Century,” Aerospace Power Journal - Spring 2000, pg. http://www.airpower.maxwell.af.mil/airchronicles/apj/apj00/spr00/mckinley.htm//edlee]
The United States Space Guard - Looking at the space side of that list, we must ask the inevitable question, Should these existing and emerging space functions reside separately across several departments? The answer is no--there must be a better way. What follows is a suggested organizational structure for the nation's space assets. The proposal offers the potential of satisfying and resolving the competing civil, military, and commercial interests and inherent tensions. It frees the Air Force to realize its vision to become a fully capable aerospace force, and it goes well beyond the "divest a program here, outsource a program there" methods currently under consideration.

The recommended organizational structure for space services is the United States Space Guard (USSG), a fusion of civil, commercial, and military space personnel and missions. Although an armed service and a ready instrument of national policy, the USSG would remain an operating administration of the DOT for day-to-day operations. In times of crisis, it may be designated as an arm of the United States Air Force. The Space Guard's funding should come not only from DOD coffers, but also from all military, civil, and commercial enterprises that benefit from its services.

In the near term, the Space Guard's responsibilities should include all space operations currently tracked under the national space policy's mission areas of space support, force enhancement, and space control. It should work existing issues such as spaceport safety and security, satellite design, debris minimization, and more. Like the historical evolution of its coastal counterpart, the USSG should soon assume responsibility for missions such as fixing disabled satellites, resupplying stations, refueling satellites, eliminating space debris, conducting astronaut search and rescue, monitoring treaties and sovereignty issues, arbitrating spectrum and sovereignty issues, arbitrating spectrum interference, and controlling space lanes.

Its personnel should come from existing space structures such as those found within the military, NASA, DOT, FAA, and others. Regarding the career progression of USSG personnel, they will have space services opportunities ranging from space launch and range operations, to satellite tracking and commanding, to on-orbit mission specialties. The Space Guard will at all times be commanded by general officers schooled, trained, and experienced in space specialties. Space professionals will have a clear and broadened career path, and other space specialists will lead them.

Pursuing the above recommendation results in an organization dedicated to civil space concerns, acceptable to many space stakeholders, and involved in national security--all the while allowing other organizations to focus on their core competencies.

Implementing the proposed model and preparing our nation's space forces for the future require the Air Force to return to its roots, to refocus its attention on its core war-fighting responsibilities, and to accept the fact that it must let everything lying outside the framework of global reach and global power find a new home. In short, it means that the Air Force must accept the imperative for a fundamental divestiture of all space services. By divesting space services, the Air Force will be free to focus on its core war-fighting responsibilities. It will be unencumbered by the enormous financial responsibilities of administering the nation's space services. Its culture will encompass the flying and fighting corps that has served it so well throughout its history. And it will be able to dedicate its space efforts to developing the future space force application systems that will finally allow it to claim the aerospace title. On a larger scale, the nation will have reduced the size of its force structure while improving its ability to exploit space for national benefit.

Conclusion

Space systems affect each of us daily. We learn of world events, communicate, and conduct business via satellite links; view distant galaxies via space-based telescopes; and consider it inevitable that we will eventually mine asteroids and planets to improve life on Earth. More than ever before, space is connecting the far reaches of our planet, exponentially increasing the rate of learning, and becoming the gateway to world economic growth.

The imperative for our original space team to divest is inescapable. We must do this smartly and in a manner that supports the needs of our nation and the space sectors. The only remaining decision entails finding the model that offers the best hope for success. The common ground of space is an internationally exploited domain, and our nation needs a multiagency organization to oversee its interests there.

The strength of the Space Guard concept lies in the fact that it takes space services in the same direction as space exploitation, resolves long-standing challenges, and frees the Air Force and others to refocus on organizational core competencies. It solidifies our space effort, clarifies organizational responsibilities, and unifies the many, disparate drumbeats demanding change.

The time for action is now. The USSG is the right organization for successful exploitation of space in the twenty-first century. As the exploitation of space changes, so must our space forces change. The government must retain oversight of the space services that both enable warfare and can be viewed as public goods. The commercial sector must stay ahead of its international competitors. A civil-military space service—the Space Guard—is our best hope for satisfying the competing interests of all government and commercial sectors.

****INHERENCY****
Inh: Squo can’t solve 
Squo can’t solve – No behavioral norm  

Baiocchi & Welser 10 – Engineer and defense analyst @ RAND Corporation with a focus on counterspace technologies and space vulnerability & Management systems researcher @ RAND Corporation [Dave Baiocchi (Ph.D. and M.S. in optics @ University of Arizona) & William Welser IV, Confronting Space Debris: Strategies and Warnings from Comparable Examples Including Deepwater Horizon, RAND National Defense Research Institute, 2010//edlee
Behavioral norms (past and/or present) do not address the problem in a satisfactory manner.2 In other words, the existing state of affairs does not (and will not) provide an acceptable solution now or in the future. In most industries, there is a set of cultural and behavioral norms that govern acceptable behavior. These norms discourage the majority of individuals from engaging in the unwanted behavior, and the results are usually satisfactory. However, for a problem like orbital debris, having a set of normative behaviors does not provide an acceptable solution. For example, most of the international space community agrees that creating additional debris is not acceptable. Yet, debris creation continues to proliferate for a variety of reasons, despite the established belief that debris is damaging to the orbital environment. Pg. 9-10
Current methods are unable to track the smallest kind of debris and have much difficulty tracking satellites

Kelso – Senior Research Astrodynamicist at the Center for Space Standards and Innovation – 2010 (T.S., Phd., High Frontier: The Journal for Space and Cyberspace Professionals, “How International Collaboration is Improving Space Situational Awareness,” February 2010, http://www.afspc.af.mil/shared/media/document/AFD-100226-085.pdf)

The statistics provided above were derived from the public data released from the US Space Surveillance Network (SSN) catalog. That network is a collection of dedicated, collateral, and contributing radar and optical sensors designed and built in the 1960s, 1970s, and 1980s for an entirely different purpose than collision avoidance—to track Soviet satellites and detect incoming ballistic missiles. To perform these missions, the radars of the SSN were designed to be capable of tracking objects 10 centimeters or larger in LEO (out to 5,000 kilometers) while the optical sensors (telescopes) are capable of tracking objects one meter or larger in geostationary orbit (GEO) (around 36,000 kilometers). With these capabilities, the SSN currently tracks over 20,000 objects. Only 15,000 of these objects are in the public catalog, however, and available to satellite operators for screening close approaches with their satellites. The remaining 5,000 objects are kept in a separate catalog because they need additional work to refine their orbits and define their origin.1 And National Aeronautics and Space Administration (NASA) currently estimates more than 500,000 objects in Earth orbit one to 10 centimeters in diameter—each more than capable of disabling a satellite in a hypervelocity impact—few of which can be tracked by the SSN.2 To further complicate the problem, the SSN was specifically designed to use noncooperative tracking—that is, tracking each space object without any type of active cooperation from the object itself. In order to provide tracking on as many objects as possible, the SSN obviously cannot rely on cooperative tracking from debris or satellites whose operators may not wish to cooperate. Noncooperative tracking works reasonably well for debris objects, but presents significant limitations when tracking operational spacecraft, since this method must detect and process maneuvers after the fact—resulting in delays in providing updated orbits. And detecting maneuvers on GEO satellites can be even more challenging since current ground-based optical systems are not capable of day-night, all-weather operations— potentially delaying the acquisition of observations immediately following a maneuver. Under such conditions, satellite orbit estimates can degrade, resulting in the SSN being unable to associate new observations with the correct satellite (cross-tagging) or even ‘losing’ the satellite. As a result, even the objects that can be tracked by the SSN may not be tracked accurately enough to provide satellite operators confidence in their conjunction predictions. Given the current state of affairs, it would seem that there is little that satellite operators can do to protect their satellites. Yet, we will see that a more thorough review of existing complementary capabilities suggests that parts of the problem can be addressed through collaboration, freeing up more capable resources to focus on the particularly challenging aspects of providing improved space situational awareness (SSA). 

****ADVANTAGE ONE****
Ext To – Info Hoarding 
Military info hoarding is the primary impediment to data sharing – Cooperation lays the groundwork for a new space security arrangement 
Weeden 09 - Technical consultant @ Secure World Foundation [Brian Weeden (Former U.S. Air Force officer with a background in space surveillance and ICBM operations) “How to prevent another satellite collision,” New Scientist, 18:09 23 February 2009, pg. http://www.newscientist.com/blogs/shortsharpscience/2009/02/how-to-prevent-another-satelli.html//edlee]

Knowledge is the key to everything, and that truism was proved yet again in the causes behind the first collision between two satellites, which occurred on 10 February. None of the parties involved - the US military, Iridium LLC, and Russia - seems to have had any warning or knowledge about the incident beforehand. Yet at least one party, the US military, had the information that could have provided a warning, had it simply been looked at. All parties also knew about the risk of collision in that region of Earth orbit.

Another truism, that knowledge is power, contributed greatly to the satellite collision. The importance of space situational awareness (SSA), knowledge about the locations of satellites in Earth orbit and the risks to them, has been known since Sputnik and significant SSA capabilities have been developed since then. But these capabilities have been the domain of militaries, organisations that are infamous for hoarding information and preventing its dissemination because of its implications for power.

The best satellite catalogue in the world, and thus knowledge about what's going on in Earth orbit, is maintained by the US military. The Russian military probably maintains the second-best catalogue in the world, at least for low-Earth orbit. Yet neither of these two militaries had any warning about this collision, because both have put the security of information, and thus power, above the safety of satellites in Earth orbit.

It is not the mission of the US military to keep an eye on everyone's satellite, yet they are the only ones with the data to do so and do not provide it to anyone else. What data they do release is fine for certain purposes, but when it comes to avoiding collisions, the inaccuracy of the public data actually makes the situation worse - the real collisions are buried under the vast number of false collisions generated by this data.

Governments around the world will realise that they need to re-think their policies on the hoarding of space situational awareness data. This does not mean they need to suddenly post it on the Internet for all to see nor that they suddenly need to reveal the positions of all their classified satellites. What it does mean is that they need to strike a new balance between sharing and security, and perhaps realise that the former can positively contribute to the latter in many ways.

Once they make this realisation, the first instinct of many space-faring states, including the US and Europe, will be to only share data with "friends and allies", those partners with which they are comfortable sharing. That would be a mistake. Such limited sharing would exclude many space actors from this vital information, heighten tensions, and cause other states to coalesce into an opposing system. That scenario would only exacerbate the problem.

Tracking all the objects in Earth orbit and maintaining situational awareness requires a globally distributed network of optical and radar sensors. This is because objects in orbit are constantly in motion, and sensors placed in one location can only monitor those objects that fly overhead. However, developing and maintaining such a system is extremely expensive. Only one country, the US, has attempted to come close to a global network. And while it does have the best in the world, is still has huge gaps in coverage over regions of the world where it does not have a presence.

All space actors are responsible for safe and sustainable actions in space, and all space actors need to have the tools to act in this manner because the actions of one affect all. Thus, I believe that an international system to combine and share space situational awareness is an important first step to ensuring that another preventable satellite collision does not happen.

Such a system would have many benefits. It would spread the costs of developing such a system among all if each participant contributed data from one or more of their existing sensors. Since most of the required sensors already exist, only a few would need to be constructed. Those that do not have sensors could either finance their construction or contribute resources in other ways, such as allocating funds towards operation of a central data clearinghouse. Private companies would need to be partners in such a system as well, since the data they have on the locations of their satellites is in many cases much better than can be obtained via any remote sensing means.

Data is just one element of the system - the analytical tools to use that data for decision making is another important element. Again, only a few states have the indigenous capability to develop and use these analytical tools. So the central data clearinghouse would need to have some level of analytical capacity it could provide to these states.

While the technologies behind such a system are not new, creating it will not be easy. The biggest hurdle will be developing a data sharing model that all participants can live with, one that properly balances data security and dissemination. Other hurdles will be in coordinating and calibrating the sensor network, along with standardising the algorithms used for analysis.

In the end, developing such a system would create much more than the ability to avoid collisions. It would increase the cooperation among states and thus the transparency of their actions in space. This would create new relationships and challenge existing assumptions. Such a system would also lay the groundwork for future space security arrangements, be they codes of conduct, a space traffic management system, or legally binding treaties. The sustainability of space would be greatly enhanced, and for once the power of knowledge would benefit all of humanity.

Ext To – Collision risks are high
We are quickly reaching the tipping point 

Smitham 10 – Lt Col in the US Air Force w/ MS in Engineering Physics @ Air Force Institute of Technology [Matthew C. Smitham (MA in Military Operational Art @ Air Command and Staff College), “THE NEED FOR A GLOBAL SPACE-TRAFFIC-CONTROL SERVICE: AN OPPORTUNITY FOR US LEADERSHIP,” A Research Report Submitted to the Faculty In Partial Fulfillment of the Graduation Requirements from Air University, 2010//edlee

As space becomes more crowded with debris, it may be reaching a precarious tipping point. In 2006, NASA scientists warned unless space debris is removed, the likelihood of collisions will increase. They predict beyond 2055 “the creation of new collision fragments exceeds the number of decaying debris” and the “current debris population in the LEO region has reached the point where the environment is unstable and collisions will become the dominant debris-generation mechanism in the future.” In other words, as collisions create more debris, the collisions themselves become the primary source for debris. 12 As a result, NASA is concerned about the risk debris poses to its manned systems.

During 2008, with the aid of the Department of Defense’s Joint Space Operations Center (JSpOC), NASA made five collision avoidance maneuvers to protect its human-space-flight missions and maneuverable robotic assets.13 In March 2009 alone, the International Space Station had three near misses, which required the crew to prepare for emergency evacuation in one case and change orbit in another.14 GeoEye, a commercial imaging company, reported it has maneuvered its Ikonos satellite seven times and GeoEye-1 satellite four times to avoid space junk in the LEO region.15 In addition, Massachusetts Institute of Technology’s Lincoln Laboratory has recommended 65 avoidance strategies in the GEO belt since 1997.16 Although these efforts are encouraging, they are insufficient.

Today, most of the world’s satellites fly in the blind, operating under the safety assumptions inherent in the big sky theory. However, General Kevin P. Chilton, commander of US Strategic Command, stated big sky has now “[come] to a close.”  As of April 2009, USAF Space Command and JSpOC were tracking 19,000 objects including 1,300 active payloads.18 In the next decade, an additional 200 payloads are expected.19 This growth in satellite numbers and the world’s dependence on these systems points to the need for global space-traffic control. As the Iridium-Cosmos collision illustrates, the ad hoc efforts of NASA and others are not enough. Without a robust service to mitigate potential collisions, operators of military, civil and commercial satellites are without the means to avoid catastrophe.  Pg. 1//1ac 

AND, the space debris collision risk is high - We have reached a critical threshold where it is inevitable 
Senechal 10 - Policy Manager @ International Chamber of Commerce [Thierry Sénéchal (Professor of economics @ Science Po), “Space Debris Pollution: A Convention Proposal,” 2010, pg. http://en.scientificcommons.org/59424870//edlee

It is time to recognize that while space may be infinite, Earth orbital space is a finite natural resource that must be managed properly. The outer space environment should be preserved to enable countries to explore outer space for peaceful purposes, without any constraints. It has become obvious that space debris poses a danger to human life as well as to the environment and the economic activities of all nations in space. The problem we face is complex and serious; the danger posed by the human-made debris to operational spacecraft (pilotless or piloted) is a growing concern. Because debris remains in orbit for long period of time, they tend to accumulate, particularly in the low earth orbit. What is certain today is that the current debris population in the Low Earth Orbit (LEO) region has reached the point where the environment is unstable and collisions will become the most dominant debris-generating mechanism in the future. The tremendous increase in the probability of collision exists in the near future (about 10 to 50 years). Some collisions will lead to breakups and will sow fragments all over the geosynchronous area, making it simply uninhabitable and unreliable for scientific and commercial purposes. In the early years of the space era, mankind was concerned primarily with conquering space. The process of placing an aircraft in Earth‘s orbit and targeting the moon was such a challenge that little thought was given to the consequences that might arise from these actions. Space debris has thus been created at the time of the cold war, when the military and space race between the two great powers of the time was at its peak. Not much can be done to change what has been done during the last decades of the 20th Century. As with many aspects of Earth-bound pollution, it is taking time to recognize the damaging effects of what we call now ―space junk‖ or space pollution. Space debris is a source of increasing concern. The scientific and engineering communities have studied the problem of space debris for decades and warned of the dangers. Large space debris has been tracked and catalogued. The increased pace of small debris has also been studied using sophisticated models. Although space debris has been extensively studied by public and private research institutions around the world since the 1980s, its implications have only been discussed in narrow circles of specialists at international conferences.

1.3 Advocating for a Global Space Debris Convention

The time is right for addressing the problem posed by orbital debris and realizing that, if we fail to do so, there will be an increasing risk to continued reliable use of space-based services and operations as well as to the safety of persons and property in space. We have reached a critical threshold at which the density of debris at certain altitudes is high enough to guarantee collisions, thus resulting in increased fragments. In a scenario in which space launches are more frequent, it is likely that we will create a self-sustaining, semi-permanent cloud of orbital ―pollution‖ that threatens all future commercial and exploration activities within certain altitude ranges. The debris and the liability it may cause may also poison relations between major powers.  Pg. 40
The best research sides with us 
Mason 11 - NASA Ames Research Center and Universities Space Research Association [James Mason, Jan Stupl (Center for International Security and Cooperation, Stanford University, William Marshall (NASA Ames Research Center and Universities Space Research Association), Creon Levit (NASA Ames Research Center), “Orbital Debris-Debris Collision Avoidance,” Advances in Space Research, March 10, 2011, pg. http://arxiv.org/PS_cache/arxiv/pdf/1103/1103.1690v1.pdf//edlee]
The threat of catastrophic or debilitating collisions between active spacecraft and orbital debris is gaining increased attention as prescient predictions of population evolution are confirmed. Early satellite environment distribution models showed the potential for a runaway \Kessler syndrome" of cascading collisions, where the rate of debris creation through debris-debris collisions would exceed the ambient decay rate and would lead to the formation of debris belts (Kessler & Cour-Palais, 1978). Recorded collisions events (including the January 2009 Iridium 33/Cosmos 2251 collision) and additional environmental modeling have reaffirmed the instability in the LEO debris population. The latter has found that the Kessler syndrome is probably already in effect in certain orbits, even when the models use the extremely conservative assumption of no new launches (Liou & Johnson, 2008, 2009). .  Pg. 1-2 //1ac 

Prefer our risk analysis – Their ev will underestimate the threat 

Baiocchi & Welser 10 – Engineer and defense analyst @ RAND Corporation with a focus on counterspace technologies and space vulnerability & Management systems researcher @ RAND Corporation [Dave Baiocchi (Ph.D. and M.S. in optics @ University of Arizona) & William Welser IV, Confronting Space Debris: Strategies and Warnings from Comparable Examples Including Deepwater Horizon, RAND National Defense Research Institute, 2010//edlee
When a problem’s effects are not directly observable, a community is likely to underestimate the risk posed by the effects. Asbestos and radon are invisible, and the cancers they cause may not appear for several decades. Under such circumstances, a community may have a low perception of risk because the cause and effect are separated by long spans of time. By contrast, the neighbors of a polluting factory are likely to see its effects every day. Orbital debris, unfortunately, belongs to the category of problems that are not easily observed either by those who create it or by those who might be harmed by it. Because the harm is virtually invisible until a major collision occurs, the broader community may be simply unaware of the severity of the problem, or they may tend to underestimate the potential risk. Therefore, the technical community should consider implementing an ongoing, metric-based stakeholder awareness program alongside the development of a technical remedy. Pg. xxiii //1ac 

Ext To: Debris 
Debris will render satellites inoperable – the ramifications will be global  

Bowers et al 08 – Dual BA in Computer Science and Management Information Systems @ University of Nebraska-Omaha [  , Stephanie M. Cook (Master’s candidate in the Political Science @ University of Nebraska-Omaha, Edward James Dale (BA in Electronic Engineering @ University of Nebraska-Omaha, Josh Koch (Dual BA in Physics and Mathematics @ University of Nebraska-Omaha), John James Miller ( BA in Computer Engineering @ University of Nebraska-Omaha),  Stephanie D. Silva (Master’s candidate in Public Administration @ University of Nebraska-Omaha) Space Debris: Applied Technology and Policy Prescriptions, USSTRATCOM Global Innovation and Strategy Center (GISC) Intern Pogram, Fall 2007 – Project 07-02, January 2008//edlee]
Frank Klotz echoed a similar theme in a Council on Foreign Relations report: “While the public continues to identify space most closely with scientific exploration and high adventure, space has also become a big business and represents a huge investment in terms of capital assets and jobs.”45 Might satellite technology be history’s answer to Gutenberg’s printing press? Never before has information – and commerce – traveled so quickly. Given the integrated state of today’s global economy, any major fluctuation in satellite capabilities has the potential to reverberate throughout multiple nations.

Common Values - Space industry profits will exceed $250 billion by the year 2010, according to forecasts published by the BBC.46 Technologies such as telecommunications, global positioning systems, broadband, and remote sensing are being further developed for use in space. Of utmost priority, however, is the need for heightened space situational awareness and space debris elimination measures. Without space debris elimination measures, the possibility of a crescendo, known as the “Kessler Effect,” occurring at current debris levels remains high. In this scenario, large and small debris continually collide and fragment until the atmosphere at LEO becomes unusable. Space-faring nations would lose the ability for space exploration and technology such as The International Space Station (ISS) and Hubble Space Telescope might be compromised. In fact, the NASA space shuttle could also be rendered inoperable. Pg. 23-24 //1ac 

Space debris increasing – Entire regions will become unusable  

Pusey 10 - JD candidate @ University of Colorado (10) [Natalie Pusey, “NOTE & COMMENT: The Case for Preserving Nothing: The Need for a Global Response to the Space Debris Problem,” Colorado Journal of International Environmental Law and Policy, Spring 2010, 21 COLO. J. INT'L ENVTL. L. & POL'Y 425//edlee

Earth orbit is a unique, limited, and incredibly valuable resource. The properties of this space  allow humans to utilize thousands of satellites for research, national defense, and communications. Like so many of Earth's delicate regions, Earth orbit has been greatly altered by human activity. For a variety of reasons, human exploration and the commercialization of space create litter, or debris, that pollutes Earth orbit. Some debris occurs naturally, but of the 19,000 pieces of trackable [*426] debris in Earth orbit, ninety percent is artificial. n1 Orbital debris is a growing problem; over the last forty years, the amount of debris  has decreased only during periods of extreme solar activity, which causes Earth's atmosphere to flare up and expand, increasing drag on debris. n2 Humans have yet to make any significant strides to reduce the amount of debris in Earth orbit. While debris modeling is difficult, experts estimate that the amount of Earth orbit debris will soar over the next two centuries. n3 Some speculators project that entire regions of space could become unusable if the generation of orbital debris increases as expected. n4

One collision with a satellite risks catastrophic failure 

Baiocchi & Welser 10 – Engineer and defense analyst @ RAND Corporation with a focus on counterspace technologies and space vulnerability & Management systems researcher @ RAND Corporation [Dave Baiocchi (Ph.D. and M.S. in optics @ University of Arizona) & William Welser IV, Confronting Space Debris: Strategies and Warnings from Comparable Examples Including Deepwater Horizon, RAND National Defense Research Institute, 2010//edlee
Orbital (space) debris represents a growing threat to the operation of man-made objects in space.1 According to Nick Johnson, the National Aeronautics and Space Administration’s (NASA’s) chief scientist for orbital debris, “[T]he current orbital debris environment poses a real, albeit low level, threat to the operation of spacecraft” in both low earth orbit (LEO) and geosynchronous orbit (GEO) (Johnson, 2010). There are currently hundreds of thousands of objects greater than one centimeter in diameter in Earth’s orbit. The collision of any one of these objects with an operational satellite would cause catastrophic failure of that satellite. Pg. iii

Ext To: Cascading collisions 
The cascading collisions will shut-down future space exploration and development 

Williamson 06 - Specialist space writer [Mark Williamson, “SPACE JUNK MAKES AN IMPACT,” IEE Review | January 2006//edlee]

Despite natural clearing, de-orbiting and debris mitigation, the orbiting satellite population is growing. William Ailor estimates there are over 100,000 pieces of debris large enough to cause the loss of a satellite, and with dozens of new satellites being launched each year this seems likely to increase. A worst case scenario is the ‘cascade effect’, which predicts that when debris collisions produce large numbers of objects, those objects may undergo further collisions producing even more debris. First mooted in the 1980s by Dietrich Rex from the Technical University of Braunschweig, Germany, this chain reaction could lead to the closure of some of the more popular orbits within decades.

While all predictions are open to interpretation, the suggestion that such an effect is even possible should ring alarm bells in the space community. It seems incredible that, within 50 years, some parts of space could be ‘off-limits’ to future explorers and developers. And if we can’t keep Earth orbits ‘open for business’, what hope for planned developments around the Moon and Mars?  Pg. 44

The Earth’s orbit will be left uninhabitable for satellites 

Cartwright 11 [Jon Cartwright, “Lasers could nudge space debris aside,” Nature, Published online 15 March 2011, pg. http://www.nature.com/news/2011/110315/full/news.2011.161.html]
Debris orbiting Earth is a mounting problem. Two years ago, a satellite owned by the communications provider Iridium, based in McLean, Virginia, smashed into a defunct Russian satellite at ten times the speed of a rifle bullet, putting an end to the 'big sky' theory that assumed space was too vast for chance collisions. That incident alone created more than 1,700 pieces of debris, raising the total amount by nearly 20%.
Space analysts are particularly concerned about the possible onset of Kessler syndrome, when enough debris is present to make collisions so likely there would be an avalanche effect that would leave the Earth's orbit uninhabitable for satellites.

Ext To - ASAT threat high 
ASAT threats are mounting - Offensive counterspace tech is proliferating  
Schendzielos 08 – Major in the US Air Force [Kurt M. Schendzielos, “Protection in Space: A Self-Defense Acquisition Priority for U.S. Satellites,” School of Advanced Military Studies Monograph, 30-04-2008, pg. http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA485553&Location=U2&doc=GetTRDoc.pdf//edlee 

Over the past five years there have been numerous advances made by America’s traditionally adversarial nations in the arena of counterspace technology. The proliferation of laser and radio-frequency technology is of increasing concern for the U.S. every day. The technology required to dazzle or disrupt is increasingly easy to obtain and becoming cheaper as well. ASAT technology is following the pace of computer growth and it is simply a matter of time before several nations have the capability to seriously degrade American space dominance or completely deny America’s space advantage all together. The U.S. Department of State (DoS) 2007 Study on Space Policy recently remarked that, “Threats to U.S. space assets, both from the ground and in space, are rapidly growing quantitatively and qualitatively. The United States does not have the luxury of assuming that its space assets will be available wherever needed.”51 The theme of this warning cannot be underestimated. As mentioned previously, America is critically reliant upon the advantages accrued from space dominance.

The DoS study also urged, “Survivability of our space assets in a deliberately hostile environment must be a requirement along with improved capability. Understanding and responding to threats to civil, commercial, and national security space assets is a vital national interest of the United States.”52 In order to prepare for the threats accumulating throughout the world, the actors must be identified, the capabilities assessed and the intentions estimated.

The director of the Defense Intelligence Agency, Lieutenant General (LTG) Michael Maples, warned the U.S. Senate in 2007 that, “Several countries continue to develop capabilities that have the potential to threaten U.S. space assets, and some have already deployed systems with inherent anti-satellite capabilities, such as satellite-tracking laser range-finding devices and nuclear armed ballistic missiles.”53 LTG Maples added that “A few countries are seeking improved space object tracking and kinetic or directed energy weapons capabilities.”54 The most notable potentially adversarial nations to which he is referring are India, Iran, North Korea, Russia and China. Although it is estimated that as many as thirty nations may have some form of ground-based laser ASAT capability to dazzle or potentially disrupt U.S. remote sensors, these five countries have undertaken dedicated efforts to build or acquire an operational destructive OCS system. This paper will examine each adversary threat in the order listed above. Keep in mind that most nations are not working in a complete vacuum concerning the development of space technologies (specifically destructive and disruptive ASAT technologies). Most nations work in concert sending experts around the globe to share notes and exchange ideas. Direct proliferation between adversary nations has taken place. Such interactions have been noted where public documents bring this activity to light.  Pg. 17-18 

*OCS = Offensive counterspace.  Air Force defines it as “Operations to preclude an adversary from exploiting space to their advantage.”
Multiple countries have ASAT capabilities 
Howard 10 – Chief of public affairs for operations for the US Army Space and Missile Defense Command [Michael L. Howard, “Rendezvous in Space – A Look in on Military Space Power,” US Army War College Program Research Project, 12-05-2010 //edlee] 

The question becomes one of where to find and prevent vulnerabilities in space. The Rumsfeld Commission highlighted the fact that China was developing ways to interrupt America‟s dependence on space.20 China provided America a wake-up call in 2007 when it destroyed one of its own weather satellites with a direct-ascent anti-satellite weapon in lower-earth orbit. By so doing, China clearly demonstrated that it possessed the capability, know-how, and willingness to interrupt the “sanctuary” of space.21 Additionally, the 2001 report noted that China, Iran, North Korea, and other adversarial countries were potentially capable of jamming satellite transmissions.22 Since then, open sources indicate that North Korea and Iran – among others – possess satellite jamming technology and there is recent evidence that adversaries have jammed U.S. commercial satellites.23

We are vulnerable – Spacecrafts are still using Cold War tech 

Rendleman 10 – Retired Colonel in U.S. Air Force [James R. Rendleman, “A Strategy for Space Assurance,” Astropolitics: The International Journal of Space Politics & Policy, Volume 8, Issue 2 & 3, 2010, Pages 220 - 255 //edlee]
Fourth, while the United States has produced superlative space capabilities, it has not produced enough systems ready to survive the new kinetic, exotic, jamming, and cyber threat environment. The vulnerability exists because the spacecraft developed and deployed today are in many ways the same as those originally fielded during the Cold War. During that epic struggle, there was a tacit and then explicit understanding that each superpower would not attack and overwhelm the other’s space systems, except in the direst of circumstances, perhaps during the throes of a nuclear conflagration. Indeed, a number of agreements between the superpowers adopted the understanding and ruled out interference with national technical means, including space assets. This belief in the superiority of space systems and power blinds the United States to the inherent strategic weaknesses and vulnerabilities in these systems. This, predictably, can now be exploited by potential adversaries, such as China, who, with their recent ASAT test, appear more willing to fully explore the technologies needed to expand the limits of conventional war to include the space domain. Consequently, by historically and diplomatically reducing the threat, engineering of some satellite threat detection, attack avoidance, and other defense subsystems have not matured enough so that they are sophisticated, nimble, and robust enough to counter new 21st Century adversary attack capabilities. Pg. 227

Ext To: ASAT destroys deter 
The lack of credible surveillance emboldens attackers.  That results in the collapse of US deterrence and miscalculated nuclear first strikes

Burke 06 - Deputy Director in the Missile Defense Agency w/ operational experience in missile operations, space surveillance, space control, missile warning, and command and control [Lieutenant Colonel Alan W. Burke, “Space Threat Warning: Foundation for Space Superiority, Avoiding a Space Pearl Harbor,” Air War College, 17 April 2006, pg. http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA476999&Location=U2&doc=GetTRDoc.pdf//edlee]
Implications of the Erosion of US Space Threat Warning Capability  -  The erosion of the US ability to execute the space threat warning mission has serious implications for US national security to include: the loss of a key early warning indicator of an attack on the US homeland; the loss of space capabilities which would degrade US warfighting effectiveness; the preventable loss of critical high-value satellites, facilities or services; the increased possibility that adversaries could develop new weapons or covertly conduct probing attacks on US space systems; and the lack of a credible means to execute stated US policy in response to an attack against space assets.

One of the most serious impacts of the failure to develop or execute a reliable space threat warning and attack verification system is the loss of a key early warning indicator of an attack on the US homeland or an attack that is part of a major regional action by a near-peer adversary such as an attack on Taiwan by the Chinese mainland. The Japanese attack on Pearl Harbor, whose goal was the destruction of the Pacific Fleet, was not done as an isolated act, but as part of the start of a larger campaign to establish a Japanese Pacific sphere of influence which included the forceful acquisition of US territories. At this time, the Pacific Fleet was viewed as a US center of gravity whose destruction would enable Japan to achieve regional domination and discourage future US intervention. Today, our space-based assets may represent the equivalent of the WWII Pacific Fleet. Further, other nations have stated they view the US reliance on space as a potential Achilles ’ heel and a center of gravity whose destruction or disruption is critical to future military success against the US.44

Although a major attack on the US is not likely, the loss of US space-based early warning capability and ground-based missile warning radars could undermine nuclear deterrence strategy resulting in a devastating miscalculation that the US was vulnerable to a nuclear first strike. The perception that US space capabilities are vulnerable to a surprise attack also weakens conventional deterrence. In the case of a US-China conflict over Taiwan, the Chinese might seek to disrupt or destroy regional space capabilities as part of a delaying strategy to deny US forces access to the region until their military operations were well underway, making the Chinese takeover of Taiwan a fait accompli.45

A successful Pearl Harbor-type attack on US space assets would degrade US fighting effectiveness. Today, space represents the ultimate high ground and it is unlikely that a nation, whose military ambitions might provoke US involvement, will willingly cede that high ground. The level of battlespace awareness space-based platforms provide makes any attack using large massed forces difficult to accomplish. The ability to neutralize these platforms would improve the circumstances required to gain a strategic advantage over US and allied forces. As General Lord stated in his Congressional testimony: “A resourceful enemy will look at our centers of gravity and try to attack them. Our adversaries understand our global dependence on space capabilities, and we must be ready to handle any threat to our space infrastructure.”46 With the increased US reliance on space assets for communication, intelligence, surveillance, and reconnaissance (ISR); and command and control of our deployed forces; a successful space attack could significantly delay US response to regional aggression. During Operation IRAQI FREEDOM (OIF), over 60% of theater communications traveled via satellites.47 The Defense Satellite Communication System (DSCS) provided 90% of all protected communications and 70% of all military satellite communications into theater.48 These capabilities significantly enhanced command and control of US and allied forces. Further, the employment of the satellite-based Blue Force Tracker system resulted in an unprecedented level of situational awareness which decreased fratricide and facilitating search and rescue operations and reinforcement operations.49

The United States also maximized the use of the space-based Global Positioning System (GPS) to enable precision weapons delivery, allowing the use of fewer and smaller weapons to achieve effects; to enhance navigation in featureless terrain; and to aid in the location of both friendly and hostile forces.50 General Lord testified to Congress: “Space capabilities are no longer nice to have, but are now indispensable to how we fight and win our nation’s wars.”51 The failure to develop a credible space threat warning system increases the likelihood that a foreign nation would attack US space assets.

The inability to detect and provide timely warning of a space attack could result in the preventable loss of critical high-value satellites, facilities or services. There are a number of scenarios where the timely detection of a threat would allow space operators to intervene, thwarting the attack. In many instances, the ability to find, fix, target and destroy the threat is currently a viable way to counter the attack. However, this is not always possible. In the case of a co-orbital ASAT attack, which involves the launch and maneuver of a satellite into a closing orbit of another satellite to destroy or disrupt it, the countermeasure require a pre-intercept maneuver of the target satellite. The support countermeasures for an attack on space ground facilities include increased physical and information security. Countermeasures for electronic warfare attacks or jamming of the space link segment exist but there is often a significant bandwidth cost when these measures are in effect.52

Degradations to space assets could also occur as a result of unintentional sources such as radio frequency interference or from scientific research such as laser research. In these situations, it is important to locate the source and terminate the activity to prevent loss of the space asset or service. The loss of these capabilities during critical operations could result in operational failure, loss of equipment, resources, and lives.

The inability to rapidly neutralize sources of satellite communication (SATCOM) interference also has national security implications. In the area of airpower employment, successful SATCOM jamming could disrupt the US ability to command and control air assets in theater from geographically separated air operations centers. A delay of even one to two days might jeopardize US ability to support deployed forces. Satellite communication links to worldwide deployed forces are critical capabilities in protecting US security, sovereignty, and military combat capability.

The inability to detect and assess space threats might allow adversaries to develop new weapon systems or conduct probing attacks on US space systems without our knowledge. Although US surveillance technology and systems are more sophisticated today, the US should not assume it will always be able to detect the development of a new weapon. Our experience in post-WW II with the Germans is one example. After the defeat of Nazi Germany, the US and Russia engaged in a race to uncover Germany’s scientific secrets. Major General Hugh-Knerr, deputy commander of the US Air Forces in Europe wrote: “The occupation of German scientific and industrial establishments has revealed the fact that we have been alarmingly backward in many fields of research.”53 Supersonic rockets, nerve gas, jet aircraft, guided missiles, stealth technology and hardened armor were just some of the technologies developed in WWII German laboratories.54 The Soviet Sputnik launches and the deployment of the FOB system are modern examples of technological surprise.55
Today, other nations are working to develop new weapons to counter US dominance and to take the lead in what is termed Fourth Generation Warfare—information war. The current coverage gaps in our space surveillance network, a fragmented intelligence network, a lack of discipline in anomaly reporting, the current inability to rapidly detect an attack on on-orbit systems, and overall erosion over the last decade of the space defense mindset makes it more likely an adversary could develop anti-satellite weapons without our knowledge.

Finally, without a credible space threat warning capability the US will not have the ability to execute stated US policy to counter an attack against US space assets. In 1999, President Clinton signed into law DoD Directive 3100.10, US Space Policy, which specifically declared an attack on US space systems, to include commercial space systems, an attack on US sovereignty.56 One purposes of this policy is to deter an attack on US space assets. However, the lack of a credible space threat warning system undermines this policy. A senior officer in US Strategic Command recently stated that a nation or group could likely interfere with US satellites without fear of retribution.57 Pg. 8-12

Ext To: Shortage 
There will be a 90% die-off in the first year 

Slavo 11 [Mac Slavo, “The ‘Die Off’ Will Start Immediately After a Complete Collapse,” SHTFplan.com, Date: February 23rd, 2011, pg. http://www.shtfplan.com/emergency-preparedness/the-post-shtf-die-off-will-start-immediately_02232011//edlee]

If the worst were to ever happen – and we’re not talking about a short-term disaster – but, rather, an all out collapse of the world as we know it, including a complete grid-down scenario and a breakdown in food production and emergency services, the majority of the population in the regions(s) affected would likely perish. In a recent report the Center for Security Policy suggested that in such a scenario 9 out of 10 Americans would be dead within one year – a terrifying thought, indeed.

Considering that most people have less than a week’s worth of food in their pantries, no medical supplies, and absolutely no idea how to operate without electricity, one can guesstimate that the die-off would begin almost immediately after the grid goes down. Within several weeks, tens of thousands would succumb to starvation and/or disease. In many cases, dehydration and the elements would also become a key factor. Patriot Nurse recently put together a commentary discussing Who Will Die First, in which she breaks down the highest risk groups into sub-categories, which we’ll discuss, in part, below:

Physically Disabled

Those with medical conditions requiring daily drug dosing, as well as those who depend on third party medical care, would likely be the first to go. During Hurricane Katrina hundreds of elderly people were left to die in hospitals and care facilities. They had no food, no clean water and no medicine. Their caregivers, in some cases acting immorally, but in other cases simply acting out of fear, left them without assistance. Those who are dependent on others to stay alive in modern society should consider who their caretakers are, because when the SHTF, chances are that an employee working at a nursing home will choose to go home and be with their family, or flee the area altogether.

Individuals With Drug Dependent Healthcare Needs

In One Second After, the daughter of the main character is a diabetic requiring insulin. Within hours of the grid going down, pharmacies are overwhelmed with patrons attempting to get their prescription medicines. The electronic systems are inoperable, further complicating matters. Even for those who were able to acquire their meds, the supplies were only temporary, because within a week the shelves were empty and no resupply was coming. There are roughly 1.5 million insulin dependent diabetics in the United States. Because this particular drug requires cold storage, in a grid down situation, effective supplies would be depleted within a matter of weeks. In this particular instance, the fatality rate would be nearly 100%. The same can be said for many other types of medications, including oxygen. We urge those with drug dependent medical conditions to treat this aspect of preparedness like water and food. If you will require medicine, try to create a reserve by stocking up some extra medication. For those requiring cooled medicines, do you have an alternative energy plan to keep a compact refrigerator going?

Physical Handicaps

When faced with a survival situation, in general, the old adage “survival of the fittest,” applies. Those with physical handicaps, especially those requiring external locomotion, like those little scooters we see people riding at Walmart, will be at a disadvantage. They’ll be easy targets for looters, and will likely be incapable of foraging for food and resources. For some, the handicap is self-manifested, such as in the case of excessive obesity. In these cases, an emergency preparedness plan should include getting physically fit. For others, however, conditions cannot be treated easily. Physically handicapped individuals should take steps now to determine their action plan in the event of SHTF. Do you have a caregiver who you trust to get you out of a bind? Perhaps looking to relocate to an area where extensive travel post-SHTF will not be required is a good idea.

The Government Dependent Welfare Class

Patriot Nurse refers to the individuals in this group as those with a “stereotypical”Â  cradle-to-grave mentality. Of course, not everyone in this category is stereotypical, but we can certainly understand what she’s getting at. The majority of these people live on government subsistence, therefore they likely have no ability to procure resources before a disaster. At the onset of crisis, they will likely be looking for help from the same organizations that have provided it in the past. But those organizations will be unable to assist. Many of those within this category will die-off from lack of food, clean water, disease and violence. Given that, in general, within this category is the highest violent crime rate in the country, it will be from within this group of people that we’ll get our first taste of looters, gangs, and violent thieves. Some criminal elements will certainly survive, but violence begets violence, especially in a battle for resources, thus a good portion will be killed off by those defending themselves.

Yuppies and Neo-Hippies

Another name we can give this category is the urban and suburban city dwellers. Though they may be different politically, and possess different skill sets, the majority of those within this category simply do not have the necessary survival tools to make it. Neo-hippies, as defined by Patriot Nurse are those who may be capable of small-scale agriculture and raising micro-livestock, but their ‘peaceful’ nature has not prepared them to handle aggressive and violent behavior aimed at taking the resources they produce. The Yuppies, generally defined as those who live in suburban McMansion style homes are simply ill-prepared. Rather than preparing for a crisis, they spent their hard earned money on new cars, TV’s, fashion and dinners out. When the SHTF, they will simply not be ready and their pantries will be empty within a week’s time, at which point they, like the looters from the welfare class, will be left with no choice but to head into the streets looking for supplies.

There are, of course, other sub categories, but the above covers the majority of the populace. A good portion of those with the capability to travel, be it on foot or in a vehicle, will eventually head out of the cities. The realization that the system has broken down will not take long – perhaps a week or two – before they hit the highways.

Their destination of choice will likely become National or State parks, lakes and coastal regions, or small towns, where they expect to find food. Most will have no more than a tank of gas, giving them a range of roughly 300 miles from their home city. If you are located near an interstate highway, or even a state highway, within 300 miles of a major city, then you may very well see a golden horde of cars. Those without cars will go on foot. As they get further out of the cities, they will begin to perish due to lack of food and potable water. On foot, their range while lacking in resources will be maybe 50 – 150 miles.

Safety in the Country?

For those living in exurbia or rural surroundings the situation will certainly not be as dire as for those bunched in the cities. However, it will likely be just as dangerous. Eventually, elements from the cities with both, good intentions and bad, will reach you. If you are in a small town, and the town fails to implement defense strategies, then it can be easily overrun by organized and heavily armed gangs.

You’ll also have to deal with those of your neighbors who failed to prepare. Even though people may have gardens or livestock, their ability to maintain these will be threatened as traditional feed stores and tools will no longer be readily available. In One Second After, the story revolved around a small town in the middle of nowhere, yet a large portion of the population died off simply because there was a lack of resources. Even hunting became difficult, as game ran thin because everyone in the area was looking to have squirrel for dinner. The additional threat in the country is that, generally, people in the country are well armed with long range hunting rifles, a situation that presents quite a bit of peril if that person is aware you have resources and they are lacking.

The Die Off is a worst case consideration, and one you should be familiar with before any such event occurs. It will occur only in a complete collapse of the world as we know it and would include a complete breakdown of our electrical and utility grids, communications infrastructure and food transportation systems.

Yes, it’s unlikely. But given that our entire way of life is dependent on modern day technology, such a disruption would have severe consequences for all involved. //1ac

Low risk of ASAT attack – Lack the financial resources 
Schendzielos 08 – Major in the US Air Force [Kurt M. Schendzielos, “Protection in Space: A Self-Defense Acquisition Priority for U.S. Satellites,” School of Advanced Military Studies Monograph, 30-04-2008, pg. http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA485553&Location=U2&doc=GetTRDoc.pdf//edlee 

The ability to permanently disable an orbiting platform’s sensors, or the vehicle itself, requires massive resources and infrastructure that currently, and in the foreseeable future, only exists at a nation-state level. Theresa Hitchins of the UN Institute of Disarmament Research (UNIDR) explains, “There are fundamental technical obstacles to the development of kinetic kill weapons and lasers both for use against targets in space and terrestrial targets, and the costs associated with launch and maintaining systems on-orbit are staggering.”43 The only way a guerilla force, NGA or third-world nation-state would be able to achieve a level of degradation of U.S. space superiority is if it were aided by an adversary space faring nation, such as Russia, China, North Korea, Iran, Libya, or India.44 Even then, the 2007 Defense Intelligence Agency (DIA) Report on Current and Projected National Security Threats argues that because of the high costs involved only China is projected to domestically produce a destructive ASAT system.45 The 2007 DIA report concluded that within the next five years, “Other states and non-state entities are pursuing more limited and asymmetric approaches that do not require excessive financial resources or a high-tech industrial base. These efforts include denial and deception, electronic warfare or signal jamming, and ground segment physical attack.”46 pg. 14-15 

Ext To: Shortage – Sats key 
Satellites sustain our carrying capacity - Disruption risks a massive die-off 

Moore 09 - Research fellow with the Independent Institute [Mike Moore (Former editor of the Bulletin of the Atomic Scientists), “Space Debris: From Nuisance to Nightmare,” Foreign Policy | FEBRUARY 12, 2009, pg. http://www.foreignpolicy.com/articles/2009/02/11/space_debris_from_nuisance_to_nightmare?page=full//edlee]

At the moment, the amount of debris in low-earth orbit -- the region of space that extends a few hundred miles above the atmosphere -- is merely a nuisance. The United States tracks objects in space and shares the data with the world. Satellite handlers based in many countries use the data to slightly alter the course of their birds if a collision seems possible.

End of story? Not quite. Orbital space is a natural resource, as surely as land, air, and water. It must be protected because it is home to nearly a thousand satellites put up by many countries -- communications, geo-observation, geopositioning,  weather, and other kinds of satellites. Globalization would not be possible without commercial satellites.

Further, the United States' military-related birds permit the country to conduct precision war. For the first time in history, satellites provide the data and the guidance necessary to enable bombs and missiles to actually hit the targ

ets they are fired at. That's a moral plus. If a war must be fought, it should be prosecuted in such a way that military targets are hit and civilians are spared to the greatest extent possible. No other country can fight a conventional war as cleanly and humanely as the United States. Satellites make the difference.

Because of the importance of satellites to the American way of war, the United States insists that it must achieve the capability to militarily dominate space in a time of conflict. It is the only country that claims that right. Space, says international law on the other hand, is the common heritage of humankind and must be devoted to peaceful purposes.

America's truculent space-dominance language annoys many of its friends and allies. Meanwhile, some major powers -- particularly China and Russia -- think it smells of imperialism. A country that could control space in a time of conflict might also exercise that control in a time of peace.

Since 1981, virtually every country save the United States and Israel has gone on record in the U.N. General Assembly as favoring a treaty that would prevent an arms race in space. Every year, the United States -- under presidents Ronald Reagan, George H.W. Bush, Bill Clinton, and George W. Bush -- has used its veto power at the Conference on Disarmament in Geneva to prevent serious talks.

No one, including the United States, is likely to have actual weapons in space in the foreseeable future. Space control does not require such weapons. Ground-based, sea-based, and even air-based antisatellite weapons (ASATs) can do the trick. The United States has long been working on a variety of highly sophisticated ASAT programs -- indeed, the infrastructure for missile defense is the sort of infrastructure needed for ASAT systems.

When a country builds ever greater military capabilities, potential rivals react. China, in particular, is wary of the coercive possibilities of U.S. military power. The Middle Kingdom says it wants a space treaty, but in January 2007, it tested its own somewhat primitive ASAT -- a kinetic-kill device that roughly replicated a test the United States carried out in 1985.

Is a space-related arms race under way? Yes. But there is still time to ratchet it down, and the Obama administration has signaled that it might do so. That will be difficult, though. Exceptionalism is a major driver of foreign policy, and influential people and hard-line think tanks are comfortable with the idea that full-spectrum dominance in all things military is America's right.

A nightmare scenario: The United States continues to work on its defensive ASAT systems. China and Russia do the same to counter U.S. capabilities. India and Japan put together their own individual systems. Ditto for Pakistan, if it survives as a coherent country. Israel follows suit, as does Iran.

In a time of high tension, someone preemptively smashes spy satellites in low-earth orbits, creating tens of thousands of metal chunks and shards. Debris-tracking systems are overwhelmed, and low-earth orbits become so cluttered with metal that new satellites cannot be safely launched. Satellites already in orbit die of old age or are killed by debris strikes.

The global economy, which is greatly dependent on a variety of assets in space, collapses. The countries of the world head back to a 1950s-style way of life, but there are billions more people on the planet than in the 50s. That's a recipe for malnutrition, starvation, and wars for resources.  //1ac
****ADVANTAGE TWO****
Ext To: Upgrades needed 
The U.S. Air Force must upgrade its technology to resolve the challenge of readiness

Conetta and Knight 99 - co-director of the Project on Defense Alternatives at the Commonwealth Institute with offices in Cambridge, Massachusetts, and the Washington DC area, USA; co-director of the Project on Defense Alternatives and director of the Progressive Strategy Studies Project, both at the Commonwealth Institute in Cambridge, Massachusetts – 22 April 1999 (Carl, Charles, Project on Defense Alternatives Briefing Report #10, “The Readiness Crisis of the U.S. Air Force:  A Review and Diagnosis,” http://www.comw.org/pda/afreadsu.html//AEE)
In just six months of 1998 the U.S. Air Force and its sister services reportedly moved from the "razor's edge of readiness" to the depths of a readiness crisis, prompting the first major increase in defense spending in a decade. Although policy debate now focuses narrowly on how much more than $100 billion should be added to the six-year defense budget, nothing approaching a consensus has formed on the nature or extent of the Pentagon's ills. The leading, proposed remedies are scaled to relieve nothing less than a chronic and systemic readiness crisis. But it is difficult to reconcile such an alarming assessment of the military's condition with the change in readiness resources since the Cold War's end. Between the late-1980s and the period 1994-1998, average per person Operations and Maintenance (O&M) outlays have increased by 20% in real terms. Of course, resources are only half the equation; the other half is the pace of military activity. In recent years the United States has had an average of more than 40,000 military personnel continuously deployed in contingency operations -- a level several times greater than the average for the late-1980s. Nonetheless, temporary deployments currently involve only 2.8% of the total active military. Taking all forms of overseas presence into account, a smaller proportion of the U.S. military is kept in foreign areas today than during the late-1980s. During the years 1984-1989, 22% of the U.S. military was deployed or stationed overseas; During 1994-1997, by comparison, only 17% was foreign stationed or deployed during 1994-1997. Comprehensive measures of resources and activity, such as these, cannot settle the issues raised by reported readiness problems. But they do pose questions about the nature and extent of these problems -- and about the necessity of increasing defense expenditures to solve them. Answers may reside in the details of the services' experiences. The case of the U.S. Air Force provides a particularly good focus of inquiry. Without question, key indicators of USAF readiness registered significant declines in 1997 and 1998.

Cuts could drastically affect the U.S. Air Force’s readiness; must give up some projects 

Shalal-Esa 11 – journalist for Reuters.com – 6 April 2011 (Andrea, “US Air Force sees mounting budget pressures,” http://in.reuters.com/article/2011/04/05/airforce-budget-idINN0511422720110405//AEE)

U.S. Air Force Secretary Michael Donley said on Tuesday he had not received orders from the White House to further cut defense spending in 2013, but pressure on the defense budget was clearly mounting. Donley, speaking at a defense writer’s breakfast, said the Air Force urgently needed Congress to pass a defense budget for the fiscal 2011 year, noting that the current month-to-month spending extensions meant the service was stuck at 2010 budget levels and could not start any new programs. Washington is bracing for a shutdown of the federal government after Friday, given major differences between lawmakers on a long-overdue budget plan for fiscal 2011 that would cut $33 billion from current spending levels. Defense analysts are also forecasting bigger-than-expected cuts in coming years. Congressional Republicans on Tuesday unveiled a plan to cut nearly $6 trillion from the budget over the next decade, largely by cutting Medicare and Medicaid. The House Budget Committee's plan maintains $78 billion in deficit-reducing cuts released in February by Defense Secretary Robert Gates, but a rival plan by Tea Party-backed Republicans due out later this week could cut defense even further. Donley said the climate in Congress had changed dramatically, given lawmakers' serious concerns about deficit spending and the national debt. "I have not seen any specific new fiscal guidance, but we do see and anticipate increasing pressure on the defense topline," he said. "It's a different environment this year." At the same time, he cautioned against repeating the deep cuts in defense spending made in the 1990s at the end of the Cold War, noting that the United States faced far more complex and dynamic security challenges now. At that time the Pentagon had also completed a large military buildup and owned "a fairly modern force" that could withstand cuts, but that was not the case now. "We do not have a fairly modern force today. We're not in a position where we can delay modernization without some significant risk," Donley said, noting that the Air Force urgently needed to replace its fighter aircraft, buy more unmanned surveillance drones, and start work on a new bomber. Forty members of the House of Representatives sent a letter to House Budget Committee Chairman Paul Ryan last week urging him not to cut the Lockheed Martin Corp (LMT.N) F-35 fighter, arguing that further cuts could raise the cost of the program. Jamie Morin, Air Force assistant secretary for financial management, said the 2011 budget impasse was preventing work on 75 military construction projects valued at about $1 billion, and could affect a wide range of procurement programs. For instance, further delays in replacing radars on F-15 fighters could lead to groundings as early as 2014 because parts for existing radars were no longer being made, he said. The Air Force also could not test the durability of F-16 fighters to determine what fixes were needed to keep them in service until the F-35 fighter was ready for deployment, and a number of corporate pricing proposals for new weapons were also expiring, which could drive up procurement costs, he said. "We're striving to be as efficient as we can, but the lack of clarity on how we're going to operate in 2011 is pushing us in the exact opposite direction," Morin told Reuters. Donley said current U.S. overseas operations underscored the complexity and diversity of operations that the military can be called on to perform, often at extremely short notice. He said the Air Force's share of the military operations in Libya to date was around $75 million. He said the Air Force had also spent about $8 million to $9 million on humanitarian assistance to Japan, which would be reimbursed by the State Department, as well as about $40 million for the evacuation of U.S. personnel from Japan.

We must understand the importance of space technology; the Air Force should invest in more of these advancements in order to increase readiness in the future
Rosenberg 85 – Director, Defense Mapping Agency; former Vice Commander in Chief, North American Aerospace Defense Command; Assistant Vice Commander, Space Command – November/December 1985 (General Robert A., Air University Review, http://www.airpower.maxwell.af.mil/airchronicles/aureview/1985/nov-dec/rosenberg.html#contributor//AEE)
IN considering the military potential for space, we in the Air Force should focus our attention on three concerns. First, it is necessary that we help our fellow Americans to understand the significance of space systems for U.S. troops in the trenches, ships at sea, and tactical and strategic air forces. Space platforms are currently supporting the U.S. Armed Forces by helping us maximize our military potential through intelligence and command and control. It is important for the future of our space efforts that the American people understand what we are doing and why. Second, space is important to our developing technologies and ultimately should enhance our strategic deterrent posture. Most of us in the Air Force understand that, but how well are we doing in making the public understand the synergism between space and technological progress? And third, we must consider carefully and decide how we should be organized to employ these vital assets effectively today and in the future. Our space systems will be, in effect, force multipliers. Success in warfare in the future may well depend on the capabilities provided by space-based navigation, surveillance, and communications systems. Space programs in place currently already provide a high-tech edge for our forces. We must work to keep abreast with the rapidly changing technological frontier. From a historical perspective, we can consider how important a meteorological satellite like our DMSP, with a direct down-link for data to ships at sea, would have been to General Dwight D. Eisenhower in June of 1944. As D-day approached, the weather began to turn bad. Eisenhower had to decide either to postpone the invasion or to go ahead with it despite the weather. He had no DMSP to help him make his decision. Eisenhower guessed, and the invasion proceeded. Think how important a DMSP satellite could have been in ensuring that he did not make the wrong decision. A more devastating historical example occurred during the watch of Admiral William F. Halsey in the Pacific in 1945. Halsey's fleet was hit full force by a typhoon as it was maneuvering into position to attack Okinawa. Six destroyers were sunk, and seventy-five ships were damaged, including the cruiser Pittsburg, which had 110 feet broken off its bow. A DMSP could have saved many ships and lives. 
Ext To – Hurts Air Force readiness
Cultural tensions are inevitable

McKinley 00 - Commander of the 21st Operations Support Squadron which provides mission support to Air Force Space Command’s (AFSPC) worldwide network of attack warning and space surveillance units.  [Lt Col Cynthia A. S. McKinley, “The Guardians of Space: Organizing America's Space Assets for the Twenty-First Century,” Aerospace Power Journal - Spring 2000, pg. http://www.airpower.maxwell.af.mil/airchronicles/apj/apj00/spr00/mckinley.htm//edlee]
But we are speaking of the future--not the present. Despite valiant efforts to force the Air Force's air and space cultures to merge, the gap between the service's sense of identity and its current space responsibilities remains. For the Air Force to achieve its vision of becoming an Aerospace Force, it must focus its space efforts on those systems that fit within its global reach, global power identity. Furthermore, it must relinquish its non-core, non-war-fighting responsibilities for providing space services.

Although the Air Force's leadership has not realized this fact or the magnitude of its implications, evidence exists that some senior leaders are beginning to discover it. During the past couple of years, the Air Force's senior leadership has found itself concurrently defending its space stewardship role while questioning, for example, its primary management of launch ranges--especially now that commercial activity outpaces government launches. It is becoming increasingly obvious that few of today's space-related activities fall within the Air Force's core competency of providing global reach and power.
Similar cultural tensions are apparent in other sectors of the space community. NASA faces internal struggles when it contemplates routine shuttle services, continuous replenishment of the international space station, astronaut rescue, and satellite repair instead of sticking to its science, research, and exploration charter. NASA questions how providing routine space shuttle operations--especially to the international space station--fits with its traditional focus on exploration. Similarly, the Federal Aviation Administration (FAA) questions its potential role as provider of both air- and space-traffic control.

These cultural stresses are natural. When organizations extend themselves beyond their sense of identity, cultural frictions inevitably arise. These tensions do not lessen the relative value of the missions in question. Quite the contrary, the missions remain vital and essential. Conducting shuttle flights and managing launch ranges are clear examples. But as the missions extend beyond the organization's raison d'être, cultural tensions will and must emerge.

Ext To: Air Force key 
Air force key to containing Asia and the Middle East

General Bell 6/27/11- retired four star army general (“General Bell: If Not There, Where?- And Reponse” 6-27-11. http://www.chattanoogan.com/articles/article_204087.asp)
Our economic markets are global markets and we are a super-power; as such, we have key national interests to protect to ensure we have free and open access to world commodity markets, along with global aerial and shipping lanes. Additionally, we have key global allies who we need to continue to help, while they help us. Last, there are growing potential threats to our security which we must recognize and guard against. With this in mind, here's my quick laydown of where American military forces are needed (and not needed) to ensure America continues to play a key role in world economic and geo-political activities, while ensuring that costs are reduced and our freedom protected: -- End the nation building missions in Iraq and Afghanistan and bring our troops home. Maintain lethal and agile Special Operating Forces in the Middle East and Southwest Asia region to kill or capture radical Islamic terrorists who threaten our security. -- Bring home most of our 42,000 garrisoned Army troops in Germany, along with the families who are with them. They are no longer needed there. Conduct Army rotational six month training and security cooperation missions from the U.S. into countries who are our best friends and allies in eastern Europe, focusing on Bulgaria, Romania, and Poland. -- To ensure access to global commerce and OPEC oil (until we become energy independent which we must do and quickly), keep a strong Naval presence in the Mediterranean Sea and Persian Gulf / Arabian Sea. -- Keep our air bases and Air Force troops in Germany as they ensure our Air Force has the necessary global reach into western Asia and the Middle East. This will be important until we achieve energy independence. -- Maintain a strong Naval, Marine and Air Force presence in the Pacific and in Japan. This will ensure we remain in a position of strength as we consult and deliberate with a growing and increasingly competitive China. -- Maintain our Army presence ashore in South Korea at current levels. South Korea is one of our very best allies and supports us worldwide, while paying for nearly 50% of the annual costs to maintain our troops ashore there. Given the significant superiority of the South Korean Military (with United States support) to that of North Korea, we should allow more of our troops' families to join them there, much like we did in Germany during the Cold War with the Soviet Union. The risk is minimal to our families while the benefit to our geo-strategic positioning is enormous. 
Air Power is key to diplomacy, preventing terrorism and deterrence.

Colonel Drohan 00 (Thomas Commander and Permanent Professor, 34th Education Group, “Do Air Forces Have a Future?” Spring 2000 Vol 6, No. 1)

Modern air power can attack strengths or weaknesses beyond the reach, capacity and responsiveness of friendly surface and naval forces. In the previous era, “strategic bombing” was a blunt instrument. Now, in distinct operations, PGMs have transformed the bludgeon into a rapier, which, on many occasions, may be wielded directly in support of policy with a fraction of the resources previously required. It may be brandished for deterrence or coercion. It may be inserted or withdrawn in cadence with diplomatic and other coordinated pressures. Distinct, direct air action can be taken at all levels, from response to state inspired terrorism, to specific strikes in large-scale conflicts. Its targets may range from the center of government to an isolated and otherwise inaccessible terrorist training base. An air force, which is known to have a long reach, with or without flight re-fueling, can directly influence policy by its very existence. An increase in alert states and augmentation of front line personnel are the modern equivalent of Mahan’s “fleet in being,” except that diplomacy may now be sup- ported without the expense of surface deployment. Deterrence by air power is as relevant to peace in- document as it is to major nuclear or conventional confrontation, provided it is accompanied by a manifest determination to use it, if necessary.

Air Force key to worldwide stability

Dwayne M. Robison, Major, USAF  06(“ U.S. AIR FORCE CONTRIBUTIONS TO STABILITY OPERATIONS” April 2006, pg. 8)
Does the U.S. Air Force have a role during stability operations? It absolutely does. The most common responses on how the U.S. Air Force can contribute to stability operations center around its flying platforms ... and rightly so. These missions include close air support, time sensitive targeting, ISR collection, or airlift. However, the U.S. Air Force has another distinctive capability that is often overlooked in air power discussions and is one that can contribute significantly to stability operations: its Agile Combat Support capability. The research question addressed in this paper is whether the U.S. Air Force is organizing, training, and equipping its force to best support DoD’s stability operations? The thesis presented in this paper is that the U.S. Air Force can contribute significantly to stability operations but it first needs to develop doctrine so it can effectively employ one of its unique and overlooked strengths, its Agile Combat Support function, in order to better support DoD’s current and future stability operations.

Strong Air Force key to military and political victories

Dwayne M. Robison, Major, USAF 06(“ U.S. AIR FORCE CONTRIBUTIONS TO STABILITY OPERATIONS” April 2006, pg. 14)
Significant advances in the speed and accuracy with which the U.S. military can deliver precision weapons has contributed to a mindset in both the American leadership and public that all wars can be won quickly and with a minimum of casualties. As presented earlier in this paper, a significant number of ground forces are required in order to do the stability mission successfully. The intervention battlefield of the 21st century will require the U.S. military to conduct stability operations. However, U.S. leaders are reluctant to employ the ground forces required to defeat an insurgency because they do not want to incur casualties. Reluctance to put the life of U.S. military members on the line only exacerbates and accelerates the suffering of those America sets out to help. The decision to withdraw American military forces from Somalia after 18 Delta Force and Rangers were killed in Mogadishu in October 1993 had several long lasting ramifications. It told the world’s terrorists that American resolve is not strong. As Mark Bowden put it in his book Black Hawk Down: “The lesson our retreat taught the world’s terrorists and despots is that killing a few American soldiers, even at a cost of more than five hundred of our own fighters, is enough to spook Uncle Sam.” In addition, Washington became risk adverse. It neglected the genocide in Rwanda and opted not to send ground troops into Kosovo.28 Air power advocates have long argued the strategic and operational effects achieved by air power provide the means to achieve both military and political victory decisively, rapidly and with minimal causalities on both sides. While precision and stealth have increased the likelihood of military success, history has shown that the traditional conventional capabilities the U.S. Air Force brings to the fight cannot, by themselves, achieve political success.
Ext To: Coop = Deter 
Coop makes deterrence successful 

Rendleman 10 – Retired Colonel in U.S. Air Force [James R. Rendleman, “A Strategy for Space Assurance,” Astropolitics: The International Journal of Space Politics & Policy, Volume 8, Issue 2 & 3, 2010, Pages 220 - 255 //edlee]
‘‘International cooperation can complicate adversary plans and intentions, and creates more stakeholders in the orderly use of the space environment. Deterrence can be greatly reinforced if an adversary has to contend not only with a U.S. response, but with an international response also.’’54 Global engagement supports deterrence by denying benefits strategy. It does this by spreading the risk of attacks against satellite systems, by infusing redundancy into the systems with multiple platforms, or sharing capabilities on allied or friendly space systems, and this could convince a rational adversary that his attacks may, or will, fail. Pg. 239 

Ext To: Collision hurts military 
Collisions will cripple the global economy & the US military 

Anadell 10 – 2nd Year Graduate Student in the Space Policy Institute @ George Washington University [Megan Ansdell, “Active Space Debris Removal: Needs, Implications, and Recommendations for Today's Geopolitical Environment,” Journal of Public and International Affairs, Volume 21 | Spring 2010//edlee 

It is likely that space debris will become a significant problem within the next several decades. Predictive studies show that if humans do not take action to control the space debris population, an increasing number of unintentional collisions between orbiting objects will lead to the runaway growth of space debris in Earth’s orbit (Liou and Johnson 2006). This uncontrolled growth of space debris threatens the ability of satellites to deliver the services humanity has come to rely on in its day-to-day activities. For example, Global Positioning System (GPS) precision timing and navigation signals are a significant component of the modern global economy; a GPS failure could disrupt emergency response services, cripple global banking systems, and interrupt electric power grids (Logsdon 2001). Furthermore, satellite-enabled military capabilities such as GPS precision-guided munitions are critical enablers of current U.S. military strategies and tactics. They allow the United States to not only remain a globally dominant military power, but also wage war in accordance with its political and ethical values by enabling faster, less costly warfighting with minimal collateral damage (Sheldon 2005; Dolman 2006, 163-165). Given the U.S. military’s increasing reliance on satellite-enabled capabilities in recent conflicts, in particular Operation Desert Storm and Operation Iraqi Freedom, some have argued that losing access to space would seriously impede the ability of the United States to be successful in future conflicts (Dolman 2006, 165). Pg. 8 

The US military can’t function without satellites 
Walsh 07 – JD @ Georgetown University [Frank M. Walsh, “ARTICLE: FORGING A DIPLOMATIC SHIELD FOR AMERICAN SATELLITES: THE CASE FOR REEVALUATING THE 2006 NATIONAL SPACE POLICY IN LIGHT OF A CHINESE ANTI-SATELLITE SYSTEM,” Journal of Air Law and Commerce, Fall, 2007, 72 J. Air L. & Com. 759//edlee
Over the last twenty years, the American armed forces have undergone a Revolution in Military Affairs (RMA) by incorporating new technologies into the traditional methods of warfare. n61  The use of these new technologies has facilitated unprecedented coordination at all levels by allowing for greater vertical integration, allowing superior officers to communicate with subordinates, and horizontal integration, allowing units to communicate with other units across the battlefield. n62 With better coordination, each American unit is more versatile, more effective, and more deadly. n63  It was this new way of fighting wars that allowed for the spectacular successes of the American military in Operation Desert Storm, Operation Enduring Freedom,  [*771]  and the first few months of Operation Iraqi Freedom, n64  and it is this new way of fighting that has allowed the modern military to largely dissipate Clausewitz's ubiquitous "fog of war." n65

Satellites serve as the foundation upon which the modern networked American military stands. n66 Communication between different elements of the military is relayed by satellites, enabling the United States to "essentially fuse its land-based conventional power projection capabilities with its space-based communications, navigation and reconnaissance capabilities." n67 The beginning of Operation Iraqi Freedom is illustrative of the central role satellites play in modern military operations. Satellite communications permitted fewer friendly-fire deaths, rapid precision air strikes, "unprecedented command and control" of forces, and a tour de force from Special Operations Forces who controlled large areas with limited resources. n68 Additionally, 68 percent of munitions used in the twenty-nine-day battle were precision-guided weapons using satellite targeting - a stark change in ordinance from the unguided "dumb" bombs that had dominated the Air Force's arsenal for close to fifty years. n69 Low-level targeting satellites allowed for an unprecedented 80 percent accuracy in air strikes. n70

The Chinese ASAT threatens to destroy the critical links between American operational units. Coordination is so ingrained in modern American tactics that a sudden loss of communication could leave the American military fighting a battle for which it has not been trained. Because the United States no longer maintains comprehensive backup land lines, a Chinese [*772]  ASAT could potentially sever the link between American conventional forces and leave the American military disoriented, uncoordinated, and fighting a war without real-time intelligence. n71 Not only are satellites the crucial link in sustaining America's RMA, but they are also extremely vulnerable to attack. n72 As described in Part III, infra, no technology exists to make satellites durable enough to withstand an attack like the kinetic energy kill vehicle that destroyed the FY-1C. The satellites that have allowed for unprecedented American military effectiveness are also America's Achilles' heel: they are vulnerable and, if attacked, threaten to bring down a[n] seemingly unstoppable warrior.

You can’t overstate their importance to the military’s operational effectiveness

Schwartz 10 - Chief of Staff of the US Air Force. The senior uniformed Air Force officer responsible for the organization, training and equipping of 680,000 active-duty, Guard, Reserve and civilian forces serving in the United States and overseas. [Norty Schwartz, “Space, Cyberspace, and National Security,” Thursday, 18 February 2010, pg. http://www.af.mil/shared/media/document/AFD-100219-034.pdf//edlee]
I greatly appreciate the opportunity to spend some time with this impressive group once again, and to share some thoughts on the Air Force’s contributions to our national security. Today, I would like to discuss matters involving the ultimate high ground of space, and the still largely undiscovered possibilities in the emerging medium of cyberspace.

Virtually all aspects of military operations are affected in some way by the capabilities provided from these domains, and it’s difficult to overstate their importance to the success of our armed forces. From precision navigation and timing, to global satellite communications, to space-based surveillance and missile warning, our space assets provide us with an unparalleled degree of accuracy, connectivity, and situational awareness. And, our exploitation of cyberspace and advanced information technologies enable us and the Joint team to properly command and control our forces, binding virtually all of our advanced capabilities together into precise, increasingly networked, and better synchronized operations.

U.S. Dependence on Space and Cyberspace

Certainly, our reliance on space and cyber power is well established. Because our Nation’s diverse interests – diplomatically, financially, economically, and militarily – exist around the globe, we have an enduring need for robust space and cyber systems and the inherently globally-oriented capabilities that they afford. It would be fair to say that space and cyber power affects the lives of virtually all Americans every day, keeping us connected, and shaping the ways in which we all view the world.

From an Air Force perspective, space and cyber power enable our ability to provide global mobility; global strike; intelligence, surveillance, and reconnaissance; communications; and many other critical capabilities on which the Joint team heavily relies for operational effectiveness. As such, it stands to reason that our substantial dependence on space and cyberspace creates vulnerabilities that are potentially exploitable by our adversaries – an outcome with profound strategic implications.  Pg. 1-2

AND, it can’t function without them 

Bowers et al 08 – Dual BA in Computer Science and Management Information Systems @ University of Nebraska-Omaha [  , Stephanie M. Cook (Master’s candidate in the Political Science @ University of Nebraska-Omaha, Edward James Dale (BA in Electronic Engineering @ University of Nebraska-Omaha, Josh Koch (Dual BA in Physics and Mathematics @ University of Nebraska-Omaha), John James Miller ( BA in Computer Engineering @ University of Nebraska-Omaha),  Stephanie D. Silva (Master’s candidate in Public Administration @ University of Nebraska-Omaha) Space Debris: Applied Technology and Policy Prescriptions, USSTRATCOM Global Innovation and Strategy Center (GISC) Intern Pogram, Fall 2007 – Project 07-02, January 2008//edlee]
General Kevin P. Chilton, head of United States Strategic Command, recently wrote: “Military and civilian entities are heavily reliant on services that satellites provide, and space operations are so pervasive that it is impossible to imagine the U.S. functioning without them.”4 During Operation Desert Storm, commercial satellites provided 45% of all communications between the theater and the continental United States.5 Today, according to General Chilton, “We rely on satellites to verify treaty compliance, monitor threats and provide advance warning of missile attacks. It's important to remember that every soldier, sailor, Marine and airman in Iraq and Afghanistan relies on space technology for crucial advantages in the field.”6

Commercially, the economy of the United States is heavily dependent on space assets in virtually every industry. Communications, Global Positioning System (GPS) technology, agriculture, weather monitoring, and shipment tracking in the manufacturing sector are all indispensable to workings of the market.7, 8With international economies interwoven across borders and cultures, damage to a critical satellite might pose serious monetary repercussions throughout multiple countries. For example, nearly a decade ago the failure of the Galaxy IV satellite rendered certain communications useless for two days. “The failure of that one satellite left about 80 (to) 90 percent of the 45 million pager customers in the United States without service…and 5400 of 7700 Chevron gas stations without pay-at-the-pump capability.”9

U.S. News and World Report recently reviewed an exercise simulating a day in the life of the U.S. military without satellites; the deputy undersecretary of the Air Force for space programs was questioned about the results. “Fundamentally, you go back to fighting a war like World War II where it’s huge attrition rates, huge logistics, and huge expenses.”10 This example certainly speaks to the reliance on space assets. A lack of action to secure space assets might prove even costlier.

In a knowledge-based, information-driven economy, the ability to communicate effectively and quickly is sacrosanct. The Economist recently painted the determination of the outcomes of future conflicts as a matter of “Brains, Not Bullets.”11 If information superiority is today’s manifest destiny, the security of space assets is not optional. Pg. 10-12 //1ac 

Ext To: Undermines deter
Disruption will devastate our ability to deter conflicts and adversaries - Combat credibility is key 
Kostic 10 - Lieutenant Colonel in the United States Marine Corps [Andrew J. Kostic, “A MILITARY FORCE FOR A GLOBALLY ENGAGED SUPER POWER,” USAWC Strategy Research Project, January, 3/2010//edlee
The United States can’t make every state, group, or organization agree with its policies or conform to its way of thinking, but in the contemporary strategic environment the United States can effectively shape the choices of others. The lethality, versatility, and rapid response of forward deployed Naval expeditionary forces enforce the strategic concept of deterring a wide range of potential adversaries from taking action against the United States and its vital national interests. Deterrence is the key to enhancing security and preventing conflict and is based on credibility.84 The United States’ ability to project and sustain power ashore is its combat credibility. It is impossible to tell how many United States adversaries were deterred from taking action against the United States because Naval expeditionary forces were sitting off the coast of their country, but history clearly shows the strategic importance of amphibious forces and their ability to significantly influence land combat operations.

History has shown the enormous impact amphibious forces have in conflicts. During the Second World War, when the Germans began their offensive against the Russians on their eastern front, they left 35 full divisions to guard the coastal areas of Western, Northwestern, and Southwestern Europe; despite having recently destroyed nearly all of Britain’s combat capabilities during fighting in France, where only personnel were able to be hastily extracted from Dunkirk without their implements of war.  85 More than 27 percent of the German combat forces were withheld from the German army’s most ambitious endeavor to date because of the potential of amphibious forces striking somewhere along the vast stretch of European coastline.86 Similarly, in 1944 the Germans had only positioned 10 percent of their combat divisions in Northern France to fend off the allied invasion on 6 June.87 The other 25 percent of the German divisions that were not committed to the Russian front were drawn westward and southward to guard against possible invasions along those coastlines.88

In 1991 during the Gulf War, an amphibious demonstration off the coast of Kuwait by the 4th Marine Expeditionary Brigade effectively tied down six Iraqi Divisions—41,000 troops—to the Kuwaiti coastline and prevented their repositioning to the main battle area. 89 In order for the United States to deter future conflicts and adversaries, it must maintain a credible ability to project combat power ashore, which is best accomplished with a formidable amphibious forcible entry capability.  Pg. 19-20

Our nation has become increasingly dependent on space; satellites key to battlefield readiness
Lord 4 – Air & Space Power Journal – 22 June 2004 (Lance W., “Commanding the future:  the transformation of air force space command,” Volume 18, No. 2, http://www.freepatentsonline.com/article/Air-Space-Power-Journal/119445386.html//AEE) 

Today, events unfold before our eyes around the world as if we were there. We have advance warning of adverse weather as it develops. We can communicate with people 10 or 10,000 miles away with equal ease, and a small receiver tells us our exact position and how fast we are moving in the air, on land, or at sea. New technologies move large amounts of data around the world at the speed of light. Although a century ago people would have considered such feats science fiction, modern space capabilities make these, and so many more things, unquestionable facts. Space power has transformed our society and our military. Today, at the outset of the twenty-first century, we simply cannot live---or fight and win--without it. Although many people refer to Operation Desert Storm as the first space war, it did not mark the first use of space capabilities during conflict. During the war in Vietnam, space systems---communications and meteorological satellites--provided near-real-time dam that was essential for combat operations. (2) The Gulf War of 1991, however, was the "first conflict in history to make comprehensive use of space systems support." (3) Since then, we have worked hard to integrate the high-tech advantages provided by speed-of-light space capabilities into all our forces---air, land, and sea. Those efforts significantly improved our American joint way of war, and they paid off during Operation Iraqi Freedom. American forces led a coalition that set benchmarks for speed, precision, lethality, reach, and flexibility. As President George W. Bush said on 1 May 2003 aboard the USS Abraham Lincoln, "Operation Iraqi Freedom was carried out with a combination of precision and speed and boldness the enemy did not expect, and the world had not seen before. From distant bases or ships at sea, we sent planes and missiles that could destroy an enemy division, or strike a single bunker." (4) In a matter of minutes--not hours, days, or weeks as in past wars---commanders identified and engaged targets and received timely battle damage assessment. Lt Gen T. Michael "Buzz" Moseley, the combined force air component commander, reinforced the role that space capabilities played when he said, "The satellites have been just unbelievably capable ... supporting conventional surface, naval, special ops and air forces. They've made a huge difference for us." (5) Space warriors deployed to the coalition's air and space operations centers (AOC); some served as expert advisors to the combined force land component commander; and others deployed to wing-level units where they integrated, facilitated, and generated space-combat effects. In the evolving nature of warfare, though, not all of our space warriors need to deploy. Space forces operating from home stations backed up those deployed experts and in many cases provided direct support and information to joint and coalition forces in the field. Throughout the conflict, our space AOC orchestrated and integrated this time-critical reachback support with theater operations. (6) Working with other highly trained, highly skilled, highly connected, and highly integrated combat warriors, we can generate unprecedented combat synergy on the battlefield. This synergy--something we have come to expect--is aided immeasurably by eyes, ears, links, and beacons from the "high ground" of space. 

Space Situational Awareness is key to increasing U.S. readiness in space

Lord 4 – Air & Space Power Journal – 22 June 2004 (Lance W., “Commanding the future:  the transformation of air force space command,” Volume 18, No. 2, http://www.freepatentsonline.com/article/Air-Space-Power-Journal/119445386.html//AEE) 

Just as we gain and maintain air superiority through offensive and defensive counterair operations, so do we achieve space superiority through offensive and defensive counterspace operations. Air Force Doctrine Document 2-2, Space Operations, tells us that "space situational awareness (SSA) forms the foundation for all counterspace and other space actions." (18) In other words, robust situational awareness is absolutely essential to our mandate of ensuring space superiority. Historically, the command has focused efforts in this area around space surveillance; although that is still important, there is more to SSA than simply space surveillance. Based on data from the 1st Space Control Squadron, located in Cheyenne Mountain Air Force Station, Colorado, there are over 1,150 satellites in space today--over 300 of those are US satellites, about 60 of which are military. We also track over 13,500 objects in space for collision avoidance. (19) Although we know and track what's up there, we must know more. We need to know what capabilities are available to potential adversaries and need to understand what natural or hostile events can disrupt our use of space or present threats against our interests on Earth. Adversaries know the value and benefit we derive from space--a value that enhances, improves, and transforms our military operations. We must assume they will increasingly try to deny us the asymmetric advantage that space provides. This assumption proved accurate during Operation Iraqi Freedom when coalition forces faced a GPS jamming threat--and that is only the tip of the iceberg for what lies in store for the future. We simply must have the ways and means of detecting, characterizing, reporting, and responding to attacks in the medium of space. Space is no longer a sanctuary, and our vision---our culture--must transform appropriately. Space superiority must be our first thought. It must become our way of life. Conclusion In Air Force Space Command, our Commanding the Future efforts are on track to realize our vision of a full-spectrum space-combat command that is preeminent in the application of space power for national security and joint warfare. (20) Key to that thought is the idea of full-spectrum capabilities--kinetic through nonkinetic--across the entire spectrum of conflict. We will be able to rapidly bring the full weight of space power to bear globally, generating war-fighting effects when and where needed. We will also be aware of, and be able to counter, an adversary's attempt to exploit this same set of advantages.
****SOLVENCY****
Solv: US key 
US is key – everyone depends on its info – however, the dod is not trusted 
Cox 07 - Colonel in the United States Air Force [Lee-Volker Cox, “Avoiding Collisions in Space Is It Time for an International Space Integration Center?,” US Army War College Strategy Research Project, 30 MAR 2007//edlee]

Of the five SSA processes, only the U.S. SSN 75 integrates two systems (ground and space SSN) on a regular basis and a third system (satellite operators) when a potential collision is identified. Even the ESA’s 32 systems primarily operate independently and rely on Washington for a majority of space object acquisition data.76 The ILRS and ISO may use the satellite catalogue for a cross reference to assist in acquisition, but their data does not crossflow. Satellite operators in their quest to find a way to avoid collisions will integrate data from the catalogue and when authorized other satellite operators. Unfortunately, due to the stovepiping of information, the data is not as good as it could be if all SSA systems were integrated in one center. If the goal is to minimize collisions in space, then one must have the best data possible from all sources to reduce variables and prediction errors. In addition to the CFE, there are numerous organizations advocating their own systems to provide space object data and COLA information. The Center of Space Standards and Innovation produces a daily “Top 10” satellites with the highest probability of a close approach,77 while companies, such as Space Exploration Engineering will develop the most efficient orbit for a satellite and COLA maneuver recommendations.78 Other than their expertise in analyzing and processing data, their products and services are not unique.

However, most base their processes on the CFE catalogue and data provided by satellite operators, emphasizing DoD’s dominant role in providing global SSA data. Despite the good information and services provided, the international community may have concerns on its continued reliance as the primary source of space object data, especially during times of conflict. These same concerns would arise if another state, consortium or commercial entity was providing the data. Pg. 11

Only the US has the comprehensive capabilities for SSA 

Robinson 11 - Resident Fellow @ European Space Policy Institute (ESPI) [Jana Robinson, “Transparency and confidence-building measures for space security,” Space Policy 27 (2011) 27e37//edlee]

With regard to space situational awareness, no standardised regime, or organisation, systematically analyses and communicates threats to the satellites orbiting the Earth. To move a spacecraft in order to avoid potential collision, the operator needs to obtain key information. This includes awareness of the situation, accurate spacecraft/debris positions and their future trajectories, and an assessment of the collision probability, to include an error margin around each object.23 The USA is the only country to possess such a comprehensive capability. Russia has a limited SSA capability, while China and Europe are presently seeking to develop one. Pg. 30-31 

Only the US has the SSA capabilities necessary for STCS 

Smitham 10 – Lt Col in the US Air Force w/ MS in Engineering Physics @ Air Force Institute of Technology and MA in Military Operational Art @ Air Command and Staff College [Matthew C. Smitham, “THE NEED FOR A GLOBAL SPACE-TRAFFIC-CONTROL SERVICE: AN OPPORTUNITY FOR US LEADERSHIP,” A Research Report Submitted to the Faculty In Partial Fulfillment of the Graduation Requirements from Air University, 2010//edlee

Currently, only two nations have the necessary network of ground-based sensors and computational capabilities to attain a minimum degree of SSA, which could be used to bootstrap a global space-traffic-control service. These are the American SSN and Russian Space Surveillance System (SSS).

33 Other government agencies with limited or nascent capabilities include the Chinese, French, and German militaries and the European Space Agency (ESA). In addition, non-governmental agencies such as the International Scientific Optical Network operated by the Russian Academy of Sciences and amateur astronomers also produce orbital data.34 However, to achieve a truly global system, none of these are adequate; they all require upgrades and/or cooperation.35

The US SSN is by far the most comprehensive system in the world. The SSN is a global network of 29 ground-based sensors. In general, it uses radars to track LEO objects and optical telescopes to track GEO objects. Combined, these sensors provide the JSpOC with roughly 300,000 to 400,000 measurements (observations) per day. The JSpOC then has the enormous computational task of merging these observations into tracks, correlating the tracks with a priori information on known objects, and updating the 19,000 objects in the unclassified space catalog.

36 For high-priority US military and NASA analyses, the JSpOC also generates high accuracy analyst sets only available to military personnel at JSpOC.37

In comparison, the Russian SSS has 22 sensors, which include military and civilian radars and telescopes. These systems collect approximately 50,000 observations per day. To make up for fewer observations (as compared to the Americans), the Russians depend on superior mathematical and predictive abilities to maintain their catalog. However, the SSS is not a global-wide network; it is geographically confined to the longitudes of Russia and former Soviet republics. As a result, this geometry hinders their ability to track low-inclination LEO satellites and GEO satellites in the western hemisphere. Further, unlike the Americans, the Russians do not publish a publically available catalog.  Pg. 9-10
Solv – ASATs 
Our assurances bolster coop.  We resolve the root cause of space rivalries and deter ASAT attacks 

Schwartz 10 - Chief of Staff of the US Air Force. The senior uniformed Air Force officer responsible for the organization, training and equipping of 680,000 active-duty, Guard, Reserve and civilian forces serving in the United States and overseas. [Norty Schwartz, “Space, Cyberspace, and National Security,” Thursday, 18 February 2010, pg. http://www.af.mil/shared/media/document/AFD-100219-034.pdf//edlee]
To address these challenges, we must continue to focus attention on enhanced space situational awareness. Our ability to conduct this vital mission not only helps us to characterize threats as either an intentional act by an adversary or the result of electromagnetic radiation, space debris, or any number of other hazards in outer space; they also help us to recognize anomalies in our own space constellations and evaluate options for such contingencies.

Our ability to track space objects – currently, over 20,000 of them – has operational implications uses of space not only for military and civil, but also for the enormously lucrative space system industry. Including sales of business communications, navigation through Global Positioning System handsets, remote sensing, and digital television and music for tens of millions of consumers, this segment of the industry topped 33 billion dollars of revenue in 2008 – neither a small nor completely mature undertaking at this point.

To enhance our space situational awareness, we must continue to nurture our resurgence in space intelligence analytical and collection capabilities. This process will take time, as decades of knowledge and experience are imparted from senior analysts to new ones, and new technical ways and means of collection are developed, managed, and implemented. This enhanced situational awareness not only will provide our Nation with the ability to evaluate our adversaries’ space orders of battle and clarify our understanding of their intent, but also to detect, mitigate, and otherwise respond to threats to our space assets.

Increased space situational awareness capabilities will also bolster our space cooperation with key international partners and allies. Through the sharing of our surveillance data, for example, we provide mission assurance for our cooperative efforts with enduring international partners.

Also, to maintain our current ability to leverage space, we must continue to nurture and further develop our technological superiority. In all likelihood, any sort of “space competition” in the foreseeable future will entail some elements of protecting and preserving our own space-borne capabilities. This demands that we maintain the cutting edge in technology, both from a government perspective, as well as with our industrial base. For example, it is well-known that our dependency on the Global Positioning System has also created certain vulnerabilities that our adversaries can exploit through jamming and other tactical denial techniques. While we remain unequivocally committed to proper stewardship and use of the world’s unparalleled standard in precision navigation and timing, as well as advancing enhanced capabilities with new GPS Block II-F satellites and next-generation GPS-III concepts, we also recognize the need to be able to continue to operate effectively, through improvement to GPS and other methods, in a denied or degraded localized environment.

Future Efforts for National Security Space

Current realities continue to suggest the inevitability of contested space. To prepare, we are starting at the very top. Back in December, Secretary Donley ordered a top-down evaluation of our management of military space responsibilities. Since 2001, when the last significant restructuring took place, new legal and regulatory requirements, as well as new agencies and authorities, have affected the structure of roles and responsibilities in our stewardship of national security space. We will ensure that, from the Pentagon to our space wings and centers, the appropriate structures and relationships are present to address the various challenges that I have just discussed, as well as other issues.

Our overall approach for the future must be capabilities-based; that is, instead of an emphasis solely on protecting satellites, we should also focus on preserving – through appropriate redundancies – the force-enhancing capabilities that our space systems provide. For example, space-based ISR capabilities should at least in part be backed up by other systems. In some situations, our highly-capable, remotely-piloted systems might be able to provide some compensating capabilities. They might not be identical, but we need to think in cross-domain terms when seeking such resilience.

Also, while we continue to pursue our efforts on Operationally Responsive Space, to build reliable and responsive operational enablers, and focus them “on timely satisfaction of Joint Force Commanders’ needs,” true agile responsiveness should emphasize effectiveness in meeting operational demands, irrespective of whether the solution is space-based or otherwise. And, because equipping our satellites with defensive capabilities requires tradeoffs with takeoff weight, fuel capacity, service life, and system utility, we should also take a capabilities-based approach to space defense. Protecting spacecraft certainly is a consideration, and in some cases may be the best approach, but we must first emphasize protecting capabilities. If a defensible posture can be achieved not only by hardening and improving maneuverability of large, complex satellites, but also by smaller, simpler satellites, then we might emphasize further development of some less exquisite augmentation systems. With flattening budgets and likely declining purchasing power, these sorts of tradeoffs, while difficult, must be considered.

Also, perhaps some solutions to satellite defensibility can be found in broader efforts to address root causes of potential rivalries in space, or in other efforts to deter broader conflict. Perhaps through bilateral or multilateral cooperation, we can end up creating disincentives to attacking our shared space capabilities. These partnerships can be political, financial, material, or all of the above. There are numerous options to be discovered with international engagement and partnerships in space.

Finally, in addition to technological superiority, there also must be significant investment in human capital. We benefit from over 46,000 Total Force Airmen, including contract employees, who are dedicated to space – from acquisition to operations to logistics – and who must continue to be strengthened through robust training and education, and equipped to tackle these challenges and others. While space and cyberspace certainly showcase our innovation and advanced technology, let us not forget that it is our Airmen, through their daily professional efforts, who make it all happen. The American people rightly expect unwavering devotion and excellence from them. It is our responsibility to ensure that our Airmen have the breadth of knowledge, tools, and cross-domain perspective that they will need to succeed. Pg. 4-7

Enhanced SSA makes our deterrent posture credible and effective – It reduces misperceptions and miscalculations 
Rendleman 10 – Retired Colonel in U.S. Air Force [James R. Rendleman, “A Strategy for Space Assurance,” Astropolitics: The International Journal of Space Politics & Policy, Volume 8, Issue 2 & 3, 2010, Pages 220 - 255 //edlee]
Situational awareness serves as a powerful foundation of space assurance. The ability to differentiate between purposeful attacks and natural environmental hazards reduces the potential for misperception or miscalculation. Furthermore, effective deterrence and defense against man-made and environmental threats is strengthened if situational awareness capabilities can show the nature and origins of any attempted attack or threat to a system’s space, terrestrial, or communications links.67

Situational awareness can be obtained through the integration of globally deployed land, air, sea, space, and information systems. Their sensors should not be focused only on space systems, but also on collecting information on terrestrial matters that may affect access to space capabilities. Situational awareness can be augmented by leveraging legacy capabilities not usually considered in the context of SSA, such as using missile defense, airborne, or shipborne radars to identify, track, and target satellite and ASAT threats, or new systems, such as low-cost, mobile optical telescopes, already fielded in direct support of military forces. The global proliferation of such sensors, including capabilities operated by allies and friends, combined with opportunities to affect full-spectrum integration and information fusion, should improve situational awareness. Together, the fused information can provide a complete picture of potential threats to space systems needed to enable effective denial and response actions to adversary actions.

Situational awareness activities performed in support of space assurance objectives depend on supporting intelligence efforts. Intelligence enhances the ability to tailor operations against each potential foe under varying scenarios, including identifying the adversary’s potential attack means and then offer the most appropriate targets to be attacked, to deliver on deterrent cost imposition threats; or, to act in such a way that the adversary is dissuaded or deterred from attacking. This intelligence activity takes two forms. The first is obtaining information regarding an adversary’s underlying perceptions of the benefits, costs, and consequences of restraint on which deterrence operations are based. The second involves obtaining information about adversary assets, capabilities, and vulnerabilities; this provides the background needed by operators to conduct credible and effective defense and deterrence operations.

Achieving successful space assurance also requires a comprehensive, or at least much improved understanding, of one’s own capabilities, limitations, and current situation. Such understanding can be achieved by consolidating shared information, awareness, and understanding of the situation to develop a common operating picture. This picture can be shared across a networked infrastructure that also imports information obtained from allies and other international partners. SSA is crucial to monitoring and predicting threats in space, and is absolutely essential to mission success and protection of space assets.68 It enables a space power to ‘‘detect, identify, assess, and track space objects and events to support space operations. The awareness is also critical to space support operations, such as placing satellites in orbit,’’69 or performing anomaly or recovery operations.

A basic and fundamental component of establishing SSA is space surveillance. Space surveillance is the ‘‘observation of space and of the activities occurring in space.’’70 Surveillance tasks are accomplished through a variety of ground and space-based radar, and electro-optical sensors. Spacefaring nations can use their awareness to avoid space hazards, or advise other nations on their dangers, and on the means and ways to avoid producing them. Surveillance enables deterrence and defense activities against man-made and environmental threats. A perfect system would ideally provide ‘‘continual awareness of orbiting objects; real-time search and targeting-quality information; threat detection, identification, and location; predictive intelligence analysis of foreign space capability and intent in a geopolitical context; and a global reporting capability for friendly space systems.’’ 71 Yet, the current U.S. and global space surveillance networks cannot observe everything in orbit continuously, nor can it provide any real-time services. It only tracks systems when they pass over or near one of their sensors.72 pg. 242-244

Solv: Global Data Sharing is key
Data integration fills the gap in our global SSA coverage  

Bowers et al 08 – Dual BA in Computer Science and Management Information Systems @ University of Nebraska-Omaha [  , Stephanie M. Cook (Master’s candidate in the Political Science @ University of Nebraska-Omaha, Edward James Dale (BA in Electronic Engineering @ University of Nebraska-Omaha, Josh Koch (Dual BA in Physics and Mathematics @ University of Nebraska-Omaha), John James Miller ( BA in Computer Engineering @ University of Nebraska-Omaha),  Stephanie D. Silva (Master’s candidate in Public Administration @ University of Nebraska-Omaha) Space Debris: Applied Technology and Policy Prescriptions, USSTRATCOM Global Innovation and Strategy Center (GISC) Intern Pogram, Fall 2007 – Project 07-02, January 2008//edlee]
Deputy Director, Air, Space, and Information Operations, Air Force Space Wilson comments that the current gaps existing in SSN coverage and geographic disbursement of current sensors of international entities alone should be sufficient cause to examine the potential benefits of using foreign data.168 This additional geographic perspective may be able to provide for an early warning on a debris-causing event or simply to verify information received from the SSN. It may also be possible to better characterize the debris environment by filling gaps in SSN coverage with foreign data. 

Accepting foreign data would allow the U.S. to gain a better understanding of what the foreign country is doing with their space surveillance technology. The SSA capabilities the entity is publishing can be compared with other intelligence on their space surveillance technologies such as cost or research projects for additional knowledge. Further, in the improbable situation of an SSN outage, a backup system may prove beneficial. Partial outage of any single sensor, even if due to maintenance upgrades, may not affect the overall space picture but could create a gap in coverage. 

Several arguments against using foreign space surveillance data have been made One of these is that the overseas systems currently available are not as capable of tracking debris as the SSN. While this holds true today, it may not be the case in the future and the geographic locations of the sensors alone may provide additional information which is not currently available to the SSN. Another objection is that the from foreign entities cannot be trusted as an entity could publish false data. However, accepting information from a variety of sources with differing levels of trust provides an opportunity to make decisions based on all available information. Others argue that examining foreign data is a waste of time and resources because the data either does not contribute positively to situational awareness or the data is wholly unreliable. This may be the case with current technology, but implementing a standardized system of information exchange and policies on how to deal with the information allows for adaptation as foreign sensors become more capable.

Conclusions - The CFE program is a good start in making orbital data available and a program Such as this must continue, but a strategy to handle foreign data should be pursued. As space surveillance technologies continue to advance, the sharing of the data contained within the systems should be considered a top priority. Although the United States has the best space surveillance capabilities at present, this may not always be true. Integrating currently used or near-term external sensors with the SSN could increase the overall SSA picture.  Pg. 72-73 //1ac 

Global SSA serves as a CBM. Cooperation will spillover to other areas 

Weeden et al. 10 - Technical Advisor @ Secure World Foundation [Brian Weeden, Paul Cefola (Professor of Mechanical and Aerospace Engineering @ University of Buffalo) & Jaganath Sankaran (PhD Candidate in the Center for International and Security Studies at Maryland (CISSM) @University of Maryland) “GLOBAL SPACE SITUATIONAL AWARENESS SENSORS,” AMOS Conference Technical Papers, September 2010, pg. http://swfound.org/media/15274/global%20ssa%20sensors-amos-2010.pdf//edlee]

6. CONCLUSIONS - The initial research done for this project indicates that the world does not suffer from a lack of SSA sensors. Rather, there is a global deficit in knowledge about the sensors that are currently available and their capabilities for SSA, and more importantly a lack of capability to share or combine data between sensors and networks. Such sharing or collaboration is not a trivial matter – there are significant technical obstacles to overcome in dealing with data formats, tasking, calibration, authentication, and data validity. Significant policy obstacles also surround data sharing policy and ensuring that security and privacy concerns are met.

However, none of these obstacles are insurmountable, and the value of improving SSA globally for all space actors likely outweighs the political and economic cost of overcoming these issues. Enhancing global SSA capabilities through collaboration and sharing will improve the long-term sustainability of the space environment by providing all space actors with the information necessary to act safety, efficiently, and responsibly. Global SSA can also act as a transparency and confidence building measure (TCBM) to reduce mistrust and misperceptions in space, thereby reducing the risk of conflict and degradation of the space environment.  //1ac 

Global solution is needed – Every additional rule breaker poses a threat 

Baiocchi & Welser 10 – Engineer and defense analyst @ RAND Corporation with a focus on counterspace technologies and space vulnerability & Management systems researcher @ RAND Corporation [Dave Baiocchi (Ph.D. and M.S. in optics @ University of Arizona) & William Welser IV, Confronting Space Debris: Strategies and Warnings from Comparable Examples Including Deepwater Horizon, RAND National Defense Research Institute, 2010//edlee
The risk of collateral damage is significant. If a problem is not self-contained, the actions of one party will affect another. Most often, these actions will manifest themselves as inadvertent casualties (“collateral damage”) or damages to a third party’s property. This threat of collateral damage necessitates an infrastructure that can protect the interests of all stakeholders. For example, if the owner of one satellite creates debris, the resulting fragments could start a chain reaction affecting other entities’ satellites and thus their capability, capital investment, or revenue stream. 

There will always be an endless supply of “rule-breakers.” Rule-breakers may violate the prevailing behavioral norms intentionally or by accident; their intent does not matter. What does matter is that the supply of rule-breakers is endless. For example, debris has been created intentionally, by exploding lens caps, ASAT tests, or negligent command and control (C2), and by accident, as when two satellites collide on orbit. Even if everyone agreed to stop creating new debris by tethering lens caps and ceasing ASAT use, existing on-orbit satellites may collide with one another and generate a debris cloud. In addition, new space-faring countries may not possess the technical capability or the financial means to effectively follow existing rules and guidelines. In either case, it is reasonable to assume that new debris will continue to proliferate. Pg. 10 

SSN is insufficient – It lacks coverage throughout most of the world 

Weeden et al. 10 - Technical Advisor @ Secure World Foundation [Brian Weeden, Paul Cefola (Professor of Mechanical and Aerospace Engineering @ University of Buffalo) & Jaganath Sankaran (PhD Candidate in the Center for International and Security Studies at Maryland (CISSM) @University of Maryland) “GLOBAL SPACE SITUATIONAL AWARENESS SENSORS,” AMOS Conference Technical Papers, September 2010, pg. http://swfound.org/media/15274/global%20ssa%20sensors-amos-2010.pdf//edlee]

The United States military operates the most capable set of radars for SSA as part of its Space Surveillance Network (SSN), and it is also the most documented system with many technical details in the open literature. The SSN utilizes phased arrays, dish-type mechanical trackers, and multistatic fences. Most of the phased array radars were originally built for the missile warning mission and thus were built on the periphery of the United States and the Northern Polar Region. Although some of the original sites have been shut down, several still remain active and today perform both space surveillance and missile warning missions.

These radars provide excellent overall coverage in LEO and good coverage in GEO, and allow the U.S. to maintain the most accurate and complete catalog of objects in LEO. However, their concentration in the Northern Hemisphere and the lack of any radars sensors in the Southern Hemisphere, Africa, South America, and Asia creates significant gaps in coverage. In particular, objects in highly eccentric, rapidly decaying orbit present a difficult problem. When their perigee is in the Northern Hemisphere, these objects are easily tracked by the radars. However, when perigee rotates south, the SSN must rely on attempts by optical telescopes to track the object at or near apogee. The rapid decay means that the altitude of apogee is changing significantly with every orbit.

The critical mass of space debris calls for an international SSA network—the tech exists and it could lead to a larger space traffic control system

Space.com – 11-9-2008 – (“Out There: Space Traffic Control System Needed” http://www.space.com/6080-space-traffic-control-system-needed.html)

The orbital space around Earth has become a busy thoroughfare of satellites operated by several nations. The region is also littered with dead and dying satellites, plus bits of debris ranging from large and dangerous chunks to potentially deadly nuts and bolts and even hazardous chips of paint. Just as airlines work under an air traffic control system, it's time for a space traffic management system, some experts say. In fact, work has begun on a blueprint for a first step toward that goal: a civilian space situational awareness system. Military and civilian cooperation There are some 4,000 rocket bodies and satellites, dead or alive, orbiting Earth. In addition, more than 6,000 other large, observable and tracked bits of debris float around up there. More than 200,000 smaller bits bigger than 1 centimeter -- still potentially dangerous but not tracked -- are thought to be in orbit. Much of this material moves at 17,500 mph. A Chinese anti-satellite test last year created a whopping new cloud of debris that experts called the most prolific and severe fragmentation in space ever. Satellites and debris in low-Earth orbit can pose a threat to other satellites, space shuttles, and the International Space Station. A recent meeting brought together hundreds of aerospace safety experts from America, Europe, Russia, and China to discuss all this. The International Association for the Advancement of Space Safety (IAASS) meeting was held October 21-23 in Rome. The topic: Civil space situational awareness, or SSA. Brian Weeden, Technical Consultant with the Secure World Foundation (SWF), a sponsor of the event, said until now SSA has generally only been talked about in a military context. "SSA is extremely important for military space, but there is a significant need for SSA in civilian space as well," Weeden said. "This SSA system needs to work in an international context, much the same way as aviation does. But very few companies and States have the resources to fund and operate their own SSA network." Global conversation The conference has started a global conversation on the technology needed. "Much of the data needed is already being collected by various actors, from scientific institutions to multinational companies to backyard satellite observers," Weeden said in a statement last week. "The difficulty is in breaking down the barriers between these disparate sources, making the different types and sources of data compatible, and distributing it in such a way as to protect the rights and privacy concerns of the different sources. It's definitely a challenge, but so far we haven't come across any insurmountable technical barriers." Commercial companies who operate large, expensive communication satellites in the geostationary belt – a densely packed area 22,236 miles directly above the equator – have already recognized the importance of this and have started the process. "Further, as military investment in space assets grow, it will be increasingly important to have a neutral, reliable source of SSA data for non-military actors," said Theresa Hitchens, Director of the Center for Defense Information in Washington, D.C. Hitchens said a civil SSA structure could help ensure transparency and reduce tensions by providing data in an apolitical way. "It seems to me that the effort by global satellite communication companies to develop better processes for sharing data among themselves and with governments is testimony to this need…as well as a solid first step," she said. Up and running T.S. Kelso, another conference participant, is a Senior Research Astrodynamicist for Analytical Graphics, Inc.'s Center for Space Standards and Innovation, located in Colorado Springs, Colorado. Kelso runs CelesTrak, an on-line satellite tracking tool that uses orbital data provided by U.S. military's North American Aerospace Defense Command (NORAD). The analyst also offers Satellite Orbital Conjunction Reports Assessing Threatening Encounters in Space - or SOCRATES for short. This service provides regular information on pending conjunctions on orbit over the coming week. The goal is to help satellite operators avoid undesired close approaches through advanced mission planning. Kelso is teamed with eight operators of satellites in geostationary Earth orbit (GEO), receiving orbital data directly from them for 124 satellites to establish SOCRATES-GEO. "We are able to use this data…to provide much better SSA for predicting and avoiding close approaches," he said. To enhance overall satellite situational awareness, "we're encouraging as many satellite operators to participate as possible, since the more that participate, the better the overall SSA," Kelso said. SWF's Weeden foresees a system where commercial entities and States voluntarily pool their SSA data – with information then made available to all participants. "Our goal is to bring more participants into this system and expand it into other congested and high-value areas of Earth orbit, such as Sun-synchronous orbit," Weeden adds. "Eventually, such an international, civil SSA system might form the foundation for a global space traffic management system."

Europe lacks a sensor network 


Weeden et al. 10 - Technical Advisor @ Secure World Foundation [Brian Weeden, Paul Cefola (Professor of Mechanical and Aerospace Engineering @ University of Buffalo) & Jaganath Sankaran (PhD Candidate in the Center for International and Security Studies at Maryland (CISSM) @University of Maryland) “GLOBAL SPACE SITUATIONAL AWARENESS SENSORS,” AMOS Conference Technical Papers, September 2010, pg. http://swfound.org/media/15274/global%20ssa%20sensors-amos-2010.pdf//edlee]

Europe does not currently possess an SSA sensor network, although individual states operate a handful of significant radar installations. The French military owns the Grande Réseau Adapté a la Veille Spatiale (GRAVES) radar, which is a continuous wave bistatic fence. While bistatic radars have not been favored in recent years [10], GRAVES uses a radar concept which joins the bistatic and phased-array concepts in a useful way [13]. The GRAVES concept involves a compromise concept which cover a “volume” rather than the very thin “envelops” distributed according to the optimal observation elevations. Instead, azimuths sweep with a beam which is wide in elevation and relatively narrow in azimuth. The GRAVES concept increases the frequency of observations and improves the responsiveness of the orbit determination process.

China’s sensor capabilities are limited 

Weeden et al. 10 - Technical Advisor @ Secure World Foundation [Brian Weeden, Paul Cefola (Professor of Mechanical and Aerospace Engineering @ University of Buffalo) & Jaganath Sankaran (PhD Candidate in the Center for International and Security Studies at Maryland (CISSM) @University of Maryland) “GLOBAL SPACE SITUATIONAL AWARENESS SENSORS,” AMOS Conference Technical Papers, September 2010, pg. http://swfound.org/media/15274/global%20ssa%20sensors-amos-2010.pdf//edlee]

It is assumed by many observers that China possesses radars that are used for SSA, although this is not officially acknowledged by the PRC and little information is available publicly. The same physics and strategic, political, and geographic considerations that govern the location of U.S., Russian, and European SSA sensors will govern the location of Chinese SSA sensors and the technology used. China is believed to have a network of phased array radars, each likely to have 3,000 km range and 120 degree of azimuth coverage. Some of the possible locations and capabilities for Chinese phased array radars are discussed in Ref. Error! Reference source not found. and Ref. 17 and summarized in Table 1. Additionally, there is evidence that China has a long-range precision mechanical tracking radar [19].

China does not possess radars outside of its borders and thus lacks radar coverage outside of eastern Asia. However, China also operates two Yuanwang tracking ships which can be deployed to broaden its coverage [20]. These ships are primarily used to support China's human spaceflight activities, and could be deployed to provide SSA for other activities.

Solv – Space Guard will take missions from Air Force 
Space Guard will consolidate responsibilities – Coast Guard proves 

McKinley 00 - Commander of the 21st Operations Support Squadron which provides mission support to Air Force Space Command’s (AFSPC) worldwide network of attack warning and space surveillance units.  [Lt Col Cynthia A. S. McKinley, “The Guardians of Space: Organizing America's Space Assets for the Twenty-First Century,” Aerospace Power Journal - Spring 2000, pg. http://www.airpower.maxwell.af.mil/airchronicles/apj/apj00/spr00/mckinley.htm//edlee]
The United States Coast Guard - Between 1915 and 1942, the United States government consolidated the functional responsibilities of five separate government ser-vices to form the United States Coast Guard. It combined the "sea services" types of functions under one organization to provide better ser-vice to the nation and to ensure that the Navy was not encumbered by responsibilities that lay beyond its core competency of prosecuting campaigns and defeating other navies.

Solv – We boost Coop 
Space Guard will be considered trustworthy  - We boost data sharing cooperation  

Bennett 10 – Research Associate @ George Washington University’s Space Policy Institute [James C. Bennett, “The Coast Guard Model: A Third Organizational Option For International SSA Data Sharing and Other US Space Responsibilities,” George Washington University’s Space Policy Institute, October 2010, pg. spaceguard-GWUpaper.pdf//edlee]

At the same time, the need for cooperative action in data sharing between the US and other spacefaring nations will grow as actual collision and near-miss situations increase with the proliferation of space activity. The US participant in such a system will need to be an entity with which foreign actors can achieve mutual trust and a productive working relationship. Although the US military has been quite successful in building and maintaining military-to-military relationships with allied militaries, it would be regarded with suspicion by some civil actors in some of the nations that would have to be included in an effective ISSA data sharing system. This is not due to any fault of the US military, but it is a political reality that must be taken into account. Therefore, a civil actor would be the best interface. 

No existing entity within the US Government is ideally suited to be such a civil actor. As discussed previously in section I part 2, NASA is probably not well suited to such a task. Additionally, it is not clear that the Air Force or DOD would be entirely comfortable with NASA in that role. Other civil agencies with space responsibilities are possible homes, for example FAA/AST, which has at least an arguable claim to jurisdiction in the matter. However, they do not currently have the technical capabilities to perform the task, and also share the issue of trustworthiness form the viewpoint of the defense/intelligence community. 

A US Space Guard on the Coast Guard model has the major disadvantage of not actually existing, but as a theoretical possibility it has a number of uniquely attractive features. As a uniformed, armed service formed partly from the USAF, it would be considered trust worthier than other options by the defense and intelligence communities. It would have experience in handling classified space data and would understand the defense and intelligence communities' concerns in the matter. Its personnel would be subject to the UCMJ, which would also be a factor in trustworthiness. At the same time, it would be familiar with the civil space users community and interact with them continuously, and be sensitive to their concerns. It would be seen as a non-DOD agency by other international partners and thus avoid some of the potential for antagonism that a DOD agency might have.1 (Offline discussions with a foreign diplomatic representative familiar with these issues concurred with this judgment.) The USCG interacts with foreign parties extensively and has little problem in doing so. And being a regulatory agency, it would have within itself the multiple competencies needed to be the point agency on the US's whole range of space debris and mitigation, which is an argument for giving it the civil side of the SSA function.  Pg. 17 //1ac 
****ADD-ON****
Add-on: China 
We solve by shifting China’s focus away from US space weapons. SSA data sharing builds trust and mutual support 
Robinson 11 - Resident Fellow @ European Space Policy Institute (ESPI) [Jana Robinson, “Transparency and confidence-building measures for space security,” Space Policy 27 (2011) 27e37//edlee]

 Build space TCBMs with like-minded partners. Presently some countries are calling for a treaty banning weapons in space or a treaty preventing an arms race in outer space. Others focus on promoting a code of conduct and the responsible use of space. Europe and the USA should continue to take the lead in promoting safe and sustainable space-related activities. The USA can promote this effort through its advanced space capabilities, initially through comprehensive implementation of its SSA Data Sharing Program. Europe can, in turn, apply its longstanding experience in mediating stabilisation arrangements in multilateral bodies to promote specific TCBM measures for space. Space security can thereby be advanced more quickly as trust among spacefaring nations will be more easily established. The EU and ESA could offer an overarching cooperative structure to coordinate member states. Such a structure could embody advanced and funded SSA and other architectures necessary for the implementation of bolder TCBMs in the future.


 Improve information exchanges related to collision avoidance. Governments could seek to implement national standards, in part, through closer collaboration with industry, which has spearheaded establishment of a prototype multi-partner collision avoidance system. Data exchanges could be geared to improving space object databases; establishing common international data standards and data harmonisation; and cooperating on dissemination of orbital tracking information and formulating predictive modelling tools. Moreover, an institutionalised structure should be contemplated to facilitate a smoother interface among member states, the EU, industry and the Space Data Association.


 TCBM measures to mitigate interference with space activities. This objective could be implemented via establishment of an International Interference Information Center and similar structures for priority concerns. For example, strengthening of the Consultative Committee for Space Data Systems (CCSDS) offers an opportunity for more effective exchanges of data among space operators. This could, in turn, lead to greater government and commercial interoperability and mutual support. This kind of venue was proposed at the COPUOS in early 2010 in the context of its work on “Preliminary Reflections on Long-term Sustainability of Outer Space Activities”.74


 Avoid space becoming an area of conflict. Countries could reorient their attention from debates on prevention of an arms race in outer space (where little progress is expected in the near term) to individual declarations, gestures, and actions that make clear their peaceful intent in space. This could be accomplished through the timely sharing of space, national security and defence policies; bilateral visits during important, defence-related occasions, and even bilateral and multilateral military exercises testing the potential interoperability of deterrent space capabilities. The SchrieverWargame series could serve as a useful template for such military-to-military exchanges.


 Improve compliance with OST and other obligations. Individual spacefaring nations could strengthen their oversight of nongovernmental entities in space through stricter technical standards, licensing requirements and financial penalties in cases of non-compliance. Nations should request consultations when planning conduct of riskier activities in space. A standing body should be considered to facilitate compliance with OST obligations. UN members could likewise be urged to seek sanctions against those nations that do not comply and/or endanger the space activities of other nations.

5.1.2. Specific measures 
 Establish an international center for sharing SSA data. In order to mitigate collision risks, space operators need awareness of near-term situations and orbital paths; and a propagation ability. A new data center could improve communications among operators as well as between governments and operators through the coordinated tracking of space objects. Such a center could also coordinate collision avoidance activities by integrating various sources of SSA data, including ground- and space-based space surveillance networks (SSN), space observers75 and satellite operators. This concept has already been suggested,76 and even partially implemented. A prototype data centre was established by seven major commercial owners and operators which regularly contribute data from some 120 satellites in GEO orbit.77 An important next step should be to identify and institutionalise the best means of coordinating, on an ongoing basis, with the Joint Space Operations Center (JSpOC) in the USA to take advantage of the overlapping of missions and value-added capabilities. Pg. 36-37

Add-on: International Coop 
It reframes the way other countries perceive US space pursuits – They will come to see them as defensive 
Smitham 10 – Lt Col in the US Air Force w/ MS in Engineering Physics @ Air Force Institute of Technology and MA in Military Operational Art @ Air Command and Staff College [Matthew C. Smitham, “THE NEED FOR A GLOBAL SPACE-TRAFFIC-CONTROL SERVICE: AN OPPORTUNITY FOR US LEADERSHIP,” A Research Report Submitted to the Faculty In Partial Fulfillment of the Graduation Requirements from Air University, 2010//edlee

The first conceptual model is a US-owned and -operated service akin to GPS. There are many compelling reasons why the United States government could do this. First, it is probably the most expedient avenue to establish a global service because it could quickly leverage the existing SSN infrastructure and nascent CFE program. Second, the United States, as the leading space-faring nation and the only nation with the necessary resources, has treaty obligations to ensure safety of space operations in the global commons. Lastly, as matter of national interest, the United States has the most at stake and most to gain. As the world’s superpower benefiting from globalization, maintaining international institutions and their associated systems that contribute to the current world order is paramount to its economic security. In addition, a global space-traffic-control service would enhance military space security as a defensive system.  However, many believe there is a significant drawback to this type of service; that is, a utility provided by a single nation with the power to turn it off. For example, despite US public law, presidential policy, and diplomatic engagement, many nations are still wary of US intentions with GPS and are pursuing their own navigational systems. The Europeans, Russians, and Chinese all have satellite programs aimed to instantiate organic capabilities. With respect to space situational awareness, it’s much the same. ESA’s Director-General articulated Europe’s worry of being “blind” and wholly dependent on US-supplied data.69 Despite these reservations, the US could leverage this opportunity and promote US leadership and diplomacy just as it has done with space-based navigation applications.70 pg. 21

It will be a catalyst for space security – It is one of the few paths available for genuine space cooperation 
Robinson 11 - Resident Fellow @ European Space Policy Institute (ESPI) [Jana Robinson, “Transparency and confidence-building measures for space security,” Space Policy 27 (2011) 27e37//edlee]

The importance of SSA is growing thanks primarily to the urgent need to identify means to safeguard space assets from collisions and external interference. The SSA portfolio has the potential to become one of the few security space arenas where governments could create genuinely cooperative ties. The USA currently views cooperation on SSA as a building-block enterprise. The Lisbon Treaty now enables new opportunities for Europe to act as a catalyst and mediator in attaining international cooperation in the broader space field, and especially in space security. Pg. 31

SSA cooperation solves the impact – It lowers mutual suspicion 

Smitham 10 – Lt Col in the US Air Force w/ MS in Engineering Physics @ Air Force Institute of Technology and MA in Military Operational Art @ Air Command and Staff College [Matthew C. Smitham, “THE NEED FOR A GLOBAL SPACE-TRAFFIC-CONTROL SERVICE: AN OPPORTUNITY FOR US LEADERSHIP,” A Research Report Submitted to the Faculty In Partial Fulfillment of the Graduation Requirements from Air University, 2010//edlee

A second model could involve a multi-national cooperative service as “it takes a village to build a (good) catalog.” 71 This could be a bi-lateral or multi-lateral arrangement among the United States, Russia, China and/or the European Union. Although this would require significant diplomatic negotiations to establish, the benefits could be significant. “The key benefit to international participation in SSA is greater capability for relatively low cost, by combining existing sensor and data sources.”72 It would also align with President Obama’s anticipated space policy focusing on international cooperation. 73 Another benefit, as each nation would have access to the same space operating picture, it would work to lower mutual suspicion and increase international security. Pg. 21-22

Data sharing and joint tasking are the two most effective methods of international cooperation on SSA

Shah et al. 9 – Graduate Student at MIT Pursuing a Phd in Aeronautics and Astronautics [Nirav B. Shah, Mathew G. Richards (Phd from MIT in Engineering Systems and Research Affiliate with SEAri), David A. Broniatowski (Phd candidate at MIT with a Masters in Aerospace Engineering from MIT), Joseph R. Laracy (Phd Candidate at MIT in the Engineering Systems Division), Philip N. Springmann (Phd in Aeronautics and Astronautics), Daniel E. Hastings (Professor of Aeronautics and Astronautics and Engineering Systems), “System of Systems Architecture: The Case of Space Situational Awareness,” Pg. 4-5)

This paper develops a value-centric model of a relatively simple SOS, that of a hypothetical space situational awareness (SSA) system jointly operated by two nations. As space is a shared resource, there is a potential for international cooperation with regard to SSA. Such a combined SSA architecture would constitute a collaborative SOS as the control of each nation’s SSA assets remain localized, yet coordination and information sharing occurs when mutually beneficial. The SOS interface in this system is the sensor data sharing between the two nations. It consists of two information exchanges. First, the tracking data for RSO is shared. Second, tracking tasks are distributed among the shared sensors to ensure that there isn't redundant tasking. For example, if Nation 1 shares 5 of 10 sensors and Nation 2 shares 3 of 20 sensors, then Nation 1's sensing capability is 10+3 = 13 sensors and Nation 2's capability is 20+5 = 25 sensors. Note that since sensors are information-generating resources, the sharing of sensor data does not preclude the owner from its use. On the contrary, shared sensors provide benefit to both the owner and receiver of the shared data. The focus of the physics model is on the LEO debris environment. Satellites, sensors and debris are modeled using a System Dynamics simulation that allows representation of the interaction among these three classes of objects. Stakeholder decision-making, both for acquisition and operations of satellites and SSA sensors, is also represented. A mechanism for data sharing and joint tasking is included to allow the two nations to collaborate in creating an overall characterization of the debris environment. This model may provide an example to designers of collaborative SOS, who struggle with the roles of cooperation and competition in creating and sustaining SOS. Dynamic SSA system contexts are explored by varying the parameters of the model to simulate cooperative and competitive situations. Other social dynamics can be explored, such as the impact of asymmetric power and resource distribution between the stakeholders. Simultaneous modeling of social and technical properties of the SSA system enables end-to-end evaluation of candidate SOS interfaces in terms of function, form, and stakeholder value. 

Add-on: Space Traffic control 
SSA is the first step of building STCS


Smitham 10 – Lt Col in the US Air Force w/ MS in Engineering Physics @ Air Force Institute of Technology and MA in Military Operational Art @ Air Command and Staff College [Matthew C. Smitham, “THE NEED FOR A GLOBAL SPACE-TRAFFIC-CONTROL SERVICE: AN OPPORTUNITY FOR US LEADERSHIP,” A Research Report Submitted to the Faculty In Partial Fulfillment of the Graduation Requirements from Air University, 2010//edlee

Monitoring and understanding the space environment 21 comprise the essential first steps towards building a space-traffic-control service. This is traditionally referred to as SSA. SSA by itself is necessary, but insufficient. A space-traffic-control service goes beyond this by also actively mitigating potential collisions (acting with knowledge, see Figure 1). Currently, a service which actively controls the global-space traffic does not exist.22 To begin this discussion, let’s first examine the near-earth-space environment. Pg. 7
Squo only allows for US satellites to out-maneuver debris – STCS solves globally 

Smitham 10 – Lt Col in the US Air Force w/ MS in Engineering Physics @ Air Force Institute of Technology and MA in Military Operational Art @ Air Command and Staff College [Matthew C. Smitham, “THE NEED FOR A GLOBAL SPACE-TRAFFIC-CONTROL SERVICE: AN OPPORTUNITY FOR US LEADERSHIP,” A Research Report Submitted to the Faculty In Partial Fulfillment of the Graduation Requirements from Air University, 2010//edlee

22 The United States, in a non-routine limited fashion, maneuvers some of its high-priority satellites to avoid collisions. But the United States only does this only for its own satellites. A global service that could direct space traffic for all satellites irrespective of their origin (governmental or non-governmental) does not exist. The CFE program (discussed later in this paper) does provide some collision avoidance warnings for non-US-government entities, but these warnings lack sufficient accuracy for collision avoidance maneuvers. The Air Force only passively warns and makes suggestions; it does not recommend maneuvers or enforce maneuvers for collision avoidance. In fact, the Air Force cautions the users to use the information at their own risk. See Space-track.org, User Agreement, www.space-track.org/perl/new_account.pl. pg. 7 

****ANSWERS TO****
A/T: Disads – They are N/U
Current SSA upgrades N/U the DA – Everyone loves the plan 

Smitham 10 – Lt Col in the US Air Force w/ MS in Engineering Physics @ Air Force Institute of Technology and MA in Military Operational Art @ Air Command and Staff College [Matthew C. Smitham, “THE NEED FOR A GLOBAL SPACE-TRAFFIC-CONTROL SERVICE: AN OPPORTUNITY FOR US LEADERSHIP,” A Research Report Submitted to the Faculty In Partial Fulfillment of the Graduation Requirements from Air University, 2010//edlee

Based on this research, this paper identifies five critical findings. First, the “big sky” theory for safe operations is no longer valid. Space is becoming congested and prone to collisions. It will only get worse with time. Second, the global economy and international security are in part dependent upon space systems. Consequently, safe operation of satellites is essential. Third, no governmental, international or non-governmental organization is ultimately responsible for global space-traffic control. Some governments, namely the United States, and several non-governmental organizations have [has] taken nascent steps to address this problem. However, these efforts are not synchronized or comprehensive. Fourth, an international consensus is building for improved SSA and space-traffic control.77 Finally, the United States is the world’s premier source for SSA. However, even with its future planned hardware upgrades, the United States is not configured to meet the needs of global space-traffic control, especially in terms of timely high-precision data analysis, data sharing, and policy.78

These findings coalesce into a need for a global space-traffic-control service. This paper recommends first, as in 1944, the US Department of State in concert with applicable US agencies and departments should convene an international conference with the purpose to establish a global space-traffic-control service. Within the next two years, the United States should engage space-faring nations and interested private-sector companies in exploratory discussions to develop an effective strategy for such a service. Second, USAF Space Command in concert with US Strategic Command should upgrade its antiquated software and databases utilized to track and catalog space objects. Although the planned Space Fence and Space Based Surveillance System will greatly expand data available, by themselves these hardware upgrades do not fundamentally bridge the processing gap required for timely, accurate collision mitigation. As revealed by the fourth documented collision in space and the increasing orbital congestion, the need for global space-traffic-control service is clear. Ignoring the issue will not ease the problem. Within the US Government, the Air Force, NASA, Strategic Command, State Department, and Congress all have stated the need to improve SSA and mitigate orbital collisions. Outside the US Government, ESA, the Secure World Foundation, and private industry have also advocated the need. What is missing is a comprehensive, synchronized plan to addresses the problem in its entirety. As a matter of national prestige, leadership and security, the US Government should endeavor to establish an international institution to govern global space traffic. Pg. 24-25
AT: Air Force needs space services 
Space support services will not make them an aerospace power 

McKinley 00 - Commander of the 21st Operations Support Squadron which provides mission support to Air Force Space Command’s (AFSPC) worldwide network of attack warning and space surveillance units.  [Lt Col Cynthia A. S. McKinley, “The Guardians of Space: Organizing America's Space Assets for the Twenty-First Century,” Aerospace Power Journal - Spring 2000, pg. http://www.airpower.maxwell.af.mil/airchronicles/apj/apj00/spr00/mckinley.htm//edlee]
At the outset, it's important to note that the Air Force is the premier military organization for exploiting the aerospace. No other service can claim to have a war-fighting culture or vision that so fully embraces aerospace power. From day one, the Air Force's culture, core competencies, and sense of identity have been wrapped in its ability to provide global reach and power on behalf of our national interests. Indeed, the Air Force's transformation into an aerospace force should occur sooner rather than later, but to effect this transformation, the Air Force must grasp the true meaning and indicators of being an aerospace power. In addition to its inability to bridge the chasm between war-fighting and non-war-fighting cultures--regardless of the level of commitment and awareness--integration will not transform the Air Force into an aerospace power for at least two reasons.

Integrating space capabilities and personnel into mainstream Air Force operations and staffs neither equates to nor creates aerospace power in its most visionary sense. We will achieve aerospace power when we take the revolutionary leaps to foster new ways of employing forces and new ways of conducting warfare. We will achieve it when we directly employ space-warfare platforms to achieve military objectives.

In addition, the Air Force isn't alone in its quest to better integrate space capabilities. All of the military services face similar integration challenges and opportunities, the end state of which is spelled out in Joint Vision 2010.2 To say that using space services to improve airpower makes the Air Force an aerospace force means that using space to improve land or sea power makes the Army a land-space force and the Navy a maritime-space force. Providing only space services and integrating those services into mainstream air operations will not create aerospace power. Again, the key to becoming an aerospace power lies in the operational use of space as a war-fighting medium.

AT: You hurt deter
SSA is superior to deterrence – Deterrence can’t deal with non-state and near-peer adversaries 

Rendleman 10 – Retired Colonel in U.S. Air Force [James R. Rendleman, “A Strategy for Space Assurance,” Astropolitics: The International Journal of Space Politics & Policy, Volume 8, Issue 2 & 3, 2010, Pages 220 - 255 //edlee]
Should deterrence and protection serve as the sole foundations of a U.S. space security strategy? The classic deterrence and protection paradigm applied in the space domain provides a foundation for a U.S. space security strategy, but it is incomplete and inadequate for the task. A deterrence and protection strategy only leads to strategic instability, as it is too easy to disrupt, deny, degrade, or destroy U.S. access to space capabilities, and the dangerous and destabilizing technologies that can accomplish these ends are being steadily improved across the globe. Further, the United States may be unsuccessful in dealing on its own with non-state actors or near-peer adversaries. For some potential adversaries, there are no mutual understandings or reliable lines of communication. Also, a classic deterrence and protection strategy will not protect satellite systems against threats posed by space debris. Leveraging and fielding cooperative situational awareness tools, globally agreed end-of-life protocols, and confidence-building measures should be more effective in responding to these threats.  Pg. 236 

It’s not credible 

Rendleman 10 – Retired Colonel in U.S. Air Force [James R. Rendleman, “A Strategy for Space Assurance,” Astropolitics: The International Journal of Space Politics & Policy, Volume 8, Issue 2 & 3, 2010, Pages 220 - 255 //edlee]
Further, a retaliatory cost-imposition deterrence strategy has little credibility if responses are directed at adversary space assets since the United States ‘‘. . . is the most space-reliant country today. Threatening to attack adversary satellites in response to attacks on our own may prove fruitless if the adversary in question does not leverage significant military, diplomatic, and economic power through such systems . . .’’44 If the response to threats or attacks generates significant space debris, the United States will then complicate its own future space operations.  Pg. 236 

Use of deterrence in space is inherently unstable 

Rendleman 10 – Retired Colonel in U.S. Air Force [James R. Rendleman, “A Strategy for Space Assurance,” Astropolitics: The International Journal of Space Politics & Policy, Volume 8, Issue 2 & 3, 2010, Pages 220 - 255 //edlee]
The challenges associated with possibilities of space conflict and combat are complicated and growing, and the United States is not fully prepared to address them. Despite this, the 2010 U.S. National Space Policy states that ‘‘the United States will employ a variety of measures to help assure the use of space for all responsible parties, and, consistent with the inherent right of self-defense, deter others from interference and attack, defend our space systems, and contribute to the defense of allied space systems, and, if deterrence fails, defeat efforts to attack them.’’45 But it is too easy to attack U.S. satellite systems, and to cause the failure of deterrence. As noted by Bruce MacDonald, there is an ‘‘inherent risk of strategic instability when relatively modest defense investments can create disproportionate danger to an adversary’’ and an ‘‘inherent risk of crisis instability when ‘‘going first’’ pays much greater benefits than ‘‘going second.’’46 This is especially the case if the decision is made to act proactively to deter threats to space assets. Further, attacking another’s space capabilities invites retaliatory attacks on the same systems. And, instability is aggravated by the significant dependence on space systems.47 pg. 236 

Deterrence can’t solve for space debris or reckless allies 

Rendleman 10 – Retired Colonel in U.S. Air Force [James R. Rendleman, “A Strategy for Space Assurance,” Astropolitics: The International Journal of Space Politics & Policy, Volume 8, Issue 2 & 3, 2010, Pages 220 - 255 //edlee]
In the end, a U.S. space strategy rooted in classic deterrence and protection constructs does not offer sufficient ways and means needed to assure access to space. Deterrence strategies that depend on threats of retaliation cannot be reasonably employed as a strategy against long-standing, but feckless allies and friends who also engage in the space domain, who also act irresponsibly or recklessly. In addition, threats posed by inanimate objects, such as space debris, must be addressed and minimized to the maximum extent practicable. These threats must also be addressed by a space assurance strategy. Further, a deterrence-protection approach does not realistically provide the strategic architecture needed to counter evolving technologies and threats to space systems. There is an understanding of all this in the 2010 National Space Policy that calls for the following, under the part focused on ‘‘National Security Space Guidelines’’:

Develop and implement plans, procedures, techniques, and capabilities necessary to assure critical national security space-enabled missions. Options for mission assurance may include rapid restoration of space assets and leveraging allied, foreign, and=or commercial space, and non-space capabilities to help perform the mission.48

Ultimately, the four tiers of the space assurance analytic framework can better secure the space domain. Although, not as comprehensive in scope as detailed herein, the 2010 National Space Policy does recognize the importance of these four tiers.  Pg. 237 
Tailored deterrence is key – Only the plan can provide the necessary intel 

Rendleman 10 – Retired Colonel in U.S. Air Force [James R. Rendleman, “A Strategy for Space Assurance,” Astropolitics: The International Journal of Space Politics & Policy, Volume 8, Issue 2 & 3, 2010, Pages 220 - 255 //edlee]
Implications for U.S. Space Strategy - The wide span of threats poses profound implications for U.S. space strategy and its execution. First, unlike the Cold War era, the United States now confronts a wide array of global actors, all operating with different motivations and incentives, some of which could become potential adversaries who can attack or threaten space capabilities. These state and non-state adversaries exhibit a wide array of political, economic, technical, and social differences. Having many potential adversaries makes each of them harder to understand. This complicates efforts to understand motivations and to influence perceptions for deterrence purposes. These differences, in turn, increase the likelihood of misperception, undercutting strategies to protect access to space capabilities. When one’s attention is divided, deterrent measures that are appropriate for one target may not be useful, or even counterproductive, for another. This requires tailored intelligence efforts, information operations, and transparency efforts in order to avoid or minimize disputes and prevent problems. pg. 227 //1ac 

Military threats are not credible 

Rendleman 10 – Retired Colonel in U.S. Air Force [James R. Rendleman, “A Strategy for Space Assurance,” Astropolitics: The International Journal of Space Politics & Policy, Volume 8, Issue 2 & 3, 2010, Pages 220 - 255 //edlee]
Third, with the demise of the Soviet Union, some political commentators and critics described the United States as a ‘‘hyperpower’’ not just a ‘‘superpower.’’ 12 Though buffeted by recent events involving Iraq, Afghanistan, the Global War on Terror, and the 2008 global financial meltdown, U.S. military supremacy continues. But, that supremacy does not make or guarantee a successful space strategy. Adversaries may believe they have a higher stake than the United States in the outcome of a particular crisis or conflict. Alternatively, the United States stake in the crisis may not be commensurate with the possible cost of involvement by the United States military and the rest of its national security apparatus. The first alternative may encourage mischief by adversaries; the second discourages U.S. action. As a result, adversaries may find threats of U.S. action in response to hostile acts affecting U.S. access to space systems to be non-credible.  Pg. 227 

AT: NASA do the plan 
Air Force opposes NASA takeover 

Bennett 10 – Research Associate @ George Washington University’s Space Policy Institute [James C. Bennett, “The Coast Guard Model: A Third Organizational Option For International SSA Data Sharing and Other US Space Responsibilities,” George Washington University’s Space Policy Institute, October 2010, pg. spaceguard-GWUpaper.pdf//edlee]

2. NASA. The National Aeronautics and Space Administration is the civil agency of the US Government with the best apparent claim to the function. It unquestionably can demonstrate capabilities and background in SSA, as it performs various SSA tasks already for its own purposes. It would not raise among international partners the sorts of concerns that a military organization such as the USAF might. It is also the US participant in a number of international activities and can claim substantial interface experience with foreign space actors. Negative aspects include the fact that NASA, which began its existence as a research and development organization, and fundamentally remains such, has problems with organizational focus and internal management practice. Its organizational culture, in which largely autonomous field centers with their own direct lines to political influence battle each other for turf, insures that the SSA role would become a political football within the agency. The SSA role would be a minor one relative to large, prestigious, and resource-consuming activities such as vehicle development and space operations, but could become significant in the future. Small peripheral tasks have the same issues within NASA as mentioned with the USAF previously; they tend to be starved of resources, quality personnel, and management attention.

Finally, the agency's corporate culture, organization, and history suggest that an ongoing operational support mission such as SSA is not the sort of task that NASA ever did well, or would do well today. It is also the case that the USAF and other national security interests might be unhappy with the idea of NASA handling the interface between USAF-gathered sensitive information and foreign institutions. This will be a tension in any solution; the characteristics that make a proposed entity more acceptable to international parties will tend to make it less acceptable to USAF and other national security players, and vice versa. This is an inherent conflict with no universally happy solution.

AT: Tech needed 
The lack of tech is not the issue – Only data sharing can solve the advantage 

Weeden et al. 10 - Technical Advisor @ Secure World Foundation [Brian Weeden, Paul Cefola (Professor of Mechanical and Aerospace Engineering @ University of Buffalo) & Jaganath Sankaran (PhD Candidate in the Center for International and Security Studies at Maryland (CISSM) @University of Maryland) “GLOBAL SPACE SITUATIONAL AWARENESS SENSORS,” AMOS Conference Technical Papers, September 2010, pg. http://swfound.org/media/15274/global%20ssa%20sensors-amos-2010.pdf//edlee]

Space-Based - Space-based optical telescopes provide a number of advantages over ground-based, primarily the absence of weather and an atmosphere, and are increasingly being seen as an important part of an SSA system. The U.S. military launched the Midcourse Space Experiment (MSX) satellite in 1996 which became the first dedicated space-based optical telescope for SSA. Until its end-of-life in 2006, MSX used its optical sensors to contribute to the SSN, primarily by finding lost objects in the GEO belt. MSX is due to be replaced by a more advanced constellation of dedicated SSA sensors known as the Space-Based Space Surveillance System (SBSS).

Canada is also planning on launching space-based optical satellites to support SSA. It's Near Earth Object Surveillance Satellite (NEOSSat) will have the mission to detect and track both asteroids in orbit around the Sun and objects in high altitude orbits around the Earth. NEOSSat will be followed by Sapphire, an autonomous, dedicated satellite for SSA that will contribute to the U.S. SSN [23].

6. CONCLUSIONS - The initial research done for this project indicates that the world does not suffer from a lack of SSA sensors. Rather, there is a global deficit in knowledge about the sensors that are currently available and their capabilities for SSA, and more importantly a lack of capability to share or combine data between sensors and networks. Such sharing or collaboration is not a trivial matter – there are significant technical obstacles to overcome in dealing with data formats, tasking, calibration, authentication, and data validity. Significant policy obstacles also surround data sharing policy and ensuring that security and privacy concerns are met.

However, none of these obstacles are insurmountable, and the value of improving SSA globally for all space actors likely outweighs the political and economic cost of overcoming these issues. Enhancing global SSA capabilities through collaboration and sharing will improve the long-term sustainability of the space environment by providing all space actors with the information necessary to act safety, efficiently, and responsibly. Global SSA can also act as a transparency and confidence building measure (TCBM) to reduce mistrust and misperceptions in space, thereby reducing the risk of conflict and degradation of the space environment.  //1ac 

AT: Market solves 
Market forces can’t solve 

Bowers et al 08 – Dual BA in Computer Science and Management Information Systems @ University of Nebraska-Omaha [  , Stephanie M. Cook (Master’s candidate in the Political Science @ University of Nebraska-Omaha, Edward James Dale (BA in Electronic Engineering @ University of Nebraska-Omaha, Josh Koch (Dual BA in Physics and Mathematics @ University of Nebraska-Omaha), John James Miller ( BA in Computer Engineering @ University of Nebraska-Omaha),  Stephanie D. Silva (Master’s candidate in Public Administration @ University of Nebraska-Omaha) Space Debris: Applied Technology and Policy Prescriptions, USSTRATCOM Global Innovation and Strategy Center (GISC) Intern Pogram, Fall 2007 – Project 07-02, January 2008//edlee]
Even assuming the assignment of property rights that enable free markets to function efficiently,53 a commercialized, profit-based market for space debris elimination requires a level of active demand for mitigation that has yet to emerge. Given the current debris population, market forces have little influence over prevention or remediation outside of insurance and space policy domains. Technologies for removal are untested and launch capabilities limited and expensive. Pg. 26 

No incentive for the private sector to build space surveillance network 

Bowers et al 08 – Dual BA in Computer Science and Management Information Systems @ University of Nebraska-Omaha [  , Stephanie M. Cook (Master’s candidate in the Political Science @ University of Nebraska-Omaha, Edward James Dale (BA in Electronic Engineering @ University of Nebraska-Omaha, Josh Koch (Dual BA in Physics and Mathematics @ University of Nebraska-Omaha), John James Miller ( BA in Computer Engineering @ University of Nebraska-Omaha),  Stephanie D. Silva (Master’s candidate in Public Administration @ University of Nebraska-Omaha) Space Debris: Applied Technology and Policy Prescriptions, USSTRATCOM Global Innovation and Strategy Center (GISC) Intern Pogram, Fall 2007 – Project 07-02, January 2008//edlee]
There is little incentive for a commercial entity to build its own space surveillance network. With information currently provided at zero cost, there is no profit potential to reward commercial entrepreneurship. Instead, commercial entities are strongly encouraging governments such as that of the United States to continue publishing orbital element sets. In a statement to Congress, Iridium Satellite, the operator of the la commercial satellite installation in the world, stated, “We encourage continued funding of the Commercial and Foreign Entities (CFE) pilot program to provide space surveillance data to commercial operators to help promote safe operations in space.”162 Some space operators within the commercial sector believe that the TLEs provided through the CFE program are not good enough. David McGlade, the CEO of Intelsat, ha stated, “Although CFE has been advantageous for governments and industry, the accuracy of the data currently provided is not sufficient for precise collision detection/assessments, support of launch operations, end of life/re-entry analyses, anomaly resolution.”163 pg. 69

AT: K – Alt can’t solve 
The alt can’t solve – we must first recognize orbital debris as an issue of concern 

Baiocchi & Welser 10 – Engineer and defense analyst @ RAND Corporation with a focus on counterspace technologies and space vulnerability & Management systems researcher @ RAND Corporation [Dave Baiocchi (Ph.D. and M.S. in optics @ University of Arizona) & William Welser IV, Confronting Space Debris: Strategies and Warnings from Comparable Examples Including Deepwater Horizon, RAND National Defense Research Institute, 2010//edlee
Orbital debris, as well as all of the comparable problems, is best addressed using a series of increasingly aggressive measures designed to discourage the accidental or intentional creation of debris. This chapter outlines a framework that we developed to describe this step-by-step approach.

The framework, shown in Figure 5.1, is represented by a series of concentric rings, where actions become more aggressive as they move toward the center of the diagram. This concentric geometry highlights an important feature of the approach: As the community moves toward the center (and increasingly aggressive deterrents), the size of the debris-generating population decreases with each inward step. The first step in addressing orbital debris—or any of the comparable problems—is to identify, characterize, and bound the topic in question, as the problem cannot be addressed unless it is first recognized and understood by the community as being an issue of concern. Pg. 15 

Decades of research by space policy experts provides the foundation of our aff – It should be privileged over their “K turns the case arg,”

Bowers et al 08 – Dual BA in Computer Science and Management Information Systems @ University of Nebraska-Omaha [  , Stephanie M. Cook (Master’s candidate in the Political Science @ University of Nebraska-Omaha, Edward James Dale (BA in Electronic Engineering @ University of Nebraska-Omaha, Josh Koch (Dual BA in Physics and Mathematics @ University of Nebraska-Omaha), John James Miller ( BA in Computer Engineering @ University of Nebraska-Omaha),  Stephanie D. Silva (Master’s candidate in Public Administration @ University of Nebraska-Omaha) Space Debris: Applied Technology and Policy Prescriptions, USSTRATCOM Global Innovation and Strategy Center (GISC) Intern Pogram, Fall 2007 – Project 07-02, January 2008//edlee]
Communications, global commerce and national defense are today highly dependent on satellite constellations. This report details how space debris threatens valuable space-based technology essential to these critical areas. Traveling at speeds of over 7 kilometers per second,1 a millimeter-sized particle could cause serious damage to equipment or death to a space explorer. Objects in lower earth orbit (LEO) pose the greatest immediate threat to space-based assets. This paper focuses on all sizes of debris found in LEO. What follows is a comprehensive analysis of the problem of space debris, specifically targeting policies that facilitate debris elimination.

Within LEO’s 2,000 kilometer altitude from earth’s surface, tens of millions of pieces of space debris exist. While many larger pieces can be tracked and avoided, millions of smaller pieces cannot. This “unseen threat” exemplifies the need for improvements in both space situational awareness and debris cataloguing.

Conversations with international space technology and policy experts reflect decades of intricate research and careful diplomacy. The space debris problem has been acknowledged by world bodies (United Nations) and global players alike (commercial interests and individual nation-states). Consequently, it can be argued that fifty years of space environmental utilization has brought clarity to space-faring entities. Pg. 8  //AT: predictions fails/don’t trust the aff authors
****TOPICALITY****
Topicality 
Space services definition 

McKinley 00 - Commander of the 21st Operations Support Squadron which provides mission support to Air Force Space Command’s (AFSPC) worldwide network of attack warning and space surveillance units.  [Lt Col Cynthia A. S. McKinley, “The Guardians of Space: Organizing America's Space Assets for the Twenty-First Century,” Aerospace Power Journal - Spring 2000, pg. http://www.airpower.maxwell.af.mil/airchronicles/apj/apj00/spr00/mckinley.htm//edlee]
1. Space services refers to space-related support activities including, but not limited to, launching satellites, operating spacecraft, and providing or exploiting space capabilities such as communications links, navigation signals, weather information, and environmental sensing data. See also table 1.

List of Space support services 

McKinley 00 - Commander of the 21st Operations Support Squadron which provides mission support to Air Force Space Command’s (AFSPC) worldwide network of attack warning and space surveillance units.  [Lt Col Cynthia A. S. McKinley, “The Guardians of Space: Organizing America's Space Assets for the Twenty-First Century,” Aerospace Power Journal - Spring 2000, pg. http://www.airpower.maxwell.af.mil/airchronicles/apj/apj00/spr00/mckinley.htm//edlee]
Space Services Functions

Range Management 

Navigation 

Spaceport Security 

Orbital Slot Protection 

Spectrum Use Monitoring 

Dealing with Piracy 

Dealing with Interference 

Space Surveillance 

Collision Avoidance 

Debris Mitigation and Cleanup 

Space Environment Research 

Terrestrial Weather 

Solar Research 

Astronaut Rescue 

Satellite Repair

****NEGATIVE****
USSTRATCOM CP
USSTRATCOM should establish a Global Space Defense Commander plan, coordinate, prioritize and conduct space defense operations.  USSTRATCOM should initiate end-to-end testing of the space threat warning and attack verification system and update the current directives previously found in USSPACECOM Instruction 55-20.

We enhance space situational awareness

Burke 06 - Deputy Director in the Missile Defense Agency w/ operational experience in missile operations, space surveillance, space control, missile warning, and command and control [Lieutenant Colonel Alan W. Burke, “Space Threat Warning: Foundation for Space Superiority, Avoiding a Space Pearl Harbor,” Air War College, 17 April 2006, pg. http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA476999&Location=U2&doc=GetTRDoc.pdf//edlee]
Recommendations and Conclusion - Increased funding for space control is on the way for the space situational awareness capabilities that make space threat warning possible. According to a new Congressional Budget Office Report, the Pentagon has allocated $195 million in 2006 to fund programs such as the Rapid Attack Identification, Detection & Reporting System (RAIDRS) and that funding could increase to $768 million by 2011.58 However, there are three recommendations that are less dependent on funding to improve space threat warning capabilities. These recommendations are primarily a function of staff work and operational planning to instill a space defense mindset in all space operators and establish a single authority for operational control and management of space surveillance and warning resources consolidated in a joint center. This single authority would oversee the development of a well-documented space threat warning process that is robustly trained and exercised end-to-end.

The recommendations include: (1) The DoD and US Strategic Command should establish and formalize the position of the Global Space Defense Commander which parallels the Combined/Joint Force Air Component Commander responsibility of the Area Air Defense Commander; (2) USSTRATCOM should initiate recurring end-to-end testing of the space threat warning and attack verification system that includes all space operators in the field and appropriate civilian agencies; and (3) USSTRATCOM should update directives that provide guidance on space threat events, assessment criteria, attack verification procedures, and specific guidance on the type, content and format of threat warning messages and the appropriate response across the command.

Establish the Global Space Defense Commander (GSDC) Position The Air Force has made great strides in developing the command and control doctrine for space forces to provide continuous space support to the warfighter. A centerpiece of this effort is the integration of space into theater air operations centers (AOC) to include the on-going development of a functional “AOC” for the command and control of global space forces and reach back space support for theater AOCs. In this capacity it has closely organized the command and control of its space forces along the lines of the Falconer Air Operations Center and the Joint Force Air Component Commander (JFACC) model.59

However, the lack of a formally established space equivalent to the Joint Publication 3.0 Area Air Defense Commander (AADC) is a significant oversight. To rectify this, USSTRATCOM should establish and formalize the responsibility of a Global Space Defense Commander parallel to the responsibilities of an Area Air Defense Commander to protect the three segments of US space systems—ground, link and on-orbit. The most likely candidate for this position is the 14th Air Force Commander, who is dual-hatted as the Commander, Joint Space Operations, reporting to the Space and Global Strike Component Commander of STRATCOM. Table 1 shows the current responsibilities of the AADC as defined in the Joint Forces Air Component Commander Handbook and then applies them to the GSDC position.60 In the mid-1980s, the absence of multiple space operations centers coupled with the clear assignment of the space threat assessment mission to the Cheyenne Mountain Operations Center improved the odds that threat information would flow to a central fusion center in a timely manner. Today, the addition of the component-level operations centers, the Unified Command Plan changes standing down USSAPCEECOM, the on-going development of the JSpOC, the stand up of the Space and Global Strike organization, and the emergence of the Global Operations Center (GOC) in USSTRATCOM has added a level of ambiguity to organizational responsibilities for the space defense and space threat warning mission. In fact, the mission briefing of the new Joint Space Operations Center includes a separate slide that highlights the fragmented nature of space command and control in a slide entitled “Operational Realities: Fragmented C2”.62 This ambiguity decreases the chances that space anomalies will get reported in a timely manner in order to build a common operating picture of the space environment. The GSDC will help rectify this by serving as the focal point to plan, coordinate, prioritize and conduct space defense operations and execute the responsibilities outlined in Table 1.

Establish and Conduct Recurring End-to-End Space Threat Warning Exercises

USSTRATCOM should initiate recurring end-to-end testing of the space threat warning and attack verification system that includes space operators in the field from all services and appropriate civilian agencies. These end-to-end exercises would also include the Cheyenne Mountain Operations Center, the Joint Space Operations Center, the USSTRATCOM Global Operations Center, USSTRATCOM assessors and the National Military Command Center. The exercises should include the range of space threats such as ground attack and sabotage of space ground stations; potential directed energy events both intentional and unintentional; electronic warfare and radio frequency interference; co-orbital ASATS; a direct ascent ASAT; and high-altitude nuclear detonations in space. Exercise planners should also include events that cross-over geographic unified command and international boundaries such as a cruise missile attack against the Shemya Air Force Station radar or the radar at Vardo, Norway; or a space nuclear detonation over a broad ocean area. These types of events will help senior leaders work through space attack assessment and response policies before they actually occur.

Although there are threat exercises conducted internally within various space organizations, none qualify as a true end-to-end test and none fully integrate the different component space operations centers. This includes the space threat event exercises conducted within the Cheyenne Mountain Operations Center and the JSpOC that are originated in-house and primarily involve organizations at the command echelon and above, not the actual operators in the field who would report threat anomalies.

Recurring end-to-end exercises will enhance familiarity of the threat warning process from personnel in the field to senior leaders making final assessments and response recommendations. More importantly, these exercises will help identify problem areas for resolution and serve as an effective deterrent to convince adversaries that an attack against US space systems will be ineffective and will not significantly impair warfighting capabilities.63

Update Threat Warning and Attack Verification Guidance

USSTRATCOM should revise and update the current directives previously found in USSPACECOM Instruction 55-20, Warning and Verification of Hostile Space Events, which provided guidance on space attack verification procedures, and guidance on the type, content and format of space warning messages and the appropriate response across the command. This instruction has not been updated in over a decade and is not part of formal space training outside of the select operators in the SCC. In an interview with the on-duty crew commander in the SCC during OIF when the Iraqis locally jammed the downlink segment of GPS, the crew commander indicated there was confusion as to whether this even constituted a space attack, if so what assessment procedures should be followed, and what warning messages or notifications, if any, were required. Ultimately an advisory message was sent alerting space operators of the event. 64 However, this breakdown in the threat warning process delayed the release of information that, given a different space event, could have negated the ability to effectively respond to the threat. Clearly, the time to learn how the space threat warning system works and to think through appropriate responses to an attack is not during a crisis. Current, published guidance integrated into the operational training of all space operators and operations center personnel would minimize the chance of this problem reoccurring.65

The growing dependence and vulnerability of US space capabilities to attack outweighs the absence of a hard demonstrated threat to space systems in the decision to make space defense and space threat warning a priority. Further, it is probably not in the best interest of future adversaries to develop space weapons capabilities openly that would prompt the US to develop an effective counter. The United States needs to stay ahead of any future adversary to protect space assets which are critical economic and military force multipliers. However, as the US experienced in 1941 at Pearl Harbor, not all of our adversaries are going to forego an opportunity to exercise the element of surprise to gain operational success. A robust space threat warning capability will ensure future adversaries do not execute a successful space Pearl Harbor. Pg. 13-18

Military Exchange CP 
Military-to-military exchanges solve the case - Their 1ac author 

Robinson 11 - Resident Fellow @ European Space Policy Institute (ESPI) [Jana Robinson, “Transparency and confidence-building measures for space security,” Space Policy 27 (2011) 27e37//edlee]


 Avoid space becoming an area of conflict. Countries could reorient their attention from debates on prevention of an arms race in outer space (where little progress is expected in the near term) to individual declarations, gestures, and actions that make clear their peaceful intent in space. This could be accomplished through the timely sharing of space, national security and defence policies; bilateral visits during important, defence-related occasions, and even bilateral and multilateral military exercises testing the potential interoperability of deterrent space capabilities. The SchrieverWargame series could serve as a useful template for such military-to-military exchanges.

Case Neg – Data sharing now 
IADC solves the coop adv 

Rendleman 10 – Retired Colonel in U.S. Air Force [James R. Rendleman, “A Strategy for Space Assurance,” Astropolitics: The International Journal of Space Politics & Policy, Volume 8, Issue 2 & 3, 2010, Pages 220 - 255 //edlee]
Using global engagement to enhance an understanding and situational awareness of the space debris threat, the United States, other spacefaring nations, and the international commercial space sector are now cooperating and working to reinvigorate data sharing procedures in order to avoid, minimize, and manage the numbers of collisions and other space debris generating events.73 For example, the United States participates in the Inter-Agency Space Debris Coordination Committee (IADC). The IADC is an international forum that coordinates activities related to space debris. The primary focus of the IADC is to exchange information and facilitate cooperation on space debris research, mitigation options, and best practices. It involves eleven international governmental space agencies; the United States is represented by the National Aeronautics and Space Administration (NASA).

SSA Sharing program solves 

Rendleman 10 – Retired Colonel in U.S. Air Force [James R. Rendleman, “A Strategy for Space Assurance,” Astropolitics: The International Journal of Space Politics & Policy, Volume 8, Issue 2 & 3, 2010, Pages 220 - 255 //edlee]
The United States, through U.S. Strategic Command (USSTRATCOM), Air Force Space Command (AFSPC), and NASA, has also been working to expand efforts to provide and share orbital data through the SSA Sharing Program to space operators.74 ‘‘The Air Force operates the world’s most capable space surveillance network, and commercial and other satellite operators have long relied on the service for information in order to reduce the chances of collisions with other spacecraft or orbital debris.’’75 The situational awareness issue is important enough that commercial satellite operators have begun to lay the ‘‘groundwork’’ for a process bywhich they ‘‘can share data previously deemed competition sensitive to avoid costly mishaps.’’76

NDAA will distribute the space surveillance data to all other entities  

Taylor 07 – Chief of the Space and International Law Division @ Headquarters United States Air Force Space Command at Peterson Air Force Base  [MICHAEL W. TAYLOR(JD @ University of Georgia & LL.M. (Air and Space Law) @ McGill University) “ARTICLE: Trashing the Solar System One Planet at a Time: Earth's Orbital Debris Problem,” Georgetown International Environmental Law Review, Fall 2007, 20 Geo. Int'l Envtl. L. Rev. 1//edlee

Information obtained through tracking efforts should be disseminated to all satellite operators, including nongovernmental entities. If a satellite operator knows that a particular object in space poses a collision risk to a satellite, the operator can maneuver the satellite to avoid the debris. Since collisions in space increase the amount of debris, all states have a vested interest in ensuring operators have access to this data. Historically, the United States made the data from the SSN available through a National Aeronautics and Space Administration ("NASA") web page. n88 This changed in 2004, however, as a result of the National Defense Authorization Act ("NDAA") for Fiscal Year 2004. n89

The 2004 NDAA created a pilot program for the Department of Defense ("DoD") to provide space surveillance data to any foreign or domestic governmental or commercial entity, consistent with national security. n90 As a result, NASA stopped providing tracking data in 2005. In order to receive SSN tracking data, entities have to agree to pay any reasonable charges set by the DoD and not to redistribute the data. n91 These potential restrictions initially caused some concern among scientists and satellite operators. n92 These concerns, however, ultimately proved unfounded as the DoD continued providing the same data as NASA, n93 the DoD has never charged a fee for access to the data, and the data is being freely redistributed to anyone with internet access. n94 For both the former NASA public database and the new DoD public database, the DoD has withheld information about certain classified U.S. Government satellites and the rockets that launched them for national security reasons. n95 The DoD has not yet decided what to do in 2009 after the pilot program ends. Of course, for the reasons expressed above, the United States should continue to make most of the data available for the benefit of all satellite operators.

Coop high now 

Rendleman 10 – Retired Colonel in U.S. Air Force [James R. Rendleman, “A Strategy for Space Assurance,” Astropolitics: The International Journal of Space Politics & Policy, Volume 8, Issue 2 & 3, 2010, Pages 220 - 255 //edlee]
International cooperation and associated multinational operations are important components of an effective global engagement strategy to assure access to space capabilities for a nation, its allies, and partners. The United States engages in a wide range of such activities because it is in its best national interests to do so. The 2010 National Space Policy and U.S. national security strategy documents increasingly emphasize international cooperation to achieve important national interests. For example, National Space Policy (first quote below) and National Defense Strategy (second quote) provide the rationale for international cooperation:

Identify Areas for Potential International Cooperation. Departments and agencies shall identify potential areas for international cooperation that may include, but are not limited to: space science; space exploration, including human space flight activities; space nuclear power to support space science and exploration; space transportation; space surveillance for debris monitoring and awareness; missile warning; Earth science and observation; environmental monitoring; satellite communications; GNSS [global navigation satellite systems]; geospatial information products and services; disaster mitigation and relief; search and rescue; use of space for maritime domain awareness; and long-term preservation of the space environment for human activity and use. Pg. 238 

Case Neg – DARPA solves 
Delay – DARPA’s Catcher’s Mit is already doing the preliminary research for US deployment 

Baiocchi & Welser 10 – Engineer and defense analyst @ RAND Corporation with a focus on counterspace technologies and space vulnerability & Management systems researcher @ RAND Corporation [Dave Baiocchi (Ph.D. and M.S. in optics @ University of Arizona) & William Welser IV, Confronting Space Debris: Strategies and Warnings from Comparable Examples Including Deepwater Horizon, RAND National Defense Research Institute, 2010//edlee
DARPA, within the context of the Catcher’s Mitt study, is in the preliminary stages of investigating potential technical solutions for remediating debris.3 This investigation is a critical step because even the most rudimentary cleanup techniques will require significant research and field testing before they can be successfully implemented. In addition, future pathfinder missions will require extensive resources, and the U.S. government will need sufficient justificati on before pursuing these programs.4 pg. xiii-xvi

DARPA’s Catcher’s Mit is a feasibility study 

Baiocchi & Welser 10 – Engineer and defense analyst @ RAND Corporation with a focus on counterspace technologies and space vulnerability & Management systems researcher @ RAND Corporation [Dave Baiocchi (Ph.D. and M.S. in optics @ University of Arizona) & William Welser IV, Confronting Space Debris: Strategies and Warnings from Comparable Examples Including Deepwater Horizon, RAND National Defense Research Institute, 2010//edlee
3 The DARPA Catcher’s Mitt study is tasked with the following objectives: model the space debris problem and its future growth; determine which class of satellites is most affected; and, if appropriate, explore technically feasible solutions for debris removal. DARPA intends to use the results of the Catcher’s Mitt study to determine if they should invest in a space debris remediation program (Jones, undated). Pg. xiii

Case Neg - Private Sector will solve 
Orbital debris NOT perceived as a threat – Increased threat perception triggers commercial solution 

Baiocchi & Welser 10 – Engineer and defense analyst @ RAND Corporation with a focus on counterspace technologies and space vulnerability & Management systems researcher @ RAND Corporation [Dave Baiocchi (Ph.D. and M.S. in optics @ University of Arizona) & William Welser IV, Confronting Space Debris: Strategies and Warnings from Comparable Examples Including Deepwater Horizon, RAND National Defense Research Institute, 2010//edlee
When viewed in light of the comparable problems, there is evidence to suggest that orbital debris does not at present pose a great-enough risk to warrant the deployment of a remediation technology.6 A community will only move on to the next stage shown in Figure S.1 when the current stage is not sufficient to properly address the problem. While everyone in the space community certainly agrees that orbital debris poses a risk, the lack of government and private industry funding for this effort suggests that the perception of risk has not yet crossed a critical threshold that would prompt demands for remediation.

The current lack of private funding for debris remedies is particularly telling. Today, the majority ownership of operational space assets (as a percentage of the total operational inventory) has shifted from government to commercial industry.7 For this new majority of commercial stakeholders, the “imperative to create shareholder value entails that any investment in a technical system be guided by its value creation potential” (Brathwaite and Saleh, 2009). In other words, if debris were deemed to represent an unacceptable risk to current or future operations, a remedy would already have been developed by the private sector. Pg. xxi //PIC Microsats CP

Case Neg – Uncatalogued Debris 
Uncataloged small debris poses the greatest risk – It can’t be tracked of out-maneuvered 

Bowers et al 08 – Dual BA in Computer Science and Management Information Systems @ University of Nebraska-Omaha [  , Stephanie M. Cook (Master’s candidate in the Political Science @ University of Nebraska-Omaha, Edward James Dale (BA in Electronic Engineering @ University of Nebraska-Omaha, Josh Koch (Dual BA in Physics and Mathematics @ University of Nebraska-Omaha), John James Miller ( BA in Computer Engineering @ University of Nebraska-Omaha),  Stephanie D. Silva (Master’s candidate in Public Administration @ University of Nebraska-Omaha) Space Debris: Applied Technology and Policy Prescriptions, USSTRATCOM Global Innovation and Strategy Center (GISC) Intern Pogram, Fall 2007 – Project 07-02, January 2008//edlee]
Millions of tiny space debris particles orbit the earth today, some travelling ten times faster than a high-powered rifle bullet.29 30 According to NASA scientist and space debris expert Dr. Nicholas Johnson, millimeter fragmentations are a greater threat than larger objects like defunct satellites as they are too small to be tracked with current technology.31 The estimated 11,000 objects large enough to be tracked are catalogued and monitored, enabling satellite operators to maneuver around them by expending additional fuel.32

When small debris pieces collide with space assets, the result is not simply a matter of speed, but also of motion. “Because the (low earth orbit) velocities are so high, the kinetic energy is very high. It’s the equivalent of exploding several sticks of dynamite in your spacecraft,” noted a BBC report on the problem.33 Debris fragments as small as one-tenth of one millimeter could potentially puncture the suit of an astronaut.34 The “Kessler effect”35 complicates matters further: as the volume of satellites increases, so does the probability that they will collide with each other.36 Such a chain reaction is “inevitable,” according to Dr. Nicholas Johnson37 in an interview with The New York Times, “A significant piece of debris will run into an old rocket body, and that will create more debris. It’s a bad situation.” In summary, while preventative measures against debris creation are vital, they will not prevent further growth arising from existing debris. Pg. 15-16 //1ac 

The smaller uncataloged debris is the greatest threat 

Baiocchi & Welser 10 – Engineer and defense analyst @ RAND Corporation with a focus on counterspace technologies and space vulnerability & Management systems researcher @ RAND Corporation [Dave Baiocchi (Ph.D. and M.S. in optics @ University of Arizona) & William Welser IV, Confronting Space Debris: Strategies and Warnings from Comparable Examples Including Deepwater Horizon, RAND National Defense Research Institute, 2010//edlee
Orbital (space) debris represents a growing threat to the operation of man-made objects in space.1 According to Nick Johnson, the National Aeronautics and Space Administration’s (NASA’s) chief scientist for orbital debris, “[T]he current orbital debris environment poses a real, albeit low level, threat to the operation of spacecraft” in both low earth orbit (LEO) and geosynchronous orbit (GEO) (Johnson, 2010). This risk poses a threat to the United States’ ability to access and use the space environment. For example, on the most recent Hubble Space Telescope repair mission in May 2009, NASA estimated that astronauts faced a 1-in-89 chance of being fatally injured by a piece of debris while operating on the telescope outside the space shuttle (Matthews, 2009).

The United States maintains a catalog for space objects that are larger than about 10 cm in diameter, and this catalog currently contains about 20,000 objects, of which debris constitutes a majority (Kehler, 2010; Space Track, undated). In addition, NASA estimates that there are an additional 500,000 objects between 1 and 10 cm, and that there are likely tens of millions of particles smaller than a centimeter (Orbital Debris Program Office, undated).

These smaller objects pose some of the greatest risk to orbiting payloads. As Johnson notes, “[T]he principal threat to space operations is driven by the smaller and much more numerous uncatalogued debris” (Johnson, 2010). In LEO, objects have velocities of 7 or 8 km/s with respect to the ground, which means that even small particles can impart a tremendous amount of energy if they collide with another object. This threat is especially sobering because most small particles are uncataloged.2 pg. 1-2 //1ac 

Higher drag co-efficient makes larger objects less of a threat 

Baiocchi & Welser 10 – Engineer and defense analyst @ RAND Corporation with a focus on counterspace technologies and space vulnerability & Management systems researcher @ RAND Corporation [Dave Baiocchi (Ph.D. and M.S. in optics @ University of Arizona) & William Welser IV, Confronting Space Debris: Strategies and Warnings from Comparable Examples Including Deepwater Horizon, RAND National Defense Research Institute, 2010//edlee
2 By contrast, larger objects are relatively easy to track and catalog. In addition, many large objects in LEO will eventually fall back to earth. This is because the larger objects have a higher drag coefficient, so they tend to slow down, enter the earth’s atmosphere, and burn up upon reentry. Pg. 2

Case Neg – Can’t complete the dataset 
Others will not trust US surveillance tech – They deploy their own 

Bowers et al 08 – Dual BA in Computer Science and Management Information Systems @ University of Nebraska-Omaha [  , Stephanie M. Cook (Master’s candidate in the Political Science @ University of Nebraska-Omaha, Edward James Dale (BA in Electronic Engineering @ University of Nebraska-Omaha, Josh Koch (Dual BA in Physics and Mathematics @ University of Nebraska-Omaha), John James Miller ( BA in Computer Engineering @ University of Nebraska-Omaha),  Stephanie D. Silva (Master’s candidate in Public Administration @ University of Nebraska-Omaha) Space Debris: Applied Technology and Policy Prescriptions, USSTRATCOM Global Innovation and Strategy Center (GISC) Intern Pogram, Fall 2007 – Project 07-02, January 2008//edlee]
Foreign entities may decide to build separate space surveillance systems for ma reasons. Space surveillance technologies can be seen as a source of national pride and relying on the United States could be interpreted as a source of weakness. It is commonly known that the element sets distributed through www.space-track.org do not include sensitive U.S. Satellites. This information, combined with the knowledge that website data is less accurate than available internal data, could lead to distrust of U.S. data. Users may also worry that the United States could purposefully modify the data for political reasons. A clause of the space-track.org User Agreement states, “The U.S. Government reserves the right, without notice and in its sole discretion, to terminate the user's acces to this website, and to block or prevent future access to and use of the website.” The potential that the CFE program could be abruptly terminated or discontinue publishing element sets to certain individuals is another reason that a foreign entity would build its own system. Pg. 69-70 //ASATs DA 

They will use their data set as a bargaining tool with the US – The dataset will remain incomplete 

Bowers et al 08 – Dual BA in Computer Science and Management Information Systems @ University of Nebraska-Omaha [  , Stephanie M. Cook (Master’s candidate in the Political Science @ University of Nebraska-Omaha, Edward James Dale (BA in Electronic Engineering @ University of Nebraska-Omaha, Josh Koch (Dual BA in Physics and Mathematics @ University of Nebraska-Omaha), John James Miller ( BA in Computer Engineering @ University of Nebraska-Omaha),  Stephanie D. Silva (Master’s candidate in Public Administration @ University of Nebraska-Omaha) Space Debris: Applied Technology and Policy Prescriptions, USSTRATCOM Global Innovation and Strategy Center (GISC) Intern Pogram, Fall 2007 – Project 07-02, January 2008//edlee]
As noted above, a desire for higher accuracy data than currently provided may drive a foreign entity to create its own space surveillance system. Debris modeling is only as accurate as its source information and beginning with low-accuracy data prevents high-accuracy modeling. A country may also use space surveillance as a bargaining tool in order to remove its sensitive satellite data from published element sets. France is a good example of this. The United States regularly publishes the element sets from French military and communication satellites. France claims to have used its Graves radar to track objects which are nonexistent in the SSN catalogue. According to these established agreements, they would like to get additional information on the 20-30 objects which they are tracking possibly use them as leverage to convince the United States that it should stop publishing data on the sensitive space assets of France.165  pg. 70 

US sharing will deter countries from investing in their own space surveillance upgrades 

Bowers et al 08 – Dual BA in Computer Science and Management Information Systems @ University of Nebraska-Omaha [  , Stephanie M. Cook (Master’s candidate in the Political Science @ University of Nebraska-Omaha, Edward James Dale (BA in Electronic Engineering @ University of Nebraska-Omaha, Josh Koch (Dual BA in Physics and Mathematics @ University of Nebraska-Omaha), John James Miller ( BA in Computer Engineering @ University of Nebraska-Omaha),  Stephanie D. Silva (Master’s candidate in Public Administration @ University of Nebraska-Omaha) Space Debris: Applied Technology and Policy Prescriptions, USSTRATCOM Global Innovation and Strategy Center (GISC) Intern Pogram, Fall 2007 – Project 07-02, January 2008//edlee]
CFR program goals including providing orbital information, performing conjunction assessments for free or at a price lower than charged by a competing system, providing emergency services eliminate some of the incentive for other countries make large investments in space surveillance. If the U.S. government were to begin sharing higher accuracy data with entities that can demonstrate their “need to know,” yet another incentive to compete would be removed. Sharing higher accuracy informatio with certain entities is possible through the use of bilateral agreements. Creating levels of data sharing based on agreements would provide the ability to display differing accuracies of data to entities. The possibility of gaining access to higher accuracy data provides an incentive for the foreign entity to share its data as well. This is a more proactive approach than simply hoping that foreign entities will provide voluntary reporting. For instance, a close space ally would be able to receive data on orbital elements that is more accurate than a non-ally receives or that a non-official readers view. The aforementioned reasons for countries to create their own space surveillance data are not all obviated by these services. Pg. 70-71 //1ac coop adv 

Case Neg: AF = Upgrades 
Air Force is funding many new programs, like a new bomber; however, its budget is expected to decrease

Majumdar 11 – freelance Aviation and Defense writer for Defense News – 21 February 2011 (Dave, “U.S. Air Force Budgets for New Bomber, Revises Space Approach,” http://www.defensenews.com/story.php?i=5761546&c=FEA&s=SPE//AEE)

Though the overall U.S. Air Force budget will shrink from $170.8 billion in the yet-to-be-passed fiscal 2011 budget to $166.2 billion in the president's 2012 request, the service plans to begin several new acquisition programs. They include a Long-Range Strike Family of Systems and a trainer jet to replace the T-38 Talon. The service also will select the winner of contracts for the KC-X aerial refueling plane and new Light Attack Attack Reconnaissance Aircraft programs. The Air Force will continue to purchase MQ-9 Reaper UAVs, F-35 Joint Strike Fighters, C-27J Spartan cargo planes, several C-130 variants and the Global Hawk unmanned reconnaissance aircraft. The service also is pursuing modernization projects for a host of aircraft, including the F-22 and F-15 fighter jets and the C-17, C-130 and C-5 transport planes. Additionally, the service is launching a new effort to stabilize its space procurement programs. "There were no surprises; it's very much consistent with the rhetoric," said Todd Harrison, an analyst at the Center for Strategic and Budgetary Assessments, Washington. He said that 2012 is a turning point because the U.S. defense budget is beginning to flatten out. "The [Future Years Defense Program] for this year is lower than [it was] for last year, and that's the first time that has happened since the mid-1990s," Harrison said. "That also indicates that we're at a turning point." However, the Air Force's research and development budget has actually increased slightly over the previous year's budget request, growing from $18.2 billion in 2011 to $19 billion in 2012. The largest new program in the account is the Long-Range Strike Family of Systems, the centerpiece of which is a long-range, stealthy, nuclear-capable, optionally manned bomber. The 2012 budget includes $197 million for the program, while the Future Years Defense Program (FYDP) includes $3.7 billion for the new aircraft. The funding included in the FYDP indicates the Air Force is serious about fielding a new bomber, Harrison said. "Everything they're doing is fully consistent with them making a real effort at starting this program," he said. The Air Force hopes the new bomber will be operational by the mid-2020s, said Pentagon Comptroller Robert Hale. Harrison said that given the funding levels, the service's goals are realistic. 

The Air Force has updated and instituted sensors and other tracking devices to further increase our knowledge of space and space debris

Canan 04 – contributing writer of Aerospace America – January 2004 (James W., “Military experts agree that achieving and maintaining superiority in space has become as important as control of the air during armed conflicts,” http://www.aiaa.org/aerospace/Article.cfm?issuetocid=444//AEE) 

The existing USAF space surveillance network (SSN) cannot provide the comprehensive space coverage that has become essential. Operated by Air Force Space Command, SSN consists almost exclusively of Cold War-vintage mechanical-tracker radars, phased-array radars, and electrooptical sensors at 25 sites in the U.S. and elsewhere. Many were originally designed to detect ballistic missiles headed for North America. SSN’s land-based electrooptical sensors are hindered by cloud cover, and its radars are limited by their geographic locations. A key element of SSN is the ground-based, electrooptical deep space surveillance system (GEODSS), a network of three telescopes linked to video cameras trained on, and looking for movement in, star fields. In place since the early 1970s, GEODSS is undergoing an upgrade that will add charge-coupled devices to its sensors. This will make the system more flexible in its tracking as well as more sensitive in its observations, officials say. SSN also contains the naval space surveillance system, known as the “Navy fence,” a network of continuous-wave radars positioned across the southern U.S. Deployed more than 40 years ago to keep the fleet informed of the whereabouts and approaches of Soviet spy satellites, the Navy fence consists of three transmitter sites, six receiver sites, and a computational center. Ownership of the naval surveillance system was recently transferred to the Air Force, which will shortly decide whether to upgrade it, replace it, or keep it as is. One possibility, officials say, is to change its frequency from UHF to the higher S-band, thereby enabling it to identify, keep track of, and record many more thousands of much smaller objects in space. SSN is currently capable of detecting, tracking, and cataloguing man-made objects such as active and inactive satellites, spent rocket bodies, and space debris (including, at one time, the discarded glove of a Gemini astronaut). Some of these objects are as small as 10 cm in diameter, or the size of a baseball. Upgrading the Navy fence would enable the surveillance network to spot objects one-fifth this size, and thus to “meet a lot of our needs and NASA’s needs,” notes an Air Force official. In monitoring space, SSN employs a so-called “predictive” technique, spot-checking objects as they enter and reenter certain sectors, rather than tracking them continuously in orbit. The SBSS constellation should broaden the scope and expand the sweep of SSN. Even though the ground-based surveillance systems cannot provide enough information to enable the Air Force to see and comprehend what adversaries or potential adversaries are up to in space, they are considered invaluable, and will remain in service after the SBSS constellation is up and running. “There is always going to be a place for the ground-based systems, because they are cost effective,” notes Col. Susan Helms, Air Force Space Command’s division chief for space control requirements. “But space control has to be space-centric. We need to go to space in order to be vigilant there and fully understand what is happening there. We’re zeroing in on the types of capabilities we need for that. We need to get the sensors away from the constraints of the atmosphere.” SSN includes only one spaceborne sensor, which it acquired quite by chance. Called the space-based visible (SBV) sensor, it was carried into orbit aboard the midcourse space experiment (MSX) satellite that the Ballistic Missile Defense Organization launched in 1996. Of the several visible, ultraviolet, infrared, and spectrographic sensors on the large MSX spacecraft, only SBV is still in operation. BMDO wanted to find out whether and how well the MSX sensors, including SBV, could spot ballistic missile rocket bodies vaulting into space. It quickly became apparent to the Air Force that SBV does a fine job of tracking bodies in space as well. “It’s been a great sensor for us,” Dickman declares. “It feeds into our [space] catalogue all the time. We hope SBV will last three more years,” or until the first SBSS satellite begins operating in space. 

The Air Force is also developing RAIDRs and other space defense systems

Canan 04 – contributing writer of Aerospace America – January 2004 (James W., “Military experts agree that achieving and maintaining superiority in space has become as important as control of the air during armed conflicts,” http://www.aiaa.org/aerospace/Article.cfm?issuetocid=444//AEE) 

New programs and techniques for protecting and defending space systems also are featured in the Air Force’s pursuit of space control capabilities. A prime example is the rapid attack, identification, detection, and reporting system (RAIDRS), a so-called defensive counterspace program. “RAIDRS,” Dickman explains, “is a program for putting specific things—a series of sensors—on spacecraft to detect whether they are being jammed, or irradiated, or attacked by hit-to-kill weapons, or whatever, and to pass that information to the ground.” Helms says RAIDRS will constitute “the nervous system of our space forces, giving us a comprehensive understanding” of the nature of attacks on U.S. satellites. The first software elements of the computer-oriented program are scheduled to be incorporated in satellite ground-control stations in 2008. This should make the ground controllers better able to manipulate and interpret data downloaded from satellites, and to determine, for example, whether the satellites are being buffeted by space “weather” or are being attacked. RAIDRS software will be incorporated into future satellites prior to their launch, and will be installed in the black boxes of those already on orbit by means of programming instructions from computers on land. The Air Force also is developing new offensive counterspace systems to counterattack the antisatellite (ASAT) weapons and counteract the ASAT capabilities of hostile forces. Prominent among these developments are the counter communications system, designed to jam the space-based communications used by an enemy for command and control, and the counter surveillance and reconnaissance system, designed to do basically the same thing against space-based surveillance and reconnaissance systems that look down on, and target, U.S. forces. The former is scheduled for initial delivery to the Air Force this year; the latter is expected to go into service in four or five years. Details of the programs are classified, but the concepts are not. For example, the Air Force can be expected to “do things to try to spoof the radars” of enemy radar satellites “to get them off track,” as one official puts it. Another possibility: shining bright lights on hostile imaging satellites to blind their optical sensors. All U.S. offensive counterspace systems are designed to be nondestructive—to cause temporary, reversible disruption, with no permanent damage. “We want to take down the capability but leave it able to come back up,” Dickman explains.  At some point, many space officials believe, the U.S. must build manned or unmanned fighting machines—combat spacecraft—that could be launched on short notice to defend U.S. satellites and to provide assured access to space. As envisioned by some planners, such machines would be designed to intercept hostile spacecraft and also, perhaps, to attack the enemy in the air and on land as well as in space. Consistent with treaty obligations, U.S. policy now permits the development and operation of space control capabilities to ensure freedom of action in space, and, if necessary, to deny it to adversaries. This is widely interpreted as paving the way for the eventual deployment of space-control spacecraft. The Air Force and NASA are teamed in an analysis of possible future space vehicles—manned and unmanned—to provide quick and sure access to space, and to service and repair satellites, among other things. The Air Force is also working with DARPA on concepts for “an operationally responsive launch vehicle that can do satellite placement or anything else it would need to do,” Dickman says. The Air Force has had a long-standing “operational requirement for an operationally responsive space system—an orbital spaceplane, a space maneuver vehicle, or you name it,” notes Dickman. He notes that the Air Force has “a number of technology programs in place to think through how to protect our space systems physically, from space, from the ground, or from wherever we have to do it. We’re in the space superiority business. If we weren’t thinking about how to defend ourselves actively against somebody trying to do us harm, we’d be foolish.” 

Officials in the Air Force have completed an update of important software capabilities

Air Force News 11 – January 10, 2011 (“Another GPS Software Completed,” Military.com, http://www.military.com/news/article/air-force-news/another-gps-software-upgrade-completed.html//AEE)

PETERSON AIR FORCE BASE, Colo. -- As part of a larger ongoing effort by Air Force officials to improve and maintain the current GPS ground system, Air Force Space Command officials completed another sustainment software release for the GPS operational control segment ground system. Officials from the 2nd Space Operations Squadron at Schriever AFB, Colo., completed the Architecture Evolution Plan 5.6 software upload Jan. 5. This AEP 5.6 is a small software update, bringing specific changes to support the upcoming IIF-2 launch," said Col. Harold Martin, the acting Positioning, Navigation and Timing Command lead of the Air Force Space Command Directorate of Air, Space and Cyberspace Operations. "This release does not contain fixes involving any changes to the navigation message, and therefore should be transparent to the end user." Air Force Space Command officials said they are dedicated to the modernization of GPS and committed to developing and delivering control systems to enable command and control of new signals and capabilities. The GPS constellation remains healthy, stable and robust, with 31 operational satellites on-orbit providing precise positioning, navigation and timing worldwide, free of direct charges to users, officials said.

Air Force SBIRS spacecraft delivered the first image to ground station---progress on the way

Air Force Technology 11 – AirForceTechnology.com, 11 July 2011 (“USAF Missile Warning Satellite Delivers First Infrared Imagery,” http://www.airforce-technology.com/news/news123948.html//AEE)

The US Air Force (USAF) Space Based Infrared System (SBIRS) geosynchronous (GEO-1) spacecraft has delivered the first infrared image to the SBIRS ground station. Lockheed overhead persistent infrared (OPIR) mission area vice-president Jeff Smith said, "SBIRS GEO-1 is performing flawlessly thus far, and the first image sent from the satellite is outstanding." The satellite, built by Lockheed, is performing as expected, and is currently undergoing early orbit testing. SBIRS GEO-1 spacecraft is the most technologically advanced military infrared satellite, equipped with sophisticated scanning and staring sensors which will enhance the military's ability to detect missile launches around the globe. The satellite supports the nation's ballistic missile defence system with greater technical intelligence gathering capability, and provides enhanced battlefield situational awareness for warfighters. The USAF SBIRS Space Command will operate the SBIRS system.

The Air Force upgrades GPS satellites in space

Prater 10 – Sentinel at Schriever Air Force Base in Colorado – 26 May 2010 (Scott, Air Force Space Command, “Air Force upgrades GPS constellation,” http://www.afspc.af.mil/news/story.asp?id=123206461//AEE)
SCHRIEVER AIR FORCE BASE, Colo. -- The 2nd and 19th Space Operations Squadron will soon take control of the Air Force's newest GPS satellite following its tentative launch into orbit May 27 from Cape Canaveral Air Force Station, Fla. The GPS IIF SV-1 satellite represents a substantial upgrade for the GPS constellation. Thanks to improvements with the cesium-based atomic clocks used for timing, the IIF is expected to provide more accurate navigation signals than those of its predecessors. The new IIF satellite will also broadcast two new signals: a jam resistant military code signal and a third civil signal known as the L5. This latest addition is part of an ongoing modernization effort for the GPS constellation by the Air Force. "We're continuously replacing satellites in the constellation to ensure GPS remains the world's Gold Standard for position, timing, and navigation," said Lt. Col. Mike Manor, 2nd SOPS' director of operations. "The GPS constellation is made up of 24 slots in space surrounding the earth where we place our satellites. This slot scheme and satellite placement ensures GPS users receive the most accurate navigation data at any time, at any place around the entire globe." With the addition of the IIF SV-1, the GPS constellation consists of 31 operational satellites. The idea is to keep newer satellites covering the primary slots. As the older satellites age, the Air Force will move them out of the constellation and replace those primary slots with new vehicles. "In a way it's a constant transition as we continue to field newer and more capable vehicles," Colonel Manor said. That constant transition into newer, more technologically advanced satellites has allowed the GPS wing, 2nd SOPS and 19th SOPS to exceed the required accuracy performance for GPS. "We are exceeding the required sub-6 meters at 98 percent accuracy standard," Colonel Manor said. "We advertise that we are sub-3 meters on average, which is the most accurate GPS signal in the history of the program... so we're crushing the sub-6 meter requirement for our global users." It's important to note the system's improving performance because military and civilian users world-wide have come to rely heavily on GPS. Not since the invention of the radio has a free utility affected so many people on such a wide and varied scale. Sure, GPS service was initially designed and used for a military purpose, but its civilian uses and popularity have brought the Air Force into an increasingly public arena. GPS satellites provide combat capability for military applications, as well as ground vehicle and aircraft navigation aids. Civilians also use GPS as timing and navigation aids, plus they rely on GPS for power-grid management, banking, stock market transactions and cell-phone service. The drawback comes when entities experience problems with GPS. With so many people and organizations relying on the service these satellites provide, the Air Force and GPS organizations become prime targets when problems arise with GPS. This past January, news reports surfaced concerning a problem with a new military-use GPS receiver manufactured by a private contractor. "There is a tendency to immediately identify the satellite or the broadcasted navigational signal as being at fault," Colonel Manor said. "But, we monitor our satellites and their signals 24 hours a day, seven days a week. We have a crew position specifically identified, our payload system operator, to monitor the performance of the signal globally to ensure it's of highest quality. If there is an issue with a satellite or the broadcast signal, we take immediate actions to rectify the problem." The GPS Operations Center receives 75 to 100 requests each week for various levels of support. Its primary mission is to support military users, providing them with information to take full advantage of the modernized utility of the GPS signal. "Any time a civil user of GPS reports a loss of GPS signal, we provide a current status of the GPS constellation and provide additional information to help them determine the cause of their outage," said 1st Lt. Caitlyn Diffley, 2nd SOPS payload systems operator. "The vast majority of the time, I'd say 99 percent, the outage is related to some issue with the receiver unit, such as software glitches or installation issues." Colonel Manor said in this most recent case, the issue involved a decryption problem with a specific vendor, which affected a specific military-use receiver. He described the issue as something similar to the way a computer experiences slower processing speed when a user opens too many applications at one time. "If you have a lot of applications open and you try to open a high-megabit power-point document for example, your computer may get bogged down - and that's what happened with this contractor's receiver. Its ability to process or decrypt the new signal causes it to bog down, and by the time it is able to decrypt, it loses its link with the broadcasted signal," he said. This specific problem was fixed within six weeks. Through a partnership, the GPS wing, 2nd SOPS, 19th SOPS, the 50th Space Wing and the Air Force developed a solution through what is known as an iKey. Basically, the receiver is instructed to recognize the new signal as an old one. Military and warfighter operations were not affected during the receiver's down time, and redundant systems and work arounds allowed the military to operate with GPS at all times. The most recent launch of the new IIF satellite represents the first of 12 IIFs scheduled for launch in the next few years. After a 3-4 month checkout of the new satellite, the vehicle will enter the operational constellation and begin broadcasting its navigation signal to users. The next IIF launch is anticipated for November of this year.

Case Neg – SSA = Weaponization 
Turn: SSA is focused on weaponization and the development of ASAT capabilities

Nardon 7 (Laurence, Senior research fellow, in charge of the United States Program and the Space Policy Program, “Space Situational Awareness and International Policy” October 2007)
The different actors on the U.S. scene interpret the raison d’être of SSA differently. First of all, SSA is the first step of space weaponization plans currently devised by the Pentagon. Since space acquired a strong role in tactical military operations (i.e. since the 1991 Gulf War), the necessity of protecting existing space assets has been recognized. Space weapons will protect telecommunication, observation or navigation satellites systems that support military actions. Since the Air Force has secured the main budgets for space programs acquisition, USAF texts are most commonly quoted. Experts refer mainly to the Strategic Master Plan of the Air Force Space Command.3 The text plans a three-phase weaponization of space over the next 15 years: 1. Monitoring the space environment is the first step of space weaponization plans and relies on Space Situational Awareness per se. SSA systems are already in place through a network of ground-based telescopes and radars called the Space Surveillance Network (SSN) and operated by the USAF Space Command (AFSPC). There are plans to modernize the current SSN system and to complement it with various in-orbit telescopes4 as well as innovative detection systems on-board future satellites.5 2. Defensive Counterspace (DCS) aims to protect the fleet of U.S. satellites. Current techniques focus on hardening the satellites against electronic jamming. After 2018, further means should be available, such as in-orbit maneuvering capabilities, launch-on-demand capacities (within days or a few weeks), satellites redundancy and smallsats constellations. 3.Offensive Counterspace (OCS) indicates the capacity to attack other nations satellite systems. The only operational systems today are a few electromagnetic pulse (EMP) jamming systems. Ambitious development projects are listed in the USAF report, mentioning lasers and in-orbit ASATs, that could be operational as soon as 2025.6 they will target all existing satellites systems.
