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Even America has accepted Galileo is better – Foreign counterbalancing in Satellite technology is inevitable – no benefit to GPS

James Andrew Lewis, a senior fellow and director of the Technology and Public Policy Program at CSIS, 04 [“Galileo and GPS: From Competition to Cooperation”, Center for Strategic and International Studies, June, pdf mcG]
U.S. space policy in the 1990s was also shaped to a considerable extent by nonproliferation goals and a tendency to define other nations’ space programs as an undesirable ‘proliferation’ that should be opposed. The predominance of nonproliferation in the thinking about post-Cold War U.S. foreign and security policy hampered and distorted efforts at cooperation in space. The emphasis on nonproliferation also reinforced a U.S. predisposition to prevent others from acquiring advanced military capabilities, a predisposition that fit nicely into European concerns over ‘monopolization.’ In any case, it is not clear that even if the U.S. had pursued greater international involvement in GPS it would have been enough to overcome the larger European political imperative for independence. Thus, although the enunciated policy of the U.S. by the mid-1990s was to seek cooperation with other nations in the peaceful use of global satellite navigation systems, this policy masked important internal debates as to the merits of co-opting or forestalling foreign programs rather than cooperating with them. The chief dilemma for a policy of forestalling foreign programs is that it does not work. The U.S. underestimated the political commitment of foreign governments to create indigenous space programs. Europe, Japan, China, and India have decided to make the growth of national satellite capabilities a priority. These governments, and others, will continue to invest in space programs to enhance national pride and avoid a U.S. monopoly in space and satellites. The global spread of technology means that they can obtain the capability to build and satellites for navigation (as well as imagery and communications) without U.S. technology or support. While the official U.S. policy was to pursue cooperation in satellite navigation, there were elements in the U.S. government that would have preferred not to see Galileo move forward. U.S. concerns with the proposed European system revolved around both security and commercial issues, but the security issues are more important for understanding the U.S. reaction to the European initiative.7 The fundamental reasons for this were concerns that Galileo would degrade U.S. military capabilities and provide improved capabilities to potential opponents. The goal of U.S. national space policy is to ensure that the United States continues to have capabilities in space that are superior to any potential opponent. Although U.S. spending on space and satellites dwarfs that of other nations, the Americans came to the uncomfortable realization that Galileo would provide services superior to GPS. The most important issues that threatened U.S. interests were: 

Lockheed Martin Will Deliver GPS III on time in 2014 – focused on meeting interval requirements – Squo solves all GPS problems

Michael Friedman, media contact for Lockheed Martin, 11 [“Lockheed Martin GPS III Team Completes Key Flight Software Milestone”, Lockheed Martin, March 15th, http://www.lockheedmartin.com/news/press_releases/2011/0315_ss_gps.html mcG]
NEWTOWN, Pa., March 15th, 2011 -- The Lockheed Martin-led team developing the U.S. Air Force’s next generation Global Position System, known as GPS III, has successfully completed the program’s first major flight software integration milestone at the company’s software integration laboratory in Newtown, Pa. The test event successfully integrated the initial flight software builds and flight-like computer processors for the satellite bus On-Board Computer (OBC), the Navigation Payload Mission Data Unit (MDU) and the Communications Payload Thin Communications Unit (TCU). The successful test demonstrated the ability to communicate between the GPS III satellite bus, network communications and navigation elements, and is a key step in reducing risk for the program’s flight software development. “The entire government/industry team is focused on delivering GPS III affordably and efficiently to meet the ever-expanding needs of the nearly one billion GPS users worldwide,” said Keoki Jackson, Lockheed Martin’s GPS III program manager. “Completion of this flight software milestone demonstrates our continued positive momentum and is another step forward in reducing risk and increasing mission assurance for this vital program.” The GPS III team will now work to fully qualify the flight software prior to integration on the GPS Non-Flight Satellite Testbed (GNST), which will serve as the program’s ground pathfinder and vehicle demonstrator for the first complete GPS III satellite. The entire GPS III development and production sequence will utilize the GNST to provide space vehicle design level validation; early verification of ground, support, and test equipment; and early confirmation and rehearsal of transportation operations. The GPS III team successfully completed the program’s Critical Design Review (CDR) in August 2010, and is proceeding steadily in the manufacturing phase. Having completed more than 50 percent of the program’s Manufacturing Readiness Reviews (MRRs) and now with completion of the first major flight software milestone, the team is on track to deliver the first GPS IIIA spacecraft as planned in 2014. GPS III will improve position, navigation and timing services and provide advanced anti-jam capabilities yielding superior system security, accuracy and reliability. The first increment, in a planned three increments, GPS IIIA will deliver signals three times more accurate than current GPS spacecraft and provide three times more power for military users, while also enhancing the spacecraft’s design life and adding a new civil signal designed to be interoperable with international global navigation satellite systems. The GPS constellation provides critical situational awareness and precision weapon guidance for the military and supports a wide range of civil, scientific and commercial functions - from air traffic control to navigation systems in cars, cell phones and wristwatches. GPS is increasing productivity in areas as diverse as farming, mining, construction, surveying, package delivery and supply chain management. The system is also enhancing public safety by reducing response times for ambulances, firefighters and other emergency services.
GPS III will replace our failing GPS system – Solves vulnerabilities to Military Operations and Civil Commerce

Global Security 09 [“GPS III / GPS Block III”, April 3, http://docs.google.com/viewer?a=v&q=cache:hOuZpwQAFbIJ:www.ligis.org/index2.php?option%3Dcom_content%26do_pdf%3D1%26id%3D105+IIF+Capabilities+%E2%80%9CPlus%E2%80%9D&hl=en&gl=us&pid=bl&srcid=ADGEESik2aWv53RmuXxceOtaMTAGGxQwTuQidobAFHvOyqSo94p58ogOH94CxbFBXiCq0I52qrNyo6R2lFdFf6iyvQ1ePtrgzDtshG7JIoueACDKaPmU61GEvldooFxhYj301ZmDmias&sig=AHIEtbQiRx6G4R12GNsmO1d_tK5PEfsssg&pli=1 mcG]
Navstar Global Positioning System (GPS) is a space-based radio positioning, navigation, and time (PNT) distribution system. The GPS Block III Space and Control Segments include, but are not limited to, advanced concept development, systems engineering and analysis, satellite systems development, the study of augmentation systems, control segment development, user equipment interfaces, training simulators, Integrated Logistics Support (ILS) products, and developmental test resources. GPS III, will give new navigation warfare (NAVWAR) capabilities to shut off GPS service to a limited geographical location while providing GPS to US and allied forces. GPS III will offer significant improvements in navigation capabilities by improving interoperability and jam resistance. The procurement of the GPS III system is planned for multiple blocks, with the GPS IIIA portion currently underway. GPS IIIA includes all of the GPS IIF capability plus up to a ten-fold increase in signal power, a new civil signal compatible with the European Union&rsquo;s Galileo system, and a new spacecraft bus that will allow a growth path to future blocks. The global, around-the-clock availability of navigation and precise time transfer provided by GPS of course rests largely on the mission capability of the NAVSTAR satellites. As the legacy of GPS ages, so do many of these satellites. As of 2002 the constellation of 27 operational GPS satellites consisted of three different generations, or block types. Specifically, the constellation included 3 Block II, 18 Block IIA, and 6 Block IIR vehicles. Of the 21 older II/IIA satellites, 20 were past their contracted mean mission duration of 6 years, and 17 are past their design life of 7.5 years. Moreover, of all the satellites, 13 were one component away from mission failure, and nine are one component away from bus failure. As the community charts the future of the satellite constellation, in terms of modernization and GPS III, the overall age of the constellation unavoidably forces program managers into tough decisions related to balancing the longterm goals of system enhancement with the short-term needs of mission sustenance. Current plans call for modifying the last 12 of the third-generation GPS satellites, Block IIR, by adding more power, a second civil signal and a new, more robust military signal. The fourth-generation satellite, Block IIF, was under development. This spacecraft will have many improvements over its predecessors to include longer life, improved reliability, more power, and a third civil signal capable of satisfying safety-of-life requirements for civil aviation. The first GPS IIF launch was scheduled for 2008. These new satellites will broadcast two new civil signals: one of which was introduced in 2003, the other in 2007. The added signals will increase the robustness of the civil service and improve accuracy to 3-5 meters. The generation after next will be composed of GPS III satellites, which will include all of the legacy capabilities, plus the addition of high-powered, anti-jam military-code, along with other accuracy, reliability, and data integrity improvements. Plans are being formulated to conduct an architecture study for the next-generation satellite navigation system, GPS III, capable of meeting military and civil needs through 2030. This jam resistant, modernized version of the world&rsquo;s greatest free utility will be developed and delivered to ensure the US has the most precise and secure positioning, navigation and timing capability. The GPS III program objective is to develop and deploy an improved systems architecture for the NAVSTAR Global Positioning System (GPS) to assure reliable and secure delivery of enhanced position, velocity, and timing (PVT) signals for the evolving needs of GPS civil and military users. GPS III eliminates numerous existing shortcomings and vulnerabilities inherent in the current GPS architecture that threaten to severely impact vital civil commerce, transportation, public safety, as well as military operations in the future. 
US – EU relations are on the brink – only cooperation on GNSS can bring them back

James Andrew Lewis, a senior fellow and director of the Technology and Public Policy Program at CSIS, 04 [“Galileo and GPS: From Competition to Cooperation”, Center for Strategic and International Studies, June, pdf mcG]
Can the Galileo/GPS negotiations serve as a model for transatlantic cooperation, either in space or in other security-related areas, as an integrated Europe slowly emerges? Europe and the U.S. share common values, but we are in a period of strong dissonance. On the political level, relations remain strained. The recent G-8 meeting suggests that leaders recognize the need to repair relations, but don’t really have any good ideas on how to go about doing this. Washington has not done a good job of managing relations, and the problems over Iraq are a symptom of larger tensions. Neither side has done an adequate job of addressing how to redefine transatlantic relations for a very different kind of world. There are new tensions as Europe pursues integration, and these will continue as Europe moves ahead with its great project of integration. On the industry-to-industry level, more cooperative arrangements would be in everyone’s economic, political and strategic interest. In an ideal situation, the governments of the United States and Europe would work together to preserve and nurture a transatlantic technology and industrial base capable of meeting twenty-first century challenges. In practice, however, this turns out to be very difficult to achieve. There are some difficult problems, including budget disparities and competitive industry restructuring. There is also a long-standing and apparently irresolvable problem with U.S. export controls on technology transfers. The American emphasis on homeland security does not help matters, as it makes it difficult for foreign scientists to get visas, or for U.S. companies to work across international borders. The positive note here is that on the level of space policy, on the level of cooperation between space agencies and scientific communities, we have a very strong foundation on which to build. There is a long history of joint programs in the peaceful exploration of space, both with the International Space Station and with the many unmanned missions. Galileo/GPS extend this cooperation into new commercial and security areas. Space exploration could be an area that we can use to build a new kind of transatlantic partnership. The U.S. was able to partner with the Soviets in space explorationheight of the cold war, so it should be able to partner with Europe now. In June, the President’s Commission on Implementation of United States Space Exploration Policy (the Aldridge Commission) recommended that NASA build international partnerships. International cooperation is an integral part of the new American thinking for civil space. However, the terms of the Commission’s recommendation are different from the Galileo/GPS model for cooperation. The Commission suggested that cooperation will depend on how well partners fit in to the larger U.S. space plans and missions. Galileo/GPS was a negotiation among equals. Europe wants to be an equal partner, but Americans ask whether it is willing to spend the money to do this in areas other than satellite navigation. 
Relations solve disease break out and multiple existential threats
Steinberg, 3 (James B., Vice President and Director, Foreign Policy Studies, The Brookings Institution, Survival, Summer, vol. 45, no. 2, p. 113-46)
Both the United States and Europe face new global threats and opportunities that, in almost every case, can be dealt with far more successfully if we act together. Transnational threats, from terrorism and international crime to environmental damage and disease pose an increasing danger to our well being. Porous borders and the extraordinary global flows of goods, money, people and ideas facilitate the spread of economic opportunity - but also foster the proliferation of technology for weapons of mass destruction. Weak states threaten our security as much as powerful ones. Ocean and land barriers offer little protection. Non-state actors - from business and NGOs to terrorists and money-launderers - play an increasingly influential role. In the place of geopolitics, a new ‘global politics’ is required to address the threats and opportunities that affect us all. If we can work together, we are likely to be far more successful at meeting the new global threats, and preserving our freedom and prosperity, than if we try to achieve these goals alone.

The Impact is extinction

Hobart Mercury, 2k  October 14 , p. 11d
Infectious diseases are a bigger threat to human survival than war, medical experts meeting in Hobart were told yesterday. University of Sydney clinical professor of surgery Sydney Nade said the growing resistance of infectious diseases to antibiotics could result in epidemics the likes of which have not been seen for generations. The World Health Organisation had documented how once life-saving medicines were increasingly having as little effect as a sugar pill. “There are just a few organisms which remain sensitive to penicillin,” he told a meeting of the Australian Orthopaedic Association.
EXT: GPS III Coming In Squo
Airforce launching GPS III in the status quo
Global Security 09 [“GPS III / GPS Block III”, April 3, http://docs.google.com/viewer?a=v&q=cache:hOuZpwQAFbIJ:www.ligis.org/index2.php?option%3Dcom_content%26do_pdf%3D1%26id%3D105+IIF+Capabilities+%E2%80%9CPlus%E2%80%9D&hl=en&gl=us&pid=bl&srcid=ADGEESik2aWv53RmuXxceOtaMTAGGxQwTuQidobAFHvOyqSo94p58ogOH94CxbFBXiCq0I52qrNyo6R2lFdFf6iyvQ1ePtrgzDtshG7JIoueACDKaPmU61GEvldooFxhYj301ZmDmias&sig=AHIEtbQiRx6G4R12GNsmO1d_tK5PEfsssg&pli=1 mcG]
The Air Force is pursuing a "Block" approach to GPS III space vehicle (SV) development and the next generation control segment (OCX) to rapidly respond to warfighter capability requirements. The Block acquisition approach follows the "Back to Basics" space program acquisition philosophy which focuses on mitigating cost and schedule risk through a lower risk incremental delivery of mature technologies. This approach, consistent with the National Security Space (NSS) 03-01 Acquisition Policy, focuses on mission success and on time delivery. In parallel with these activities, the GPS III SV program and OCX continued their Phase A and Program R&D Announcement (PRDA) risk reduction activities until contracts are awarded. The Air Force will acquire eight GPS IIIA satellites in this competition and plans to begin launches in 2013. Eight GPS IIIB, and 16 GPS IIIC satellites are planned for later increments, with each increment including more capabilities based on technical maturity. When fully deployed, the GPS III constellation will enable a cross-link command and control architecture, allowing the entire GPS constellation to be updated from a single ground station instead of waiting for each satellite to orbit in view of a ground antenna as well as a new spot beam capability for enhanced M-Code coverage and increased resistance to hostile jamming. All of these enhancements contribute to improved accuracy and assured availability for military and civilian users worldwide.
Lockheed Martin Was already contracted for GPS III – system to go up in 2014

Global Security 09 [“GPS III / GPS Block III”, April 3, http://docs.google.com/viewer?a=v&q=cache:hOuZpwQAFbIJ:www.ligis.org/index2.php?option%3Dcom_content%26do_pdf%3D1%26id%3D105+IIF+Capabilities+%E2%80%9CPlus%E2%80%9D&hl=en&gl=us&pid=bl&srcid=ADGEESik2aWv53RmuXxceOtaMTAGGxQwTuQidobAFHvOyqSo94p58ogOH94CxbFBXiCq0I52qrNyo6R2lFdFf6iyvQ1ePtrgzDtshG7JIoueACDKaPmU61GEvldooFxhYj301ZmDmias&sig=AHIEtbQiRx6G4R12GNsmO1d_tK5PEfsssg&pli=1 mcG]
The Navstar GPS Block III Space Vehicle Program (GPS III) awarded a sole source Cost Plus Fixed Fee (CPFF) contract modification to Lockheed Martin Integrated Systems & Solutions contract FA8807-04-C-0001 for a period of 01 November 2007 to award of GPS III Satellite Production contract. Lockheed Martin can provide this without the Government incurring substantial duplication of costs that are not expected to be recovered through competition or unacceptable delays in fulfilling the agency's requirements (10 USC 2304(c)(1)). This action added approximately five months to the existing GPS III Phase A contract and built upon Lockheed Martin?s current GPS III Space Vehicle Risk Reduction and System Definition effort scheduled to conclude November 2007. Under the contemplated contract action, Lockheed will provide demonstration of lower-level design maturity and analysis of critical technologies and engineering integration processes to ensure time-certain development. Lockheed Martin will also provide key updates to the SDR baseline to ensure functional and performance allocations are complete and traceable from space system level to sub-system level. This includes functional and performance requirements flowdown to incorporate evolving requirements as identified in the July 2007 Joint Requirements Oversight Council GPS III Capability Development Document. Other key products include a mature space system design and navigation payload sub-system design consistent with the contractor's prime item specification and SMC military specifications and standards. Lockheed Martin will provide necessary Life Cycle Cost Estimates (LCCE) updates consistent with a high confidence, low risk capability insertion program plan for a FY2014 launch availability and additional LCCE for an accelerated launch availability before FY2014; and mature contractor GPS definition and design products to support on-going Independent Program Assessment and Independent Cost Assessment for the December 2007 KDP-B. The long anticipated award of the GPS III space segment contract for space vehicles and GPS payloads was anticipated on 17-18 April 2008. The contract is potentially worth $1.8 billion for the first eight "Block A" GPS III satellites. The first of the new satellites is to be launched in 2014. The Air Force planned to use a single prime contractor for eight GPS IIIB spacecraft, and 16 GPS IIIC space vehicles. Loren Thompson, an analyst with Lexington Institute, said it was "highly likely" that Lockheed Martin rather than Boeing would win the GPS III contract. His reasoning was that Lockheed Martin had performed better on the GPS-IIR satellites it built than Boeing had on the GPS-IIF, which is over-budget, behind schedule and it seemed "to be facing technical hurdles," according to Thompson. 

EXT: GPS III Solves

GPS III solves US space leadership and Military needs in the squo– Increased Power and Nuclear Detection 

Global Security 09 [“GPS III / GPS Block III”, April 3, http://docs.google.com/viewer?a=v&q=cache:hOuZpwQAFbIJ:www.ligis.org/index2.php?option%3Dcom_content%26do_pdf%3D1%26id%3D105+IIF+Capabilities+%E2%80%9CPlus%E2%80%9D&hl=en&gl=us&pid=bl&srcid=ADGEESik2aWv53RmuXxceOtaMTAGGxQwTuQidobAFHvOyqSo94p58ogOH94CxbFBXiCq0I52qrNyo6R2lFdFf6iyvQ1ePtrgzDtshG7JIoueACDKaPmU61GEvldooFxhYj301ZmDmias&sig=AHIEtbQiRx6G4R12GNsmO1d_tK5PEfsssg&pli=1 mcG]
GPS III enhances U.S. leadership in space-based navigation by meeting the stated Presidential goal of establishing GPS as a world standard. GPS III supports the Federal Radionavigation Plan and will be fully interoperable with all current global radionavigation systems. The GPS III system also incorporates the Nuclear Detonation Detection System (NDS) and provides a potential platform for supporting additional synergistic payloads and services. The Government intends to use an evolutionary development approach. This approach includes using a modular open systems architecture, standard interfaces and protocols, and continuous technology refresh, to incrementally improve system capabilities with a low risk of GPS service interruption. The next-generation GPS III system is expected to have about 500 times the transmitter power of the current system, multiplying its resistance to jamming. With a constellation of 30-32 satellites, GPS III will have Second and Third Frequencies to contain civilian signal, (L2 = 1227.60 MHz) & (L5 = 1176.45 MHz), more robust signal transmissions, and provide real-time unaugmented 1 meter accuracy. The GPS III program includes an integrated space segment (SS) and control segment (CS) system that incorporates the Nuclear Detonation Detection System (NUDET) and defines the Signal-in-Space (SIS) to User Equipment (UE) interface. The system should provide a best value solution with the flexibility to anticipate and respond to future military and civilian needs. The GPS III security infrastructure should provide user access to and protection of the entire system. The GPS III system should facilitate the incorporation of additional mission capabilities (i.e. Blue Force Tracking (BFT), Search and Rescue (SAR) missions, etc.). By 2001 it was envisioned that initial launches would take place around 2005 with complete replacement by 2011. By 2002 the first launch had slipped to the year 2009. Program funds support engineering studies and analyses, architectural engineering studies, trade studies, systems engineering, system development, test and evaluation efforts, and mission operations in support of upgrades and product improvements for military and civil applications necessary to support efforts to protect U.S. military and allies' use of GPS. 
AT: Relations Inevitable

GPS-Galileo cooperation is uniquely key to relations – our evidence is reverse causal – no alt causes

James Andrew Lewis, a senior fellow and director of the Technology and Public Policy Program at CSIS, 04 [“Galileo and GPS: From Competition to Cooperation”, Center for Strategic and International Studies, June, pdf mcG]
Old models for partnership in space, like the International Space Station, will no longer work The U.S., while still predominant, can no longer assume that this predominance confers leadership. Europe, on the other hand, cannot simply assert that it should be treated as an equal, but must be willing to demonstrate equality by the commitment of adequate resources. The U.S. (most recently in the Aldridge commission Report) holds up the Joint Strike Fighter (JSF) as the preferred model. Joint Strike Fighter is the old model for cooperation – Americans develop and own a plan, Europeans can pay for it and participate. Some European speakers have said that ‘shared autonomy’ should be the new model for cooperation. Shared autonomy implies much less than partnership, however, and would be a considerable diminution in transatlantic relations. Neither approach will produce full cooperation. Europe and the U.S. are at a decision point for activity in space. The evolution of a common European security and defense identity creates both challenges and opportunities. Absent a clear vision on how to move ahead, a diminution in transatlantic cooperation is possible. This outcome would not serve the interest of either Europe or the U.S. It is still unclear if the agreement on Galileo/GPS compatibility was a last gesture of a declining transatlantic partnership or the beginning of a new model for cooperation, but Galileo/GPS shows that partnership remains possible. The habit of cooperation remains strong and the political and diplomatic structure is there to build it, if certain conditions can be met. Continued progress requires a better recognition by both sides of the value of partnership and a political decision in both Brussels and Washington to pursue it. 

***ISR 
1NC Frontline

Turn - Plan increases incentive for electronic warfare attacks

Clay Wilson, Specialist in Technology and National Security Foreign Affairs, Defense, and Trade Division, 07 [“Network Centric Operations: Background and Oversight Issues for Congress”, CRS report for Congress, march 15, pdf]

U...S. military forces may be vulnerable to electronic warfare attacks, such as Electromagnetic Pulse (EMP), which is an instantaneous, intense energy field that can overload or disrupt at a distance numerous electrical systems and high technology microcircuits, which are especially sensitive to power surges. A single, specially designed low-yield nuclear explosion high above a local battlefield area can produce a large-scale electromagnetic pulse (EMP) effect that could result in widespread disruption of electronic equipment, without any fatalities due to blast or radiation. A similar EMP effect on a more limited scale could also be produced by using a high- power microwave device, triggered by a conventional explosive.55 Commercial electronic equipment is now used extensively to support logistics to support the operation of complex U.S. weapons systems. For example, a large percentage of U.S. military communications during Operation Iraqi Freedom was carried by commercial satellites, and much military administrative information is currently routed through the civilian Internet.56 Many commercial communications satellites, particularly those in low earth orbit, reportedly may degrade or cease to function shortly after a high-altitude EMP attack.57 Special shielding could reduce this vulnerability in future commercial satellites. However, the current vulnerability of high technology equipment and communications to the effects of EMP could create a new incentive for other countries, or terrorists and extremists, to develop or acquire electronic warfare weapons.

GIG grid infeasible – technology too expensive and not there
Erik Dahl, PhD candidate Tufts University and assistant professor of national security affairs at the Naval Postgraduate School, 05 [“NET-CENTRIC BEFORE ITS TIME”, Naval War College Review, Autumn 2005, Vol. 58, No. 4, pdf]
At least one of those challenging answers does involve a great deal of technol- ogy. Notably, NCW has inspired a major Department of Defense (DoD) effort to create a secure global information network called the Global Information Grid, or GIG—also referred to as the “war net.” Press reports indicate it may cost hun- dreds of billions of dollars and take two decades to build, and even Vint Cerf, one of the fathers of the Internet and a consultant on the war net, worries that it may not be realistic: “This is sort of like Star Wars, where the policy was, ‘Let’s go out and build this system,’ and technology lagged far behind.” 82 The Defense Depart- ment’s supporters argue the GIG will play a central role in transforming the U.S. military into a net-centric force, but the Government Accountability Office ar- gues that “while DoD’s vision of the GIG is compelling, the breadth and depth of the GIG and DoD’s objectives for netcentric warfare, present enormous chal- lenges and risks—many of which have not been successfully overcome in smaller-scale efforts and many of which require significant changes in DoD’s culture.” 83 

Plan makes china threat more likely

Clay Wilson, Specialist in Technology and National Security Foreign Affairs, Defense, and Trade Division, 07 [“Network Centric Operations: Background and Oversight Issues for Congress”, CRS report for Congress, march 15, pdf]

NCO Technology Transfer The global diffusion of technology will lead to the eventual loss of the monopoly position now enjoyed by U.S. forces using sophisticated networks and communications equipment. The United States may eventually face adversaries equipped with COTS technologies that provide many NCO capabilities. Technology transfer and offshore outsourcing may also increase the number of foreign-nationals who are experts in newer Internet technologies and software applications (See Appendix A, The Transition from IPv4 to IPv6). Does the Administration’s strategy pay sufficient attention to possible national security issues related to technology transfer? What controls does DOD have in place regarding offshore subcontracting that ensure security? Several potential adversaries reportedly have a military strategy that focuses on engaging the United States asymmetrically, rather than with conventional forces. China, for example, is reportedly tailoring its military capabilities to directly, or indirectly, undermine U.S. technological advantages.160 Does the Administration’s strategy for implementing NCO pay sufficient attention to asymmetric threats and growth of technology skills in other countries? How is DOD working with industry to find ways to protect software against cyber threats, including those possibly related to offshore outsourcing of R&D and information technology services? Several policy options that may reduce risk to the effectiveness of NCO due to growth of technology skills in foreign countries may include (1) encourage companies to maintain critical design and manufacturing functions inside the U.S., (2) encourage highly skilled individuals to relocate to areas in the U.S. where industries are in need of technical professionals, or (3) encourage U.S. high technology workers to update and increase their set of job skills.161 

IPv6 means ISR fails
Clay Wilson, Specialist in Technology and National Security Foreign Affairs, Defense, and Trade Division, 07 [“Network Centric Operations: Background and Oversight Issues for Congress”, CRS report for Congress, march 15, pdf]

Possible Vulnerabilities U.S. military forces, to save time and expense, sometimes connect staff at multiple locations to the DOD secure SIPRNET network by using an encryption technique known as tunneling, which lets users traverse a non-secure network to access a top-secret one. For example, Marine Corps staff recently began using tunneling through the non-classified NIPRNET to extend the DOD classified SIPRNET to 47 sites in the Marine Forces Pacific Command.174 However, during OIF as much as seventy percent of NIPRNET traffic reportedly was routed through the civilian communications infrastructure. This means that when there is need for a high volume of U.S. military communications, security may be partly dependent on reliability of IPv6 equipment found in the civilian infrastructure and in commercial satellites.175 Countries with emerging communications infrastructures, and purchasing the latest commercial network equipment, may also be the home countries of those best able to exploit IPv6 technical vulnerabilities. If this includes countries where the United States may be involved in military activity, hostile groups with appropriate technical knowledge of IPv6 vulnerabilities may be positioned to attempt to interfere with U.S. military communications.
***NCW
1NC Frontline

IPv6 inevitable – Globe Telecom

GMA News 6/23/11 [“Globe Telecom goes for IPv6”, GMA News, http://www.gmanews.tv/story/224279/technology/globe-telecom-goes-for-ipv6]

As the world prepares for the eventual depletion of IPv4 addresses, local telecom firm Globe Telecom has taken steps to ensure that its system will be ready for the next-generation IPv6 network. Globe said that it has taken part in the World IPv6 Day last June 8 by enabling a website that can be accessed via IPv4 and IPv6. The World IPv6 Day is a global initiative by telecom networks, internet service providers and content providers to test their network's capability to run content over the IPv6 network. Internet companies such as Google, Facebook, Yahoo!, Akamai and Limelight Networks joined more than 1,000 participating websites in the global-scale trials of the new protocol. Compared to IPv4 addresses which contain only 32-bits (an example would be 192.168.0.1), IPv6 has a 128-bit address space, which means it can accommodate more IP addresses to be used by Internet-connected devices. The new protocol was created on account of the rapid depletion of IPv4 addresses around the world, bolstered by the quick uptake of IP-enabled devices such as tablets and smartphones. As of the latest count posted on Globe's IPv6 website, there are approximately 1.3 million IPv4 addresses left in the world. "With the transition to IPv6 the Internet will be able to support more users, devices with wireless or wired access, and web services, and to sustain its growth," Globe said. "[IPv6] will enable enterprise customers to have more public IP addresses to allocate within their organization as the IPv4 nears exhaustion," it added. Globe said that its core network is now IPv6-ready, which will allow its users to access both IPv4 and IPv6 websites. "[Globe] has also initiated IPv6 peering with top global carriers and content distribution networks," it said. Through its participation with the World IPv6 Day, Globe said that it was able to check for any access problems "that can be resolved as IPv6 is enabled on a large scale."

Data-Dependence turns all their NCW arguments
Clay Wilson, Specialist in Technology and National Security Foreign Affairs, Defense, and Trade Division, 07 [“Network Centric Operations: Background and Oversight Issues for Congress”, CRS report for Congress, march 15, pdf]

The Office of Force Transformation [http://www.oft.osd.mil/] has indicated that 

DOD must continue to refine the rules and theory of network centric operations through simulation, testing, and experimentation. This section notes that although some experiences have shown that networking may increase certain advantages in warfare, other experiences may also indicate that relying on information systems can sometimes lead to unexpected results. Information-Age warfare is increasingly path-dependent, meaning that small changes in the initial conditions will result in enormous changes in outcomes. Speed is an important characteristic for NCO because it enables a military force to define initial conditions favorable to their interests, and then pursue a goal of developing high rates of change that an adversary cannot outpace.182 To this end, whenever data- links are employed between military units and platforms, digital information can be shared and processed instantaneously, which produces a significant advantage over other military units that must rely on voice-only communications. Examples that illustrate this advantage are found in several training exercises conducted in the 1990’s between Royal Air Force jets equipped with data-links, referred to as Link-16, and U.S. Air Force jets with voice-only communications. A series of air-to-air engagements showed that the RAF jets were able to increase their kill ratio over the U.S. jets by approximately 4-to-1. Other training engagements, involving more than 12,000 sorties using 2-versus-2, or 8-versus-16, aircraft showed that jets equipped with Link-16 increased their kill ratio by 150 percent over those aircraft having voice-only communications. Similar results were seen in training exercises involving Navy and Army units equipped with new networking technology.183 However, some observers believe that important military decisions may not always lend themselves to information-based rational analysis.184 They argue that the military services, national security establishment, and intelligence community have not thoroughly studied the risks associated with a data-dependent military doctrine. Issues raised by these observers include the following: (1) Information flows may be governed by a diminishing marginal utility for added effectiveness. Quantitative changes in information and analysis may lead to qualitative changes in individual and organizational behavior that are sometimes counter-productive. (2) An information-rich, opportunity-rich environment may shift the value of the information, redefine the mission objectives, and possibly increase the chances for perverse consequences. In 1999, large-scale army experimentation with better visualization of the battlefield resulted in surprises such as requests for up to five times the normally- expected amounts of ammunition. Instead of concentrating on only critical targets, the experimental army units were overwhelmed with the vast array of potential targets they could now see. The unprecedented requests for larger quantities of ammunition caused logistical failures. More information did not assure better decision-making, but rather it exposed doctrinal flaws.185 A similar effect was observed in later experiments conducted as part of the Network Centric Operations Conceptual Framework. Ammunition was expended at a faster rate, possibly because more information creates a target-rich environment. These observations imply a possibly greater demand for logistics support.186 Issues raise by other observers of data-driven systems are: (3) Reliance on sophisticated information systems may lead to management overconfidence. (4) Different analytical interpretations of data may lead to disagreements among commanders about who is best situated to interpret events and act on them. The past economic under-performance of many hedge fund organizations and other technology firms that have employed very sophisticated network centric management techniques may serve as examples to caution DOD against over-reliance on data-driven military information systems. For example, Long-Term Capital Management (LTCM), a highly-leveraged multi-billion dollar hedge fund, and Cisco Systems, a well-respected high-tech firm, both used sophisticated systems to track market conditions and expand their data-driven “situational awareness” to gain and maintain competitive advantage. However, in 1998 a U.S. government-led consortium of banks bailed out LTCM after its trading losses put the entire world’s financial system at risk of meltdown. Also, in 2001 Cisco was forced to take a $2.25 billion inventory write-down. While there is yet no professional consensus explaining these poor performance problems, many analysts agree that the presumed excellence of information systems may have invited managerial over-reliance, and that over- reliance led to overconfidence. Executives may have ignored unambiguous external signals in favor of their own networked data.187 Finally, some believe that more information imposes a higher degree of accountability on actions. Failure to minimize casualties or protect civilians may be digitally reviewed and used to politicize flawed military decisions.
NCW not effective – enemies will use new strategies – hurts US more than them

Clay Wilson, Specialist in Technology and National Security Foreign Affairs, Defense, and Trade Division, 07 [“Network Centric Operations: Background and Oversight Issues for Congress”, CRS report for Congress, march 15, pdf]

Underestimating our Adversaries. NCO relies heavily on deployment of a network of sensors to detect movement and position of both friendly and enemy forces. However, a study by the Rand Corporation in 2002 concluded that, “...as remote assets become more capable, it is likely that a future [enemy] force will develop counter technologies and become more sophisticated at cover, concealment, deception, and electronic warfare. Taking all of these into consideration, the net effect may actually be a decrease of knowledge and ultimately of situational awareness on the battlefield.”34 Our adversaries in Iraq and Afghanistan have taken actions to directly bypass U.S. NCO sensors, and to negate the usefulness of U.S. high technology NCO weapons. Examples include (1) use of suicide bombings and Improvised Explosive Devices (IEDs); (2) hostile forces intermingling with civilians used as shields; or (3) irregular fighters and close-range snipers that swarm to attack, and then disperse quickly.35 Other possible uses of technology by adversaries of the United States to attack NCO capabilities may include use of (1) powerful directed energy devices to disrupt commercial satellite signals;36 (2) smaller directed energy devices to burn out computer circuits at a distance,37 and (3) malicious computer code to subvert controls for complex weapon systems.
Transition to NCW is dangerous and destroys successful fighting capabilities
Erik Dahl, PhD candidate Tufts University and assistant professor of national security affairs at the Naval Postgraduate School, 05 [“NET-CENTRIC BEFORE ITS TIME”, Naval War College Review, Autumn 2005, Vol. 58, No. 4, pdf]
The main caution that the story of the Jeune École offers for advocates of NCW and American defense transformation, then, is not that they may be wrong in their assessments of the trends influencing military force in the twenty-first century but that they may be right, too early. They may be ahead of their time technologically; critics have often charged that network-centric war- fare relies on untested technical and engineering concepts. 104 But the compari- son with the Jeune École shows that it may be even more dangerous to be ahead of one’s time strategically. In France in the 1880s not even the combination of a brilliant innovator and the latest technical advances was able to challenge suc- cessfully the traditional school of naval warfare. Critics today charge that NCW has also misjudged the changing nature of war. Loren B. Thompson, for exam- ple, believes that it is “time to set aside the network-centric ideology and recog- nize the many ways in which war has not changed.” 105 Advocates of network-centric warfare explicitly tie their revolution to the in- formation age; the Department of Defense report to Congress on NCW, for ex- ample, states, “Warfare takes on the characteristic of its age. NCW continues this trend—it is the military response to both the challenges and the opportunities created by the Information Age.” 106 But just as the Jeune École misjudged the speed at which naval warfare was changing in the late 1800s, today’s transforma- tion advocates may find they have invested too much in expensive and complex systems like the Global Information Grid, to the detriment of traditional mili- tary systems and capabilities. The Jeune École found that its confidence in the revolutionary nature of submarines and torpedoes was premature, and in the same way today’s military transformation supporters may find that information networks and precision guided munitions will not change warfare as quickly as they would hope. The history of the Jeune École reminds us that no new idea or innovative technology, no matter how prophetic, can change the nature of war- fare on its own. It also suggests that if network-centric warfare fails, it is not likely to do so because it mimicked the Jeune École too closely but because it too could not judge the temper of its times.
Turn – increased speed of NCO outpaces soldiers – draws out wars and risks inaccurate information

Clay Wilson, Specialist in Technology and National Security Foreign Affairs, Defense, and Trade Division, 07 [“Network Centric Operations: Background and Oversight Issues for Congress”, CRS report for Congress, march 15, pdf]

Overconfidence about the Effectiveness of NCO. Proponents of NCO say that shared situational awareness enables collaboration and self-synchronization and enhances speed of command, which increasing mission effectiveness. Critics, however, are concerned that dangerous assumptions are being made by military planners about how future forces will benefit from “information dominance” to such a degree that fewer soldiers will be needed, or that U.S. forces will not require as much protection because they will be able to act ahead of enemy action. They believe that the doctrine of “see first, act first”, that underlies NCO, may be flawed because the tempo of operations may outpace the ability of U.S. forces to assess and respond.28 While a network may provide better access to information, usually about the activities of one’s own side, that information may not be complete and may not necessarily enable an accurate understanding of the situation. They have indicated that sensor-based situational awareness may not reflect an accurate picture of operational reality.29 Other observers say that the military leadership’s commitment to NCO may stifle useful criticism from operational commanders. These observers question whether the U.S. military is constructing it forces to prepare to fight the type of wars they want to fight, and rather than the wars they are likely to fight. For example, if NCO is intended to make wars short in duration, then inferior adversaries may likely try to draw U.S. forces into a protracted conflict of lower intensity, and will seek to win merely by avoiding defeat, while U.S. political will dissolves as expenses mount. The inferior opponent may avoid superior U.S. firepower by simply denying a target for our complex and sophisticated weapons.30 

Hurts coin and warfighting capabilities

Clay Wilson, Specialist in Technology and National Security Foreign Affairs, Defense, and Trade Division, 07 [“Network Centric Operations: Background and Oversight Issues for Congress”, CRS report for Congress, march 15, pdf]

Reduced Effectiveness for Urban Counter-Insurgency Operations. Some military researchers say that opponents using guerilla tactics can significantly reduce the value of high-technology security measures, and that the utility of NCO can be less certain in urban counter-insurgency operations.31 When NCO is employed against conventional forces, a sensor detects a target, passes information to a decision- making process, the most effective weapon available is selected, and the target is engaged. However, when opponents hide behind walls, in sewers, or inside buildings, they may be difficult for NCO sensors to detect. If the enemy is better at concealment than U.S. forces are at finding them, then our forces may also become more vulnerable.32 Some observers report that during Operation Iraqi Freedom (OIF), in order to understand the enemy, U.S. forces had to “go out and meet them on the ground”, meaning that effective reconnaissance often required engaging the enemy in close combat. These observers say that interviews with OIF warfighters suggested that modern surveillance technology did not alter that condition, and in some instances did not “...provide forces in Iraq in Spring 2003 and onwards with very much insight on the opposing forces”.33 This suggests that DOD should perhaps reexamine several of its basic assumptions about NCO and the power of technology for surveillance and information dominance. 
Absent an effective hearts and mind strategy the lack of faith from the public drives instability, corruption, and the threat of terrorism

Grant, Governance, Strategy & Terrorism Section Director at The Henry Jackson Society, 10 [George Grant is the Governance, Strategy & Terrorism Section Director at The Henry Jackson Society, the author of a number of briefing papers with relevance in this field, including an analysis of the political, economic and philosophical drivers of radical Islamism in the Muslim World as well as a report on China’s rise in Africa, and what it means for the continent’s democratic and economic prospects, Masters Degrees in History, “Succeeding in Afghanistan,” Henry Jackson Society: Project for Democratic Geopolitics is a crosspartisan, British think-tank, 2010, http://www.worldsecuritynetwork.com/documents/Succeeding_in_Afghanistan.pdf]

The argument that has run throughout this report is not only that the conflict in Afghanistan needs to be won, but that it can be won also. The means by which this success can be brought about is through the pursuit of a properly resourced counterinsurgency strategy, such as the one NATO and the Afghan government are seeking to implement at present. This strategy, correctly and methodically applied, offers the best hope of winning the support of the people of Afghanistan, a condition without which success will be impossible. The reason why there was so little progress in Afghanistan between the commencement of operations on 7 October 2001 and the start of the troop- surge at the beginning of 2010 was because too much emphasis was placed on eliminating insurgents, with not enough emphasis on eliminating the conditions that give rise to them in the first place.  This report has argued that winning the hearts and minds of people is not impossible, particularly not when the alternatives are the Taliban or the warlords, but that it will require three conditions to be put in place. First, the Afghan people need to believe that the government can win. Second, they need to believe that the government can put in place the necessary security framework to ensure that neither they nor their families will be at risk of retribution if they do support the government. And third, the Afghan people must believe that the government offers them and their children a better future. A counterinsurgency strategy offers the best hope of providing these three conditions because it makes clearing and then actually holding ground - in order that a secure environment can be established where reconstruction can take place - a fundamental prerequisite of success. This distinguishes it from more conventional methods of warfare, where clearing an area merely entails eliminating the enemy in that area before moving onto the next one, without necessarily holding the ground, or creating working structures of authority in its place. This means of warfare is extremely resource intensive, in terms of men, money and time, which   explains its unpopularity. Unfortunately, as history has shown in conflicts from Malaya to Iraq, and now in Afghanistan also, counterinsurgency, as the name implies, is the best way to counter insurgency. Indeed, the evidence coming out of Afghanistan at present, in regions such as Sangin, suggests that this strategy can work, and is starting to do so. Moreover, though the resources required for the counterinsurgency approach are unquestionably extensive in the short-term, in the long-term this approach is undoubtedly more resource efficient, since it offers the possibility of lasting - as opposed to merely temporary - progress.  The purpose of this report has not been to provide a definitive analysis of all aspects of the conflict in Afghanistan, but to frame them through the lens of the counterinsurgency approach, and explain why this strategy is the one most likely to deliver progress.  It has also been important to emphasise the necessity of good governance as a central component of effective counterinsurgency, in addition to the military and reconstruction aspects. Unless the government behaves within the law, and is seen to do so, it will find it extremely difficult to persuade ordinary Afghans to support it, and to behave within the law themselves. It is also a vital component to success in Afghanistan that the conflict is seen as legitimate in the eyes of the publics of those foreign governments involved in the conflict. Without this legitimacy, it will be impossible for those governments to commit the time and resources to Afghanistan that are necessary to succeed. In order to succeed in Afghanistan it is not necessary to create Hampshire in Helmand. Rather forces must remain until such time as the economic and security infrastructure in the country has become sufficiently developed that withdrawal does not precipitate collapse, but the steady continuation of this development under Afghan auspices.  It must also be understood that the Taliban are not the unified entity that they are often portrayed to be, but a frequently divided consortium of competing interests. Motivationally and operationally, very real differences exist within the insurgency, which can and must be exploited. Convincing those insurgents who fight for pragmatic reasons, such as poverty, lack of opportunity, and resentment at the corruption and failings of the government, will require the application of much the same principles of counterinsurgency that need to be applied to win the population generally. These insurgents, who make up the majority, are not irreconcilable, but they do need to be offered a viable alternative to conflict for the future, as well as   to be certain that if they do lay down their arms, they will not be mistreated at the hands of the government. As for negotiations with the ideological hardcore, these must only take place from a position of strength, such as can be brought about if the counterinsurgency approach is properly applied.  Finally, it is imperative to emphasise the costs of failure, which will extend far beyond Afghanistan if they are allowed to materialise. Failure in Afghanistan would greatly hinder Western counter-terrorism efforts and could be disastrous for regional security, particularly in neighbouring, nuclear- armed Pakistan. Moreover, the message that would be sent out to terrorist movements worldwide - that the West can be taken on and overcome by violent means - would generate dangerous reverberations that go well beyond the immediate context of Afghanistan. It must be re-emphasised that the argument that withdrawal from Afghanistan will reduce the threat of terrorism to the United Kingdom and its allies is a false one. Al-Qaeda and those who share its ideology do not hate the West for where it is, but for what it stands for. The West was not in Afghanistan on 11th September 2001, and nor will its being absent from Afghanistan make attacks of that magnitude less likely in the future. Not even the strategic absurdity of complete Western withdrawal - socially, economically, politically and militarily - from every Muslim-majority country on earth would placate groups such as al- Qaeda, in fact the reverse is true. Whether in Afghanistan, Pakistan, the Middle East or beyond, the surest way for the West to reduce the threat of terrorism is to use its considerable influence in these places to promote positive development in the form of economic opportunities, democracy, respect for human rights and the rule of law. It is the absence of these things that generates the disillusionment and anger amongst ordinary people that enables extremist and violent movements to sustain themselves.  Last, but by no means least, this report has argued that premature withdrawal from Afghanistan would be a tremendous betrayal both of the Afghan people and all those who have given so much, including their lives, to bringing progress to the country. It is simply unacceptable to intervene in Afghanistan and remain there for such a prolonged period, only to leave the job unfinished. Such an outcome would be doubly intolerable because it is also unnecessary. Defeat in Afghanistan is not inevitable. On the contrary, if the United Kingdom, the United States and others retain their commitment to Afghanistan, and continue to pursue the counterinsurgency approach being applied at present, then success will not be such a distant prospect as so many seem to think.
NCW trades off with ground focus – ground centric strategy is the key internal to Military Dominance and Heg
Frederick Kagan 06 [“The U.S. Military's Manpower Crisis”, Foreign Affairs, Vol. 85, No. 4 (Jul. - Aug., 2006), pp. 97-110, Jstor]
Already, the change has borne fruit. The U.S. armed forces are now extremely good-and far better than the competition-at locating and destroying targets from thousands of miles away. At the level of soldiers fighting other soldiers, the advantage is less pronounced: in Iraq, the enemy has been able to kill a number of U.S. soldiers, although it has been virtually incapable of preventing the U.S. military from either striking any target it chooses or retaliating in kind. From a business perspective, then, it seems to make sense to reduce investment in soldiers and increase investment in target-and-strike systems, since these yield what looks like a higher marginal return. This is precisely the logic that a number of supporters of network-centric warfare have used to argue their case. The problem with this approach is that unlike a corporation a mil itary cannot safely decide that it will not compete in certain "markets," such as land warfare. Nor can it necessarily rely on "profits" in the air power "market" to offset "losses" in ground combat. And given the fact that victory in most wars requires the occupation of the enemy's territory, or at least a convincing threat of occupation, the U.S. military must continue to compete in the land-power "market," however poor the "marginal returns" of land combat might be compared to those of combat using airpower. "Reinforcing success" by reallocating resources away from ground forces (and from those elements of the ground forces that provide capabilities different from airpower) will only create vulnerabilities that enemies will exploit. This is especially so given the very different nature of competition in war versus in business. Businesses compete against one another but do not attempt to infiltrate and physically, psychologically, or organizationally destroy one another. Success is measured in profit, and profit can frequently be better raised by increasing internal efficiency rather than by harming a competitor. In business, efficiency directly translates into success. The same is not so in war. After all, military organizations are designed to destroy one another as a prerequisite to achieving some larger purpose. Efficiencies within a military organization do not contribute to the attainment of this goal directly. They do so only indirectly, by freeing up resources that may or may not be used to achieve the objective. But how those freed-up resources are used, not the efficiency of that use, is the only measure that will actually tell in conflict. The competition between military organizations is there fore central to war in a way that competition between companies is not central to business. If one military opts out of a "market," it simply creates a vulnerability that another military can-and inevitably will-use to harm it. 
Ground Centric Strategy only way to ensure readiness – plan is illusory
Frederick Kagan 06 [“The U.S. Military's Manpower Crisis”, Foreign Affairs, Vol. 85, No. 4 (Jul. - Aug., 2006), pp. 97-110, Jstor]
GROUND FORCES perform a wide variety of tasks. It is the ability to control territory and populations, however, that is land power's unique contribution to war in this high-tech age. Only soldiers are discriminating enough, in terms of both judgment and the capa bilities of their weapons, to mix with an enemy's population, identify the combatants intermingled with that population, and accomplish the critical tasks of governance and reorganization that are so essential in persuading an enemy government to surrender. These are not functions that can be usurped by airpower, by computerization, or by mechanization in any way-at least not until robots with real cognitive abilities can be fielded. In the meantime, military occupation and population control will remain human endeavors and will be less amenable to technological enhancement than any other aspect of war. It has long been true that one soldier with a radio (and access to artillery or air support) can kill a large crowd. If the aim is to control that crowd without killing it, however, hundreds of soldiers are required, no matter how good their technology. The size of the ground force needed to control conquered territory is determined by the size of that territory, the density of its population, and the nature and size of the resistance, not by the nature of the soldiers' weapons. When it comes to reor ganizing or building political, economic, and social institutions, there is no substitute for human beings in large numbers. The idea that technological improvements in the U.S. ground forces, such as the army's Future Combat Systems, will be able to reduce dramatically the number of soldiers necessary for missions similar to those in Iraq or Afghanistan is therefore illusory and unrealistic. As long as war remains a process of human beings interacting with one another-as all irregular warfare is-the land-power "market" will require a heavy investment in people. 

EXT – Data Dependence Fails

Turn—Information overreliance means the mission fails

Clay Wilson, Specialist in Technology and National Security Foreign Affairs, Defense, and Trade Division, 07 [“Network Centric Operations: Background and Oversight Issues for Congress”, CRS report for Congress, march 15, pdf]

Overreliance on Information. Some observers state that huge information resources may be overrated as an asset for creating effective military operations, and that important military decisions may not always lend themselves to information- based rational analysis.38 They argue that discussions of military transformation have been overwhelmingly focused on the rewards of information, and that the military services, national security establishment, and intelligence community have not thoroughly studied the risks associated with data-dependent military doctrine.39 Some issues raised by these observers include: (1) Reliance on sophisticated information systems may lead to management overconfidence.40 (2) Quantitative changes in information and analysis often lead to qualitative changes in individual and organizational behavior that are sometimes counter- productive; e.g., as information technology reveals more targets, ammunition may be expended faster, leading to greater dependence on logistics support.41 (3) An information-rich, opportunity-rich environment may shift the value of the information, redefine the mission objectives, and possibly increase the chances for perverse consequences. (See Appendix C, Perverse Consequences of Data- Dependent Systems.) 
EXT – NCW Hurts Interoperability

Turn – complexity of NCW means interoperability fails – attempts to solve make the problem worse

Clay Wilson, Specialist in Technology and National Security Foreign Affairs, Defense, and Trade Division, 07 [“Network Centric Operations: Background and Oversight Issues for Congress”, CRS report for Congress, march 15, pdf]

Military systems and software are becoming increasingly complex. Software is used to process sensor data, identify friend and foe, set targets, issue alerts, coordinate actions, and guide decisions for manned and unmanned combat vehicles on land, sea, and in the air. For example, observers estimate that at least 31 million lines of computer code will be required to operate the Army Future Combat System.43 Also, many military combat systems which now operate as stand-alone equipment will eventually be tied into network systems.44 However, as complexity grows, components of networked systems may sometimes process information received from other systems whose capabilities, intentions, and trustworthiness are not always known.45 A recent article published by the Carnegie Mellon Software Engineering Institute about the growing complexity of military computerized systems argues the following: With modern complex systems of systems, most systems are described as “unbounded” because they involve an unknown number of participants or otherwise require individual participants to act and interact in the absence of needed information. For the complex systems of systems being constructed today and defined for the future, it is no longer possible for any human or automated component to have full knowledge of the system. Each component must depend on information received from other systems whose capabilities, intentions, and trustworthiness are unknown. Unbounded systems of systems are fast becoming the norm in many of the most demanding military and commercial applications. These include command-and-control systems, air traffic control systems, the electric power grid, the Internet, individual aircraft, enterprise database systems, and modern PC operating systems. For example, in net-centric warfare as applied by U.S. troops at the beginning of the current war in Iraq, agility and rapid progress were achieved by direct interactions among ground troops, helicopters, artillery, and bombers using equipment whose designs did not anticipate such usage and the accompanying mission changes. Most systems of systems use their component systems in ways that were neither intended nor anticipated. Assumptions that were reasonable and appropriate for individual component systems become sources of errors and malfunction within systems of systems. As a result, the individual systems – and the system of systems as a whole -- acquire vulnerabilities that can be triggered accidentally by normal actions of users and automated components, or exploited consciously by intelligent adversaries. Often when problems of interoperability arise in complex systems, there is a tendency to try to gain greater visibility, to extend central control, and to impose stronger standards. Not only are these actions ineffective in complex systems, they also increase the likelihood of certain kinds of accidents, user errors, and other failures. What are called normal accidents are inherent and occur naturally in complex systems. The frequency of normal accidents increases with the degree of coupling in systems. Coupling is increased by central control, overly restrictive specifications, and broadly imposed interface standards. Developers of systems of systems should strive for loose coupling.46 

EXT – Not Scientifically Proven

NCW not scientifically proven

Clay Wilson, Specialist in Technology and National Security Foreign Affairs, Defense, and Trade Division, 07 [“Network Centric Operations: Background and Oversight Issues for Congress”, CRS report for Congress, march 15, pdf]

NCO Theory Remains Scientifically Untested. Proponents say that a growing body of evidence highlights a very strong relationship between information advantage, cognitive advantage, and increased lethality and survivability at the tactical level.23 DOD has conducted several exercises to demonstrate the effectiveness of network centric strategies to improve success in combat scenarios.24 However, some researchers warn that thorough testing of NCO concepts is vital before systems are deployed25, and others argue that NCO theory may manifest important and pervasive flaws.26 These researchers state that “...the theory of network-centric warfare...cannot substantiate a claim to scientific status, despite its mesmerizing transformational luster”. They also state that “...the [NCO] thesis simultaneously overstates the promise of information and communications technology, while being incapable of adequately realizing the great potential the technology does offer.”27 Their argument is that NCO theory has several paradoxes, including: (1) no proper definition of NCO yet exists, but proponents claim that experimentation supports the NCO hypothesis, (2) experimental evidence equally supports multiple alternative explanations for potentially improved performance with networking, and (3) the conclusions of proponents are based on an invalid notion of knowledge development, known as “inductivisim”. These researchers maintain that a close examination of the structure of repeated NCO experiments shows that the only hypothesis that has actually been tested is a refutation of the theory that networks cannot yield improvements. Finally, these researchers have asked how it can be possible for faults to remain unrecognized despite troubling results found through critical review and testing. They warn that contemporary military theory may be encouraging NCO proponents to seek confirmation and ignore refutation of their ideas. 

EXT – Transistion Fails

Technological based RMA Fail – Empirics

Erik Dahl, PhD candidate Tufts University and assistant professor of national security affairs at the Naval Postgraduate School, 05 [“NET-CENTRIC BEFORE ITS TIME”, Naval War College Review, Autumn 2005, Vol. 58, No. 4, pdf]
If commentators today agree that the Jeune École was a failed attempt at a revolution in military affairs, they disagree over what caused that failure and what lessons, if any, it holds for contemporary military planners. Two schools of thought can be seen in the literature. The first, and predominant, view holds that Aube and his followers were misguided in their overemphasis on technology; it sees the movement as an anomaly, with nothing posi- tive to teach today’s military. The second school of thought is that the Jeune École offered truly valuable and innovative ideas but that for technical, tactical, a nd s t r a t e g i c r e a s ons t h ey co ul d no t b e i mp l e- mented—that it was, in effect, an RMA before its time. Milan Vego, one of the few scholars to make an ex- plicit comparison between the Jeune École and NCW, has expressed the first view. For Dr. Vego, who is criti- cal of network-centric warfare for placing too much emphasis on tactics and technology, “NCW bears a striking resemblance to various discarded theories of war fashionable over the last two centuries.” NCW, he writes, the Jeune École emerged as a re- sponse to rapid technological changes in warfare and espoused the nett i ng of naval forces (i n i ts case, through the telegraph and signal stations). Aube mistakenly felt that technology made moral factors irrelevant; many of his ideas, such as about torpedo boats, did not work; and he and his followers tried fruitlessly to make up for their mis- takes with complex mathematical models. The result, in this view, was decades of disarray for the French Navy. 
EXT – NCW Fails – Open Sources
NCW inevitably fails - DOD’s relies on Open-Sourced systems

Clay Wilson, Specialist in Technology and National Security Foreign Affairs, Defense, and Trade Division, 07 [“Network Centric Operations: Background and Oversight Issues for Congress”, CRS report for Congress, march 15, pdf]

Military computers are continuously threatened by attack from hackers, or others with malicious intent. One example of a hacker attack is the British programmer, Gary McKinnon, who reportedly used commercially-available off-the-shelf software in several attacks through the Internet to successfully penetrate hundreds of military computers, causing measurable damage,47 and forcing portions of several military network to shut down temporarily.48 Also, in Afghanistan, stolen military portable computer drives, some containing classified data and software, were recently discovered for sale in the streets, in public markets, and in local shops.49 There is growing controversy about whether the U.S. military should rely on general purpose “open-source” commercial computer software for the command, control, and communications functions in advanced defense systems for tanks, aircraft and other complex equipment. An example of open-source code is the popular computer operating system known as Linux, which has been developed by a worldwide community of programmers who continuously add new software features by building on each others’ openly-shared source code. Subscriptions can be purchased from different commercial vendors who will provide technical support for specific versions of the Linux open-source software. In contrast, proprietary code created by other commercial vendors is called “closed-source”, and includes software products such as Microsoft Windows. Both open-source and closed-source products which are supported by commercial software vendors are commonly referred to as commercial-off-the-shelf (COTS). However, open-source software appears much less expensive than proprietary software, and the reputation it has earned for general soundness and reliability is helping open-source software gain acceptance by different government organizations and the global business community. NSA has researched a secure version of Linux, but it is not clear that all military computer systems that use Linux are restricted by the results of that research.50 Some experts believe that open-source software violates many security principles, and may be subverted by adversaries who could secretly insert malicious code to cause complex defense systems to malfunction. Other computer experts disagree, stating that precisely because Linux is openly reviewed by a worldwide community of contributing programmers, it has security that cannot easily be compromised by a foreign agency. The open review by many contributors acts as a safeguard against insertion of malicious code. A recent study by the Defense Information Systems Agency (DISA) states that DOD currently uses a significant variety of open-source computer software programs, and concluded that open-source software is vital to DOD information security. This is partly because many information security tools used by DOD are built using open- source code, and effective counterparts are not available from proprietary COTS products. The study also states that DOD web services and DOD software development would be disrupted without continued use of open-source software. This is because many tools that are basic to web design and software development are based on open-source code.51 Experts at the Naval Post Graduate School reportedly have stated that “software subversion” can only be avoided by using “high-assurance” software that has been proven to be free of any malicious code.52 Because of the added development rigor and intensive test procedures required to achieve such proof, high-assurance software would cost considerably more than open-source software.53 However, researchers at the Massachusetts Institute of Technology have reportedly found that as the complexity of a system increases, additional testing does not always reduce the number of vulnerabilities that can remain hidden in computer software.54 
EXT – Ground Centric Tradeoff

Focus on NCW trades off with Ground Forces – Kills Heg

Frederick Kagan 06 [“The U.S. Military's Manpower Crisis”, Foreign Affairs, Vol. 85, No. 4 (Jul. - Aug., 2006), pp. 97-110, Jstor]
GROUND FORCES are expensive. Soldiers must be recruited, equipped, housed, fed, trained, and transported-whether they are fighting or not. The expense is protracted, since soldiers receive retirement and health-care benefits even after they leave the service and for the rest of their lives (as do their dependents). As noted above, these factors have been exacerbated by the well-intentioned efforts of the Bush administration to improve the quality of life in the military in order to bolster troop retention. The cost of an individual soldier is now so high that some analysts claim it is im possible to field large ground forces anymore. These critics claim that economies must be sought and that economies can only come from the increased use of technology. But arguments for the efficiency of technology frequently obscure the real costs of relying on it. Like troops, aircraft and other weapons systems come with significant life-span costs that far exceed their sticker prices. There is the R & D required to develop the technology, which usually takes years, sometimes decades, to produce a single usable product (the F-22 program, for example, was begun in 1986). There is the need to maintain large stores of spare parts, ammunition, and fuel. There are modernization and upgrade costs, since most major weapons systems remain in circulation for decades. The truth is that buying an advanced new weapons system, such as the F-22, involves the same sort of long-term costs as a brigade of soldiers. Indeed, the United States will probably have to continue spending money on the F-22 well after all of today's soldiers have retired. 

EXT – TSAT doesn’t solve NCW
NCW requires 16 gigabits per second – TSAT Fails This Requirement

Maurice M. McKinney, Major, USAF, 07 [“Transformational Satellite (TSAT) Communications Systems. Falling Short on Delivering Advanced Capabilities and Bandwidth to Ground-Based Users”, Air Command and Staff College, Wright Flyer Paper No. 27, July, pdf mcG]

The United States military relies heavily on the use of sat- ellite bandwidth as a part its overall strategy in winning cur- rent and future battles. For example, during Desert Storm the US military forces numbered 542,000 and had 99 megabits per second (Mbps) of satellite bandwidth available.2 In Opera- tion Enduring Freedom/Operation Iraqi Freedom (OEF/OIF) bandwidth rose to 3,200 Mbps while US forces were reduced to 350,000.3 Now, DOD planners are projecting the need for approximately 16 gigabits per second (Gbps) of bandwidth to support a large, joint-service operation by 2010.4 This study’s thesis is that the real-time intelligence, sur- veillance, and reconnaissance (ISR) capabilities provided by TSAT will not be sufficient to serve the ground-based por- tion of the communications network supporting NCW. To validate this proposition, this study will begin by identifying TSAT’s and other space-based systems’ advanced capabili- ties that will enable NCW. Then the minimum requirements for DOD ground-based NCW will be discussed and finally, alternatives sufficient to deliver advanced capabilities and bandwidth to the future war fighter will be recommended.

EXT – No Tech

TSATs technology is not available 

TOMÁS A. PAGÁN, Department of Army Civilian, 09 [“SPACE AND AIRBORNE COMMUNICATIONS FOR THE FUTURE FORCE”, Army War College, Strategy Research Project, pdf]

Transformational Satellite Communications System (TSAT). TSAT is still the vision of where GEO communications needs to go. The requirements were derived with network centric operations in mind: it accommodates the disadvantaged user, and it provides very high capacity cross links for reach back. Like all space systems these days, TSAT was the subject of an acquisition debate where technical risk and cost growth concerns and associated schedule issues caused the program to significantly slip resulting in its cancellation by the Department of Defense.21 The actual availability for important GEO capabilities such as assured communication on the move and “bandwidth to the edge” is somewhat uncertain. Although TSAT is likely to be outside the cost envelope of previous systems because of the requirements, experience has demonstrated that GEO communications satellites are on the order of $300M each.22

EXT – IPv6 Fails
IPv6 fails – DNS latency problems

Wolfgang Gruener, technology journalist and analyst, 11 [“Google: Don’t Use IPv6, For Now”, ConceivablyTech, June 17, http://www.conceivablytech.com/7994/business/google-dont-use-ipv6-for-now]

As IPv4 addresses will be running out this year, a transition to IPv6 cannot be avoided this year. With the results of the first massive global test pouring in, Google noticed that the IPv6 DNS lookup times are punishing users with a latency increase of up to 146%. The obvious IPv6 advice: Wait and see. Chrome software engineer Mike Belshe posted the first set of average DNS lookup times experienced by Chrome users. It’s not a small sample – Belshe claims it’s the average of hundreds of millions of measurements and it’s not a particularly encouraging sight, even if the causes could potentially be fixed easily. He found that Windows users are hit with a latency increase of 43%, while Mac users are seeing their latency jump by 146%, if they are using an IPv6 address on their system. There is no clear answer as to what causes the increase in latency at this time, but it is more than likely related to the fact that both IPv4 and IPv6 DNS queries have to be processed. Belshe noted that serial queries will take longer by default, but there is also a performance penalty if the requests are issued in parallel. He found an indication that all computers, independent of their performance level, are hit equally as the highest-performing Windows and Mac computers posted a latency increase greater than 100% on avaerage. It is a no-brainer that the industry will have to do further research and eliminate potential IPv6 performance issues. The advice to users, however, is clearly to wait and not jump on IPv6 immediately. Belshe said that “performance-sensitive” users should be “cautious about assigning” a global IPv6 address on their computers as their browser will switch into IPv6 lookup mode and face a “40-100% increase in DNS latency”. Translation: Don’t use a client-side IPv6 address if you don’t have to at this point, unless you enjoy waiting for your websites to load. The Internet Society and more than 400 websites tested IPv6 for 24 hours on June 8. There were no major hiccups reported. More than 75% of the participating organizations continued their IPv6 implementation for two more days, while it now seems than about 70% decided not to deactivate their IPv6 availability. According to the Internet Society,”the vast majority of users was able to access services as usual, but in rare cases, users experienced impaired access to participating websites during the trial.”

***Aerospace
1NC Frontline
Their Certainty Internal Link Claims are bogus – Aerospace Industry is the most successful industry in the US – no risk of collapse

Jonathan Chesebro is an International Trade Specialist for Manufacturing and Services within the International Trade Administration. He is a member of the Aerospace Team and focuses on analysis and promotion of the aerospace industry, 6/16/11 [“U.S. Aerospace Industry Goes Big at the 2011 Paris Air Show”, Tradeology, http://blog.trade.gov/2011/06/16/u-s-aerospace-industry-goes-big-at-the-2011-paris-air-show/]
On June 20, the Department of Commerce and the global aerospace industry will descend upon Le Bourget Exhibition Center in Paris France for the 49th annual Paris Air Show (PAS), the world’s largest aerospace trade exhibition in 2011. Francisco Sánchez, Under Secretary of Commerce for International Trade, will lead the Department of Commerce delegation to support the President’s National Export Initiative (NEI) and the U.S. aerospace industry. The show attracts the participation of CEOs from the major U.S. and foreign aerospace companies as well as high-level government officials from around the world. SALON DU BOURGET 2009 THE PARIS AIRSHOW 2009 Salon du Bourget 2009 The Paris Airshow 2009 With over 2,000 exhibitors, 340,000 visitors, and 200 international delegations in attendance, the show provides the ideal opportunity for ITA to partner with U.S. industry to support NEI goals, advocate for U.S aerospace companies bidding on contracts and hold policy discussions with foreign governments. In addition, ITA will exchange views with Congressional and state delegations attending the trade show. The U.S. aerospace industry is internationally competitive and is the largest in the world. The industry includes the manufacturing of civil and military aircraft, missiles, space vehicles, and parts of all of the foregoing. Despite the lingering effects of the global economic downturn, the industry continued to show reasonable strength in 2010, contributing $78 billion in export sales to the U.S. economy. The industry’s positive trade balance of $44 billion is the largest trade surplus of any manufacturing industry and came from exporting 42 percent of all aerospace production and 72 percent of civil aircraft and component production. According to a 2008 study by the U.S. Department of Commerce, aerospace supports more jobs through exports than any other industry. The U.S. aerospace industry directly supports about 430,000 jobs and indirectly supports more than 700,000 additional jobs. In addition, U.S. aerospace workers are well-paid, earning 47 percent more than manufacturing workers generally Foreign firms are attracted to the U.S. aerospace market because it is the largest in the world and has a skilled workforce, extensive distribution systems, diverse products, and strong support at the local and national level for policy and promotion. Industry estimates indicate that the annual increase in the number of large commercial airplanes added to the worldwide fleet over the next 20 years will be 3.2 percent per year for a total of 30,900 valued at $3.6 trillion at list prices. The Commerce Department has been actively supporting U.S. aerospace industry competitiveness through a series of recent events. In June 2010, Assistant Secretary for Manufacturing and Services Nicole Lamb-Hale delivered keynote remarks during the “ExportNow: New Markets, New Jobs for Kansas” event where more than 150 companies, learned about the economic opportunities of international trade. U.S. aerospace companies Hawker Beechcraft Corporation and Spirit Aero Systems were among those in attendance, as well as the National Center for Aviation Training, which opened in 2010 and provides training in the areas of general aviation manufacturing and aircraft and power plant mechanics. Wichita is a major U.S. aerospace manufacturing cluster and is home to hundreds of aerospace companies that employ over 40,000 people. Another area where the Commerce Department is supporting U.S. aerospace industry competitiveness is in the area of foreign direct investment. In February 2010, Under Secretary Francisco Sánchez participated in the opening ceremony for a new Embraer assembly facility in Melbourne, Florida. Embraer is a Brazilian manufacturer of commercial, general aviation, and defense aircraft, and this new plant will employ up to 200 people from the area and represents a $50 million investment. This significant investment supports the President’s NEI goals since some of the facilities products will be exported. It also demonstrates the competitiveness of the U.S. aerospace industry in the global marketplace since Embraer chose to invest in the U.S. rather than in another market. ITA has also worked with Boeing’s Supplier Management Office to organize a webinar for U.S. aerospace companies that discussed how to participate in Boeing’s global supply chain, which includes over 22,000 small, medium, and large companies. In addition, ITA organized a webinar with Airbus procurement officials and over 200 companies where Airbus officials discussed the company’s procurement strategy and how U.S. companies can become part of its supply chain. The U.S. aerospace industry is a significant contributor to U.S. exports, jobs and economic growth, which is why the industry is a priority sector under the NEI. The more that U.S. aerospace companies export, the more they produce, and the more workers they need.
TSAT Trades off with AEHF 
James Mazol, Research Associate, 09 [“Considering the FY2010 National Space Budget”, Marshall Institute Policy Outlook, July, pdf mcG] 

The total request for “space-based and related systems” is $11.1 billion: $7 billion for satellites, $2.7 billion for support services, and $1.4 for launch services1; the overall request amounts to 3% above FY 2009 appropriations.2 The President’s proposal to cancel the Transformational Satellite Communications Satellite (TSAT) system is the most significant change within the national security space budget. Congress appropriated $805 million and $768 million for TSAT in FY 2008 and FY 2009, respectively.3 The President’s budget would use the savings from canceling TSAT to procure Advanced Extremely High Frequency (AEHF) satellites. Changes in satellite procurement schedules account for other notable shifts in the budget request. Procurement of satellites and launch services are typically funded two years prior to launch. The President increases the AEHF budget to $2.3 billion from $552 million in FY 2009 appropriations by canceling TSAT and procuring two AEHF satellites. The Space Based Infrared System (SBIRS) satellite budget decreases from $2.3 billion to around $1 billion by procuring only one satellite instead of the two procured with FY 2009 funding.4 This memorandum briefly identifies the President’s requested budgets for major national security space programs and compares the FY 2010 request to FY 2009 and FY 2008 appropriations. It also includes information regarding the House and Senate Armed Services Committees (HASC and SASC) markups to the President’s request. The HASC and SASC reported the revised bills out of committee for consideration of the House and Senate on June 18and July 2, respectively.

AEHF is just as big as a program – this is their 1AC evidence
Reuters, 8

[Andrea Shalal-Esa, “Satellite delay might hurt US Troops”, October 20, http://www.reuters.com/article/2008/10/20/us-pentagon-satellite-idUSTRE49J8IW20081020, NKN]
Congress has already told the Air Force to buy a fourth Advanced Extremely High Frequency (AEHF) satellite built by Lockheed, a program that is currently facing termination unless the Pentagon certifies it as essential to national security. Some officials wanted to buy a fifth and sixth AEHF satellite, but the Pentagon planned to continue work on TSAT, said the defense official. Another alternative might be to buy another wideband global satellite (WGS) built by Boeing. In both cases, restarting production of those satellites will be costly. The Air Force estimates the cost of the fourth AEHF satellite at $2 billion, far more than the previous satellites since some parts are no longer being produced.

AEHF is the most significant Lockheed Martin Project
Reuters 11 [Andrea Shalal-Esa, “Air Force, Lockheed in talks over aEHF satellite”, February 11, http://www.reuters.com/article/2011/02/15/lockheed-airforce-aehfsatellite-idUSN1517354220110215]
Feb 15 (Reuters) - The Air Force is in negotiations with Lockheed Martin Corp (LMT.N) about the financial impact of an engine failure that prevented the first aEHF satellite from reaching its correct orbit, said Major General John Hyten, director of space programs for the Air Force. He said Tuesday that final decisions would not be made until after the satellite reached the proper orbit in the fourth quarter of fiscal 2011 -- something that is now being accomplished with electric thrusters. Once it reaches the correct orbit the satellite, still faces a 4-month check-out phase. "It's going to significant," he told Reuters after a briefing on Tuesday, noting that the Air Force wanted to be sure the satellite actually worked once it reached the right orbit before reaching an agreement with Lockheed. (Reporting by Andrea Shalal-Esa; Editing by Gerald E. McCormick)

No wars from economic collapse
Morris Miller, economist, adjunct professor in the University of Ottawa’s Faculty of Administration, consultant on international development issues, former Executive Director and Senior Economist at the World Bank, Winter 2000, Interdisciplinary Science Reviews, Vol. 25, Iss. 4, “Poverty as a cause of wars?” p. Proquest

The question may be reformulated. Do wars spring from a popular reaction to a sudden economic crisis that exacerbates poverty and growing disparities in wealth and incomes? Perhaps one could argue, as some scholars do, that it is some dramatic event or sequence of such events leading to the exacerbation of poverty that, in turn, leads to this deplorable denouement. This exogenous factor might act as a catalyst for a violent reaction on the part of the people or on the part of the political leadership who would then possibly be tempted to seek a diversion by finding or, if need be, fabricating an enemy and setting in train the process leading to war. According to a study undertaken by Minxin Pei and Ariel Adesnik of the Carnegie Endowment for International Peace, there would not appear to be any merit in this hypothesis. After studying ninety-three episodes of economic crisis in twenty-two countries in Latin America and Asia in the years since the Second World War they concluded that:19 Much of the conventional wisdom about the political impact of economic crises may be wrong ... The severity of economic crisis - as measured in terms of inflation and negative growth - bore no relationship to the collapse of regimes ... (or, in democratic states, rarely) to an outbreak of violence ... In the cases of dictatorships and semidemocracies, the ruling elites responded to crises by increasing repression (thereby using one form of violence to abort another).

Economic decline doesn’t cause war

Ferguson 6

Niall, Professor of History @ Harvard, The Next War of the World, Foreign Affairs 85.5, Proquest
There are many unsatisfactory explanations for why the twentieth century was so destructive. One is the assertion that the availability of more powerful weapons caused bloodier conflicts. But there is no correlation between the sophistication of military technology and the lethality of conflict. Some of the worst violence of the century -- the genocides in Cambodia in the 1970s and central Africa in the 1990s, for instance -- was perpetrated with the crudest of weapons: rifles, axes, machetes, and knives.  Nor can economic crises explain the bloodshed. What may be the most familiar causal chain in modern historiography links the Great Depression to the rise of fascism and the outbreak of World War II. But that simple story leaves too much out. Nazi Germany started the war in Europe only after its economy had recovered. Not all the countries affected by the Great Depression were taken over by fascist regimes, nor did all such regimes start wars of aggression. In fact, no general relationship between economics and conflict is discernible for the century as a whole. Some wars came after periods of growth, others were the causes rather than the consequences of economic catastrophe, and some severe economic crises were not followed by wars
***Drones
1NC Frontline
TSAT doesn’t solve - can only provide to a small amount of links

Maurice M. McKinney, Major, USAF, 07 [“Transformational Satellite (TSAT) Communications Systems. Falling Short on Delivering Advanced Capabilities and Bandwidth to Ground-Based Users”, Air Command and Staff College, Wright Flyer Paper No. 27, July, pdf mcG]

As Military Information Technology explains, TSAT users fall into two broad categories: high-data-rate access users and low-data-rate access users. The HDR access provides a data rate of 2.5 gigabits to 10 gigabits per second through lasercom. However, only 20 to 50 or so of these links would be available, and they will most likely be dedicated to ma- jor intelligence, surveillance, and reconnaissance assets in space and in the air.44 As depicted in figure 5, others on the LDR end can still use about 8,000 simultaneous RF data links, which will provide connectivity to strategic assets and tactical users as well as the AISR platforms.45 The way TSAT is currently being promoted to the Army, Navy, Air Force, Marines, and Special Forces is wrong. Spe- cifically, TSAT is being promoted as the next-generation satellite that will provide high-bandwidth and advanced ca- pabilities to the war fighter, thereby removing “communica- tions as constraint” on the battlefield. What the promotional material should say is: TSAT is the next-generation satellite that will provide high-bandwidth and advanced capabilities to approximately 8,000 RF users and 20 to 50 near-space lasercom war fighters, thereby removing communications as constraint to users who will have the proper system ca- pabilities and authorization to access TSAT. 

Multiple Alt Causes to Pakistan Instability – civil unrest and sectarianism means collapse inevitable
Dominic Di-Natale, independent foreign and business correspondent, 11 [“Pak’s big step closer to destabilization”, Fox News, January 2nd, http://liveshots.blogs.foxnews.com/2011/01/05/paks-big-step-closer-to-destabilization/]

Pak’s big step closer to destabilization | ANALYSIS | ISLAMABAD, Jan 05, 2011 | The burial of Punjab provincial governor Salman Taseer took place this afternoon in Lahore, the home city of Pakistan's champion of liberalism. Thousands of police remain on high alert around the country. Tension will remain high over the coming days, with potential for further civil unrest countrywide as various factions will perceive the killing as having been political motivated. Sources tell Fox News that Taseer's bodyguard, a member of the Elite Force Guard, had previously told his colleagues that he intended to kill the governor for his support in reforming the nation's controversial anti-blasphemy law. The governor's entire security detail was taken into custody soon afterwards as an investigation seeks to ascertain if there was collusion among the force. Whether genuinely motivated by a personal grudge or engineered by any one of the country's many shady elements, as many people here suspect, the assassination has widened even further  the gaping secular-religious divide in Pakistan. Not only will it exacerbate the government's efforts to stem Islamic factions from attempting to directly influence the running of the country, this polarization brings Pakistan one significant step closer to total destabilization. This precarious democracy, re-established after the U.S.-engineered end of Pervez Musharraf's  military regime in 2007, is still in its infancy and civil disillusionment in the corrupt, ineffective political establishment is widespread. It is driving people towards extremist sectarian organizations, adding impetus to radicalism's inexorable rise here. The current situation has echoes of events that led to the escalation in violence witnessed since '08 in Iraq when the government there was deemed to have failed the people. Pakistan's government – and, most worryingly, the military – have been unable to contain an tenacious insurgency that stretches north to south of this nuclear nation. It has not been helped by radical infiltration of the security services nor public fury of the civilian casualties caused by U.S. drone strikes on militant positions in the Afghan border regions. Today's uncertainty will only encourage extremists while the authorities remain distracted by the political crisis. Indeed, they thrive in such an environment. Most especially, the Pakistan Taliban, whose mission it is to remove the pro-Western Islamabad government, will strive to exploit the disenfranchised public in the same way they did following the inadequate response by the ruling People's Party of Pakistan to July's floods. Pakistan's problems are myriad – a lack of law and order and a failed economy are now compounded by no clear leadership. A combination of political unrest and agitation from extremists would set Pakistan on an irreversible course towards a failed state, if indeed that hasn't already begun. 

Many factors preclude war in Pakistan –Deterrence, Treaties, and control of nukes
Malik ’03 [Mohan, The Stability Of Nuclear Deterrence In South Asia, Asian Affairs, Fall]

The presence of nuclear weapons certainly makes states exceedingly cautious; notable examples are China and Pakistan's postnuclear behavior. The consequences of a nuclear war are too horrendous to contemplate. Policymakers in New Delhi and Islamabad have a sound understanding of each other's capabilities, intentions, policies, and, more important, red lines, which they are careful not to cross. This repeatedly has been demonstrated since the late 1980s. Despite the 1999 Kargil War and the post-September 11 brinkmanship that illustrate the "stability-instability" paradox that nuclear weapons have introduced to the equation in South Asia,23 proponents of nuclear deterrence in Islamabad and New Delhi believe that nuclear deterrence is working to prevent war in the region. They point to the fact that neither the 1999 Kargil conflict nor the post-September 11 military standoff escalated beyond a limited conventional engagement due to the threat of nuclear war. So the stability argument is based on the reasonable conclusion that nuclear weapons have served an Important purpose in the sense that India and Pakistan have not gone to an all-out war since 1971.24 Just as nuclear deterrence maintained stability between the United States and the USSR during the cold war, so it can induce similar stabilizing effects in South Asia. Regarding the technical requirements of stable deterrence, questions about command, control, and safety procedures continue to be raised. Both Pakistan and India claim to have maintained tighter controls over their arsenal-it is not in their own interests to see antistate actors gaining control of nuclear technology. Both India and Pakistan publicly have declared moratoriums on further nuclear tests, and India's adherence to no-first-use (NFU) posture and confidence-building measures-such as prenotification of missile tests and an agreement not to attack each other's nuclear installations-promotes crisis stability. Devin Hegarty argues that this is responsible behavior in stark contrast to U.S.-Soviet nuclear options, including "deployment of tens of thousands of nuclear warheads, bombers flying on 24-hour alert status, and the nuclear safety lapses that characterized the superpower arms race."25 Post-September 11 measures to promote greater security and control over nuclear weapons and materials have been accorded the topmost priority. India's nuclear arsenal is firmly under the control of civilian leadership, and the Pakistani army always has retained the real authority over its country's nuclear weapons, regardless of who is head of state. Pakistan's military chain of command appears intact despite internal turmoil and reshuffling at the top of the government.26 The United States reportedly is considering offering assistance to ensure the physical protection of sensitive nuclear assets with vaults, sensors, alarms, tamperproof seals and labels, and other means of protection, ensuring personnel reliability and secure transport of sensitive items.27

Wiki cables prove Drones destabilize pakistan – alienate people from their government
Fred Branfman, Author, Journalist, Political activist, Director of Project Air War where he wrote of the U.S. bombing in Indochina, policy advisor for former California governor Jerry Brown, Gary Hart and Tom Hayden. Branfman was working as an educational advisor for the U.S. government in Laos, 1/14/11 [WikiLeaks Exposes the Danger of Pakistan's Nukes, Reader Supported News, http://readersupportednews.org/news-section2/367-wikileaks/4601-wikileaks-exposes-the-danger-of-pakistans-nukes]

There are few scenarios more frightening for America than a domestic nuclear terrorist incident, which could kill tens of thousands of people, devastate the economy and turn America into a police state. As a March 2010 Harvard study reported, Pakistan's nuclear stockpile "faces a greater threat from Islamic extremists seeking nuclear weapons than any other nuclear stockpile on earth."  The single most significant revelation of the State Department cables released by WikiLeaks is that U.S. policy is actually increasing the danger of a nuclear incident. The U.S. has so alienated the Pakistani people that their government fears cooperating with Washington on nuclear matters: The U.S. signed a nuclear energy agreement with India that has convinced Pakistani officials to enlarge their already unstable nuclear stockpile, and Washington has expanded U.S. military operations into Pakistan in a way that Ambassador Anne Patterson herself secretly admitted "risks destabilizing the Pakistani state" (9-23-09 cable). These newly disclosed official U.S. cables, which strongly point to the growing threat to Americans from mismanaged U.S. policy, require urgent congressional hearings, greater media investigation and public protest.  Ambassador Patterson, reporting on the Pakistani government breaking its 2007 written agreement to return U.S.-supplied nuclear material to the U.S., wrote in quoting a Pakistani official that "if the local media got word of the fuel removal, `they certainly would portray it as the United States taking Pakistan's nuclear weapons.'" Patterson added that "the negative media attention has begun to hamper U.S. efforts to improve Pakistan's nuclear security and nonproliferation practices" (5-27-09 cable). A subsequent cable revealed that Pakistani distrust of the U.S. government has left Washington unable to encourage Pakistan to sign key pacts limiting nuclear proliferation, and that there is little coordination on nuclear matters between the American and Pakistani governments (11-24-09 cable).  Patterson's cables also reveal that U.S. leaders know that present policy is destabilizing Pakistan, thus making a nuclear disaster more likely. Referring to U.S. "unilateral operations" in northwest Pakistan (such as drone strikes, ground assassination and other infringements of Pakistani sovereignty), she wrote that "increased unilateral operations in these areas risk destabilizing the Pakistani state, alienating both the civilian government and military leadership, and provoking a broader governance crisis in Pakistan without finally achieving the goal." She then added that "to be effective, we must extend the writ of the Pakistani state into the FATA [Federally Administered Tribal Areas] in such a way that Taliban groups can no longer offer effective protection to al-Qaeda from Pakistan's own security and law enforcement agencies in these areas" (9-23-09 cable).  Incredibly, U.S. leaders have only escalated the very operations their own officials believe risk destabilizing the Pakistani state. They have vastly increased U.S. drone strikes and stationed both U.S. assassins and U.S.-supported local assassins on Pakistani soil - even though the Pakistani government has not extended its "writ" in FATA as reported in November. These unilateral operations have thus increased the public's hatred of the United States, to the point where a Pew poll in July found that 59 percent of Pakistanis regard the U.S. as an "enemy" and only 11 percent view America as a "partner."  These cables reveal that it is U.S. foreign policy that is jeopardizing national security, not WikiLeaks. And WikiLeaks can actually help strengthen U.S. national security if in response the Congress and the public act to change America's disastrous policy toward Pakistan and thus reduce the nuclear terrorist threat. The American people may disapprove of Julian Assange by a 77-20 margin, but they owe the WikiLeaks editor their thanks for revealing the growing danger they face from wrongheaded U.S. policy.  To those who consider it alarmist to raise urgent calls to change U.S. policies to secure Pakistani nukes, there is a simple response: "the Shah of Iran." Throughout the 1970s, U.S. leaders strongly supported the shah, with Henry Kissinger even foolishly making him the lynchpin of his "Nixon Doctrine," while ignoring the growing hatred the Iranian people felt toward their tyrant. Just three months before the shah fell, U.S. Ambassador William Sullivan stated that "the riots erupting in provincial cities would play themselves out and were not a cause of major concern." The U.S. government disastrously miscalculated in ignoring local public opinion in Iran. It is even more foolishly doing something similar today in Pakistan, which, unlike Iran then, has both nuclear weapons and an economy on the verge of collapse.  Because we psychologically turn to our leaders above all for protection, it is difficult to accept that they could really be endangering us. But the WikiLeaks documents reveal beyond any doubt that those making U.S. foreign policy cannot be trusted to protect Americans. In fact, the lives of countless Americans - not to mention even more non-Americans - depend on opening up our foreign policy to democratic control so that our leaders' present bungling and crimes can be ended.  Many Establishment observers have falsely asserted that there is nothing new in the WikiLeaks cables, and that they in fact reveal a competent foreign policy. Nothing could be further from the truth. The cables reveal an enormous amount that has been heretofore unknown and a breathtaking incoherence in Washington's Afghanistan-Pakistan policy: The more that U.S. leaders wage war in tiny Afghanistan, the more they destabilize giant Pakistan and increase the dangers of nuclear proliferation.  Even after reporting for Truthdig for 18 months now on how U.S. policy has been dangerously and recklessly destabilizing nuclear-armed Pakistan, I am amazed at how much new information these cables reveal. Outside experts have been warning of the dangers of Pakistan nuclear proliferation for years. It is only because of WikiLeaks, however, that we now realize how deeply U.S. and allied officials are also concerned about the issue:      * Ambassador Patterson reported that "our major concern has not been that an Islamic militant could steal an entire weapon but rather the chance someone working in [Pakistani government] facilities could gradually smuggle enough fissile material out to eventually make a weapon and the vulnerability of weapons in transit" (2-4-09 cable).      * A Sept. 22, 2009, cable regarding a meeting with U.K. expert Mariot Leslie reported that "the UK has deep concerns about the safety and security of Pakistan's nuclear weapons.... In Leslie's view, the risk of proliferation is a bigger threat than terrorism but it ranks lower than terrorism on the public's list of perceived threats. She flagged efforts both by states and by terrorist groups to obtain nuclear weapons" (9-22-09 cable).      * U.S. national intelligence officer Peter Lavoy reported that "Pakistan is producing nuclear weapons at a faster rate than any other country in the world" (12-5-08 cable).      * One Russian foreign ministry official explained that "Russia assesses that Islamists are not only seeking power in Pakistan but are also trying to get their hands on nuclear materials.... There are 120,000-130,000 people directly involved in Pakistan's nuclear and missile programs, working in these facilities and protecting them. However, regardless of the clearance process for these people, there is no way to guarantee that all are 100% loyal and reliable. Extremist organizations have more opportunities to recruit people working in the nuclear and missile programs. Also, even if places are well protected, transportation of materials is a vulnerable point. In Pakistan, it is hard to guarantee the security of these materials during transportation" (undated cable). Since 59 percent of the Pakistani people regard the U.S. as an "enemy", according to polling results, this means that it is likely that a significant, if smaller, portion of the 120,000 to 130,000 people "directly involved in Pakistan's nuclear and missile programs" do so as well.      * Ambassador Patterson reported that "one of the reasons Pakistan opposes the [nuclear proliferation] treaty is that it is building an arsenal of smaller, tactical nuclear weapons. Pakistani military planners believe that Pakistan needs to transform its arsenal to smaller, tactical weapons that could be used on the battlefield against Indian conventional capabilities. The result of this trend is the need for greater stocks of fissile material to feed Pakistan's nuclear weapons requirement" (11-24-09 cable). She also described how the U.S.-India nuclear energy agreement has led Pakistan to develop even more nuclear weapons: "Pakistani officials perceive the U.S.-India civil nuclear cooperation initiative as having unshackled India's nuclear weapons program. Prior to the initiative, they said, India faced a significant uranium supply constraint that forced it to choose literally between nuclear weapons or nuclear power. Now, however, India is able to secure foreign-supplied uranium for its civil nuclear power reactors, leaving it free to devote a greater share of its domestically-sourced uranium to produce plutonium for nuclear weapons." This was a key reason, she explained, why Pakistan was resisting the Fissile Material Cut-off Treaty (FMCT) and planning to build more nuclear weapons (11-24-09 cable).      * While Pakistan was resisting the FMCT, Patterson wrote, "direct U.S. pressure is unlikely to convince them to support FMCT negotiations, and may even hurt efforts to move forward" (11-24-09 cable). Patterson describes the U.S.-Pakistani relationship as one of "mutual distrust," saying that "the relationship is one of co-dependency we grudgingly admit-Pakistan knows the U.S. cannot afford to walk away; the U.S. knows Pakistan cannot survive without our support" (2-21-09 cable). That is, despite the fact that the Pakistani government depends on U.S. aid for its very survival, the U.S. has so bungled its overall Pakistan policy that it cannot meaningfully move to reduce the threat of Pakistani nuclear proliferation, e.g. by encouraging Pakistan to sign the FMCT.  These cables reveal a deep official concern about the security of Pakistan's nuclear materials; however, none of this was shared with the American public. "We've given [the Pakistanis] assistance in improving their security arrangements over the past number of years. Based on the information available to us that gives us ... comfort," read a typical official statement by Defense Secretary Gates in December 2009. But as The New York Times reported on Nov. 30, 2010, on the nuclear fuel that Pakistan was supposed to transfer to the U.S., "the fuel is still there." And as Pakistan continues to produce "nuclear weapons at a faster rate than any other country in the world," the danger is clearly increasing (12-5-08 cable).  The second major issue revealed by the leaked cables is that while U.S. and other Western officials fear Pakistani nuclear proliferation, they are pursuing policies that make a nuclear incident more likely. As the Russian foreign ministry official cited above makes clear, the issue for the U.S. is not a narrow one, meaning a specific effort to secure this or that plant. The U.S. can secure Pakistani's nuclear materials only by changing its present overall policy. By turning the vast majority of Pakistanis against the U.S., American leaders have made Pakistan's government reluctant to cooperate on nuclear matters and have therefore increased the danger of nuclear theft among the more than 100,000 Pakistani workers at nuclear facilities.  The cables reveal that the threat to the West has geometrically increased as a result of the U.S. occupation of Iraq. In one leaked document, then-shadow and now actual British Prime Minister David Cameron was reported to have raised the concern: "Cameron noted that most of the approximately one million UK citizens of Pakistani origin (mostly Punjabis and Kashmiris) living in the UK were not pro-Taliban but had been radicalized by the Iraq war" (4-9-09 cable).  U.S. foreign policy toward Pakistan must aim at improving favorability among its people so that the U.S. can then cooperate with its government on nuclear matters, but Ambassador Patterson reported that the opposite is occurring: "America is viewed with some suspicion by the majority of Pakistan's people and its institutions. We are viewed at best as a fickle friend, and at worst as the reason why Pakistan is attacking its own."  There are many reasons why Pakistanis hate America, of course, including the perception that the U.S. is pro-India. But these cables reveal that the U.S. is pursuing policies, such as support for Pakistani President Asif Ali Zardari , that increase this hatred rather than diminish it. On the one hand, Patterson wrote "Zardari is our best ally in Pakistan right now" and recommended strong support for him. On the other, she acknowledges that Zardari has an "approval rating [of only] 20%" and that he "sees himself as viewing the world the way Americans do; this same image works against him with the public" (2-04-09 and 6-20-09 cables). So why is the U.S. supporting a leader as despised by his own people as was the Shah of Iran? Patterson explains: "Zardari is less likely to make public announcements chastising the USG [U.S. government] for its policies in, and toward Pakistan (including on USG drone activity) than other senior GOP [government of Pakistan] officials" (6-20-09 cable). That is, while polls indicate that the Pakistani people overwhelmingly oppose drone assassinations, the U.S. is aligning itself with a hated leader who does not have the support of his people at least partly because he secretly supports the strikes. 
***Solvency
1NC Frontline 
Best case scenario TSATS still can’t support DoD needs 

McKinney 6,  Major, United States Air Force, (Maurice, “TRANSFORMATIONAL SATELLITE (TSAT) COMMUNICATIONS SYSTEMS: FALLING SHORT ON DELIVERING ADVANCED CAPABILITIES AND BANDWIDTH TO GROUND-BASED USERS,” April, Air University) 

As Military Information Technology explains, TSAT users fall into two broad categories: high-data rate access users and low-data rate access users.17 The high-data rate access provides a data rate of 2.5 gigabits to 10 gigabits per second through LaserCom.18 However, only 20 to 50 or so of these links would be available, and they will most likely be dedicated to major intelligence, surveillance and reconnaissance assets in space and in the air. 19 As depicted in Figure 5 (on page 22), others on the low data-rate end can still use about 8,000 simultaneous RF data links, which will provide connectivity to strategic assets and tactical users as well as the AISR platforms. 20

Currently, the way TSAT is being promoted to the Army, Navy, Air Force, Marines, and Special Forces is wrong. Specifically, TSAT is being promoted as the next-generation satellite that will provide high-bandwidth and advanced capabilities to the warfighter thereby removing “communications as constraint” on the battlefield. What the promotion material should say is, TSAT is the next-generation satellite that will provide high-bandwidth and advanced capabilities to approximately 8,000 RF users and 20-50 near-space LaserCom warfighters thereby removing “communications as constraint” to users who will have the proper system capabilities and authorization to access TSAT. 

 For TSAT to be truly successful, this paper has three recommendations. First, the TSAT Program Office must manage customer expectations. Currently, the Navy, Army, Air Force, Marines and Special Forces all believe their next-generation high-capacity bandwidth systems will directly connect to TSAT’s high capacity LaserCom and/or RF links. As discussed in Chapter 3, by 2020, the Army plans to have nearly 106,000 JTRS terminals in use. According the Army, the JTRS are being designed to for use in “wide-band network waveform (WNW) to provide high-capacity bandwidth.” 22 One could argue that it is unlikely the Army will simultaneously attempt to connect 100,000 terminals to TSAT during peace time. But it’s safe to say, that during war, at least 8,000 or more simultaneous connections are likely. 

 The AF probably believes its Global Hawk, Predator, AWACS, JSTARS and other manned and unmanned, high altitude, long range AISR aircraft will have a monopoly on TSAT’s LaserCom links. While this may or may not be true, if the AF continues to procure about five Global Hawks per year (13 procured between FY 04 and FY 06) 23 by the time TSAT reaches IOC in 2015 it will compete against itself to access TSAT’s 20-50 LaserCom links.

The Navy’s NMT program powered by SCA software intends on “providing the Navy with a flexible framework to add new systems, the service will be able to integrate future systems such as the Transformational Communications Satellite … quickly.” 24 The Navy plans on fielding NMT terminals on ships, submarines, and shore-based antennas. Simply put, the TSAT Program Office needs to manage customer expectations while researching for alternatives to increase TSAT’s simultaneous LaserCom and RF user base. 

DoD still doesn’t know what it’s doing – major technical gaps 

GAO 6, ("DOD Needs Additional Knowledge as it Embarks on a New Approach for Transformational Satellite Communications System," May, www.gpo.gov/fdsys/pkg/GAOREPORTS-GAO-06-537/pdf/GAOREPORTS-GAO-06-537.pdf) 

 Despite these positive steps to lower program risks, DOD faces gaps in knowledge, as it begins to implement its new development approach, that could impede TSAT’s success. In 2006, DOD directed the program to follow an incremental development approach, changing the contents of the program. Under this approach, the program will deliver less capability in the first two satellites, and then more advanced capabilities as technologies mature and are incorporated into the remaining satellites. DOD has not fully assessed the value of the TSAT investment in light of major changes to the program. 

 Historically, many new development programs in DOD have sought to quickly gain the latest capabilities,8 but because the technologies were not mature enough to make such leaps, programs were often in development for years while engineers continued to develop and mature the needed technologies. This increased both the time and cost required to develop the systems. An incremental approach, on the other hand, reduces risks by introducing less new content and technology into a design and development effort. The incremental approach for TSAT allows more time for the development of higher-performing capabilities, thereby potentially increasing the level of confidence in the launch date of the first satellite, planned for 2014. High-level DOD officials have agreed to these reduced capabilities up front, so the TSAT program now plans to deliver satellites that meet user requirements in an evolutionary manner.

Notwithstanding the approval for the revised TSAT program from senior DOD officials, DOD has yet to justify the TSAT investment in light of other DOD investments using the knowledge it has now gained on cost, schedule, and initial capabilities to be delivered. For example, TSAT’s cost estimate has increased and the initial satellites will be less capable than originally expected. Furthermore, it is imperative, given the recent changes to the program, that DOD work with the TSAT user community to update requirements to ensure the timely delivery of promised capabilities.

Finally, it does not appear that DOD has completely addressed all the unknowns concerning the relationship between TSAT and two of DOD’s other expensive and complex systems, namely the GIG and Space Radar. For example, work still remains in finalizing the requirements for these systems and understanding how the incrementally developed TSAT will satisfy the needs. 

And – new technical requirements means it takes a generation to solve 

GCN 4, Government Computer News, (“Building transformational satellites will take 'a generation of people'" October 27, gcn.com/articles/2004/10/27/building-transformational-satellites-will-take-a-generation-of-people.aspx) 

 NEW YORK'Designing the Transformational Communications Architecture for the Defense Department's Global Information Grid over the next two decades is proving to be quite a challenge, the National Reconnaissance Office's Michael P. Regan said today at the Satellite Application Technology Conference and Expo here. 

Regan, who heads NRO's communications functional integration office, said Congress has authorized NRO director and Air Force undersecretary Peter Teets to set up a common framework for national security in space. 

In the GIG's heavily connected environment, Regan's office is cooperating with NASA, the intelligence agencies and DOD to formulate "a set of standards and technical baselines for space communications that will serve for the next 15 years." 

Information assurance is the toughest part, he said. "NASA is all public, but the intelligence community wants nobody to know they exist." All three groups' requirements must be satisfied, and eventually the Homeland Security Department and emergency responders will have to share some of the GIG's information securely. 

Bandwidth management and the IP transition are serious challenges, he said, as is trying to put all types of communications on a single transport. "The military services all provision their own satellite communications," he said. "The Defense Information Systems Agency leases 3.2 Gbps commercially. How do you hook all that up?" 

Moreover, DOD's plan for transformational satellites by about 2020 will put routers on a laser backbone in space, operating at tens of gigabits per second'a space Internet analogous to the terrestrial one. 

"We have a fairly clear vision for space technology," he said. "But the software environment changes so fast that the TSAT software will have to be maintainable and even reprogrammable in space." 

The toughest challenge of all, Regan said, is "stable funding and a stable vision of a common architecture" as administration policies and personnel change. "We will have to build a generation of people to see it through." 

Even if TSATs work, DoD space communication infrastructure still fails 

1. Procurement and management 

GAO 4, (“The Global Information Grid and Challenges Facing Its Implementation,” July, http://www.gao.gov/new.items/d04858.pdf)  

 While DOD has taken steps to establish a vision and objectives for the GIG, it is still not fully known how DOD will manage, oversee, and invest in this effort. Addressing these questions is a daunting task. DOD must find ways to make and enforce trade-off decisions for literally thousands of information technology systems, weapon systems, command and control systems, intelligence systems, and other systems.14 These decisions will need to span a wide range of organizations, including the military services and their respective major commands and functional activities, numerous large defense agencies and field activities, and various combatant and joint operational commands that are responsible for military operations for specific geographic regions or theaters of operations. Having accurate and reliable visibility over spending on systems that must integrate with the GIG will be necessary as well as having effective mechanisms for identifying and deciding which systems should be pursued and which should not. In 2003, we reported (as part of a survey of federal agencies enterprise architecture programs) that DOD had made progress in developing the GIG architecture, however, the department had not completed some essential architecture products that describe the desired (target) technology environment and provide a sequencing plan for transitioning to it.15 More specifically, at this point, DOD is largely leaving it up to its components and services to decide how best to migrate their systems to the GIG. There is no well-defined strategy that

• identifies what capabilities DOD will invest in and what it will not invest in;

• identifies how investments will align with the goals and objectives of the GIG architecture;

• determines what is affordable, particularly in light of near-term and long-term needs;

• sets out criteria for determining what legacy systems should remain or be phased out; and

• specifies by whom and how decisions will be enforced.

In addition, it is unknown how senior leaders within DOD will be able to focus on the progress of the GIG as a whole, that is, whether it is being developed and fielded within cost and schedule, whether risks are being adequately mitigated, and whether the GIG is providing a worthwhile return on investment, particularly in terms of enhancing military operations. Until DOD implements an investment and oversight strategy for the GIG as a whole, it is at risk of making investments that do not fit its vision for the future.

According to DOD officials, the enhancements DOD is making to its planning and budgeting processes are meant to begin addressing these questions. However, these changes may be difficult to implement for a number of reasons. First, to some degree because of the broad scope and crosscutting nature of the GIG concept, no office or single program is in charge of the GIG, making it more difficult to make and enforce trade-off decisions. Moreover, while key acquisition, budgeting, and requirements setting processes have been modified, they still largely operate under the same organizational structure, where it has been difficult to link acquisition and investment decisions to joint concepts like the GIG.

Additionally, previous efforts that have been undertaken in past years to foster interoperability among DOD systems have had limited success, principally because management tools and leadership attention were not strong enough to provide sufficient oversight and overcome resistance by the military services to forgo their unique requirements in favor of requirements that would benefit the department, as the following examples illustrate:

• In our 2001 report16 on DOD’s efforts to improve its ability to attack time-critical targets, we noted that DOD had undertaken numerous efforts to achieve system interoperability, including the development of guidance, oversight controls, directives and policies, and technology demonstrations. However, success was limited because DOD had not yet overcome resistance from the military services, it lacked an architecture to guide interoperability efforts and some current oversight and control mechanisms, such as the interoperability certification process, were not working or were not being enforced.

• In 2003, we reported17 that two joint acquisition programs lacked mechanisms to overcome parochialism and stovepipes at the military service level. The JTRS program lacked a strong management structure to resolve operational requirements and funding issues among the services and DOD’s approach to planning Unmanned Aerial Vehicles lacked an effective strategic plan to ensure the military services and other defense agencies focus their development efforts on systems that complement each other.

• In 2004, we reported18 that DOD was making limited progress with its business modernization initiative—a departmentwide effort focused on transforming DOD business operations, including standardizing and optimizing business systems across DOD and reducing duplication.

After 3 years of effort, we reported that we have not seen any significant change in the content of DOD’s business systems modernization architecture (which is to be integrated into the GIG architecture) or in DOD’s approach to investing billions of dollars in existing and new business systems. Further, DOD had not yet implemented an effective management structure and processes to provide adequate control and accountability over its $5 billion annual investment in business systems modernization. In particular, we reported that DOD had not yet clearly defined the roles and responsibilities for its new business investment domains, established common investment criteria, and conducted a comprehensive review of its existing business systems to ensure that they are consistent with the business modernization architecture. DOD acknowledged that it still had much more to do, including developing the business systems modernization architecture to a necessary level of detail, defining specific performance metrics, and clarifying the roles and responsibilities associated with managing the domains of portfolios of business systems and ensuring that these systems comply with the architecture.



2.
Culture change

GAO 4, (“The Global Information Grid and Challenges Facing Its Implementation,” July, http://www.gao.gov/new.items/d04858.pdf)  

 There are also many unknowns concerning how DOD will meet its requirements and vision in terms of people, processes, and, ultimately, operations. First, DOD has yet to determine how much information should be posted on the network; when it should be posted; and how and where it should be used. Once these factors are determined, DOD must develop rules of operation to ensure the network can work as intended without precluding the benefits that can be derived from more flexible and dynamic information sharing. Currently, various offices within DOD are working through questions on whether unlimited amounts of data should be made available through the GIG, including unprocessed intelligence, surveillance, and reconnaissance data, without the benefit of some assimilation and analysis. These are important questions that need to be addressed in the near future because they could affect the direction of investments in netcentric systems and non-network systems as well as changes that need to be made in how the intelligence community operates.

Even after these questions are settled, significant operational challenges remain. Joint commanders and the military services may need to find ways to adapt to an environment where data can be more readily obtained and shared by lower levels in the chains of command. New operational concepts are being developed to guide how military operations are to be conducted in this enhanced technology environment. They will need to be followed by associated doctrine, tactics, techniques, and procedures. Developing joint operational concepts is one of the key tenets under the Joint Capabilities Integration and Development System; however, it is unclear how the concepts will be developed and translated by these boards into more detailed tactics, techniques and procedures. We recently reported that DOD had been proceeding with the JTRS program for several years without clear definition of how JTRS capabilities should be used in an operational environment and that the program’s concept of operations did not reflect the joint vision of JTRS but instead the servicecentric radio-replacement perspective. If DOD is to achieve its long-term goals for netcentric warfare, it is imperative that it develop concepts and processes for how individual systems, such as JTRS, can be used to leverage DOD’s new network infrastructure and maximize interoperability and collaboration in military operations. 

 Moreover, DOD must successfully persuade data owners to accept the value of sharing data with a broader audience and to trust the network enough to post data. We spoke with several officials in charge of GIG programs who acknowledged that facilitating these cultural changes— particularly with the intelligence community—will be difficult.

In addition, DOD also faces a formidable task in persuading the military services and other users of the network to rely on information technology applications and services being developed by the Defense Information Systems Agency. This agency has been tasked with developing and providing key voice, video, and data connectivity through core enterprise services for the GIG, such as data query (search or discovery) capabilities and information assurance. However, the military services and defense agencies have historically been reluctant to rely on the Defense Information Systems Agency for these services. We have reported in the past that the military services have regularly bypassed Defense Information Systems Agency, preferring instead to procure their own telecommunications networks and commercial satellites bandwidth services because they were dissatisfied with the level of service provided by the agency as well as the cost and length of time it took to procure these services centrally.23 

3. Massive technical risks at every level of the program

GAO 4, (“The Global Information Grid and Challenges Facing Its Implementation,” July, http://www.gao.gov/new.items/d04858.pdf)  

 Building a reliable, secure network that will operate on the move, virtually anywhere and provide the necessary information and services to enable netcentric military operations presents considerable technical challenges. While DOD intends to utilize existing commercial communications and networking technologies, which have advanced significantly in recent years, the GIG requires DOD to advance a number of key technologies, develop a series of complex systems and software, field them without delay so schedules for other dependent systems are not disrupted, and develop the means to effectively manage and protect the network and its data. 

 At this time, however, DOD is pushing ahead on several programs with immature technologies and with aggressive development and fielding schedules. As a result, DOD is at risk of not delivering required capabilities within budgeted resources. This, in turn, may affect schedules and funding for other systems depending on the GIG. For example, two key GIGrelated programs—JTRS and TSAT—are facing schedule and performance risks, which are largely rooted in attempts to move these programs into product development without sufficient knowledge that their technologies can work as intended. In March 2004, we reported that none of the 20 critical hardware and software technologies for the Army’s initial JTRS radio development for ground vehicles and helicopters were sufficiently mature according to best practice standards.24 When product development began in June 2002, the Army determined that while many of the technologies within the program had been used in other radio applications, they could not be assessed as mature because they had not been integrated into a complex radio, such as JTRS. Mature backup technologies exist for some critical technologies, but program officials have cautioned that substituting them could complicate integration or result in degraded performance. Moreover, the program recently experienced a 4-month schedule slip that officials attribute to short-term technology deviations affecting size, weight, and power requirements for the radio sets. Further, the program entered product development with an ambitious schedule that program officials recognized as high risk. In particular, the program has a compressed test and evaluation phase that leaves little room for error and rework.

We also recently reported that the TSAT program entered into product development with only one of its six critical technologies sufficiently mature. The remaining five technologies are not expected to reach maturity until 2006. Backup technologies exist for three of the five immature technologies, but they would degrade system performance. The other technology—single access laser communications—has no backup and program officials indicated any delay in maturing this technology would cause the first satellite launch date to slip significantly. DOD believes it has adequate measures to mitigate these risks, however, concern over TSAT technology readiness led the Air Force to schedule an interim review for November 2004, which will determine whether the program’s technology development has progressed sufficiently or whether alternative action should be taken.

Similar risks extend to the systems that must be integrated with the GIG and on which DOD is dependent for achieving its vision for netcentric warfare. For example, our review of the Future Combat Systems determined that the program is at significant risk, in part because more than 75 percent of its critical technologies were immature at the start of development and many will not be sufficiently mature until the production decision.25 First prototypes for the systems that make up the Future Combat Systems will not be delivered until just before the production decision, and full demonstration of the Future Combat Systems’ ability to work and meet its goals will not occur until after production has begun. If the lessons learned from best practices and the experiences of past programs have any bearing, the Future Combat Systems program is likely to encounter “late-cycle churn,” a phrase used by private industry to describe the discovery of significant problems late in development and the resulting search for fixes when costs are high and time is short. Networking, network management, and secure network management challenges are considerable.26 Currently, mobile networking is limited, mainly to narrowband, fixed infrastructures, and relatively stable user groups. The GIG network will require new wideband waveforms that can handle the expected high data rates, throughput of information, and ability to transmit integrated voice, data, and video simultaneously. In addition, dynamic networking capabilities that can automatically adjust to changing circumstances, such as intrusions or node failures, are needed; however, the scalability of network management technologies for a network like the GIG with such a large number of nodes is unproven. To facilitate timely and prioritized access to information from a wide variety of sources, the network will require enhanced quality of service mechanisms and algorithms to manage bandwidth allocation and handle the flow of information and security. Furthermore, advances will be needed in several other technological areas, such as antennas, power sources, and the miniaturization of components to facilitate mobile communications. For example, current antennas do not support all of the portions of the radio frequency spectrum where the GIG network will operate and are limited to specific communications waveforms. Advanced multiband antennas will be needed to support mobile and simultaneous communications across different portions of the spectrum.


EXT: not enough data 

Continued delays mean T-Sat capabilities will be nothing close to their estimates

GAO 6, ("DOD Needs Additional Knowledge as it Embarks on a New Approach for Transformational Satellite Communications System," May, www.gpo.gov/fdsys/pkg/GAOREPORTS-GAO-06-537/pdf/GAOREPORTS-GAO-06-537.pdf) 

 The Department of Defense is not meeting original cost, schedule, and performance goals established for the TSAT program. When the program was initiated in 2004, DOD estimated TSAT’s total acquisition cost to be $15.5 billion and that it would launch the first satellite in April 2011. TSAT’s current formal cost estimate is nearly $16 billion and the initial launch date has slipped to September 2014—a delay of over three years. Furthermore, while the performance goal of the full five-satellite constellation has not changed, the initial delivery of capability will be less than what DOD originally planned. After DOD established initial goals for TSAT, Congress twice reduced the program’s funding due to concerns about technology maturity and the aggressiveness of the acquisition schedule. DOD developed the initial goals before it had sufficient knowledge about critical TSAT technologies.

DOD is taking positive steps to lower risk in the TSAT program so it can enter the product development phase with greater chance of success. However, as DOD prepares to implement a new incremental development approach for the program, it faces gaps in knowledge that could hamper its success. An incremental development will mean reduced capabilities in the initial satellites and more advanced capabilities in the remaining satellites. Given this change, it will be important for DOD to update requirements in coordination with the TSAT user community. While senior DOD officials have agreed to these reduced capabilities to get the first satellite launched in 2014, DOD has yet to reevaluate its investment in TSAT in light of other DOD investments using the knowledge it has now gained. Using this new knowledge, DOD could be in a better position to set more realistic goals, before entering product development. 

DoD’s overpromised TSAT effectiveness 

McKinney 6,  Major, United States Air Force, (Maurice, “TRANSFORMATIONAL SATELLITE (TSAT) COMMUNICATIONS SYSTEMS: FALLING SHORT ON DELIVERING ADVANCED CAPABILITIES AND BANDWIDTH TO GROUND-BASED USERS,” April, Air University) 

However, it is this paper’s thesis is that the advanced capabilities provided by TSAT are limited and will not be sufficient to serve the ground-based portion of the communications network supporting Network Centric Warfare (NCW). To validate this position, this paper will start by identifying space-based systems that will enable NCW. It will next discuss the requirements for ground-based NCW. Finally it will determine which combination of spaced-based systems are sufficient to deliver advanced capabilities to the warfighter. 

EXT: knowledge gaps 

Program’s still high-risk and Cost ineffective 

GAO 6, ("DOD Needs Additional Knowledge as it Embarks on a New Approach for Transformational Satellite Communications System," May, www.gpo.gov/fdsys/pkg/GAOREPORTS-GAO-06-537/pdf/GAOREPORTS-GAO-06-537.pdf) 

DOD has taken action to put itself in position to prove out critical technologies before initiating satellite development—an approach not typically seen in DOD’s space programs. DOD has taken further action to reduce program risk by changing to an incremental development approach. While this approach will reduce the capability of the first two satellites, it is a positive step in reducing program risk because the program will gain additional technical knowledge before integrating the more advanced technologies into the satellites. Even though DOD is taking such positive steps, TSAT is still expected to be one of the most ambitious, expensive, and complex space systems ever built. TSAT is being designed to transform military communication using Internet-like and laser capabilities—key integrations risks. Other weapon systems are to interface with it and will be highly dependent on it for their own success. While DOD is planning to undertake new systems, such as TSAT, broader analyses of the nation’s fiscal future indicate that spending for weapon systems may need to be reduced, rather than increased, given the constrained fiscal environment. Given these challenges and fiscal realities, it is prudent for DOD to reexamine the value and progress of TSAT before committing to building the full constellation of communication satellites. 

EXT: management failure

Every major study agrees – effective acquisition management’s key to solve 

GAO 4, (“The Global Information Grid and Challenges Facing Its Implementation,” July, http://www.gao.gov/new.items/d04858.pdf)  

Several recent studies sponsored by DOD recognize that developing an investment strategy and adopting better management tools is critical for the success of the GIG. For example, a 1999 Defense Science Board study19 assessed DOD’s strategies and processes for attaining information superiority and advocated that (1) an executive office be established to lead and implement the GIG and that (2) the office develop an implementation plan, including technical milestones and measurable interim goals, and identify resources to permit the transition to and completion of the GIG. A 2004 report by the U.S. Joint Forces Command,20 documenting the processes and planned activities underway to achieve transformational improvements in joint military capabilities, recommended, among other things, that the GIG should include a timephased plan for how future capabilities will link to current investments. In addition, the report recommends that such a plan should show how network development efforts underway by each of the military services will contribute to and be compatible with the GIG.
Other studies have pointed to the need to strengthen current management processes to ensure warfighters themselves have more input into investment decisions. For example, a 2003 study21 chartered by the Secretary of Defense to examine how DOD develops, resources and provides joint capabilities, recommended moderate to more radical actions to streamline existing processes and/or establish alternative organizations to better integrate defense capabilities in support of joint military objectives. Organizational alternatives for strengthening the acquisition process ranged from the establishment of joint program executives for each of the Joint Capabilities Integration and Development System’s functional capabilities areas that would provide input and oversee resources on joint programs, to capability acquisition executives for each of the capability areas who would have direct oversight and decision authority over all programs. A 2004 study by the Center for Strategic and International Studies22 identified defense reforms needed to meet the challenges of a new strategic era and made a number of recommendations, including several to improve the acquisition of joint capabilities and establish a more effective resource allocation process. For example, the study recommended that the Joint Staff (J-6—Command, Control, Communications, and Computers) be expanded into a departmentwide, joint task force with budgetary and acquisition authority for joint command and control capabilities. In addition, to improve tradeoff decisions across mission areas, the study advocates building capacities in the combatant commands for a stronger role in the resource allocation process. 

EXT: operational failure 

Huge integration challenges – no proven effectiveness for DoD systems 

GAO 4, (“The Global Information Grid and Challenges Facing Its Implementation,” July, http://www.gao.gov/new.items/d04858.pdf)  

 DOD is depending on the GIG to enable a fundamental transformation in the way military operations are conducted. While DOD’s vision of the GIG is compelling, the breadth and depth of the GIG and DOD’s objectives for netcentric warfare, present enormous challenges and risks—many of which have not been successfully overcome in smaller-scale efforts and many of which require significant changes in DOD’s culture. Moreover, even though DOD has begun to make heavy investments to implement the new network and to ask the military services to accept its vision for the GIG, important questions as to how DOD will make the GIG a reality and how it will oversee progress as a whole and ensure the GIG is providing an adequate return on DOD’s investment are only just beginning to be addressed, leaving DOD at risk of making investments that may not fit in with its vision for the future. Moreover, many new weapon systems and sensors, which are costing DOD tens of billions of dollars, are critically dependent on the future network to successfully achieve their own capabilities. Any disruptions in the schedule for key systems that support the network, therefore, can have significant ramifications. As such, it is important that DOD ensure it has sufficient knowledge about these systems (e.g., requirements, technologies, security) as it makes additional commitments to them and that it has effective risk mitigation plans to ensure that they can deliver promised capability on time. Our future work, therefore, will assess DOD’s progress in addressing these challenges in more depth as well as its progress in managing key acquisitions related to the GIG. 


EXT: tech failure 

And any failure kills solvency 

GAO 4, (“The Global Information Grid and Challenges Facing Its Implementation,” July, http://www.gao.gov/new.items/d04858.pdf)  

Integrating other elements of the network will also be challenging. The increased bandwidth capability provided by the GIG-BE program may not be fully realized if the military services and defense agencies do not use compatible technologies and protocols in upgrading their networks. Even if the technologies and protocols are compatible, bandwidth may be limited if these networks are not properly designed and integrated to manage voice, data, and imagery transmissions. Network management policies may pose challenges if common agreement cannot be reached across the military services and defense agencies on standards and information assurance requirements. For example, DOD and the intelligence community have not yet reached agreement on how they will exchange information and verify security credentials on the GIG network.

Information assurance itself may be one of the most critical challenges facing DOD. While building a network based on Internet protocols is expected by DOD to provide a more viable path to achieve interoperability and enable more dynamic and flexible information sharing, it also exposes DOD to the same vulnerabilities that face all users of the Internet, and it increases the opportunity for potential attackers with limited knowledge and technical skills to cause a great deal of damage. Establishing network and system security safeguards—such as firewalls, identifying the sender and recipient of information, protecting information from unauthorized access, and safeguarding data to prevent accidental and deliberate alterations—will be essential but difficult given the size the network and the thousands of systems and users that will be linked to it. 

 Moreover, if the network is to be used to provide warfighters on the move with access to intelligence and other sensitive information on demand, information will need to be encrypted to safeguard data from misuse.27 However, the technologies needed to secure communications, such as software programmable encryption devices are still in their infancy. Further, the complexity and magnitude of enabling hundreds of systems and applications to operate in a secure, Web-based environment will require careful planning and coordination. Comprehensive plans will be needed to ensure that sensitive data and communications are safeguarded across diverse platforms. This will require DOD to identify sensitive data as well as applications, databases, storage subsystems, and media used to process and store the data. Once systems have been examined, data access models must be applied to determine proper security levels for information and how integration can occur across platforms without disrupting network and near-real time operations. No one security solution likely will address GIG requirements.
Lastly, the enterprise information services planned for the GIG pose timing challenges. For example, in the near-term, DOD has established a goal to complete the transition to Internet Protocol Version 6 by fiscal year 2008. According DOD officials, the commercial industry may not be able to provide the necessary products for Internet Protocol Version 6 by the targeted milestone. Also, the transition will not be completed until a Joint Staff developed set of performance and technical criteria can be met. In addition, because of the enormous amount of data that will become available, new data fusion methods will need to be developed to help users rapidly identify, access, and make sense of available information. 

EXT: at: gao evidence not about tsats

TSATs are part of GIG

GAO 4, (“The Global Information Grid and Challenges Facing Its Implementation,” July, http://www.gao.gov/new.items/d04858.pdf)  

According to DOD, the key acquisitions underway to build the GIG network capability include 1) Transformational Satellite3 (TSAT), a new constellation of communications satellites to transmit and route larger volumes of data; 2) Joint Tactical Radio System (JTRS), a new family of interoperable radio systems; 3) Global Information Grid-Bandwidth Expansion (GIG-BE), which includes state of the art optical network technologies and upgraded routers and switches to increase bandwidth for greater voice, data, and video transmissions as well as improvements in network services at about 90 DOD installations; 4) Network Centric Enterprise Services (NCES), a common set of services and applications to manage the network and help users locate and share information; 5) Cryptography Transformation Initiative,4 tools to protect sensitive information transmitted across the network and protect the network from attack; and 6) Horizontal Fusion, which is a portfolio of initiatives focused on developing and demonstrating data applications and tools for information sharing and netcentric operations. 

EXT: Need Ground Units
TSAT Include Satellites and Ground Units – Either the Plan is Untopical or Can’t Solve

Maurice M. McKinney, Major, USAF, 07 [“Transformational Satellite (TSAT) Communications Systems. Falling Short on Delivering Advanced Capabilities and Bandwidth to Ground-Based Users”, Air Command and Staff College, Wright Flyer Paper No. 27, July, pdf mcG]

Satellites are just one component of TSAT. The ground seg- ment, also known as the TMOS segment, performs network management and gateways access. TMOS will give TCA the ability to act as a broadband, on-demand global Internet based on IP, incorporating key emerging network technologies like qual- ity of service provisioning and bandwidth guarantees.16 The IP communication is designed to allow users access to informa- tion from multiple platforms using a single terminal. More im- portantly, it will allow war fighters access to the terrestrial GIG anywhere, anytime.
EXT: Satellite Turn
Perception of increased satellite surveillance causes intentional deception by other states – flips the case
Florini and Dehqanzada, 99

[Ann, founding director of the Centre on Asia and Globalisation at the National University of Singapore; Yahya A., RAND researcher for International Issues; “No More Secrets?: Policy Implications of Commercial Remote Sensing Satellites”, Carnegie Endowment for International Peace, Carnegie Paper No. 1, July 1999, NKN]  

Satellites generally travel in fixed orbits, making it easy to predict when one will be overhead and thus when it is necessary to take concealment measures. Hiding things from satellite observation is an old Cold War trick. The Soviets used to deploy large numbers of fake tanks and even ships. Sensitive objects can be covered with conductive material such as chickenwire screening to create a reflective glare that obscures the details of whatever is underneath. Indeed, one of the security concerns for the United States is whether countries that currently do not  bother with trying to conceal their activities from U.S. spy satellites will institute concealment  measures once they become aware that commercial operators may sell imagery of them to  regional adversaries or others. In other words, the advent of commercial high-resolution satellite imagery may cause the United States to lose access to information it currently has from its spy satellites. 
EXT: Hitches

Too many complications from different standards – leads to delays and no interoperability
Katzman, 6

[Joe, Editor in Chief, Defense Industry Daily; founder and Editor-in-Chief of windsofchange.net, expert in military affairs, “The USA’s Transformational Communications Satellite System (TSAT)”, February 2, http://www.windsofchange.net/archives/006660.html, NKN]

TSAT's status as one of a constellation of communications initiatives offers opportunities for synergy, but it also creates complications. The U.S. military, intelligence community, and NASA satellite constellations operate independently, and each of the three communities is responsible for securing the funding for its own satellites. While their programs are designed to be compatible with each other, priorities between these groups sometimes differ. In addition, the separation of funding and lobbying means that technical elements designed to work together may not be funded synchronously. For instance, while the Defense Department manages the TSAT, the U.S. intelligence community is working on the optical relay communications architecture, and NASA manages the tracking and data relay satellite system (TDRSS-C). 

EXT: Long Timetable

TSAT is too expensive and wouldn’t be ready until 2018 – alternatives solve
Strategy Page, 8

[The Strategy Page Dot Com, “Choking the Battlefield Internet to Death”, December 31, http://www.strategypage.com/htmw/htspace/20081231.aspx, NKN]

December 31, 2008: The U.S. Air Force recently announced that the long anticipated new generation of military communications satellites, planned for first launch in 2013, would be delayed another six years. The problem is a common one. The TSAT (Transformational Communications Satellite System) depends on a lot of new (some not yet invented) technologies, and lots of unwritten software. That produces uncertainty, and more delays. For the last decade, the U.S. Department of Defense has been trying to design, build and put into orbit a new generation more powerful military communications satellites. This has not gone well. Four years ago the Department of Defense came up with TSAT. This was basically a satellite based military Internet. It was optimized for speed. Right now, it takes about two minutes to get a UAV image to another user via satellite. TSAT would do that in a second or two. This kind of speed is needed if all the air, land and sea weapons are linked together, to act as observers and shooters for each other. The only drawbacks with TSAT is that such a system will cost nearly $20 billion, and take over a decade, to build. While this has many of the brass ready to sign on, others are casting about for cheaper and faster solutions, using existing technology to work up to the TSAT gold standard year by year. 

EXT: Squo Solves (JTRS)

JTRS can solve NCO – unites full spectrum (air, space, land) elements
Meink, 6

[Dr. Troy, Director, Communications Office of the Assistant Secretary of Defense/ Networks and Information Integration, was the Transformation Satellite Communications System program director at the Military Satellite Communications Joint Program Office, Space and Missile Systems Center. He has a doctorate degree in aeronautical and astronautical engineering from Ohio State University. “Transformational Communications Systems for DoD Net-Centric Operations”, July, http://www.crosstalkonline.org/storage/issue-archives/2006/200607/200607-Meink.pdf, NKN]

The JTRS program was initiated in early 1997 in response to the Services’ pursuit of separate solutions to a programmable, modular, multiband, multimode radio that would eventually replace over 200 radio types in the DoD inventory. It is now considered the single DoD-wide approved program that will provide the next generation family of tactical radios to the warfighter with not only greatly expanded capabilities, but also increased interoperability through the incorporation of both existing and advanced waveforms. The family of radios will be scalable by virtue of form, fit and cost and will be expandable using the open software communications architecture (SCA) standard. The family will consist of three domains: airborne, ground, and maritime/fixed station. These domains are supported by five radio families (or clusters) to include handheld, man-packed, vehicular mounted, airborne and maritime/fixed station. JTRS lays the foundation for achieving net-centric connectivity across the below two gigahertz radio frequency spectrum. It provides the means for digital information exchanges between joint warfighting elements and enables connectivity across all domains of warfare – land, air, and maritime and also to civil and national authorities. JTRS also supports the need to share real-time information among joint warfighters and enables joint and combined interoperability and will support self-organizing, mobile, networked forces on-the-move. Using gateways if necessary, JTRS users can connect to other users beyond their line of sight via SATCOM. The SATCOM links then connect into the GIG, thus giving JTRS users on the front lines access to any information stored anywhere on the GIG. 

***Disads
COTM Tradeoff DA

TSAT Budget Declines are key to Army Communication System COTM and Commercial Satellite Industry

Jose del Rosario, Senior Consultant, NSR 08 [Jose, Asia Pacific region for NSR and is a senior member of the firm’s consulting team, where he focuses his research on quantitative modeling, data verification, and market forecasting for the wireless industry and satellite communications sector. He conducts ongoing research with specialization in policy analysis, regional economic indicators, regulatory initiatives, and end-user demand trends, “TSAT Delays and Budget Cuts Likely to Boost Commercial COTM Market”, MilSat Magazine, march, http://www.milsatmagazine.com/cgi-bin/display_article.cgi?number=616323761 mcG]

An Air Force official interviewed by Reuters indicated that “one program that ‘took a serious hit’ in FY2009 and beyond is the Transformational Communications Satellite System (TSAT).” The official further told Reuters that the Air Force would apply its back-to-basics approach to the program, earmarking just $843 million in FY2009, and $6.6 billion over the next five years, which is about $4 billion less than initially planned. The expected contract award, which has already suffered delays over the past two-years, is expected to transpire in May of this year. In addition, the U.S. Air Force, which in recent years had planned to launch the constellation of five TSAT spacecraft starting in 2013, is now looking at the earliest launch to take place in 2016, due to budgetary issues and other concerns. Moreover, and more importantly, the end result of substantial budget cuts is not only launch delays of from two-to four-years, but also the scaling down of TSAT’s overall capabilities. TSAT, as foreseen by the U.S. Military’s network architects, enables the realization of all DoD and Joint Force visions of future network-centric operations. This includes the Army’s Communications on the Move (COTM) and Future Combat System (FCS) concepts, as well as the Navy’s Sea Power 21 vision and fleet FORCEnet/FORCEview concepts. Throughput for the five-satellite constellation, as originally planned, is to reach between 10 and 40 Gbps and have a total worldwide capacity of 28.5 Gbps. However, a $4 billion cut from the original budget of over $10 billion, or a 40 percent program decrease, will certainly present significant challenges for achieving original program goals. Part of the TSAT architecture includes a terminal segment consisting of tens of thousands of small transmitters/receivers on aircraft, ships, ground vehicles and even in backpacks for communicating with the satellites. As COTM becomes more important for future warfighting, peacekeeping, and civil missions, the U.S. Department of Defense (which has already set its future network architecture for substantial COTM capabilities) will have to once again continue to augment, or perhaps even rely more heavily on, commercial assets and commercial service providers to address the impending shortfall. In its recent report, “Government & Military Demand on Commercial Satellites, 4th Edition,” NSR made its projections with the assumption that TSAT, a substantial future market restraint for commercial military demand due to its capabilities, would not be launched by 2013 as planned. NSR foresaw delays and budget cuts given the U.S. Congressional proceedings monitored in 2005 through 2007. In its market forecasts, NSR did not anticipate or account for TSAT as having any negative effects on commercial demand until the end of 2015. The recent announcement certainly validates the NSR projection. The land mobile COTM sector is expected to account for the vast majority of in-service units as well as revenues within NSR’s report forecast period. The other COTM sectors (maritime, aeronautical and UAVs), although accounting for a relatively small part of the market, are expected to exhibit healthy growth, as well. It is worth noting that the entire COTM sector is expected to be a large market segment. The small slices of market share for these other segments represent healthy and sustainable annual growth. There are many links in the TSAT network that include optical and RF links. The vast majority of these links, as indicated in the figure above, are likely to be RF signals, which is where the commercial satellite industry can present its value proposition. Commercial assets in C-, Ku- Ka- and X-band (XTAR being owned by a commercial entity) can augment if not replace many of the RF links between TSAT and end user terminals. As military COTM demand grows while the TSAT budget declines, there is really nowhere else to turn except the commercial satellite industry. A decreasing U.S. Military budget leads to a decrease in overall military-related demand. Nevertheless, in looking at TSAT alone and its effects on the commercial satellite industry, delays and perhaps a reduction in TSAT’s capabilities should once again boost the commercial satellite industry. Perhaps this impetus will continue even until 2020 for COTM in peacekeeping and anti-terrorism activities.

Commercial COTM key to Readiness – high data rates are necessary for Future Combat Systems Turns the Case

Jose del Rosario, Senior Analyst + Regional Director, Asia-Pacific, NSR, 08 [“COMM OPS: Commercial COTM For Military Use”, MilSat Magazine, July, http://www.milsatmagazine.com/cgi-bin/display_article.cgi?number=467686404 mcG]

Commercial COTM equipment and services should continue to serve many needs within the government/military sector due to the flexibility and convenience that military staff, soldiers, aid agencies, as well as other civil government personnel demand. Government use of broadband mobile terminals is expected to increase, particularly when the technology has established a record of accomplishment. To say that there is pent-up demand within the government for true or “on-the-move” broadband solutions is an understatement and indeed, the military has signed contracts with prime contractors over the next decade in the $billions for true COTM systems. In forecasting the market, some key restraints are important to outline that impact demand. Apart from budgetary challenges, some limiting factors are, by nature, technological such as antenna systems that are, or should be, compact, which have not been fully developed. In Ku-band for instance, market penetration has been limited since land mobile units have not been deployed in significant numbers, due to the issue of the ability of antennas to point to the right satellite while traveling at high speeds. Moreover, the ability to throughput at 2 Mbps while moving at 60 Mph has also been difficult. As such, the strict definition of COTM in terms of operational requirements is still not a hard and fast rule. For current operational requirements by the U.S. Military, COTM is often defined as on-the-move communications of at least 60 mph for throughput rates of 128 Kbps. These rates are generally accepted today and historically; however, military entities will demand much higher throughput levels from prime contractors for terminals and systems over the next one to two-years. Finally, development costs that are highly expensive are part of contract awards from the DoD. There are contracts as well that include only the development of prototype systems before full-scale or large orders are placed by the DoD. Although initiatives within the private sector are taking place for prototype development intended for commercial use, the immediate need to fund COTM systems rests currently with the military sector, since it has the most pressing needs for such systems. But as mentioned previously, the military is currently facing budgetary challenges. On the private sector’s development for the commercial market, the current economic outlook also has a limiting factor in terms of investment risk. Having outlined some market challenges, the need for commercial COTM going forward for military use remains healthy. The delivery of high data rate communications to current operational forces, all the while providing a solid architectural baseline for the migration of these systems to support future Homeland Security objectives and important military programs such as Future Combat Systems (FCS), and Warfighter Information Network–Tactical (WIN-T), is crucial. Based on the market potential by 2015 (and beyond), historical market performance, thus far, indicates a market that is still on the developmental stages of the business cycle. Both the number of units and revenues are expected to exhibit high growth within the forecast period. The forecast assumes that technical challenges will be overcome within the next few years, leading to greater procurement, and the fulfillment of deliveries for contracts signed thus far, between the DoD and system developers, or prime contractors. Expectations are that the United States will lead procurement, and by a wide margin, with the forecast. The contracts currently being signed, as well as in the future, will originate from U.S. agencies, specifically, the DoD. Historically, this trend has already taken place where the United States procured or accounted for over 90 percent of the COTM market. Over time, although entities outside the United States are expected to procure COTM equipment in greater quantities, the U.S. will likewise accelerate its contracting with the major primes which will lead to a sustained share of the market as compared to other nations.

COTM technology has been perfected – key internal link to warfighting missions
Barry Rosenberg, long-time journalist specializing in aerospace and defense, 09 [Army finds communications on-the-move tech outside WIN-T, Defense News, May, http://www.defensesystems.com/Articles/2009/05/06/C4ISR-Communications-On-the-Move.aspx]
Because the Army's Warfighter Information Network-Tactical program is the 800-pound gorilla when it comes to communications on-the-move, observers could understandably assume that WIN-T is sapping all the energy of the COTM world. The program might completely dominate COTM discussions in several years when General Dynamics C4 Systems starts delivering WIN-T hardware in bulk. However, until then, combatant commanders want interim COTM technologies that the Army can immediately put into service in Iraq and Afghanistan. The Army is spending tens of millions of dollars on its Commercial Satcom Terminal Program, which falls under the auspices of WIN-T at the Army Communications-Electronics Command based at Fort Monmouth, N.J. The goal of CSTP is to augment current and emerging satellite communications needs with cost-effective commercial COTM technologies. Soldiers in ground vehicles must stop and set up a ground-based satellite antennae to connect to the Global Information Grid. But with COTM advances, soldiers can connect to the GIG through vehicle-mounted satellite antennas while traveling as fast as 60 mph. The same antennas permit radio communications with other similarly equipped vehicles when line-of-sight communication is not possible. Georgia-based DataPath is a company that has benefited from such urgent requirements. The company received a multimillion-dollar contract in November 2008 under CSTP to demonstrate a pair of COTM systems on mine-resistant ambush-protected (MRAP) vehicles. After successful tests earlier this year, company officials said they had demonstrated 0.5 megabits/sec downlink and 2 megabits/sec uplink capabilities. The Army deployed the two COTM systems directly to Iraq. In early April, the Army exercised options for eight additional DataPath COTM systems with technical support. The company said the systems would arrive in Iraq by early May. COTM "is key to moving the high-bandwidth network edge farther out to provide greater situational awareness, speed and flexibility to small, quickly moving units of warfighters," said Steve Lindeman, DataPath’s vice president of business operations. The initial order included a satellite communications hub terminal and two COTM systems that have low-profile antennas for maintaining satellite connectivity at vehicle speeds of 80 miles per hour. In addition, DataPath has provided its MobiLink system for testing as an integral part of the COTM system. MobiLink is a compact device mounted on a Single Channel Ground and Airborne Radio System MT-6352 tray that links land mobile radio (LMR) and satellite COTM. With a push-to-talk interface, MobiLink users can shift between satcom and LMR links. COTM-enabled MRAP vehicles with MobiLink will act as communications hubs, providing an everything-over-IP network link that soldiers can use to establish line-of-sight and beyond-line-of-sight networks. With this communications hub moving on the battlefield, other users and vehicles can tap the beyond-line-of-sight connectivity to establish mobile, high-bandwidth connections for sending and receiving video, data and voice communications. WIN-T expectations WIN-T is a program of record, which means that it receives the majority of COTM funding. However, that doesn’t mean that there aren’t smaller opportunities available for companies such as DataPath and California’s ViaSat, which are providing COTM systems. Opportunies also exist for hardware providers, such as Virginia-based iDirect, which specializes in modems, and RaySat Antenna Systems, which offers a number of low-profile, two-way antennas for COTM. For example, the Satellite 2009 trade show in late March in Washington, D.C., featured dozens of companies that touted bits and pieces for various COTM systems geared not only to the Army but also to the Marine Corps and Navy. “I do expect that once the latter WIN-T increments are activated, then most of the [COTM] business will be steered to that contract,” said Nelson Santini, DataPath vice president of sales. “However, we still believe that the technology that we and others have will be very much in demand to fulfill needs not addressed by WIN-T.” That could include the need for 5-10 megabits/sec throughput to simultaneously download and process data from multiple unmanned aerial vehicles. It could be a long time before WIN-T might be capable of that level of throughput. “We’ll take a hit in volume [when WIN-T deploys], but the need for specialized solutions at a reasonable price will exist," Santini added. COTM "is in the infancy stage, but it’s getting to the tipping point where the technology is affordable and it works.” Santini estimates that in the next two years, there could be as many as 200 COTM-equipped vehicles operating in Iraq and Afghanistan, all of them procured outside the WIN-T program.

Ext - COTM key Drones

Commercial Satellites key to Successful UAV and reconnaissance Satellites

Jose del Rosario, Senior Analyst + Regional Director, Asia-Pacific, NSR, 08 [“COMM OPS: Commercial COTM For Military Use”, MilSat Magazine, July, http://www.milsatmagazine.com/cgi-bin/display_article.cgi?number=467686404 mcG]

Although small in terms of its share of in-service COTM units, the unmanned aerial vehicle (UAV) is expected to become one of the most important COTM platforms over time, in terms of military missions, as well as revenue generation. Most of the globe’s UAV programs that have been contracted belong to the U.S. Military, and this should continue to remain so until 2015. NSR foresees three scenarios that will likely take place in terms of affecting U.S.-based procurement: UAVs will likely take the place of troops, especially once the technology for tactical, or weaponized, UAVs become more stable and reliable. For Afghanistan and Iraq, reconnaissance missions will probably continue even if, or when, the troop pullout takes place. U.S. support for friendly forces using UAV systems will likely continue in order to remain engaged in these regions.The DHS, DEA and border patrols will likely enhance demand for UAVs going forward, as evidenced by some contract announcements since 2006. Reconnaissance satellites will play a large and growing role in surveillance activities and here, UAVs that rely heavily on commercial satellite capacity, will sustain demand for commercial COTM. According to the U.S. Military: Class III UAVs are to be multifunctional systems intended to be employed at the battalion level. A Class III UAV is planned to also provide an enhanced communications relay capability, mine detection, chemical, biological, radiological, and nuclear detection, and meteorological survey. The Class III UAV is to be able to take off and land without a dedicated airfield, and is intended to be able to stay aloft for six hours over a 40 kilometer area with a maximum ceiling of 12,000 feet. Class IV UAVs are intended to provide the UA (brigade) commander with a long endurance capability encompassing all functions in Class I through Class III UAVs. It is intended to stay aloft for 72 continuous hours and operate over a 75 kilometer radius with a maximum ceiling of 16,500 feet. It is also planned to interface with other manned and unmanned aerial vehicles, and be able to take off and land without a dedicated airfield. Of the close to 1,500 Class III and Class IV UAVs that weigh over 500 pounds that NSR expects to be in-service by 2015, the Africa/Middle East region should account for half of demand due to the growing concerns and potential flashpoints in the region. The continuing security situation in Iraq, growing concerns in Iran, Israeli conflicts with its neighbors, and the all important politics of oil, should lead to increased deployment and missions for UAVs for situation assessment. In light of troop pullouts in Iraq, the need for UAVs in terms of fleet expansion, number of missions and flight hours, should also likely increase

AEHF Tradeoff DA
TSAT Trades off with AEHF 
James Mazol, Research Associate, 09 [“Considering the FY2010 National Space Budget”, Marshall Institute Policy Outlook, July, pdf mcG] 

The Advanced Extremely High Frequency program is a constellation of communications satellites replenishing th MILSTAR Extremely High Frequency constellation with higher capacity and data rate capabilities. AEHF will provide survivable, anti-jam, worldwide secure communications for strategic and tactical users. The President favors expanding the AEHF program over funding TSAT, so the program will receive a large increase if Congress cancels TSAT.19 The FY 2010 request is $2.3 billion with procurement appropriations around $1.8 billion. The President plans to launch one AEHF in FY 2010 and fully fund procurement on an additional AEHF. Congress appropriated $552 million for the program in FY 2009 with $166 million in procurement costs. The FY 2010 funding not only supports the scheduled launch of satellite 1 and procurement of satellite 4, but also the assembly and testing of satellites 2 and 3. 

Find AEHF good cards

Spending Links
Program was cut because of massive cost overruns 

Aviation Week 11, (“Programs, Budgets Challenge Military Space,” 2-3, http://www.military.com/features/0,15240,226691,00.html) 

 Space assets play a vital role in current and perceived future battlefield needs, with communications satellites an important part of networking forces. But program problems and budget restrictions are combining to change thinking on how capabilities should be developed and deployed.

The U.S. military has an insatiable demand for bandwidth, and the Air Force had hoped its new Transformational Satellites (TSAT) would revolutionize satellite communications. But high costs, technical delays and budget constraints prompted Defense Secretary Robert Gates to cancel the program in 2009. The Pentagon will instead focus on buying more examples of the available Advanced Extremely High-Frequency (AEHF) and Wideband Global Satcom (WGS) satellites.

TSAT's cancellation is part of a wider trend in U.S. space spending. Rather than develop advanced and expensive satellites with revolutionary technology, the Pentagon is adopting an evolutionary approach. An example is the Operationally Responsive Space (ORS) model, under which the U.S. hopes to create smaller, less expensive satellites that can be developed and launched much more quickly. These will offer only incremental capability but, by avoiding the high-risk development of "exquisite" systems, the Pentagon hopes to minimize the cost growth and delays that have plagued programs such as TSAT.
Massive overspending 

Aviation Week 3,  Aviation Week & Space Technology, (“Costs Skyrocket,” 11-24, Lexis)  

The Pentagon is bracing for massive cost growth on the Evolved Expendable Launch Vehicle, and it may also be headed for trouble on its newest satellite program, the Transformational Satellite satcom initiative.

The military recognizes its EELV cost will spiral upward because of the lack of a commercial customer base for the Lockheed Martin Atlas V and Boeing Delta IV launcher family; however, Pentagon officials dispute assertions by the General Accounting Office (GAO) that major problems loom for the Transformational Satellite (TSAT) program.

The U.S. Air Force next year expects to award "buy three" for EELV, the next round of launchers. But Pentagon acquisition czar Peter B. Teets last week warned lawmakers to expect a 20-50% price increase because the government is basically the only customer for either launch system. The increase could total billions of dollars in the next several years, during which USAF may buy more than 15 launchers. "It is a substantial amount" of money, Teets declared. 

DEFENSE DEPT. officials are still scrambling to figure out how to cover the unexpectedly high bill in upcoming budgets. Teets indicated that some of the costs will likely have to be offset within the military space program.

The price increase is the latest bad news for EELV after the Pentagon on several occasions restructured the program, adding money to shore up its ailing contractors. Prices for existing EELV launches also have grown by $ 288 million, the Pentagon said last week.

On top of that came revelations that Boeing obtained thousands of pages of proprietary Lockheed Martin documents on the program, causing the Chicago-based aerospace giant's military space sector to be barred from government dealings. As punishment, the Pentagon shifted seven Boeing launches to Lockheed Martin, a move that's adding $ 220 million to the anticipated EELV bill. Boeing has been trying to demonstrate it's addressing ethics problems, and Teets suggested it is making progress.

The latest cost growth could provide ammunition to those Pentagon officials who have advocated consolidating the two EELV programs, eliminating competition expenses. But military space officials as well as independent experts roundly rejected the idea. Assured access to space -- the military's euphemism for supporting two launch providers -- "is too important to be a budgetary issue," said Tom Young, a long-time space expert, who recently chaired a Defense Science Board review of national security space programs.

Senators on the Armed Service Committee's strategic forces panel also noted their displeasure about continued problems in the management of space projects. Sen. Bill Nelson (Fla.), the senior Democrat on the panel, noted that Lockheed Martin's Space-Based Infrared System-High missile launch warning system has again been delayed, with key Northrop Grumman hardware for the highly elliptical orbit (HEO) spacecraft again failing to be delivered as promised. Certification is now not expected until September 2005.

Teets, who has made fixing space acquisition programs a top priority, acknowledged that progress is slower than hoped. In fact, asked to rate the Pentagon's success in this area, he gave the military only a barely passing "C+" grade.

USAF officials believe that a new space acquisition policy will help cure some of their systemic problems. But the GAO disagrees. It argues that some of the new regulations could exacerbate management shortfalls. "The space policy increases the risk that significant problems will be discovered late in development because programs are expected to go into development with many unknowns in technology," Robert E. Levin, the organization's director for acquisition and sourcing management, told senators. He added that with the Pentagon planning to boost space acquisition spending to $ 7.5 billion from $ 3.5 billion, "now is not necessarily the time to take on greater risk."

The GAO singled out one of the military's largest new space programs, the $ 12-billion TSAT, as headed for trouble. The Air Force will consider giving the development a green light next month, even though "critical technologies are underdeveloped," the GAO argued, adding that "the program does not know, yet, whether TSAT's key technologies can effectively work, let alone work together in the harsh space environment for which they are intended." Moreover, the GAO criticized an Air Force decision to curtail Advanced EHF spending -- TSAT's precursor project -- to help pay for the follow-on technology.

The first 6 TSATs alone are 10.9 billion dollars 
Levin,  Director for the GAO, 3 (December 4, 2003, Robert E. Levin, Director of Acquisition and Sourcing Management for the U.S. Government Accountability Office, “Transformational Satellite Program,” http://www.gao.gov/new.items/d0471r.pdf, ngoetz)

The TSAT architecture, requirements, and cost baselines are to be approved in December 2003. Initial design contracts are to be awarded in December 2003; therefore, the final configuration of the TSAT system remains to be determined. Air Force budget documentation for TSAT (funded under the Advanced Wideband Satellite budget line) shows a total cost of $10.9 billion for purchasing the first five satellites plus a spare
Politics Links
Congress hates the plan – likes cheaper satellite programs 

NDM 8, National Defense Magazine ("Promise of ‘Revolution’ in Satellite Communications Faces Challenges," January, www.nationaldefensemagazine.org/archive/2008/January/Pages/Promise2384.aspx 

 Transformational-Satellite (T-Sat). Scheduled to have its first launch as early as 2016, T-Sat is designed to dramatically boost the bandwidth that can be pushed to the lowest echelons by employing powerful Ku-band transponders and laser-based communications that are nearly impossible to jam.

The five-satellite constellation will support the Marine Corps and Army’s vision of space-based on-the-move communications, which entails sending and transmitting live streaming video to and from a humvee, Stryker or other vehicles as they speed down roads.

Johansen of Boeing Co., who is vying for the contract along with Lockheed Martin, said T-Sat could “revolutionize” satellite communications.

The decision on which of the satellite builders wins the contract may come as early December.

Meanwhile, Congress continues to question whether the Air Force should take money out of the T-Sat account and buy additional WGS or advanced EHF satellites.

T-Sat is a test of the “block approach” to developing satellites. The program calls for the services that will use the system to produce clear requirements, then for the builders to achieve technical milestones in increments before they proceed to the next block. Under this strategy, the first T-Sats to reach orbit will not have all the capabilities envisioned. Once the first blocks prove themselves in space, the second generation will become fully capable. This measured approach is designed to reduce risk and maintain a predictable schedule.

So far for T-Sat, the approach seems to be working, GAO found. Six of the seven critical technologies have been tested in relevant environment, it noted.

GAO warned that T-Sat will be one of the most costly and technically complex military systems ever attempted. It has a $14 billion to $16 billion price tag.

Congress has defunded the plan 3 separate times 

GAO 6, ("DOD Needs Additional Knowledge as it Embarks on a New Approach for Transformational Satellite Communications System," May, www.gpo.gov/fdsys/pkg/GAOREPORTS-GAO-06-537/pdf/GAOREPORTS-GAO-06-537.pdf) 

DOD is not meeting its original cost, schedule, and performance goals for the TSAT program. TSAT’s cost has increased by over $420 million, the planned launch date for the first satellite has slipped more than 3 years, and the satellites will be less capable than originally planned. Since DOD established initial goals for the program, Congress has twice reduced the program’s annual budget and directed DOD to spend more time developing and proving critical technologies. DOD developed the initial goals with limited knowledge, when almost all of the critical technologies had yet to be proven to work as intended. As a result, the goals were developed without a high level of reliability. 

Pentagon mismanagement makes the plan a target for congress 

Space News 5, ("Congress, Pentagon Move To Rein in Space Programs," 12-22, www.space.com/1888-congress-pentagon-move-rein-space-programs.html) 

This may be remembered as the year both Congress and the Pentagon finally lost patience with the military's trouble-plagued space programs, as lawmakers applied the brakes to new development projects while Defense Department officials restructured two ongoing efforts that have come to symbolize all that has gone wrong.

The U.S. Air Force ended 2004 with the hope that it could overcome congressional skepticism and put its two biggest new satellite development programs on a steady footing. But Congress' resolve to rein in the Space Radar and Transformational Satellite (T-Sat) programs only grew stronger as 2005 progressed.

Both the House and Senate indicated in their versions of the 2006 Defense Appropriations Act that the Pentagon's recent track record in space acquisition did not instill confidence that the Space Radar or T-Sat communications system could be developed affordably and on schedule.

 Both bills once again slashed the annual budget request for those programs, reducing the $226 million request for Space Radar to $100 million, and the $836 million request for T-Sat to $436 million.

Meanwhile, lawmakers expressed growing frustration with military space in public statements. Rep. Terry Everett (R-Ala.), chairman of the House Armed Services strategic forces subcommittee, said during a July 12 hearing that Congress "cannot continue to tolerate countless cost overruns and schedule delays."

Sen. Wayne Allard (R-Colo.), former chairman of the Senate Armed Services strategic forces subcommittee, delivered even harsher criticism in a Sept. 23 speech here, declaring poor program management to be a greater threat to space assets than anti-satellite weapons.
TSAT was cut because it was unpopular in congress – they prefer small satellite programs 

Bennett 9 (29 July 2009, John T. Bennett, BA in journalism and political science , Space News, “Small Satellites Attract Interest from Large U.S. Companies,” http://www.spacenews.com/archive/archive09/smallsats_0727.html, ngoetz)

WASHINGTON -- Once dominated by small and midsize companies, the growing market for small national security satellites is drawing interest from major U.S. contractors.

The Operationally Responsive Space (ORS) concept was born earlier this decade to quickly field military satellites to meet war-fighting commanders' urgent needs and replace aging orbiters — and to draw smaller firms into the military satellite sector.

But it appears those firms are about to see some very recognizable companies entering a market that John Edwards, a space analyst at Forecast International, calls "big and getting bigger."

Edwards estimates 17 small satellites will be built over the next decade at a projected total value of $1.4 billion, which represents a growth of about 40 percent over current levels.

"They have shorter lives so there is a need to keep them in pipeline and ready to go up," he said.

ORS program director Peter Wegner says, "We're seeing interest now from both small business and big business," including most of the major U.S. defense aerospace firms.

Boeing, for one, believes "many existing and future programs require a high performance small sat to perform the mission," said Robert Villanueva, a spokesman for the Chicago-based company. "Boeing is investing in advanced satellite technologies for small sats. Boeing Phantom Works' Advanced Network and Space Systems [division] views small satellites as a disruptive technology."

Lockheed Martin is "committed to providing superior solutions that best support the ORS mission requirements," spokesman Stephen Tatum said. "In fact, over the past 50 years, Lockheed Martin has designed, built and launched over 150 small satellites, all of which have met or exceeded their design life."

The ORS program was conceived as a way to field smaller satellites and rockets that could quickly be developed and launched to meet urgent national security needs.

The Pentagon's specific goals for the program have included the ability to launch a small satellite within a week of it being removed from storage; shorter times from first approval to launch; and providing top-quality imagery to specific commanders. U.S. officials also have said they would like to use satellites like the ones envisioned under ORS to replace aging or damaged satellites.

Security space analysts agreed with Wegner's assessment that major defense aerospace companies are giving a second look to programs like ORS. That is because senior Pentagon officials have green-lighted a new space acquisition strategy that emphasizes smaller, simpler orbiting assets, analysts said.

Under the new space-buying approach, the department will develop and purchase smaller, cheaper orbiters that are based on less-complex designs, Pentagon officials said. Gone, they say, are the days of "one-size-fits-all" satellites like the recently terminated Transformational Satellite effort.
A 2008 study of the U.S. space industrial base conducted by the Pentagon's Cost Analysis Improvement Group (CAIG) found "the recent focus on transformational systems has hampered the execution pace required to maintain legacy capabilities."

The Defense Department must retool its space acquisition efforts, the CAIG said. Senior officials agreed, installing the small-sat plan earlier this year.

By shifting to smaller satellites, Pentagon officials hope they can satisfy commanders' needs in different parts of the world — while cutting program cycle times and spending fewer dollars.

Edwards said because smaller satellites are so much cheaper than complex ones like TSAT, "it's easier to justify them to Congress than when every satellite program has a $7 billion price tag."
Space Crowding DA
GEO is getting crowded – every satellite increases the risk of interference 
Hitchens 7 (Fall 2007, Theresa Hitchens,  Director of United Nations Institute for disarmament reaserch,, Previous director of the Center for Defense Information, The Brown Journal of World Affairs,  Vol. 14, Iss. 1; pg. 173, “Debris, Traffic Management, and Weaponization: Opportunities for and Challenges to Cooperation in Space,”. Proquest, ngoetz)

The past several decades have seen the explosion of satellite operators jockeying for usable orbital slots ("parking space" in orbit), particularly in the GEO band, where space "real estate" is at a premium because the laws of physics limit the number of communications satellites that can operate there. Currently, there are some 343 working satellites in GEO.23 In 1996, the ITU sponsored its first conference on GEO crowding and frequency allocation; the issue was again addressed in the 1997 World Radio Conference (WRC) meeting.24 At the 2000 and 2003 WRC meetings, developing nations pressed hard for guaranteed access to future satellite spectra.25 For instance, Iran argued at the 2003 meeting for a cap of 20 to 30 years on the duration of any slot allocation-a proposal that was rebuffed by Europe and the United States.26 There also have been a handful of disputes over the past decade or so over specific slot allocations, as well as an alarming increase in the incidence of deliberate jamming or hijacking of satellite signals.27 The most recent examples of signal hijacking include the months-long jamming of a mobile communications satellite owned by Thuraya Satellite Telecommunications of Abu Dhabi by Libyan nationals, attempts by unknown actors to jam the French Syracuse military satellite over the Middle East,28 and the pirating of an Intelsat transponder by the Tamil Tigers for bootleg broadcasts into Sri Lanka.29 

Nonetheless, it is unintentional interference and collisions that most worry satellite operators in GEO rather than the still relatively rare instances of open conflict over slot allocation or deliberate jamming.30 All satellites in GEO must make routine maneuvers to maintain their orbital paths so as to ensure continued connection with ground-based receivers. However, if satellites pass too closely, their signals will clash, causing interference. And of course, the insertion of satellites into orbit and on-orbit maneuvering raises the possibility of inadvertent collisions. With the plethora of new players in the satellite game, some less-experienced operators-particularly in Asia-lack familiarity with the informal rules employed by the long-established operators, and thus often fail to abide by those best practices such as notification of launch, maneuvers, and potential close approaches.31

Crowding causes war in space and earth 
Hyten, Director of Space Programs USAF, 2K (2000, Col John E. Hyten (Now Major General), USAF, Director, Space Programs, Office of the Assistant Secretary of the Air Force, Master of Business Administration degree , “A Sea of Peace or a Theater of War? Dealing with the Inevitable Conflict in Space,” http://www.airpower.au.af.mil/airchronicles/apj/apj02/fal02/hyten.html, ngoetz) 

The pressures on space are enormous—from both an economic and a military perspective. Even one of these pressures is severe enough to create conflict. Combined, they create the risk of war—either on Earth, in space, or both. On the economic front, conflict has already occurred due to crowding in geostationary orbits and through saturation of the available radio spectrum.11 On the military front, the United States has managed to avoid clashes because of the effective monopoly it would exert on the use of space during conflict.

In the year 2000, the commercial space industry alone generated over $80 billion in worldwide revenue.12 Conflicts in this arena are beginning to grow as crowding increases due to the finite number of unoccupied geostationary slots and the limited amount of unallocated spectrum. Militarily, one cannot imagine the United States allowing an enemy either to threaten US space capabilities or use space systems to put Americans at risk. Space systems could become a significant part of any future military conflict involving the United States.

TSAT would be in GSO 

DOD 3 (15 Aug 2003, DOD, “TCA Factsheet” http://www.globalsecurity.org/space/library/report/2003/TCA-Factsheet-DRAFT-15-August-2003.pdf, ngoetz)

The DoD ring 5-ball Transformational Satellite (TSAT) GEO constellation is fully cross-linked and provides EHF, X-band (TBD), Ka-band, and laser services and supports military tactical, strategic, and Airborne Intelligence, Surveillance, and Reconnaissance (AISR) users. Additionally, the TSAT constellation of the DoD ring supports Communications on the Move (COTM) to as small as 1 ft terminals. TSAT will provide a dynamic adaptation of data rates in response to jamming or weather conditions. In addition, this architecture offers a lot more robustness due to the cross-link capability and increased bandwidth capacity. The TSAT vehicles of the DoD ring support RF data rates up to 45 Mbps, and laser communication user data rates into the 10-100’s Gbps range. The constellation supports 3-5 laser single access simultaneous users, with multiple access laser heads on flights 3-5. The TSAT has an RF cross-link to complete the AEHF constellation.

***NOTE: GEO is GSO around the equator

TSAT is 6 satellites 

Global Security 5 (Jan 9, 2005, Global Security, http://www.globalsecurity.org/space/systems/tsat.htm, ngoetz)

 The TSAT program consists of a five satellite constellation (a sixth satellite is being procured to ensure mission availability), TSAT satellite operations centers (TSOC) for on-orbit control, TSAT Mission Operations Systems (TMOS) to provide network management, and ground gateways. The TSAT portion of the TCA will incorporate radio frequency (RF) and laser communications links to meet defense and intelligence community requirements for high data rate, protected communications.

***Counterplans
ViaSat CP

ViaSat Solves best – Faster Bandwidth, Ready to be launched, and a twelfth of the price

William Matthews, Staff Writer, 09 [“TSAT Replacement?”, Defense News, July 20th, http://www.defensenews.com/story.php?i=4195271 mcG]

Since the decision in April to cancel the six-year-old, four-years-late, $26 billion Transformational Satellite (TSAT) program, U.S. Air Force leaders have been pondering how to replace it. Now, a California satellite communications company says its new spacecraft could provide a lot more bandwidth than TSAT, a lot sooner and at a fraction of the cost. ViaSat, of Carlsbad, Calif., is building its first satellite - ViaSat-1 - and plans to use it for delivering high-speed Internet service to areas of the United States where it's now unavailable, or is slow and costly. When it's launched in early 2011, ViaSat-1 will be the world's fastest satellite in terms of data throughput, ViaSat executives say. It will be able to transmit 100 gigabits per second. Its closest competitors can manage only 10 gigabits per second. TSAT, too, was expected to handle about 10 gigabits of data per second. ViaSat has at least piqued the U.S. military's interest. "We are talking to the Defense Department about what it would take to have that kind of capability in their own fleet," ViaSat Chief Executive Mark Dankberg said during a May conference call with investors. "It's the right kind of satellite" for many of the military's needs, Ric VanderMeulen, a ViaSat vice president, said in an interview. "We are having discussions with them, they're considering it, they're thinking about it. Obviously, we're not under contract with them." An Air Force spokesman said his service was not currently in discussions with ViaSat. If 100 gigabits of throughput seems like an amazing number, consider this figure: $400 million. That's the price of a ViaSat-1 system - the satellite, insurance, launch services and ground equipment, VanderMeulen said. By itself, the satellite is about $250 million. That compares with $26 billion for a five-satellite TSAT constellation - more than $5 billion per satellite. But the comparison is not quite that simple. ViaSat-1 could deliver a boatload of bandwidth, which the U.S. military might find useful as it relies ever more on sensors that deliver streaming video, on-the-move communications, even PowerPoint presentations.

Ext – ViaSat Solves
ViaSat Technology is most reliable – TSAT technology is complex and prone to fail – it doesn’t even exist yet

William Matthews, Staff Writer, 09 [“TSAT Replacement?”, Defense News, July 20th, http://www.defensenews.com/story.php?i=4195271 mcG]

It seems inescapable that the U.S. military will need more bandwidth. "ViaSat-1 has real applicability for video for FCS," VanderMeulen. And even as major parts of the Army's controversial and now-renamed Future Combat Systems program are being scrapped, "the video mission is definitely surviving," he said. The Army hopes to spread satellite communications so widely that there are antennas, receivers and terminals in tanks, armored vehicles, helicopters and Humvees. But to do that, satellite communications gear must be much cheaper and able to handle much more data, VanderMeulen said. And that's where ViaSat-1 is expected to excel. With "10 times the throughput of any other Ka-band satellite," ViaSat says, the new satellite will have "the highest capacity of any satellite ever built." In fact, it will have more throughput capacity "than all other Ka-band satellites combined," the company claims. The enormous throughput is achieved in part through hardware improvements, but mostly through better use of frequency both by satellite and by the ground equipment, VanderMuelen said. "It's a very clever system design," he said. TSAT was the Air Force's effort at a very clever design. It was supposed to offer "significant increases in capability across a broad range of functions and aspects" for military satellite communications, Air Force Secretary Michael Donley told a House Armed Services subcommittee this spring. "These were viewed as very desirable by combatant commanders, but also very high risk and potentially high cost," he said. Indeed, after spending $2.5 billion and three years developing TSAT, the program was in trouble. The date of the first satellite launch was pushed back from 2015 to 2019. In a May 18 speech, Deputy Defense Secretary William Lynn said TSAT was among a number of programs scrapped because they relied on unproven technology. In their place, the military will buy systems that "we know will work," he said. So instead of TSAT, the Air Force is to buy two Advanced Extremely High Frequency (AEHF) satellites. Like TSAT, the AEHF is designed to be survivable, jam-resistant and secure. And like TSAT, the AEHF has suffered a raft of problems. Cost increases of more than 25 percent triggered a "Nunn-McCurdy breach" in 2008. Nunn-McCurdy is a federal law that says programs must be canceled if costs increase by 25 percent or more - unless the defense secretary persuades Congress that the program is critical to national security. AEHF survived, but the launch of the first AEHF satellite has slipped from 2008 to 2010. By contrast, Dankberg told ViaSat investors that "the ViaSat-1 project is coming in on performance, on schedule and significantly under the initial budget. We've seen improvements in launch costs, insurance costs and in the ground gateways." Why the difference? TSAT, and AEHF perhaps to a lesser degree, are striving for leaps in technology, VanderMuelen said. ViaSat-1, on the other hand, relies heavily on proven technology. It's not exotic, but it works. "This is a better way to get bandwidth in 2011 - low risk using proven technology," he said. TSAT's demise "highlights the need for innovative new approaches to high-speed broadband satellite for several DoD missions," Dankberg said. It's "a good opportunity for us." 

XO Solvency
President can control funding for the TSAT program
SEAN P. COAKLEY, MAJOR, B.A., Norwich University, 10 [“DEFENSE SPACE SUPPORT TO CIVIL AUTHORITY: HOW CAN POLICY BE IMPROVED?”, Army War College, June, pdf] 

Significant to the FY2010 budget, is the redirection of $1.784 billion from TSAT to the AEHF. The President canceled the TSAT program and redirected the funding for FY2010 into AEHF. The HASC’s 2009 report identified a gap between the jam resistant capabilities of the TSAT and the non-jam resistant capabilities of existing alternatives, such as the Wide-band Global Satellite Communications (SATCOM) system (WGS). AEHF, “will only be capable of delivering a fraction of the protected communications bandwidth that was anticipated in the TSAT” (HASC 2009, 205). 

Aerospace Advantage CP

Text: The United States federal government should implement the recommendations found in our MIT LARA evidence. 
This solves the structural problems in the aerospace sector and solves the advantage better than the aff.
MIT LARA, 1

[MIT Labor Aerospace Research Agenda and Lean Aerospace Initiative, Developed by: Joel Cutcher-Gershenfeld, Betty Barrett, Eric Rebentisch, Thomas Kochan and Rob Scott, “Developing a 21st Century Aerospace Workforce – 2nd Version White Paper”, November, http://web.mit.edu/ctpid/lara/pdfs/21stCentWorkforce2.pdf, NKN]

In response, we recommend five specific initiatives – each designed to have a transformational 

impact – and an overall recommendation around the importance of research and development 

spending as a “pull” for the next generation workforce.  The specific initiatives are: 

ƒ  Public Policy Priority Protecting Investment in Intellectual Capital: Establishing mechanisms to mitigate instability and other threats to investment in “intellectual capital,” which could include developing longer-term procurement contracts, targeted attention to intellectual capital issues at key stages of the procurement process, requiring “intellectual capital impact statements” when funding is to be cut or redirected in significant ways, and other related issues. 

ƒ  Aerospace Capability Network: Developing a public/private partnership network organization in which all key stakeholders in the aerospace industry coordinate the establishment and dynamic evolution of a full set of relevant skill standards, future capability requirements, and relevant workforce data.

ƒ  National Training and Development Partnership: Establishing a multistakeholder, public/private partnership supporting strategic investment in skills and capabilities that are central to industry success and that would not otherwise receive adequate investment – especially involving investment in building capability across organizations along what can be termed “mission critical” value streams. 

ƒ  Regional and Local Workforce Initiatives: Demonstration grants providing targeted support for pilot local and regional innovations that effectively attract, retain and cross-utilize the aerospace workforce, as well as “best practices” with new work systems. Additional support should also be targeted at piloting mechanisms for regional and national diffusion of successful innovations. This could include matching funds from local foundations, governments and industry – with implications for national policy where appropriate. 

ƒ  Innovation by Government as an Employer: Establishing mechanisms to develop and diffuse innovations in strategic human resource management at government aerospace labs, depots and bases. This is particularly important in the aerospace sector where major classes of employees are hired into the private sector after a period of time building skills and capabilities in the public sector. 

Advantage CP – Solves Space

PPPs key to space exploration – they fill in gaps in government budgets
Taylor 8 

[Tom, Lunar Transportation Systems, Vice president and senior member, “Outreach Development Public Private Partnership for Space Exploration”, http://tinyurl.com/Outreach-Development-Public-Pr]

Continuing innovation and technology development is one way a global leader nation defines itself. Both happen in war and can happen in peace, if we think like President Lincoln. Innovation adds new dimensions to technology and sometimes comes from unexpected avenues. Innovation and how to stimulate it plus finance it is the subject of this paper. The opportunities available to mankind in the exploration of the universe are bigger than the Louisiana Purchase, and space commerce generally brings innovation and reduces costs in a competitive marketplace. Public Private Partnerships (PPP) are one method of expanding the money available to develop the opportunities. President Lincoln started the Transcontinental Railroad during our most costly war and it accelerated the development of the American West. Space exploration is a milestone for our species of a magnitude and opportunities never before encountered. Lincoln chose to stimulate others to finance the transportation into the American West by leapfrogging into building a railroad to the Pacific. America must again innovate, leapfrog our technology and build the partnerships plus the hardware stimulated by innovation and private investment to come forward and fill in the “gaps” in government space budgets. Space exploration innovation must energize our American economic engine and to “be what we can be.” We need to start the big projects that are not getting start by government space budgets alone. This innovation includes collecting energy in space for Earth use, developing trade routes beyond our home planet, joining nations to build projects, combining global government capabilities to solve climate problems and to use our resources in a peaceful manner, which is done everyday by global commerce. Society expects space tourism to produce low costs quickly, but entrepreneurs/financers need larger commercial markets on which bankers are comfortable. What are some examples of innovation that might impact our problems/solutions? Space Based Solar Power is perceived as so large and expensive everybody is scared to touch it for fear their budgets will be changed, yet it has become near term and very “GREEN” in its solution. Congress waits until problems are so large that massive solutions are forced instead of solving problems in a planned manner. Lunar bases are orders of magnitude more remote than bases on Earth, but lessons learned like the North Slope of Alaska can teach us about our first trade route beyond Earth including logistics and private financial development techniques. Within PPPs, government stretches space budgets, increases vehicle innovation without cost, with less cost to the taxpayers, and gains cost advantages of larger markets. This paper explores innovation and PPPs to bring governments and innovation together to stimulate financing to flourish in a world of dwindling resources. History will view lunar trade routes as a slow start after the Apollo landings in 1969, but the commerce possible from an evolving, affordable, two directional, sustainable trade route will definitely be a part of it, with at least one early transportation native financed privately to remain in operation after NASA moves on to explore the universe.

Aerospace Adv Defense/CP Solvency

Too many alt causes to solve – don’t give them the full weight of the advantage
Katz, 8

[Jonathan, Managing Editor of Metals, Chemicals, and Energy @ Industry Week, “Brain Drain Could Ground Aerospace Production”, June 1, http://www.industryweek.com/articles/brain_drain_could_ground_aerospace_production_16363.aspx?Page=1, NKN]

The U.S. aerospace industry faces declining workforce numbers that could result "in a disastrous loss of intellectual capital for the industry" if measures aren't taken to attract more skilled applicants, according to a report released in early 2008 by the Interagency Aerospace Revitalization Task Force. The study concludes that a lack of U.S. students with strong math and science skills coupled with a graying workforce and recruiting and retention challenges could leave the industry with a major skilled-worker shortage. While the industry is heading for its fourth-consecutive year of employment growth, with a projected total workforce of more than 637,000, the total employment gain was only 7,700, according to the Bureau of Labor Statistics. At the same time, the number of production workers grew by nearly 26,000, indicating that the nonproduction workforce is declining. The five most difficult positions to fill include engineering-related jobs in avionics, electro-optics, propulsion and power systems, complex enterprise architecture and integration software, and systems engineering, according to the report, citing the Aviation Week 2007 Workforce Study. Like other manufacturing sectors, baby-boomer retirements are expected to hasten the void. The federally appointed task force cites a 2002 report that notes about 26% of aerospace workers will be eligible to retire by 2008, and the Aviation Week study indicates that as of mid-year 2007 at least 40,000 jobs were available in the aerospace sector. The industry also is plagued by image problems and security clearance issues for prospective employees. In the past, opportunities for innovation attracted employees to aerospace positions, but the industry ranks last among the number of patents per employees, the report says, citing the MIT Lean Aerospace Research Agenda. Additionally, applicants aren't prepared for the stringent background checks often required for aerospace jobs, meaning past criminal histories can disqualify them, further limiting the candidate pool.

Too many structural problems, demographic and educational, to solve

Future of the US Aerospace Industry Commission, 2

[The Final Report of the Commission on the Future of the United States Aerospace Industry”, including The Honorable Robert S. Walker—Commission Chairman Chairman, Wexler & Walker Public Public Policy Associates The Honorable F. Whitten Peters—Commission Vice-Chairman Partner, Williams & Connolly LLP Dr. Buzz Aldrin President Starcraft Enterprises Sharespace Starbooster & Starcycler Mr. Edward M. Bolen President & Chief Executive Officer General Aviation Manufacturers Association Mr. R. Thomas Buffenbarger International President International Association of Machinists & Aerospace Workers The Honorable John W. Douglass President, Chief Executive Officer and General Manager Aerospace Industries Association The Honorable Tillie K. Fowler Partner, Holland & Knight LLP The Honorable John J. Hamre President & Chief Executive Officer Center for Strategic & International Studies The Honorable William Schneider, Jr. Chairman, Defense Science Board President, International Planning Services, Inc. Mr. Robert J. Stevens President and Chief Operating Officer Lockheed Martin Corporation Dr. Neil deGrasse Tyson Astrophysicist & Frederick P. Rose Director American Museum of Natural History Ms. Heidi R. Wood Executive Director, Senior Aerospace/Defense Analyst Morgan Stanley; November, http://trade.gov/static/aero_rpt_aero_commission.pdf, NKN]

The industry is confronted with a graying workforce in science, engineering and manufacturing, with an estimated 26 percent available for retirement within the next five years. New entrants to the industry have dropped precipitously to historical lows as the number of layoffs in the industry mount. Compounding the workforce crisis is the failure of the U.S. K-12 education system to properly equip U.S. students with the math, science, and technological skills needed to advance the U.S. aerospace industry 
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