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***Case Answers 

1NC Solvency Frontline 

Best case scenario TSATS still can’t support DoD needs 

McKinney 6,  Major, United States Air Force, (Maurice, “TRANSFORMATIONAL SATELLITE (TSAT) COMMUNICATIONS SYSTEMS: FALLING SHORT ON DELIVERING ADVANCED CAPABILITIES AND BANDWIDTH TO GROUND-BASED USERS,” April, Air University) 

As Military Information Technology explains, TSAT users fall into two broad categories: high-data rate access users and low-data rate access users.17 The high-data rate access provides a data rate of 2.5 gigabits to 10 gigabits per second through LaserCom.18 However, only 20 to 50 or so of these links would be available, and they will most likely be dedicated to major intelligence, surveillance and reconnaissance assets in space and in the air. 19 As depicted in Figure 5 (on page 22), others on the low data-rate end can still use about 8,000 simultaneous RF data links, which will provide connectivity to strategic assets and tactical users as well as the AISR platforms. 20

Currently, the way TSAT is being promoted to the Army, Navy, Air Force, Marines, and Special Forces is wrong. Specifically, TSAT is being promoted as the next-generation satellite that will provide high-bandwidth and advanced capabilities to the warfighter thereby removing “communications as constraint” on the battlefield. What the promotion material should say is, TSAT is the next-generation satellite that will provide high-bandwidth and advanced capabilities to approximately 8,000 RF users and 20-50 near-space LaserCom warfighters thereby removing “communications as constraint” to users who will have the proper system capabilities and authorization to access TSAT. 

 For TSAT to be truly successful, this paper has three recommendations. First, the TSAT Program Office must manage customer expectations. Currently, the Navy, Army, Air Force, Marines and Special Forces all believe their next-generation high-capacity bandwidth systems will directly connect to TSAT’s high capacity LaserCom and/or RF links. As discussed in Chapter 3, by 2020, the Army plans to have nearly 106,000 JTRS terminals in use. According the Army, the JTRS are being designed to for use in “wide-band network waveform (WNW) to provide high-capacity bandwidth.” 22 One could argue that it is unlikely the Army will simultaneously attempt to connect 100,000 terminals to TSAT during peace time. But it’s safe to say, that during war, at least 8,000 or more simultaneous connections are likely. 

 The AF probably believes its Global Hawk, Predator, AWACS, JSTARS and other manned and unmanned, high altitude, long range AISR aircraft will have a monopoly on TSAT’s LaserCom links. While this may or may not be true, if the AF continues to procure about five Global Hawks per year (13 procured between FY 04 and FY 06) 23 by the time TSAT reaches IOC in 2015 it will compete against itself to access TSAT’s 20-50 LaserCom links.

The Navy’s NMT program powered by SCA software intends on “providing the Navy with a flexible framework to add new systems, the service will be able to integrate future systems such as the Transformational Communications Satellite … quickly.” 24 The Navy plans on fielding NMT terminals on ships, submarines, and shore-based antennas. Simply put, the TSAT Program Office needs to manage customer expectations while researching for alternatives to increase TSAT’s simultaneous LaserCom and RF user base. 

DoD still doesn’t know what it’s doing – major technical gaps 

GAO 6, ("DOD Needs Additional Knowledge as it Embarks on a New Approach for Transformational Satellite Communications System," May, www.gpo.gov/fdsys/pkg/GAOREPORTS-GAO-06-537/pdf/GAOREPORTS-GAO-06-537.pdf) 

 Despite these positive steps to lower program risks, DOD faces gaps in knowledge, as it begins to implement its new development approach, that could impede TSAT’s success. In 2006, DOD directed the program to follow an incremental development approach, changing the contents of the program. Under this approach, the program will deliver less capability in the first two satellites, and then more advanced capabilities as technologies mature and are incorporated into the remaining satellites. DOD has not fully assessed the value of the TSAT investment in light of major changes to the program. 

 Historically, many new development programs in DOD have sought to quickly gain the latest capabilities,8 but because the technologies were not mature enough to make such leaps, programs were often in development for years while engineers continued to develop and mature the needed technologies. This increased both the time and cost required to develop the systems. An incremental approach, on the other hand, reduces risks by introducing less new content and technology into a design and development effort. The incremental approach for TSAT allows more time for the development of higher-performing capabilities, thereby potentially increasing the level of confidence in the launch date of the first satellite, planned for 2014. High-level DOD officials have agreed to these reduced capabilities up front, so the TSAT program now plans to deliver satellites that meet user requirements in an evolutionary manner.

Notwithstanding the approval for the revised TSAT program from senior DOD officials, DOD has yet to justify the TSAT investment in light of other DOD investments using the knowledge it has now gained on cost, schedule, and initial capabilities to be delivered. For example, TSAT’s cost estimate has increased and the initial satellites will be less capable than originally expected. Furthermore, it is imperative, given the recent changes to the program, that DOD work with the TSAT user community to update requirements to ensure the timely delivery of promised capabilities.

Finally, it does not appear that DOD has completely addressed all the unknowns concerning the relationship between TSAT and two of DOD’s other expensive and complex systems, namely the GIG and Space Radar. For example, work still remains in finalizing the requirements for these systems and understanding how the incrementally developed TSAT will satisfy the needs. 

And – new technical requirements means it takes a generation to solve 

GCN 4, Government Computer News, (“Building transformational satellites will take 'a generation of people'" October 27, gcn.com/articles/2004/10/27/building-transformational-satellites-will-take-a-generation-of-people.aspx) 

 NEW YORK'Designing the Transformational Communications Architecture for the Defense Department's Global Information Grid over the next two decades is proving to be quite a challenge, the National Reconnaissance Office's Michael P. Regan said today at the Satellite Application Technology Conference and Expo here. 

Regan, who heads NRO's communications functional integration office, said Congress has authorized NRO director and Air Force undersecretary Peter Teets to set up a common framework for national security in space. 

In the GIG's heavily connected environment, Regan's office is cooperating with NASA, the intelligence agencies and DOD to formulate "a set of standards and technical baselines for space communications that will serve for the next 15 years." 

Information assurance is the toughest part, he said. "NASA is all public, but the intelligence community wants nobody to know they exist." All three groups' requirements must be satisfied, and eventually the Homeland Security Department and emergency responders will have to share some of the GIG's information securely. 

Bandwidth management and the IP transition are serious challenges, he said, as is trying to put all types of communications on a single transport. "The military services all provision their own satellite communications," he said. "The Defense Information Systems Agency leases 3.2 Gbps commercially. How do you hook all that up?" 

Moreover, DOD's plan for transformational satellites by about 2020 will put routers on a laser backbone in space, operating at tens of gigabits per second'a space Internet analogous to the terrestrial one. 

"We have a fairly clear vision for space technology," he said. "But the software environment changes so fast that the TSAT software will have to be maintainable and even reprogrammable in space." 

The toughest challenge of all, Regan said, is "stable funding and a stable vision of a common architecture" as administration policies and personnel change. "We will have to build a generation of people to see it through." 

Even if TSATs work, DoD space communication infrastructure still fails 

1. Procurement and management 

GAO 4, (“The Global Information Grid and Challenges Facing Its Implementation,” July, http://www.gao.gov/new.items/d04858.pdf)  

 While DOD has taken steps to establish a vision and objectives for the GIG, it is still not fully known how DOD will manage, oversee, and invest in this effort. Addressing these questions is a daunting task. DOD must find ways to make and enforce trade-off decisions for literally thousands of information technology systems, weapon systems, command and control systems, intelligence systems, and other systems.14 These decisions will need to span a wide range of organizations, including the military services and their respective major commands and functional activities, numerous large defense agencies and field activities, and various combatant and joint operational commands that are responsible for military operations for specific geographic regions or theaters of operations. Having accurate and reliable visibility over spending on systems that must integrate with the GIG will be necessary as well as having effective mechanisms for identifying and deciding which systems should be pursued and which should not. In 2003, we reported (as part of a survey of federal agencies enterprise architecture programs) that DOD had made progress in developing the GIG architecture, however, the department had not completed some essential architecture products that describe the desired (target) technology environment and provide a sequencing plan for transitioning to it.15 More specifically, at this point, DOD is largely leaving it up to its components and services to decide how best to migrate their systems to the GIG. There is no well-defined strategy that

• identifies what capabilities DOD will invest in and what it will not invest in;

• identifies how investments will align with the goals and objectives of the GIG architecture;

• determines what is affordable, particularly in light of near-term and long-term needs;

• sets out criteria for determining what legacy systems should remain or be phased out; and

• specifies by whom and how decisions will be enforced.

In addition, it is unknown how senior leaders within DOD will be able to focus on the progress of the GIG as a whole, that is, whether it is being developed and fielded within cost and schedule, whether risks are being adequately mitigated, and whether the GIG is providing a worthwhile return on investment, particularly in terms of enhancing military operations. Until DOD implements an investment and oversight strategy for the GIG as a whole, it is at risk of making investments that do not fit its vision for the future.

According to DOD officials, the enhancements DOD is making to its planning and budgeting processes are meant to begin addressing these questions. However, these changes may be difficult to implement for a number of reasons. First, to some degree because of the broad scope and crosscutting nature of the GIG concept, no office or single program is in charge of the GIG, making it more difficult to make and enforce trade-off decisions. Moreover, while key acquisition, budgeting, and requirements setting processes have been modified, they still largely operate under the same organizational structure, where it has been difficult to link acquisition and investment decisions to joint concepts like the GIG.

Additionally, previous efforts that have been undertaken in past years to foster interoperability among DOD systems have had limited success, principally because management tools and leadership attention were not strong enough to provide sufficient oversight and overcome resistance by the military services to forgo their unique requirements in favor of requirements that would benefit the department, as the following examples illustrate:

• In our 2001 report16 on DOD’s efforts to improve its ability to attack time-critical targets, we noted that DOD had undertaken numerous efforts to achieve system interoperability, including the development of guidance, oversight controls, directives and policies, and technology demonstrations. However, success was limited because DOD had not yet overcome resistance from the military services, it lacked an architecture to guide interoperability efforts and some current oversight and control mechanisms, such as the interoperability certification process, were not working or were not being enforced.

• In 2003, we reported17 that two joint acquisition programs lacked mechanisms to overcome parochialism and stovepipes at the military service level. The JTRS program lacked a strong management structure to resolve operational requirements and funding issues among the services and DOD’s approach to planning Unmanned Aerial Vehicles lacked an effective strategic plan to ensure the military services and other defense agencies focus their development efforts on systems that complement each other.

• In 2004, we reported18 that DOD was making limited progress with its business modernization initiative—a departmentwide effort focused on transforming DOD business operations, including standardizing and optimizing business systems across DOD and reducing duplication.

After 3 years of effort, we reported that we have not seen any significant change in the content of DOD’s business systems modernization architecture (which is to be integrated into the GIG architecture) or in DOD’s approach to investing billions of dollars in existing and new business systems. Further, DOD had not yet implemented an effective management structure and processes to provide adequate control and accountability over its $5 billion annual investment in business systems modernization. In particular, we reported that DOD had not yet clearly defined the roles and responsibilities for its new business investment domains, established common investment criteria, and conducted a comprehensive review of its existing business systems to ensure that they are consistent with the business modernization architecture. DOD acknowledged that it still had much more to do, including developing the business systems modernization architecture to a necessary level of detail, defining specific performance metrics, and clarifying the roles and responsibilities associated with managing the domains of portfolios of business systems and ensuring that these systems comply with the architecture.



2.
Culture change

GAO 4, (“The Global Information Grid and Challenges Facing Its Implementation,” July, http://www.gao.gov/new.items/d04858.pdf)  

 There are also many unknowns concerning how DOD will meet its requirements and vision in terms of people, processes, and, ultimately, operations. First, DOD has yet to determine how much information should be posted on the network; when it should be posted; and how and where it should be used. Once these factors are determined, DOD must develop rules of operation to ensure the network can work as intended without precluding the benefits that can be derived from more flexible and dynamic information sharing. Currently, various offices within DOD are working through questions on whether unlimited amounts of data should be made available through the GIG, including unprocessed intelligence, surveillance, and reconnaissance data, without the benefit of some assimilation and analysis. These are important questions that need to be addressed in the near future because they could affect the direction of investments in netcentric systems and non-network systems as well as changes that need to be made in how the intelligence community operates.

Even after these questions are settled, significant operational challenges remain. Joint commanders and the military services may need to find ways to adapt to an environment where data can be more readily obtained and shared by lower levels in the chains of command. New operational concepts are being developed to guide how military operations are to be conducted in this enhanced technology environment. They will need to be followed by associated doctrine, tactics, techniques, and procedures. Developing joint operational concepts is one of the key tenets under the Joint Capabilities Integration and Development System; however, it is unclear how the concepts will be developed and translated by these boards into more detailed tactics, techniques and procedures. We recently reported that DOD had been proceeding with the JTRS program for several years without clear definition of how JTRS capabilities should be used in an operational environment and that the program’s concept of operations did not reflect the joint vision of JTRS but instead the servicecentric radio-replacement perspective. If DOD is to achieve its long-term goals for netcentric warfare, it is imperative that it develop concepts and processes for how individual systems, such as JTRS, can be used to leverage DOD’s new network infrastructure and maximize interoperability and collaboration in military operations. 

 Moreover, DOD must successfully persuade data owners to accept the value of sharing data with a broader audience and to trust the network enough to post data. We spoke with several officials in charge of GIG programs who acknowledged that facilitating these cultural changes— particularly with the intelligence community—will be difficult.

In addition, DOD also faces a formidable task in persuading the military services and other users of the network to rely on information technology applications and services being developed by the Defense Information Systems Agency. This agency has been tasked with developing and providing key voice, video, and data connectivity through core enterprise services for the GIG, such as data query (search or discovery) capabilities and information assurance. However, the military services and defense agencies have historically been reluctant to rely on the Defense Information Systems Agency for these services. We have reported in the past that the military services have regularly bypassed Defense Information Systems Agency, preferring instead to procure their own telecommunications networks and commercial satellites bandwidth services because they were dissatisfied with the level of service provided by the agency as well as the cost and length of time it took to procure these services centrally.23 

3. Massive technical risks at every level of the program

GAO 4, (“The Global Information Grid and Challenges Facing Its Implementation,” July, http://www.gao.gov/new.items/d04858.pdf)  

 Building a reliable, secure network that will operate on the move, virtually anywhere and provide the necessary information and services to enable netcentric military operations presents considerable technical challenges. While DOD intends to utilize existing commercial communications and networking technologies, which have advanced significantly in recent years, the GIG requires DOD to advance a number of key technologies, develop a series of complex systems and software, field them without delay so schedules for other dependent systems are not disrupted, and develop the means to effectively manage and protect the network and its data. 

 At this time, however, DOD is pushing ahead on several programs with immature technologies and with aggressive development and fielding schedules. As a result, DOD is at risk of not delivering required capabilities within budgeted resources. This, in turn, may affect schedules and funding for other systems depending on the GIG. For example, two key GIGrelated programs—JTRS and TSAT—are facing schedule and performance risks, which are largely rooted in attempts to move these programs into product development without sufficient knowledge that their technologies can work as intended. In March 2004, we reported that none of the 20 critical hardware and software technologies for the Army’s initial JTRS radio development for ground vehicles and helicopters were sufficiently mature according to best practice standards.24 When product development began in June 2002, the Army determined that while many of the technologies within the program had been used in other radio applications, they could not be assessed as mature because they had not been integrated into a complex radio, such as JTRS. Mature backup technologies exist for some critical technologies, but program officials have cautioned that substituting them could complicate integration or result in degraded performance. Moreover, the program recently experienced a 4-month schedule slip that officials attribute to short-term technology deviations affecting size, weight, and power requirements for the radio sets. Further, the program entered product development with an ambitious schedule that program officials recognized as high risk. In particular, the program has a compressed test and evaluation phase that leaves little room for error and rework.

We also recently reported that the TSAT program entered into product development with only one of its six critical technologies sufficiently mature. The remaining five technologies are not expected to reach maturity until 2006. Backup technologies exist for three of the five immature technologies, but they would degrade system performance. The other technology—single access laser communications—has no backup and program officials indicated any delay in maturing this technology would cause the first satellite launch date to slip significantly. DOD believes it has adequate measures to mitigate these risks, however, concern over TSAT technology readiness led the Air Force to schedule an interim review for November 2004, which will determine whether the program’s technology development has progressed sufficiently or whether alternative action should be taken.

Similar risks extend to the systems that must be integrated with the GIG and on which DOD is dependent for achieving its vision for netcentric warfare. For example, our review of the Future Combat Systems determined that the program is at significant risk, in part because more than 75 percent of its critical technologies were immature at the start of development and many will not be sufficiently mature until the production decision.25 First prototypes for the systems that make up the Future Combat Systems will not be delivered until just before the production decision, and full demonstration of the Future Combat Systems’ ability to work and meet its goals will not occur until after production has begun. If the lessons learned from best practices and the experiences of past programs have any bearing, the Future Combat Systems program is likely to encounter “late-cycle churn,” a phrase used by private industry to describe the discovery of significant problems late in development and the resulting search for fixes when costs are high and time is short. Networking, network management, and secure network management challenges are considerable.26 Currently, mobile networking is limited, mainly to narrowband, fixed infrastructures, and relatively stable user groups. The GIG network will require new wideband waveforms that can handle the expected high data rates, throughput of information, and ability to transmit integrated voice, data, and video simultaneously. In addition, dynamic networking capabilities that can automatically adjust to changing circumstances, such as intrusions or node failures, are needed; however, the scalability of network management technologies for a network like the GIG with such a large number of nodes is unproven. To facilitate timely and prioritized access to information from a wide variety of sources, the network will require enhanced quality of service mechanisms and algorithms to manage bandwidth allocation and handle the flow of information and security. Furthermore, advances will be needed in several other technological areas, such as antennas, power sources, and the miniaturization of components to facilitate mobile communications. For example, current antennas do not support all of the portions of the radio frequency spectrum where the GIG network will operate and are limited to specific communications waveforms. Advanced multiband antennas will be needed to support mobile and simultaneous communications across different portions of the spectrum.


2nc: not enough data 

Continued delays mean T-Sat capabilities will be nothing close to their estimates

GAO 6, ("DOD Needs Additional Knowledge as it Embarks on a New Approach for Transformational Satellite Communications System," May, www.gpo.gov/fdsys/pkg/GAOREPORTS-GAO-06-537/pdf/GAOREPORTS-GAO-06-537.pdf) 

 The Department of Defense is not meeting original cost, schedule, and performance goals established for the TSAT program. When the program was initiated in 2004, DOD estimated TSAT’s total acquisition cost to be $15.5 billion and that it would launch the first satellite in April 2011. TSAT’s current formal cost estimate is nearly $16 billion and the initial launch date has slipped to September 2014—a delay of over three years. Furthermore, while the performance goal of the full five-satellite constellation has not changed, the initial delivery of capability will be less than what DOD originally planned. After DOD established initial goals for TSAT, Congress twice reduced the program’s funding due to concerns about technology maturity and the aggressiveness of the acquisition schedule. DOD developed the initial goals before it had sufficient knowledge about critical TSAT technologies.

DOD is taking positive steps to lower risk in the TSAT program so it can enter the product development phase with greater chance of success. However, as DOD prepares to implement a new incremental development approach for the program, it faces gaps in knowledge that could hamper its success. An incremental development will mean reduced capabilities in the initial satellites and more advanced capabilities in the remaining satellites. Given this change, it will be important for DOD to update requirements in coordination with the TSAT user community. While senior DOD officials have agreed to these reduced capabilities to get the first satellite launched in 2014, DOD has yet to reevaluate its investment in TSAT in light of other DOD investments using the knowledge it has now gained. Using this new knowledge, DOD could be in a better position to set more realistic goals, before entering product development. 

DoD’s overpromised TSAT effectiveness 

McKinney 6,  Major, United States Air Force, (Maurice, “TRANSFORMATIONAL SATELLITE (TSAT) COMMUNICATIONS SYSTEMS: FALLING SHORT ON DELIVERING ADVANCED CAPABILITIES AND BANDWIDTH TO GROUND-BASED USERS,” April, Air University) 

However, it is this paper’s thesis is that the advanced capabilities provided by TSAT are limited and will not be sufficient to serve the ground-based portion of the communications network supporting Network Centric Warfare (NCW). To validate this position, this paper will start by identifying space-based systems that will enable NCW. It will next discuss the requirements for ground-based NCW. Finally it will determine which combination of spaced-based systems are sufficient to deliver advanced capabilities to the warfighter. 

2nc: knowledge gaps 

Program’s still high-risk and Cost ineffective 

GAO 6, ("DOD Needs Additional Knowledge as it Embarks on a New Approach for Transformational Satellite Communications System," May, www.gpo.gov/fdsys/pkg/GAOREPORTS-GAO-06-537/pdf/GAOREPORTS-GAO-06-537.pdf) 

DOD has taken action to put itself in position to prove out critical technologies before initiating satellite development—an approach not typically seen in DOD’s space programs. DOD has taken further action to reduce program risk by changing to an incremental development approach. While this approach will reduce the capability of the first two satellites, it is a positive step in reducing program risk because the program will gain additional technical knowledge before integrating the more advanced technologies into the satellites. Even though DOD is taking such positive steps, TSAT is still expected to be one of the most ambitious, expensive, and complex space systems ever built. TSAT is being designed to transform military communication using Internet-like and laser capabilities—key integrations risks. Other weapon systems are to interface with it and will be highly dependent on it for their own success. While DOD is planning to undertake new systems, such as TSAT, broader analyses of the nation’s fiscal future indicate that spending for weapon systems may need to be reduced, rather than increased, given the constrained fiscal environment. Given these challenges and fiscal realities, it is prudent for DOD to reexamine the value and progress of TSAT before committing to building the full constellation of communication satellites. 

2nc: management failure

Every major study agrees – effective acquisition management’s key to solve 

GAO 4, (“The Global Information Grid and Challenges Facing Its Implementation,” July, http://www.gao.gov/new.items/d04858.pdf)  

Several recent studies sponsored by DOD recognize that developing an investment strategy and adopting better management tools is critical for the success of the GIG. For example, a 1999 Defense Science Board study19 assessed DOD’s strategies and processes for attaining information superiority and advocated that (1) an executive office be established to lead and implement the GIG and that (2) the office develop an implementation plan, including technical milestones and measurable interim goals, and identify resources to permit the transition to and completion of the GIG. A 2004 report by the U.S. Joint Forces Command,20 documenting the processes and planned activities underway to achieve transformational improvements in joint military capabilities, recommended, among other things, that the GIG should include a timephased plan for how future capabilities will link to current investments. In addition, the report recommends that such a plan should show how network development efforts underway by each of the military services will contribute to and be compatible with the GIG.
Other studies have pointed to the need to strengthen current management processes to ensure warfighters themselves have more input into investment decisions. For example, a 2003 study21 chartered by the Secretary of Defense to examine how DOD develops, resources and provides joint capabilities, recommended moderate to more radical actions to streamline existing processes and/or establish alternative organizations to better integrate defense capabilities in support of joint military objectives. Organizational alternatives for strengthening the acquisition process ranged from the establishment of joint program executives for each of the Joint Capabilities Integration and Development System’s functional capabilities areas that would provide input and oversee resources on joint programs, to capability acquisition executives for each of the capability areas who would have direct oversight and decision authority over all programs. A 2004 study by the Center for Strategic and International Studies22 identified defense reforms needed to meet the challenges of a new strategic era and made a number of recommendations, including several to improve the acquisition of joint capabilities and establish a more effective resource allocation process. For example, the study recommended that the Joint Staff (J-6—Command, Control, Communications, and Computers) be expanded into a departmentwide, joint task force with budgetary and acquisition authority for joint command and control capabilities. In addition, to improve tradeoff decisions across mission areas, the study advocates building capacities in the combatant commands for a stronger role in the resource allocation process. 

2nc: operational failure 

Huge integration challenges – no proven effectiveness for DoD systems 

GAO 4, (“The Global Information Grid and Challenges Facing Its Implementation,” July, http://www.gao.gov/new.items/d04858.pdf)  

 DOD is depending on the GIG to enable a fundamental transformation in the way military operations are conducted. While DOD’s vision of the GIG is compelling, the breadth and depth of the GIG and DOD’s objectives for netcentric warfare, present enormous challenges and risks—many of which have not been successfully overcome in smaller-scale efforts and many of which require significant changes in DOD’s culture. Moreover, even though DOD has begun to make heavy investments to implement the new network and to ask the military services to accept its vision for the GIG, important questions as to how DOD will make the GIG a reality and how it will oversee progress as a whole and ensure the GIG is providing an adequate return on DOD’s investment are only just beginning to be addressed, leaving DOD at risk of making investments that may not fit in with its vision for the future. Moreover, many new weapon systems and sensors, which are costing DOD tens of billions of dollars, are critically dependent on the future network to successfully achieve their own capabilities. Any disruptions in the schedule for key systems that support the network, therefore, can have significant ramifications. As such, it is important that DOD ensure it has sufficient knowledge about these systems (e.g., requirements, technologies, security) as it makes additional commitments to them and that it has effective risk mitigation plans to ensure that they can deliver promised capability on time. Our future work, therefore, will assess DOD’s progress in addressing these challenges in more depth as well as its progress in managing key acquisitions related to the GIG. 


2nc: tech failure 

And any failure kills solvency 

GAO 4, (“The Global Information Grid and Challenges Facing Its Implementation,” July, http://www.gao.gov/new.items/d04858.pdf)  

Integrating other elements of the network will also be challenging. The increased bandwidth capability provided by the GIG-BE program may not be fully realized if the military services and defense agencies do not use compatible technologies and protocols in upgrading their networks. Even if the technologies and protocols are compatible, bandwidth may be limited if these networks are not properly designed and integrated to manage voice, data, and imagery transmissions. Network management policies may pose challenges if common agreement cannot be reached across the military services and defense agencies on standards and information assurance requirements. For example, DOD and the intelligence community have not yet reached agreement on how they will exchange information and verify security credentials on the GIG network.

Information assurance itself may be one of the most critical challenges facing DOD. While building a network based on Internet protocols is expected by DOD to provide a more viable path to achieve interoperability and enable more dynamic and flexible information sharing, it also exposes DOD to the same vulnerabilities that face all users of the Internet, and it increases the opportunity for potential attackers with limited knowledge and technical skills to cause a great deal of damage. Establishing network and system security safeguards—such as firewalls, identifying the sender and recipient of information, protecting information from unauthorized access, and safeguarding data to prevent accidental and deliberate alterations—will be essential but difficult given the size the network and the thousands of systems and users that will be linked to it. 

 Moreover, if the network is to be used to provide warfighters on the move with access to intelligence and other sensitive information on demand, information will need to be encrypted to safeguard data from misuse.27 However, the technologies needed to secure communications, such as software programmable encryption devices are still in their infancy. Further, the complexity and magnitude of enabling hundreds of systems and applications to operate in a secure, Web-based environment will require careful planning and coordination. Comprehensive plans will be needed to ensure that sensitive data and communications are safeguarded across diverse platforms. This will require DOD to identify sensitive data as well as applications, databases, storage subsystems, and media used to process and store the data. Once systems have been examined, data access models must be applied to determine proper security levels for information and how integration can occur across platforms without disrupting network and near-real time operations. No one security solution likely will address GIG requirements.
Lastly, the enterprise information services planned for the GIG pose timing challenges. For example, in the near-term, DOD has established a goal to complete the transition to Internet Protocol Version 6 by fiscal year 2008. According DOD officials, the commercial industry may not be able to provide the necessary products for Internet Protocol Version 6 by the targeted milestone. Also, the transition will not be completed until a Joint Staff developed set of performance and technical criteria can be met. In addition, because of the enormous amount of data that will become available, new data fusion methods will need to be developed to help users rapidly identify, access, and make sense of available information. 

at: gao evidence not about tsats

TSATs are part of GIG

GAO 4, (“The Global Information Grid and Challenges Facing Its Implementation,” July, http://www.gao.gov/new.items/d04858.pdf)  

According to DOD, the key acquisitions underway to build the GIG network capability include 1) Transformational Satellite3 (TSAT), a new constellation of communications satellites to transmit and route larger volumes of data; 2) Joint Tactical Radio System (JTRS), a new family of interoperable radio systems; 3) Global Information Grid-Bandwidth Expansion (GIG-BE), which includes state of the art optical network technologies and upgraded routers and switches to increase bandwidth for greater voice, data, and video transmissions as well as improvements in network services at about 90 DOD installations; 4) Network Centric Enterprise Services (NCES), a common set of services and applications to manage the network and help users locate and share information; 5) Cryptography Transformation Initiative,4 tools to protect sensitive information transmitted across the network and protect the network from attack; and 6) Horizontal Fusion, which is a portfolio of initiatives focused on developing and demonstrating data applications and tools for information sharing and netcentric operations. 

***Disadvantage Links
Spending Links
Program was cut because of massive cost overruns 

Aviation Week 11, (“Programs, Budgets Challenge Military Space,” 2-3, http://www.military.com/features/0,15240,226691,00.html) 

 Space assets play a vital role in current and perceived future battlefield needs, with communications satellites an important part of networking forces. But program problems and budget restrictions are combining to change thinking on how capabilities should be developed and deployed.

The U.S. military has an insatiable demand for bandwidth, and the Air Force had hoped its new Transformational Satellites (TSAT) would revolutionize satellite communications. But high costs, technical delays and budget constraints prompted Defense Secretary Robert Gates to cancel the program in 2009. The Pentagon will instead focus on buying more examples of the available Advanced Extremely High-Frequency (AEHF) and Wideband Global Satcom (WGS) satellites.

TSAT's cancellation is part of a wider trend in U.S. space spending. Rather than develop advanced and expensive satellites with revolutionary technology, the Pentagon is adopting an evolutionary approach. An example is the Operationally Responsive Space (ORS) model, under which the U.S. hopes to create smaller, less expensive satellites that can be developed and launched much more quickly. These will offer only incremental capability but, by avoiding the high-risk development of "exquisite" systems, the Pentagon hopes to minimize the cost growth and delays that have plagued programs such as TSAT.
Massive overspending 

Aviation Week 3,  Aviation Week & Space Technology, (“Costs Skyrocket,” 11-24, Lexis)  

The Pentagon is bracing for massive cost growth on the Evolved Expendable Launch Vehicle, and it may also be headed for trouble on its newest satellite program, the Transformational Satellite satcom initiative.

The military recognizes its EELV cost will spiral upward because of the lack of a commercial customer base for the Lockheed Martin Atlas V and Boeing Delta IV launcher family; however, Pentagon officials dispute assertions by the General Accounting Office (GAO) that major problems loom for the Transformational Satellite (TSAT) program.

The U.S. Air Force next year expects to award "buy three" for EELV, the next round of launchers. But Pentagon acquisition czar Peter B. Teets last week warned lawmakers to expect a 20-50% price increase because the government is basically the only customer for either launch system. The increase could total billions of dollars in the next several years, during which USAF may buy more than 15 launchers. "It is a substantial amount" of money, Teets declared. 

DEFENSE DEPT. officials are still scrambling to figure out how to cover the unexpectedly high bill in upcoming budgets. Teets indicated that some of the costs will likely have to be offset within the military space program.

The price increase is the latest bad news for EELV after the Pentagon on several occasions restructured the program, adding money to shore up its ailing contractors. Prices for existing EELV launches also have grown by $ 288 million, the Pentagon said last week.

On top of that came revelations that Boeing obtained thousands of pages of proprietary Lockheed Martin documents on the program, causing the Chicago-based aerospace giant's military space sector to be barred from government dealings. As punishment, the Pentagon shifted seven Boeing launches to Lockheed Martin, a move that's adding $ 220 million to the anticipated EELV bill. Boeing has been trying to demonstrate it's addressing ethics problems, and Teets suggested it is making progress.

The latest cost growth could provide ammunition to those Pentagon officials who have advocated consolidating the two EELV programs, eliminating competition expenses. But military space officials as well as independent experts roundly rejected the idea. Assured access to space -- the military's euphemism for supporting two launch providers -- "is too important to be a budgetary issue," said Tom Young, a long-time space expert, who recently chaired a Defense Science Board review of national security space programs.

Senators on the Armed Service Committee's strategic forces panel also noted their displeasure about continued problems in the management of space projects. Sen. Bill Nelson (Fla.), the senior Democrat on the panel, noted that Lockheed Martin's Space-Based Infrared System-High missile launch warning system has again been delayed, with key Northrop Grumman hardware for the highly elliptical orbit (HEO) spacecraft again failing to be delivered as promised. Certification is now not expected until September 2005.

Teets, who has made fixing space acquisition programs a top priority, acknowledged that progress is slower than hoped. In fact, asked to rate the Pentagon's success in this area, he gave the military only a barely passing "C+" grade.

USAF officials believe that a new space acquisition policy will help cure some of their systemic problems. But the GAO disagrees. It argues that some of the new regulations could exacerbate management shortfalls. "The space policy increases the risk that significant problems will be discovered late in development because programs are expected to go into development with many unknowns in technology," Robert E. Levin, the organization's director for acquisition and sourcing management, told senators. He added that with the Pentagon planning to boost space acquisition spending to $ 7.5 billion from $ 3.5 billion, "now is not necessarily the time to take on greater risk."

The GAO singled out one of the military's largest new space programs, the $ 12-billion TSAT, as headed for trouble. The Air Force will consider giving the development a green light next month, even though "critical technologies are underdeveloped," the GAO argued, adding that "the program does not know, yet, whether TSAT's key technologies can effectively work, let alone work together in the harsh space environment for which they are intended." Moreover, the GAO criticized an Air Force decision to curtail Advanced EHF spending -- TSAT's precursor project -- to help pay for the follow-on technology.
The first 6 TSATs alone are 10.9 billion dollars 
Levin,  Director for the GAO, 3 (December 4, 2003, Robert E. Levin, Director of Acquisition and Sourcing Management for the U.S. Government Accountability Office, “Transformational Satellite Program,” http://www.gao.gov/new.items/d0471r.pdf, ngoetz)

The TSAT architecture, requirements, and cost baselines are to be approved in December 2003. Initial design contracts are to be awarded in December 2003; therefore, the final configuration of the TSAT system remains to be determined. Air Force budget documentation for TSAT (funded under the Advanced Wideband Satellite budget line) shows a total cost of $10.9 billion for purchasing the first five satellites plus a spare
Politics Links
Congress hates the plan – likes cheaper satellite programs 

NDM 8, National Defense Magazine ("Promise of ‘Revolution’ in Satellite Communications Faces Challenges," January, www.nationaldefensemagazine.org/archive/2008/January/Pages/Promise2384.aspx 

 Transformational-Satellite (T-Sat). Scheduled to have its first launch as early as 2016, T-Sat is designed to dramatically boost the bandwidth that can be pushed to the lowest echelons by employing powerful Ku-band transponders and laser-based communications that are nearly impossible to jam.

The five-satellite constellation will support the Marine Corps and Army’s vision of space-based on-the-move communications, which entails sending and transmitting live streaming video to and from a humvee, Stryker or other vehicles as they speed down roads.

Johansen of Boeing Co., who is vying for the contract along with Lockheed Martin, said T-Sat could “revolutionize” satellite communications.

The decision on which of the satellite builders wins the contract may come as early December.

Meanwhile, Congress continues to question whether the Air Force should take money out of the T-Sat account and buy additional WGS or advanced EHF satellites.

T-Sat is a test of the “block approach” to developing satellites. The program calls for the services that will use the system to produce clear requirements, then for the builders to achieve technical milestones in increments before they proceed to the next block. Under this strategy, the first T-Sats to reach orbit will not have all the capabilities envisioned. Once the first blocks prove themselves in space, the second generation will become fully capable. This measured approach is designed to reduce risk and maintain a predictable schedule.

So far for T-Sat, the approach seems to be working, GAO found. Six of the seven critical technologies have been tested in relevant environment, it noted.

GAO warned that T-Sat will be one of the most costly and technically complex military systems ever attempted. It has a $14 billion to $16 billion price tag.

Congress has defunded the plan 3 separate times 

GAO 6, ("DOD Needs Additional Knowledge as it Embarks on a New Approach for Transformational Satellite Communications System," May, www.gpo.gov/fdsys/pkg/GAOREPORTS-GAO-06-537/pdf/GAOREPORTS-GAO-06-537.pdf) 

DOD is not meeting its original cost, schedule, and performance goals for the TSAT program. TSAT’s cost has increased by over $420 million, the planned launch date for the first satellite has slipped more than 3 years, and the satellites will be less capable than originally planned. Since DOD established initial goals for the program, Congress has twice reduced the program’s annual budget and directed DOD to spend more time developing and proving critical technologies. DOD developed the initial goals with limited knowledge, when almost all of the critical technologies had yet to be proven to work as intended. As a result, the goals were developed without a high level of reliability. 

Pentagon mismanagement makes the plan a target for congress 

Space News 5, ("Congress, Pentagon Move To Rein in Space Programs," 12-22, www.space.com/1888-congress-pentagon-move-rein-space-programs.html) 

This may be remembered as the year both Congress and the Pentagon finally lost patience with the military's trouble-plagued space programs, as lawmakers applied the brakes to new development projects while Defense Department officials restructured two ongoing efforts that have come to symbolize all that has gone wrong.

The U.S. Air Force ended 2004 with the hope that it could overcome congressional skepticism and put its two biggest new satellite development programs on a steady footing. But Congress' resolve to rein in the Space Radar and Transformational Satellite (T-Sat) programs only grew stronger as 2005 progressed.

Both the House and Senate indicated in their versions of the 2006 Defense Appropriations Act that the Pentagon's recent track record in space acquisition did not instill confidence that the Space Radar or T-Sat communications system could be developed affordably and on schedule.

 Both bills once again slashed the annual budget request for those programs, reducing the $226 million request for Space Radar to $100 million, and the $836 million request for T-Sat to $436 million.

Meanwhile, lawmakers expressed growing frustration with military space in public statements. Rep. Terry Everett (R-Ala.), chairman of the House Armed Services strategic forces subcommittee, said during a July 12 hearing that Congress "cannot continue to tolerate countless cost overruns and schedule delays."

Sen. Wayne Allard (R-Colo.), former chairman of the Senate Armed Services strategic forces subcommittee, delivered even harsher criticism in a Sept. 23 speech here, declaring poor program management to be a greater threat to space assets than anti-satellite weapons.
TSAT was cut because it was unpopular in congress – they prefer small satellite programs 

Bennett 9 (29 July 2009, John T. Bennett, BA in journalism and political science , Space News, “Small Satellites Attract Interest from Large U.S. Companies,” http://www.spacenews.com/archive/archive09/smallsats_0727.html, ngoetz)

WASHINGTON -- Once dominated by small and midsize companies, the growing market for small national security satellites is drawing interest from major U.S. contractors.

The Operationally Responsive Space (ORS) concept was born earlier this decade to quickly field military satellites to meet war-fighting commanders' urgent needs and replace aging orbiters — and to draw smaller firms into the military satellite sector.

But it appears those firms are about to see some very recognizable companies entering a market that John Edwards, a space analyst at Forecast International, calls "big and getting bigger."

Edwards estimates 17 small satellites will be built over the next decade at a projected total value of $1.4 billion, which represents a growth of about 40 percent over current levels.

"They have shorter lives so there is a need to keep them in pipeline and ready to go up," he said.

ORS program director Peter Wegner says, "We're seeing interest now from both small business and big business," including most of the major U.S. defense aerospace firms.

Boeing, for one, believes "many existing and future programs require a high performance small sat to perform the mission," said Robert Villanueva, a spokesman for the Chicago-based company. "Boeing is investing in advanced satellite technologies for small sats. Boeing Phantom Works' Advanced Network and Space Systems [division] views small satellites as a disruptive technology."

Lockheed Martin is "committed to providing superior solutions that best support the ORS mission requirements," spokesman Stephen Tatum said. "In fact, over the past 50 years, Lockheed Martin has designed, built and launched over 150 small satellites, all of which have met or exceeded their design life."

The ORS program was conceived as a way to field smaller satellites and rockets that could quickly be developed and launched to meet urgent national security needs.

The Pentagon's specific goals for the program have included the ability to launch a small satellite within a week of it being removed from storage; shorter times from first approval to launch; and providing top-quality imagery to specific commanders. U.S. officials also have said they would like to use satellites like the ones envisioned under ORS to replace aging or damaged satellites.

Security space analysts agreed with Wegner's assessment that major defense aerospace companies are giving a second look to programs like ORS. That is because senior Pentagon officials have green-lighted a new space acquisition strategy that emphasizes smaller, simpler orbiting assets, analysts said.

Under the new space-buying approach, the department will develop and purchase smaller, cheaper orbiters that are based on less-complex designs, Pentagon officials said. Gone, they say, are the days of "one-size-fits-all" satellites like the recently terminated Transformational Satellite effort.
A 2008 study of the U.S. space industrial base conducted by the Pentagon's Cost Analysis Improvement Group (CAIG) found "the recent focus on transformational systems has hampered the execution pace required to maintain legacy capabilities."

The Defense Department must retool its space acquisition efforts, the CAIG said. Senior officials agreed, installing the small-sat plan earlier this year.

By shifting to smaller satellites, Pentagon officials hope they can satisfy commanders' needs in different parts of the world — while cutting program cycle times and spending fewer dollars.

Edwards said because smaller satellites are so much cheaper than complex ones like TSAT, "it's easier to justify them to Congress than when every satellite program has a $7 billion price tag."
Space Crowding DA
GEO is getting crowded – every satellite increases the risk of interference 
Hitchens 7 (Fall 2007, Theresa Hitchens,  Director of United Nations Institute for disarmament reaserch,, Previous director of the Center for Defense Information, The Brown Journal of World Affairs,  Vol. 14, Iss. 1; pg. 173, “Debris, Traffic Management, and Weaponization: Opportunities for and Challenges to Cooperation in Space,”. Proquest, ngoetz)
The past several decades have seen the explosion of satellite operators jockeying for usable orbital slots ("parking space" in orbit), particularly in the GEO band, where space "real estate" is at a premium because the laws of physics limit the number of communications satellites that can operate there. Currently, there are some 343 working satellites in GEO.23 In 1996, the ITU sponsored its first conference on GEO crowding and frequency allocation; the issue was again addressed in the 1997 World Radio Conference (WRC) meeting.24 At the 2000 and 2003 WRC meetings, developing nations pressed hard for guaranteed access to future satellite spectra.25 For instance, Iran argued at the 2003 meeting for a cap of 20 to 30 years on the duration of any slot allocation-a proposal that was rebuffed by Europe and the United States.26 There also have been a handful of disputes over the past decade or so over specific slot allocations, as well as an alarming increase in the incidence of deliberate jamming or hijacking of satellite signals.27 The most recent examples of signal hijacking include the months-long jamming of a mobile communications satellite owned by Thuraya Satellite Telecommunications of Abu Dhabi by Libyan nationals, attempts by unknown actors to jam the French Syracuse military satellite over the Middle East,28 and the pirating of an Intelsat transponder by the Tamil Tigers for bootleg broadcasts into Sri Lanka.29 

Nonetheless, it is unintentional interference and collisions that most worry satellite operators in GEO rather than the still relatively rare instances of open conflict over slot allocation or deliberate jamming.30 All satellites in GEO must make routine maneuvers to maintain their orbital paths so as to ensure continued connection with ground-based receivers. However, if satellites pass too closely, their signals will clash, causing interference. And of course, the insertion of satellites into orbit and on-orbit maneuvering raises the possibility of inadvertent collisions. With the plethora of new players in the satellite game, some less-experienced operators-particularly in Asia-lack familiarity with the informal rules employed by the long-established operators, and thus often fail to abide by those best practices such as notification of launch, maneuvers, and potential close approaches.31

Crowding causes war in space and earth 
Hyten, Director of Space Programs USAF, 2K (2000, Col John E. Hyten (Now Major General), USAF, Director, Space Programs, Office of the Assistant Secretary of the Air Force, Master of Business Administration degree , “A Sea of Peace or a Theater of War? Dealing with the Inevitable Conflict in Space,” http://www.airpower.au.af.mil/airchronicles/apj/apj02/fal02/hyten.html, ngoetz) 

The pressures on space are enormous—from both an economic and a military perspective. Even one of these pressures is severe enough to create conflict. Combined, they create the risk of war—either on Earth, in space, or both. On the economic front, conflict has already occurred due to crowding in geostationary orbits and through saturation of the available radio spectrum.11 On the military front, the United States has managed to avoid clashes because of the effective monopoly it would exert on the use of space during conflict.

In the year 2000, the commercial space industry alone generated over $80 billion in worldwide revenue.12 Conflicts in this arena are beginning to grow as crowding increases due to the finite number of unoccupied geostationary slots and the limited amount of unallocated spectrum. Militarily, one cannot imagine the United States allowing an enemy either to threaten US space capabilities or use space systems to put Americans at risk. Space systems could become a significant part of any future military conflict involving the United States.

TSAT would be in GSO 

DOD 3 (15 Aug 2003, DOD, “TCA Factsheet” http://www.globalsecurity.org/space/library/report/2003/TCA-Factsheet-DRAFT-15-August-2003.pdf, ngoetz)

The DoD ring 5-ball Transformational Satellite (TSAT) GEO constellation is fully cross-linked and provides EHF, X-band (TBD), Ka-band, and laser services and supports military tactical, strategic, and Airborne Intelligence, Surveillance, and Reconnaissance (AISR) users. Additionally, the TSAT constellation of the DoD ring supports Communications on the Move (COTM) to as small as 1 ft terminals. TSAT will provide a dynamic adaptation of data rates in response to jamming or weather conditions. In addition, this architecture offers a lot more robustness due to the cross-link capability and increased bandwidth capacity. The TSAT vehicles of the DoD ring support RF data rates up to 45 Mbps, and laser communication user data rates into the 10-100’s Gbps range. The constellation supports 3-5 laser single access simultaneous users, with multiple access laser heads on flights 3-5. The TSAT has an RF cross-link to complete the AEHF constellation.
***NOTE: GEO is GSO around the equator
TSAT is 6 satellites 

Global Security 5 (Jan 9, 2005, Global Security, http://www.globalsecurity.org/space/systems/tsat.htm, ngoetz)

 The TSAT program consists of a five satellite constellation (a sixth satellite is being procured to ensure mission availability), TSAT satellite operations centers (TSOC) for on-orbit control, TSAT Mission Operations Systems (TMOS) to provide network management, and ground gateways. The TSAT portion of the TCA will incorporate radio frequency (RF) and laser communications links to meet defense and intelligence community requirements for high data rate, protected communications.
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