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***A2: NCW Advantage
1NC NCW Frontline
TSATs don’t provide enough bandwidth for NCW
McKinney 7 – Major in the USAF (July 2007, Maurice, “Transformational Satellite (TSAT) Communications Systems: Falling Short on Delivering Advanced Capabilities and Bandwidth to Ground-Based Users”, Air Command and Staff College, Wright Flyer Paper No. 27)

The United States military relies heavily on the use of satellite bandwidth as a part its overall strategy in winning cur- rent and future battles. For example, during Desert Storm the US military forces numbered 542,000 and had 99 megabits per second (Mbps) of satellite bandwidth available.2 In Operation Enduring Freedom/Operation Iraqi Freedom (OEF/OIF) bandwidth rose to 3,200 Mbps while US forces were reduced to 350,000.3 Now, DOD planners are projecting the need for approximately 16 gigabits per second (Gbps) of bandwidth to support a large, joint-service operation by 2010.4 This study’s thesis is that the real-time intelligence, sur- veillance, and reconnaissance (ISR) capabilities provided by TSAT will not be sufficient to serve the ground-based portion of the communications network supporting NCW. To validate this proposition, this study will begin by identifying TSAT’s and other space-based systems’ advanced capabilities that will enable NCW. Then the minimum requirements for DOD ground-based NCW will be discussed and finally, alternatives sufficient to deliver advanced capabilities and bandwidth to the future war fighter will be recommended.

Net-war fails – enemies will learn how to avoid detection and make our strategy useless
Wilson 7 – Specialist in Technology and National Security Foreign Affairs, Defense, and Trade Division at the Congressional Research Service (3/15/2007, Clay, “Network Centric Operations: Background and Oversight Issues for Congress”, CRS report for Congress, http://www.scribd.com/doc/47577454/Network-Centric-Operations-CRS-Report-2007)  

Underestimating our Adversaries. NCO relies heavily on deployment of a network of sensors to detect movement and position of both friendly and enemy forces. However, a study by the Rand Corporation in 2002 concluded that, “...as remote assets become more capable, it is likely that a future [enemy] force will develop counter technologies and become more sophisticated at cover, concealment, deception, and electronic warfare. Taking all of these into consideration, the net effect may actually be a decrease of knowledge and ultimately of situational awareness on the battlefield.”34 Our adversaries in Iraq and Afghanistan have taken actions to directly bypass U.S. NCO sensors, and to negate the usefulness of U.S. high technology NCO weapons. Examples include (1) use of suicide bombings and Improvised Explosive Devices (IEDs); (2) hostile forces intermingling with civilians used as shields; or (3) irregular fighters and close-range snipers that swarm to attack, and then disperse quickly.35 Other possible uses of technology by adversaries of the United States to attack NCO capabilities may include use of (1) powerful directed energy devices to disrupt commercial satellite signals;36 (2) smaller directed energy devices to burn out computer circuits at a distance,37 and (3) malicious computer code to subvert controls for complex weapon systems.
The plan puts the cart before the horse
Blash 3 – Lt. Col., military intelligence officer currently serving with U.S. Central Command in support of operations Enduring Freedom and Noble Eagle (May 2003, Edmund, “Network-Centric Warfare Requires A Closer Look”, Signal Online, http://www.afcea.org/signal/articles/templates/SIGNAL_Article_Template.asp?articleid=234&zoneid=62) MGM 
In its defense, network-centric warfare is a concept worthy of further investigation, research and development, and testing because its technical potential is promising and novel. Without new theories and concepts, we can never hope to maintain our technological superiority over our real and potential adversaries. Should the concept prove viable, additional funding should be advanced and actual prototype systems implemented. However, in other historical developments and evolutions in both the commercial and military arenas, the scientific and technological innovations always came first. Then, enterprising individuals and organizations placed these innovations into a system or process for eventual practical or profitable application. However, network-centric warfare, as proposed by various protagonists of the idea, would be achieved by doing just the reverse: Develop the science and technology based on the concept of network-centric warfare, and sound implementation will occur. In employing this cart-before-the-horse methodology, tentative doctrine, warfare theory and defense management are being planned today as if the actual pieces of network-centric warfare are already developed, and only an organization is needed to put the pieces into place. This is wrong from a programmatic, scientific and engineering perspective. The Apollo space program is a prime example of how basic scientific and engineering principles need to be in place prior to enacting any tangible plan. A proven ballistic rocket rather than the X-15 high-altitude space plane was used for Apollo because the science and technology of the time simply did not exist for the space plane, while liquid rocket propellant was a proven technology. The basic premise behind network-centric warfare theory is that it is a totally new and evolved way to conduct military operations and that the practices of the past are inefficient, if not irrelevant. The concept represents the third generation of combat development in modern warfare. The actual combat platform itself constitutes the first generation; the linking and automation of the individual platforms into a command and control system constitutes the second generation; and the third, network-centric warfare, is a system of systems dynamically linked with distributed and dynamic information processing. This is a logical and progressive evolution in warfare, yet its tenets remain undemonstrated and unproven to date. The network-centric warfare objective needs further investigation and technological exploitation for it to be developed into a workable system. The term revolution in military affairs (RMA) originated in the Soviet Union, which postulated that RMAs are usually declared after the demonstrated manifestation of a material event, invention or discovery. Network-centric warfare is based on the premise and demonstration of X.25, distributed data warehousing, interconnected communication suites and Internet technologies. These are all immature inferences—the failure and compromise of which are being routinely illustrated in the media. The term evolutionary is probably more appropriate and succinct.
2NC NCW Fails – Asymmetric Attacks

Net War makes us vulnerable to asymmetric attacks, include NBC weapons

Wilson 4 – Specialist in Technology and National Security Foreign Affairs, Defense, and Trade Division at the Congressional Research Service (6/2/2004, Clay, “Network Centric Warfare: Background and Oversight Issues for Congress”, http://fpc.state.gov/documents/organization/33858.pdf) MGM

The term “asymmetric”, when referring to strategies in warfare, is often intended to describe attacks launched by a weaker, or less-well-equipped enemy, as they learn to exploit a stronger opponent’s vulnerabilities. Technology has provided an asymmetric advantage for U.S. forces in recent conflicts. However, asymmetry sometimes leads to unanticipated outcomes. For example, video images showing the overwhelming power of the U.S. military in recent urban conflicts have been on display in the global news media. Such images, resulting from the technological efficiency of U.S. forces, may have given terrorist organizations such as Al Qaeda added power to spread rhetoric, recruit more members, and gain more indigenous loyalty. 46 Asymmetric countermeasures may include actions taken by an enemy to bypass NCW sensors, or to negate the usefulness of high technology weapons. Some examples may include (1) suicide bombings; (2) hostile forces intermingling with civilians used as shields; (3) irregular fighters and close-range snipers that swarm to attack, and then disperse quickly; (4) use of bombs to spread “dirty” radioactive material, or (5) chemical or biological weapons. Persons associated with terrorist groups are sometimes found to have received advanced education in high-technology, and may also have knowledge of how to use technology in an asymmetric attack against the supporting infrastructure for NCW. 47 For example, Khalid Sheikh Mohammed, who was arrested in 2003 for possible links with Al Qaeda, reportedly studied engineering at a university in North Carolina. A student at the University of Idaho, who was recently arrested for alleged terrorist connections, was studying in a Ph.D. program for cyber security, 48 and several of the 9/11 terrorists reportedly had degrees in technology. Possible uses of technology to launch asymmetric attacks against NCW systems may include (1) directed energy devices used to jam satellite signals; 49 (2) directed energy devices that could theoretically burn out computer circuits at a distance, 50 and (3) malicious computer code to subvert controls for complex weapons. 
Netwar ensures enemy asymmetric transition and US failure
Kaufman 4 (Alfred, Institute for Defense Analysis, July 2004, Curbing Information, “THE SELF-DEFEATING CHARACTER OF NETWORK CENTRISM”, http://www.argospress.com/sample-chapters/CI_sample-chapter.pdf, MH)
These considerations suggest that the old paradigm, under which the victor forced submission upon the vanquished by physical and psychological devastation, would no longer function and should be replaced by a new paradigm focused upon denying our enemies the option of armed resistance. Otherwise, sooner or later our symmetric wars will naturally transform themselves into asymmetric ones and political submission would thus become elusive. The key to achieving our political goal through military means is  finding a way to discourage the enemy from switching from a symmetric to an asymmetric war, and if that proved impossible, to find a way to disarm quickly and completely the population of the country whose military forces we vanquished. However, Network Centric war is quintessentially symmetric war. Although the Network Centric narrative contains some brave words about asymmetric war, the fact remains that the image underlying its argumentation is that of an enemy prosecuting the war according to the same set of rules as ourselves; he just happens to be so far behind our own technological capability, that playing the game by those rules affords him no advantage. Therefore, Network Centrism can not be part of the new paradigm. On the contrary, because of the overwhelming power that it is supposed to generate, a networked military would induce the enemy to switch from a symmetric war, where Network Centrism would have easily held sway, to an asymmetric war, where a networked force as currently envisioned would have little, if anything, to contribute. By doing so, Network Centrism would inadvertently force events in an unwanted direction. In fact, a networked force would almost ensure that the enemy, desirous of husbanding its limited resources, would forgo the symmetric phase of the war altogether and start directly with an asymmetric war. Unless we then succeed to quickly disarm him, the war may turn out to be long, bloody, and without exit. Ironically, therefore, its very excellence appears to relegate Network Centrism to irrelevance. If we were to follow the dictates of Network Centrism, our very invincibility would almost certainly deny us the political victory that the military victory was expected to bring about. Had we continued to maintain a balanced posture with our likely enemies instead of pursuing ultimate military power when it was not really necessary, they might have been inclined to fight the war against us symmetrically, and thereby incur sufficient losses to destroy their will to resist. Going Network Centric may prove to be a self-defeating move. 

2NC NCW Fails – Empirics

Net war has failed in every recent conflict

Shachtman 7 – contributing editor at Wired magazine, and the editor of its national security blog (11/27/2007, Noah, “How Technology Almost Lost the War: In Iraq, the Critical Networks Are Social — Not Electronic”, Wired Magazine, http://www.wired.com/politics/security/magazine/15-12/ff_futurewar?currentPage=1) MGM
As a presidential candidate in 1999, George W. Bush embraced the philosophy, as did his eventual choice for defense secretary, Donald Rumsfeld. At the Pentagon, Rumsfeld instituted a massive program to "transform" the armed services. Cebrowski was installed as the head of the newly created Office of Force Transformation. When the US went to war in Afghanistan, and then in Iraq, its forces achieved apparent victory with lightning speed. Analysts inside and outside the Pentagon credited the network-centric approach for that success. "The successful campaigns in Afghanistan and Iraq took far fewer troops and were executed quicker," Rumsfeld proclaimed, because of "advanced technology and skills." The Army committed more than $230 billion to a network-centric makeover, on top of the billions the military had already spent on surveillance, drone aircraft, spy satellites, and thousands of GPS transceivers. General Tommy Franks, leader of both invasions, was even more effusive than Rumsfeld. All the new tech, he wrote in his 2004 memoir, American Soldier, promised "today's commanders the kind of Olympian perspective that Homer had given his gods." And yet, here we are. The American military is still mired in Iraq. It's still stuck in Afghanistan, battling a resurgent Taliban. Rumsfeld has been forced out of the Pentagon. Dan Halutz, the Israeli Defense Forces chief of general staff and net-centric advocate who led the largely unsuccessful war in Lebanon in 2006, has been fired, too. In the past six years, the world's most technologically sophisticated militaries have gone up against three seemingly primitive foes — and haven't won once. How could this be? The network-centric approach had worked pretty much as advertised. Even the theory's many critics admit net-centric combat helped make an already imposing American military even more effective at locating and killing its foes. The regimes of Saddam Hussein and Mullah Omar were broken almost instantly. But network-centric warfare, with its emphasis on fewer, faster-moving troops, turned out to be just about the last thing the US military needed when it came time to rebuild Iraq and Afghanistan. A small, wired force leaves generals with too few nodes on the military network to secure the peace. There aren't enough troops to go out and find informants, build barricades, rebuild a sewage treatment plant, and patrol a marketplace. For the first three years of the Iraq insurgency, American troops largely retreated to their fortified bases, pushed out woefully undertrained local units to do the fighting, and watched the results on feeds from spy drones flying overhead. Retired major general Robert Scales summed up the problem to Congress by way of a complaint from one division commander: "If I know where the enemy is, I can kill it. My problem is I can't connect with the local population." How could he? For far too many units, the war had been turned into a telecommute. Afghanistan, Iraq, and Lebanon were the first conflicts planned, launched, and executed with networked technologies and a networked ideology. They were supposed to be the wars of the future. And the future lost. 
Empirics prove that net war fails

Blash 3 – Lt. Col., military intelligence officer currently serving with U.S. Central Command in support of operations Enduring Freedom and Noble Eagle (May 2003, Edmund, “Network-Centric Warfare Requires A Closer Look”, Signal Online, http://www.afcea.org/signal/articles/templates/SIGNAL_Article_Template.asp?articleid=234&zoneid=62) MGM 
There is an over-reliance on technology as promulgated by network-centric warfare advocates, just as the United States overly relied on logistics and order of battle advantages in Vietnam. In Vietnam, the United States won every battle engagement, but in the end it did not matter, and terrorism presents a similar paradigm. An antagonist employing a mathematical, symmetrical battle match can still overwhelm superior technology. This poses a problem to the United States’ ability to interdict militarily in the future in southwest Asia where the military’s order of battle, logistics and technology will be severely tested. Doctrinal breakthroughs are manifested and proven when operational commanders take advantage of developed or emerging technologies and use them to their operational advantage. Germany’s use of wireless radios, tanks, air power, motorized infantry and artillery in the Blitzkrieg is an example of this principle. The U.S. Army’s Training and Doctrine Command is key to future combat developments to a certain degree, yet the operational commanders will be key to its implementation and execution on the battlefield. Successful use of information age technology for warfare is predicated on maintaining the strengths of previous ages of development: agricultural, maritime, industrial, aeronautical and electrical. The United States does not maintain hegemony in all of these infrastructure areas, and a weakness or deficiency in any area will impact another infrastructure area, including the information infrastructure. The comparison between civilian and military use of emerging technologies is too simplistically insufficient in scope to serve as a viable measurement. The extrapolation of network and information age commercial applications does not readily equate with either the capabilities, complexities, variables or functions that military units will face in the future dynamic battlespace. To a large degree, network-centric warfare is fires, sensor and information oriented; yet the tenets of mass, speed and maneuver are eclipsed. Survivability now shifts and is engineered through distributed modularity, not an inherent platform. System and platform independence is eliminated under the concept. Consequently, if the system is defeated, sensor or fire platforms are compromised. In network-centric warfare, technology has become a substitute for sufficient, rapid logistical support. For the past 150 years, the national logistics base has been the premise to fight and win all of the United States’ wars and engagements. There is no proof that technology alone will suffice for a weak or insufficient logistical capability. In addition, network-centric warfare is not optimized for asymmetric warfare. Rather, it is optimized for a lighter logistical “tail” component. While this is fine for some forms of warfare, it is not optimal for others. 

2NC NCW Fails – Generic

Net-war’s overreliance on information hinder military decisions
Wilson 7 – Specialist in Technology and National Security Foreign Affairs, Defense, and Trade Division at the Congressional Research Service (3/15/2007, Clay, “Network Centric Operations: Background and Oversight Issues for Congress”, CRS report for Congress, http://www.scribd.com/doc/47577454/Network-Centric-Operations-CRS-Report-2007)  

Overreliance on Information. Some observers state that huge information resources may be overrated as an asset for creating effective military operations, and that important military decisions may not always lend themselves to information-based rational analysis.38 They argue that discussions of military transformation have been overwhelmingly focused on the rewards of information, and that the military services, national security establishment, and intelligence community have not thoroughly studied the risks associated with data-dependent military doctrine.39 Some issues raised by these observers include: (1) Reliance on sophisticated information systems may lead to management overconfidence.40 (2) Quantitative changes in information and analysis often lead to qualitative changes in individual and organizational behavior that are sometimes counter- productive; e.g., as information technology reveals more targets, ammunition may be expended faster, leading to greater dependence on logistics support.41 (3) An information-rich, opportunity-rich environment may shift the value of the information, redefine the mission objectives, and possibly increase the chances for perverse consequences. (See Appendix C, Perverse Consequences of Data- Dependent Systems.) 
Net war fails at multiple levels

Blash 3 – Lt. Col., military intelligence officer currently serving with U.S. Central Command in support of operations Enduring Freedom and Noble Eagle (May 2003, Edmund, “Network-Centric Warfare Requires A Closer Look”, Signal Online, http://www.afcea.org/signal/articles/templates/SIGNAL_Article_Template.asp?articleid=234&zoneid=62) MGM 
The concept of network-centric warfare has additional shortcomings. It is still inherently vulnerable to the mathematical concept of warfare. Throw enough assets and chaos at the network, and it becomes vulnerable to enemy exploitation. Network-centric warfare will require a new type of combat leader, one who can master technology and information then make rapid and correct decisions. There may be a bureaucratic inertia against the concept’s implementation and its optimal implementation once it is fielded in its objective configuration. Institutional resistance has often terminated viable programs in the past. Information and networking alone are not substitutes for combat maneuver and the massing of armed forces. As in a chess game, situational awareness alone is not power and neither is pure knowledge by itself. Rather, knowing the move to make, or analysis, in relation to an anticipated enemy movement is key. Network-centric warfare is akin to a chess game where the movement of pieces is more important than the power and position of the pieces. Network-centric warfare offers great opportunities, and its concept should not be ignored; however, there also are serious technological barriers that must be overcome, especially if there is a definitive fielding schedule to be achieved. Although scientific and engineering funding will probably assist in developing many of the required technologies, science and engineering technology frequently follow an independent development path, and more funding will not necessarily bring about a desired implemented system or entity. Science cannot be rushed. Western civilization relies on technology to make life easier, and this includes the military forces as well. Science and technology have made U.S. armed forces second to none in the world, yet it is not a total or singular answer to all threats and situations. Sometimes technology will fail, and sometimes it may even be irrelevant to an event or situation. It is important not to place all the eggs in a single basket. Perhaps the most fundamental flaw in network-centric warfare is that it is based on the premise that machine intelligence and analysis is superior and can be substituted for work now being performed by soldiers. However, no viable proof exists that software algorithms, information fusing or Boolean decision analysis will be any more successful than is the current soldier in the loop. It is important to remember that the history of commercial computer networks is replete with actual instances of massive communication, information, security and processing failures. It is one thing for a Web site or computer server to fail or be hacked; it is quite another for U.S. military forces to encounter the same degree of failure. 
2NC NCW Fails – No Science

Net-war is flawed – don’t believe their authors’ unproven statements
Wilson 7 – Specialist in Technology and National Security Foreign Affairs, Defense, and Trade Division at the Congressional Research Service (3/15/2007, Clay, “Network Centric Operations: Background and Oversight Issues for Congress”, CRS report for Congress, http://www.scribd.com/doc/47577454/Network-Centric-Operations-CRS-Report-2007)  

NCO Theory Remains Scientifically Untested. Proponents say that a growing body of evidence highlights a very strong relationship between information advantage, cognitive advantage, and increased lethality and survivability at the tactical level. 23 DOD has conducted several exercises to demonstrate the effectiveness of network centric strategies to improve success in combat scenarios. 24 However, some researchers warn that thorough testing of NCO concepts is vital before systems are deployed 25 , and others argue that NCO theory may manifest important and pervasive flaws. 26 These researchers state that “...the theory of network-centric warfare...cannot substantiate a claim to scientific status, despite its mesmerizing transformational luster”. They also state that “...the [NCO] thesis simultaneously overstates the promise of information and communications technology, while being incapable of adequately realizing the great potential the technology does offer.” 27 Their argument is that NCO theory has several paradoxes, including: (1) no proper definition of NCO yet exists, but proponents claim that experimentation supports the NCO hypothesis, (2) experimental evidence equally supports multiple alternative explanations for potentially improved performance with networking, and(3) the conclusions of proponents are based on an invalid notion of knowledge development, known as “inductivisim”. These researchers maintain that a close examination of the structure of repeated NCO experiments shows that the only hypothesis that has actually been tested is a refutation of the theory that networks cannot yield improvements. Finally, these researchers have asked how it can be possible for faults to remain unrecognized despite troubling results found through critical review and testing. They warn that contemporary military theory may be encouraging NCO proponents to seek confirmation and ignore refutation of their ideas 

2NC NCW Fails – Theoretical Basis

Netwar was improperly theorized- war is not like economics

Kaufman 4 (Alfred, Institute for Defense Analysis, July 2004, Curbing Information, “THE ECONOMIC PROVENANCE OF NETWORK CENTRIC WARFARE”, http://www.argospress.com/sample-chapters/CI_sample-chapter.pdf, MH)
It is well known that the proponents of Network Centric Warfare claim its legitimacy from events that have recently taken place in the world economy. On the face of it, the military establishment’s willingness to take the economic establishment as its model must strike one as rather strange. For, while it is true that violence can often be found in the market place, the free market and the battlefield are two distinct worlds. The economy aims at producing wealth through a free market; war aims at destroying wealth through violent action. The economy operates within the confines of societal rules; in war, there are no rules to hamper a nation’s warlike spirit. A beaten economic competitor usually stays beaten, while a defeated nation will inevitably live on to fight another day. More importantly however for our argument here, war displays a significantly less graceful reaction to human error than does the free market; making the wrong decision in war is more likely to be catastrophic to society than making the wrong decision in the market place. The notion that war is business is not a mere figure of speech for the proponents of Network Centric Warfare; the idea impregnates much of their writings. To quote but one of the many examples that populate the field, David Alberts says in his book [1] that: military operations should be designed to accomplish a task or solve a problem. In other words, the purpose of warfare is problem solving, much like the job of a business manager would be to solve the problems occurring in his division. By contrast, Clausewitz [2] says that: war is an act of violence intended to compel our opponent to fulfill our will.  Note how the hostility-based determination to submit the enemy to our will has given way to the more neutral concept of problem solving that guides the thinking of the Network-Centric-Warfare proponents. Clausewitz cautioned us against this peace-time tendency to think about the bloodshed of war in more philanthropic, or in this case more business-like, terms [3]: He who uses force unsparingly, without reference to the bloodshed involved, must obtain a superiority if his adversary uses less vigor in its application. This is the way in which the matter must be viewed and it is to no purpose, it is even against one’s interest, to turn away from the consideration of the real nature of the affair because the horror of its elements excite repugnance. In any event, even if one were to accept the proposition that war is business, the lessons learned by the proponents of Network Centric Warfare from what was happening in the market place at the time of its creation, are hardly persuasive. Thus, it was suggested that Economy B, as the proponents call the information-driven sector of our economy, is a truly new form of economic activity exhibiting new forms of behavior. To quote from Vice Admiral Cebrowski’s seminal paper published in the January 1998 issue of the Proceedings of the Naval Institute [4], Economy A is characterized by stability, market share equilibrium, and decreasing return on investment. Economy B is characterized by extraordinary growth and wealth generation, increasing returns on investment, the absence of market share equilibrium, and the emergence of mechanisms for product lock-in. While all these observations were fleetingly true a few years ago, they did not herald a new economy in which the laws of supply and demand that govern Economy A have been turned on their head. Rather, they represented no more than the special features characterizing periods of fundamental innovation which routinely occur in the economy. The overarching concern in such an innovation phase of the economy is not the immediate generation of wealth but the successful establishment of the innovation. To accomplish that, producers of alternative forms of implementing the innovation would lower prices to addict the consumer to their own version of the innovation and thus lock out the other alternatives. However, since society cannot live on the edge of fundamental change forever, this phase must come to an end. Once the new technology is accepted and fundamental innovation stops, the old economy, with all the familiar rules of behavior, returns. The victorious producer becomes the pusher for a society already addicted to his products and prices will grow again as dictated by the law of supply and demand. 
Netwar ignores human tendencies

Kaufman 4 (Alfred, Institute for Defense Analysis, July 2004, Curbing Information, “NETWORK CENTRISM: NETWORK CENTRIC WARFARE AS IDEOLOGY”, http://www.argospress.com/sample-chapters/CI_sample-chapter.pdf, MH)
Imagining that it was born of a revolution in economic affairs, Network Centric Warfare thinks of itself as a revolution in military affairs. Needless to say, it is no more a revolution in military affairs than the economic changes above were a revolution in economic affairs. This transcendental tendency of proponents of Network Centric Warfare to jump over reality by overstating their case is typical of movements with a mission. Network Centric Warfare appears therefore to be a new ideology that presents itself in the cloak of a new technology. Like all other –isms that preceded it, Network Centrism begins by ignoring the true nature of the human character. Although Clausewitz constantly reminds that war is driven by human hostility, the authors of Network Centrism seem to think that information technology and the new weapon systems based on that technology can, all by themselves, fundamentally change that fact. However, Clausewitz’s work depends only marginally on the nature of the weapons used in his own time and rests fundamentally on a study of the character of man. To quote a pertinent passage [5]: Theory must also take into account the human element; it must accord a place to courage, boldness, even rashness. The Art of War has to deal with living and with moral forces, the consequences of which is that it can never attain to the absolute and positive. Courage and self-reliance are principles quite essential to War; consequently, theory must only set up such rules as allow ample scope for all degrees and varieties of these necessary and noblest of military virtues. One of the examples Network Centrists like to recount is Admiral Clemmins’ use of e-mail to “revolutionize” communications in the Straits of Taiwan. One wonders, however, what would have happened to Clemmins’ well-laid plans had a real enemy possessed the rashness, to use Clausewitz’ suggestive word, to interfere with the operation by throwing a virus or two into the network? Let us remember that Soviet communism has ultimately failed, not only because of our containment strategy, but also because human character stubbornly interfered with Lenin’s well-laid plans. Indeed, the idea, often expressed in the Network Centric literature that we should [6]:  try to achieve information with one hundred percent content and accuracy with zero time delay, only carries the disregard for reality beyond the specific disregard for human character discussed above. The belief in the absolute perfectibility of things expressed in the previous quotation has the alluring sound of all –isms that populate the grave yard of history; it does violence to reality by subjugating it to an Utopian vision from the vantage point of which all natural limits become mere obstacles to be overcome by diligence, determination, and, if need be, by brute force. Thus, the proponents clearly recognize that current warfighters do not live up to their vision when they say [7]: The war fighter who does not understand the source of his combat power in such things as Collaborative Engagement Capability, Global Command and Control, and Link-16, simply is worth less than those who do. But they are unwilling to consider the possibility that not enough humans can sufficiently understand these things to make-up a military force; instead, they continue the thought by saying [7]: The Services must both mainstream and merge those with technical skills and those with operational experience in these areas. These are the new operators. Unfortunately, of course, new men cannot be created, they just happen to occur from time to time. To see what awaits such a disposition for creating new men, compare the Utopian vision of the French Revolution, the grandfather of all subsequent –isms, to the realistic recognition of natural limits by the writers of the American Constitution. The latter have produced a document that comfortably guided a nation of real people towards a prosperous future, while the former required the guillotine to implement its vision of a new man. The other feature Network Centrism shares with all ideologies is the need it feels to develop a new language. Network Centric speak is everywhere. They speak of competition to describe a bloody war, of competition space to describe the battlefield. They talk of things such as ecosystems, infostructures, self-synchronization, thin clients, logic bombs, and actors, and they dispose of our enemies whenever they intend to kill them. Apparently a new lingo strengthens the impression that we are on the verge of something truly new, something so revolutionary that it requires a creative extension of our current capacity to communicate. 
Netwar doesn’t use human reactions to information and underestimates evasion tactics
Kaufman 4 (Alfred, Institute for Defense Analysis, July 2004, Curbing Information, “THE CENTRALITY OF INFORMATION SUPERIORITY”, http://www.argospress.com/sample-chapters/CI_sample-chapter.pdf, MH)
One of the central claims made in the Network Centric vision is the proposition that networking translates into information superiority. This claim fails on at least two different points: it overestimates man’s capacity to deal with contradictory information and it underestimates the enemy’s ability for deadly mischief. As to the first point, listen to Clausewitz again [8]: Great part of the information obtained in war is contradictory, a still greater part is false, and by far the greatest part is of doubtful character. Most reports are false, and the timidity of men acts as a multiplier of lies and untruth. As a general rule, every one is most inclined to lend credence to the bad than to the good. Every one is inclined to magnify the bad in some measure, and although the alarms which are thus propagated like the waves of the sea subside into themselves, still, like them, without any apparent cause they rise again. Firm in reliance on his own better convictions, the Chief must stand like a rock against which the sea breaks its fury in vain. Clearly, no amount of networking of information will change the import of Clausewitz’ observation because he talks about men’s natural reaction to information, not about information itself. Moreover, as the passage quoted above indicates, the whole hinges on the Chief and his ability to steadfastly follow his vision against the frailties of his men. Modern technology will not help the military establishment create any more Chiefs than it has ever been able to create in the past. Concerning the second point, that Network Centrism underestimates the enemy’s ability for mischief, the proposition that networking translates into information superiority is manifestly true if, and only if, the enemy passively lays himself out to be observed. The proponents of Network Centric Warfare clearly tend to believe the enemy would do exactly that. For them, the enemy is a fixed target endowed with little, if any, initiative, unable to effectively hide himself from the all-seeing eye of the network. Network Centrism carries the passivity of its assumed enemy to its ultimate conclusion: it telescopes all war down to strike. Listen to this description of war [9]: First, the target must be detected. Second, it must be identified. Third the decision to engage the target must be made. Fourth, the decision must be conveyed to the weapon. Fifth, the weapon must be aimed and fired. No allowance is made here for the possibility that the target might not be detectable, or that, while we decide to engage, transmit that decision to the weapon system, aim and fire, the target may react to it having been targeted.  Network Centrism, therefore, does not see us getting involved into a truly two-sided position warfare full of surprising moves by the enemy, as described in the tales of glory told in books of military history, but rather it envisions us standing off at some safe distance and surgically destroying largely helpless enemy forces at will. This more than anything else, is perhaps at the root of our immediate fascination with Network Centric Warfare. Unfortunately, strikes can easily be defeated by creatively hiding from the attacker’s eye. Moreover, history has shown that successful strike operations are not automatically followed by successful war outcomes. If Hitler’s war machine would not have disintegrated from within for lack of credible central command, the strategic bombing raids of World War II would not have defeated the Germans [10]; Saddam Hussein was still ruling in Iraq long after repeated strikes were levied at his infrastructure and, as we know, it took “boots on the ground” to remove him from the government of Iraq; the strike operations in Kosovo did little to destroy the Serb Army, and the Northern Alliance had probably more to do with the collapse of the Taliban than our strike operations did. One should not underestimate the power of an enemy that resorts to deception and evasion. 
1NC No Solve Heg
Net war doesn’t help hegemony – also, the US has ended all net war programs, the aff can’t solve

Thompson 10 – Chief Operating Officer of the non-profit Lexington Institute and Chief Executive Officer of Source Associates (8/9/2010, Loren, “The Twilight Of Network-Centric Warfare”, Early Warning Blog, http://www.defpro.com/news/details/17429/) MGM
The first thing that went wrong was that threats evolved differently than military planners expected. The authors of network-centric warfare thought that the joint force was in the midst of a prolonged "strategic pause" when the decade began, after which some new peer or near-peer adversary would emerge. That pause ended unexpectedly on 9-11, and America suddenly found itself facing a very different kind of danger. Networks and information technology have certainly proven useful in dealing with elusive new adversaries, but so far they haven't proven to be the winning weapon that visionaries expected. It turns out that all those networks the Pentagon was planning are just conduits, and that what matters more for victory is the accuracy and completeness of the information moving through the networks. The second problem that proponents did not see coming was that the new technology itself might become a source of weakness. Planners implicitly assumed that if the Pentagon invested heavily enough in cutting-edge networks and information applications, it could leverage the warfighting potential of the new technology while staying comfortably ahead of other countries with similar ideas. Well, it hasn't worked out that way. We now know that everybody from the Taliban to Mexican drug cartels can benefit from the reach and richness of wideband networks. Even worse, they can tap into our own networks, as China proves on a daily basis. So the military has had to launch a crash program to prevent its gee-whiz networks from being used against it (incidentally, the Navy is inexplicably trying to replace the one big network that so far has proven largely immune to hostile penetrations, in order to implement a more "advanced" architecture). And then there is the cost of network-centrism. When the decade began, America was basking in the prosperity of the dot.com revolution, generating nearly a third of all global economic output. Since then its economy has swooned and tax receipts have collapsed to a point where over 40 percent of the federal budget is being borrowed. So one by one, all of the big networking initiatives begun during the Bush years are being canceled. That isn't so hard to do since there are no immediate consequences for warfighters and the projects never developed firm political constituencies. The Defense Business Board's proposal to kill the Pentagon's networking shop is just the latest installment in what has become a long-running chronicle of decline. No doubt about, networks have changed the way the world wages war. But network-centric warfare is an idea whose time has passed. 
2NC XT – No Solve Heg 

Net war kills our ability to fight the most probable wars
Reynolds 6 – assigned to the Department of Distance Education, U.S. Army War College as a professor and course author (November 2006, Kevin, “DEFENSE TRANSFORMATION: TO WHAT, FOR WHAT?”, http://www.strategicstudiesinstitute.army.mil/pdffiles/pub733.pdf) MGM

Last, the military and civilian leaderships within DoD are pursing a transformation plan that is based on a unitary theoretical operational construct: NCW. Combat operations in both Afghanistan and Iraq in 2001 and 2003, respectively, appeared to have justified NCW’s proponents’ belief in this form of warfare. But subsequent operations in both countries against insurgents, along with other low intensity combat undertakings, have called into question the utility of NCW as a panacea for America’s future military operations. Wholesale adoption of the weapons systems and the force structure required to execute NCW could leave the United States prepared to fight the most dangerous but least likely threats and unprepared to fight the lest dangerous but most likely threats. 

Ground forces are key to war fighting – the aff makes us vulnerable 
Kagan 6 – American resident scholar at the American Enterprise Institute, and a former professor of military history at West Point (July/August 2006, Frederick, “The U.S. Military's Manpower Crisis”, Foreign Affairs, Vol. 85, No. 4, pp. 97-110, JSTOR)
Already, the change has borne fruit. The U.S. armed forces are now extremely good-and far better than the competition-at locating and destroying targets from thousands of miles away. At the level of soldiers fighting other soldiers, the advantage is less pronounced: in Iraq, the enemy has been able to kill a number of U.S. soldiers, although it has been virtually incapable of preventing the U.S. military from either striking any target it chooses or retaliating in kind. From a business perspective, then, it seems to make sense to reduce investment in soldiers and increase investment in target-and-strike systems, since these yield what looks like a higher marginal return. This is precisely the logic that a number of supporters of network-centric warfare have used to argue their case. The problem with this approach is that unlike a corporation a military cannot safely decide that it will not compete in certain "markets," such as land warfare. Nor can it necessarily rely on "profits" in the air power "market" to offset "losses" in ground combat. And given the fact that victory in most wars requires the occupation of the enemy's territory, or at least a convincing threat of occupation, the U.S. military must continue to compete in the land-power "market," however poor the "marginal returns" of land combat might be compared to those of combat using airpower. "Reinforcing success" by reallocating resources away from ground forces (and from those elements of the ground forces that provide capabilities different from airpower) will only create vulnerabilities that enemies will exploit. This is especially so given the very different nature of competition in war versus in business. Businesses compete against one another but do not attempt to infiltrate and physically, psychologically, or organizationally destroy one another. Success is measured in profit, and profit can frequently be better raised by increasing internal efficiency rather than by harming a competitor. In business, efficiency directly translates into success. The same is not so in war. After all, military organizations are designed to destroy one another as a prerequisite to achieving some larger purpose. Efficiencies within a military organization do not contribute to the attainment of this goal directly. They do so only indirectly, by freeing up resources that may or may not be used to achieve the objective. But how those freed-up resources are used, not the efficiency of that use, is the only measure that will actually tell in conflict. The competition between military organizations is therefore central to war in a way that competition between companies is not central to business. If one military opts out of a "market," it simply creates a vulnerability that another military can-and inevitably will-use to harm it. 

Network centric warfare increases casualties and collapses public support for war

Albon 10 (Christopher, political science Ph.D. candidate at the University of California Davis, 4/16/10, “The Limits of Netwar”, http://www.currentintelligence.net/agenda/2010/4/16/the-limits-of-netwar.html, MH)

While a network of small swarming units represents substantial capacity, it also increases the risks to individual units on the battlefield. Operating quasi-independently and at speed, netwar’s small units are vulnerable to being flanked, isolated, and overrun. The network is resilient, but individual nodes are exposed. In fact, the unit size Arquilla mentions - "50 or so soldiers … connected to others, especially friendly indigenous forces, and [networked] closely with even a handful of attack aircraft" - is the same composition as an American unit that nearly suffered the worst defeat in the Afghanistan campaign. In 2008, the remote Wanat Combat Outpost, occupied by 45 American and 25 Afghan soldiers, was almost overrun by around 200 Taliban. During the attack, Taliban fighters breached the small outpost’s defenses and were only repulsed after a desperate close quarters battle. The attack left nine U.S. soldiers dead and the outpost was quickly abandoned. If the Taliban’s attack had been successful, the loss of this one node would have had little detrimental effect on an Arquillan network of small units. However, the loss of 45 American soldiers in a single day would be a mortal wound to public support back home. In democracies, casualties determine public support for conflict and for the political leadership responsible for involvement in it. A reality of contemporary warfare is that casualties are such powerful political forces that policymakers are understandably risk-averse when it comes to the lives of men and women in uniform; each casualty becomes a chink in the armor, undermining the reelection prospects of public office holders who support putting troops in harm's way. One only needs to look at the vigor with which elected officials took up the call for up-armored HMMWVs and MRAPs to see how the political power of real and potential future casualties plays out in real life. The Powell Doctrine is worth remembering here; developed more than twenty years ago, it was more than a strategy for victory, it was a plea to employ such overwhelming force that friendly casualties were minimized and political support for the operation was maintained. The netwar approach overlooks these salient political considerations. The vulnerability of individual units in Arquilla’s netwar military leaves the entire operation at risk of losing public and political support. Even the loss of one or two units would be enough to turn public opinion against most conflicts (short of total war). Many of Arquilla’s own examples of swarmers: Vietnamese guerillas; al Qaeda groups in Bali, Madrid, and London; and Lashkar-e-Taiba’s Mumbai raiders suffered astronomical losses. These swarming strategies were militarily effective, but they come with immense human costs that are unacceptable in a democratic society. 
Netwar concentrates forces, thus making the military more vulnerable

Kaufman 4 (Alfred, Institute for Defense Analysis, July 2004, Curbing Information, “RETIRING THE PLATFORM-CENTRIC WAR MACHINE”, http://www.argospress.com/sample-chapters/CI_sample-chapter.pdf, MH)
The other important claim made by Network Centrism appears to be the proposition that there is much to be gained by dismantling current weapon platforms and embedding the resulting elements into a continuously adapting network centric ecosystem. This fundamental shift from platform-centric to network centric warfare [11]: translates information superiority into combat power by effectively linking knowledgeable entities in the battle space. Specifically, Network Centrism aims [12]: at decoupling of sensors from weapon platforms and at decoupling weapon platforms from actors. In Network Centric Warfare actors do not inherently own sensors, and decision makers do not inherently own actors. All three types of entities work collaboratively in response to the dynamic of the battle space. By thus concentrating our capabilities into one ecosystem we invite the enemy to accomplish in one blow what might otherwise have required many. The seemingly overwhelming power of the ecosystem should not fool us as to its invincibility. To kill a thousand Philistines, Samson had to wield the jaw bone of an ass a thousand times; once the Philistines had symbolically concentrated all their capability into one, seemingly invincible Goliath, it only took David one well-aimed shot from his sling to win the entire war. In addition to acquiring this singular failure mode, a network centric force would also be highly unstable. If one moved from the platform centrism of today to the network centrism of tomorrow, sensors and weapons systems will have become cells in a large, living organism. As such, their independent existence will have slowly atrophied and they will have become vitally dependent on the life-giving information flowing through the embedding organism. Should the enemy interfere with that flow, one will no longer have a collection of independently capable weapon platforms to fall back on, but a bunch of dead cells. 
Network centric warfare not key to heg – only destroys interoperability with allies

Barnett 99 (Thomas, MA in Regional Studies: Russia, Eastern Europe and Central Asia as well as his Ph.D in Political Science from Harvard, 1999, “The Seven Deadly Sins of Network-Centric Warfare”, https://acc.dau.mil/adl/en-US/37559/file/9064/The%20Seven%20Deadly%20Sins%20of%20NCW.pdf, MH)
If absence makes the heart grow fonder, network-centric warfare is in for a lot of heartbreak, because I doubt we will ever encounter an enemy to match its grand assumptions regarding a revolution in military affairs. The United States currently spends more on its information technology than all but a couple of great powers spend on their entire militaries. In a world where rogue nations typically spend around $5 billion a year on defense, NCW is a path down which only the U.S. military can tread. Meanwhile, our relatively rich allies fret about keeping up, wondering aloud about a day when they won't be able even to communicate with us. These states barely can afford the shrinking force structures they now possess, and if network-centric warfare demands the tremendous pre-conflict investments in data processing that I suspect it does, then the future of coalition warfare looks bleak indeed. Not only will our allies have little to contribute to this come-as-you-are party, they won't even be able to track the course of the "conversation." As for potential peer competitors, forget about it—and I am not just talking money. I am a great believer in the "QWERTY effect," by which technological pathways are locked in by market victories of one standard over another.1 No one would argue against the notion that the United States is QWERTY Central, or that our military feeds off that creativity. So the reality facing, any potential enemy is that he either has to get in line behind our QWERTY dominance or satisfy himself with chintzy knockoffs from our far-distant past. So when Iran gets itself some North Korean missile technology, let's remember that it is only a poor copy of old Chinese technology, which is a poor copy of old Soviet technology, which is a poor derivative of old Nazi-era German technology—and, as everyone knows, our German scientists were better than their German scientists! This is why proliferation is always a lot slower than suggested by too many hyperbolic experts. Once you get past the potential peer competitors, you are entering the universe of smaller, rogue enemies that many security experts claim will be able to adapt all this information technology into a plethora of brilliant asymmetric responses— the Radio Shack scenario. Frankly, it stretches my imagination to the limit to conjure up seriously destabilizing threats from resource-poor, small states, unless we let our lust for a bygone era distort our preparations for a far different future. 
Empirically fails in large scale conflict

Lambeth 6 (Benjamin, senior defense analyst at the RAND Corporation, 1/11/06, “The downside of network-centric warfare”, http://aimpoints.hq.af.mil/display.cfm?id=8745, MH)

The six months of major combat in Operation Enduring Freedom in Afghanistan saw not only centralized planning, but also a degree of centralized execution that was unique in the U.S. experience. Greatly expanded global communications connectivity provided unprecedented real-time situational awareness at all levels.   That new capability allowed sensor-to-shooter links to be shortened, in some cases, from hours to minutes. It also, however, resulted in an oversubscribed target-approval process that lengthened rather than compressed the kill chain. As a result, the human factor became the main constraint impeding more effective time-critical targeting.   How did this undesirable turn of events come to pass? It is a downside of the expanded global connectivity that has evolved since Desert Storm. At the same time it has made possible ever more efficient combat operations, it also has increasingly enabled senior leadership to become involved in the finest details of force employment.   Such hands-on senior leadership involvement is entirely defensible up to a point. After all, the goals of Enduring Freedom demanded precise control at all levels. Otherwise, a single untoward collateral-damage incident might have caused the campaign to fail disastrously. Senior leaders accordingly had legitimate concerns for imposing due discipline on combat operations. And the ability of the nation’s now-metastasized command-and-control meshwork to satisfy that need allowed them to intrude ever more intimately into making target-approval decisions.   This unprecedentedly close connectivity, however, cut both ways. Although it was helpful—and even essential—up to a point, it also often resulted in gridlock, in that it encouraged higher-level leaders and their staffs to try to micromanage the fighting. Senior leaders often intervened at the tactical level not because circumstances required it, but simply because they could. As a result, fast-moving targets sometimes were allowed to get away.   Another consequence of our expanded global connectivity was that “reach-back,” a desirable capability when used with discrimination, metamorphosed into “reach-forward” as rear headquarters sought information from U.S. Central Command’s forward-deployed Combined Air Operations Center (CAOC) and then used that information to try to influence events from the rear. Granted, political considerations were so overriding that strict rules-of-engagement enforcement was rightly deemed essential by the Bush administration. Nevertheless, the proverbial 8,000-mile-long screwdriver is generally not a recommended tool for conducting combat operations.   As for the good news, those leaders who saw to the ultimately successful prosecution of Enduring Freedom were engaged in what turned out to have been a fortuitous rehearsal for the subsequent three weeks of major combat against Iraq a year later. Thanks to that, the most nagging frustrations occasioned by America’s air war over Afghanistan were not encountered, by and large, by those who ran the subsequent air war over Iraq. In the latter case, far fewer delays in targeting approvals were encountered, and only rarely did the CAOC have to seek such approvals from higher authority.   Moreover, in contrast to the case of Enduring Freedom, the air component had total control over the daily target list. In the end, the close daily interaction among the most senior leaders, both uniformed and civilian, between the wars in Afghanistan and Iraq enabled a development of trust relationships that ultimately gave the CAOC greater execution authority in every respect. All of that proved indispensable in shaping the rapid ouster of Saddam Hussein.   Nevertheless, some say centralized execution has become an irreversible fact of military life. If so, it bodes ill for American security interests if accepted uncritically and allowed to prevail. True enough, some operations in which the consequences of failure are sufficiently high will continue to require the most stringent rules of engagement. However, the nation’s leaders need to remain mindful of the potential effects of such constraints.   Centralized execution worked in spite of itself in a small war like Enduring Freedom. But as we saw during the first three weeks of Iraqi Freedom, a larger war demanding 1,000 or more combat sorties a day could not handle it. Senior leaders cannot expect to approve every weapon aim-point placement when thousands are being prosecuted every day. There is an inherent tension between the imperatives of top-down political control and those of efficient execution that senior leaders need to understand and deal with.   If centralized execution is increasingly to be the norm in at least certain situations, we need a way to process incoming information more quickly and efficiently. Beyond that, senior leaders need to stay focused on their proper level of war and to know implicitly when their direct involvement is appropriate or not. On this count, it remains to be seen whether future U.S. leaders will learn to discipline themselves to remain at their appropriate level and not insert themselves into tactical-level decisionmaking just because technology now allows it.   
2NC XT – Net War Dead

The Pentagon has gotten rid of net war – the plan can’t revive it
Shachtman 10 – contributing editor at Wired magazine, and the editor of its national security blog (8/10/2010, Noah, “Pentagon Disbands Network Warfare Shop”, Wired Magazine, http://www.wired.com/dangerroom/2010/08/pentagon-disbands-network-warfare-shop/) MGM
At the turn of the milenium, they were some of the most influential thinkers in the military — promoters of a new, “network-centric” style of warfare that would be ruthlessly efficient, Internet-quick, and largely bloodless. They promised “a revolution in military affairs unlike any seen since the Napoleonic Age.” And the top brass believed them, using their theories to help plan the invasion of Iraq and guide investments in new weapons worth hundreds of billions of dollars. But that was before the Iraq war morphed into a bloody counterinsurgency, and before those weapons programs collapsed under their own weight. The Office of the Assistant Secretary of Defense for Networks and Information Integration began to lose influence. Sure, “NII” still continued to craft policy on how troops could use social networking sites, employ open source software, or register XML components. (The head of NII also shared the title of Defense Department Chief Information Officer, after all.) But NII’s authority dwindled, even as it retained theoretical responsbility to oversee the military’s “Global Information Grid,” manage the electromagentic spectrum, and help buy new IT systems. There hadn’t been a permanent head of the Office since January, 2009. So when Defense Secretary Bob Gates announced earlier this year that he was looking for offices to shutter as part of his drive to make the Pentagon more efficient, NII became an obvious target. Yesterday, he announced that the office would be dissolved, along with Joint Forces Command and the Joint Staff’s office for command, control, communications, and computer systems. In the armed forces’ geek community, reactions are mixed. “NII put out some good policies. But, in general, they were in the bad spot of all the responsibility but no authority — the usual for federal CIOs,” e-mals one military IT contractor. “Merely a Congressionally-required appendix.” “The only useful thing that they did was to somewhat grease the community of interest process,” e-mails another contractor. “They attempted to break the logjam of services arguing over XML vocabularies (‘your tank is not the same as my tank’) – and were marginally effective.” But Bob Gourley, the former Chief Technology Officer of the Defense Intelligence Agency, defends NII, and says the office would be missed. “I personally don’t agree that this is a smart move,” Gourley writes. “For sure, NII is more bureaucratic and policy-oriented than operational,” adds Information Week’s Nick Hoover. “Despite concerns I’ve heard about its effectiveness, such as dismissals of the CIO office’s enterprise architecture efforts, there’s still value in a central IT organization at the DoD.” Part of NII’s downfall, ironically, came as so-called “cyber” activities became more and more central to the military’s intelligence efforts and combat operations. In a way, IT became too important to leave to the techies. “Our networks are really weapons. We treat them as weapons systems,” Defense Comptroller Robert Hale told reporters yesterday. “And if our networks aren’t organized in such a way — to be able to accommodate that, we’re disadvantaged. And so much of what we’re trying to do is now consolidate this work, get it organized it — like we would organize a weapons system, and get policy and oversight put together in one organization so that we know where it is, it’s coherent, and it’s managed, and it’s managed inside the department and beyond.”
A2: NCW solves Afghanistan/COIN

Testing Net War in Afghanistan means we lose the war

Reynolds 6 – assigned to the Department of Distance Education, U.S. Army War College as a professor and course author (November 2006, Kevin, “DEFENSE TRANSFORMATION: TO WHAT, FOR WHAT?”, http://www.strategicstudiesinstitute.army.mil/pdffiles/pub733.pdf) MGM

As successful as military technology and force structure have been in furthering Bush’s foreign policy to date, NCW is not without its shortcomings. 157 A smaller, faster, more lethal, and high-tech force operating with total battlespace awareness may be good at toppling state-centric regimes, but it has yet to prove very successful in building legitimate replacement governments, fighting an insurgency, or in establishing democratic and market reforms within them. 158 Nor has this unmatched military force, despite its information dominance, proven capable of toppling the more amorphous terrorist regimes. Secretary Rumsfeld feels that the military must transform even faster if it is to win the war on terror. 159 But as events in Afghanistan have shown, when a disciplined, determined, well-trained opponent expertly uses the terrain and his relatively low-tech weapons systems, NCW does not work quite as its proponents purport. Al-Qa’ida fighters in the Bai Beche and Tora Bora battles 48 were not cowed by American airpower. 160 Most often, they repelled initial American and Northern Alliance attacks and were defeated only when American and Northern Alliance forces used traditional infantry-based fire and maneuver to close with the al-Qa’ida fighters to kill or capture them in their positions. 161 Likewise, despite its overwhelming technological superiority and crushing victory in the combat phase of Operation IRAQI FREEDOM, American forces have been unable to prevent or defeat the guerrilla insurgency that has emerged in Iraq. 16 

NCW fails in COIN operations 
Wilson 7 – Specialist in Technology and National Security Foreign Affairs, Defense, and Trade Division at the Congressional Research Service (3/15/2007, Clay, “Network Centric Operations: Background and Oversight Issues for Congress”, CRS report for Congress, http://www.scribd.com/doc/47577454/Network-Centric-Operations-CRS-Report-2007)  

Reduced Effectiveness for Urban Counter-Insurgency Operations. Some military researchers say that opponents using guerilla tactics can significantly reduce the value of high-technology security measures, and that the utility of NCO can be less certain in urban counter-insurgency operations.31 When NCO is employed against conventional forces, a sensor detects a target, passes information to a decision-making process, the most effective weapon available is selected, and the target is engaged. However, when opponents hide behind walls, in sewers, or inside buildings, they may be difficult for NCO sensors to detect. If the enemy is better at concealment than U.S. forces are at finding them, then our forces may also become more vulnerable.32 Some observers report that during Operation Iraqi Freedom (OIF), in order to understand the enemy, U.S. forces had to “go out and meet them on the ground”, meaning that effective reconnaissance often required engaging the enemy in close combat. These observers say that interviews with OIF warfighters suggested that modern surveillance technology did not alter that condition, and in some instances did not “...provide forces in Iraq in Spring 2003 and onwards with very much insight on the opposing forces”.33 This suggests that DOD should perhaps reexamine several of its basic assumptions about NCO and the power of technology for surveillance and information dominance. 
Net-war hurts our war-fighting capabilities

Wilson 7 – Specialist in Technology and National Security Foreign Affairs, Defense, and Trade Division at the Congressional Research Service (3/15/2007, Clay, “Network Centric Operations: Background and Oversight Issues for Congress”, CRS report for Congress, http://www.scribd.com/doc/47577454/Network-Centric-Operations-CRS-Report-2007)  

Overconfidence about the Effectiveness of NCO. Proponents of NCO say that shared situational awareness enables collaboration and self-synchronization and enhances speed of command, which increasing mission effectiveness. Critics, however, are concerned that dangerous assumptions are being made by military planners about how future forces will benefit from “information dominance” to such a degree that fewer soldiers will be needed, or that U.S. forces will not require as much protection because they will be able to act ahead of enemy action. They believe that the doctrine of “see first, act first”, that underlies NCO, may be flawed because the tempo of operations may outpace the ability of U.S. forces to assess and respond.28 While a network may provide better access to information, usually about the activities of one’s own side, that information may not be complete and may not necessarily enable an accurate understanding of the situation. They have indicated that sensor-based situational awareness may not reflect an accurate picture of operational reality.29 Other observers say that the military leadership’s commitment to NCO may stifle useful criticism from operational commanders. These observers question whether the U.S. military is constructing it forces to prepare to fight the type of wars they want to fight, and rather than the wars they are likely to fight. For example, if NCO is intended to make wars short in duration, then inferior adversaries may likely try to draw U.S. forces into a protracted conflict of lower intensity, and will seek to win merely by avoiding defeat, while U.S. political will dissolves as expenses mount. The inferior opponent may avoid superior U.S. firepower by simply denying a target for our complex and sophisticated weapons.30 

1NC Long TF for NCW

Net Centric Warfare won’t be fully implemented for at least 10 years

Reynolds 6 – assigned to the Department of Distance Education, U.S. Army War College as a professor and course author (November 2006, Kevin, “DEFENSE TRANSFORMATION: TO WHAT, FOR WHAT?”, http://www.strategicstudiesinstitute.army.mil/pdffiles/pub733.pdf) MGM

Although Rumsfeld and DoD are attempting to shorten the acquisition cycle, most complex weapons systems still require 10-plus years to develop and field. 156 This begs the questions: “In 2015 to 2020, when these systems are fielded, will America’s foreign policy still be centered on unilateralism, preventive war, preemption, and regime change; if not, will these weapons systems and force structure be adequate for whatever policy is in place or will they limit future policy options?” These questions are especially relevant in light of the technological limitations and operational difficulties that American operations in Afghanistan and Iraq have exposed.
1NC Nanotech Turn

Turn – Nanotech

A. Net war spurs the development of nanotech 

Wilson 4 – Specialist in Technology and National Security Foreign Affairs, Defense, and Trade Division at the Congressional Research Service (6/2/2004, Clay, “Network Centric Warfare: Background and Oversight Issues for Congress”, http://fpc.state.gov/documents/organization/33858.pdf) MGM
Does the Administration’s strategy for implementing NCW incorporate the right technologies and acquisition strategy? Future research into areas such as nanotechnology will likely lead to radically new innovations in material science, fabrication, and computer architecture. However, the basic research to develop new technologies requires high-risk investment, and increasingly involves international collaboration. To maintain a U.S. military advantage for NCW may require stronger policies that encourage education in science and high-technology, and that nurture long-term research that is bounded within the United States private sector, universities, and government laboratories.100 (1) Technologies: Is DOD making sufficient investments for R&D in nanotechnology? Nanoscience may fundamentally alter military equipment, weapons, and operations for U.S. forces, and possibly for future U.S. adversaries. Does the Administration’s plan pay sufficient attention to creating solutions to meet bandwidth requirements for implementing NCW? Latency, which is often caused by a bandwidth bottleneck, is an important complaint of fighters, “once the shooting starts.” How do messages that are either dropped, lost, or delayed during transmission alter the effectiveness of Network Centric Operations? 

B. Nanoweapons lead to extinction

Navrozov 8 (Lev, worker with the Center for the Survival of Western Democracies, Future Wars Will Be Waged With Nano-Weapons, 9/5/08, accessed 11/17/10, http://www.newsmax.com/navrozov/drexler-nanotechnology/2008/09/05/id/325194)

Now, the general title of Drexler’s book is “Engines of Creation,” and only one chapter (Chapter 11) was entitled “The Engines of Destruction.” I was interested in this particular chapter, since the very survival of the United States and the rest of the free world depends on superior “engines of destruction,” that is, nano-weaponry. When Drexler finished his presentation (about the "Engines of Creation"), I raised my hand to speak, and I heard the editor of a nano-magazine whispering, in a theatrical manner, say, “Now, run for cover!” I asked Drexler why in his speech he did not mention the “Engines of Destruction”; that is, nano-weapons for the defense of the United States and the free West in general. Drexler’s answer was that when the engines of creation had been realized universally, the problem of world peace would have also been solved, and so there would be no need for the nano-engines of destruction. On a more historical note, let us recall that England became in the 17th century a strong military power due to its Industrial Revolution (spinning and weaving machines, Watt’s steam engine, the railway locomotive, and the factory system with its assembly lines). Arms that used explosives were called “firearms.” That was what war was like for about four centuries, including the past century: steel contraptions blasted out — by means of explosives — bullets, shells, bombs, etc., to kill enemy soldiers and destroy enemy installations. Nano-weaponry makes it all as obsolete as firearms made bows obsolete in the 17th century. Originally, Drexler included “Engines of Destruction” in his book but then took it out, possibly for fear of being viewed as a militarist. However, on his Web site, KurzweilAI.net, Ray Kurzweil, an admirer of Drexler and a scientist of genius in his own right, publishes Chapter 11. In Chapter 11, Eric Drexler writes that nano-weapons “can be more potent than nuclear weapons: to devastate Earth with [nuclear] bombs would require masses of exotic hardware and rare isotopes, but to destroy all life with [nano] replicators would require only a single speck made of ordinary elements.” We also read, “A [nuclear] bomb can only blast things, but nanomachines . . . could be used to infiltrate, seize, change, and govern a territory or a world.” The epigraph to “Engines of Destruction,” taken from Sir William Perry and dated by 1640, says, "Nor do I doubt if the most formidable armies ever heere [sic] upon earth is a sort of soldiers who for their smallness are not visible." To compare the size of Drexler’s “nano-soldiers” with that of microbes? The unit of molecular nanotechnology is a molecule. Drexler proceeded from the fact that a molecule contains space, which can be filled, thus converting the molecule into a mobile computer and God knows what else. Yet compared with a molecule, a microbe is a giant: Even before Drexler’s studies, one nanocentimeter meant one billionth of a centimeter. All this may seem miraculous in 2008 just as firearms seemed miraculous in 1646. Yet the new epoch has come: The future world war will be a war of nano-weapons, not of firearms.
2NC Nanotech – Link

Nanotech is part of net-war
Wilson 4 – Specialist in Technology and National Security Foreign Affairs, Defense, and Trade Division at the Congressional Research Service (6/2/2004, Clay, “Network Centric Warfare: Background and Oversight Issues for Congress”, http://fpc.state.gov/documents/organization/33858.pdf) MGM

Nanotechnology. New materials developed through nanotechnology may eventually change battlefield equipment in ways hard to imagine. Weapons may become smaller and lighter, and new miniaturized network sensors may detect, locate, identify, track, and target potential threats more efficiently. 15 DOD currently uses nanotechnology to create a heat-resistant coating that extends the life of propulsion shafts for warships, and as an additive to boost the performance of rocket propellant. Some observers believe that nanotechnology may eventually alter fundamental concepts of warfare, perhaps even more than the invention of gunpowder. 16 

2NC Nanotech – China nanotech bad

Chinese use of nanotechnology against the U.S. is the only existential risk

Navrozov 7 (Lev, columnist for the New York City Tribune specializing in nanotech research, Eric Drexler and China's Nano-Annihilation of the United States, 3/16/07, accessed 11/14/10, http://archive.newsmax.com/archives/articles/2007/3/15/133459.shtml)

It is true that NewsMax.com has been, throughout the 2000s, the only outlet for the general public that posted articles (such as my columns) about Eric Drexler and his nanotechnology. Yes, having developed "nano arms," China may annihilate the United States without the attacked country's retaliation. Such retaliation has been possible in a nuclear attack, since nuclear weapons cannot find and destroy the attacked country's hidden means of retaliation, while nano weapons can. Hence, for many decades, the major nuclear powers (the United States, Russia, and China) have maintained peace among themselves based on Mutual Assured Destruction, but nano weapons remove that shield. Needless to say, that is why I became a member of the Foresight Institute, which Drexler co-founded in 1986, simultaneously with the publication of his book "Engines of Creation: The Coming Era of Nanotechnology." Chapter 11 of the book was entitled "Engines of Destruction," yes, far more destructive than nuclear weapons. I attended the conferences of the Institute, said at them that Drexler was the Einstein of nanotechnology (the word that he coined), who was to save the West, and I wrote as much in my weekly NewsMax.com columns. But why don't the media outside NewsMax.com as much as mention him even when touching on the "China threat" today? At the time Einstein sent, on Aug. 2, 1939, a letter to Roosevelt about the need for the United States to develop nuclear weapons, which had begun, according to Einstein, to be developed in Nazi Germany, the general American attitude to the German dictatorship was horror. If late in 1939 Roosevelt had behaved toward the dictatorship of Germany as the U.S. presidents have behaved toward the dictatorship of China for the past quarter of a century, he probably would have been impeached. So Einstein knew what he was doing when he sent that letter to Roosevelt. Besides, in 1941, Hitler formally declared war on the United States It was not easy to accept Einstein's theory of relativity, according to which the time in one room of your apartment differs from that in another room, for every point in space has its own time — there is no time, but only time-space, or space-time. When Hitler came to power, Einstein and his family were vacationing outside Germany, and German "Stürmers" pillaged his home. No wonder German scientists explained that only a Jew could be as nightmarishly insane as Einstein was. Similarly, verbal attacks began on Drexler. In his "Final Response" to their argument, which began in "Scientific American" in September 2001, Richard Smalley wrote that when he told the schoolchildren he gave a lecture to, about Drexler's "self-replicating nanobots," "there is no question that many of these youngsters have been told a bedtime story that is deeply troubling." You [that is, Drexler] and people around you have scared our [!] children. I don't expect you to stop, but I hope others in the chemical [?] community will join with me in turning on the light, and showing our children that, while our future in the real world will be challenging and there are real risks, there will be no such monsters as the self-replicating mechanical nanobots of your dreams. Let us imagine children (and not only children) at the time of Galileo. Before his discoveries, there had been a tender sun, which rose in the morning to shed its light and set in the evening to enable all living beings to sleep better. But what was revealed by Galileo or Giordano Bruno? An infinite abyss, in which the earth is just one speck along with millions of specks or stars, some of them bigger than the sun, to say nothing of the earth. Galileo was just made to recant his nightmarishly insane view of the world, while Giordano Bruno was burned at the stake. Should Drexel have been made to recant his wild inventions, frightening children, or be burned at the stake? At any rate, today Drexler, full of physical and mental vigor at 51, "has nothing to do" with the Foresight (Nanotech) Institute, which he co-founded and of which he was the chairman for many years. The hatred of Nazis for Einstein is understandable: a Jew, yet (how annoying!) globally recognized as a man of genius. But why such hostility for Drexler? Mark Grissom sent me this explanation: "Lev, Please read this article and then consider why your warnings on China are ignored — pigs too busy at the trough to notice the wolf headed our way. r/Mark" The attached article, written by Robert Samuelson of The Washington Post Writers Group, describes the obsession of many Americans with money. To them, China at peace means money, owing to the cheap labor in China. It was reported a while ago that 400 million Chinese live on $2 a day per family. And what they produce annually can be sold in the West for trillions of dollars. But if we believe Drexler, the Cold War will begin, and this money will be lost. Yes, the annihilation of the United States in "x" days, weeks, months, or years is awful, but the immediate loss of money is even more so. I personally have observed a particular case of greed above survival. Every year the U.S. Congress distributes billions of dollars on nanotechnology. But in the 2000s, there developed the production of commercial (nonmilitary!) nano items. Representatives of this commercial nanotechnology kept assuring the U.S. Congress that Drexler is good only for scaring children. Just as Galileo or Einstein? Hence Drexler's Foresight Institute did not receive a cent out of the congressional nanotechnological allocations. Imagine the Manhattan Project without a cent to begin the development of nuclear weapons while the dictatorship of Germany was preparing a nuclear attack on the United States. As early as June 15, 1996, the Chinese magazine National Defense printed an article by Maj. Gen. Sun Bailin of the Academy of Military Science under the title "Nano Weapons in Future Warfare." The last sentence of the article (written in 1996!) reads: "Nanotechnology will certainly become a crucial military technology of the 21st century." Well, photographs of Drexler were displayed at centers of science, and all his books and articles became available electronically online in English with interpolations in Chinese.
1NC Miscalc Turn
NCW increases the likelihood of miscalc

Barnett 99 (Thomas, MA in Regional Studies: Russia, Eastern Europe and Central Asia as well as his Ph.D in Political Science from Harvard, 1999, “The Seven Deadly Sins of Network-Centric Warfare”, https://acc.dau.mil/adl/en-US/37559/file/9064/The%20Seven%20Deadly%20Sins%20of%20NCW.pdf, MH)
Most worrisome are network-centric's assumptions concerning getting inside the enemy's decision loop. This makes sense as a goal, but the real focus should be on what we do once inside, not just on the blind pursuit of faster response times. Why? We always are talking about potential enemies with less advanced information technology architectures, so the potential for miscommunication and misperception is huge. We may find ourselves acting so rapidly within our enemy's decision loop that we largely are prompting and responding to our own signals, which our beleaguered target cannot process. In short, we could end up like Pavlov's dog, ringing his own bell and wondering why he's salivating so much. It takes two to tango, so, yes, we want sufficient speed of command to get inside our opponent's decision loop, but too much speed turns what we hope is a stimulus-response interaction into a self-stimulating frenzy. The potential irony is telling: • We rapidly fire signals to a target of influence, who does not pick them up, in part because of the strategic blindness we have inflicted on him. • Our target’s lack of response is interpreted as signifying "X" intent. • We respond to perceived intent "X" with signal "Y," which also is missed by our target, who, perhaps, is just getting a grip on earlier signals. • Our target's response "Z" seems incomprehensible, or we assume it is a rejection of sorts to our previous signals. • Before you know it, we are way beyond "Z" and into some uncharted territory, but we are making incredible time! The networked organization's great advantage is that the processing and distribution of data are sped up considerably. What this should translate into is increased time for analysis and contemplation of appropriate response, not a knee-jerk ratcheting down of response time. The goal is not to shorten our decision-making loop, but to lengthen it, and, by doing so, improve it. Otherwise, all we are doing is generating two suboptimal decisions to his one. Now, some will declare that the enemy's decision loop is being shortened by his increasingly rapid incorporation of information technology into his command-and-control architecture. But this Chicken Little approach misleads: yes, he will improve his decision-loop timelines constantly, and so should we. But the point is not to engage in some never-ending speed race with our own worst-case fears, but rather to concentrate NCW on how best to exploit the delta between our loop time and his. Speed is not the essence here, only the means to an end. Forget that and you might as well be acting in anger. 
1NC IPv6 Turn

Switching to IPv6 cripples the internet

Wilson 7 (Clay, Specialist in Technology and National Security, Foreign Affairs, Defense, and Trade Division, “Network Centric Warfare: Background and Oversight Issues for Congress”, http://www.fas.org/sgp/crs/natsec/RL32411.pdf)

However, several drawbacks may slow the global adoption of the IPv6 standard. Switching to IPv6 means that software applications that now use Internet addresses need to be changed. Every Web browser, every computer, every email application, and every Web server must be upgraded to handle the 128-bit address for IPv6. The routers that operate the Internet backbone now implement IPv4 via computer hardware, and cannot route IPv6 over the same hardware. By adding software to route IPv6 packets, the routers will operate more slowly, which may cripple the Internet. Alternatively, upgrading and replacing the hardware for millions of Internet routers would be very costly. IPv4 also uses a technology feature called Natural Address Translation (NAT) which effectively multiplies the number of IP address that may exist behind any single firewall. This technology trick is widely employed within the United States, and its usage also adds an extra layer of security to both commercial networks and home PC networks that have a router. NAT allows a home user to connect multiple PCs to their home network, so they all can share a single IPv4 address behind the router/firewall. By using NAT, it is possible, and certainly much cheaper, to put off or ignore the problem of running out of IPv4 addresses. At least temporarily, in the United States, most technologists prefer sticking with NAT rather than switching over to IPv6. Also, despite the new feature that allows IP-level encryption, there may be new security problems associated with converting to IPv6. Whenever new code is deployed onto computers, undiscovered bugs are usually soon discovered through study and repeated experimentation by hackers. Therefore, IPv6 may well hold security surprises that the designers have simply not found through extensive testing. And because switching over to IPv6 will be a global undertaking, some of the newly discovered security problems could possibly become critical, and even threaten the functioning of the Internet itself. 

A2: ISR
Improvements in ISR don’t lift fog of war and dis-incentivize attacks from US enemies

Boot, 6

Max Boot. FALL 2006. senior fellow at the Council on Foreign Relations, a columnist for the Los Angeles Times, and a contributing editor to The Weekly Standard. The Paradox of Military Technology. http://www.thenewatlantis.com/publications/the-paradox-of-military-technology

Taken together, the changes in military power wrought by the information revolution are still in their early stages, and they still have serious limitations. Even the best surveillance systems can be stymied by simple countermeasures like camouflage, smoke, and decoys, by bad weather, or by terrain like the deep sea, mountains, or jungles. Sensors have limited ability to penetrate solid objects, so that they cannot tell what is happening in underground bunkers such as those that North Korea and Iran likely use to hide their nuclear weapons programs. Urban areas present a particularly difficult challenge: There are far more things to track (individuals) and far more obstructions (buildings, vehicles, trees, signs) than at sea or in the sky. Figuring out whether a person is a civilian or an insurgent is a lot harder than figuring out whether an unidentified aircraft is a civilian airliner or an enemy fighter. It is harder still to figure out how many enemy soldiers will resist or what stratagems they will employ. No machine has yet been invented that can penetrate human thought processes. Even with the best equipment in the world, U.S. forces frequently have been surprised by their adversaries. Some strategists expect that advances in information technology will greatly diminish if not altogether obliterate some of these difficulties. The Pentagon is creating a Global Information Grid that will pool data from all U.S. assets, whether an infantryman on the ground or a satellite in space. The ultimate goal: to provide a perfect operational picture—a “God’s-eye view” of the battlespace. This ambitious objective could be furthered by the development of better microwave radars that could see through walls, foliage, or soil; cheaper, more pervasive sensors that could provide 24/7 coverage of the battlefield; better data compression and transmission techniques that could allow more bytes to be sent much faster; and more powerful computers that might make it possible to create, for example, a real-time, three-dimensional model of a city showing all the people who reside in it. Yet no matter how far information technology advances, it is doubtful that the Pentagon will ever succeed, as some utopians dream, in “lifting the fog of war.” The fallibility of American soldiers and the cunning of their enemies will surely continue to frustrate the best-laid plans. Moreover, America’s growing reliance on high-tech systems creates new vulnerabilities of its own: Future enemies have strong incentives to attack U.S. computer and communication nodes. Strikes on military information networks could blind or paralyze the armed forces, while strikes on civilian infrastructure, such as banking or air control systems, could cause chaos on the home front. Adversaries will almost certainly figure out ways to blunt the U.S. informational advantage. From Operation Anaconda in Afghanistan to numerous misadventures in Iraq, they already have. Whether fighting in the mountains of eastern Afghanistan or in the alleys of Ramadi and Fallujah, U.S. soldiers have been ambushed by insurgents who managed to elude their sensor networks through such simple expedients as communicating via messengers, not cell phones
1NC Net War K

Network-centric warfare is an inherently securitizing and capitalist strategy that allows the state to maintain power under the guise of maintaining hegemony
Burghardt 9 – a frequent contributor to Global Research, researcher and activist based in the San Francisco Bay Area (6/11/2009, Tom, “Network-centric Warfare Dominating entire societies Worldwide through ubiquitous surveillance”, Global Research, http://www.globalresearch.ca/index.php?context=va&aid=13939) MGM

What Pentagon theorists describe as a "Revolution in Military Affairs" (RMA) leverages information technology to facilitate (so they allege) command decision-making processes and mission effectiveness, i.e. the waging of aggressive wars of conquest. It is assumed that U.S. technological preeminence, referred to euphemistically by Airforce Magazine as "compressing the kill chain," will assure American military hegemony well into the 21st century. Indeed a 2001 study, Understanding Information Age Warfare, brought together analysts from a host of Pentagon agencies as well as defense contractors Boeing, Booz Allen Hamilton and the MITRE Corporation and consultants from ThoughtLink, Toffler Associates and the RAND Corporation who proposed to do just. As a result of this and other Pentagon-sponsored research, military operations from Afghanistan to Iraq and beyond aim for "defined effects" through "kinetic" and "non-kinetic" means: leadership decapitation through preemptive strikes combined with psychological operations designed to pacify (terrorize) insurgent populations. This deadly combination of high- and low tech tactics is the dark heart of the Pentagon's Unconventional Warfare doctrine. In this respect, "network-centric warfare" advocates believe U.S. forces can now dominate entire societies through ubiquitous surveillance, an always-on "situational awareness" maintained by cutting edge sensor arrays as well as by devastating aerial attacks by armed drones, warplanes and Special Forces robosoldiers. Meanwhile on the home front, urbanized RMA in the form of ubiquitous CCTV systems deployed on city streets, driftnet electronic surveillance of private communications and radio-frequency identification (RFID) chips embedded in commodities are all aspects of a control system within securitized societies such as ours. As Antifascist Calling has written on more than one occasion, contemporary U.S. military operations are conceived as a branch of capitalist management theory, one that shares more than a passing resemblance to the organization of corporate entities such as Wal-Mart. Similar to RMA, commodity flows are mediated by an ubiquitous surveillance of products--and consumers--electronically. Indeed, Pentagon theorists conceive of "postmodern" warfare as just another manageable network enterprise. 

The aff’s fetishism with advanced technology masks the insidious biopolitical and capitalist goals of the state, killing value to life and making imperialist wars inevitable.

Our alternative is to vote neg as a method of unmasking the horrors of network-centric warfare
Burghardt 9 – a frequent contributor to Global Research, researcher and activist based in the San Francisco Bay Area (6/11/2009, Tom, “Network-centric Warfare Dominating entire societies Worldwide through ubiquitous surveillance”, Global Research, http://www.globalresearch.ca/index.php?context=va&aid=13939) MGM

RMA=Revolution in Military Affairs

This brief survey of the national security state's deployment of a literally murderous, and privacy-killing, surveillance technology is not a grim, dystopian American future but a quintessentially American present. The technological fetishism of Pentagon war planners and their corporate enablers masks the deadly realities for humanity posed by the dominant world disorder that has reached the end of the line as capitalism's long death-spiral threatens to drag us all into the abyss. The dehumanizing rhetoric of RMA with its endless array of acronyms and "warfighting tools" that reduce waging aggressive imperialist wars of conquest to the "geek speak" of a video game, must be unmasked for what it actually represents: state killing on a massive scale. Perhaps then, the victims of America's "war on terror," at home as well as abroad, will cease to be "targets" to be annihilated by automated weapons systems or ground down by panoptic surveillance networks fueled by the deranged fantasies of militarists and the corporations for whom product development is just another deadly (and very profitable) blood sport. 
***A2: Aerospace Advantage
Aerospace High

US aerospace industry strong now

Chesebro 6/16 – International Trade Specialist for Manufacturing and Services within the International Trade Administration (6/16/2011, Jonathan, “U.S. Aerospace Industry Goes Big at the 2011 Paris Air Show”, http://blog.trade.gov/2011/06/16/u-s-aerospace-industry-goes-big-at-the-2011-paris-air-show/) 

The U.S. aerospace industry is internationally competitive and is the largest in the world. The industry includes the manufacturing of civil and military aircraft, missiles, space vehicles, and parts of all of the foregoing. Despite the lingering effects of the global economic downturn, the industry continued to show reasonable strength in 2010, contributing $78 billion in export sales to the U.S. economy. The industry’s positive trade balance of $44 billion is the largest trade surplus of any manufacturing industry and came from exporting 42 percent of all aerospace production and 72 percent of civil aircraft and component production. According to a 2008 study by the U.S. Department of Commerce, aerospace supports more jobs through exports than any other industry. The U.S. aerospace industry directly supports about 430,000 jobs and indirectly supports more than 700,000 additional jobs. In addition, U.S. aerospace workers are well-paid, earning 47 percent more than manufacturing workers generally Foreign firms are attracted to the U.S. aerospace market because it is the largest in the world and has a skilled workforce, extensive distribution systems, diverse products, and strong support at the local and national level for policy and promotion. Industry estimates indicate that the annual increase in the number of large commercial airplanes added to the worldwide fleet over the next 20 years will be 3.2 percent per year for a total of 30,900 valued at $3.6 trillion at list prices. The Commerce Department has been actively supporting U.S. aerospace industry competitiveness through a series of recent events. In June 2010, Assistant Secretary for Manufacturing and Services Nicole Lamb-Hale delivered keynote remarks during the “ExportNow: New Markets, New Jobs for Kansas” event where more than 150 companies, learned about the economic opportunities of international trade. U.S. aerospace companies Hawker Beechcraft Corporation and Spirit Aero Systems were among those in attendance, as well as the National Center for Aviation Training, which opened in 2010 and provides training in the areas of general aviation manufacturing and aircraft and power plant mechanics. Wichita is a major U.S. aerospace manufacturing cluster and is home to hundreds of aerospace companies that employ over 40,000 people. Another area where the Commerce Department is supporting U.S. aerospace industry competitiveness is in the area of foreign direct investment. In February 2010, Under Secretary Francisco Sánchez participated in the opening ceremony for a new Embraer assembly facility in Melbourne, Florida. Embraer is a Brazilian manufacturer of commercial, general aviation, and defense aircraft, and this new plant will employ up to 200 people from the area and represents a $50 million investment. This significant investment supports the President’s NEI goals since some of the facilities products will be exported. It also demonstrates the competitiveness of the U.S. aerospace industry in the global marketplace since Embraer chose to invest in the U.S. rather than in another market. ITA has also worked with Boeing’s Supplier Management Office to organize a webinar for U.S. aerospace companies that discussed how to participate in Boeing’s global supply chain, which includes over 22,000 small, medium, and large companies. In addition, ITA organized a webinar with Airbus procurement officials and over 200 companies where Airbus officials discussed the company’s procurement strategy and how U.S. companies can become part of its supply chain. The U.S. aerospace industry is a significant contributor to U.S. exports, jobs and economic growth, which is why the industry is a priority sector under the NEI. The more that U.S. aerospace companies export, the more they produce, and the more workers they need.
Aerospace industry will grow inevitably
US Department of Labor 5 ( “America's Aerospace Industry: Identifying and Addressing Workforce Challenges” May 2005 www.doleta.gov/brg/indprof/aerospace_report.pdf, MH)

There is every indication that the aerospace industry’s economic and employment outlook is improving. Aerospace Industries Association President and Chief Executive Officer John Douglass stated that “with $161 billion in sales and 9 percent contribution to our GDP, U.S. aerospace is a strategic industry in the nation's economy, homeland security, and national defense.” There are two primary reasons that future growth is likely: 1. National security and homeland security investments are increasing. In fact during the 2004 fiscal year, military spending continued to show faster growth than any other U.S. budget element. Defense outlays were 55 percent higher in 2004 than in 2000.10 2. The aerospace industry has a positive trade balance of between $20 billion and $40 billion in trade exports, which is equal to the rest of the economy, put together.11
Aerospace industry high now
AIAA 10 (Aerospace Industries Association of America, leading aerospace trade association, 11/12/10  “Aerospace and Defense: The Strength to Lift America” September 2010 Aerospace Industries Association of America www.nationalaerospaceweek.org/wp-content/.../04/whitepaper.pdf, MH)
As the U.S. economy moves through uncertain times, America’s aerospace industry remains a powerful, reliable engine of employment, innovation and export income. Aerospace contributed $81.2 billion in export sales to America’s economy last year.1 Conservatively, U.S. aerospace sales alone account for three to five percent of our country’s gross domestic product, and every aerospace dollar yields an extra $1.50 to $3 in further economic activity.2 Aerospace products and services are the bedrock of our nation’s security and competitiveness. 

Free trade maintains the aerospace industry
AIAA 10 (Aerospace Industries Association of America, leading aerospace trade association, 11/12/10  “Aerospace and Defense: The Strength to Lift America” September 2010 Aerospace Industries Association of America www.nationalaerospaceweek.org/wp-content/.../04/whitepaper.pdf, MH)
Government policies that advance free and fair trade in global markets are vital to our industry and our country. Aerospace brings in the largest foreign trade surplus of any manufacturing sector — that is American economic growth funded by demand for U.S. aerospace products.7 The industry’s $56 billion surplus in 2009 came from exporting 50 percent of all aerospace production and 74 percent of civil aircraft and component production.8 Aerospace exports of $81.2 billion accounted for 7.6 percent of total U.S. exports and supported 50 percent, or 324,033, of U.S. aerospace jobs. From the smallest supplier to the largest prime, U.S. aerospace manufacturers are world leaders in the global marketplace. 

Alt Causes
Multiple alt causes are hurting aerospace leadership
Blakey 6/30 – President and CEO Aerospace Industries Association (6/30/2011, Marion, "Second to None - Maintaining U.S. Aerospace Leadership in the 21st Century”, http://www.aia-aerospace.org/assets/speech_063011.pdf) MGM

 Because today we face stark choices that boil down to one big question: Will we give America a future filled with promise by continuing to invest in U.S. leadership in global aerospace, or will we consign aerospace to the list of great industries that America once led?

Consider some points:

• One half of U.S. aerospace engineers are eligible to retire come 2015. America is simply not producing enough new engineers to replace them—and preserve and build on the base of knowledge and expertise they represent.

• In 2010, for the first time in 100 years, the U.S. has no new manned military aircraft in design. As a result, America risks losing design and development capabilities that will be hard – if not impossible – to restore.

• Next month the U.S. will retire an incredible national capability – NASA’s space shuttle. We will lay off more than 3,000 space workers, put the expertise and experience of tens of thousands of space engineers on ice and risk relying on Russia and other nations for human access to the high frontier space.

• Our defense strategy hinges on giving U.S. troops overwhelming battlefield advantages through advanced weaponry. Our nation counts on those contributions, but has no coherent industrial policy to ensure their delivery. Despite that, aerospace and defense continue to deliver….. so far.

Jim Albaugh, president and CEO of Boeing Commercial Airplanes, sums up America’s predicament well. He calls it “intellectual disarmament,” which – combined with reduced R&D spending – risks surrendering our lead in aerospace, both civil and defense.
***A2: Solvency

1NC Solvency
The DOD isn’t able to build TSATs now
GAO 6 – (May 2006, "DOD Needs Additional Knowledge as it Embarks on a New Approach for Transformational Satellite Communications System," www.gpo.gov/fdsys/pkg/GAOREPORTS-GAO-06-537/pdf/GAOREPORTS-GAO-06-537.pdf) 

Despite these positive steps to lower program risks, DOD faces gaps in knowledge, as it begins to implement its new development approach, that could impede TSAT’s success. In 2006, DOD directed the program to follow an incremental development approach, changing the contents of the program. Under this approach, the program will deliver less capability in the first two satellites, and then more advanced capabilities as technologies mature and are incorporated into the remaining satellites. DOD has not fully assessed the value of the TSAT investment in light of major changes to the program. Historically, many new development programs in DOD have sought to quickly gain the latest capabilities,8 but because the technologies were not mature enough to make such leaps, programs were often in development for years while engineers continued to develop and mature the needed technologies. This increased both the time and cost required to develop the systems. An incremental approach, on the other hand, reduces risks by introducing less new content and technology into a design and development effort. The incremental approach for TSAT allows more time for the development of higher-performing capabilities, thereby potentially increasing the level of confidence in the launch date of the first satellite, planned for 2014. High-level DOD officials have agreed to these reduced capabilities up front, so the TSAT program now plans to deliver satellites that meet user requirements in an evolutionary manner. Notwithstanding the approval for the revised TSAT program from senior DOD officials, DOD has yet to justify the TSAT investment in light of other DOD investments using the knowledge it has now gained on cost, schedule, and initial capabilities to be delivered. For example, TSAT’s cost estimate has increased and the initial satellites will be less capable than originally expected. Furthermore, it is imperative, given the recent changes to the program, that DOD work with the TSAT user community to update requirements to ensure the timely delivery of promised capabilities. Finally, it does not appear that DOD has completely addressed all the unknowns concerning the relationship between TSAT and two of DOD’s other expensive and complex systems, namely the GIG and Space Radar. For example, work still remains in finalizing the requirements for these systems and understanding how the incrementally developed TSAT will satisfy the needs. 

Multiple tech barriers
GCN 4 – Government Computer News (10/27/2004, “Building transformational satellites will take 'a generation of people'", gcn.com/articles/2004/10/27/building-transformational-satellites-will-take-a-generation-of-people.aspx) 

 NEW YORK' Designing the Transformational Communications Architecture for the Defense Department's Global Information Grid over the next two decades is proving to be quite a challenge, the National Reconnaissance Office's Michael P. Regan said today at the Satellite Application Technology Conference and Expo here. 

Regan, who heads NRO's communications functional integration office, said Congress has authorized NRO director and Air Force undersecretary Peter Teets to set up a common framework for national security in space. 

In the GIG's heavily connected environment, Regan's office is cooperating with NASA, the intelligence agencies and DOD to formulate "a set of standards and technical baselines for space communications that will serve for the next 15 years." 

Information assurance is the toughest part, he said. "NASA is all public, but the intelligence community wants nobody to know they exist." All three groups' requirements must be satisfied, and eventually the Homeland Security Department and emergency responders will have to share some of the GIG's information securely. 

Bandwidth management and the IP transition are serious challenges, he said, as is trying to put all types of communications on a single transport. "The military services all provision their own satellite communications," he said. "The Defense Information Systems Agency leases 3.2 Gbps commercially. How do you hook all that up?" 

Moreover, DOD's plan for transformational satellites by about 2020 will put routers on a laser backbone in space, operating at tens of gigabits per second'a space Internet analogous to the terrestrial one. 

"We have a fairly clear vision for space technology," he said. "But the software environment changes so fast that the TSAT software will have to be maintainable and even reprogrammable in space." 

The toughest challenge of all, Regan said, is "stable funding and a stable vision of a common architecture" as administration policies and personnel change. "We will have to build a generation of people to see it through." 

TSAT is too expensive and wouldn’t be ready until 2018 – alternatives solve

Strategy Page 8 – StrategyPage provides quick, easy access to what is going on in military affairs, cover armed forces world-wide, as well as up to date reporting on wars and hotspots wherever they may be, makes use of a wide variety of news and information sources (12/31/2008, “Choking the Battlefield Internet to Death”, http://www.strategypage.com/htmw/htspace/20081231.aspx)
December 31, 2008: The U.S. Air Force recently announced that the long anticipated new generation of military communications satellites, planned for first launch in 2013, would be delayed another six years. The problem is a common one. The TSAT (Transformational Communications Satellite System) depends on a lot of new (some not yet invented) technologies, and lots of unwritten software. That produces uncertainty, and more delays. For the last decade, the U.S. Department of Defense has been trying to design, build and put into orbit a new generation more powerful military communications satellites. This has not gone well. Four years ago the Department of Defense came up with TSAT. This was basically a satellite based military Internet. It was optimized for speed. Right now, it takes about two minutes to get a UAV image to another user via satellite. TSAT would do that in a second or two. This kind of speed is needed if all the air, land and sea weapons are linked together, to act as observers and shooters for each other. The only drawbacks with TSAT is that such a system will cost nearly $20 billion, and take over a decade, to build. While this has many of the brass ready to sign on, others are casting about for cheaper and faster solutions, using existing technology to work up to the TSAT gold standard year by year. 

--XT – TSATs fail

Speeding up TSAT development fails- it is unknown if the technology even works at this point
Sha & Agrawala 6 (Lui-U of Illinois at Urbana Champaign, Ashok- U of Maryland at College Park, 7/26/06, “Real Time and Embedded (RTE) GENI”, http://www.cs.virginia.edu/sigbed/archives/2006-07/Lui.pdf, MH)

However, DOD is at risk of not delivering required capabilities within budgeted resources. This, in turn, may affect schedules and funding for other systems depending on the GIG [Global Information Grid]. For example, two key GIG related programs—JTRS and TSAT—are facing schedule and performance risks, which are largely rooted in attempts to move these programs into product development without sufficient knowledge that their technologies can work as intended. In summary, the lack of effective technology for real time embedded network that seamlessly integrates wired and wireless real time network securely and reliably has seriously impeded the development of next generation defense systems. 
Mechanical challenges hinder effective implementation 
Butler 11 – Aviation Week (Amy, “USAF Plans First AEHF Launch,” 2011, http://www.aviationweek.com/aw/jsp_includes/articlePrint.jsp?storyID=news/aw04078p1.xml&headLine=USAF%20Plans%20First%20AEHF%20Launch)
The government has provided about $500 million each to Boeing and Lockheed Martin to develop TSAT designs, which are expected to incorporate highly secure laser links. They will transmit massive amounts of data using lightwaves rather than radio frequencies. TSAT is also expected to make use of Internet protocol routing, essentially providing a secure Internet in the sky. The initial operational capability for TSAT - one of then-Defense Secretary Donald Rumsfeld's "transformational" programs designed to exploit leaps in technology - is expected to slip, possibly to 2018, according to a senior Air Force official. Plans originally called for a 2009 first launch, or earlier. Now contractors' work has been extended to June, at which time they hope to have direction from the Air Force on how to proceed. Boeing and Lockheed Martin have both submitted proposals for the TSAT development contract, but a downselect date is uncertain. Despite a $150-million cut in the Fiscal 2008 TSAT budget, Air Force officials at the Milsatcom program office say funding is still available for a decision by October. However, a cut of roughly $3.9 billion through 2013 has left planners scrambling to figure out how to field as much advanced technology with TSAT as possible, given a resource shortage. "The Department of Defense is reassessing the optimal strategy for satisfying future satellite communication requirements in light of economic realities, program interrelationships and user demand for these services," according to officials at the Milsatcom program office at Los Angeles AFB, Calif. "Until this assessment is complete, the long-term TSAT program schedule remains to be determined." AEHF will replace the Milstar constellation now in orbit. The last Milstar was lofted in April 2003. AEHF Space Vehicle-1 (SV-1) will be "backward compatible" with the Milstar constellation, meaning it will be capable of cross-linking - or transmitting data in space - to Milstar spacecraft until the full complement of AEHF satellites reaches orbit. SV-1 will also be compatible with Milstar terminals now in the field with ground units, including special operators; AEHF signals employ a low-probably-of-intercept and -detection capability as well. Lockheed Martin says its AEHF will provide 10 times the capacity and six times the channel data rates over what is offered by the most advanced Milstar satellites today. AEHF will add a "higher data rate" to the low- and medium-rate modes on Milstar II, the most recent "block" of that system. The higher data rate will allow for transmission of up to 8.2 Mbps. to future AEHF Army terminals. One mechanical challenge remains for the AEHF SV-1. Lockheed Martin plans to install a redesigned reaction wheel onto the spacecraft later this year. The same device experienced a premature in-orbit failure on a NASA spacecraft, prompting the company to look for improvements before launching the communications system next year, says Leonard Kwiatkowski, vice president of Lockheed Martin global communications systems. "While we have redundancy - we have four - everybody wants to ensure our mission life will last," he adds. "Before we and the Air Force feel comfortable, we've got to go exonerate the heritage of our parts to make sure they are satisfactory." Spacecraft have flown successfully without reaction wheels, he says, but AEHF is not designed to do it. Because the problem was discovered after the bulk of AEHF SV-1 was finished, a single company is able to supply a new reaction wheel.

TSATs are too far-fetched – it’s wishful thinking 

Matthews 9 – Defense News (William, “AEHF 'Not Out of Woods Yet' DoD's Next-Gen Comsats Face Technical Problems,” Aug. 17, 2009, http://www.defensenews.com/story.php?i=4237140)
TSAT, the Transformational Satellite communications system, cost U.S. taxpayers $2.5 billion before Gates pulled its plug. AEHF was expected to cost $5.6 billion in 2001 when the program was getting under way, but today the price tag is more than $10 billion for fewer satellites, according to the Government Accountability Office (GAO). TSAT was at least four years behind schedule. Launch of the first satellite had been pushed back to 2019. The first AEHF was supposed to be launched in 2008, then 2009, and now Lockheed is aiming for late 2010. Work on TSAT began in 2003, but the satellite never made it past the early stages of development before collapsing under its own complexity. It was supposed to be the space-based element of the U.S. military's "global information grid." As such, TSAT was designed to handle 100 times the communications volume of current military satellites, and it was expected to deliver secure, Internet-like communications capability to aircraft, ships, ground vehicles, unmanned spy planes, sensors and even computers in troops' backpacks. Five TSAT satellites were supposed to be able to communicate with each other and the ground using laser light, and their radiation-hardened components were to provide uninterrupted service even during a nuclear attack. Its boosters touted TSAT as "a key enabler" for network-centric warfare. "TSAT was supposed to include everything," said Vincent Sabathier, director for space initiatives at the Center for Strategic and International Studies. "But it was too far-fetched. It's good to set high goals, but TSAT was too high." Faced with a $26 billion price tag, a slipping development schedule and some technology that bordered on wishful thinking, Gates announced April 6, "We will terminate the Transformational Satellite program, and instead purchase two more Advanced Extremely High Frequency satellites as alternatives." With AEHF, "you're going back to a system that was considered too expensive and not delivering the capabilities you hoped for," Sabathier said.

Developing and deploying a TSAT system is expensive and technically complex 

Magnuson and Erwin 8– staff reporters at National Defense Magazine (Stew and Sandra, “Promise of ‘Revolution’ in Satellite Communications Faces Challenges,” Jan. 2008, http://www.nationaldefensemagazine.org/archive/2008/January/Pages/Promise2384.aspx)
Transformational-Satellite (T-Sat). Scheduled to have its first launch as early as 2016, T-Sat is designed to dramatically boost the bandwidth that can be pushed to the lowest echelons by employing powerful Ku-band transponders and laser-based communications that are nearly impossible to jam. The five-satellite constellation will support the Marine Corps and Army’s vision of space-based on-the-move communications, which entails sending and transmitting live streaming video to and from a humvee, Stryker or other vehicles as they speed down roads. Johansen of Boeing Co., who is vying for the contract along with Lockheed Martin, said T-Sat could “revolutionize” satellite communications. The decision on which of the satellite builders wins the contract may come as early December. Meanwhile, Congress continues to question whether the Air Force should take money out of the T-Sat account and buy additional WGS or advanced EHF satellites. T-Sat is a test of the “block approach” to developing satellites. The program calls for the services that will use the system to produce clear requirements, then for the builders to achieve technical milestones in increments before they proceed to the next block. Under this strategy, the first T-Sats to reach orbit will not have all the capabilities envisioned. Once the first blocks prove themselves in space, the second generation will become fully capable. This measured approach is designed to reduce risk and maintain a predictable schedule. So far for T-Sat, the approach seems to be working, GAO found. Six of the seven critical technologies have been tested in relevant environment, it noted. GAO warned that T-Sat will be one of the most costly and technically complex military systems ever attempted. It has a $14 billion to $16 billion price tag.

TSATs have empirically experience implementation problems and setbacks due to lack of funding and technology

Chaplain 7 – Director Acquisition and Sourcing Management (Christina T., “SPACE ACQUISITIONS Actions Needed to Expand and Sustain Use of Best Practices,” United States Government Accountability Office, Apr. 19, 2007, http://www.gao.gov/products/GAO-07-730T)
DOD's space system acquisitions have experienced problems over the past several decades that have driven up costs by hundreds of millions, even billions of dollars, stretched schedules by years, and increased performance risks. DOD has recognized the need to change its approach to developing space systems and is attempting to instill best practices in new efforts. GAO was asked to testify on its findings on space acquisitions problems and steps needed to sustain and expand the use of best practices. In preparing this testimony, GAO relied on its detailed reviews of space programs as well as cross-cutting work on cost estimating and best practices. GAO does not make recommendations in this testimony. However, GAO has made recommendations on steps DOD can take to ensure better outcomes for its space acquisitions programs. These include developing an overall investment strategy for acquisition programs, addressing human capital and other shortfalls in capacity, and revising policies supporting space to incorporate best practices. The majority of major acquisition programs in DOD's space portfolio have experienced problems during the past two decades that have driven up cost and schedules and increased technical risks. At times, cost growth has come close to or exceeded 100-percent, causing DOD to nearly double its investment in the face of technical and other problems without realizing a better return on investment. Along with the increases, many programs are experiencing significant schedule delays--as much as 6 years--postponing delivery of promised capabilities to the warfighter. Outcomes have been so disappointing in some cases that DOD has had to go back to the drawing board to consider new ways to achieve the same, or less, capability. GAO's reviews of space acquisitions this year found that some ongoing programs--for example, the Advanced Extremely High Frequency satellite program and the Wideband Global SATCOM program--have been able to work through the bulk of technical problems they were facing and are on track to meet revised targets, albeit at higher costs and with delayed capability. Others, however, including the Space-Based Infrared System High program, the Global Positioning System IIF, and the National Polar-orbiting Operational Environmental Satellite System, continue to face setbacks and further risks. In recognizing the need to reform space acquisitions, DOD has taken steps to instill best practices in two new major space efforts--the Transformational Satellite Communications System (TSAT) and the Space Radar program--which are expected to be among the most complex and costly space programs ever. For these programs, DOD has taken steps to separate technology discovery from acquisition, establish an incremental path toward meeting user needs, obtain agreements on requirements before program start, and use quantifiable data and demonstrable knowledge to make decisions to move to next phases. If these actions can be sustained, DOD will greatly reduce technical risks, although not completely. There is still significant inherent risk associated with integrating critical technologies on board the satellites and with developing the software needed to achieve the capabilities of the satellites. Moreover, sustaining these reforms on these two programs and expanding them to others will not be easy. Like all weapons programs, space programs continue to face funding pressures that have encouraged too much optimism. DOD has not prioritized its programs for funding even though its investment for all major space acquisitions is expected to increase about 46 percent in the next 3 years. It is likely to continue to face cost overruns on problematic programs, and it wants to undertake other major new efforts in addition to Space Radar and TSAT. In addition, new programs are being undertaken as DOD is addressing shortfalls in critical technical, business, and program management skills. In other words, DOD may not be able to obtain the right skills and experience to manage all of the new efforts.

--XT – GIG fails
The DOD has no strategy for GIG – structural factors mean it will fail
GAO 4 – Government Accountability Office (July 2004, “The Global Information Grid and Challenges Facing Its Implementation”, Report to Subcommittee on Terrorism, Unconventional Threats, and Capabilities, Committee on Armed Services, House of Representatives, http://www.gao.gov/new.items/d04858.pdf)  

While DOD has taken steps to establish a vision and objectives for the GIG, it is still not fully known how DOD will manage, oversee, and invest in this effort. Addressing these questions is a daunting task. DOD must find ways to make and enforce trade-off decisions for literally thousands of information technology systems, weapon systems, command and control systems, intelligence systems, and other systems.14 These decisions will need to span a wide range of organizations, including the military services and their respective major commands and functional activities, numerous large defense agencies and field activities, and various combatant and joint operational commands that are responsible for military operations for specific geographic regions or theaters of operations. Having accurate and reliable visibility over spending on systems that must integrate with the GIG will be necessary as well as having effective mechanisms for identifying and deciding which systems should be pursued and which should not. In 2003, we reported (as part of a survey of federal agencies enterprise architecture programs) that DOD had made progress in developing the GIG architecture, however, the department had not completed some essential architecture products that describe the desired (target) technology environment and provide a sequencing plan for transitioning to it.15 More specifically, at this point, DOD is largely leaving it up to its components and services to decide how best to migrate their systems to the GIG. There is no well-defined strategy that • identifies what capabilities DOD will invest in and what it will not invest in; • identifies how investments will align with the goals and objectives of the GIG architecture; • determines what is affordable, particularly in light of near-term and long-term needs; • sets out criteria for determining what legacy systems should remain or be phased out; and • specifies by whom and how decisions will be enforced. In addition, it is unknown how senior leaders within DOD will be able to focus on the progress of the GIG as a whole, that is, whether it is being developed and fielded within cost and schedule, whether risks are being adequately mitigated, and whether the GIG is providing a worthwhile return on investment, particularly in terms of enhancing military operations. Until DOD implements an investment and oversight strategy for the GIG as a whole, it is at risk of making investments that do not fit its vision for the future. According to DOD officials, the enhancements DOD is making to its planning and budgeting processes are meant to begin addressing these questions. However, these changes may be difficult to implement for a number of reasons. First, to some degree because of the broad scope and crosscutting nature of the GIG concept, no office or single program is in charge of the GIG, making it more difficult to make and enforce trade-off decisions. Moreover, while key acquisition, budgeting, and requirements setting processes have been modified, they still largely operate under the same organizational structure, where it has been difficult to link acquisition and investment decisions to joint concepts like the GIG. 

GIG isn’t feasible now – tech barriers and DOD culture
Dahl 5 – PhD candidate Tufts University and assistant professor of national security affairs at the Naval Postgraduate School (Autumn 2005, Erik,  “NET-CENTRIC BEFORE ITS TIME”, Naval War College Review, Vol. 58, No. 4, http://www.usnwc.edu/getattachment/edeeb449-27f2-4eff-a18e-79be97c106de/Net-centric-before-Its-Time--The-Jeune-Ecole-and-I)

At least one of those challenging answers does involve a great deal of technology. Notably, NCW has inspired a major Department of Defense (DoD) effort to create a secure global information network called the Global Information Grid, or GIG—also referred to as the “war net.” Press reports indicate it may cost hundreds of billions of dollars and take two decades to build, and even Vint Cerf, one of the fathers of the Internet and a consultant on the war net, worries that it may not be realistic: “This is sort of like StarWars, where the policy was, ‘Let’s go out and build this system,’ and technology lagged far behind.”82 The Defense Department’s supporters argue the GIG will play a central role in transforming the U.S. military into a net-centric force, but the Government Accountability Office argues that “while DoD’s vision of the GIG is compelling, the breadth and depth of the GIG and DoD’s objectives for netcentric warfare, present enormous challenges and risks—many of which have not been successfully overcome in smaller-scale efforts and many of which require significant changes in DoD’s culture.”83 

Can’t solve GIG – inherent problems
GAO 4 – Government Accountability Office (July 2004, “The Global Information Grid and Challenges Facing Its Implementation”, Report to Subcommittee on Terrorism, Unconventional Threats, and Capabilities, Committee on Armed Services, House of Representatives, http://www.gao.gov/new.items/d04858.pdf)  

The most critical challenge ahead for DOD is making the GIG a reality. While DOD has taken steps to define its vision and objectives for the GIG on paper and in policy, it is not fully known how DOD will meet these objectives, particularly with respect to setting investment priorities, providing management attention and oversight, transforming operations, and advancing technologies. At the same time, DOD is beginning to make a heavy investment in the GIG as well as systems that will be heavily dependent on the GIG, such as the Army’s Future Combat Systems, and DOD is asking its components and the military services to accept its vision and plan toward it. In addition, DOD faces risks inherent with the nature and scope of the effort it is undertaking, for example, risks related to protecting data within the thousands of systems that will be integrated into the network. DOD recognizes these challenges, and many of the actions it is taking to implement the GIG are meant to address them. However, it is too early to assess how successful DOD will be in addressing the challenges and overcoming long-standing organizational impediments.

GIG fails – the DOD will resist improvements in interoperability
GAO 4 – Government Accountability Office (July 2004, “The Global Information Grid and Challenges Facing Its Implementation”, Report to Subcommittee on Terrorism, Unconventional Threats, and Capabilities, Committee on Armed Services, House of Representatives, http://www.gao.gov/new.items/d04858.pdf)  

Additionally, previous efforts that have been undertaken in past years to foster interoperability among DOD systems have had limited success, principally because management tools and leadership attention were not strong enough to provide sufficient oversight and overcome resistance by the military services to forgo their unique requirements in favor of requirements that would benefit the department, as the following examples illustrate: • In our 2001 report16 on DOD’s efforts to improve its ability to attack time-critical targets, we noted that DOD had undertaken numerous efforts to achieve system interoperability, including the development of guidance, oversight controls, directives and policies, and technology demonstrations. However, success was limited because DOD had not yet overcome resistance from the military services, it lacked an architecture to guide interoperability efforts and some current oversight and control mechanisms, such as the interoperability certification process, were not working or were not being enforced. • In 2003, we reported17 that two joint acquisition programs lacked mechanisms to overcome parochialism and stovepipes at the military service level. The JTRS program lacked a strong management structure to resolve operational requirements and funding issues among the services and DOD’s approach to planning Unmanned Aerial Vehicles lacked an effective strategic plan to ensure the military services and other defense agencies focus their development efforts on systems that complement each other. • In 2004, we reported18 that DOD was making limited progress with its business modernization initiative—a department-wide effort focused on transforming DOD business operations, including standardizing and optimizing business systems across DOD and reducing duplication. After 3 years of effort, we reported that we have not seen any significant change in the content of DOD’s business systems modernization architecture (which is to be integrated into the GIG architecture) or in DOD’s approach to investing billions of dollars in existing and new business systems. Further, DOD had not yet implemented an effective management structure and processes to provide adequate control and accountability over its $5 billion annual investment in business systems modernization. In particular, we reported that DOD had not yet clearly defined the roles and responsibilities for its new business investment domains, established common investment criteria, and conducted a comprehensive review of its existing business systems to ensure that they are consistent with the business modernization architecture. DOD acknowledged that it still had much more to do, including developing the business systems modernization architecture to a necessary level of detail, defining specific performance metrics, and clarifying the roles and responsibilities associated with managing the domains of portfolios of business systems and ensuring that these systems comply with the architecture. 
The DOD has no scheme for implementing GIG or netcentric war
GAO 4 – Government Accountability Office (July 2004, “The Global Information Grid and Challenges Facing Its Implementation”, Report to Subcommittee on Terrorism, Unconventional Threats, and Capabilities, Committee on Armed Services, House of Representatives, http://www.gao.gov/new.items/d04858.pdf)  

There are also many unknowns concerning how DOD will meet its requirements and vision in terms of people, processes, and, ultimately, operations. First, DOD has yet to determine how much information should be posted on the network; when it should be posted; and how and where it should be used. Once these factors are determined, DOD must develop rules of operation to ensure the network can work as intended without precluding the benefits that can be derived from more flexible and dynamic information sharing. Currently, various offices within DOD are working through questions on whether unlimited amounts of data should be made available through the GIG, including unprocessed intelligence, surveillance, and reconnaissance data, without the benefit of some assimilation and analysis. These are important questions that need to be addressed in the near future because they could affect the direction of investments in netcentric systems and non-network systems as well as changes that need to be made in how the intelligence community operates. Even after these questions are settled, significant operational challenges remain. Joint commanders and the military services may need to find ways to adapt to an environment where data can be more readily obtained and shared by lower levels in the chains of command. New operational concepts are being developed to guide how military operations are to be conducted in this enhanced technology environment. They will need to be followed by associated doctrine, tactics, techniques, and procedures. Developing joint operational concepts is one of the key tenets under the Joint Capabilities Integration and Development System; however, it is unclear how the concepts will be developed and translated by these boards into more detailed tactics, techniques and procedures. We recently reported that DOD had been proceeding with the JTRS program for several years without clear definition of how JTRS capabilities should be used in an operational environment and that the program’s concept of operations did not reflect the joint vision of JTRS but instead the service-centric radio-replacement perspective. If DOD is to achieve its long-term goals for netcentric warfare, it is imperative that it develop concepts and processes for how individual systems, such as JTRS, can be used to leverage DOD’s new network infrastructure and maximize interoperability and collaboration in military operations. 

GIG fails – cultural barriers
GAO 4 – Government Accountability Office (July 2004, “The Global Information Grid and Challenges Facing Its Implementation”, Report to Subcommittee on Terrorism, Unconventional Threats, and Capabilities, Committee on Armed Services, House of Representatives, http://www.gao.gov/new.items/d04858.pdf)  

Moreover, DOD must successfully persuade data owners to accept the value of sharing data with a broader audience and to trust the network enough to post data. We spoke with several officials in charge of GIG programs who acknowledged that facilitating these cultural changes— particularly with the intelligence community—will be difficult. In addition, DOD also faces a formidable task in persuading the military services and other users of the network to rely on information technology applications and services being developed by the Defense Information Systems Agency. This agency has been tasked with developing and providing key voice, video, and data connectivity through core enterprise services for the GIG, such as data query (search or discovery) capabilities and information assurance. However, the military services and defense agencies have historically been reluctant to rely on the Defense Information Systems Agency for these services. We have reported in the past that the military services have regularly bypassed Defense Information Systems Agency, preferring instead to procure their own telecommunications networks and commercial satellites bandwidth services because they were dissatisfied with the level of service provided by the agency as well as the cost and length of time it took to procure these services centrally.23 

Tech barriers take out solvency
GAO 4 – Government Accountability Office (July 2004, “The Global Information Grid and Challenges Facing Its Implementation”, Report to Subcommittee on Terrorism, Unconventional Threats, and Capabilities, Committee on Armed Services, House of Representatives, http://www.gao.gov/new.items/d04858.pdf)  

Building a reliable, secure network that will operate on the move, virtually anywhere and provide the necessary information and services to enable netcentric military operations presents considerable technical challenges. While DOD intends to utilize existing commercial communications and networking technologies, which have advanced significantly in recent years, the GIG requires DOD to advance a number of key technologies, develop a series of complex systems and software, field them without delay so schedules for other dependent systems are not disrupted, and develop the means to effectively manage and protect the network and its data. At this time, however, DOD is pushing ahead on several programs with immature technologies and with aggressive development and fielding schedules. As a result, DOD is at risk of not delivering required capabilities within budgeted resources. This, in turn, may affect schedules and funding for other systems depending on the GIG. For example, two key GIG-related programs—JTRS and TSAT—are facing schedule and performance risks, which are largely rooted in attempts to move these programs into product development without sufficient knowledge that their technologies can work as intended. In March 2004, we reported that none of the 20 critical hardware and software technologies for the Army’s initial JTRS radio development for ground vehicles and helicopters were sufficiently mature according to best practice standards.24 When product development began in June 2002, the Army determined that while many of the technologies within the program had been used in other radio applications, they could not be assessed as mature because they had not been integrated into a complex radio, such as JTRS. Mature backup technologies exist for some critical technologies, but program officials have cautioned that substituting them could complicate integration or result in degraded performance. Moreover, the program recently experienced a 4-month schedule slip that officials attribute to short-term technology deviations affecting size, weight, and power requirements for the radio sets. Further, the program entered product development with an ambitious schedule that program officials recognized as high risk. In particular, the program has a compressed test and evaluation phase that leaves little room for error and rework. 

GIG fails – bandwidth and no common agreement
GAO 4 – Government Accountability Office (July 2004, “The Global Information Grid and Challenges Facing Its Implementation”, Report to Subcommittee on Terrorism, Unconventional Threats, and Capabilities, Committee on Armed Services, House of Representatives, http://www.gao.gov/new.items/d04858.pdf)  

Integrating other elements of the network will also be challenging. The increased bandwidth capability provided by the GIG-BE program may not be fully realized if the military services and defense agencies do not use compatible technologies and protocols in upgrading their networks. Even if the technologies and protocols are compatible, bandwidth may be limited if these networks are not properly designed and integrated to manage voice, data, and imagery transmissions. Network management policies may pose challenges if common agreement cannot be reached across the military services and defense agencies on standards and information assurance requirements. For example, DOD and the intelligence community have not yet reached agreement on how they will exchange information and verify security credentials on the GIG network. 

Multiple internet security issues make GIG failure probable
GAO 4 – Government Accountability Office (July 2004, “The Global Information Grid and Challenges Facing Its Implementation”, Report to Subcommittee on Terrorism, Unconventional Threats, and Capabilities, Committee on Armed Services, House of Representatives, http://www.gao.gov/new.items/d04858.pdf)  

Information assurance itself may be one of the most critical challenges facing DOD. While building a network based on Internet protocols is expected by DOD to provide a more viable path to achieve interoperability and enable more dynamic and flexible information sharing, it also exposes DOD to the same vulnerabilities that face all users of the Internet, and it increases the opportunity for potential attackers with limited knowledge and technical skills to cause a great deal of damage. Establishing network and system security safeguards—such as firewalls, identifying the sender and recipient of information, protecting information from unauthorized access, and safeguarding data to prevent accidental and deliberate alterations—will be essential but difficult given the size the network and the thousands of systems and users that will be linked to it. Moreover, if the network is to be used to provide warfighters on the move with access to intelligence and other sensitive information on demand, information will need to be encrypted to safeguard data from misuse.27 However, the technologies needed to secure communications, such as software programmable encryption devices are still in their infancy. Further, the complexity and magnitude of enabling hundreds of systems and applications to operate in a secure, Web-based environment will require careful planning and coordination. Comprehensive plans will be needed to ensure that sensitive data and communications are safeguarded across diverse platforms. This will require DOD to identify sensitive data as well as applications, databases, storage subsystems, and media used to process and store the data. Once systems have been examined, data access models must be applied to determine proper security levels for information and how integration can occur across platforms without disrupting network and near-real time operations. No one security solution likely will address GIG requirements. 

1NC Satellites Takeout

Net war requires satellites 
Wilson 4 – Specialist in Technology and National Security Foreign Affairs, Defense, and Trade Division at the Congressional Research Service (6/2/2004, Clay, “Network Centric Warfare: Background and Oversight Issues for Congress”, http://fpc.state.gov/documents/organization/33858.pdf) MGM

 Satellites.  Satellites are crucial for enabling mobile communications in remote areas, as well as for providing imagery, navigation, weather information, a missile warning capability, and a capability to “reach back” to the continental United States for added support.  The Global Positioning System (GPS), consisting of 28 navigation satellites, helps identify the location of U.S. forces, as well as target locations for launching U.S. weapons, such as cruise missiles.  The United States maintains 6 orbital constellations for Intelligence, Surveillance, and Reconnaissance (ISR): one for early warning, two for imagery, and three for signals intelligence.  However, despite the number of military satellites, the Defense Information Systems Agency (DISA) reported that up to 84 percent of the satellite communications bandwidth provided to the Operation Iraqi Freedom (OIF) theater was supplied by commercial satellites.

Chinese ASATs would destroy them – this takes-out solvency
Easton 9 – research affiliate at the Project 2049 Institute, MA in China Studies at National Chengchi U in Taipei, BA Int'l Studies at U of Illinois Urbana-Champaign, former translator for the Foundation on Asia Pacific Peace Studies (6/24/2009, Ian “The Great Game in Space," Project 2049 Institute, http://project2049.net/documents/china_asat_weapons_the_great_game_in_space.pdf) MGM
War games conducted as part of U.S. national security protocols, such as the Army-After-Next, Navy Global and Air Force Global Engagement series, Space Game 2 and Schriever 1 & 2, as well as the privately conducted “DEADSATS” war games, conducted from the late 1990s and the early 2000s, confirm this view. According to some space experts who were intimately involved with the war games, the exercises exposed “a critical national Achilles heel that politicians, economists and corporate CEOs have largely ignored…losses in space can quickly affect the economic, social, and national security fabric not only of the United States, but of the entire world.” These experts further speculate that “large military powers,” such as the United States, could “be held hostage by the unknowns inherent in a new kind of war.”36 These concerns are directly linked with China’s ASAT weapons and their potential applicability in any future U.S.-Sino conflict. A more recent war game, “Pacific Vision,” conducted by Pacific Air Forces (PACAF) underscored the vulnerability of the unprotected commercial communication satellite channels on which the Air Force relies, as well as its cyber and radar vulnerabilities to Chinese attack.37 Any possible U.S. military contingency around the Taiwan Strait would require secure satellites as the U.S. becomes ever more reliant upon its space systems. Moreover, reconnaissance satellites are thought to limit the risk inherent in the build-up of forces that both the PRC and the U.S. could be expected to deploy to the region in the event of a crisis. However, if the U.S. was blinded as the result of a preemptive Chinese ASAT attack, the conflict could quickly escalate to a dangerous level. According to two experts on the subject, “if there is a great-power war in the twenty-first century, our crystal ball says that it will be between the United States and China over Taiwan, with a very serious potential for a horrible escalatory process.”38 This underscores the gravity of the topic as well as the negative impact the Chinese shift towards fielding ASAT weapons could have. 
2NC Satellites – Link XT

We would be super reliant on space assets – makes us vulnerable
Wilson 4 – Specialist in Technology and National Security Foreign Affairs, Defense, and Trade Division at the Congressional Research Service (6/2/2004, Clay, “Network Centric Warfare: Background and Oversight Issues for Congress”, http://fpc.state.gov/documents/organization/33858.pdf) MGM

The United States is now highly-dependent on space assets for communications, navigation, imagery, weather analysis, and missile earlywarning systems. The United States has enjoyed space dominance during previous Gulf conflicts largely because its adversaries simply did not exploit space, or act to negate U.S. space systems. However, the United States cannot rely on this same advantage in the future, and we may expect less-technically advanced nations and non-state actors to employ electronic jamming techniques, or launch attacks against satellite ground facilities. 37 A non-state group could possibly also take advantage of space-based technology by leasing satellite bandwidth, or purchasing high-resolution imagery from suppliers in the Soviet Union, China, or other countries that own and operate space asset 
Net war is extremely reliant on satellites
Wilson 4 – Specialist in Technology and National Security Foreign Affairs, Defense, and Trade Division at the Congressional Research Service (6/2/2004, Clay, “Network Centric Warfare: Background and Oversight Issues for Congress”, http://fpc.state.gov/documents/organization/33858.pdf) MGM

Satellites. Satellite communications played a crucial role for transmitting message and imagery data during OIF operations, and also enabled a capability for U.S. forces in the field to “reach back” to the continental United States for support. However, a growing dependence on space communications may also become a critical vulnerability for NCW. (1) During the OIF conflict, communications trunk lines, including satellite transmissions, were often “saturated”, with all available digital bandwidth used up. The peak rate of bandwidth consumed during OIF was approximately 3 Gigabits-per-second, which is about 30 times the peak rate consumed during Operation Desert Storm in 1991. DOD satellites cannot satisfy the entire military demand for satellite bandwidth, and therefore DOD has become the single largest customer for commercial or civilian satellite services. DOD sometimes leases commercial satellite bandwidth through DISA, and at other times bypasses the process to buy directly from industry. However, bypassing DISA may reduce interoperability between the services, and may increase redundancies. 86 (2) Commercial satellites were used to supplement military communications, which did not have enough capacity, despite the fact that a number of military satellites were moved to a better geostationary orbital position for both Afghanistan and Iraq. 87 

Other countries could easily disrupt our communications

Wilson 4 – Specialist in Technology and National Security Foreign Affairs, Defense, and Trade Division at the Congressional Research Service (6/2/2004, Clay, “Network Centric Warfare: Background and Oversight Issues for Congress”, http://fpc.state.gov/documents/organization/33858.pdf) MGM

U.S. military forces, to save time and expense, sometimes connect staff at multiple locations to the DOD secure SIPRNET network by using an encryption technique known as tunneling, which lets  users traverse a non-secure network to access a top-secret one.  For example, Marine Corps staff recently began using tunneling through the non-classified NIPRNET to extend the DOD classified SIPRNET to 47 sites in the Marine Forces Pacific Command. 107   However, during OIF as much as seventy percent of NIPRNET traffic reportedly was routed through the civilian communications infrastructure.  This means that when there is need for a high volume of U.S. military communications, security may be partly dependent on reliability of IPv6 equipment found in the civilian infrastructure and in commercial satellites. 108 Countries with emerging communications infrastructures, and purchasing the latest commercial network equipment, may also be the home countries of  those best able to exploit IPv6 technical vulnerabilities.  If this includes countries where the United States may be involved in military activity, hostile groups with appropriate technical knowledge of IPv6 vulnerabilities may be positioned to attempt to interfere with U.S. military communications. 

AEHF Solves

AEHF funding is fully funded now despite a 7% budget cut in space acquisition programs

Langevin, 10 – (4/21/10, James R., representative from Rhode Island and chairman of the Strategic Forces Subcommittee, “Space Posture Review and the Fiscal Year 2011 National Defense Authorization Budget Request for National Security Space Activities,” hearing before the Strategic Forces Subcommittee of the Committee on Armed Services,  http://www.gpo.gov/fdsys/pkg/CHRG-111hhrg58024/html/CHRG-111hhrg58024.htm) Idriss

With respect to the budget requests, a major space acquisition program such as advanced extremely high frequency (AEHF), Wideband Global Positioning (WGS), Mobile User Objective System, Global Positioning System (GPS), and SpaceBased Infrared System (SBIRS) appear funded consistent with the previous plans despite a 7 percent topline reduction. Finishing these acquisition programs and giving them on-orbit is important. Equally important are the investments in next generation science and technology and innovation and ingenuity that can lead to new--and sometimes revolutionary-capabilities, yet these investments appear to be on the decline. How can our Nation retain its leadership in space if our science and technology investments are on the decline? Our committee required a Space Science and Technology Strategy in last year's defense bill and I look forward to receiving that in the future. 

AEHF is key to improving communications systems and nuclear deterrent control – solves in one year
Payton, 10 – (4/21/10, Gary E., deputy undersecretary of the Air Force for space programs, “Space Posture Review and the Fiscal Year 2011 National Defense Authorization Budget Request for National Security Space Activities,” hearing before the Strategic Forces Subcommittee of the Committee on Armed Services,  http://www.gpo.gov/fdsys/pkg/CHRG-111hhrg58024/html/CHRG-111hhrg58024.htm) Idriss

Later, in July, we will be launching the Space Based Surveillance System. This will provide 24-7 observations of space objects unhindered by atmospheric effects. Later in July, we will be launching the first of the Advanced Extremely High Frequency (AEHF) spacecraft. This is a large step in the protected communications constellation, offering 10 times the aggregate through-put of each spacecraft and five times the data rate of the legacy systems.

Also, this is the communications system that provides the President nuclear command and control for our deterrent forces. So this is a critical mission and a large increase in capability.

Finally, later in 2010, we will launch the first of the ORS spacecraft, specifically designed to satisfy an urgent need of a theater commander. This will satisfy a capacity shortfall in surveillance and reconnaissance for Central Command.

Again, from the start of the program to the launch will consume only two years. And so again, as a measure of responsiveness, this is a huge step forward. 

--XT – AEHF Funded now

AEHF funding now

Mazol, 9 – (July 2009, James, research associate at the George C. Marshall Policy Outlook Institute, “Considering the FY 2010 National Security Space Budget,” http://www.marshall.org/pdf/materials/720.pdf) Idriss
The total request for “space-based and related systems” is $11.1 billion: $7 billion for satellites, $2.7 billion for support services, and $1.4 for launch services1 ; the overall request amounts to 3% above FY 2009 appropriations.2 The President’s proposal to cancel the Transformational Satellite Communications Satellite (TSAT) system is the most significant change within the national security space budget. Congress appropriated $805 million and $768 million for TSAT in FY 2008 and FY 2009, respectively.3 The President’s budget would use the savings from canceling TSAT to procure Advanced Extremely High Frequency (AEHF) satellites. 

Changes in satellite procurement schedules account for other notable shifts in the budget request. Procurement of satellites and launch services are typically funded two years prior to launch. The President increases the AEHF budget to $2.3 billion from $552 million in FY 2009 appropriations by canceling TSAT and procuring two AEHF satellites. The Space Based Infrared System (SBIRS) satellite budget decreases from $2.3 billion to around $1 billion by procuring only one satellite instead of the two procured with FY 2009 funding.4 
ViaSat Solves

ViaSat solves your entire aff

Defense Systems 9 (7/21/09, “What next after TSAT?”, http://defensesystems.com/Articles/2009/07/20/What-next-after-TSAT.aspx?Page=1, MH)

A satellite communications provider is touting its new spacecraft as a possible solution to some of the Defense Department’s high-speed, broadband communications needs following the demise of the Transformational Satellite Communications System, reported William Matthews of Defense News. ViaSat, of Carlsbad, Calif., is preparing its first satellite – ViaSat-1 – for launch in 2011 over the United States to provide high-speed Internet service to underserved areas. ViaSat-1 will transmit at 100 gigabits/sec, which is 10 times faster than the service provided by its competitors, company officials said. ViaSat is pitching the service to DOD. Defense Secretary Robert Gates proposed canceling the TSAT program — and a number of other long-term, big-ticket items — in May in favor of technologies that will have an immediate impact on U.S. forces in southwestern Asia. In the wake of that announcement, the Air Force moved swiftly last month to cancel the program’s ground portion by issuing a termination of convenience to Lockheed Martin Corp. on June 8, reported Amy Butler of Aviation Week. The TSAT Mission Operations System contract was valued at $2 billion. The competitive risk-reduction contracts that Lockheed Martin and Boeing Co. held for the satellite segment expired this month. The Air Force initially planned to spend upwards of $26 billion for a five-satellite constellation, and it had already invested $2.5 billion in the program in a three-year period. At the time of cancellation, the date of the first launch had been pushed back from 2015 to 2019. DOD is exploring the possibility of leasing commercial satellite services as an interim option to meet some of its battlefield communications needs. However, what commercial satellites like ViaSat-1 lack is the kind of survivable, jam-resistant, secure communications that TSAT would have delivered for the president and senior military leaders to use in the event of a nuclear attack or other major national emergencies. TSAT would have introduced a number of revolutionary capabilities. For starters, it would have dramatically enhanced communications on the move for mobile tactical forces and airborne intelligence, surveillance and reconnaissance, reported Brian Robinson in Defense Systems. What’s more, it would have fielded technical innovations, such as packet-based routing in space.  ViaSat-1 is able to deliver 10 times the throughput of other Ka-band satellites through hardware improvements and better use of frequency by satellite and ground equipment, ViaSat officials said. Meanwhile, the Air Force plans to buy three Advanced Extremely High Frequency satellites to meet its survivability and security requirements. The first one is scheduled to launch next year. It will be interesting to see if the Air Force takes advantage of the enormous throughput that commercial satellite providers such as ViaSat can offer. 
--XT – ViaSat Solves

The Via Sat is a more plausible alternative to TSATs

Matthews 9 – staff writer at defense news (William, “TSAT Replacement? ViaSat Communications Satellite Piques Pentagon's Interest,” Jul. 20, 2009, http://www.defensenews.com/story.php?i=4195271)
"It's the right kind of satellite" for many of the military's needs, Ric VanderMeulen, a ViaSat vice president, said in an interview. "We are having discussions with them, they're considering it, they're thinking about it. Obviously, we're not under contract with them." An Air Force spokesman said his service was not currently in discussions with ViaSat. If 100 gigabits of throughput seems like an amazing number, consider this figure: $400 million. That's the price of a ViaSat-1 system - the satellite, insurance, launch services and ground equipment, VanderMeulen said. By itself, the satellite is about $250 million. That compares with $26 billion for a five-satellite TSAT constellation - more than $5 billion per satellite. But the comparison is not quite that simple. ViaSat-1 could deliver a boatload of bandwidth, which the U.S. military might find useful as it relies ever more on sensors that deliver streaming video, on-the-move communications, even PowerPoint presentations. But ViaSat-1 does not provide the survivable, jam-resistant, secure communications that TSAT was supposed to deliver. TSAT's radiation-hardened processors were designed to survive a nuclear attack and provide emergency communications for senior military leaders, including the president. ViaSat-1 won't do that. Of course, neither will TSAT now. An Air Force spokesman said that ViaSat-1 could be "useful for a limited number of missions, such as homeland defense." That's because ViaSat-1 is to be stationed over the United States. And satellites such as ViaSat-1 stationed elsewhere "would be another option for the Defense Information Systems Agency to lease capacity if necessary," he said. It seems inescapable that the U.S. military will need more bandwidth. "ViaSat-1 has real applicability for video for FCS," VanderMeulen. And even as major parts of the Army's controversial and now-renamed Future Combat Systems program are being scrapped, "the video mission is definitely surviving," he said. The Army hopes to spread satellite communications so widely that there are antennas, receivers and terminals in tanks, armored vehicles, helicopters and Humvees. But to do that, satellite communications gear must be much cheaper and able to handle much more data, VanderMeulen said. And that's where ViaSat-1 is expected to excel. With "10 times the throughput of any other Ka-band satellite," ViaSat says, the new satellite will have "the highest capacity of any satellite ever built." In fact, it will have more throughput capacity "than all other Ka-band satellites combined," the company claims. The enormous throughput is achieved in part through hardware improvements, but mostly through better use of frequency both by satellite and by the ground equipment, VanderMuelen said. "It's a very clever system design," he said.
ViaSats solve better than TSATs

Freeman 11

(Mike Freeman, reporter and writer for Sign On San Diego, “Will Carlsbad company’s space satellite strategy pay off?”, June 24, 2011, http://www.signonsandiego.com/news/2011/jun/24/viasats-space-gamble/)
ViaSat 1 has more than 130 gigabits per second of total throughput, which exceeds all current North America Internet satellites combined. “It’s not the tallest. It’s not the heaviest. But it is the most payload intensive that we’ve built,” said Jon Danckwerth, deputy program manager for ViaSat 1 at Space Systems Loral. “It has the most hardware of any satellite we’ve built so far.” On the factory floor at Space Systems Loral, technicians piece together about 20 communications satellites, including HughesNet’s Jupiter — that company’s 100-gigabit-per-second answer to ViaSat 1. Jupiter is scheduled for launch in mid-2012. It takes three years to design and build these satellites. They undergo extensive testing on gigantic, exotic machines. Everything is oversized in the factory, from the bay doors to the ceiling. To simulate the launch, ViaSat 1 was attached to an enormous vibration table and jerked sideways and up and down. To simulate the vacuum and temperatures of space, it was hoisted into the “Blue Pumpkin” — a tub that’s 39 feet in diameter and resembles a giant crockpot. The lid alone weighs 27,000 pounds. The vacuum and temperature testing process took two months. To test the satellite’s spot beam payload, it was operated in a facility similar to a radio frequency anechoic chamber — which is like a soundproof room with noise-absorbing foam cones covering the walls. Common anechoic chambers are the size of a bedroom. This one was the size of a warehouse. One of the last steps involves installing thermal blankets — akin to wrapping the satellite in Hefty bags — and preparing ViaSat 1 for shipment to the Kazakhstan launch site. That journey begins at the end of this month. “We tend to think of these things as communications systems,” Dankberg said. “But actually, they’re self-contained little space ships.”

ViaSats are much cheaper

Matthews, 9

(William Matthews, writer for Defense News, “TSAT Replacement? ViaSat Communications Satellite Piques Pentagon's Interest”, July 20, 2009, http://www.defensenews.com/story.php?i=4195271)

If 100 gigabits of throughput seems like an amazing number, consider this figure: $400 million. That's the price of a ViaSat-1 system - the satellite, insurance, launch services and ground equipment, VanderMeulen said. By itself, the satellite is about $250 million. That compares with $26 billion for a five-satellite TSAT constellation - more than $5 billion per satellite. But the comparison is not quite that simple. ViaSat-1 could deliver a boatload of bandwidth, which the U.S. military might find useful as it relies ever more on sensors that deliver streaming video, on-the-move communications, even PowerPoint presentations.

Private Sector Solves
The private sector solves your aff
Jean 11 (Grace, staffwriter for National Defense, July 2011, “Remotely Piloted Aircraft Fuel Demand for Satellite Bandwidth”, http://www.nationaldefensemagazine.org/archive/2011/July/Pages/RemotelyPilotedAircraftFuelsDemandforSatelliteBandwidth.aspx, MH) 
The Defense Department’s space sector is struggling to keep pace with the proliferation of drones. Since the 2009 cancelation of the Air Force’s Transformational Satellite program, which was supposed to provide more capacity for overloaded military satellite communication networks, Air Force officials increasingly have turned to commercial providers to make up the difference. Nearly 80 percent of the U.S. government’s satellite communications capacity comes from the commercial sector, experts say. Part of the challenge there for the Defense Department is providing a means for transmitting information securely over these networks. Communications routed through commercial providers are largely not protected to the same degree as transmissions over military-owned satellites, which require encryption and other security measures that safeguard them from attack. Though the ultimate plan is to move all of the Defense Department’s battle-hardened space-based communication needs onto military systems — a transition that analysts say could take years, even decades — Pentagon officials for the foreseeable future will remain dependent upon commercial providers to supplement the network. “As satellites become more expensive and the government has less money, they are looking for ways to be able to increase the amount of satellite bandwidth available,” said William Ostrove, space systems analyst at Forecast International. “They don’t have money to buy their own so they’re going to commercial satellite operators … to get that capacity without having to buy and launch their own satellites.” Commercial satellite operators are agile partners that are capable of making fast decisions that produce space systems in as little as three years, said Joseph Vanderpoorten, technical director of the advanced concepts group at the Defense Department’s military satellite communications systems directorate. Speaking on a panel at a recent satellite industry conference in Washington D.C., he told attendees that the command recently awarded a handful of contracts, several of which went to “nontraditional” partners. That marks a significant shift in the way the military typically conducts business in space systems, he said. Forecast International projects that the global market for commercial communications satellites will be worth $51.9 billion in the next 10 years. During that time, manufacturers will produce about 461 individual satellites. “It’s a strong market going forward,” said Ostrove, who recently completed a report on the topic for the Newtown, Conn.-based firm.  “You have a lot of demand for satellite services. Especially as more and more bandwidth is required, you will need more transponders in orbit,” he said. The demand for space-based connectivity not only is coming from military requirements to control unmanned aircraft and communicate with troops, but it also is being driven by the growing civilian appetite for satellite TV and Internet services in less developed areas of the globe, including Africa, the Middle East and parts of Asia. To ramp up services to satisfy those demands, commercial companies in the next few years will be upgrading their geosynchronous satellite fleets — the space systems orbiting the planet in fixed positions at more than 22,000 miles above the equator. In the middle of the decade, the report forecasts an uptick in orders for low-Earth orbit transponders — satellites located several hundred miles above the surface racing at high speeds around the globe. Toward the end of the decade, the practice of governments deploying small space technologies aboard commercial satellites — a concept called “hosted payloads” — also is expected to gain popularity, Ostrove said. Those trends, coupled with the Defense Department’s skyrocketing demand for unmanned systems, mean that the government will have to collaborate more closely with commercial providers to ensure that the new satellites and space-based communication technologies will support battlefield commanders’ needs, industry experts said. The conversation must take place now, they emphasized. 

--XT – Private Sector

The private sector can solve the aff – it does it in other countries

Holmes 10 (Mark, Associate Editor of Via Satellite magazine, “Governments Seek New Ways To Meet Communications Needs”, http://www.satellitetoday.com/military/netwarfare/Governments-Seek-New-Ways-To-Meet-Communications-Needs_33779_p3.html) RKS

But many of the capabilities that would have been provided by TSAT are still needed, and that will add to the already heavy dependence that militaries are placing on commercial technology. “Satellites works alongside other communications technologies in a more complementary way and sometimes, other technologies work better with satellite,”  “The latest example of using netted communications in the case of Iridium or push-to-talk capabilities from SkyTerra increases the reach of radios that would otherwise be more limited. The thinking has changed in the sense that as satellites’ coverage grew and cost have come down, its capacity was more closely examined and for better, has put the onus on operator and equipment vendor at making greater efforts to provide government and military users with more affordable, better performing, lighter solutions,” he says.

Astrium Services is heavily involved in the European military satellite communications market, such as the running of the Skynet system in the United Kingdom. Eric Béranger, CEO of Astrium Services says combining satellite with other technologies is now critical. “Satellite allows you to be quick when you have nothing else. If you want a certain level of security quickly, satellite can bridge the gap. Satellite also works very well with terrestrial networks,” he says. “Terrestrial technologies can be economic but cannot always meet the needs for mobility. Mobility often requires satellite. Today, when we offer welfare communications to French troops, we are using a combination of satellite and wireless radio technologies. We have satellite links and mobile network infrastructure on the ground, so we use this combination. For the United Kingdom, we serve areas where British troops are present, and some times we are using landlines, so we don’t need to use satellite. We meet the needs of our military customers and combining whatever infrastructure is needed in order to deliver the best value for money.”

The private sector is more efficient at providing military communications technology

Holmes 10 (Mark, Associate Editor of Via Satellite magazine, “Governments Seek New Ways To Meet Communications Needs”, http://www.satellitetoday.com/military/netwarfare/Governments-Seek-New-Ways-To-Meet-Communications-Needs_33779_p3.html) RKS

The importance of a global perspective is becoming important when deploying next-generation technology. “A clear direction change is that we are witnessing the importance of having global ops capabilities that go beyond land- and sea-based architectures,” says Marshal Ward, COO, Integral Systems. “We are seeing a great interest in maximizing space assets for data communications as well as tremendous growth in near-Earth architectures such as aerial platforms, including UAVs and balloons, which can provide new connectivity and situational awareness capabilities. The architecture of space communications is changing, moving to a more Internet-like structure that can more easily and cost-effectively adapt to changing bandwidth demands while providing new routing and connectivity solutions.”

However, while satellite technology undeniably has an important role in the military communications strategy of governments, the onset of wireless technologies means things could change. “Within a few years, not only will demand be expected to strengthen, but wireless 4G networks and equipment will creep into the hands of customers and may lessen the importance of satellite,” Rousseau says. “It is often a Catch-22situation, whereby operators have to be innovative to provide users what they want without stretching their bottom because of large capital expenditures required to built and loft new satellites. New arrangements that can includes a portfolio of hosted payloads, anchor-tenant leases, smaller satellites or quick-turnaround programs is the best way to go for commercial satellite operators seeking to meet customer needs in this market,” he says.

Commercial operators will be given more of an opportunity to fill the bandwidth gap, as governments faced with smaller budgets seek help beyond communications. “International militaries as well as other government agencies that rely on satellites will be forced to consider alternative methods to launching and operating their own satellite networks. One method used will be to simply subscribe to the services provided by satellite operators. While this is most commonly used for communications satellites, there will be other applications as well. The U.S. National Geospatial Intelligence Agency (NGA) awarded three companies in December 2009 to provide space-based synthetic aperture radar (SAR) data to the U.S. government. While none of the private companies will be able to provide the capabilities of the now dead Space Radar program, they are much cheaper.” 

Government-private cooperation over military communications is inevitable

Holmes 10 (Mark, Associate Editor of Via Satellite magazine, “Governments Seek New Ways To Meet Communications Needs”, http://www.satellitetoday.com/military/netwarfare/Governments-Seek-New-Ways-To-Meet-Communications-Needs_33779_p3.html) RKS

Ward expects to see more creative partnerships between governments and the commercial satellite sector. “This is primarily driven by changing needs and a lack of appetite to pursue programs that take a long time to develop and are costly. Commercial-off-the-shelf solutions that are more efficient, cost less and speed time to market and services that negate the significant upfront capital costs to deploy complex programs will be especially important. And we see this happening now. The U.S. Department of Defense already hosts a Commercial Satcp, CEO/CTO Conference which explores enhanced partnerships, integrated architectures, satellite protection standards and mission assurance. It is very likely that you will see the Joint Space Operations Center (largely military manned) become tomorrow’s Consolidated Space Operations Center— and will include industry space owner-operators alongside military space operators,” he says.

Britt Lewis, Intelsat General’s vice president of strategy, says he expects the operator to be much more involved in system architectures. “In past years, commercial satellites communications would have been seen as an augmentation of a transformational architecture that would be Department of Defense-owned. We now see commercial satellite communications as a much more integral part of that architecture and the overall mission.” Lewis points to a recent contract from the U.S. Defence Information Systems Agency (DISA) — Commercial Broadband Satellite Program — as an example of the changing nature of deals between commercial and defence. “The Navy has awarded separate contracts to provide terminals on board ships, and we in turn, will provide a global network, which is broken up into 11 different regions. Our team will provide the satellite connectivity, teleport facilities, terrestrial connectivity to major Navy Points of Presence around the world as well as a Web portal which will provide situational awareness of what is going on in their network and with communications to any of their ships. These are the types of solutions that commercial satellite communications can bring into this area,” he says. 

Status quo contracts with the private sector solve the aff

Atlas Aerospace 11 (Aerospace company, “U.S. military turns to private sector for SATCOM capacity”, 2/18, http://www.atlasaerospace.net/eng/newsi-r.htm?id=5350&printversion=1)

The U.S. Air Force awarded six companies more than $4.5 million in January and February to study commercial solutions for the military's Ka-band and X-band mobile communications needs, according to industry and government sources. Boeing The Defense Department is looking at commercial satellite communications systems as tight federal budgets could limit the Pentagon's ability to procure expensive government-owned spacecraft. The Air Force signed study agreements with Space Systems/Loral, Boeing Satellite Systems Inc., Orbital Sciences Corp., Intelsat, Hughes Network Systems Inc., and U.S. Space. The contracts are worth more than $4.5 million. The studies encompass augmented Ka-band and X-band capacity, communications-on-the-move for small terminals, and increased communications support to airborne intelligence, surveillance and reconnassiance platforms. Intelsat's contract covers hosted payload opportunities on commercial communications satellites. All of the agreements are for unprotected, or benign, communications. The U.S. government currently leases about 80 percent of its communications capacity from commercial sources, according to Richard Pino, deputy director of communications and network programs at the Pentagon. "The commercial marketplace for procuring commercial satellite technologies is maturing very rapidly, and in some cases may be eclipsing what the military can do," Pino said at a commercial space conference in Washington last week. Pino said government-owned satellites should focus on nuclear-hardened communications, contested environments and anti-jamming capabilities. Commercial satellites can provide the bulk of everyday communications for the military. Military satellite communications, or MILSATCOM, was ahead of commercial technology 15 years ago, but Pino said he believes industry can provide better benign communications than the government can today. "I used to always think the role of commercial was to augment MILSATCOM," Pino said. "I'm unlearning what I used to think I knew. Commercial is here to stay." The military has boosted its usage of dedicated hosted payloads and purchases of generic transponder bandwidth on commercial satellites in recent years. Hosted payloads are government-furnished instruments attached to satellites on an unrelated mission. Boeing recommends more hosted payloads for the Air Force's MILSATCOM augmentation program, according to a company press release announcing its nearly $927,000 individual award. "Boeing received orders for five hosted payloads in the past 18 months," said Craig Cooning, vice president and general manager of Boeing Space & Intelligence Systems. "These are a win-win for the military, which needs the bandwidth, and the commercial SATCOM service providers, which benefit from a secondary revenue stream. Our partnership with commercial satellite industry and our legacy of government support will result in many creative approaches to assisting this country's men and women in uniform." The Boeing 702 medium-power or high-power satellite design could host secondary payloads. Inmarsat ordered three high-power 702 spacecraft in August, and each of the satellites will carry a hosted Ka-band military payload, according to Boeing. Intelsat spacecraft have also hosted U.S. military communications payloads. Pino told an audience of industry leaders last week the Pentagon faces upcoming decisions on the expansion of MILSATCOM programs, increasing commercial transponder leasing, hosted payloads, and purchasing off-the-shelf communications satellites from a supplier like any other private sector operator. The Pentagon is also considering leveraging long-term capital leases of satellites, which offer the control advantages of buying and is cheaper than repeatedly extending short-term transponder leases, Pino said. The Air Force is ordering more Advanced Extremely High Frequency and Wideband Global SATCOM satellites to ensure military communications capacity through this decade after the cancellation of the Transformational Satellite Communications System, or TSAT.

AISR Solves

AISR solves
DeSelding 10 – Staff Writer, Space News (Peter, “Pentagon Eyes Small Satellites To Fly UAVs at Edge of Conflicts,” Space News, Oct. 15, 2010, http://www.spacenews.com/military/defense-department-eyes-small-satellites-for-flying-uavs-outside-war-zones.html)

The U.S. Defense Department is investigating whether to field a group of small satellites — perhaps operated by commercial industry — that would assure communications with unmanned aerial vehicles flying on the edge or outside of conflict zones, military and industry officials said. The project, called Airborne Intelligence, Surveillance and Reconnaissance (AISR), would feature satellites with four beams in Ku- and Ka-band to assure that sufficient satellite bandwidth is available for outrider Global Hawk or other unmanned aircraft without depriving satellite links to those in the thick of a conflict zone, officials said. Despite the arrival of the Wideband Global Satcom (WGS) X- and Ka-band satellites, whose capacity dwarfs their predecessors in terms of throughput, the U.S. Air Force is concerned that demand on WGS capacity over the years will be greater than what is available on these spacecraft. AISR would station satellites in geostationary orbit to assure that the unmanned craft would be able to beam their video and other data for relay to ground commanders even if WGS spacecraft were operating at near-saturation levels. The alternative would be to devote a WGS satellite beam to the Global Hawk operating on the periphery of a conflict zone, resulting in a shortage of in-theater capacity. AISR is one of numerous proposals that the Air Force is weighing in the wake of the Transformational Satellite Communications System’s cancellation.The Pentagon cancelled the T-Sat program in 2009 after the spacecraft designs grew too big, complicated and expensive. But the requirements that T-Sat was supposed to address have not disappeared, which is why the Air Force is now taking them up, one by one, to distribute among smaller programs whose budgets are less likely to get out of hand. AISR is one of these mission ideas found in the Air Force’s broad agency announcement dubbed “Milsatcom Commercial Architecture Option,” now out for industry review. Air Force Col. Charles Cynamon, commander of the Milsatcom Network Integration Group, said AISR, which could be built by, or with, a commercial satellite fleet operator, represents an evolution in the way the Air Force looks at the commercial satellite sector. Addressing the Satcon conference here Oct. 13, Cynamon said that a decade ago, the U.S. Defense Department and the commercial satellite sector had an equivalent number of communications satellites in orbit. Now, he said, “when you look at the number of payloads going up,” commercial telecommunications satellites far outnumber their military equivalents. AISR satellites — one for training over the United States and at least two others in orbits over other regions — could be owned by a commercial satellite operator and leased to the military. Alternatively, the military could own an AISR payload that could be placed on a commercial satellite. Cynamon described the AISR satellite as a free-flying spacecraft carrying four antennas, two in Ku-band and two in Ka-band. Global Hawk aerial vehicles currently operate in Ku-band but are gradually being transitioned to a piece of the Ka-band spectrum that has been reserved for military use. “We are operationally limited, even if we use military Ka-band, on Global Hawk,” Cynamon said. “It comes down to the sharing of apertures (antennas) for tactical warfighting and AISR users.” He said the U.S. Navy’s Broad Area Maritime Surveillance aerial system also could be a user of the AISR satellite. Cynamon said initial contracts for studies on AISR could be awarded before the end of this year. U.S. Air Force Col. Michael Lakos, chief of the Milsatcom division, said the Space Command’s four main missions — missile defense; protected satellite communications; positioning, navigation and timing through GPS; and assured access to space through the Atlas and Delta launch vehicle programs — take up most of the budget. “After you fulfill those requirements, there is not a lot of money left” for new initiatives, Lakos said here Oct. 14. 
ORS Solves

ORS solves – its small satellite design is superior
Ostrove 11 – Space Systems Analyst, Forecast International (William N. “Programs, Budgets Challenge Military Space,” Feb. 03, 2011, http://www.military.com/features/0,15240,226691,00.html)
Space assets play a vital role in current and perceived future battlefield needs, with communications satellites an important part of networking forces. But program problems and budget restrictions are combining to change thinking on how capabilities should be developed and deployed. The U.S. military has an insatiable demand for bandwidth, and the Air Force had hoped its new Transformational Satellites (TSAT) would revolutionize satellite communications. But high costs, technical delays and budget constraints prompted Defense Secretary Robert Gates to cancel the program in 2009. The Pentagon will instead focus on buying more examples of the available Advanced Extremely High-Frequency (AEHF) and Wideband Global Satcom (WGS) satellites. TSAT's cancellation is part of a wider trend in U.S. space spending. Rather than develop advanced and expensive satellites with revolutionary technology, the Pentagon is adopting an evolutionary approach. An example is the Operationally Responsive Space (ORS) model, under which the U.S. hopes to create smaller, less expensive satellites that can be developed and launched much more quickly. These will offer only incremental capability but, by avoiding the high-risk development of "exquisite" systems, the Pentagon hopes to minimize the cost growth and delays that have plagued programs such as TSAT. Satellites developed under ORS would not completely replace the big-ticket, next-generation space programs, but in a tight budget environment they are likely to receive increased consideration. Even with a reduced budget, the U.S. spends an enormous amount on military space compared with the rest of the world. Overall, the Pentagon is expected to spend $4.2 billion on space procurement and $4.1 billion on research and development in Fiscal 2011. In the next 10 years, the U.S. will account for 77% of global military satellite sales; Europe will be a distant second, with 9.3% of sales. Countries such as Russia, China and Israel are increasing their military space spending and, by the end of the 10-year forecast period, Asian countries will outpace Europe with 12.5% of the market.

Generic Squo Solves

TSATs were replaced by more effective programs

Sacknoff 9 – manager SPADE defense index (“Ten Keys for Investing in Defense Over the Next Six Months,” http://seekingalpha.com/article/141946-ten-keys-for-investing-in-defense-over-the-next-six-months)
Specifics of the FY2010 Defense Department budget were finally made available in early May and there were few surprises from the information that was leaked over the previous weeks. A number of large programs were cancelled or scaled back including major initiatives such as the Future Combat System, Transformational Satellite TSAT, and the presidential helicopter, but each were “replaced” with other programs that are designed to meet the ongoing needs of the agency. In fact, despite the cancellation of the multi-billion TSAT program, spending on new communications satellites in FY10 rose.

--XT – General Squo Solves

Other space based alternatives exist in the status quo 

McKinney 6 – Major in the USAF (Maurice M. “TRANSFORMATIONAL SATELLITE (TSAT) COMMUNICATIONS SYSTEMS: FALLING SHORT ON DELIVERING ADVANCED CAPABILITIES AND BANDWIDTH TO GROUND-BASED USERS,” April 2006)

This section discusses the four other next generation space-based alternatives (WGS, AEHF, MOUS, and APS) that promise to deliver additional bandwidth and capabilities to the warfighter. These space-based systems are interoperable with TSAT’s five satellite constellation and will connect via LaserCom and/or RF links to enable high-bandwidth data transfers. The first of the four supporting space-based systems is the Wideband Gapfiller Systems (WGS). The WGS is the next generation wideband satellite communication system. The WGS five satellite constellation will provide communications capacity in the military X-band and high capacity two-way Ka-band to support mobile and tactical personnel. It will provide worldwideweather resistant communications in X-band and support dispersed Medium Data Rate (MDR) users in Ka-band. The name “Gapfiller” is somewhat misleading because preliminary estimates indicate that on Wideband Gapfiller satellite will provide transmission capacity up to 2.4 Gbps. 9 In fact, WGS transmission capacity exceeds the entire existing DSCS and Global Broadcast Service (GBS) constellations. The second of the four supporting space-based systems is the Advanced Extremely High Frequencies (AEHF). The AEHF, as known as Milstar III, is a three satellite constellation that will provide mid-latitude and equatorial tactical protected and survivable strategic communications. Each satellite will have a capacity of about 250 Mbps and each military service will communicate with the satellites through their own procured terminals. The AEHF System will have up to 12 times the total throughput of Milstar II. In some scenarios, single-user data rates will increase from a maximum of 1.544 megabits per second (medium data rate) to 8 megabits per second (high data rate). 10 The protected AEHF will be interoperable with the Milstar satellites. The third of the four supporting space-based systems is the Mobile User Objective Systems (MUOS). The MUOS is the next generation narrowband satellite communications system. The MUOS is the successor to the Navy's UFO system and is the key transport element in the Advanced Narrowband System (ANS). It will provide narrowband global satellite communications (UHF 64 kpbs and below) connectivity for voice, data, and handheld Combat Survivor Evader Locator units. 11 The MUOS will provide narrowband beyond-line-of-sight communication to support mission objectives across all branches of the military. The last of the four supporting space-based systems is the Advanced Polar Systems (APS). The APS is next generation laser satellite communications systems supporting the North Polar Region (65 degrees north to the North Pole – 90 degrees North). 12 Starting in 2012, the APS satellites will provide next generation protected EHF band, Ka band and laser satellite communications capability in the North Polar Region. 13 The current APS plan is to acquire three satellites and associated ground infrastructure for $1.2 billion. 14 The goal of APS is to provide military tactical and strategic users who require anti-jam and low probability of detection EHF satellite communications. The protected polar satellite communications will support submarines, aircraft, and other platforms and forces operating in that region. In addition to TSAT, these four supporting space-based systems, WGS AEHF, MUOS, and APS are critical for increasing additional bandwidth to the warfighter and removing communications as a constraint to real-time information.

The government is adopting an evolutionary satellite approach as an alternative to TSATs

Ostrove 11 – Forecast International (William N., “Space for Change,” Jan. 24, 2011, Aviation Week & Space Technology, lexis)
Space assets play a vital role in current and perceived future battlefield needs, with communications satellites an important part of networking forces. But program problems and budget restrictions are combining to change thinking on how capabilities should be developed and deployed. The U.S. military has an insatiable demand for bandwidth, and the Air Force had hoped its new Transformational Satellites (TSAT) would revolutionize satellite communications. But high costs, technical delays and budget constraints prompted Defense Secretary Robert Gates to cancel the program in 2009. The Pentagon will instead focus on buying more examples of the available Advanced Extremely High-Frequency (AEHF) and Wideband Global Satcom (WGS) satellites. TSAT’s cancellation is part of a wider trend in U.S. space spending. Rather than develop advanced and expensive satellites with revolutionary technology, the Pentagon is adopting an evolutionary approach. An example is the Operationally Responsive Space (ORS) model, under which the U.S. hopes to create smaller, less expensive satellites that can be developed and launched much more quickly. These will offer only incremental capability but, by avoiding the high-risk development of «exquisite» systems, the Pentagon hopes to minimize the cost growth and delays that have plagued programs such as TSAT.

***A2: Inherency

TSATs now

Status quo solves the aff- no attitudinal barrier

Holmes 9 (Erik, staff writer for Defense News, 1/16/09, “Defense, Air Force: We Still Support TSAT”, http://www.defensenews.com/story.php?i=3906263, MH)

The Defense Department and Air Force remain committed to developing and fielding the Transformational Satellite Communications System, or TSAT, despite a program restructure that will delay launch of the first satellite and scale back its initial capabilities, the Air Force's top space acquisitions official said Friday. Gary Payton, deputy under secretary of the Air Force for space programs, said the final RFP for TSAT will be issued in April, and a winner for the approximately $11 billion contract is scheduled to be selected in about a year. He also said he would like to award a contract earlier if possible. The program, which had been plagued by budget cuts and lack of faith in its technological readiness, was canceled in late December and replaced by a scaled-down TSAT program. A new draft request for proposals was issued just before Christmas, and industry partners are being briefed Friday by Air Force officials in El Segundo, Calif. Payton sought to dispel speculation that the restructuring effort could lead to an outright cancellation of the program to build secure communications satellites. "The program is not dead," he said. "We are not backing away from it. We have a balanced [military satellite communications, or MILSATCOM] portfolio now … [and] TSAT is a part of that." When life-cycle operating costs are factored in, the program is expected to cost $15 billion to $20 billion, he said. The first satellite is expected to be launched in 2019, instead of 2016 for the previous TSAT program. Successive satellites will be launched in increments of about one year. But despite the restructure and delay, Payton said the Air Force's existing and forthcoming budgets indicate TSAT is on firm footing. "The MILSATCOM program by itself is the largest single part of the Air Force space budget, and the TSAT program … is the largest part of MILSATCOM," he said. "We're reflecting our commitment to the program through the resources we're applying to it." 

Status quo solves the aff- no structural barrier

Holmes 9 (Erik, staff writer for Defense News, 1/16/09, “Defense, Air Force: We Still Support TSAT”, http://www.defensenews.com/story.php?i=3906263, MH)

Under the revised program, TSAT will consist of a constellation of four block-10 satellites, plus a spare, in geosynchronous orbit. The satellites will weigh about 20,000 pounds each, dwarfing the current Milstar satellites, which weight about 10,000 pounds. The block-10 satellites will be able to handle about 5 gigabits per second of data - at least five times the throughput of the Advanced Extremely High Frequency system, which is expected to launch this year. TSAT also will be able to support about 6,000 simultaneous users on the ground. Both the data throughput rate and the number of simultaneous users have been scaled back compared to the previous TSAT program, Payton said. The laser links and Ka-band intelligence, surveillance and reconnaissance communications support capabilities were expected to provide throughput of at least 10 gigabits per second, but they were removed from the initial iteration of TSAT. "The scaleback is simply due to affordability - [what we can] afford to buy and confidently design and build," Payton said. The laser and Ka-band capabilities will be fielded in future phases of the TSAT program, he said. Payton said the real benefit of TSAT will be the ability to provide secure information to mobile war fighters. "It is absolutely pivotal to the way … we are going to conduct war fighting in the future – smaller units down to the platoon and sometimes even smaller [units] out on the edge of the battlefield," he said. "Those units rely on information as much as they rely on ammunition. … [They'll] have access to information about what's behind that door or around that corner, information that's hard to get nowadays. Most importantly, they get that information in a protected mode" that can't be jammed or intercepted. Because of that war fighter need, Payton said he hopes to accelerate the contract award if it can be done without jeopardizing the integrity of the selection process. "If we do accelerate, I'm going to make sure we don't do something stupid," he said. Contracting foul-ups have plagued the Air Force in recent years, most notably in the selection of a new refueling tanker and search-and-rescue helicopter. Problems fielding space programs on time and on budget have led to speculation that the Air Force might be removed from its status as the Pentagon's executive agency for space, but Payton dismissed that possibility. "The people who are doing military space are 85 percent Air Force people," he said. "It's a core competency that the Air Force has. People will be relying on the Air Force to do the job in the near term and in the far term, so I'm not worried about what titles may or may not be applicable." 
***DAs

Spending Link

The plan costs 15 billion
McKinney 7 – Major USAF (July 2007, Maurice, “Transformational Satellite (TSAT) Communications Systems: Falling Short on Delivering Advanced Capabilities and Bandwidth to Ground-Based Users”, Air Command and Staff College, Wright Flyer Paper No. 27)

Currently, the TSAT program is projected to cost between $12 billion-to-$18 billion for the entire constellation.3 In 2003, to help pay for TSAT, the Air Force scaled back its acquisition of the AEHF satellites under development.4 In the FY 2006 defense budget, Congress gave the Pentagon about half of the $836 million it wanted for TSAT.5 Congress also directed the Air Force to focus on maturing the needed technology for the TSAT program and allocated $120 million of the $436 million to analyze whether more satellites like the Wideband Gapfiller or the AEHF will be needed prior to the first TSAT launch.6 If so, that $120 million could go to fund Wideband Gapfiller or the AEHF instead. 7 

TSAT development is expensive and reflects a trend of space spending to create smaller, cheaper satellites

Ostrove, 11 – (2/3/11, William N., Aerospace and Defense analyst for Forecast International’s Electronics Group, “Programs, Budgets Challenge Military Space,” Aviation Week’s DTI, http://www.military.com/features/0,15240,226691,00.html) Idriss
Space assets play a vital role in current and perceived future battlefield needs, with communications satellites an important part of networking forces. But program problems and budget restrictions are combining to change thinking on how capabilities should be developed and deployed. The U.S. military has an insatiable demand for bandwidth, and the Air Force had hoped its new Transformational Satellites (TSAT) would revolutionize satellite communications. But high costs, technical delays and budget constraints prompted Defense Secretary Robert Gates to cancel the program in 2009. The Pentagon will instead focus on buying more examples of the available Advanced Extremely High-Frequency (AEHF) and Wideband Global Satcom (WGS) satellites.

TSAT's cancellation is part of a wider trend in U.S. space spending. Rather than develop advanced and expensive satellites with revolutionary technology, the Pentagon is adopting an evolutionary approach. An example is the Operationally Responsive Space (ORS) model, under which the U.S. hopes to create smaller, less expensive satellites that can be developed and launched much more quickly. These will offer only incremental capability but, by avoiding the high-risk development of "exquisite" systems, the Pentagon hopes to m
inimize the cost growth and delays that have plagued programs such as TSAT. 

TSATs are expensive and unreliable
Hill, 9 – (4/15/09, Jeffrey, News Editor for Satellite News, “TSAT Elimination Comes as No Surprise to Analysts,” http://www.allbusiness.com/government/government-bodies-offices-government/12407132-1.html) Idriss
[Satellite News 04-08-09] As part of a restructuring of U.S. defense spending in the 2010 U.S. federal budget, U.S. Defense Secretary Robert Gates has recommended the termination of the U.S. Air Force's $26s billion Transformational Satellite (TSAT) program, the White House announced April 6.

According to a transcript of Gates' statement on the White House Web site, high costs, technological risk and development delays were cited as primary reasons for the program's cancellation.

For some analysts and industry insiders, the end of the TSAT program comes as no surprise. A November report by the Center for Strategic and International Studies (CSIS), predicted TSAT would be cut. "While the Air Force has invested $2 billion in TSAT, cost overruns and schedule slips have plagued the program, and it is low on a list of priorities, just as tight budget times loom," the report said.

At the time of the report's release, CSIS also said that the Obama administration would be "unlikely to produce the spare change to support a $10 billion space project." 
TSAT is one of the most expensive programs ever developed
GAO 7 (Government Accountability Office, 8/2/07, “DOD is Making Progress in Adopting Best Practices for the Transformational Satellite Communications System and Space Radar but Still Faces Challenges”, http://www.gao.gov/products/GAO-07-1029R, MH)
 The Department of Defense (DOD) is working to achieve information superiority over adversaries and share information seamlessly among disparate weapons systems. Two programs envisioned as a part of this effort are Transformational Satellite Communications System (TSAT) and Space Radar. TSAT is designed to provide rapid worldwide secure communications with air and space systems--including Space Radar--through radio frequency and laser communications links. Space Radar is expected to provide global all-weather intelligence, surveillance, and reconnaissance, particularly in denied areas, for military, national intelligence, and civil users. Both TSAT and Space Radar will require major software development efforts and employ a significant number of experienced staff. TSAT and Space Radar development efforts are expected to be among the most costly space systems ever developed by DOD. In 2004, TSAT was estimated to have a total life cycle cost of about $16 billion, of which $2.0 billion will have been spent at the end of fiscal year 2007. Space Radar is estimated to have a total life cycle cost from $20 billion to $25 billion, and the program has spent about approximately $464.5 million. TSAT expects to begin product development in fiscal year 2008, and launch the first satellite in the first quarter of fiscal year 2016. Space Radar expects to begin product development in fiscal year 2009 and launch the first satellite in third quarter of fiscal year 2016. The systems are also expected to be among the most complex ever developed, largely because of the challenges associated with integrating critical technologies within the satellites and networking the satellites to other platforms. Congress requested that GAO assess DOD's progress in adopting best practice as both of these programs proceed toward product development. We presented our findings on TSAT and Space Radar in briefings to Congressional staffs in March 2007. This letter summarizes our findings, conclusions, and recommendations. 
Weaponization Link

TSATs are built for war in space

Dinerman 9 – part-time consultant for the DOD, well-known and respected space writer regarding military and civilian space activities (1/12/2009, Taylor, “Rethinking TSAT: survivability first”, The Space Review, http://www.thespacereview.com/article/1282/1) MGM
It is likely that a future enemy will try for a more “elegant” kill. This may involve lasers or a high-powered microwave weapon. Hardening the TSAT against such weapons will be difficult and costly, but unless original design includes some level of shielding and can be upgraded to accept additional defensive measures, it will be even more expensive to adapt the system in the future. This means that if it is to be survivable, TSAT will have to be built from the beginning as a spacecraft designed for war in outer space. The US cannot afford to continue to build assets that depend on the forbearance of its foes to protect its essential space-based military forces. Since 9/11 there has been a lack of sustained attention by high-level officials at the Defense Department in the details of space warfare. This may be understandable, since such men and women suffer from limited human bandwidth the same way our current generation of military communications satellites lack adequate electronic bandwidth. We’ll see if the new leadership at the Air Force and in the White House takes the time to examine these things. 

Plan is unpopular and branded as a space weapon
Hitchens 5 (Theresa, Vice President Center for Defense Information, 9/14/05, http://www.europarl.europa.eu/meetdocs/2004_2009/documents/dv/hitchens-05_12_01_/hitchens-05_12_01_en.pdf, MH)

What I can also say is that even if the new presidential policy blesses the Pentagon’s space warfare strategy, it remains unclear whether Congress will be willing to fund it much beyond basic technology research. Space is an exceedingly expensive place. To fully implement the capabilities necessary to fight “in, from and through” space, hundreds of billions would have to be dedicated to developing new weapons, launching thousands of new on-orbit assets, and maintaining those systems once they are deployed. With launch costs remaining at $22,000 per kilogram, and current satellites in LEO weighing up to 4,000 kilograms, the price tag rapidly becomes exorbitant – hundreds and hundreds of billions of dollars. Further, Congress is already expressing concerns about the costs of today’s Air Force space programs that have nothing to do with controversial ASAT or space-strike systems. Programs such as the Transformational Satellite System designed to replace current military communications satellites, and the Space Radar to replace aging U.S. early warning satellites, are years behind schedule and tens of millions dollars over budget. Congressional reaction to Air Force budget requests for new space weapons programs based on unproven and yet undeveloped technologies may well not be all that favorable. In addition, space weapons remain controversial politically and the concept unpopular with broad U.S. public opinion – and a unilateral move by the United States to weaponize space is likely to also face harsh international political resistance and possible backlash as other nations seek to compete with their own space weapons programs. Indeed, recognizing these facts, the House Armed Services subcommittee on strategic forces, which is responsible for the military space budget, plans to hold hearings sometime in June on the question of “space control” and space weaponization. 
TSATs are the necessary prerequisite to space militarization

McHale, 6 – John McHale, writer for Military and Aerospace Electronics, “Future Weapons: Solid-State Lasers”, May 1st, 2006, http://www.militaryaerospace.com/index/display/article-display/255366/articles/military-aerospace-electronics/volume-17/issue-5/features/special-report/future-weapons-solid-state-lasers.html)
Laser communications experts from two U.S. defense contractors have taken the next step in their development of the future space-based military Internet called the Transformational Satellite Communications System (TSAT). The contractor team of Lockheed Martin Space Systems in Sunnyvale, Calif., and the Northrop Grumman Space Technology sector in Redondo Beach, Calif., demonstrated the interoperability of a new fast data communications protected waveform in the initial test of the Next Generation Processor/Router (NGPR)the brain of future Internet protocol-based military satellite communications TSAT. The test of the Northrop Grumman NGPR was done against the TSAT RF Universal System Test Terminal at Massachusetts Institute of Technology’s Lincoln Laboratory from earlier this year. The Lockheed Martin/Northrop Grumman TSAT space segment team, which includes ViaSat, Rockwell Collins, General Dynamics Advanced Information Systems, L-3 Communications, Stratogis and Caspian Networks, is under a $514 million contract for the Risk Reduction and System Definition phase. This effort will culminate with a multi-billion-dollar development contract to be awarded to a single contractor in 2008. Lockheed Martin Space Systems is the prime contractor, while Northrop Grumman Space Technology has responsibility for the communications payload, including laser and radio-frequency communications and on-board processing. The U.S. Air Force is managing the program at the MILSATCOM Joint Program Office, located at the Space and Missile Systems Center, Los Angeles Air Force Base, Calif. This initial compatibility test, NGPR‑1, verified compliance with key aspects of the U.S. government’s compatibility standards for the XDR+ waveform, a secure, protected, anti-jamming waveform for TSAT ground-to-satellite uplinks and downlinks. The tests measured the compatibility of XDR+ as well as increased bandwidth efficiency to transfer more information in the same transmitted signal bandwidth. Northrop Grumman’s NGPR operated at full-flight data rates established for TSAT, Northrop Grumman officials say. XDR+ waveforms represent an advancement of the XDR waveform used on the Advanced Extremely High Frequency (EHF) satellite system. It meets the high-throughput requirements of TSAT, which uses radio frequency and laser communications to provide secure, efficient, global communications for warfighters. The NGPR takes the information transmitted through military user terminals, determines where the information needs to go, and selects the most efficient route based on standard commercial network design principles. In addition to meeting planned objectives for NGPR-1, Northrop Grumman performed additional risk-reduction tests on features for the next test, NGPR-2, which will include waveform and networking capabilities. The NGPR is a critical component of TSAT, an Internet protocol-based system to provide military protected high-bandwidth communications, as well as communications-on-the-move capabilities. TSAT will network mobile warfighters, sensors, weapons and piloted aircraft in the air, on the ground, at sea, and in space.

TSATs are crucial to military operations
Henderson 4 – (Scott A. Henderson Lt. Col, Maxwell Airforce, Alabama, “THE THIRD BATTLE: IS THE U.S. READY TO WAGE THE NEXT CONFLICT IN SPACE?”, March 2004, http://www.dtic.mil/cgi-bin/GetTRDoc?Location=U2&doc=GetTRDoc.pdf&AD=ADA476998)

A significant leap-ahead in MILSTACOM is planned for the 2012 timeframe with the Transformational Communications Architecture, a system of satellites and networks aimed at providing the communications backbone for all future military operations. The Transformational Satellite Communications spacecraft are being designed to capitalize on high capacity laser communication links to serve as an “internet in the sky” to connect deployed mobile forces on land, sea and air with the Global Information Grid.6 The budget for TSAT, $774M for 2005, has been cut by $200M in both FY06 and 07, likely delaying the program significantly.7

Politics Links

TSATs are unpopular in Congress and with the public
Satellite News 9 – (11/11/2009, “Xtar Vice President Discusses FCSA, Future Military Bandwidth Acquisition Strategies”, Lexis) MGM
Schmidt: "There are a number of factors involved - perceptions, political factors, budgetary issues, acquisition regulations - they all contribute to it. The fiscal and political realities of today... they are just not going to get the money they want to do that. Neither Congress nor taxpayers, as evidenced by TSAT being cancelled, support unnecessary spending. TSAT was just too expensive." Satellite News: What are the regulatory obstacles for commercial satellite acquisition? Schmidt: "There is one misconception that I have heard several people say, and that is that the federal acquisition regulations don't allow commercial providers and the government to do multiple-year contracts. However, I've had government experts tell me that there is no reason you can't do multiple-year contracts and buys. I've been in the aerospace industry pushing 25 years and I don't ever recollect seeing a government contract that didn't have the termination for convenience clause in it. Meaning, if they don't get the funding in a subsequent year, they can terminate the contract." 

The plan’s unpopular in Congress

Wall and Butler 6 – *M.A. in IR, International Editor AND **senior Pentagon editor (4/2/2006, Robert and Amy, “USAF To Complete Major TSAT Risk-Reduction Efforts”, https://web02.aviationweek.com/aw/generic/story_generic.jsp?channel=space&id=news/040306p1.xml&headline=USAF%20To%20Complete%20Major%20TSAT%20Risk-Reduction%20Efforts&prev=10) MGM
The U.S. Air Force has a lot riding on the Transformational Satellite (TSAT) project during the coming months. Besides trying to ensure that future combatants have enough secure bandwidth to carry out their missions, the service is attempting to restore its reputation as a space program manager. A series of high-profile cost overruns and schedule delays has badly tarnished the Air Force's "street credentials" in Congress, leading to repeated and deep budget cuts. The "new" TSAT program--the development plan has been modified several times because of funding cuts--is as much about transforming the views of critics on the outside as it is about fielding a high-throughput satellite communication system starting in 2014. 
Building TSATs in isolation is politically unpopular

Kaeser 8 – works at CSIS (11/13/2008, Hans Ulrich, “DEFENSE PROCUREMENT BY PARALYSIS”, CSIS, http://csis.org/files/media/csis/pubs/081114_defense_procurment_by_paralysis.pdf) MGM
The next administration will have to make a decision about a strategically vital capability that affects the entire process of force modernization. It will have to do so in an environment where far more current needs take priority in the allocation of funds. There will have to be cuts and unpopular decision. The only alternative is a significant increase in defense spending, which in turn will compete with increasing pressure from mandatory government spending and economic rescue plans. TSAT procurement must be embedded in a well-conceived strategic plan. A large space program in isolation will not garner the political support it needs in times when the US warfighter is concerned about protection from road-side bombs. As a critical enabler of the Army’s Future Combat System, the Air Force’s satellite program must be decided upon in the context of joint future warfare. This requires the Pentagon’s acquisition officials to fully grasp the interplay of systems in joint network-centric warfare and take into account the repercussion a decision will have on the entire system of systems and its other components. Procuring individual components of an interlinked system of systems may inflate these components‟ price tag if they will not be able to operate in conjunction with the other planned components of the system. 

TSATs are politically unpopular
Erwin 5 – writer at National Defense Magazine (Sandra I. “Multibillion-Dollar ‘Internet in the Sky’ Could Help Ease Bandwidth Crunch,” Jun. 2005, National Defense Magazine, http://www.nationaldefensemagazine.org/archive/2005/June/Pages/multibillion-dollar5724.aspx)
In the near term, however, a more significant hurdle for TSAT will be Capitol Hill, where program supporters have yet to convince many lawmakers that the technology is more than just a pipedream. “It’s become really contentious between the Air Force and Congress,” said John Edwards, a space industry analyst at Forecast International, a business intelligence firm. He projects that the $836 million budget sought for TSAT in fiscal year 2006 will see cuts comparable to last year’s reductions. He also predicted the launch of the first satellite likely will slip to 2015 or 2016. In fiscal year 2005, the system had its $774.8 million budget request reduced by $300 million, to $474.8 million. Lawmakers attributed the cuts to technology risks. Regardless of what happens with TSAT, the Defense Department will need to figure out an alternative to radio-frequency based communications, Edwards said. “The mounting shortage of bandwidth, is expected to pose a serious problem in the not-so-distant future,” he wrote in a Forecast International study. “All current satellite systems use radio frequencies to transmit data, and there is only so much capacity to go around. “With increased transmission speeds and capacity at such high demand among military, civil, and commercial markets, U.S. operators are all fighting for a bigger piece of the pie,” Edwards noted. Until TSAT is up an running, the U.S. military will continue to lean on commercial service providers for additional bandwidth to ensure continuous communications, he added.

Congress cut funding for TSATs twice due to unreliability not including the recent termination in 09

GAO, 6 – (May, 2006, “DOD Needs Additional Knowledge as it Embarks on a New Approach for Transformational Satellite Communications System,” Government Accountability Office, http://www.gpo.gov/fdsys/pkg/GAOREPORTS-GAO-06-537/pdf/GAOREPORTS-GAO-06-537.pdf) Idriss
DOD is not meeting its original cost, schedule, and performance goals for the TSAT program. TSAT’s cost has increased by over $420 million, the planned launch date for the first satellite has slipped more than 3 years, and the satellites will be less capable than originally planned. Since DOD established initial goals for the program, Congress has twice reduced the program’s annual budget and directed DOD to spend more time developing and proving critical technologies. DOD developed the initial goals with limited knowledge, when almost all of the critical technologies had yet to be proven to work as intended. As a result, the goals were developed without a high level of reliability. 
Plan unpopular – large price tag and small satellites are just as effective
Bennett, 9 – (29/7/09, John T., BA in Journalism and Political Science, “Small Satellites Attract Interest from Large U.S. Companies,” Space News, http://www.spacenews.com/archive/archive09/smallsats_0727.html) Idriss
WASHINGTON -- Once dominated by small and midsize companies, the growing market for small national security satellites is drawing interest from major U.S. contractors.

The Operationally Responsive Space (ORS) concept was born earlier this decade to quickly field military satellites to meet war-fighting commanders' urgent needs and replace aging orbiters — and to draw smaller firms into the military satellite sector.

But it appears those firms are about to see some very recognizable companies entering a market that John Edwards, a space analyst at Forecast International, calls "big and getting bigger."

Edwards estimates 17 small satellites will be built over the next decade at a projected total value of $1.4 billion, which represents a growth of about 40 percent over current levels.

"They have shorter lives so there is a need to keep them in pipeline and ready to go up," he said.

ORS program director Peter Wegner says, "We're seeing interest now from both small business and big business," including most of the major U.S. defense aerospace firms.

Boeing, for one, believes "many existing and future programs require a high performance small sat to perform the mission," said Robert Villanueva, a spokesman for the Chicago-based company. "Boeing is investing in advanced satellite technologies for small sats. Boeing Phantom Works' Advanced Network and Space Systems [division] views small satellites as a disruptive technology."

Lockheed Martin is "committed to providing superior solutions that best support the ORS mission requirements," spokesman Stephen Tatum said. "In fact, over the past 50 years, Lockheed Martin has designed, built and launched over 150 small satellites, all of which have met or exceeded their design life."

The ORS program was conceived as a way to field smaller satellites and rockets that could quickly be developed and launched to meet urgent national security needs.

The Pentagon's specific goals for the program have included the ability to launch a small satellite within a week of it being removed from storage; shorter times from first approval to launch; and providing top-quality imagery to specific commanders. U.S. officials also have said they would like to use satellites like the ones envisioned under ORS to replace aging or damaged satellites.

Security space analysts agreed with Wegner's assessment that major defense aerospace companies are giving a second look to programs like ORS. That is because senior Pentagon officials have green-lighted a new space acquisition strategy that emphasizes smaller, simpler orbiting assets, analysts said.

Under the new space-buying approach, the department will develop and purchase smaller, cheaper orbiters that are based on less-complex designs, Pentagon officials said. Gone, they say, are the days of "one-size-fits-all" satellites like the recently terminated Transformational Satellite effort.
A 2008 study of the U.S. space industrial base conducted by the Pentagon's Cost Analysis Improvement Group (CAIG) found "the recent focus on transformational systems has hampered the execution pace required to maintain legacy capabilities."

The Defense Department must retool its space acquisition efforts, the CAIG said. Senior officials agreed, installing the small-sat plan earlier this year.

By shifting to smaller satellites, Pentagon officials hope they can satisfy commanders' needs in different parts of the world — while cutting program cycle times and spending fewer dollars.
Edwards said because smaller satellites are so much cheaper than complex ones like TSAT, "it's easier to justify them to Congress than when every satellite program has a $7 billion price tag."
Plan unpopular – Congress is skeptical of TSAT’s cost
NDM, 8 – (January, 2008, “Promise of ‘Revolution’ in Satellite Communications Faces Challenges,” National Defense Magazine, www.nationaldefensemagazine.org/archive/2008/January/Pages/Promise2384.aspx) Idriss
The five-satellite constellation will support the Marine Corps and Army’s vision of space-based on-the-move communications, which entails sending and transmitting live streaming video to and from a humvee, Stryker or other vehicles as they speed down roads. Johansen of Boeing Co., who is vying for the contract along with Lockheed Martin, said T-Sat could “revolutionize” satellite communications. The decision on which of the satellite builders wins the contract may come as early December. Meanwhile, Congress continues to question whether the Air Force should take money out of the T-Sat account and buy additional WGS or advanced EHF satellites. T-Sat is a test of the “block approach” to developing satellites. The program calls for the services that will use the system to produce clear requirements, then for the builders to achieve technical milestones in increments before they proceed to the next block. Under this strategy, the first T-Sats to reach orbit will not have all the capabilities envisioned. Once the first blocks prove themselves in space, the second generation will become fully capable. This measured approach is designed to reduce risk and maintain a predictable schedule. So far for T-Sat, the approach seems to be working, GAO found. Six of the seven critical technologies have been tested in relevant environment, it noted. GAO warned that T-Sat will be one of the most costly and technically complex military systems ever attempted. It has a $14 billion to $16 billion price tag.
A2: Plan=Covert
The plan would be done in public

Iannotta 8 – Editor of the C4ISR Journal (Bed, “Cost growth triggers review of U.S. satcom plan”, September 11, 2008, http://www.c4isrjournal.com/story.php?F=3720183)
A busted budget on the U.S. Air Force’s Advanced Extremely High Frequency (AEHF) satellite program will force the Pentagon to re-examine its long-range strategy for ensuring protected, jam-resistant communications between the U.S. civilian leadership and commanders around the world. The Lockheed Martin AEHF satellites are scheduled to start launching in August 2009, and sometime after 2015 the U.S. plans to shift to a constellation of futuristic Transformational Satellites (T-Sat) that would bounce transmissions through space by laser and send broadband imagery to moving vehicles. On Sept. 5, the Pentagon formally set in motion a review of its AEHF plan, something that cannot be done without also examining T-Sat, said Gary Payton, the Air Force deputy undersecretary for space programs, in a teleconference with reporters. The U.S. Nunn-McCurdy acquisition law requires the Pentagon to re-examine programs whose costs escalate by more than 25 percent, and re-justify them to Congress.  “When do we stop AEHF and when do we start T-Sat?” Payton said. “That’s within the realm of the width and breadth of a Nunn-McCurdy recertification.” Payton said the Air Force still plans to award a contract for T-Sat as early as November. Lockheed Martin and Boeing have been conducting laboratory demonstrations of their proposed laser communications links with funds from the Air Force as they compete for the right to build the spacecraft.
***AEROSPACE ADV. CPS

Aviation CP
Text: The United States federal government should create a multi-agency task-force consisting of the necessary parts of the Federal Aviation Administration, National Aeronautics and Space Administration, Department of Defense, Office of Homeland security, National Oceanographic and Atmospheric Administration, and any other necessary government organizations to research and deploy a highly automated air traffic management system.

The United States federal government should shift aerospace product certification to process certification whilst providing implementation support.

The United States federal government should streamline new airport and runway development.
The counterplan solves best and now is key – four reasons

Commission on the Future of the U.S. Aerospace Industry, 2 – (November, 2002, Robert S. Walker, commission chairman and chairman at Wexler & Wexler Public Policy Associates, F. Whitten Peters, commission vice chairman and partner at Williams & Connolly, Dr. Buzz Aldrin, spacefaring badass, president of Starcraft Enterprises, Sharespace, Starbooster & Starcycler, John J. Hamre, president and chief executive officer at the Center for Strategic & International Studies, Edward M. Bolen, president of the General Aviation Manufacturers Association, William Schneider, president of International Planning Services, R. Thomas Buffenbarger, international president of the International Association of Machinists and Aerospace Workers, Robert J. Stevens, president and chief operating officer of the Lockheet Martin Corporation, John W. Douglass, president and chief executive officer of the Aerospace Industries Association, Dr. Neil deGrasse Tyson, director of the Hayden Planetarium, Tillie K. Fowler, partner at Holland & Knight, Heidi R. Wood, executive director of Morgan Stanley, commission report to the president and congress on appropriate policies for the aerospace industry in the 21st century, “Final Report of the Commission on the Future of the United States Aerospace Industry,” http://trade.gov/static/aero_rpt_aero_commission.pdf) Idriss 

Act Now. The Commission sees compelling reasons for the Administration and Congress to take immediate action. First, new homeland security and defense requirements call for system capabilities not previously anticipated. Second, an entirely new level of transportation efficiency and national mobility can be enabled by more flexible, scalable, higher precision aviation operations. Third, inherently long lead times required for major aviation changes demand preparation far ahead of anticipated demand. And fourth, there could be no better American response after 9/11 than to rebuild the U.S. air transportation system dramatically better than it was before.
Space Research CP
Text: The United States federal government should mandate that the Department of Defense and the National Aeronautics and Space Administration cooperate with the commercial aerospace industry to create new propulsion and space power technologies.
The counterplan solves best for space exploration and innovation in the future. Additionally, the counterplan solves for space colonization
Commission on the Future of the U.S. Aerospace Industry, 2 – (November, 2002, Robert S. Walker, commission chairman and chairman at Wexler & Wexler Public Policy Associates, F. Whitten Peters, commission vice chairman and partner at Williams & Connolly, Dr. Buzz Aldrin, spacefaring badass, president of Starcraft Enterprises, Sharespace, Starbooster & Starcycler, John J. Hamre, president and chief executive officer at the Center for Strategic & International Studies, Edward M. Bolen, president of the General Aviation Manufacturers Association, William Schneider, president of International Planning Services, R. Thomas Buffenbarger, international president of the International Association of Machinists and Aerospace Workers, Robert J. Stevens, president and chief operating officer of the Lockheet Martin Corporation, John W. Douglass, president and chief executive officer of the Aerospace Industries Association, Dr. Neil deGrasse Tyson, director of the Hayden Planetarium, Tillie K. Fowler, partner at Holland & Knight, Heidi R. Wood, executive director of Morgan Stanley, commission report to the president and congress on appropriate policies for the aerospace industry in the 21st century, “Final Report of the Commission on the Future of the United States Aerospace Industry,” http://trade.gov/static/aero_rpt_aero_commission.pdf) Idriss 

Achieve Breakthroughs in Propulsion and Space Power. The ability to access space and travel through the solar system in weeks or months instead of years would help create the imperative to do so. Propulsion and power are the key technologies to enable this capability. Future progress in these areas will result in new opportunities on Earth and open the solar system to robotic and human exploration and eventual colonization. The nation would benefit from a joint effort by NASA and DoD to reduce significantly the cost and time required to access and travel through space. 

2NC Solvency

The counterplan creates massive economic spinoffs, enhances national security, accelerates space exploration, and opens up new commercial space development

Commission on the Future of the U.S. Aerospace Industry, 2 – (November, 2002, Robert S. Walker, commission chairman and chairman at Wexler & Wexler Public Policy Associates, F. Whitten Peters, commission vice chairman and partner at Williams & Connolly, Dr. Buzz Aldrin, spacefaring badass, president of Starcraft Enterprises, Sharespace, Starbooster & Starcycler, John J. Hamre, president and chief executive officer at the Center for Strategic & International Studies, Edward M. Bolen, president of the General Aviation Manufacturers Association, William Schneider, president of International Planning Services, R. Thomas Buffenbarger, international president of the International Association of Machinists and Aerospace Workers, Robert J. Stevens, president and chief operating officer of the Lockheet Martin Corporation, John W. Douglass, president and chief executive officer of the Aerospace Industries Association, Dr. Neil deGrasse Tyson, director of the Hayden Planetarium, Tillie K. Fowler, partner at Holland & Knight, Heidi R. Wood, executive director of Morgan Stanley, commission report to the president and congress on appropriate policies for the aerospace industry in the 21st century, “Final Report of the Commission on the Future of the United States Aerospace Industry,” http://trade.gov/static/aero_rpt_aero_commission.pdf) Idriss 

The Commission recommends that the United States create a space imperative. The DoD, NASA, and industry must partner in innovative aerospace technologies, especially in the areas of propulsion and power. These innovations will enhance our national security, provide major spin-offs to our economy, accelerate the exploration of the near and distant universe with both human and robotic missions, and open up new opportunities for public space travel and commercial space endeavors in the 21st century. 
Dept. of Labor CP

Possible aerospace industry advantage counterplan

US Department of Labor 5 ( “America's Aerospace Industry: Identifying and Addressing Workforce Challenges” May 2005 www.doleta.gov/brg/indprof/aerospace_report.pdf, MH)

The National Science and Technology Council (NSTC) draft report on science, technology, engineering and mathematics (STEM) education indicates that “as the current STEM workforce ages, the annual average growth rate in employment in science and engineering occupations (excluding math/computer science) has continued to exceed that of other professions from 1980 to 2000. During this same period, the number of college graduates and post graduates has lagged behind this growth rate.” The NSTC report also identified the following key issues: 1) “the growing gap between the needs of employers and the skill sets of potential workers, including skills at advanced levels; and, 2) a lack of solid data on the composition and dynamics of the workforce, which limits our ability to determine we have an adequate pool of well-qualified STEM workforce.”14 Aerospace stakeholders stressed that this issue originates in the K-12 system and an associated lack of interest by young people in these fields. The President’s Commission on Implementation of the United States Space Exploration Policy supported this notion, finding that “at present, there are insufficient methods for students to acquire hands-on experience in scientific and technical disciplines necessary for space commerce exploration. This Commission called for the formation of a Space Exploration Steering Council to provide “better integration of existing STEM education initiatives across governments, industries and professional organizations.” 15 The aerospace solutions sets developed during the  President’s High Growth Job Training Initiative, Aerospace Industry, Workforce Solutions Forum, are aligned with providing this kind of integration and hands-on experience. The President’s Commission on the Future of the United States Aerospace Industry stated that “the education system must be prepared to deliver training and education to meet these changing skill requirements and meet labor market needs. U.S. community colleges are doing this job well.” A large number of aerospace stakeholders at the Aerospace Workforce Solutions Forum were community college representatives, thus, many of the partnerships discussed model solutions involving community colleges. Aerospace technicians require a “core” set of skills or competencies, including areas such as aerospace processing, aerospace manufacturing, aerospace electrical, space vehicle maintenance, space vehicle systems and quality. Tasks are grouped into general categories such as Communication Skills, Math Skills, Basic Science, Safe Work Practices, etc. Transferable certifications and cooperative work experience are also helpful. 16 Aircraft and power plant (A&P) mechanics require an A&P certificate from the Federal Aviation Administration. To be eligible for the FAA certificate examinations, a candidate must have 18 months experience in either airframe or power plant work, or a combination of 30 months in both. Related military service may be used to meet certification requirements. Courses in math, physics, chemistry, electronics, computer science, and mechanical drawing are helpful for students wanting to enter the field.17 

Possible aerospace industry advantage counterplan- solves aging workforce
US Department of Labor 5 ( “America's Aerospace Industry: Identifying and Addressing Workforce Challenges” May 2005 www.doleta.gov/brg/indprof/aerospace_report.pdf, MH)

The following are the nine recommended solutions to address the aging workforce issue: Develop a self perpetuating “knowledge management” system – Aerospace stakeholders proposed a concept to maintain the industry institutional memory to limit the impact of workforce turnover and aging. The system should be flexible and not static, offer an interpersonal feedback mechanism and capture intellectual intent and process used to create work product. This “knowledge management” system should be self sustaining. Potential barriers include difficulty capturing process and product, the proprietary nature of the information, national security, high cost, privacy issues and the time needed to identify and document processes. Develop a model for cross-training workers in employment industries that are declining – After establishing data and a baseline of information that identifies critical shortages, stakeholders proposed a  retraining initiative to take advantage of highly skilled workers in declining segments of the aerospace and similar industries. The model would: • Identify those individuals within the aerospace industry that have skills that can be upgraded to demand occupations • Identify other manufacturing sectors/companies in decline • Provide incumbent worker system training whenever possible • Communicate to education training organizations pending shortages and the need to upgrade or retrain employees in demand industries • Create a formal communication process to allow educational organizations to be prepared Develop phased retirement program – The need for phased retirement was discussed by stakeholders as a key barrier to retaining older workers’ institutional memory and skills base. Current retirement rules preclude retirement age employees from receiving certain benefits and at the same time continuing to provide required mentoring of the younger workforce. Develop multiple institutes focused on preserving skills base and key technologies – Stakeholders called for connecting current activities through an “alliance business model.” Current activities include: • Industry and government have identified skills base and key technologies • Institutes are actively performing research • Educational institutions are actively engaged at all levels • Government and industry are funding competitions that encourage industry/education teams to perform real projects and research to maintain key skills • Institutes are recognized as government/industry resources for each skill The proposal included the need to take the skills base outside the “company gate” by developing multiple institutes focused on preserving the skills base and furthering key technologies needed by and supported by government and industry, by performing real projects and research (a one-stop for industry-base skills). The institutes would establish an ongoing series of funded competitions between industry/university teams focused on key technologies and skill sets as defined by industry and government customers having workforce emerge with emerging technologies. In addition, they would recognize and support technology transfer, process improvements, material and science by supporting research, education and industry partnerships. Establish and improve relevance of aerospace industry in education and other industries – Building the image of the aerospace industry, which is discussed in more detail in the loss of technical talent challenge, is essential to establishing the critical importance of the industry to national and economic security. Local processes would improve awareness among elementary students and other industries regarding relevance of aerospace industry/skills base. Elements of such a solution include: • A promotional campaign • Aerospace experts need to promote aerospace in elementary schools • Aerospace experts need to promote the industry to local mayors and regional players (workforce boards, local governments, and support organizations) 17 • Aerospace stakeholders need to cross-talk with other industry advocacy groups to promote skills required currently and in the future for the aerospace industry Develop a model program around the aerospace industry identified “soft skills” using SCANS as a baseline – Stakeholders proposed aerospace industry professionals to be involved in the educational framework by providing student performance standards for specific occupations. Programs provide ongoing intensive involvement of personnel from the aerospace industry. The major barrier includes Federal and state testing requirements to teach hard skills. Establish an annually updated national database of skills/competency gaps – The group called for helping to preserve the industry institutional memory, an updated database of skills and competencies, focusing on training money on one year and five year gaps identified by centers, companies and agencies and managed by them. The purpose of this database would be to promote and expand scholarship programs targeting anticipated high-demand positions. Validate the demographic cliff as an issue – There is no definitive data that the demographic cliff exists or will persist. Stakeholders wanted to obtain aerospace industry statistics (age demographics, number of employees that are retirement eligible, and who is actually retiring), determine criticality of skills at risk with a skills forecast and skills inventory and determine the root cause of attrition, including: • Financial portfolio • Job satisfaction • Utilization Develop a retiree alumni network – The group called for the creation of an environment where retired employees with institutional, product and system knowledge can stay engaged with company activities and be available when critical need arises. The proposal called for paying retirees to create a training program for their replacements capturing their class on video and in writing, working with professional trainers and educators. 

Possible aerospace industry advantage counterplan

US Department of Labor 5 ( “America's Aerospace Industry: Identifying and Addressing Workforce Challenges” May 2005 www.doleta.gov/brg/indprof/aerospace_report.pdf, MH)

The following are the twelve recommended solutions to address the loss of technical talent issue: Cutting-edge curricula – Curricula needs to be research-based, evaluated and tied to industry requirements. Recognition of state authority for education must be accounted for during curriculum design. Stakeholders envisioned this as a continually updated process identified to stay cutting edge.  They also believed that schools could be used as test beds for technology and application. Barriers to success include a lack of interest, prohibitions of money for capital investments, accreditation of faculty to allow experts to teach, as well as school schedules typically not being responsive to industry time constraints. Increase “hands on”/interactive learning in classrooms by increasing technology in classroom, increasing the number of teachers with experience in the field, increasing the number of classes geared toward specific interests, and teaching what the industry needs – Participants called for “hands on” materials (kits, equipment); comprehensive and systematic improvements (not ad hoc), publicized successes and replicability efforts; externships; institutes and continual processes keeping up to date with industry needs. Barriers include accreditation of retired industry staff and education recognition of industry accreditation. Identify, create, teach, and certify vital baseline core competencies and skills sets as defined by industry, as well as high-tech skills and technical competencies as defined by industry – Participants were interested in developing agreement on core competencies and standardizing them across states. The model called for looking at what already has been developed by industry for core competencies and developing pilot sites and replication of successful programs. In addition, community colleges must be integrated with four-year schools. National public image campaign that focuses on the positive impact of the aerospace industry – Image was identified as a major issue for stakeholders and the President’s Commission. The campaign would celebrate successes (i.e., Hubble telescope – knowledge of the universe, aviation records), stop dwelling on negatives only in the media, i.e. accidents or near accidents in aviation and space and ensure broad representation. Participants also believed that all the pertinent government agency stakeholders must agree to a new public image campaign for the industry. National media campaign through video games, mainstream media, pop culture, merchandise, young executives promoting the industry, creating an aerospace personality – Ideas included “Aerospace Idol,” “American Astronaut” reality shows that would allow students to compete for a chance to go into space. It was noted that several aerospace analysis software companies already have the tools and desire to do this kind of programming development. Games can be distributed through normal channels. The gaming industry in some fashion exists in and is influential across all races and genders, allowing all kids to learn about aerospace in a fun and engaging way outside the classroom and realize that aerospace really can be cool. Stakeholders would develop a campaign to attract youth at several age-appropriate levels through mainstream media, pop culture and merchandise. Modify career clusters and pathways for adult learners – a component of adult education – This model was based on the current U.S. Department of Education/state partnership on career clusters, callings for breaking down communication barriers, identifying sub-categories of aerospace and applying technology skills terms. Publicize aerospace career options via career days, career clusters, career pathways, academic tracks (dual enrollments), websites, career packages, guidance counselors, etc.– This model would have an allegiance between all the “key” K-12 players, and the higher education industry. It calls for a voice of private industry and the right person to coordinate between different groups, associations and states. Participants 20 mentioned that it is important for states to share best practices and information to cause a “domino effect” of success. Develop industry and post-secondary partnerships that focus on internships/cooperatives and curriculum development, mentorship’s, scholarships, etc. – Stakeholders proposed ongoing partnerships with all stakeholders and publicizing internships and teacher opportunities. The model would fund a state-based pilot project that establishes a network of aerospace education mentors to put resources in the classroom, align the resources to education standards and train teachers on how to use them. It is critical to include national coordinated state based efforts and assessment components. Educational assistance/support for student loan forgiveness and industry-sponsored scholarships/loans in return for work commitment – The model proposes student-loan forgiveness with time and finance limitations, guaranteed job and paid education (subsidized), loan pay off with working and scholarships for non-college “vocational” classes (ACTE). Association coordination on scholarships would be aligned with aerospace curriculum. Create internship/fellowships to offset cyclical nature of the industry and study financial benefits of retention vs. layoffs/retraining – Participants were interested in work continuity, executive education with long-term implications (cost factors) of layoffs and hiring costs versus retention and retraining and government programs to accept employees while new work is created – return to pipeline (intern/fellowtype opportunities). Provide industry supported cooperatives, professional and trained mentors, internships – This proposal included peer buddies within corporations to improve student/young professional retention in the aerospace industry. The following are elements of such a model: • Mentors mentor during 8-hour day • Mentoring Advocacy: Company One encourage Company Two to mentor • Co-ops not employed • Internships employed • Relationships developed with educational institutions • Educate individuals about one industry (peer to peer counseling) • Inter-company (Company One and Company Two) have networking opportunities • Intra-company networking opportunities 

***T

Extra-T

TSATs are either extra topical or don’t solve- ground based portions are key

McKinney 6 (Maurice, USAF Major, April 06, “A Research Report Submitted to the FacultyIn Partial Fulfillment of the Graduation Requirements”, p.8-9, MH)

Ground Segment. Satellites are just one component of TSAT. The ground segment, also known as the TSAT Missions Operations System (TMOS) segment, performs network management and gateways access. TMOS will give TCA the ability to act as a broadband, on-demand global Internet based on IP, incorporating key emerging network technologies like quality of service provisioning and bandwidth guarantees. 5 The IP communication is designed to allow users access to information from multiple platforms using a single terminal. More importantly, it will allow warfighters anywhere and anytime access to the terrestrial GIG. 
